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Abstract: This paper discusses the efforts of the New York State Division of Criminal Justice Services (DCJS) to implement, a cross-jurisdictional crime mapping system (CMS) for law enforcement agencies across the state.  In December of 2000, the system was completed and made operational in the original pilot regions. This release coincided with the 2000 Crime Mapping Center Research Conference where a presentation about the system was made.  Since then, DCJS has been engaged in supporting the system, managing its expansion and the ongoing work of system enhancements and software/hardware upgrades.  These efforts are both ambitious and challenging.  This paper will address the challenges, obstacles, and successes of implementation in a real life context.

tc \l1 "Description and Background

tc \l1 "Description and Background
Running a crime mapping application for a single jurisdiction is time consuming and labor-intensive. Running a cross-jurisdictional crime mapping system means more work.  In rough terms, the amount of data being processed can be multiplied by the number of agencies participating in the system to estimate the work involved (e.g., incident and arrest data).  In reality, however, setting up a cross-jurisdictional system for approximately 20 agencies is not just 20 times the records management and geocoding work. The efforts, at least initially, are much more involved.  A considerable amount of work must be undertaken to assure that participating agencies can agree to and maintain a common data format, as well as procedures for submitting data. 

Implementing and then running a multi-agency, cross-jurisdictional crime mapping system introduces a myriad of tasks and unique concerns.  Among these are the efforts needed to standardize potentially discordant data from contributing agencies and having to accommodate the individual needs of multiple user agencies, often across different settings (e.g., urban, suburban, and rural).  Individual agencies, and users within that agency, may want to see numerous enhancements in the system, such as integrating the orthophotographic images that their city-planning department has or adding land parcel shapes and attribute information to the file because the county has an application that does so.  Additional challenges include the underlying issues of overlapping jurisdictions (e.g., of the county sheriff and small municipal department) and the "turf wars" that sometimes occur among law enforcement agencies

The eventual economies-of-scale and analysis benefits afforded by cross-jurisdictional mapping can be fully realized only when these tasks are grappled with in a deliberate and straightforward manner. The effective management of these tasks, as early as possible in the design/implementation cycle, is critical to the success of cross-jurisdictional efforts and sets the stage for potential expansion. Recognizing the importance of these tasks, we attempted to deal with this from the earliest stages of system design.  Despite this foresight, real-world challenges came up in the process implementation

In the following sections, we address some of the key features of the New York State Crime Mapping System (CMS) that have been designed to address these unique "cross-jurisdictional" and "multi-agency" challenges.  In addition, we discuss implementation efforts currently being undertaken. We will review the features of the system that allow for cross-jurisdictional mapping.  We will address what participating agencies must bring to the project, what they get out of the system, and the underlying mechanisms for dealing with variations in source data (records management system) across agencies.  Practical examples of implementation issues will be given.  Also discussed will be the variety of routine technical tasks (e.g., geocoding and map layer creation/maintenance) associated with running a cross-jurisdictional crime mapping application from a centralized location.  Issues such as system enhancement and software/hardware upgrades will be addressed.  Finally, the paper will discuss various ad hoc requirements that are bound to arise. 

This paper is intended for the benefit of those in law enforcement who are contemplating a similar undertaking as well as those who are now engaged in designing or running similar systems.  This paper focuses primarily on the implementation issues.  Others involved with the New York State Crime Mapping System are addressing in separate papers how this system was built (planned, designed, and programmed) and how the law enforcement community in New York State is currently using the CMS.

Features of the New York State Crime Mapping System That Enable Cross-Jurisdictional Mapping

tc \l1 "Features of the New York State Crime Mapping System That Enable Cross-Jurisdictional Mapping
There are a number of features that were designed for system and data management processes that were necessary to enable cross-jurisdictional mapping in the NYSCMS.  Several of the most important features are listed below.  

File Extract Procedures: Those Law Enforcement Agencies (LEAs) wishing to participate in the CMS must submit their data in the proper format.  In order to enable data sharing, members of the design-team developed an extract file specification to which contributing agency must “write” their data. This requires that the user agency, or commercial RMS vendor, must convert their data and write it to the extract file format.  This applies both to crime incident data and arrest data.  

tc \l2 "This initially seemed straightforward to members of the design team.  However, as an implementation issue, some agencies have found the process of creating extract files to be beyond their technical capacity.  Others have been able to convince (or pay) their commercial RMS vendor to write the procedure or were able to rely on technologically savvy department members to sort out this task.  Although creation of the extract files is the responsibility of the LEA, DCJS staff has devoted considerable time to clarifying related issues, running test procedures and providing feedback to agencies attempting to complete these tasks.  Attending to agency/vendor problems with extract file creation is consuming considerably more DCJS resources than had been anticipated in the pre-implementation phases.  It is, however, important and necessary work.

Centralized Geocoding: The New York State CMS employs what is essentially a centralized geocoding service.  After agency records are submitted to DCJS, they are automatically uploaded every morning (or manually uploaded in the case of an emergent need).  A sub-routine of the data-loading process executes an auto-geocoding script using fairly tight match parameters (i.e., so records are not geo-coded to the wrong place).  Data clerks at DCJS are then responsible for attempting to manually geocode remaining records on an as needed basis.  

tc \l2 "Centralized Geocoding: The New York State Crime Mapping System (NYSCMS) employs what is essentially a centralized geocoding service.  After agency records are submitted to DCJS, they are uploaded automatically every morning (or manually uploaded in the case of emergent need).  A sub-routine of this process is an attempt to automatically geocode records using fairly tight match parameters (i.e., so records are not geo-coded to the wrong place).  Data clerks at DCJS are then responsible for attempting to manually geocode remaining records on an as needed basis.  
tc \l2 "As a practical matter, geocoding success varies greatly by agency.  Some agencies, like Buffalo PD, Albany PD, and Schenectady PD geocode at a high rate because their records management system (RMS) edit-checks address data at point of entry.1   Many other departments, particularly smaller, rural departments are not experiencing geocoding hit rates as high as those in the "geo-sensitized" departments.
  This may be reflective of their general environment (rural areas that are not as consistently addressed), the types of crime they deal with (e.g., DUI locations, such as “SB on Route 5,” that are not specifically referenced to a street address or cross-street), or simple inexperience.  DCJS is working with these agencies to make them more aware of geocoding issues and to improve their point-of-capture and data entry procedures to increase geocoding success.  

tc \l2 "As a practical matter, geocoding success varies greatly by agency.  Some agencies, like Albany P.D., Schenectady P.D., and Buffalo P.D. geocode at a high rate because their RMSs edit-check address data at point of entry.  Many other departments, particularly smaller, rural departments are not experiencing geocoding hit rates as high as those in the Ageo-sensitized@ departments.  This may be reflective of their general environment (rural areas that are not as consistently addressed), the types of crime they deal with (e.g., DUI locations such as ASB on Route 5@ that are not specifically referenced to street addresses or cross-street), or simple inexperience.  DCJS is working with these agencies to make them more aware of geocoding issues and to improve their point-of-capture and data entry procedures in order to enhance geocoding success.  
Also related to improving geocoding hit rates is the use of a "location alias table" built into the CMS.  This feature allows agencies to enter common place-names in place of addresses or cross-streets.  For instance, the specification of "Washington Park" as the Street Address in records submitted by Albany PD can result in successful automated geocoding through the location alias table.
Real Life Implementation Issues

tc \l1 "Real Life Implementation Issues
As was learned in planning and designing the project, there are varying degrees of technical capacity and interest in crime mapping across New York State law enforcement agencies.  Not surprisingly, this diversity has impacted implementation.  Some departments have been eager to use the system and continue to show great interest, some are "lukewarm" and need coaxing, and a few have taken a "what's in it for me" approach.  DCJS is making a conscious "marketing" effort to reach out to the wide variety of agency users.

Fortunately, several related developments in law enforcement information systems have helped spur interest and helped diminish some of the technological and organizational barriers to participation.

The Release of Spectrum Justice System (SJS) for Windows: In the early 1990’s DCJS developed its own record management system, which it provided for free to law enforcement agencies.  As they were designing the recently released version of SJS for Windows (summer of 2002), DCJS incorporated an easy-to-run subroutine that enables the user agency to automatically create extract records in the CMS file format.  Thus, agencies that are using SJS for Windows need not worry about programming an extract file. They are essentially ready to submit data to the CMS by virtue of having SJS for Windows.

The Advantages of Erie County Central Police Services System: Many agencies in Erie County use the services of the Central Police Services (CPS) records management system.  Since CPS has written the extract procedures, these participating agencies, much like agencies using SJS for Windows, are relieved of the burden of having to create their own extract files.

Among the agencies not using SJS or CPS for records management, the results have been more varied.  Some agencies have stepped to the fore and devoted the resources necessary to create the extract files.  At present, several commercial RMS software vendors are reviewing the costs to program such an extract for their New York State agencies.  DCJS is providing what assistance it can, but the prospects of taking the primary responsibility in this endeavor are beyond existing resources.  The programming of the extract file process depends on considerable knowledge of the inside workings of the local RMS that only local agencies and their vendors have.  
Data Timeliness and Consistency

In the perfect world, all agencies would be up-to-date in entering their incident and arrest records and would be submitting such data to DCJS on a daily basis. DCJS recommends that data be sent at least every other week. In the early stages of the project implementation, DCJS established a realistic catch-as-catch-can approach to obtaining data.  DCJS is prepared, however, to accept data daily, monthly, or as often as the agency can submit it. There has been steady improvement since initial implementation. Each morning a data loading script automatically searches for any new data files in the CMS data directory that have been received since the last upload.  Ultimately, DCJS would prefer that agencies submit data through FTP (file transfer protocol).  But in keeping with the catch-as-catch-can philosophy, DCJS is willing to accept data any way that it is available, often on diskettes delivered by LEA personnel.  FTP procedures have been created to eliminate the data delivery by diskette.
tc \l2 "Data Timeliness and Consistency: In the perfect world, all agencies would be up-to-date in entering their incident and arrest records and would be submitting such data to DCJS on a daily basis.  In the early stages of the project implementation, DCJS established a realistic catch-as-catch-can approach to obtaining data.  We=ve seen steady improvement since initial implementation.  DCJS recommends that data be sent at least every other week.  They are prepared, however, to accept data daily, monthly, or as often as the agency can get around to submitting it.
tc \l2 "Timeliness of data entry at the local agency is another matter of concern in cross-jurisdictional systems.   Needless to say, some agencies that will have data entry backlogs, often because of limited resources.  There is hope that the experience of crime mapping will help build a more compelling case for these agencies to devote more resources, or find more funding, for data entry.  As has been clearly articulated by the NYPD in their CompStat program, the value of timely data and data-driven management strategies cannot be overstated.  Historical data analysis has its place, but current data is best for real-world problem solving and preventative measures.  Variations in the timeliness of data across agencies in cross-jurisdictional systems can raise problems of analysis.  For instance, a map comparing the burglaries over the last three in two neighboring jurisdictions would certainly be of compromised value if one agency were a month behind in data entry or submission.  In recognition of this, DCJS encourages frequent and timely submission of data.  Beyond this, DCJS is doing what it can to provide assistance to agencies that may be experiencing data entry backlogs due to limited resources.

Variations in geocoding rates may pose problems in cross-jurisdictional systems for the same reasons that variations in timeliness cause problems.  For instance, if records for one agency are successfully geocoded at the rate of 97% but records from a neighboring agency geocode at a rate of only 60% cross-jurisdictional maps will be misleading.

Current State of Use and Growth

tc \l1 "Current State of Use and Evidence of Growth
Given the backdrop discussed above, there are various levels of participation in the crime mapping system among end-user agencies.  At the time of this writing there are just over 100 law enforcement agencies capable of submitting incident and arrest records to the system, across at least 20 counties in New York State.  Beyond LEAs, several county district attorneys have obtained access to the system and are beginning to use it.

Not all these agencies are using the system and not all are contributing data with equal consistency.  A clear nucleus of law enforcement agencies, at this date about 10, are consistent users of they system.  These users are starting to spark cross-jurisdictional collaborations.  "Tepid" users are seeking out active users and DCJS staff in order to learn more about the system and get practical demonstrations.  Efforts are also being made to meet regularly with law enforcement associations to demonstrate the system and routine group-training sessions have been established.  DCJS is also strongly committed to providing customized training based on individual agency needs, either at DCJS’ crime mapping training facility in Albany or at the agency.

One of the key advantages of the system is that it allows end-users to download arrest and incident data from multiple agencies and to incorporate that data into their own agency’s crime analysis activities.  Data may be incorporated into standard desktop software such as Excel or SPSS to perform more sophisticated analysis than the CMS allows.  In addition, downloaded data may be imported into standard desktop GIS software (e.g., MapInfo or ESRI) and used with other GIS data and procedures that may exist at the agency.  Crime analysts in Albany and Schenectady are using the system in this manner.  A Ph.D. candidate and former police officer/crime analyst, who is now an intern at DCJS, is working closely with Albany’s crime analyst and is also providing training on crime analysis and CMS data export/import procedures to a growing number of agencies.  At the time of this writing, DCJS is also working closely with the Schenectady Police Department on getting them up-to-speed with the system.  This collaborative arrangement was spurred when the new chief and new commissioner of public safety in Schenectady recognized that crime mapping could enhance the department’s operations, as well as provide them with a new tool to promote outreach and community policing.

The Initial and Ongoing Role of the Advisory Group

tc \l1 "The Ongoing Role of the Advisory Group
An advisory group of law enforcement representatives, which had been vital in providing direction and feedback as the application was being designed and built, continues to convene at least every other month at DCJS offices in Albany.  This group continues to provide feedback on system performance, functionality, and ongoing enhancements.  Members of this advisory group remain strong boosters of the application and bring instant credibility to the system as other agencies come aboard.

Software Updates and System Enhancements

tc \l1 "Software Updates and System Enhancements
The New York State Crime Mapping application is built around a bundled software package, data products, and is held together with customized coding. As with any similar application, this constellation of technology raises numerous issues concerning upgrades, product support, and compatibility.  All of these facets must be continually monitored and adjusted.  For instance, certain desired upgrades to the system require GIS software upgrades.  These GIS software upgrades then require platform upgrades, often in terms of the operating-system software and sometimes in terms of hardware.  The list goes on.  At minimum, it takes a dedicated and concerted effort of coordination between the DCJS bureau that is responsible for running the crime mapping application (the Customer Service Group) and the bureau that oversees the server and communication software on which the application runs (the Technical Services Group). Since the application is largely reliant on a single GIS software vendor and programmer (MapInfo), DCJS must rely on that vendor for major upgrades.

Recently, DCJS has approached GDT (the major supplier of geographic data behind such products as MapInfo’s “StreetPro”) about CMS users providing systematic updates and corrections they discover while mapping crime.  These updates might include new streets or address ranges that are not now included in the underlying data products as well as the locations of other geographic polygon entities (e.g., parks, universities, and government facilities).

Post Implementation “Requirements”

tc \l1 "Ad Hoc Requirements
Soon after the initial implementation of the project, DCJS staff and end-users began to generate countless ideas about expanding the system.  Part of this was attributable to ground work that was laid out in designing the system; i.e., the system needed to accommodate the addition of a wide variety of map layers that would provide for contextual reference when view and analyzing crime data and the system needed to be capable of capitalizing on improvements in technology.  (Apart from design and implementation efforts, a large part of the systems flexibility is attributable to inherent attributes of GIS.)

As the system was rolled out, it became readily apparent that just many people had an idea about what could be or “must be” added to and integrated into the CMS, though not all were fully aware of what it would take to implement these changes.  It has now become a major mission of project staff to weigh which map layer ideas are feasible and, when feasible, to get together the requisite data and, in most instances geocode it.  Many useful layers quickly became part of the application.  These included -- to name but a few -- the residences of parolees, probationer and registered (level 3) sex offenders. Other layers, including orthophotography, are being considered for inclusion pending technological and resource considerations.

The flexibility of the system and CMS staff was put to the test in the wake of the tragedy of 9/11.  To the staff’s and the application’s credit, map layer data related to potential terrorist targets and to potential resources for responding to (or protecting against) terrorist activity were quickly added to the CMS.  By working with the New York State GIS Data Clearinghouse, DCJS was able to quickly obtain and add map layers such as the location of nuclear facilities, gas lines, and communication towers to the CMS.  In addition, the events of 9/11 spurred DCJS to share relevant geographic data with other agencies both directly and through the Clearinghouse.

Continuing Enhancements

Based in part on user group input, a number of enhancements to the CMS have been made since the system was first implemented.  These include providing end-users with the ability to enter a specific zoom-level rather than having to rely on the zoom tool (i.e., drawing a rectangle) to set the zoom level.  This small change makes it easier for users to standardize map output across queries (by default the map extent is defined by the minimum bounding rectangle around the points mapped as a result the query).  Other enhancements include the addition of a legend that helps users better interpret map layers they are viewing and the inclusion on a “grabber hand” tool which allows the users to more precisely and easily move the map within the map view frame.  Figure 1 on the next page is an image of a map output window with the enhancement highlighted

Figure 1
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Other enhancements being considered include the ability to plot both incidents and arrests on the same map and allowing users to access the mapping functionality without first having to run a query of crime incident or arrest.  Originally the system was designed to provide contextual data to support maps of incidents or arrests, but  these contextual layers are worth viewing for their own sake.  Some users whose primary concerns do not center on crime incidents and arrests have found the maps very useful.  In the future, it is anticipated that the CMS will include the ability to map “calls for service” and to enable queries to be run on “map layer” data (e.g., rather than show all probationers show only those probationers that meet certain criteria).

Conclusions

tc \l1 "Conclusions
As we have learned, sometimes painfully, the process of implementing, sustaining, and expanding a cross-jurisdictional crime mapping is no small task.   However, by confronting and dealing with challenges and obstacles in a heads-on manner, steady progress can be made.  Throughout the process of building and implementing the application, participants have recognized that the CMS is more than just a tool.  In also encompasses the broader processes of engaging real people and organizations in data sharing, crime mapping and analysis.  The crime mapping system cannot fix the problems that exist between people and between organizations, but we believe it can help!

We believe that the New York State Crime Mapping System provides a credible and valuable tool for law enforcement agencies throughout the state.  It has become a focal point around which promising collaboration among law enforcement agencies have begun to take form.  It has also prompted collaboration with other non-LEA agencies.  Recently, for example, the Schenectady Fire Department took special interest in the map of arson incidents (selected on the basis of UCR classification) when considering staffing and budget issues.  

While the CMS has proved valuable and has been rewarding endeavor for DCJS to host, we fully recognize that we still have a lot of work to do.  The implementation process does not just end; it goes on and on.

Post Script

tc \l1 "Post Script
There are two companion papers that discuss the New York State Crime Mapping System further.  This is the second in a series of three.  The first in the series addresses how the system was conceptualized, designed, and built.  The third in the series addresses how the system is currently being used by agencies complete with illustrations of cross-jurisdictional crime mapping and analysis.

Among enhancements recently added to the CMS are a field were an end-user can enter a specific zoom level and the “grabber hand” that both allow the user tom be more easily adjust the viewable map image.


 


In this map window we see a plot of burglaries for the first six months of 2002.  Here the user has selected to add probationers and registered sex-offender to the map view.  At this zoom level, only the major road network is visible.  If the user were to zoom to a level less than 10 miles the entire street grid would be visible.  With the new ability to customize the zoom level, the user could standardize a series of maps all zoomed to the 9 mile level.  Zooming precisely to the 9 mile level would have been near impossible to accomplish with the manual zoom-in tool.











�  Some of the smaller departments using CMS have 10 or fewer personnel.


� It deserves mention that this problem may also exist across subdivisions (e.g., precincts) within single jurisdiction system.  In general, geographic variations may exist within municipalities based on new construction, variations in addressing conventions, and variations in the way that addresses are recorded at the point of capture.  


�  While District Attorneys and other justice agencies may access the system, they are not currently contributing any data to the system





