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FOREWORD TO THE SECOND EDITION 

Records contln~e to be a critical component of the operation of a 
law enforcement agency. Slnce the manual's First Edltlon was 
prlnted 1n 1987: there have been slgnificant changes in 
leglslatlon and ava1lable technologies to enhance the records 
function. This Second Edition of the Law Enforcement Records 
Management manual lncorporates these changes. 

This manual's purpose continues to. include: 
.. 

* A basic, systemat1c structure to meet the needs of the 
records function. 

* A flexlble structure which wlll meet most agencies' 
requirements, promoting uniformity in records systems 
and management practices throughout the State of 
Californla. 

The Comm1SS10~ wlshes to recognize the Second Editions's Project 
Coord1nator, Darlene Tsue. Ms. Tsue, who was the Records 
Supervisor for the Clty of Woodland, provided an exceptlonal 
amount of t1me: research: coordinatlon and follow-up to ensure 
the completion of the manual's Second Edltion. Tragically, she 
was killed in an automobile accident in November, 1990. Her work 
on this manual remains a living legacy of her service to 
Californla law enforcement. 

The Commlssion also appreclates the contrlbutions of the 
Executive Board of the California Law Enforcement Assoclatlon of 
Records Supervlsors (CLEARS) and the Second Edition advisory 
commlttee of CLEARS members. Lastly, the Commission thanks POST 
Senior Consultant Bernie Homme for his role as Project Director. 

We hope the Second Edition of this manual provides you with up­
to-date information in managing your records unit. Questions or 
comments concerning this manual or records management should be 
directed to the Management Counseling Services Bureau, 
(916) 739-3868. 

~tlteL 
NORMAN C. BOEHM 
Executive Dlrector 

May, 1991 
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FOREWORD TO THE FIRST EDITION 

Records are a crltical component of the operation of a law 
enforcement agency. Records management, the systematic control 
of law enforcement records, is an increasingly complex task. 
Legislation, technology, increased demands for information, and 
expanded civil liability all contribute to the complexity of 
records management. 

In response to this phenomenon, this Law Enforcement Records 
Management Manual was created. This manual describes a basic, 
syst&matlc structure to meet the control, maintenance, infor­
ma~ion, and security requirements of local law enforcement 
agencles. The system described here is not lntended to offer the 
only solution to the needs of every agency. Rather, the manual 
describes a basic system flexible enough to meet most require­
ments and promote uniformity ih records systems and management 
practices. 

The manual is organlzed and presented to allow it to be used 
dally by records personnel at all levels. The step-by-step, how­
to format is designed to provide a handy reference and contribute 
to an efficlent and effective system. 

The Commission appreciates the contributions of the Executive 
Board of the California Law Enforcement Association of Records 
Supervlsors (CLEARS) and an advisory committee of CLEARS members. 
Special thanks are extended to Andrea Hop of the Walnut Creek 
Pollce Department who served as project coordinator while working 
as a POST Management Fellow. 

Questions or comments concerning this manual or records manage­
ment should be directed to the Management Counsellng Services 
Bureau (916) 739-3868. 

~~~ 
NORMAN C. BOEHM 
Executive Dlrector 

November, 1987 
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INTRODUCTION 

The POST Law Enforcement Records Management Manual is designed to 
ass i st 1 aw enforcement records personne 1 in the performance of 
daily activities. The manual focuses on processes and procedures 
for small and medium-sized agencies with centralized, manual record 
systems. The underlying principles, however, are equally 
applicable to automated systems. 

The manual is divided into eight section':;) including the primary 
reporting system, secondary files and processes, information 
release and security, statistical processes, records retention and 
destruction, forms control, system audit procedures, and the 
automated decision-making process. The appendix includes model 
directives, legal references, a resource guide and glossary. 

Each of these sections contains both a theoretical overview and 
practical procedures. Flowcharts and visual aids are presented to 
graphically depict relationships and processes. Because the 
supervision and training of records personnel are addressed in 
othe r pub 1 i cat ions and tra 1 n i ng classes, these subj ects are not 
included in this manual. . 

An initial review of the Table of Contents wi 11 be helpful to 
identify the scope of the subjects covered. Familiarization with 
the terms in the Glossary during the initial review will also be 
helpful. An examination of the flowcharts accompanying process 
descriptions will aid in a better understanding of the material 
presented. 

The recommendations concerning processes and procedures are the 
product of years of experience of POST consultants and trainers in 
local law enforcement agencies throughout California. This 
experience, combined with the specialized expertise of contributing 
records managers, is the foundation on which policies and 
procedures were formulated. 

The approach to record management is based upon certain underlying 
assumptions. The most basic assumption is that a law enforcement 
records system is a dynamic source of pertinent information rather 
than a static repository of agency history. This information is 
the prime ingredient in budget and staffing decisions and is 
essent i alto the invest i gat i ve, arrest, and j ud i cia 1 processes. 
The information gathered, recorded, and disseminated must be 
accurate, clear, and comprehensive. This suggests the necessity of 
on-going systematic examination of processes, procedures, and files 
together with a realistic and effective purge program. 

Equally important is the assumption that when records managers make 
d~cisions regarding information processing and procedures, over-all 



agency benef its must be we i ghted against any adj ustments in 
personnel time or other resources. The records system should be 
reviewed as an interdependent whole, whose components interact in 
direct and subtle ways. The implication of this assumption is that 
records managers should be aware of the operations of the total 
agency. This over-all awareness ;s essential to effective records 
management. . 

Lastly, an assumption is made that certain resources are essential 
to effective records management. Records staff must have adequate 
training. Local agency training programs must be systematic and 
thorough. Training;s also readily available through the 
Commission on Peace Officer Standards and Training (POST), the 
Department of Just ice (DOJ), and the Ca 1 i forn i a Law Enforcement 
Association of Records Supervisors (CLEARS) sponsored courses and 
seminars. Each of these organizations has publications and 
personnel to assist in this training function. 

Individual agencies must provide adequate resources for records 
management. These inc 1 ude suff i c i ent staff,· we ll-ma i nta~ ned. 
equipment, suitable work space, and access to the essential legal 
codes. 

This allocation of resources signifies that the records management 
function is an important component in the successful completion of 
the law enforcement mission. 

The manual begins with a section on the basic report system and 
traces the documentation of an incident from a call-for-service to 
a dec i s i on to reta in or pu rge a document. The focus is on the 
crime or incident report. The basic components of this system are 
identified along with a flow chart depicting the process. 

Secondary processes refer to those fi les and procedures that 
supplement the basic reporting system. Although many of these are 
referred to as files, there are preliminary processes associated 
w; th them. These f i 1 es are def i ned, and many inc 1 ude mode 1 
directives, in the Appendix. 

The security of information section addresses the major issues of 
information security and release. The appl icable legal codes 
provide the framework for a detailed discussion of specific records 
that are subject to release or exempted from release. A records 
release flow chart graphically represents the variables in this 
decision-making process. 

The statistical section contains the slements and methods of law 
enforcement statistical reporting. Three specific areas are 
discussed: the Uniform Crime Reporting program, individual agency 
management stat i st i ca 1 reports, and the statist i ca 1 elements of 
crime analysis programs. 
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The' records retention and destruction section presents a thorough 
discussion of the legal requirements in this area. The section 
provides specific recommendations for records purge and retention 
periods. The documents necessary to establish a purge program are 
also included. 

The forms control section offers a discussion and specific 
recommendat ions on the essent i ale 1 ements ina forms control 
program. The emphasis is on a systematic approach to forms 
management. A mode 1 direct i ve out 1 i nes the bas i c components of 
forms control. 

The system audit procedures section emphasizes that records 
managers must, at regular intervals, examine the processes and 
procedures associated with the records system. This audit will 

. i dent i fy prob 1 em areas and ass i st in the deve 1 opment of 
modifications necessary to ensure an effective, well-functioning 
system. 

The automation of records is addressed in the last section. The 
emphasis is on the decision-making process when an agency asks the 
questions, "Should we automate?" The discussion emphasizes that 
records processing problems are varied and several solutions often 
ex i st, on 1 y one of wh i ch may be automat ion. The steps in tr. is 
process are identified. 

A,nd finally, this manual must be treated as a working document, 
subject to change. These changes will occur as laws are enacted, 
amended, and abolished. In addition, local practices and 
procedures should be added to the appropriate sections, to 
supp 1 ement the text and provi de a comprehens i ve reference for 
records system management. 
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I. PRIMARY REPORT SYSTEM 

Introduction 

The primary report system in a law enforcement agency is the source 
of the most significant information an agency can generate and 
maintain. Primary report system, as used in this manual, refers to 
the system that begins with a call-for-service and ends with a 
decision to purge or retain specific documents. This one system 
provides a broad base of data from which an agency can gauge its 
performance at the most basic level. 

An efficient primary report system: 

o documents events, 
o aids management decision-making, 
o assists in the investigation and prosecution of criminal 

offenses, 
o provides data for patrol workload analysis, 
o acts as·a supervisory tool in determining the quality and 

quantity of work, 
o provides data for budgetary decisions, 
o permits compliance with state and federal laws requiring 

the compilation and reporting of crime statistics, and 
o represents the memory of an agency. 

To function well, this comprehensive primary report system should: 

o be straightforward, 
o produce desired results, 
o be subject to periodic review for the relevance of its 

components, 
o comply with applicable statutes, and 
o retrieve information easily. 

A straightforward primary report system is likely to be a simple 
system, one that requires a minimum number of report forms. The 
processing of these reports will be standardized and formalized in 
written procedures. Management awareness of the inter-dependence 
of thE: system components and staff requ i rements is a cr it i ca.l 
element of the efficiency of the system. 

The system objectives will be clearly defined and periodic review 
will assure that these objectives are being met. Lastly, some 
review mechanism is necessary to assure compliance with changing 
legal requirements. 

The primary report system consists of nine elements: 

1. initial data recording, 
2. type of reports, 
3. preparation of reports, 
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4. 
5. 
6 . 
7. 
8. 
9. 

report review and correction, 
report indexing, 
report distribution, 
complaint processing, 
fi 1 ing, and 
purging. 

Initial Data Recording 

i 

Most calls for service are initiated through telephone or radio 
communications. Both are routinely recorded in most agencies and 
constitute an agency's first record of the event. These calls are 
the starting point for the primary report system. Initial data 
concerning an event are gathered and the response and actions are 
recorded. The data, whether the result of a call-for-service or an 
officer-initiated activity, are recorded in a structured format. 
This format assures that relevant and uniform data are collected. 
This initial recording process provides a control point from which 
subsequent act i on can be eva 1 uated . Th is record i ng allows an 
agency to ascertain whether the proper disposition of an event has 
been reached. 

One of two documents may be used to record initial data in a manual 
system--the complaint dispatch card or the daily activity log. The 
complaint dispatch card is preprinted to capture the required data. 
The daily activity log is somewhat structured but allows a more 
narrative format to record the data. 

Computer aided dispatch (CAD) is also a popular technology used for 
recording initial data. Because this manual focuses on a manual 
system, CAD will not be discussed. 

The daily activity log is better suited to agencies with a lower 
volume of calls-for-service. The mechanics of recording data on 
the log are more time-consuming while the dispatch card permits a 
more rapid recording of data. 

Complaint Oispatch Card 

A generic complaint dispatch card is difficult to design because 
each law enforcement agency may have specific and unique informa­
tion requi rements. However, certain data must be recorded by 
communications personnel so that officers can respond promptly and 
effectively. The basic data include: 

1. nature of the incident, 
2. location of the incident, 
3. name of the reporting person, and 
4. names/description of suspects or vehicles involved. 

Four time elements concerning the event should be recorded: 
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1. the date and time the call-for-service was received (or 
activity initiated by an officer); 

2. the date and time the assignment was broadcast; 
3. the date and time the officer arrive at the scene; and, 
4. the date and time the police action was completed. (The 

time the assigned officer returned to service.) 

Additional valuable information consists of the: 

1. priority of the call; 
2. beat and reporting area in which the incident occurred; 
3. identification of the officers assigned; 
4. name/ID of complaint taker (if applicable); 
5. name of the person completing the card; 
6. detailed vehicle/suspect information; 
7. other notification made such as fire, ambulance, tow 

truck; 
8. short narrative description of the incident; 
9. disposition of the incident; 

10. report number, if appropriate; and, 
11. name/ID of dispatcher. 

Figure 1-1, page I-4, is an example of a complaint dispatch card. 

Special Activity Card 

Th is type of dispatch card may be used spec if i ca 11 y to record 
officer-initiated and administrative activities. The content of 
this card is particularly subject to local requirements. Officers 
must keep the dispatcher informed of each activity and the 
as soc i ated times. The va 1 ue of the recorded data is direct 1 y 
affected by officers' strict adherence to established 
communications procedures. 

Typical officer-initiated activities recorded on the special 
activity card include: 

o arrest, 
o follow-up contacts, 
o field interview, 
o assist other officer, 
o traffic stop, 
o warrant/subpoena service, 
o security check, 
o public assistance, 
o hazardous condition, 
o public relations, 
o suspicious vehicle/person/circumstance, and 
o recovered/abandoned vehicle. 

Administrative activities might include: 

o personal time, 
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Figure 1-1 

Example of a. Compla.int Dispa.tch Card 

COMPLAINT INCIDENT CARD 
NATURE OF INCIDENT CODESEcnON 

LOCATION OF INCIDENT 

LAST FIRST MIDDLE WANTS 

A CONTACTS 

I YES 0 NOO 
P ADDRESS PHONE 

RACE I SEX I 
HAIR EYES 

I 

HT 
IWT 

OTHER 

S OTHER DISTINGUISHING FEATURES 
U 
S 
P CLOTHING E 
C 
T 

NAME I ARREST NO. 

CYMBL 

V 
E 
H ADDITIONAL DETAILS 
I 

C 
L 
E OOTISTREET 

RECV 

DISP 

ARRV 

CLEAR 

ASSIGNED BY PE. I ASSIGNED TO 
IPE 0 

I 
S MIR·SEE REVERSE 

UTlJGOA 0 NUMBER ON TOUR 
P 
0 TOUR 0 S 
I CASE NO. ZONE I BEAT T 
I 
0 CLASSIFICATION 
N 

DET AILStOTHER INFO 

0 
E 
T 
A 
I 
L 
S 

ADDITIONAL DETAILS·SEE REVERSE 



o 
o 
o 
o 
o 
o 
o 
o 

time at the station, 
report writing, 
court/DA conference, 
training/briefing, 
prisoner transport, 
equipment maintenance/service, 
special detail, and 
meal/coffee breaks. 

As with the complaint dispatch card, the special activity card 
should also include general information describing the: 

0 nature of the incident, 
0 location of the incident, 
0 beat/reporting district, 
0 officer identification, 
0 case number, if applicable, and 
0 disposition. 

The times recorded include: 

o the date and time the activity began, and 
o the date and time the activity stopped. 

Once the initial data are recorded on the dispatch or special 
activity card and a disposition is reached, supervisory personnel 
should review the cards to assess adherence to agency policies and 
procedures. 

Figure 1-2, page I-6, is an example of a special activity card. 

Daily Activity Log 

Although most manual law enforcement record systems use the 
dispatch card as the primary document for recording initial data, 
an alternative method is also satisfactory for use by smaller 
agencies. The alternative is the Daily Activity Log to record 
initial data. This log is maintained by the dispatcher and records 
the same basic information in a less structured format. 

The four time elements are entered by hand or typewritten along 
with a narrative description of the incident including appropriate 
identifying information, property, disposition, report number and 
assigned officer. Each separate shift is identified. Line 
supervisors review and initial the log at the end of each shift to 
ensure that proper entries and appropriate officer action is 
recorded. 

A Daily Activity Log makes the use of a case number ~og 
unnecessary. The sequential case number is issued from the Daily 
Activity Log itself. Another advantage of the Daily Activity Log 
is that it presents the basic information in a simple yet 
comprehensive format. 
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Figure 1-2 

Example of a Special Activity Card 

-
IBeat 

I ' I Report I Case I I 
0': :e" Area t:: c. Location No. I Code " 

ADMINISTRATIVE ACTIVITIES .!!! 0 OFFICER INITIATED ACTIVITY 

CHECK' I en rn 
COCE I CHECK COCE CHECK CODE . 

855 i Personal Time (meals) 800 Arrest 813 Car Stop 

" 810 I Station 843 Follow-up 888 Haz. Cite 

i 853 I Office Duty/Pso-Desk·ID 866 Report Writing 889 Non·Haz. Cite 

i 887 I Employee Transport 805 Assist Other Unit 870 Parking Cite 
~ 

i 859 I Prisoner Transport 
863 Assist Other Agency 868 Abandoned Auto 

I I Court 
815 Susp.PerNehJCirc. 808 Bicycle Stop 

824 

1 Training 
828 Field Interrogation 897 Warrant Service 

883 
819 Public Assistance Subpoena Service 

I Errands 
875 

893 803 Public Relations .820 TraffiC Acc,oent 
' -

834 i EqUipment Maint. 851 Assist Motonst 880 Traffic Controt 

i 817 I Car Wash 869 Residential Check 856 Other Patrol Activity 

89' ' Gas Pump/Car # 841 Commercial Check - ' 

MileaQe: 801 Bar Check 
DISPOSITION 838 Security Ck. (Person) o CleariJ or A o Pending 

o CL 836 Hazardous Condition , 
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However, as the volume of calls-for-service increases, the 
maintenance of the log may become cumbersome and time-consuming, 
and dispatch cards should be considered. 

Figure 1-3, page I-8, is a example of a Daily Activity Log. Figure 
I-3a, page 1-9, is a example of a completed Daily Activity Log. 

Initial Data Processing 

Communications personnel can tally the data from dispatch cards or 
the Daily Activity Log at the end of each shift. The most common 
data elementb include the amount of officer-consumed time, by 
category of ~ctivity, which are used for patrol workload analysis 
or other management information needs. For further information on 
patrol workload measurement, see Patrol Workload Measurement 
Manual, State of California, The Commission on Peace Officer 
Standards and Training, 1980. 

Other statistical data describing the volume and classification of 
inc i dents are usua 11 y retr i eved by records personne 1 after the 
documents are reviewed by the line supervisor and routed to 
Records. In small agencies, these activities are often performed 
by the same person. (For further information on agency management 
statistical reports refer to the Statistics section of this 
manual. ) 

Agencies that use an activity log to record initial data should 
also maintain the log as a control document for supervisory and 
records personnel to ensure that all reports are completed and 
submitted for approval and processing. Even though supervisory 
personnel have reviewed the Activity Log, communications staff 
should keep the previous two weeks logs for information referral 
purposes. After the two-week period, the original log should be 
routed to Records for chronological filing and retention. 

Work i ng copi es of the Act i vi ty Log can be forwarded to Records 
immediately after supervisory review to act as the control 
document. As reports are submitted to Records for processing, the 
log should be initialed to verify receipt of each report. Copies 
of the log may also be used for information release as required by 
the Public Records Act (Government Code Sections 6250-6265). These 
logs, when exempt information has been deleted, can be used as a 
p loess board and to answe r cit i zen i nqu i r i es . 

Agencies that use complaint dispatch cards to record initial data 
must also have a procedure to ensure that all reports are completed 
and submitted for supervisory review and records processing. A 
document titled Report Summary Log, similar to the activity log, 
can be prepared by communications personnel from complaint dispatch 
card data. Th i s document wi 1 1 not conta ina 11 of the deta i 1 ed 
information found on an activity log. This log may also be used 
for information release and patrol briefing after it is reviewed by 
supervisory personnel. Figure 1-4, page 1-10, ;s an example of 
this log. 
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\ 

Figure 1-3 

(Name of Department) 

ACTIVITY LOG 
TIME CL.ASSII'I· 

TIME TIME OFI'ICER/ TIME OIS· CATION/ 
RECEIVEO 

OESCRI~TION 01' CIRCUMSTANCES/OISPOSITION" ARRIVEO CL.EAREO REPORT NO. 
PATCHEO ~RIORITY 

. 

-

I 

"DESCRIPTION OF CIRCUMSTANCES- Lisl full name, Address, telephone numb.r or complainant, bn~rdescripllon orovent, type of prop .. ly liken, 
suspects, vehicles, person. arrested, etc. 
DISPOSITION: Arrest, ;:;Ie, sundby, nOliric.lion. F.I.. GOA, UTL, elc. 
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CD 

ACTIVITY LOG COMPLETION EXAMPLE 

.r .... __ .~_t 

This Acthlty lng t'\ 6P\t~d to Inht ",fth the col111"Ctfon of .,rtl0.d 
dat •• f'.q •• th" dlrr""f'"cr ttf'hIiH'n the t~_ the (.11 Is rK.t-.d Ind 
th!' t hie dhNtctwod ... thfo QUf"u~ln9 tt_. t~ dt""~r bfot~ th" 
U .... thr un h dhl'l,tch"d olnd t" .. tl-e the offlcf''' .rrtv'"' • thfO 
t ......... 1 tt ..... Ind t"'(' difff'rf'"Cf' between th" ttlRe t ..... (.11 h dhJMtched 
and t~ tf""t t~ orrlcr,. (l"o1r\ the call ... the total COMlJfted tlltlt. 

An,town Pol fce o.p.r~nt 

ACTIVITY lOG 

1)~r, I' 7lc,,7 eM I Willi" .. -'. Brown. lS14 "e· Street. Art'!. town 
C (JU.Rlf,r.,) r~tK'rt\ the theft o( fin qallon\ 

I nr Q", 'r .... ",,"hkll". Th~ft occurrrd durinlJ 

0001 n"70 

d .. , .. t 1'1,Q JIIltr ... t Sl.. -'f'tytown 

, Surf'rwhor's tf'tttlat'\ .1.0 
I -r---

;~~--l------ -------- -------------~~;_~-;-;-;;;_;-----------------.------.-----

I ,,"'ch 16. I'R' • I I I 
Sqt. S,.Uh Unit: C } 

r --+---,....-..... Io (Ooti,,",I, { Qffle<' ["","" Unit: S (Ootlon." 
Off le"r John\nrt Un It! 6 I 

I Officer R .... d Unit! 1 
• flhPlteher llf'slndf'T 

Hardy 
8C-I733 

.... -+---...... - ...... tl- (Opt'orut) R~t.rdf'r cou.,t: Shift ~tart 1342 COptlon.') 

OOt2 i no14 I CI~ "J~ 8 SMith (b."tflrtdfor). Alibi e-l~~. 10020 I 0030 I John'\on 
I A I?J L ""In SlrtTl. Anylnwn (J~".4566) 

r~rh .. dhlut"NnCf' 'n pmgr~'\. Su\Pf"rh 
unh",*" GOA. liIo ""'p"'t"t. 

1\406 lo.t07 I Anht I "tldf?(f D. BI"'D'fI'I. IRIS [ut Str"~t. lnytrwn 
O"-iii:;:;O) rPqw\g 4n !-buhnc~ (or h .. r 
hu\h,nd. Ja~\ r •• ""0 h hawtnq ~ hp .. rt 

',UoICk An,town .. ....,uhnc~ dhpateht'd. . ... 

~--t----. -------+------------~~;~~~;:2~:;~~~~~~~~)J 0-

I I D; .. ~at(h .. r "'rqa~ 
CMOS I ~ I .159 I J.c' 0 Own"r. "'"1.I"rn Aut-.,t1'1tf'. lqr,q ~ 

B 141q~y. An,t""'" (JU.2~f;6) r"pnrh 

",,11 ,.,." 
I f,o,r'1hr.,. Tlr~ .. rod tonl\ U.,"" 

A .. sht ~....u .. 1 r II\ltorht. Pi" North Sfr"'t. 
I,..h"nwill .. rpqu .. \h • tnw true" fnr hl~ rl'd 

lr; rnrlf oldllD. 1Jf)4~f;. ~'ul"k t" ."d '1 
",n" .. """ph of -r" Strf'f"t. _nvtnwn. *,tnrt .. t 
.HI \t"nl1hw at Ih,. 1"I"ohnnf' bonth II 1ro1 
.. rNt -[ .. ·,lr ... t\ l Ju.q'J'l'lJ. 114ar\h.tll t.".. 

" '"".tc"-f 

fIT · 
1J413 0.191 ",A 4.--i-.., 

1----+-----------

DIl"11)!IIJ5 I Pflr\ol"; ~ 
114-11:1< 

I _ 
RIA 0 ./AI 

I 

'I'. I~ 

om I." 1"'0 I ( .. Dt .. 'n 1tUf'I"r "'''['I''Irh ftr."f"IIIt\ tr.tn'nI'J 'or I MIA I H/A I N/A 
all nHie' .. r\ .. ill !yo ..... td on •• 10-Fl4 .. , Ir,nn 
"'r~ at , ..... t"1''1".. 

·"'"'".'n_o.".,,,"" ........ ,, l ••• __ - •• __ ••• __ .... __ •• _ •• _ ..... _ ••• _' .... ,1r .. _ •••• ,. --._--_ ..... . 00..-.,"" ..... ______ " CO"\.'!'l., 

,., ... '\. ,-,,~Ich I", '''It "fII)lluhl",. ~hould hh'" ttv- .. ttt.rf'vhtfon HIA. pnt.r?d ..... ___ ..... 
ttl _~ur .. t ... ,u tho- """'try tl' tl .. ~ too not o.rrll,., ... <1 
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l"r,,,"" .. "f{ Til ... r1"~r"" (nh~~ -

L.. _____ ~. ft ... _'r." nf "4~' ... , nftl("r, wf'In .. r .. on dtH,. fnr ,. ... h '\hlH toe n"tir,,,,,I. 

The lfstin9 of the cal1·far-'flrwlcf' pdorHy ~ftf'lth th~ cll\stffutlon 
""nl .nht In th" t.bubtfon of -..orkload data. (Pdodt,. (1) .. u1h 
th.t Ire ~r~nctes Dr' pntentt.l ~r9""ct"s Or' othr""f ... ur9f'nt calls 

~:1:/::U~~: .. ~~ ~=~:!P f~:S:::~t~;!O:: thlp. C~!"'~~!!;r~~'~u~fJ t;:~ ~~~'d 
be respond,.,. '0 n soon IS DOulhle or pnr.tlc..,l. "nd ~r_f~rJ..!Y~£ (J)-C.!Ilh 
that tnc1urlP 0111 "Itultlons 1t~re , dpTaYM n'\DQn~f" h p~",h\lblf.~) 

Anytnwn Pol Ic" ~partlnPnt 

ACTIVITY lOG 
..... _ .. 

.. u ...... ;':.0' ::.:~~:: 
1'35 1&36 59. t.un I 1 'iOn I SuH"r 

C 
Paul D. h""pr. l52S "p. StrPf't. Any town 
(JU.45SS) rHH1rts ~QIIWOnl! cut th" tlr .... 
0" ht.. yphlc1p. ",0 SU'PKh 

A.-IllS ".~If--_ 

15" 15C6 

1600 

1610 ~/' 

1132 llJJ 

lA'S .,. 
1931 Iql.l 

2315 I ~/' 

~1 
A 

Houu 
Chtd 

el.n 
"'ttf'r 
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211 
A 

~rtha B. SNrt. 15-15","" Strl!'f't. Any to"," 
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tr"n"lf'nt. boo.1'd county Jail. I'oo.'nQ 
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N. Clrcu .. Str .... t .. Any town. Standhy C(Jlt­
olptpd. "0 r"oort. 
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I 
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Figure 1-4 

DEPARTMENT 

Report Summary Log 

DATE: WATCH COMMANDER _______ , 

SHIFT: DISPATCHER __________ -----

Report Number Nature of Report Disposition 

VOL. Page 

TYPED BY ________________ _ APPROVED BY __________ _ 
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Agencies can use the Activity Log to supplement dispatch cards. 
This practice allows the recording of miscellaneous information 
deemed important to the agency. 

Types of Reports 

Not all calls-for-service, nor officer-initiated activities, 
require a written report. The information recorded on a dispatch 
card or a daily activity log may be sufficient where no crime has 
occurred nor any follow-up action or retrieval is expected. Two 
types of reports ther&fore, are recommended: numbered reports and 
unnumbered reports. 

Numbered Reports 

Numbered reports are those format, operational reports that must be 
prepared to meet legal or internal agency requirements. They are 
reports of crimes, suspected crimes, traffic accidents, other 
incidents or events, injuries, or fatalities. Numbered reports are 
subject to retrieval. They contain factual data and describe the 
incident, the surrounding circumstances, and summarize the 
activities of the responding officers. 

Issuing a separate, unique number for each report, whether or not 
the report will later be retrieved, is not recommended. Numbering 
every report: 

o indicates that all reports are of equal significance with 
respect to control, storage, and retrievability, and 

o creates gaps in the numerical sequence of reports in the 
central report fi 1e because dispatch cards are more 
efficiently filed separate from the central report file. 

The numbered report will include the following documents related to 
the event: 

o crime/incident report, 
o property report, 
o arrest/booking report, 
o supplementary reports, and 
o supporting documents. 

Report Numbering System 

The most straightforward report numbering system consists of the 
last two digits of the current year and a sequential number (for 
examp 1 e, 90-0001, 90-0002)., A 11 documents re 1 at i ng to a sing 1 e 
event will have this uniform number. 

Several advantages of this single report numbering system include: 

o only one case number series and issuing source are 
necessary, 
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o a unique identifier is provided for reports and related 
documents, 

o the single number series simplifies filing and retrieval, 

o a simple method of administrative control protects the 
integrity and security of the reports, and 

o it assists in decisions concerning retention and 
destruction dates. 

A report number should be issued as soon as it is determined that 
a numbered report will be written. Report numbers should be issued 
directly by communication personnel from the Daily Activity Log, or 
a case number control log if dispatch cards are used. This 
procedure will provide: . 

o control of the report by a numerical identifier to ensure 
that the report is completed and to reduce the chance of 
a lost report, 

o the ability to immediately enter data into regional, 
state, and federal automated information systems, 

o the ability to immediately relate evidence, property, or 
persons to an incident, and 

o report numbers to interested parties at the time of the 
incident. 

Pre-numbered dispatch 
recommended. 

Unnumbered Reports 

cards are unnecessary and are not 

Unnumbered reports generally record noncriminal events that do not 
require follow-up action. While a brief report on these events may 
be advisable, a detailed report is unnecessary. The appropriate 
information can be entered on the complaint dispatch card or daily 
act i v i ty log. Each agency shou 1 d estab 1 ish procedures wh; ch 
specifj circumstances under which the unnumbered report is to be 
used. 

Some advantages of the unnumbered report are: 

o reduced report preparat i on and process i ng time, and 
filing and storage space. 

o basic information ;s recorded with minimum effort, 

o reports may be easily processed for statistical data and 
to measure the allocation of resources to noncriminal, 
miscellaneous activities, 
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reports provide a short term audit of response to 
particular events, and 

reports can be destroyed at minimum retention period. 

See Figure I-5, page 14, for a sample unnumbered report form. 

Two options exist for the completion of the narrative portion of 
unnumbered reports: 

1. Communicatio~s personnel can enter the disposition and 
short narrative on the dispatch card or daily activity 
log. 

2. The assigned officer can describe the incident and submit 
the complaint dispatch card directly to the line 
supe rv i sor for approval. Unnumbered reports are an 
expanded use of the comp 1 a i nt dispatch card and are 
processed in the same manner. Retrieval is by date and 
time. The daily activity log provides names, location, 
and type of incident to retrieve the report for later 
review. 

Preparat;on of Reports 

The primary 
information. 

purpose of a report ;s to record and transmit 
An effective report preparation system will ensure: 

o prompt completion and review of reports, 
o complete and concise reports, 
o accuracy of information, 
o minimal proc6ssing costs, and 
o timely availability of information. 

To achieve these results, an agency must identify the factors that 
affect report preparation. 

Key factors include: 

o personnel time--costs associated with a report that is 
written more than one time, 

o document handling--the number of times a report must be 
transferred between the writer, reviewer, and various 
clerical personnel, 

o availabilityof information--theadditional time required 
for report process i ng, i. e., data entry, stat i st i ca 1 
gathering, and 

o quality of information--the accuracy of information. 
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Figure 1-5 

Example of an Unnumbered Report 
(Reverse Side of Complaint 

D;spatch Card) 

CLASSIRCATlON (CHECK) MISCELLANEOUS INCIDENT REPORT 
::: SERVICE TO CITIZEN 
=:; SuSPICIOUS CIRCUMSTANCE 
:: CIVIL MAnER 
:: ALARM D F 

SICK.CARED FOR 
C COMPLAINT OF PAIN 
;;;; VISIBLE INJUhY 
_ UNCCt~S:IClJS = U~K.~OWN 

TRANSPORTED BY 

FIRST 

:J AMBULANCE __________ _ 

= OTHERISPECIFy) ________ _ = REF:"SE:J 
TRANSPORTED TO :J HOSPITAL ___________ _ 

D PRIVAfE PHYSICIAN 

I TO 

NOISE AlATED 

B CONTACT MADE 
COMPUANCE GAINED 

D OTHER (SPECIFY) 

CIVIL MATTEA 

D STANDBY 
D INFO ONLY 

SERVICE SUSPICIOUS 

DUTl 
DGOA 
D OTHER (SPECIFY) 

PS 
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The emphasis of this manual focuses on officer handwritten reports 
prepared in the field, although, it ;s recognized that report 
preparation may include dictation or automated systems. POST's 
publication, One-Write, presents a handwritten system. Copies of 
the publication are available from POST upon request. Before 
embarking on a particular report preparation system, an analysis of 
each ;s necessary to determine the most feasible system, given 
local conditions and resources. 

Handwritten Reports 

Most law enforcement agencies handwrite reports. The reports are 
usually written in the field, receive supervisory review, and are 
submitted for processing at the end of each shift. 

This system has the following advantages: 

o increases report accuracy, 
o permits immediate supervisory review, 
o promotes more concise reports, 
o reduces preparation time and cost, 
o promotes prompt availability of information, 
o increases report validity, and 
o reduces the document handling process. 

Given these advantages, handwritten reports rather "than type 
reports are recommended. However, there may be instances when 
typewritten reports are necessary and appropriate. These special 
circumstances should be clearly defined in written policy and 
require supervisory approval. 

A policy allowing some reports to be typed should describe report 
typing prioriti~s. Because only a small number of reports are ever 
distributed outside of the agency, typed reports officer little 
direct benefit to an agency. 

Typewritten Reports 

The typing of reports is an accepted practice 
enforcement agencies. In some agencies all reports 
others, only those reports meeting certain criteria, 
length of report or type of crime, are typed. 

in many law 
are typed; in 
including the 

There are two primary reasons why reports are typewritten. They 
are: 

o appearance; a typed document is neat in appearance, and 

o legibility; a typewritten report is easy to read. 
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Report Review and Correction 

~upervisorY Report Review 

Supervisory report review is a key element in the reporting system. 
The quality of this review process determines how well the entire 
system is functioning. Supervisory report review should be 
described in written policy that outlines the objectives, 
functions, and responsibilities of the process. 

In this process the immediate supervisor of the reporting officer 
reads a comp 1 eted report and compares it wi th the estab 1 i shed 
review criteria. Completed reports should be submitted for review 
prior to or at the end of each shfit. Supervisors should review 
the reports immediately so that the necessary corrections can be 
made before the processing. The timelines of the review/approval 
process is an important factor in its success. Report writing and 
report review training are important elements of an agency's 
training program. 

The report review process permits the supervisor to evaluate the 
work of subordinates. Because report review criteria have been 
described in agency directives, the review process should provide 
objective comment rather than subjective judgment. Figure I-6, 
page 17, provides an example of a report review memo. 

The report review process should include: 

Editing--for legibility, spelling, grammar, neatness, clarity, 
conciseness, and consistency. 

Revi ew of Content--to ensure that comp 1 ete data has been 
gathered; that there is consistency of data between reports 
associated with the same ~vent; that the elements of a crime 
are present; that the or9anization of the report is logical; 
that the report ref lacts comp 1 i ance with estab 1 i shed 
investigative procedures; that proper format has been 
followed; that report disposition is correct; and\ that all 
necessary documents have been included. . 

Classification--to'confirm the original classification of a~ 
event according to Uniform Crime Reporting, state and local 
guidelines. 

Correction--to identify deficiencies in reports that are 
returned for correction. 

It is the responsibility of the officer's supervisor to see 
that corrections are made quickly so that there is no delay in 
the flow of information. 
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Figure 1-6 

Example of Report Review Memo 

REPORT REVIEW MEMO CASE NO. 

DATE ---------
TO: ________________________ __ 

FROM:---------------------------------­

REMARKS: 

DISPOSITION: 

TRAINING NEEDS ASSESSMENT: 

REPORT COMPOSITION 

1. D Grammar 
2. D Spelling 
3. D Sentence Structure/ 

Punctuation 
4. D Category Report! 

Improper Format 
5. D Too BrieffWordy 
6. D Organization Poor 
7. D Incorrect Use of Slang! 

Contractions 
8. D Neatness 
9. D Classification 

10. D ________ _ 
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INVESTIGATIONS 

11. 0 Elements of CrimelLaw 
12. D 1'1.0. 
13. D P.e. For Stop!Detention/ 

Arrest 
14. D Search/Seizure 
15. D Evidence 
16. D Follow-up Incomplete 
17. D Interview/Interrogation 
18. D Dept. Pol.icy/Procedure 
19. D ----___ _ 



Records Section Report Review!ProcGssing 

When the report is approved by the superv i sor, it; s routed to 
Records for processing. The Records report intake position 
provi des aqua 1 i ty control check on each report recei ved. Thi s 
check may include initialing the "working copy" of the daily 
activity log to verify receipt of each report. If additional 
information is needed for proc~ssing, the report'should be returned 
to the approving supervisor with a request for assistance. 

Example of processing problems are: 

o a missing document, 
o inconsistent spelling of a name or date of birth, 
o insufficient information for state automated system data 

entry, and 
o inaccurate information contained in the report, i.e., 

case numbers, offense codes. 

It is the responsibility of the original reviewing supervisor to 
have the problem corrected so that the report can ,be processed in 
a timely manner. 

An efficient report review process is critical to the accuracy of 
the entire reporting system. 

Staff Inspection 

In addition to the supervisory and records review of reports, 
continuous staff review and inspection will ensure that the entire 
report i ng process, inc 1 ud i ng superv i sory rev i ew, meets the 
objectives of the system: This staff inspection assures that the 
entire report process is functioning according to design. The 
review can be performed by an administrative officer, Records 
Manager, or other designated staff (see Section VII, System Audit 
Procedures) . 

Report Indexing 

Accurate and rapid information retrieval are required elements of 
an effe~t i ve records system. The index i ng process is vital to 
efficient retrieval. The most efficient means of locating records 
is by use of a master alphabetical index. The master index should 
conta in the names of i nd i v i dua 1 s i nvo 1 ved in inc i dents, cross­
referenced to the report number. A master index f i 1 e is at the 
core of a law enforcement agency's records system. 

Names from 
immediately, 
available. 

a 
so 

report 
that 

should be 
information 

added 
from 

to 
a 

the 
report 

master index 
is readily 

Maximum care should be taken in creating and maintaining an index 
file. Because of the importance of maintaining an accurate 
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index, policy should place the responsibility for filing and 
refiling index cards with Records personnel. Only Records 
personnel should have access to the file. Periodically, records 
personnel should go through the index, card by card, to discover 
and correct any errors. 

Two basic methods are used to prepare and file index cards: 

1. the single entry method, in which a card is prepared for 
each name and event, and 

2. the dossier method in which consecutive entries are made 
on an existing card for each person or firm involved in 
an incident. If no card is in file, one is made. If a 
card is in file, the card must be removed from file, new 
information added, and the card refiled. 

The dossier method of adding information to existing 
cards is not recommended. 

The sing 1 e entr y method of index i ng is recommended. 
include the following: 

Advantages 

o index cards are prepared immediately upon receipt of 
report; c1erical time is not expended searching for 
existing cards that may contain aged information or have 
been misfiled, and 

o purging single entry index cards from the file can be " 
accomplished with minimal effort. 

Master index cards should provide information to identify and 
locate related reports and files. Care should be taken to include 
only necessary data on the index cards. Only the names of persons 
or firms in the following categories should be indexed: 

o victim (or reporting" person if the victim is unknown) in 
all numbered reports; if the victim is a firm, the firm 
name is indexed, 

o arrested persons (cross-indexed by aliases, aka's), 

o person(s) named on an arrest warrant, 

o drivers involved in motor vehicle accidents, and 

o reg i strants pursuant to Pena 1 Code Sect ions 290 and 
457.1, and Health and Safety Code Section 11590. 

The pract ice of add i ng suspects to the master index f i 1 e ina 
manual records system may lead to serious problems. A person may 
be named as a suspect in the original crime report and subsequent 
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investigation may exonerate or eliminate this "suspect." without 
a procedure to correct, reclassify, or purge the index card, a 
situation is created that could lead to criticism, complaints, and 
possible litigation. For these reasons, the practice of entering 
suspect names into the master index file is not recommended. 

If an individual is arrested subsequent to the original report, or 
a warrant is issued, the person's name should be indexed with the 
appropriate classification when Record staff process the supple­
mental report. 

Those agencies that choose to index suspect names in the master 
index must establish safeguards to ensure that the data entered is 
accurate. In these instances, policy must clearly define the term 
"suspect." Furthermore, procedures must be established to provide 
control and accountability. 

Of equal importance, purge criteria should assure the removal or 
chan8~ in classification of su~pect names in the file. continuous 
mon1toring of these practices must verify that the safeguards are 
being followed. 

Index cards should contain: 

o Name of firm or person (cross-filed by aliases, AKA's). 
o Date of birth. 
o Crime or event. 
o Case number. 
o Category of name indexed (victim, arrestee, driver). 
o Date of report. 

Index files usually contain 3" x 5" cards. A sample single entry 
master index card is shown below. 

(1) DOE, John Allan (2) Arrest/Case # 

212 Main St., L.A., Calif. 

(3) 05/17/62 

(4) 12/20/85 (5) V (6) 459 P.C. 
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1. Name and address of subject. 

2. Case or arrest report number. 

3. Date of birth. 

4. Date reported. 

5 . Classification: v = Victim 
D = Driver/Accident 
A =·Arrested 

RP = Reporting Party 
R = Registrant 
W = warrant 

.. 

6. Case code section, including crime, traffTc violation, 
event by code or type. 

Report Distribution 

After indexing, reports are ready for distribution. This process 
is a series of activities to disseminate information to the proper 
sources. Many of these activities are mandated by law, while other 
are subject to local practices. 

This process consists of three types of activities: 

1. photocopying reports, 

2. distribution of reports, and 

3. dissemination of report information. 

Photocopy Process 

o This process may be assigned to an individual or a shift. 

Distribution of Reports 

o Investigations 

Copies of reports involving criminal offenses are sent to 
the investigations unit for information or investigation. 

o Department of Justice 

Penal Code Section 11107 identifies the reports local 
agencies are requi red to send to the Department of 
Justice. DOJ also publishes a document entitled, 
"Directions for Submission of Crime and Property Reports 
to the California Department of Justice." This ifS 
available from DOJ, BOCCI/Records Unit. 
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o 

California Highway Patrol 

Vehicle Code Section 20008 identifies the traffic 
acc i dent reports that must be sent to the Ca 1 i forn i a 
Highway Patrol. 

Court liaison officer/district attorney 

Copies of reports involving an arrest must be sent to the 
district attorney for complaint preparation. The 
handling or reports in the preparation of complaints and 
warrants is a matter to be established by the concerned 
agencies. 

o Other agencies 

The reporting officer may request that a copy of a report 
be sent to another agency. Release of the reports must 
comply ""ith agency report release policy (see Section 
III, Security of Information). 

Periodically, the report distribution process should be reviewed 
for effectiveness. Factors to be considered are: 

o the use of the reports by the recipient, 

o the numbe r of cop i es sent and the numbe r of cop i es 
needed, 

o the timeliness of the distribution of the reports, 

o quality of the reproduction process and the clerical time 
required to prepared report copies, and 

o additions or deletions from the standard distribution 
lists. 

Distribution of Information 

Th is process extracts spec if i c i nformat ion f rom reports for a 
variety of purpose. 

o Uniform Crime Reporting 

Statistical data must be extracted from reports to comply 
with UCR/BCS reporting requ1rements (see Section IV, 
Statistics). 

o Management Statistical Reporting 

These reporting requirements are unique to each agency 
(see Section IV, Statistics). 
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o State and Federal Automated .Systems 

Certain information must be entered into the State 
automated Criminal Justice Information System (CJIS) and 
NCIC whe re app 1 ; cab 1 e. Local 1 aw enforcement agenc; es 
enter data into the Stolen Vehicle System (SVS), the 
Automated Boat System (ABS), Automated F; rearm System 
(AFS), Automated Property System (APS), and the Wanted 
Person System (WPS). 

California Justice Information System Manual, California 
Department of Just ice, conta ins regu 1 at ions and data 
entry procedures. 

Compla;nt Process;ng 

Complaint processing is the preparation of documents necessary to 
file a complaint in a COW"t of law. For further reference,' 
including definition, wording, procedure and requirements, see 
Penal Code Sections 691, 806, 859, 949-952, 957-959, 988. 

Felony complaints are usually prepared by the district attorney. 
Misdemeanor complaints are frequently prep~red, in part, by local 
law enforcement agencies often in the Records Section. The degree 
to which an agency prepares a complaint is usually a matter of 
agreement with the district attorney and the court. 

The complaint consists of an accusatory pleading containing the 
title of the action, the name of the court with jurisdiction, the 
name of the defendant and a statement of the offense charged. 
Supporting documents, including a police report, are attached to 
SUbstantiate the offense charged. 

. 
The complaint document is usually a preprinted form onto which the 
information is entered. Figure I-7, page 24, is an example of a 
typical misdemeanor complaint. form. This complaint is signed by an 
officer of the agency, delivered with the supporting documents to 
the district attorney for review, signature, and filing in court. 

Complaint preparation by Records personnel usually consists of 
sending copies of certain categories of reports to a court liaison 
officer. The court liaison officer is responsible for signing and 
filing the complaint. 

In some agencies, Records personnel assemble a complaint packet to 
be approved by the district attorney and forwarded to court. 

The five essential elements of complaint processing are: 

1. Records Section receives a report with authorization to 
assemble a complaint packet. 
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Figure 1-7 

MUNICIPAL COURT OF CALIFORNIA, COUNTY OF 

JUDICIAL DISTRICT 

CCIN 

THE PEOPLE OF THE STATE OF CALIFORNIA) 
. ) 

vs. ) 
) 

) 
) 
) 

Defendant.) 

NO . 
COMPLAINT 
(Misdemeanor) 

CALIFORNIA 
VEHICLE CODE 

23152(a) 
23152(b) 

The undersigned states, on information and belief, that the above-

named defendant did, in this Judicial District, commit a 

misdemeanor, namely, a violation of the CALIFORNIA VEHICLE CODE 

'SECTION ________ -=2~3~1~5~2~(~A~) __ ~(~D=U~I~A~1~c~o~h~o~1~a=n~d~/~o~r~D~r~u~g=s~)~ _________ in 

that the defendant on or about did 

unlawfully and wilfully drive a vehicle while under the influence 

of an alcoholic beverage or a drug, or under the combined influence 

of alcoholic beverage and a drug. 

COUNT TWO: 

The undersigned states, on information and belief, that the above-

named defendant did, in this Judicial District, commit a 

misdemeanor, namely, a violation of Section 23152(b) of the 

CALIFORNIA VEHICLE CODE (Driving at .08 or above), in that the 

defendant on or about ________________________ , did willfully and 

unlawfully, while having 0.08 percent or more by weight, of alcohol 

in his blood, drive a vehicle upon a highway or in an area open to 

the general public. 
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Count One and Count Two are alternate statements of the same 

offense. 

Complainant requests that defendant be dealt with according to law. 

I - declare under penalty of perjt~lry the foregoing ;s true and 

correct. 

Date: ____________________ at _______________ , California. 

Complainant 

Agency 
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2. Authorization identifies specific charges to be filed. 

3. Records personnel prepare a preprinted complaint form, 
adding dates of birth, court name, and the specific 
offense or offenses being charged. The offense is listed 
by code section, including a narrative explanation. 

An easily referenced list of the most common offenses, 
with narrative wording, is often used to simplify 
complaint preparation. 

4. A complaint packet consisting of copies for the district 
attorney, court, and defendant is prepared. 

5. 

Each copy consists of the complaint form, offense report, 
and supporting documents, as requited. 

Supporting documents may include driver's license print­
outs, criminal histories, laboratory results, driver's 
1 icense suspension and revocation letters. For those 
offenses deemed "recordable" by the Department of 
Justice, a "Disposition of Arrest and Court Action" form 
(JUS 8715) must be included with the complaint. 

For additional information on arrest and disposition 
reporting, see Arrest and Disposition Information! 
Applicant Information Manual, State of California, 
Department of Justice, Arrest and Disposition Reporting 
Unit. 

Complaint packet is sent to the district attorney for 
review, approval, and filing in court. 

This briefly describes the extent to which a law enforcement 
Records Section may be involved in the complaint process. 
involvement can be limited or extensive, as mutually agreed 
local agencies. 

agency 
This 

by the 

F-i 1 ; n9 

The methods used to file reports and the manner in which they are 
stored greatly affect the efficiency of the records system. Filing 
is a system of arranging and storing documents so that they can be 
located easily and quickly when needed. Written procedures should 
identify all files, the contents, authorized access, and the method 
used to file and retrieve documents. 

Files must be centralized, conveniently located and arranged for 
easy retrieval. Centralized files promote accessibility to 
information, better control of documents and reduce unauthorized 
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o When a charge is listed on an arrest or booking report 
without a citation, a copy of the report face sheet can 
be filed with the citations in a tickler file. 

o When the marijuana offense is a secondary offense, and a 
citation is not written, care should be taken to isolate 
all references to the marijuana offense on the crime 
report. Th; s wi 1 1 simp 1 i fy the purge process. No 
reference to the marijuana offense should be made in the 
non-marijuana offense report. There will be one report 
number, but the marijuana offense will be described on a 
separate sheet. The arrest/book i ng sheet entry can be 
eliminated with a black marker. 

o In automated record systems, identification of the 
marijuana reports should be based on the classification 
of reports for retrieval. A computer print-out of all 
classified reports which includes the date of arrest, 
defendant name, and disposition can provide the basis for 
the purge. However, when the marijuana offense is' 
secondary, the computer must be able to id~ntify reports 
by a primary classification anQ a secondary classifica­
tion to ensure a thorough purge program. 

These precautionary steps wi" enable an agency to comply with 
purge requirements without difficulty. 

Record Retention 

The primary report system has traced a report from the originating 
recorded telephone call or radio communication which initiates a 
call-for-service to placement in the file. Th\'~ primary report 
system does not end, however, when the report is filed. Decisions 
must be made concerning the retention period for specific types of 
records and reports. Sect i on V, "Retent i on and Destruct ion, " 
includes specific recommendations on record retention and purge. 
Figure 1-8, page 29, provides a Primary Report System flowchart. 
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II. SECONDARY PROCESSES 

Introduct;on 

This section contains information. guidelines, and procedures 
related to secondary files often found in a law enforcement 
agency. The section is arranged alphabetically by type of file or 
procedure. Legally mandated processes and files are identified. 
Optional files and processes are also identified. 

Because of the var i at ions ins i ze and circumstances in 1 oca 1 
agencies, many of these optional processes can be adapted to fit 
1 oca 1 needs. The War rant and Subpoena Duces Tecum sect ions are 
enhanced by a model directive found in the Appendix. 

Sect ion 24202 of the Bus i ness and Profess ions Code reau i res all 
state and local law enforcement agencies to notify the Alcohol 
Beverage Control Department of any arrests, involving a licensee or 
licensed premises. made by them for violations over which the 
department has Jurisdiction. ThlS notification must be made wlthin 
ten (10) days of the arrest. 

Ch;ld Abuse 

Penal Code Section 11169 require the reporting of all incidences of 
child abuse. Child abuse is defined in Penal Code Section 11165 
and inc 1 udes. but is not 1 i mi ted to, Pena 1 Code Sect ions 261, 
261.4,286,288, 288(a), 647(a), 273(a), 273(d), and 289 involving 
children. 

Reporting Reauirements 

A ch i 1 d protect i ve agency is def i ned unde r Pena 1 Code Sect ion 
11165.9 as a police or sheriff's department, a county probation 
department or a county welfare department. An employee of a child 
protection agency shall immediately or as soon as practically 
possible report by telephone every instance of known or suspected 
ch i 1 d abuse to: ( 1) the other ch i 1 d protect i ve agency ; n the 
county, (2) the agency given responsibility for investigation of 
cases under Section 300 of the Welfare and Institutions Code, and 
(3) the district attorney's office, and shall follow-up with a 
written report to each agency within 36 hours of receiving the 
information concerning the incident. Effective January 1, 1991, 
instances of "general neglect," as defined in Section 11165(c)(2) 
P.C., shall also be reported to the appropriate licensing agency. 
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Add1tionally, a child protective agency shall forward to the 
Department of Justice a written report of every case of suspected 

.l 

child abuse which it invest1gates, whether or not any formal act10n • 
is taken in the case. Unfounded reports of child abuse need not be _ 
reported. An unsubstantlated case 1S not consldered unfounded and, 
therefore, must be reported. See Penal Code Sect10ns 11164-11174.3 
for specific reporting requirements. 

Reporting Instruct10ns 

Reports of chi 1 d abuse sha 11 be reported on Form SS8583, "Ch i 1 d 
Abuse Invest1gation Report," provid~d by the Department of Justice, 
under the guidel1nes l1sted above. SS8583 lS a four part, NCR form 
and is distrlbuted as follows: 

1 • 

2 . 
3. 
4. 

Plnk: 

White: 
Blue: 
Green: 

Department of JUstlce 
Bureau of Criminal Statistics & Special 
Servlces 
Attentl0n: Chl1d Abuse Central Index 
Agency Copy 
County Welfare or Probation 
Dlstrict Attorney's Office 

See Figure 11-1, page 11-3. 

Cita.tions 

Although the Callfornla Judlclal Councl1 has deflned the basic 
format for the "Notlce to Appear," there are local vanatlonS ln 
cltatlon forms. Some Jurlsdlctl0ns use speclal cltatl0n forms for 
parklng vl0latlons and Juvenl1e offenses. Regardless of format, 
citation processlng should include: 

1. citation control, 
2. checking for errors, 
3. identifying type of citatl0n, 
4. fll1ng cltat10ns, and 
5. transmittlng citatl0ns to court. 

Cltation Control 

To control the citation functl0n beglnning with distributlon of 
citation books and endlng wlth fl11ngjstorage of these books, the 
followlng basic elements of control are recommended: 

o Asslgned responsibl1lty 
o Written POllCY lncluding the vOld procedure 
o Citation inventory control 
o Citation development and revision procedure 
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Figure 11-1 

Child Abuse Investigation Report 

(Form 888583) -_._----------------------------
CHILD ABUSE INVESTIGATION REPORT R • fOR DOJ USE ONLY 

C 
, 

.' To be Completed by Investigating Child Protective Agency 
N 

Pursuant to Penal Code Section 11169 A 8169984 G 
(SHADED AREAS MUST BE COMPLETED) Y 

I ...... D I_I"'" NJ8ICt ""*'~-... -IJI»): DPD.Q; Dn""'Nt 2. NJ1;iW;;'( ~T P«lA:AIIi_: 

o IHEIIFF o PADlATlDN 
:L N1IiJ#C'( ADOAEm - QJ 4. IIiIIiH::y 'IEI..EPHCNE: EXT: 

>-
~ 
w .. _OF .. ~' .... ' ..... PNllY: '''L& "~I ~ I 1 .... 1 I TIl, <-' 
C 
<-' 7. AGeNCY CROSS-REPORTED TO: II. PERSON CRQSS.REPORTEO TO: a. OA.TECROSS· 1010 0,1, YR 
Z REPORTED: I I I I I I I 
~ IQ. M:TIOIITAKEN (-ony ... tICII): DE ILf'III.BoIENTAL "'ORMATION c-"""' .. ....., 1lI>OI1I <-' o (2jI.NSl8STNmATEO.\8UIE NOT f'IICIWN g ~~-" ........ ~N'OIIIATlCII 
~ 

o II) AIIUIE IIJIPECTB) 

I I. COIoIIoIENTS: 

~ 
C 

I.~: 
I -: I ~ I I"', 12. TillE 0.. INCIDENT: 3. LOCATION OF NeIDE"'T: 

!z~ •. NMlE OF PARTY REPORTtlG INCOENT: TlTtE: 5. EIoIPlOYER: I 5. rLEPHONE
) 

~i 
Oa: 

7. TYPEOF_~ ..... ,"",",: Oll)fiH't'IICoII. 0(2) _TAL o I3IINCE.-q.".c.) D~OTI5R ___ ~T 

a;o D (II &£nW. EXPlOO'A TION D .-IEVERE NEOLECf D (7J CIENlIW.. HEGUiCT D .. 01l4EII 
.", a. F ABUSE OCCURRED IN OUT .CJF·HOME CARE. CHECK TYPE 1ZIa; 

o (IIF ...... LYOA.YCARE o (2) CHILD CARE CENTER D (3J FOSTER F ...... ,LY HOME a (.1 SIoIALL F ...... LYHOME D (51 GROUP HOllE OR 

fiST"r1JTIQN.E".", NI1W1Ild od"'-&: 

I.NAIotE: L.- fJIl - IoIlA 

~ 1 ..... 1 I i I I'" I D I4N.£ I~ 
. 

CFBW.I 
AOORESS. - C!!y s- Oil VICT"'S NJURIES RESULT II DEATH? DYES ONO 

NATURE OF INJLflIES: 

~ 
PRESENT ......... ' ...... u. VICTIoI: r 1t~crtU .. """: lSVlCT1"_."" __ n'lW.' ~~:i121"WI'J( 

DYES aND 

~ 2. NAME: l.tIII Ret - MA f I0IO DA 'I'll o IUI.E I • > I I I I I I I CFaIIU 
AOORESS: - QJ - OIl VlCT .. 'S INJUIUES RE5V.. T to! DEA TH7 DYES DND 

NATURE OF NJURJES: 

PRESENT LOCATION OF VCT,..: 

I 
T'EL.EI'I«)NE Nl.IIBER: • VlCTil OEVElOPIoIENTALl Y 0ISAIlLE0 r.512111 WIIJ? 

aYES OND 
If) 
W I. NAIot£: I.aI FIlII - AKA D 110 DA VII D IoIAUi 

~ • 1= i I I I I I I I o FIiUoIU a: : AOORESS: - CII1 - HaT I WGT 
EYES I HAIR 

SOCIAL SECURITY NUIIBER: 

fa g ~ RELATIONSHIP TO VlCT .. : D (I) PARENT.tITEPPARENT o (2)SIIIlHCl o 131 OTHER RELATIVE DRIVER'S lICENSE Nl.IIBER: 

I 
(J o (.) FRiENG'ACOUAlNTANCE o (5) STlIANGER o (II OTHER 

~ 2. NoW£: ... FIlII ... IlIA § 110 DA 'I'll o IUI.I i • 
u !S I I I I I I I C~ 

II) A:XIRESS; - CIr - HOT 

I 
WGT EYE. I HAil SOCIAL SECURITY _BER: 

RELATIONS>lP TO VCT .. : o (I) 'ARENTISTEPPARENT o (2)IIILHCl o I') OTHER AElA TIVE ORIVElfS LCENSE NUIoIaER: 

o (01 FR£IOACOUAJNTAHCE o (It IITIW«JER o (l)OTHEII 

1.NA.Io1E: L.- Fill w_ o (I) PAREHTISTEPPARENT 0 110 OA YR o WALE 

~ 
... 

a: D QllikNJ 0 I I J I I I o FEIoIALE w • I 
§ 2. NAIIE: L.- RII - o II) 'ARENTISlB'PARENT 0 110 DA YR DWALE 

~. " D QlSikNJ 0 I I I I I I I D FnfALE • 
RACE CODES; W·Whlle,"~ 1Ul .... , A..laIen, p.pectllc ......." I-AINrIcan IndIanlAJaelw1 Hall ... , ().OI'*,X-urw-. 

o CHECK HERE IF AOOmONAL SHEET(S) IS ATTACHED. 
SS 8583 (Row.:W7) 
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o Citation number system 
o Citation ordering and supply procedure 

Checking Citations for Errors 

o Does the date correspond with the day of the week? 

o Is the court location correct? 

o Does the court date correspond wi th the court's schedul e? 
(Avoid weekend~s, holidays, atld any other non-court days.) 

o Does the birth date and juvenile/adult status correspond 
with the court jurisdiction? 

o Is a correction letter sent when errors are found? 

Identifying Types of Citation 

On a monthly basis, most agencies analyze the number and type of 
citations wr;,tten by each officer. The most common citation 
categories are Hazardous, Non-hazardous, Parking, Non-traffic 
Misdemeanor, and Other. An agency may use other categories. 
Citation data is used for both operational and administrative 
decision-making. 

-These five common categories are defined as follows: 

, . Hazardous--genera 11 y Veh i c' e Code vi 01 at ions that are 
dangerous to the pub 1 i c, such as speed i ng, reck 1 ess 
driving, DUI, improper turning movements, and pedestrian 
violations. 

2. Non-Hazardous--generally Vehicle Code equipment viola­
tions, registration and driver's license violations, 
overweight, and littering. 

3. Parking--includes both Vehicle Code and local ordinance 
parking violations. 

4. Non-Traffic Misdemeanor--includes Penal Code, Business 
and Professions Code, Health and Safety Code, and other 
similar violations. 

5. Other--may include municipal or county code violations 
not inc 1 uded in the above categor; es. Examp 1 es are 
business license, animal control, and solicitor licensing 
violations. 
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Filing Citations 

A copy of each citation will be filed in Records according to the 
retention schedule. 

There is a variety of filing methods for citations. In determining 
the best method, the quest i on to be answered is, "How are ci tat ions 
accessed?" 

The two most common reasons for retrieving a citation are: 

1 • the defendant has lost the citation 
information, and 

and needs 

2. an officer has received a subpoena and needs a copy of 
the citation. The subpoena may not include the citation 
number but always includes the defendant's name. 

Given these reasons, the citation can easily be retrieved by the 
defendant's 1 ast name. However, alphabet i ca 1 f i 1 i ng is t i me­
consuming and presents purge problems. The more efficient method 
is: 

o The citation file should contain 26 compartments corres­
sponding to the letters of the alphabet. The citations 
are filed by the first letter of the defendant's last 
name, and by chronological order within each letter 
section. This is a modified alphabetical order; for 
example, the citations issued to individuals whose last 
name starts with "A" will be filed in chronological order 
in the "A" section. 

o The name of the defendant and the approximate date of the 
citation are often known when retrieval is necessary. 

o The chronological aspect of the filing method simplifies 
purging. 

Some agencies enter citation information in the Master Name Index. 
This practice is not recommended. Indexing routine Vehicle Code 
citations duplicates DMV information. 

Transmittal of Citations to Court 

Citations sent directly to court should be transmitted daily. 
These are usually traffic and parking citations. A citation 
control register is often used to verify that citations were sent 
to the court. This register is not recommended because additional 
clerical effort is required. The agency's copy of the citation, 
with the processing notes affixed, should be sufficient record of 
transmittal to court. 
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Special Processing 

Marijuana citations, the most common citations that require special 
processing, are issued for possession of less than one ounce of 
marijuana. These citations, and accompanying reports, must be 
destroyed after a specific retention period (see Section I, Primary 
Report System, and Section V, Retention and Destruction). 

Other Misdemeanor Citations--Some counties permit minor misdemeanor 
citations to be directly transmitted to court. Others require a 
report to supplement the information on the citation. Consult with 
the district attorney to establish local policy. A copy of the 
citation should be filed with the report. The agency copy of the 
citation is filed in the usual citation file. 

Each agency should establ ish a pol icy for indicating "booking 
required" pursuant to 853.6(g) PC when issuing a citation for 
recordab 1 e offenses (i. e., 488 PC, 240 PC, 415 PC, etc.). The 
district attorney's office may have specific guidelines to be 
included in such a policy. 

Juven; le Citations--In general, juveni 1e traffic citations are 
handled separately from adult traffic matters. Juvenile misde­
meanor citations usually are sent to Juvenile Probation with a copy 
of the offense report. A copy of the citation is attached to the 
original offense report and filed in the master case file. A copy 
of the citation may be filed in the citation file. 

Notice of Correction Citations--These are commonly called "fix-it 
tickets." In many instances, the' driver will correct the 
deficiency and return to the law enforcement agency to have the 
violation "signed-off" on the driver's copy. This may be done by 
an officer or other authorized employee. The agency copy of the 
citation can be filed in the citation file. 

CORONER RECORDS 

All Coroner's investigations into the causes of death must include 
(Section 27491, Government Code): 

o Toxicology report, 
o Autopsy report, 
o Coroner's report, 
o Fingerprints required under Penal Code Section 11113, and 
o Finalized Death Certificate (certifying the cause of 

death in the State of California). 
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After the finalized Death Cert1ficate is completed, 
records become publ1C informat10n. An agency Wh1Ch 
Sheriff-Coroner should file these publ1C records wlth 
Sectlon. 

these four 
is a J01nt 
the Records 

The coroner records shoul d be rna i nta; ned separate 1 yin coroner 
report number order. The subject's name should be included in the 
agency's master 1ndex f1le, cross-referenced to the coroner report 
number. 

Additional records obta1ned durlng a coroner invest1gatlon that are 
NOT public are: 

o Law enforcement reports, un 1 ess determl ned by the 1 aw 
enforcement agency to be publ1C information under 
Government Code Sect10n 6264{f). 

o Crimlnal hlstory records Wh1Ch are obtained after the 
s~bmiss;on of f1ngerprlnt cards to DOJ. 

o Photog raphs of the deceased pu rsuant to Code of C 1 V 1 1 
Procedu re Sect 1 on 129: ... no copy I rep roduct 1 on, or 
facslmile of any k1nd shall be made of any photograph, 
negative, or pnnt, 1ncludlng instant photographs and 
video tapes, of the body, or any port10n of the body, of 
a deceased person, taken by or for the coroner at the 
scene of death or ln the course of a post mortem 
examinatlon or autopsy made by or caused to be made by 
the coroner .... " 

Photographs may be used ln a cr1mlnal actlon or proceed­
ing WhlCh relates to the death of the person, or by court 
order. 

DETENTION CERTIFICATES 

Under Penal Code Sectlon 851. 6(a) I when a person 1S arrested ·and 
released pursuant to paragraphs (1) or l3) or Penal Code Section 
849 ( b) I the pe rson must be issued a ce rt if 1 cate s 1 gned by the 
releas1ng offlcer or h1s/her superlor, descrlblng the actl0n as a 
detention. 

A 1 so, 1 n a case where a person was arrested I re 1 eased and no 
accusatory pleading was f1led, the person shall be 1ssued a 
certif1cate by the law enforcement agency which arrested him/her 
describ1ng the action as a detent10n. For recordable offenses, the 
law enforcement agency w111 be not1fled of the f1l1ng reJect10n 
under return of the Disposition of Arrest and Court Action (JUS 
8715) from the prosecutlng attorney. For nonrecordable offenses, 
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not1f1cation w1ll be rece1ved from the prosecuting attorney in a 
format speclflc to that Jurlsd1ctlon. 

The form and content of the Detention Certiflcate shall be 
prescrlbed by the Attorney General. See Flgure 11-2, page 11-9. 

The law enforcement agency must also update ltS records so that any 
reference to the act10n shall refer to 1t as a "detentl0n," not an 
arrest. 

o;spos;t;on of Arrest and Court Act;on 
Form (JUS 8715) 

Purpose 

The purpose of the Disposition of Arrest and Court Action Form (JUS 
8715) 1S to report the disposition of an arrest, warrant arrest, 
lndlctment, and or/subsequent action(s) to the Department of 
Justlce for each recordable arrest. The JUS 8715 form, 'w1thout a 
c01nc1d 1 ng arrest flngerprint card wlll not create an entry on an 
indlv1dual's cr1minal hlstory record. ThlS form should be lncluded 
with the case documentation and stay with the case as it proceeds 
through the crimlnal Justice system from point of arrest to flnal 
adjudication. See Flgure 11-3, page 11-11. 

Disposltlon information submitted on the JUS 8715 form, or lts 
automated counterpart: 1 s used by the Department of Just 1 ce to 
record d1Sposlt10n 1nformatl0n on an indlv1dual's crlminal hls~ory 
record (rap sheet) and prov 1 des a stat 1 st 1 ca"1 ana 1 ys 1 s of the 
crlm1nal offender and the cr1m1nal just1ce system. 

1nitiat10n Procedures 

The arrest1ng agency 1S responsible for inltlatlng and report1ng 
all information in Sect10n A - Law Enforcement Information on the 
JUS 8715 form for all arrests involving recordable offenses. The 
arrest 1nformation should be the same as submitted on the arrest 
fingerprint card or as indicated on the citation. The form should 
be 1ncluded w1th the case documentation when it is submitted to the 
prosecutor or the court. This includes: 

a. C1tations, 
b. On-view arrests, 
c. In-county and out-of-county warrant arrests, and, 
d. In-county and out-of-county bench warrant arrests. 

Even when the defendant is not fi ngerpri nted for a recordab 1 e 
offense, a JUS 8715 form should be initiated. Although the arrest 
and dlSposition data will not be entered on the criminal history 

11-8 



Figure 11-2 

As required by the provisions of Penal Code Section 851.6, I hereby 
ce rt i fy that the tak i ng into custody of ___ ~:--_____ _:__--"-:"--

(SUBJECT'S NAME) on _________________ bythe ___________________ ~ 

(DATE) (NAME OF AGENCY TAKING CUSTODY) 
was a detention only, not an arrest. 
___ ~:----__ _:__----___ -----was released on by 

(SUBJ EeT' S NAME) (DATE) 
the~------~-------------~ 

(NAME OF RELEASING AGENCY) 
Pertinent portions of Penal Code 

Section 849', 849.5 and 851.6 are included 
certificate. 

as part of this 

SIGNED: ______________________________ __ 

TITLE AND/OR ID NO. : ______________________ _ 

THE FOLLOWING MUST BE INCLUDED AS PART OF THE CERTIFICATE: 

Penal Code Section 849 provides, in part: 

(a) When an arrest is made without a warrant by a peace officer 
or private person, the person arrested, if not otherwise released, 
shall, without unnecessary delay, be taken before the nearest or 
most accessible magistrate in the county in which the offense is 
triable, and a complaint stating the charge against the arrested 
person shall be laid before such magistrate. 

(b) Any peace officer may release from custody, instead of taking 
such person before a magi strate, any person arrested wi thout a 
warrant whenever: 

(1) He is satisfied that there are insufficient grounds for 
making a criminal ~omplaint against the person arrested. 

(3) The person was arrested only for being under the influence of 
a narcotic, drug, or restricted dangerous drug and such person is 
delivered to a facility or hospital for treatment and no further 
proceedings are desirable. 

(c) Any record of arrest of a person re 1 eased pursuant to 
paragraphs (1) and (3) of subdivision (b) shall include a record of 
release. Thereafter, such arrest shall not be deemed an arrest, 
but a detention. 

-over-
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Penal Code Section 849.5 provides: 

In any case in which a person is arrested and released and no 
accusatory plead i ng is f; 1 ed charg i ng him wi th an offense, any 
record of arrest of the person shall include a record of release. 
Thereafter, the arrest sha 11 not be deemed an arrest ~ but a 
detention only .. 

Penal Code Section 851.6 provides, in part: 

(a) In any case in which a person is arrested and released 
pursuant to paragraph (1) or (3) of subdivision (b) of Section 849, 
the person shall be ,issued a certificate, signed by the releasing 
officer or his superior officer, describing the action as a 
detention. 

(b) In any case in which a person is arrested and released and no 
accusatory pleading is filed charging him with an offense, the 
person shall be issued a certificate by the law enforcement agency 
which arrested him describing the action as a detention. 
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Figure II-3 

Disposition of Arrest and Court Action 

RECORD TYPE 
I 

DISPOSITION OF ARRL ... T AND COURT ACTION 
---: CORRECTION 0 COURT INITIATED 

• FINGERPRI~'TEO J(yPE OF 
~ FOR DOJ EVENT 0 ARREST o CITATION o LEmRINOTICE TO APPEAR o COURT ORDERED BOOKING • A. LAW ENFORCEMENT INFORMATION FP CARD/OCA NO. CIINO. 

NAME (lAST. FIRST .IIIDOLE) 

SEX RACE I HGT I DOe ,AGE rRH1::511M.i AGtoN{.;Y BOOi(INGICITE NO. FBI NO. 

ARREST DATE I BOOKING AGENCY CRIME REPORT NO. S.S.NO. 

CHARGE 1 (SECTION. CODE, 
~ 

CHARGE 2 (SECTION, CODE) IN-COUNTY WARR, NO. D.L.NO 

• I I 
CHARGE 3 (SECTION. COOf) TYPO CHARGE ~ (SECTION. CODE) TY>£ REMARKS .. • 

! J 
REASON FOR RELEASE I RELEASEO DATE OUT·Of·COUNTY WARRANT INFORMATION 
$09(b)\1) PC WAR PANT NO. ISSUING AGENCY 

:J COMPL.REFUSES TO PROS o f!.4~(b)(2)PC 
o ARRESTEe EXONERATED o 8-42(b)(3)PC 

! MNOR OfFENSE RELEASE uA I t 

o FURTHER INVEST. o OTHER LAW ENFORCEMENT DISPOSITION 

:::; AOMISS.EVID.INSUFF (SPECIFY) ::J RELEASED ON BAIL [J EXTRADITION PROCEEDINGS 

o ASCERT.EVID.lNSUFF. [J JUVENILE DISPOSITION o RELEASEOIENROUTE TO OTHER AGENCY/JURISDICTION 

(SPECIFY) (SPECIFYI I B.PROSECUTION! DATE 
REAse 'FOR REJE' riot. 17.03.2 PC· IN LIEU OF Oq G co"':;'" Ju:; 

CHRG 1 , CHRG2 i CHRG3 I CHRGO ~ FILING I OIST. NIJMaE" 

INFORMATION', I o ~~~~~?SM~~~~~AL I ORIC. COUR"" 
CASE NUMaER 

C.COURT DATE FILED L.C. JUD. DIST. NO r'LE NO. I CONSOLIDATED FILE NO. 0 TVPE OF TRIAL 

LOWER COURT Ii COURT .....; JURY 

L~~;_ ~.:E~ ~~E; I P ITI N 
DISPO CHARGES AND ENHANCEMENTS AT DISPOSITION PE~'E" C~RG ICERT ~u. 

... F NG ~ NG-l G INOL ~NV 0150.1 JUV I ACe DATE SECllONICODEILITERAL I.'" 
F CERT 

1 

2 . 1 
, , I I 

3 . , 
i . 

4 L! I I J : I I 
SUPERIOR TYPE OF JTYPEOF 
COURT FILING o IN::ORMATION 0 CERTIFICATION o IND)CTMENT TRIAL 0 JURY o COURT o TRANSCRIPT 

DATE FILED I S.C • ..tiD. DIST. NO. I FILE NO. J CONSOLIDATED FILE NO 

FILE FIRST FINAL DISPO CHARGES AND ENHANCEMENTS AT DISPOSITION ~E~~ CHAG lEVEL PlEA PLEA I .~fRTi 
17 

II F NO Nr',.! G iNO!. ~NII OISII JUV ACe DATE SECTIONICODElLITE RAL , '''' IF 
PC , : I I I 

I 
2 J I l I 0 I 
3 I I ! I 
4 I 1 I I ' . I DATE OF SENTENCE TRUE NAME 

D.SENTENCE INFORMATION 

7 PCj ISS PROB JAil FIN!: RSTN JAIL OR FIIIE CONC COOlS ~~ COST! CyA' PRISON SENTENCE INFORMATION 
CHRG 

""YI I"" ... ", X I SUS DAYS, PAID ICOUII I TOTAl FIXED STAYED INFORMATION • x IIOS. )( SUS X X X X x 
i 

TERM (SPECIFY COUNTS I 
1 I I (AlLCOUNTSI 

2 ; I 
, I YEARS I MONTHS 

3 I I CONC ! r-: CONS 
4 I I 

, o SUSPENO!=D WICASE NO. 

REMARKS 

E. ~U~ICEEDINGS -.l LCiSC BENCH WARRANT ISSUED 0 LCiSC 3050 WI· NARC. CCMM 0 so 3051 WI. NARC. COMM 
PENDED o LCISC DIVERSION 0 LCISC 136811370 pc. FOUND MENTALLY 0 SC 1203.03 pc. 90 DAY OB. !~~lE 

Cj LCiSC 1026 pc. NOT GL TV. INSANE INCOMPETENT·COMMITTED 0 SC 7072 WI· 90 DAY OB 

lUS 8715 (REV. 6/88): Law Enforcement/Prosecutlon/Court 1 nformallon ea .w· 
COPIES: DOl·Orange; FBI·Black; ARREST AGENCY·Navy,· COURT·Green 
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record, the information will be used by the Bureau of Cr1minal 
Statistics. 

The JUS 8715 form must be submitted to the Department of Justice 
within 30 days after disposition pursuant to Penal Code Sections 
11115 and 13151. 

The Arrest and Disposition Instruction Manual are available upon 
request to the Bureau of Criminal Identification, Arrest and 
Disposltion Training Unit. This Unit also provides training on the 
proper completion of the form. 

Elder and Dependent Adult Abuse Report­
ing 

Definitions of Reportable Offenses (hereafter referred to as 
"Abuse") . 

Welfare and Institution Code 15610 defines elder and dependent 
adult abuse. These definitions include: 

Phys i ca 1 Abuse: Phys i ca 1 abuse is def i ned as "un reasonab 1 e 
physical constraint, or prolonged or continual deprivation of 
food or water," and "use of a physical or chemical restraint~ 
medication, or isolation without authorization, or for a 
purpose other than that for which it was ordered, including, 
but not limited to, staff convenience, punishment, or for a 
period beyond that for which it was ordered," [Welfare and 
Institutions Code, Sections 15610(c), (4) and (6)]. 

Physical abuse of any elder or dependent adult can be charged 
under Penal Code Section 368(a) P.C. and might also be a 
violation of the following Penal Code sections, or a sexual 
offense: 

1. 240 PC, Assault 
2. 242 PC, Battery 
3. 245 PC, Assau 1 t wi th a dead 1 y weapon or force 

likely to produce great bodily injury 
4. Sexual Offenses 

Sexual Abuse and Exploitation: Sexual assault includes, but 
is not limited to, rape, sodomy, oral copulation, and genital 
or anal penetration by a foreign object. Sexual exploitation 
includes, but is not limited to, pornography and prostitution. 

Neglect and Infliction of Mental Suffering: The willful 
infliction of unjustifiable mental suffering upon an elder or 
dependent adult or willfully causing or permitting such person 
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to suffer, with knowledge that he or she is an elder or 
dependent adult. Neglect or infliction of mental suffering 
includes, but ;s not 1 imited to: . . e 

1. Fa; lure to assist in personal hygiene, provide 
food, clothing or shelter 

2. Failure to provide medical care for physical and 
mental health needs 

3. Failure to protect from health and safety hazards 
4. Failure to prevent malnutrition 
5. Abandonment 
6. Deliberately subjecting a person to fear, 

agitation, confusion, severe depression or other 
forms of serious emotional distress 

Fiduciary Abuse: Includes, but is not limited to, theft, 
embezzlement, forgery, filing of forged instruments for 
recording, and altering or falsifying public records, for the 
purpose of misappropriating property and monies of an elder or 
dependent adult. 

Reporting Requirements 

Welfare and Institutions Code Section 15630(a) requires certain 
professional occupations, including law enforcement agencies, to 
report cases of elder and dependent adult abuse, to designated 
authorities. 

I n cases of elder or dependent adu 1 t abuse, the 1 aw mandates 
specific reporting requirements. Section 15630(a) requires 
telephoning (immediately) and writing (within two working days) 
reports to the long-term care (local) Ombudsman when physical abuse 
is alleged to have occurred in a long-term care facility or to the 
Adult Protective Services Agency when physical abuse is alleged to 
have occurred anywhere else. Section 15630(h) requires telephoning 
(as soon as possible) reports to the appropriate licensing agency 
of any abuse, neglect or abandonment of an elder or dependent adult 
alleged to have occurred in ~ long-term care facility. 

Telephone reports of a known or suspected instance of e 1 de r or 
dependent adult abuse shall include the following: 

1. Name of person making the report (persons other than 
mandated reporters as def i ned under 15631 ( 1) are not 
required to include their names) 

2. Name and age of alleged victim 
3. Present location of alleged victim 
4. Names and addresses of family members or any other person 

responsible for the care of the alleged victim 
5. Nature of extent of alleged victim's condition 
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6. Date of incident 
7. Any lnformation that led the reportlng person to suspect 

elder or dependent adult abuse 

Suspected elder or dependent adult abuse is to be reported on a 
form deslgned by the State Department of Social Services. The form 
(SOC 341, Report of Suspected Dependent Adult/Elder Abuse) shall be 
distrlbuted by the county Adult Protective Servi'ce Agency and the 
Ombudsman. See Figure II-4, page 11-15. 

Acknowledoement of Reporting/Investigation Requirements 

Welfare and Instltutions Code 15632(a) requires any person who 
enters 1 nto emp 1 oyment on or after January 1, 1986, as a care 
custodlan, health practltioner, or with any adult protective or 
after January 1, 1986, as a care custodian, health practitioner, or 
wlth any adult protective' services agency or a local law 
enforcement agency, prior to commencing his or her employment and 
as a prerequislte to that employment shall sign a statement on a 
form, which shall be provided by the prospective employer, to the 
effect that he or she has knowledge of the provisl0ns of Section 
15630 and wll1 comply wlth ltS provisions. ' 

Section 15632(b) of the Welfare and Institutions Code requlres 
agencles or faCllltles that employ persons requlred to make reports 
pursuant to Sectl0n 15630, who were employed prior to January 1, 
1986, shall inform those persons of their responsib1lity to make 
reports by deliverlng to them a copy of the statement specified in 
subdlvision 15632(c). 

F;rearms L;cense and Sales 

California cities and counties have the responsibility to comply 
wlth the provisions of Penal Code Sections 12070 and 12071. These 
sections outllne licensing requirements for dealers in concealable 
firearms. 

Additionally, local law enforcement agencies receive a copy of the 
Dealer's Record of Sale (DROS) every time a dealer sells a revolver 
or P1StOl. The dealer 1S responslble, under Penal Code Sectlon 
12076, to provide this information daily to both the California 
Department of Justice (DOJ) and the local law enforcement agency. 

Local agency records may be involved with: 

o licensing dealers of concealable firearms, and 

o processing the Dealer's Record of Sale of a concealable 
flrearm. 
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Questions regarding these laws may be directed to the Department of 
Justice, Dealer's Record of Sa1E'1 Section, (916) 739-3512. This 
section is responsible for concealable handgun sales and dealer 
information and assists local agencies with firearms related 
questions. The law is summarized in a DOJ pamphlet, "Dangerous 
Weapons Control Law." Single copies may be obtained from the 
Dealer's Record of Sale Section. 

Questions concerning firearms information in DOJ's Automated 
Firearms file and questions concerning other types of weapons 
licensing, permits and registration processes should be referred to 
the Automated Firearms System at (916) 739-2778. 

Note: On January 1, 1991, new legislation under Penal Code 
Sections 12073 and 12076 became effective requiring all firearm 
purchasers to submit to the DROS process. This also includes sales 
between private parties. 

Licensing Dealers in Concealable Firearms 
-

Penal Code Section 12070 makes it a misdemeanor to sell concealable 
firearms without a license required by Section 12071. 

Section 12071 requires local licensing authorities to: (a) accept 
applications for, and (b) issue licenses to sell pistols, 
revolvers, and other concealable firearms. The Dealer's Record of 
Sale Section has examples available of sample resolutions that name 
the local agency as the local licensing authority, application and 
license forms, and a policy and procedure statement. 

Dea 1 er 1 i censes must be renewed annua 11 y. In sett i ng up a DROS 
file, a monthly tickler (or suspense) for renewals should be 
considered. This would facilitate the orderly processing of 
renewal notices. 

A tickler (or suspense) file is designed to signal a deadline or 
license expiration date. A copy of each license is placed in the 
file by month of issuance (the file should be divided by the month, 
i.e., January, February, March). Within each monthly section, the 
licenses should be filed alphabetically. 

Dealer's Record of Sale (DROS) 

Dealers are required to notify DOJ and the local agency daily, of 
sales of concealable firearms. The Dealer's Record of Sale (DROS) 
is a form pro"vided by DOJ for that purpose. 

There is no 1 ega 1 requ i rement imposed on 1 oca 1 1 aw enforcement 
agencies regarding DROS forms. As a result, the processing, 
filing, and disposal of DR OS forms varies considerably from agency 
to agency. The main purpose in providing local agenci~s with 
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copies of the OROS appears to be informational--local agencies may 
want to know who in the community are buying concealable weapons. 

While OOJ uses its own files to prevent sales to convicted felons, 
it relies on local agencies to identify subjects who may be 
prohibited from or unfit to possess such weapons. Welfare and 
Institutions Code Sections 8100 and 8103 prohibit sales to mental 
patients or insane persons. Local personnel should be assigned to 
check the forms and notify OOJ, as appropriate. 

Effective January 1, 1991, Penal Code Section 12021(g) makes it a 
felony or misdemeanor, for individuals who are the subject of a 
restraining order pursuant to Civil Procedure Code Sections 545 
through 547, to purchase firearms. The Department of Justice has 
developed a Restraining Order System (ROS) to interface with OROS. 
Reference Section II, Page II-53, of this manual for specific TRO 
reporting requirements for notifying OOJ of individuals subject to 
this restriction. 

A 1 oca 1 DR OS fi 1 e is not recommended. I f an agency chooses 
however, to maintain a OROS file, it should be arranged alphabeti­
cally and the forms purged every six months. The state's Automated 
Firearms System (AFS) can access these records and OOJ retains 
copies of OROS forms in addition to the computerized AFS file. 
Local agencies may request special computer listings of firearms 
transactions within their jurisdictions. 

OROS forms may be sent to Investigations for information and/or to 
Records for comparison with index files prior to destruction of the 
document. 

F~e~d Interv~ew Card 

Afield interview card (F.I. Card) is used to record suspicious or 
unusual circumstances, person~, vehicles, or events. The primary 
purpose of an F.I. Card is to document activity in a particular 
location at a specific time. 

F.I. Cards should be 3" x 5" in size, and are usually printed on 
both sides. Recommended elements for field interview cards are: 

Last name 
First name 
Middle initial 
Date of birth 
Sex 
Race 
Hair color 

Drivers license 
License state 
Address 
Telephone 
Employer/school 
Parent's name 
Clothing description 
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Hair length 
Hair style 
Facial hair 
Height 
Weight 
Build 
Eye color 
Glasses 
Date of stop 
Associates 

Location and reason for F.1. 
Automobile make 
Automobile model 
Year 
Type 
Color 
License Number and state of License 
Officer badge/employee number 
Time 
AKA's 

The date, time, and location of the field interview should be 
placed on the top line of each F.1. card. This facilitates filing 
and retrieval of the card. 

Filing of Cards 

F.1. Cards should be filed chronologically, with the most recent 
cards in the front of the file. As new cards are filed, the older 
cards are moved to the rear of the fi 1 e st ill in chrono log i ca 1 
order. Alphabetical filing defeats the chronological reference use 
of the cards. 

Access to F.1. Cards 

To ensure general access to F.1. Cards, the file should be kept in 
the Records Section. The Records clerk can keep the file current 
and assist with searches and the retrieval of information. 

Retention 

To maintain the usefulness of the F.I. file, cards should be 
maintained in the file for two years and may be destroyed per your 
city/county resolution. 

Fingerprints: Criminal and Applicant 

The most common and rel iable method of identification is the 
fingerprint classification system. The current classification 
system is objective and minimizes errors. The fingerprint system 
must be supplemented with a record of physical characteristics. 

Law enforcement agencies use fingerprints to identify subjects of 
criminal investigations, license investigations,' and as a general 
identification tool. This section will discuss criminal, 
applicant, registrant, and personal identification fingerprint 
cards. 
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Legal Mandates 

Penal Code Section 13150 requires that for each arrest, the 
reporting agency shall report to the Department of Justice 
identification and arrest data described in Penal Code Section 
13125. These requirements are met when the reporting agency 
submits completed fingerprint cards, Disposition of Arrest and 
Court Action (JUS 8715), and Monthly Arrest and Citation Registers 
(JUS 750). 

Criminal Fingerprint Cards 

Submitting Requirements 

The DOJ, Bureau of Criminal Identification (BCID) does not record 
(retain) all offenses for criminal history. BCID will not record 
the following offenses, which are non-retainable. 

o Penal Code Section 647(f) - Drunk. (Unless the local 
reporting agency indicates the arrest was for being under 
the influence of drugs.) 

o Health and Safety Code Sections 11357(b) and 11360(b) -
Possession or transportation of not more than 28.5 grams 
of marijuana; Health and Safety Code Sections 11357 and 
11360 submitted without a sUbsection or English transla­
tion will be deemed to be sUbsection (b) and will not be 
recorded. 

o Business and Professions Code Section 25662 - Minor in 
possession of alcohol. 

o Vehicle Code Section 23152. 

o Local ordinances. 

o Any offense for which incarceration is not a possible 
punishment; for example, infractions. 

o Traffic offenses not included in the Department of 
Justice English Equivalents for Offense Codes. 

Fingerprint cards may be submitted to BCID for subjects arrested on 
non-recordable offenses for identification purposes only: 

1. Indicate "Question of Identity" or "For Inquiry Only" in 
the charge area on the front of the fingerprint card. 

2. Fi ngerpri nt cards wi 11 be searched through BCID records. 
Fi ngerpri nt cards and resul ts of the search wi 11 be 
returned to the contributor. 
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3. The arrest will not be recorded when identified with an 
existing record nor will a record be created for a 
nonrecordable offense. 

The Department of Just ice encourages agenci es to submi t fi ngerpri nt 
cards and dispositions on felony level events involving juveniles. 

FD-249 fingerprint cards should be submitted to BCID. 
offenses for recordable offenses include: 

1. On view arrest, 

2. Warrant arrest, 

3. "Supplemental" and/or "Additional" arrest, 

4. "Court Order Booking" or "Book and Release," 

Those 

5. Commitment prints (CDC, CYA, CRC, local law enforcement 
agencies), 

6. Deceased pri nts submi tted by the coroner pursuant to 
11113 PC, and, 

7. Probation department prints when the subject has no prior 
criminal record within DOJ or to register a probation or 
diversion notice. 

If ; n doubt about the recordabi 1 ; ty of offenses, refer to the 
"Arrest and Disposition Instruction Manual" which is published by 
the DOJ. 

When submitting fingerprint cards to DOJ, use the Federal Bureau of 
Investigation (FBI) Criminal Fingerprint Card, FD-249, for each 
arrest event. Arrest fi ngerpri nt cards must be submi tted to 
establ ish a criminal record within the Department of Justice. 
Fingerprint impressions must also be submitted to DOJ in order to 
add an arrest entry to an existing criminal record. DOJ requires 
fingerprint impressions for each arrest event to ensure that 
positive identification can be made. Arrest dispositions (JUS 8715 
forms and its automated counterpart) which cannot be tied to a 
specific arrest event will not be entered on a criminal history rap 
shel3t. 

Submit two FD-249 fingerprint cards; one for DOJ and one for the 
FBI. Stap 1 e together in the upper 1 eft hand corner of the 
fingerprint cards. Submit both copies to: 

Department of Justice 
Bureau of Criminal Identification 
P.o. Box 903367 
Sacramento, CA 94203-3670 
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Ordering Fingerprint Cards 

Order the Criminal Fingerprint Cards (FD-429) from the FBI. 

Federal Bureau of Investigation 
Identification Division 
Washington, D.C. 20537 . 
Telephone : (202) 324-5059 

When ordering the FD-249: 

1. Order a six month supply. 

2. Include the agency's name, mailing address, and NCIC ORI 
number. 

3. There is no fee for the cards. 

Applicant Fingerprint Card 

The California Department of Justice, Bureau of Criminal 
Identification (BCID) provides edited summary criminal history 
information for employment, licensing and certification purposes 
(Penal Code Section 11105). DOJ issues a manual on submitting 
requests, forms to be used, step-by-step instruction on completing 
the cards, fees, level of service and 0ther information pertinent 
to applicant fingerprint cards. 

All requests for criminal history information must be submitted on 
a completed ten-print applicant fingerprint form. BCID will not 
accept previously processed fingerprint cards or a photocopy of 
fingerprint impressions. Agencies should use the BIO-7 applicant 
fingerprint card. The cards are available, at no charge, from 
Bureau of Criminal Identification, P. O. Box 903367, Sacramento, CA 
94203-3670, Attention: Applicant Control Unft. A six month supply 
is recommended. 

Registrant Fingerprint Card9 

Certain persons are required to reg,s~er pursuant to Penal Code 
Sections 290 and 457.1, and Health and Safety Code Section 11590. 
The agency which has jurisdiction over the subject's place of 
residence is responsible for the registration process. Registra­
tion consists of two Registration Fingerprint Cards (BIO-5), 
registration receipts, and'a photograph of the subject. The agency 
must submit the fingerprints and photographs to the OOJ Registra­
tion Unit. Item by item instructions on completing the BIO-5 are 
included in the Department of Justice Guide to Sex, Narcotic and 
Arson Registration Procedures. 
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Personal Identification Fingerprint Cards (BID-8) 

In response to the growing popularity of fingerprinting children, 
special personal identification fingerprint cards (BID-8) are 
available from the Department of Justice. The cards are not meant 
to supersede any other local fingerprint program. Completed cards 
should be retained by parents and submitted to the Federal Bureau 
of Investigation or the investigating agency only when such 
identification is necessary. 

Fingerprint Files 

There are several methods used to file fingerprint cards. They 
are: 

o numerically by case report number or personal identifica­
tion number, 

o fingerprint classification, and 

o alphabetically. 

Fingerprint cards should be filed alphabetically. This method of 
filing is most efficient because it provides immediate access to an 
arrestee's card. Retrieval of cards that are filed numerically, or 
by classification, require a search of the master index file or 
arrest records to locate the information (number), required to 
access the card. 

Fingerprint card files should, in most agencies, be located in the 
Records Unit. In large agencies or those with fingerprint analysis 
units, the files may be kept at a location other than records, in 
which case, an alternative filing method (classification/numbers) 
may be usefu 1. . 

Fingerprinting adults or juveniles suspected of a crime, but who 
have not been arrested, is a common investigative practice when a 
comparison must be made with fingerprints found at the scene of a 
crime. Fingerprints so taken should be destroyed after they have 
served their original purpose. 

Jail Records 

In California, local detention fac11ities are classified by type. 
Each facility must maintain certain inmate records depending upon 
the facility's classification. The inmate records are required in 
Type I through Type IV facilities. 
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The State Board of Corrections promulgates regulations for jails 
(Section 6030, Penal Code). Section 1040, California 
Administrative Code, states: 

"Each (detention) facility administrator shall maintain 
individual inmate records which shall include, but not be 
limited to, intake information, personal property receipts, 
commitment papers, court orders, reports of disciplinary 
actions taken, medical orders issued by the jail physician, 
and medical treatment received." 

The inmate file of information and documents contains all pertinent 
data on the inmate. No specific recommendations on inmate files 
are given in this section. Laws and Guidelines for Local Detention 
Facilities, Board of Corrections, State of California, 1982, can 
provide detailed information on inmate files. 

Missing Persons 

Penal Code Section 14200-14213, the Missing Person Reporting Law, 
assigns responsibility for this subject area to DOJ, Missing/ 
Unidentified Persons Unit. Local law enforcement agencies "shall 
accept any report, including any telephonic report, of a missing 
person, including runaways, without delay." 

Reporting Requirements 

Police or Sheriff's Departments must: 

1. Accept any report of a missing person, as defined by 
Section 14213(a) PC, without delay, regardless of 
jurisdiction. 

2. Accept any report of a runaway without delay. 

3. Accept reports of missing persons by telephone. 

4. Assign priority to missing person reports over non­
emergency property crimes. 

5. Make an immediate assessment of steos to locate based on: 
type of missing person case. defined in 14213(a) PC. and 
indications that victim might be as risk. 14213(b) PC. 

6. Broadcast a "Be-on-the-Lookout Bulletin" without delay 
within your jurisdiction if child is under 12 years of 
age or a person of any age is considered "at risk." 
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7. Provide the reporting party with a DOJ form which 

authorizes release of dental records/X-rays, skeletal X­
ray, and/or photographs. 

The California Highway Patrol: 

1. May acc~pt reports of missing persons/runawa¥s. 

2. Must tell the individual reporting a missing person the 
name and phol1e number of the agencies having jurisdiction 
over the missing person's residence and the location 
where the missing person was last seen. 

Transmitting Reports to Other Jurisdictions 

In cases where a report is initially taken by an agency that is not 
the agency of jurisdiction over the missing person's residence, the 
law enforcement agency taking the initial report must: 

Notify and forward without delay a copy of the report to that 
agency having jurisdiction over the missing person's residence 
and where the missing person was last seen. 

In cases involving children under 12 years of age or persons 
at risk. this cross-reporting must be accomplished within 24 
hours of initial receipt of the report. 

Transmitting Reports to the California Department of Justice and 
the National Crime Information Center (NCIC) 

The law enforcement agency taking the initial report: 

1. Must send a completed DOJ Missing Persons Reporting Form 
(55 8568) to DOJ. 

2. Should transmit a report to the NCIC Missing Persons 
System and must submi t the report to DOJ wi th i n four 
hours after accepting the report, if the missing person 
is under 12 years of age or any person "at risk." When 
the on-line Missing/Unidentified Persons System (MUPS) 
becomes operational in July 1990. a single report to MUPS 
will generate an entry to NCIC. 

3. May initiate an investigation if the agency has jurisdic­
tion over the place where the missing person was last 
seen. In most cases the agency having jurisdiction over 
the missing person's residence will normally handle the 
case. 
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When the missing person is a child (under 18 years of age): 

1 • A 1 aw enforcement agency shou 1 d have the i nd i vi dua 1 
making the missing person report fill out DOJ Form SS 
8567, "Authorization to Release Dental/Skeletal X-rays, 
Photograph and Description Information." 

2. A law enforcement agency may execute a written declara­
tion authorizing the release of dental/skeletal X-rays if 
the missing child has no next-of-kin, or if none can be 
located. 

3. If the missing child is under 12 years of age and missing 
at least 14 days, the release form (SS 8567) must 
immediately be executed to obtain dental/skeletal X-rays, 
and a photograph. The agency must immediately check with 
the coroner or mad i ca 1 exami ner. The report s photograph s 

and the dental/skeletal X-rays must be submitted to DOJ 
within 24 hours. 

4. If the agency determines that the missing child may be 
"at risk, II dental/skeletal X-rays and a recent photograph 
should be immediately obtained. The agency must check 
wi th the coroner or med i ca 1 exami ner. The report and the 
dental/skeletal X-rays, including a signed DOJ Release 
Form (SS-8567) must be submitted to DOJ within 24 hours. 

5. If a child 12 years of age or over ;s still missing after 
30 days, the reporting individual is requfred to obtain 
the dental records and give them, within 10 days, to the 
law enforcement agency that took the initial report. 

6. If a child is still missing after 45 days, the agency is 
to confer wi th the coroner or medi ca 1 exami ner and 
immediately send the report, dental/skeletal X-rays, and 
photog raph, inc 1 ud i ng a signed re 1 ease form (SS 8567), to 
DOJ. 

7. If a missing child under 12 years of age, or "at risk" is 
found, a law 'enforcement agency must report this fact to 
DOJ within 24 hours. 

8. If a missing child 12 years of age or over is found, the 
agency must immediately (as defined by agency policy) 
report this fact to DOJ. 

When the missing person is an adult: 

1. The agency should have the individual making the missing 
person report fill out DOJ Form SS 8567, "Authorization 
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to Release Dental/Skeletal X-rays, Photograph, and 
Description Information." 

2. If the person is still missing after 30 days, the 
individual making the report should submit the dental 
records within 10 days to the law enforcement agency. 

3. If the missing person has no next-of-kin, or if none can 
be located, a 1 aw enforcement agency may execute a 
written declaration authorizing the release of the dental 
records. 

4. If the person is still missing after 45 days, the agency 
should check with the coroner or medical examiner and 
send the report and dental records to DOJ. 

5. If the missing person was considered to be "at risk" and 
is found, the agency must report this fact to DOJ within 
24 hours. 

6. All other missing adults who are found must be reported 
to DOJ immediately. 

NCIC Monthly Validation 

As part of the CLETS Subscriber Agreement with NCIC, each agency, 
on a monthly basis, is required to validate entries made by that 
agency as being complete, accurate, and still active. Validation 
requires review of the original and subsequent support-ing case 
documents. In some cases, it is necessary to contact the 
complainant/victim/prosecutor/court. Validation must be completed 
within 30 days of receipt of the listing by the agency. 

Validation Procedure 

1. DOJ prints listings of all the records in each NCIC file 
(vehicles, boats, wanted persons, missing/unidentified 
persons, guns and securities) which are 60-90 days old 
and all those records that were entered in that month in 
prior years. 

2. DOJ mails the listing to the entering agency. The agency 
must acknowledge receipt of the listing by return mail or 
teletype. 

3. Gun, security, license plate, stolen vehicle/boat part, 
and unidentified person entries must be verified against 
the original and subsequent supporting case documents to 
determi ne that the entry is comp 1 ete, accurate, and 
active. 
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4. Stolen Vehicle/Boat, Wanted Persons, and Missing Persons 
entries must be verified against the original and 
supporting case documents. The complainant, victim, 
prosecutor or court must be contacted to determi ne if the 
entry is complete, accurate, and still active. Contact 
can be made by telephone, letter, or in person. If the 
agency is unable to obtain a response from the 
complainant/victim, it must make determination, based on 
the best information available, whether or not to retain 
the original entry. 

5. After validation of each entry on the NCIC listing, the 
agency must modify, cancel or clear records as necessary 
to ensure that the information maintained in the NCIC 
file is complete, accurate, and active. 

6. After the validation is complete and the necessary 
modify, cancel and clear entries have been made, the 
signed certification letter must be returned to DOJ by 
the prescribed date. DOJ must certify for the whole 
state and notify NCIC of the results, and if necessary, 
furnish the names of agencies failing to certify their 
entries. 

Personal Identification Files 

Personal identification files contain arrest and criminal history 
information with a local agency. The file usually contains arrest 
reports, fingerprint cards, photographs, disposition forms and 
criminal history transcripts. Each arrestee is issued a Personal 
Identification (PI) number in addition to the case report number. 
The PI number is un i'Que to each person and ; s used for all subse­
Quent arrests. 

The maintenance of a separate PI file, containing arrest informa­
tion and documents, is not recommended. Two filing systems, master 
case and personal identification, are costly in terms of equipment, 
space, and clerical processing time. Retrieval time is also 
increased. Separate PI files rarely present an accurate and timely 
summary of an individual's arrest history. 

The State Automated Criminal History System is the source of the 
most current and accurate criminal history information. Criminal 
history transcripts (RAP sheets), once the initial purpose is 
served, should be destroyed. They should be kept with the original 
case report. 

It is recommended that all documents associated with a specific 
event or investigation be filed with the case report. 
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Photographs 

The Records Section may be required to process, store, and 
distribute numerous photographs. These include agency personnel, 
registrants, applicants, mug, and crime scene photographs. The 
following brief suggestions concern processing, protection, and 
filing of photographs. 

Prisoner Photographs 

Photographing 
investigation. 
procedures for 
include: 

prisoners enhances identification and· criminal 
Each agency should establish standardized 

photographing prisoners. Minimum standards should 

o The distance 
lens length 
exchange of 
gations. 

o Lighting. 

a prisoner stands from the camera and the 
should be standardized to enhance the 
photographs among agencies for investi-

o Format (number of pictures, poses). 

o Photograph identification (for example, case number, date 
of photograph, prisoner's name, date of birth, and reason 
for booking). 

Crime Scene Photographs 

Detailed procedures for photographing crime scenes are beyond the 
scope of this manual; however, crime scene photographs often find 
their way to Records for storage. Crime scene photographs should 
be protected like evideDce. Recognizing the frequent nead for 
photographs in court, it is wise to keep photographs with other 
evidence. Photographs should be identified and grouped by case 
number, packaged, and placed in evidence. 

Registrant and Applicant Photographs 

A copy of each registrant's photograph must be forwarded to the 
Department of Justice with required documents. Other applicant 
photographs are frequently required for specialized city and county 
licenses and permits. These photographs should be attached to the 
original report or related documents and filed in the appropriate 
location, i.e., registrant or applicant file. 

Photograph File 

A photograph file provides copies of photographs for convenience of 
the officers. Envelopes containing the photographs should have the 
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last name, first name, aliases, and the date of birth of the 
subject. Photographs, 1 ike reports and evidence, should have a 
specific purge criteria. Frequently, numerous copies of similar 
photographs are maintained for repeat offenders. Ideally, the 
photograph file should be kept by the Investigations Section of 
each agency. 

Some agencies print extra copies for a mug book or photo library to 
be used in photo line-ups. The photographs may be kept in an index 
book or segregated by physical descriptors. 

Photograph Copies 

A fee schedule should be established for copying photographs. Do 
not release the negatives to non-agency employees for copying 
purposes. There should be a procedure for documenting the release 
of copies of photographs. This informat~on becomes important if a 
record is sealed and photographs must be retrieved or destroyed. 
The documentation ShOLJld be kept with the original case report in 
the master case file. 

Property 

The proper storage, safekeeping and disposal of evidence and 
property requi res the cooperation of the Records and Property 
Section. Often the property function is assigned to Records, which 
makes it additionally important that Records personnel understand 
the function. The following section discusses those functions 
wh i ch are most often dependent upon Records ope rat ions. For a 
comprehensive guide to property control, see Managing Property in 
Law Enforcement Agencies. Commission on Peace Officer Standards and 
Training (POST). 'This manual identifies typical problems 
associ ated wi th property and proposes procedures wi th general 
application for handling property. Also included in the manual are 
examples of property forms, a set of model directives, and a 
compilation of California laws pertaining to property. 

Property Reports 

All property that, is taken into custody must immediately be 
properly accounted for on appropriate forms. The form should, as 
a minimum, include the offense, classification, agency case number, 
date, time and address property was obtained, officer involved, 
name and address of persons from whom property was obtained, owner 
if known, reason for retention and a detailed description of the 
property (with a place for serial numbers). A copy of the property 
report should be forwarded to Reco~ds for inclusion in the case 
file. 
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Serialized Propertt 

Penal Code Section 11108 requires local agencies to enter 
descriptions of serialized property which has been reported stolen, 
lost, found, recovered or under observation into the appropriate 
DOJ data base. Instructions are listed in the CJIS Manual which is 
published by California Department of Justice, Bureau of Justice 
Informati on Systems. The" Arti cl e/Brand and Category User's Gui de" 
is available through the Property Systems Section of the Department 
of Justice. Nonserialized property items which have unique 
characteristics or inscriptions that permit identification must 
also be reported to Property System Section of DOJ. When firearms 
are destroyed or identifiable items are returned to the owner or 
otherwise disposed of, this change of status must be noted in the 
State information system. 

Property Disposition 

The Property Section is responsible for the control, release, and 
disposal of evidence and property. A court disposition form (JUS 
8715) is the most common means of notifying an agency when 
prosecution is concluded and evidence is eligible for release or 
disposal. The Records Section typically receives the forms. The 
form should be fi led with the report and the Investigations or 
Property Section notified to begin the disposition process." Agency 
procedure must i ncl ude check i ng the State automated systems to 
ensure that all recovered property which has been entered into the 
systems is recorded. 

Record Sea.ling 

The court has the 
conditions. The 
requests to sea 1 
sealing involving 

Legal Mandates 

authority to seal arrest records under specific 
Records Section is responsible for processing 

records. Th is section wi 11 di scuss records 
minors and adults. 

Sealing of records is mandated under certain conditions by Penal 
Code Sections 851.6, 851.7, 851.8, 1203.45, and Welfare and 
Institutions Code Section 781. 

Minors 

Welfare and Institutions Code Section 781, permit the involved 
person or a probation officer to petition the court to seal a 
record five years or more after the jurisdiction of the juvenile 
court has terminated as to the person, or in a case in which no 
petition was filed, five years or more after the juvenile was cited 
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to appear before the probation officer or cited by the law 
enforcement agency. The court notifies the district attorney and 
the county probation officer who may testify why a record should 
not be sealed. If the sealing is granted, the court shall order 
the agency to seal its record and state the date to destroy the 
sealed record. Thereafter, only the court may inspect the sealed 
records or allow the records to be inspected. 

Penal Code Section 851.7 allows any person who was arrested as a 
minor for a misdemeanor to petition the court to have a record 
sealed. The individual must have been: 

o released per Penal Code Section 849(b)(1), 

o released with charges dismissed or discharged without 
conviction, or 

o acquitted. 

Prior to March 7, 1973, the person requesting a sealing must have 
been under the age of 21 at the time of the arrest to qualify. 
After March 7, 1973, the person must have been under the age of 
18. The petition to seal the record may be filed with the court 
any time after the release. The records of arrest for the 
following offenses cannot be sealed under Section 851.7 Penal Code: 

o Offenses for which registration is required under Penal 
Code Section 290. 

o Offenses under Division 10 (commencing with Health and 
Safety Code Section 11000). 

o Offenses of the Vehicle Code or any local vehicle 
ordinance relating to the operation, stopping, standing, 
or parking of a vehicle. 

Penal Code Section 1203.45 permits '1 person to petition the court 
to seal a record if convicted for a misdemeanor while a minor, and 
who is eligible for or has received a dismissal under Penal Code 
Section 1203.4 or 1203.4(a). Prior to March 7, 1973, the person 
must have been under the age of 21 at the time of the arrest to 
qualify. After March 7, 1973, the person must have been under the 
age of 18. The record of arrest for the following offenses cannot 
be sealed under Section 1203.45 Penal Code: 

o Offenses for which registration is required under Penal 
Code Section 290. 

o Offenses under Division 10 (commencing with Health and 
Safety Code Section 11000). 
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o Misdemeanor offenses of the Vehicle Code related to the 
operation of a vehicle or local vehicle ordinances 
related to operating, standing, stopping, or parking of 
a motor vehicle. 

Adults 

Penal Code Section 851.8 permits a person who has been arrested but 
where no accusatory pleading has been filed, to petition the 
arresting agency to destroy the record of the arrest. 

The arresting agency, upon a determination that the person arrested 
is factually innocent and with the concurrence of the district 
attorney, shall seal the arrest records, including the petition, 
for a period of three years from the date of arrest and thereafter 
destroy the record of arrest and the not ice of seal i ng. The 
Department of Justice and any other agency that participated in the 
arrest shall be notified to comply with the same procedure. Any 
agency that received a copy of the arrest record shall be notified 
to destroy the record. 

The District Attorney is also served by the petitioner with a copy 
of the petition to seal the records. If the law enforcement agency 
does not respond to the petition within 60 days, the petition ;s 
deemed to have been denied. The requestor may then petition the 
justice or municipal court of jurisdiction to decide the petition. 

Penal Code Section 851.8 (c) permits a person who has been arrested 
and an accusation filed, but no conviction, to petition the court 
for a finding of factual innocence. If the court determines 
factual innocence, it will order the record sealed. 

An arrestee shall be notified in writing by the law enforcement 
agency of the seal i ng and destruction of the arrest record. If 
reference is made to the arrest in any other report, the notation, 
"exonerated" shall be made on the arrestee's name or the name shall 
be obliterated. 

No records shall be destroyed under the above section if any 
arrestee has filed a civil action against a peace officer or law 
enforcement ag9ncy, or if the agency of records has received a 
certified copy of the complaint, until the civil action has been 
resolved. 

For arrests occurri ng on or after January 1, 1981, and for 
accusatory pleading fi led on or after January 1, 1981, petitions 
under Section 851.8 Penal Code, may be filed up to two years from 
the date of the arrest, or fi 1 ing of the accusatory pleading, 
whichever is later. Time restrictions on filing under this section 
may be waived upon a showing of good cause by the petitioner. 
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Two sample checklists, Figures 11-5 & 6, on pages 11-34 and 11-36, 
are provided to assist in the record sealing process required by 
Penal Code Section 851.8. 

Record Sealing 

Record sealing (destruction) is a .process designed to remove all 
reference to an individual from agency files. Generally, the 
process is incident-specific. That is the records and references 
to a specific incident or arrest are sealed. Multiple records for 
one subject, unrelated to the court order, are usually unaffected 
by the sealing. In the case of juvenile records however, the court 
may order the entire record and reference to the juvenile sealed. 

Upon receiving a court order to seal a record, appropriate 
notification must be made to every division within your agency to 
ensure that all records pertaining to that subject are 
appropriately sealed. 

Record sealing is the collection of permanent records in a 
"package" tnat is ordered sealed by the court. Index reference to 
the subject should be deleted. 

Record destruction i$ the permanent removal from the record of all 
reference to an individual. This may be accomplished by removing 
specific references to the individual. Single entry records should 
be destroyed. 

Figure 11-7, page 11-37, is a guide and checklist for record 
sealing. 

Sealed Records which must be held for destruction should be 
segregated from other records, and the petitioner's name and the 
date of destruction written on the envelope. 

A court, upon showing of good cause, may order any sealed records 
to be opened and admi tted into avi dence. The subject of the 
records may petition the Superior Court to permit inspection of the 
records by the persons named in the petition. 

Registra.nt Files 

Persons convicted of specific arson, sex, or narcotic offenses may 
be ordered by the court to register with the law enforcement agency 
having jurisdiction over their residence, as a condition of r~role 
or probation. The following section describes each of the regls­
trant categories. 
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Figure II-5 

SAMPLE CHECKLIST 

PETITION TO SEAL A RECORD 
(851.8 PC) 

NO ACCUSATION FILED 

o Applicant given petition form and filing instructions. 

Advised to fi le a copy of petition with the District 
Attorney. 

o Agency receives completed petition. 

Receive processing fee. 
Record petition. 

o Advise petitioner of processing and notification procedure. 

o Obtain petitioner's arrest record. 

Compare thumbprint on petition to print on file. 

o Place copy of petition in suspense file. 

o Forward petition and copy of arrest record to designated 
reviewer. 

o Reviewer will make a determination of "factual innocence." 

contact District Attorney for concurrence. 
Reviewer completes the bottom of the petition and returns 
it to Records Section. 

IF THE PETITION IS GRANTED 

o Complete declaration mailed to the petitioner. 

Copy to the department files. 

o Seal petition, declaration and records. 

Note destruction date on the outside of package (three 
years from date of arrest). 

o Not i fy Department of Justice and any other arresting agency to 
seal records in their possession. 

o Notify any local, State or Federal agency who received a copy 
of the record to seal their records. 

-over-
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IF THE PETITION IS DENIED 

o Complete the bottom portion of the petition and return to 
petitioner. 
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Figure 11-6 

SAMPLE CHECKLIST 

PETITION TO SEAL A RECORD 
(851.8(c) PC) 

ACCUSATION FILED 

o Applicant given petition form and filing instructions. 

Advised to file original petition with the court. 
Advised to file a copy of the petition with the District 
Attorney. 

o Court wi 11 review the arrest and court records and make a 
determination as to "factual innocence." 

o Court may notify agency of final decision. 

IF THE PETITION IS GRANTED 

o Completed declaration mailed to the petitioner. 

Copy to the department files. 

o Seal petition, declaration and records. 

Note destruction date on the outside of package (three 
years from date of arrest). 

o Not i fy Department of Just ice and any other arrest i n9 agency to 
seal records in their possession. 

o Notify any local, State or Federal agency who received a copy 
of the record to seal their records. 

IF THE PETITION IS DENIED 

o Complete the bottom portion of the petition and return to 
petitioner. 

11-36 



J 

Figure 11-7 
SAMPLE GUIDE AND CHECKLIST 

RECORD SEALING 

o Remove the individual's name from the index. 

Destroy a single entry card. 
Remove the incident reference on a dossier card. 
Delete the incident reference in an automated index. 

o Delete index references to the subject. 

Arrest register. 
Booking log. 
Daily Activity Log. 

o If more than one subject is named in the reports: 

Copy the document(s) and obliterate (felt marker) all 
referer.ces to the subject. 
Re-copy and place this second copy in the original files. 
Destroy the marked copy. 
Place the untouched original report in the envelope. 

o Notify the appropriate divisions (Investigations, 
Property/Evidence, Juveniie) to send all related reports and 
indexes to Records. 

o Place all records in envelQpe for sealing. 

Photographs (including those used for general reference 
in photo libraries). 
Fingerprint cards. 
Arrest/crime reports (including supplemental reports). 
Laboratory r~ports. 
Recordings/transcripts of interviews. 
Property records/receipts. 
All other records that refer to the incident/subject of 
the order. 

o Notify all outside agencies that the record has been sealed 
and to destroy their copies. 

o Place subjectfs name and date of birth on the upper portion of 
the sealed record envelope. 

o Write "SEALED" in large letters on the front and back of the 
envelope and seal the envelope. 

o Record the date of the destruction of the records. 

o File the envelope in a locked cabinet. 
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Sex Offender Registration 

Penal Code Section 290 requires a subject to register as a sex 
offender if convicted of Penal Code Sections 220,261(1), (2), (3), 
(4), (6), 264.1, 266, 267, 285, 286, 288, 288a, 288.2 (felony 
conviction), 288.5 (felony conviction), 314.1 (felony conviction), 
314.2, 647a, 647(d), or 272 (lewd and lascivious conduct). 

Those convicted of a misdemeanor for Penal Code Section 314.1 or 
647(a) are not required to register. 

An offender must register if: 

o Convi cted of an attempt to commi t any of the offenses 
listed in Penal Code Section 290. 

o Determined to be a mentally disordered sex offender. 

o Con v i cted in any other st8.te of any offense wh i ch, if 
committed or attempted in California, would have been 
punishable as one of the agove offenses. 

o The offender is required to register within 14 days of 
re 1 ease from custody and remain reg; stered for 
life.Registration is not required if: 

o The subject has been granted a Certi fi cate of 
Rehabilitation, or 

o The subject as received a dismissal under Penal Code 
Section 1203.4 for the conviction of a registerable 
misdemeanor. 

A sex offender must register for life and can only be relieved of 
this responsibility through judicial process. 

Juvenile Sex Offender Registration 

Effective January 1, 1986, a juvenile sex offender (adjudicated a 
ward of the court) must register until reaching the age of 25 if 
convicted of Penal Code Seotions 220,261(2),264.1, 286(b)(1)· 
(c)(d), 288(b)(1), 28Ba(b)(1)(c)(d), 289(a), 288.5, 647a or 647.6. 

Arson Offender Registration 

Penal Code Section 457.1 requires an arson offender to register 
with the agency in which jurisdiction the offender lives if, since 
January 1, 1985, the offender has been: 

o Convicted of a violation of Penal Code Section 451 and/or 
453, or 
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o Conv i cted of an attempt to commi t any of 'the above 
offenses and the court finds that the person exhibited 
compulsive behavior during the commission of the offense. 

o The offender is required to register within 30 days of 
release from custody and remain registered for five years 
after discharge from prison, release from jail, or 
expi ration of parole or probation for a fi rst-time 
conviction. For subsequent convictions under Penal Code 
Section 457.1, registration shall be for life unless 
otherwise directed by the court. 

Registration is not required if: 

o The subject has been granted a Certificate of 
Rehabilitation, or 

o The subject has received a dismissal under Section 1203.4 
Penal Code. 

Narcotic Offender Registration 

Health and Safety Code Section 11590 requires a nal~cotic offender 
to register with the agency in the jurisdiction where the offender 
lives, if the subject has been: 

o Convi cted of Hea 1 th and Safety Code !Sections 
11351, 11351.5, 11352, 11353, 11353.5, 11354, 
11357, 11358, 11359, 11360, 11361, 11363, 11366, 
11550, 11353.7, 11366.5, 11366.6, 11378, 11378.5, 
11379.5, 11379.6, 11380, 11380.5 and 11383. 

11350, 
11355, 
11368, 
11379, 

o Convicted of an attempt to commit any of the above 
offenses. 

o Conv i cted in any o.ther state of any offense whi ch D if 
committed or attempted in Cal ifornia would have been 
punishable as one of the above offenses. 

o Convicted. in any federal court of any offense which, if 
committed or attempted in California would have been 
punishable as one of the above offenses. 

An offender is required to register within 30 days of release from 
custody and remain registered for five years after discharge from 
prison, release from jailor expiration of parole or probation. 

Registration is not required if: 

o The subject has received a dismissal under Penal Code 
Section 1203.4, 
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o The misdemeanor conviction is for Health and Safety Code 
Section 11357 and/or 11360, or 

o Commitment to the California Department of Corrections, 
We 1 fare and Inst; tut ions Code Section 3051, is ordered by 
the court. 

Registration Procedure 

The Notification of Registration Requirement form and a completed 
regi strant fi ngerpr i nt card provi des the regi strant i nformat; on 
required by the Department of Justice. A model registration 
procedure includes: 

1. Records personnel review the notification form to ensure 
all required information is provided (the form is given 
to the registrant by the probation/parole officer, or 
upon release from custody). 

2. Records personnel copy the back of the registrant print 
card (8ID-5) and give to the registrant to complete. 

If there are 
reg i strant to 
information. 

any blanks, 
provide the 

return to the 
required needed 

3. Make one copy of the "Notice"; and return the original to 
registrant. 

4. Type two temporary registration receipts (DOJ Form S5-
8072) . 

5. Give to the person assigned to photograph and fingerprint 
registrants: 

registration receipt, 
notification of registration, and 
fingerprint cards (2) use BID-5. 

Registering personnel are responsible for: 

1. photographing registrant, 

2. fingerprinting (use 2 810-5 fingerprint cards), 

3. placing registrant's thumb print on 2 registration 
receipts (Department of Justice Form S5-8072), 

4. having r'egistrant sign front and back of fingerprint 
cards and both registration receipts, 
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5. giving the temporary receipt to registrant, and 

6. sending fingerprint cards, Notice of Registration form 
and registration receipt to Records. Photographs wi 11 be 
sent to Records. 

Records personnel will transfer the information from the copy to 
the original fingerprint cards and: 

1 . Send both fi ngerpri nt cards and one photograph of the 
registrant to: 

Department of Justice 
Bureau of Identification 
Post Office Box 93417 
Sacramento, CA 94203-4170 

On the back of the photograph, print the name, date of 
birth, agency identification number, and elr number of 
the registrant. 

2. Send one permanent registration receipt to registrant. 

a. Type on envelope addressed to registrant the 
following: 

DO NOT FORWARD - RETURN TO SENDER 

"b. If envelope is returned marked with "Addressee 
Unknown," notify the registrant's parole or 
probation officer. 

A copy of the fingerprint card, Notice of Registration, and 
photograph are filed in alphabetical order in a registration binder 
or jacket. 

Department of Justice Requests 

The Department of Justice may occasionally reQuest registration 
paperwork from an offender living in your city. If a request is 
received and your agency does not have a registration in file, 
then: 

1. call the probation/parole officer and confirm that the 
registrant is still at the address listed on the Notice 
of Registration form, 

2. advise the probation/parole officer that the offender has 
not complied with the registration reQuirements, and 
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3. if the registrant is not living at the address 
Notice of Registration, or is back in jail, 
notat i on on the form and return the request 
Department of Justice. 

Registrant Change of Address 

If the registrant moves within the same jurisdiction: 

on the 
make a 
to the 

1. Have tha registrant complete one change of address form 
(SS-8102) and sign the form. 

2. Type a temporary receipt. 

3. Place the registrant's right thumb print on a temporary 
and permanent receipt. 

4. Ma i 1 the change of address form to the Department of 
Justice. 

5. Update current files. 

If the registrant moves into your jurisdiction from another 
jurisdiction: 

1. Process as a new registrant. 

2. Advise the registrant to notify the former agency of 
registration of the change of address. 

Retention 

The Department of Justice files will be purged two years after a 
notification of death. 

Figure 11-8, page 11-43, is a flowchart of the registration 
process. 

Secondhand Dealer L1cens1ng and Report-
1ng 

Business and Professions Code Sections 21625, et seq., were enacted 
to •.. "curtai 1 the dissemination of stolen property and to 
facilitate the recovery of stolen property by ... regulation of 
persons whose principal business is the buying, selling, trading, 
auctioning. or taking in pawn of tangible personal property ...... 
These sections define the "secondhand dealer" and establish 
licensing and reporting requirements. 
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Responsibility 

Under the provisions of this law, local law enforcement agencies 
are responsible for: 

1. determining which businesses meet the definition of 
secondhand dealer, 

2. accepting applications 
secondhand dealers, 

and granting 1 icenses to 

3. revoking licenses for violations of Section 21642, 
Business and Professions Code, and 

4. sending copies of all purchases or pawns to DOJ. 

The DOJ Property Systems Section will answer questions regarding 
licensing and reporting. This section offers a booklet, Secondhand 
Dealer Licensing and Reporting Information, which contains all of 
the basic information on the law and its application. The 
Secondhand Dealer and Pawnbroker Laws pamphlet provides users with 
a11 the laws in the Business and Professions Code, Financial Code 
and Penal Code related to pawnbrokers, secondhand dealers, swap 
meets and junk dealers. These pub1 ications are avai 11;lb1e upon 
request. A third publication, CSDIA's Investigators Procedure 
Manual for Pawnbrokers and Secondhand Dealers is available at cost. 
Persons interested in this manual should contact PSS staff. 

Another excellent resource is the Cal ifornia Secondhand Dealers 
Investigators Association (CSDIA). If your agency does not 
participate in this organization, the Property Systems Section can 
provide a contact person in your area. 

Licensing 

Local agencies are responsible for providing the "Application for 
Secondhand Dealer License" (JUS 125) to persons defined in Business 
and Professions Code Section 21626. The agency must accept the 
completed application, the required application fee, and completed 
applicant fingerprint cards, and submit them to DOJ. 

Property Systems Section maintains an off-line automated system of 
all 1 icensed secondhand dealers, including pawnbrokers. Upon 
request, Property Systems Section can provide a listing by 
licensing agency. 

After the original license is issued, renewals are issued annually 
by the local agency. The blue renewal copy should be mailed to 
DOJ, the original provided to the licensee, and the pink copy 
retained by the agency. 
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The Records Section of your agency mayor may not be involved in 
licensing, depending on local agency preference. Licensing is 
often the responsibility of the Investigations Section. 

Secondhand Dealer Reporting/Pawnbroker 

Business and Professions Code Section 21628 requires pawnbrokers 
and secondhand dealers to report transactions daily to the local 
agency. Financial Code Section 21208 also includes pawnbroker 
requirements. All reports should be made on Form JUS 123 
(Pawnbroker/Secondhand Dealer Report) or a DOJ-approved substitute. 

The local agency is required to mail a copy of each form to DOJ, 
daily. Additionally, the agency must enter all serialized 
property, either pawned or purchased, into the Automated Property 
System (APS). 

Secondhand Dealer Report Retention/Pawnbroker 

The Property Systems Section retains pawn/buy slip information in 
the automated system for six months. 'Pawn/buy firearm information 
in the Automated Firearms System is retained indefinitely. The PSS 
maintains hard copy of the pawn/buy reports for nine months. The 
Property Systems Section accepts requests for special searches, 
such as a record of all transactions within a county, or' all 
transactions by a particular subject. If your agency has a need 
for special information, call PSS to determine if they can be of 
assistance. 

Local agencies are not mandated to retain copies of the pawn/buy 
slips. If an agency retains these records, an retention procedure 
should be identified and adhered to. The file offers local control 
of the retention of reports. The fi le may be automated, and 
investigators and clerical personnel are often assigned exclusively 
to the "pawn detail." 

Agencies maintaining a manual pawn/buy slip file generally file by 
month, and the slips within each month; (a) alphabetically by last 
name of customer, and/or (b) by type of property. The file can be 
purged monthly and can 'be searched by name or property type. 

As a courtesy to other agencies, and when feasible, many depart­
ments send copies of pawn/buy slips to the agencies of residence of 
the pawn customers. 

Special Incident Reporting Forms 

The Incident Report Form (2-177), seE! Figure 11-9, page 11-46, 
should be completed as soon as possiblE~ for each actual or 
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Figure 11-9 

FBI Bomb Data Program -- Continued 
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attempted bombing, including those incidents involving hoax 
devices. The.completed form should be submitted promptly to the 
FBI Field Office serving your area. 

Subpoena Duces Tecum 

Government Code Section 6254(f)(1) and (2), describe information 
that is accessible to the publ ic. Other records or information 
must be obtained by Subpoena Duces Tecum (SOT). A subpoena duces 
tecum ;s usually addressed to the Custodian of Records, and 
requires the custodian to appear at a particular time and place 
with books, documents, or records described in the subpoena. The 
Custodian of Records or designee is the only person who can respond 
to a SOT. 

Applicable Code Sections 

The statutory provisions related to this topic are: 

o Evidence Code Section 1270 -defining government as a 
business. 

o Evidence Code Sections 1506, 1530, 1531, and 1533 
regard i ng fees for the product i on of records and the 
validity of certified copies. 

o Evidence Code Sections 1560 and 1561 regarding compliance 
with a subpoena. 

o Code of Civil Procedure Sections 1985 through 1987 
defining subpoena and affidavit. 

o Government Code Sections 6251 et seq., known as the 
"Cal ifornia Publ ic Records Act, II especially sections 
6254(f)(1) and (2). 

o Government Code Sect ions 68093 and 68097 dl:.!a 1 i ng wi th 
witness fees. 

Accepting Service of a Subpoena Duces Tecum 

The Custodian of Records may have to accept service of a SOT. The 
custodian should look for the following: 

o Check the subpoena to see if the proper custodian for the 
spec if i c records is named. For examp 1 e, the custod i an of 
crime recc)rds may not be the custodian of personnel 
files. If the request is for personnel files, the 
custodian may refuse service and direct the service to 
the proper custodian of those records. 
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o The person attempting service must (a) show the original 
SOT and the Affidavit (or Oeclaration), and (b) leave a 
copy of both to complete the service. 

o If the subpoena results from a civil lawsuit, and the 
Custodian of Records is a peace officer, the SOT must 
show on its face that witness fees have been posted with 
the court. 

Care should be taken when refusing to accept an SOT. Agency policy 
should clearly identify the Custodian(s) of Records and prescribe 
the response to a subpoena duces tecum. Whenever a question arises 
about a SOT, the recommended course of action is to accept service 
and consult with the legal advisor (district attorney, city 
attorney, or county counse 1) about the proper response to the 
subpoena. 

Compliance With a Subpoena Ouces Tecum 

A common misconception that once served with a SOT, you must 
produce the records. This is not necessarily true. Accepting a 
SOT means that the next move is up to your agency. In consultation 
with your legal advisor, your agency may choose to comply with the 
subpoena or file a "motion to quash." To fail to respond or to 
ignore the SOT will force the court to find you in contempt and 
order compliance, regardless of the reasons for opposing 
disclosure. 

In a motion to quash, you may oppose compliance with a SOT because: ~ 
o it is improperly drawn or served, 

o it lacks an Affidavit or Oeclaration, 

o it lacks sufficient specificity in the affidavit, 

o witness fees are not posted with the court, or 

o document re 1 ease is not in the bast interest of the 
agency or disclosure would interfere with a criminal 
investig~tion or would result in the injury of someone, 
and 

o it may conflict with your local TN&G order. 

The manner of compli~nce is described in Sections 1550-1551, 
Evidence Code. 00 NOT, under any circumstances, release original 
records. Certified copies are acceptable and have the same 
evidentiary value as originals. It is recommended that you not 
allow a copy service to have the original documents to make copies 
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with their equipment at your office. (However, if the attorney and 
the court case are both from another county, the Code of Ci vi 1 
Procedure authorizes such a practice.) 

A Custodian Declaration is required to respond to a Subpoena Duces 
Tecum. Figure 11-10, page II-51, is a sample declaration. 

A model directive 1S provided in the Model Directives Section, 
pages 0-1 through 0-3. 

Subpoena Serv;ce 

Law enforcement agencies receive subpoenas for both criminal and 
civil matters. This section discusses a subpoena for an officer's 
appearance. 

Whenever a subpoena (civil or criminal) is delivered to the agency, 
the officer being subpoenaed must be verified as an employee. If 
the offi cer is no longer wi th the agency, DO NOT accept the 
subpoena. Subpoenas are addressed to individual officers. A 
agency policy must ldentify who is author1zed to accept a 
subpoena. Most subpoenas can be served on an individual's 
supervisor. The person accepting the subpoena should examine the 
subpoena for an appearance date. If the appearance date is less 
than 48 hours from the time of service, the subpoena should not be 
accepted. If a subject of a subpoena is known to be on vacation or 
is otherwise unavailable, the attorney named on the subpoena should 
be contacted immediately. The person accepting a subpoena must 
record the date and time received on the subpoena. 

Agency policy should identify specific procedures with regard to 
subpoena service and compliance. 

Fees for Producing Documents 

Government Code Section 6257 states that payment for a certified 
copy of an 1dentifiable public record shall be made to the state 
and local agency, provided such fee shall not exceed the actual 
cost of providing the copy, or the prescribed statutory fee, 
whichever is less. While th1s section does not directly address 
documents produced as a resul t of a subpoena duces tecum, many 
agencies reference this section in determining reproduction costs. 

Temporary Restra;n;ng Order (TRO) 

The Domestic Violence Protection Act lDVPA), enacted 1979, makes 
the violation of a civil restrainlng order a misdemeanor crime 
under Penal Code Section 273.6. After the Order to Show Cause 
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Figure 11-10 

Decla.ra.tion 

TITLE OF ACTION: ____________________________ __ 

NUMBER OF ACTION: ____________________________ __ 

DATE OF SUBPOENA: ____________________________ __ 

NAME OF PARTY OBTAINING SUBPOENA: ___________________________ ___ 

I , ________________________________ , the undersigned, say: 

1 • 

2. 

3. 

4. 

I am the duly authorized custodian of the records of the 
Any town Police Department; 

I have authority to certify copies of these records; 

Check either a or b. 

a. () The copies transmitted herewith are true and 
correct copies of all of the original records 
described in the above-named subpoena, insofar as 
the Anytime Police Department has such records. 

b. () No copies are transmitted herewith, because the 
Any town Police Department has none of the records 
described in the above-named subpoena. 

The records referred to above were prepared by 
Personnel of the Any town Police Department in 
ordinary course of business at or near the time of 
act, condition, or event. 

the 
the 
the 

Executed on _____________________ , 19 ___ , at 

I declare under penalty of perjury that the above is true and 
correct. 

Signature of Declarant Title of Declarant 
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hearing, the court can issue a restraining order that will "remain 
in effect, in the discretion of the court, not to exceed three 
years, unless otherwise terminated or extended by further order of 
the court ... " (Code of Civ; 1 Procedure Section 548). It further 
directs peace officers to enforce those orders and to make arrests 
when appropriate. 

For agencies to discharge their responsibilities under DVPA, both 
sworn and non-sworn personnel must know how to read a TRO and what 
to do with one when it is received. The specific law enforcement 
actions are described in Section 13700 et seq., Penal Code. 

Verification of the Order 

DVPA requires a law enforcement agency to keep a complete record of 
all protection orders resulting from domestic violence incidents, 
restraining orders, and proofs of service. This record shall be 
used to inform law enforcement officers responding to domestic 
violence calls of the existence, terms, and effective dates of 
protection orders in effect. 

One approach in performing these tasks is to establish a manual 
file of TROs, arranged alphabetically by the names of the involved 
parties, one copy filed for each name. Some agencies, with only a 
small number of TROs, keep them in 3-ring binders. Others give 
each TRO a case number and index the names. Cross­
referencing/indexing of both parties is mandatory to ensure 
retrieval of the documents. 

TROs must be kept updated. A common problem is trying to determine 
if the order is still valid, or if it has expired. Court action 
may affect the validity of an order (extend or terminate) without 
the agency receiving information of that action. 

Another common problem is verifying whether the party named in the 
TRO has been served with the order. Before a TRO can be enforced, 
proof of service must b~ made. This can be accomplished by: 

o having a copy of the Proof of Service in the file with 
the TRO, 

o having a police report that indicates notification by law 
enforcement .. State law requi res a retri.ovable written 
record of TRO service, a copy of which should be filed 
with the TRO itself, or 

o checking to $ee if bo.th parties were present in court 
when the TRO was issued. 
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Figure 11-11, page II-54, Verification and Enforcement Checklist, 
summarlzes the steps and shows the various aspects that must be 
followed by law enforcement to verify and enforce restrain1ng 
orders. Flgure 11-12, page II-56, provides information on the 
vanous types of restralning orders, duratlon, and appllcable 
enforcement code sections. 

TRO Reporting Requirements 

Effective January 1, 1991, Penal Code Section 12021(g) makes it a 
felony or misdemeanor, for individuals who are the subject of a 
restraining order pursuant to Civi1 Procedure Code Sections 545, 
545.5, 546 and paragraph (2) of subdivision (a) of sectl0n 547, to 
knowlngly purchase or otherwise obtain, firearms. Civil Procedure 
Code Section 550(b) requires local law enforcement agencies having 
jurisdiction over the resldence of the plaintiff to immedlately 
notify t0e Department of Justice regarding the restrained person's: 

o Name, race and date of birth. 

o The date of issuance of the order. 

o The duration of the order or its expiration date. 

Department of Justice has designed a on-line database to store the 
restraining order informatl0n. DOJ Information Bulletin No. CJ-91-
04-BJIS describes the system in detall. A copy of thlS bullet,n 
may be obtained by writing or calling DOJ, (916) 739-5101 or ATSS 
497-5101. 

The 1 oca 1 1 aw enforcement agency hav 1 ng J ur 1 sd 1 ct ion ove r the 
residence of the plaintlff wlll enter the restralnlng order 
information lnto the database through the Callfornia Law 
Enforcement Te1ecommunlcations System (CLETS) when the restraining 
orde r has been se rved. The restra in i ng orde r 1 nformat 1 on will 
remain in the database untll the order's explration date at WhlCh 
time lt wl11 purge from the system. 

The information in the Restraining Order System will be accessed by 
the DOJ's Dealer's Record of Sales (DROS) Unit for firearm 
clearance purposes and also will be avallable to all law 
enforcement agencies in California. Inquiry by speclflc county, a 
speciflc reglon or the entlre state for restralnlng order 
information will be available. 

The initla1 basic Restralning Order System lS operatl0nal. The 
basic system wlll has entry, cancellation and inquiry capabll1ties. 
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4It Figure 11-11 

Temporary Restraining Order 

Verification and Enforcement Checklist 

Step 1 - Verify from agency files or complainant's TRO: 

a. 
b. 
c. 

terms of order, 
duration of order, and 
type of order: Domestic 
Family Law Act (FLA); 
Harassment. 

Violence Protection Act (DVPA); 
Uniform Parentage Act (UPA); 

Step 2 - Verify from agency files or complainant's TRO Proof of 
Service. 

Step 3 - Verify prior knowledge of the TRO by the subject of the 
order by: 

a. following step 2, above, 
b. checking with receiving agency to see if a case report 

shows prior admonishment of the TRO by an officer, or 
c. checking TRO to see if the subject was present in court 

when the order was issued. 

Step 4 - Officer Admonishment if Step 1 is completed; BUT Step 2 
or Step 3 are not satisfied: 

a. 
b. 

c. 

d. 

Step 5 -

a. 
b. 
c. 

d. 

f. 

inform subject of the terms of the order, and 
admonish the subject to comply (warning, the consequence 
of noncompliance is arrest), and 
if subject COMPLIES, write a report containing date of 
and terms of admonishment. Give follow-up instructions 
and report number to victim, or 
if NO COMPLIANCE after admonishment, arrest (see Step 5). 

Arrest (Step 1 and 3 and the following exist): 

violation of order occurs ir. presence of officer, 
violation is "knowing and willful", 
arrest (Penal Code Section 273.6 if DVPA, FLA, UPA or 
Harassment Order), 
write report~ do not cite and release (based on agency 
policy and due to likelihood of recurrence), and 
refer complainant to proper criminal follow-up, community 
resources; give report number. 

-over-
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Step 6 - Citizen Arrest (Step 1 cannot be met): 

a. advise complainant of citizen arrest rights and 
procedure, 

b. observe citizen arrest, 
c. take suspect into custody without cite and release--do 

not cite and release (based on agency policy and 
likelihood of recurrence), and 

d. refer complainant to proper criminal fol low-up, community 
resources; give report number. 
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Figure 11-12 

Temporary Restra;n;ng Order Summary 

Type of Court Order 

4. 

DoMestic Violence 
Protection Act 
(DVPA-CCP 540) 
a. Ex Parte TRO 

or aSC/TRO 
b. Order after 

hearing 

Family Law Act (FLA) 
CC 4359, 4458 & 4516 
a. Ex Parte TRO or 
b. aSC/TRO 
c. Order after 

hearing 

Uniform Parentage 
Act (UPA-CC 7020) 
a. Ex Parte TRO 

or OSCITRO 
b. Order after 

hearing 

Civil Harassment 
TRO (CCP 527.6) 
a. Ex Parte TRO 

or OSC/TRO 
b. Order after 

hearing 

Duration 

15-20 days or until 
OSC hearing date 

3 years can be 
extended by court or 
by stipulation 

15-20 days or until 
OSC hearing date 
orders restraining 
violence or specific 
behavior good 3 years 
from date of order but 
all other terms .re 
permanent until 
modified (for example, 
custody/support) 

15-20 days or until 
OSC hearing date 
good for 3 years and 
can be extended; a'l 
other terms not related 
to violent behavior 
are perlllanent 

10-15 days or until 
esc hearing date 
1 to 3 years depending 
on order and can be 
extended by court or 
stipulation 

Available to 

--parent 
--child 
--spouse 
--ex-spouse 
--any person living 

or has lived to­
gether in past 6 
lIonths 

--any other ~ho is 
related by blood 
or adoption 

--lIarried person 
in process of divorce 

--a person who is 
--filing for a legal 

separation or In 
process of 

--natural parent 
--child 

--to any person 
who suffers from 
a pattern, series 
of acts which 
harassing. 
seriously annoys 
or alarms done 
over a period of 
time 

Penal Code 

Section 273.11 

Section 273.6 

Section 273.6 

Section 273.6 

.Effective January 1, 1S91, reporting requirements established for restraining orders 
where vidence is invo'v~d. Reference page II-53, TRO Reporting Requirements. for 
additional infornlation. 
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Emergency Protective Orders 

Code of Civil Procedure Section 546(b) which became effective July 
1, 1988, requires a judge be available by telephone at night and on 
weekends, to issue Emergency Protective Orders (EPO) against 
threats of violence or actual violence in domestic situations. All 
Emergency Protective Order's expire at 5:00 p.m. on the first court 
day following issuance. The intent of the law ;s to provide 
temporary relief from threats of violence or actual violence in 
domestic situations. This order allows a victim one full day to go 
to court to obtain a Temporary Restraining Order. 

Vehicles 

Local agencies have specific, detailed responsibilities to document 
vehicles that are stolen and recovered, stored, towed, impounded 
and abandoned. Local agencies are further responsible to notify 
the owner of the vehicle's status, to notify other law enforcement 
agencies, and to maintain the flow of information between the 
agency and places of storage. Finally, a local agency must input 
and update the state-wide automated, Stolen Vehicle System (SVS). 

In most agencies, a patrol officer initiates the reports of 
embezzled, impounded, recovered, abandoned, stolen, and stored 
vehicles. The information is entered into the automated systems, 
and Records handles the legal notices, follow-up paperwork, and 
system cancellations for specific vehicles. Records may also 
respond to public inquiries and prepares vehicle authorization 
release. 

Definitions 

Embezzled Vehicle--An embezzled vehicle is one which has been 
rented or leased, and is not returned within five days after the 
lease/rental agreement has expired (Vehicle Code Section 10855). 

Impounded Vehicle--An impounded vehicle is one that is removed to 
a place of storage and is held for evidence and/or parking/ 
registration violation by authority of a law enforcement agency or 
the district attorney. 

Recovered Vehicle--A recovered vehicle is one that has been 
previously reported stolen, lost or embezzled and is located. 

Abandoned Vehicle--An abandoned vehicle is one that is left 
unattended and unmoved on a public street or signed private 
property for a period of time, usually three to five days. 

Stored Vehicle--A stored vehicle is one that is removed to a secure 
location until released. 
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Repossessed Vehicle--A repossessed vehicle is one that is removed 
from control of the registered owner by the legal owner. 

Abatement--The towing of a vehicle after a "notification of intent 
to tow" hearing is held. 

Private Property Contract Tow--A vehicle towed from private 
property by a tow company on contract with the property owner to 
remove unauthorized vehicles. 

Felony Hold--A "do not release" order placed on a stored vehicle to 
preserve evidence for a felony in~estigation or trial. 

Vehicle Towing and Documentation 

Stored Vehicle Records 

Whenever a vehicle is stored, a record must be maintained by the 
agency. Notice must be given to the registered owner and legal 
owner within 48 hours, excluding weekends and holidays (Vehicle 
Code Sect ion 22852). The Department of Just ice has a standard 
"Notice of Stored Vehicle" form for local agency use. 

Whenever a pub 1 i c agency directs the storage of a veh i c 1 e, the 
agency must notify the registered and legal owners of the right to 
a post-storage hearing to determine the val idity of the storage 
(Vehicle Code Section 22852). The notice must specify that to 
receive a post-storage hearing, the owners or agents must request 
the hearing in person, in writing, or by telephone within ten days 
of the date appearing on the notice. 

If the form is returned to the agency from the registered or legal 
owner, a notation should be made in the master case fi 1e. In 
accordance with Vehicle Code Section PQ853, the form marked unable 
to notify after 120 hours of storage should be forwarded to the 
Department of Justice. 

"Notice of Stored Vehicle" forms should be filed in the agency's 
master case file. If the form is a supplement to a crime or 
traffic accident report, it should be assigned the same report 
number and stored with the original report documents. In cases 
where no report is prepared, the form should be assigned its own 
case report number and filed in the master case file. 

Vehicle Towing: Entry into Law 
Enforcement Data Bases 

California Vehicle Code Section 10500 and Penal Code Section 11108 
requires that ALL serial numbered vehicles and license plates which 
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are reported stolen, lost or recovered must be entered in the DOJ 
automated Stolen Vehicle System (SVS) (Vehicle Code Section 10500, 
Penal Code Section 11108). 

SVS transactions include initial entry of the vehicle into the 
system, modifications to a record, cancel, locate, and clear 
transactions. Fifteen vehicle records are used in the SVS and each 
record has a different retention period. The Criminal Justice 
Information SYstem (CJIS) Manual available from DOJ describes all 
entry and update formats. 

Copies of all SVS transactions should be filed with the original 
case report. 

Entry Transactions 

An entry transaction places a record in the Stolen Vehicle System. 
When the entry transaction is accepted by SVS, the entry terminal 
will receive an acknowledgement. The acknowledgement contains the 
File Control Number (FCN) of the record entered. The 
acknowl edgement pr; ntouts shou 1 d be checked against the master" 
case record. If the registration and entry information agree, file 
them with the original report; if it does not agree correct the 
incorrect record. Refer to Section 1.4 of the CJIS Manual for 
specific formats and entry guidelines. 

Modify Transactions 

A modify transaction adds, deletes, or corrects the information in 
one or more of the fields of an existing record. The CJIS Manual, 
Section 1.5, describes specific formats and entry guidelines. 

Cancel Transactions 

A cancel transaction deletes an entire record from SVS. 
contributor of an original SVS record and DOJ can cancel 
The CJIS Manual, Section 1.6, contains specific formats 
guidelines. 

Clear Transactions 

Only the 
a record. 
and entry 

A clear transaction removes a record from active status when the 
vehicle, vehicle part, or license plate is tecovered. When an 
agency is notified that a vehicle for which you have an SVS record 
is recovered, you must enter a clear transaction. The vehicle 
owner must be notified of the recovery within 48 hours, excluding 
weekends and holidays. The CJIS Manual, Section 1.8, provides 
additional instructions and specific formats. 
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Locate Transactions 

A locate transaction is used when an ag.ncy has recovered a vehicle 
entered in SYS by another originator. You cannot place a locate on 
a SVS record entered by your agency, See CJIS Manual, Section 1.7, 
for specific locate formats and entry guidelines. 

Vehicle Relea.se 

The majority of vehicles towed by law enforcement agencies require 
an initial report of storage (for example, Notice of Stored 
Vehicle) and a local authorization of release form. Records 
personnel usually assist vehicle owners with release of the 
vehicle. A release form is a written document prepared by the 
releasing agency, directed to the place of storage, authorizing the 
release of the described vehicle. The release identifies the 
person entitled to claim the vehicle, license number, year, make 
and model of the vehicle and the name of the person authorizing the 
release. 

Three groups of individuals qualify for release of vehicles: 
registered owners, legal owners, and persons with exceptional 
circumstances. Local agencies should adopt specific procedures for 
the release process. A copy of the vehicle release authorization 
should be filed with the original report documents in the master 
case file. 

Warra.nt Processing System 

Law enforcement agencies need an effective system to process arrest 
warrants. Some agencies have an automated warrant system. Since 
automated systems are not ava i 1 ab 1 e to all agenc i es, a manua 1 
system may be necessary. This section pre'sents a simple and 
effective manual warrant system. 

Analysis of the arrest warrant problem shows that the service of 
warrants occupies a low priority in many law enforcement agencies. 
This may be due to the fact that most arrest warrants are issued 
for violations of minor misdemeanor crimes and infractions. 
Regardless of the reason, treatment of the warrant service process 
as a low priority issue can cause significant problems for law 
enforcement managers. These include: 

o creation of an unmanageable backlog of unserved warrants, 

o less attention given to the service of outside warrants, 

o an increase in the number of wanted persons who are 
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encouraged to ignore an official summons and avoid the 
judicial process, 

o an increase in lost warrants, and 

o the possibility of arrests made on invalid warrants. 

These factors combine to create unnecessary problems and a 
reduction in the effectiveness of the warrant system. 

The warrant process i ng system may b'e used by many 1 aw enforcement 
agencies. However, it is important to recognize that individual 
differences in agency size, organization, and differing local court 
requirements may dictate minor changes. As long as basic policies 
and principles are followed, these changes may be made with a 
minimum of disruption. 

An effective manual warrant processing system must accomplish at 
least six basic tasks: ~ 

o Receive and record all incoming warrants. 

o Identify the location of each warrant. 

o Identify the status of each warrant. 

o Guard against the loss of any warrant. 

o Provide a record of the attempts to serve each warrant. 

o Show the final disposition of each warrant. 

The system outlined below and on the following pages accomplishes 
these tasks effectively and in an orderly and efficient manner. 

I. Records/Warrants Unit Pre-Service Responsibilities 

When a warrant or abstract is received, it should be routed 
immediately to the records/warrant unit where the following 
tasks must be accomplished: 

A. Entry in the Warrant Log: The Warrant Log documents the 
current status of a warrant, whether it is in file, 
served, or returned to co'urt. It can also be used to 
provide the basis for management reports on the warrant 
function. Like other control logs, the information it 
contains should be concise and meaningful. 

Some examples of the type of information which the log 
may include are: date the warrant was received; name of 

11-61 



the wanted person; type of warrant; charge; bail; issulng 
court and jurisdiction; warrant number; disposition of 
the warrant; booking number; if the wanted person is 
arrested; and, the date of disposition. 

The date the warrant was received is particularly 
important since a warrant may not be served for many 
months after its receipt, and without the date, the entry 
would be difficult to locate and update. 

Also, many courts process warrants by "Date/Batch 
Number. " Warrants issued on a gi ven day are 1 i sted 
alphabetically under the number of that day, i.e., 04-06-
90. This makes it much easier for the court to keep 
track of and recall warrants. 

B. Preparation of the Warrant Processing Forms: All forms 
which are necessary for the processing of a warrant, with 
the exception of the warrant log, may be prepared from 
one typing. This is accomplished by using a carbon­
stuffed or NCR paper manlfo1d form set as shown in Figure 
II-13, page 11-63. If a form is needed to control the 
Warrant Service Information Card when it is sent to the 
patrol division for service, it a1se may be prepared at 
this time. The manifold form set may include some or all 
of the following forms: 

1. The Courtesy Warning Notice - The Courtesy Warning 
Notlce is a form used in the case of minor misde­
meanors and infractions to provide written 
notification to the wanted person that a warrant 
has been issued for that person's arrest. . Thi s 
notlce has been used successfully by many agencies 
to clear a large number of warrants without the 
expenditure of additional personnel tlme. 

2. Warrant Envelope - It is anticipated that many of 
the agencies to which this system ;s directed wl11 
not require the preparation of a Warrant Alpha 
Index Card. Instead, they wi 1 1 use the warrant 
fi le itself to check for outstanding warrants on 
named persons. 

When the warrant file is used in such a manner, it 
may be necessary to enc lose the warrant in some 
kind of protective covering to prevent unnecessary 
wear and tear during file searches. This may be 
done by f; 1 i ng the warrant ina reusab 1 e paper 
envelope and attachlng to the front a copy of the 
carbon form set conta i ni ng the warrant 
identification information. 
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3. Warrant Service Information Card The Warrant 
Service Information Card contains information about 
the existence of the warrant and further 
information regarding the wanted person. Its 
primary use is as a working investigative document 
for the line officers attempting to serve the 
warrant. The record of service attempts on this 
form serve to document that "due di 1 i gence" was 
exercised by the agency. 

4. Warrant Alpha Index Card - The use of an Alpha 
Index Card in the warrant process i ng system is 
dependent on the volume of· warrants processed and 
the manner in which the system is checked to 
determine the existence of possible outstanding 
warrants. 

When warrants are filed alphabetically, and the warrant 
f i 1 e is conven i ent 1 y located, an alpha index card is 
generally unnecessary. Many agencies establish an 
effective warrant processing system without the costly 
maintenance of index files. others will require the use 
of an index card for effective operations. When used, 
the warrant alpha index card may be filed either in the 
master alpha card file or in a special warrant index 
file. Warrant index cards may be color-coded if filed in 
the master alpha card file. 

A separate warrant index card fi 1 e wi 11 genera 11 y be 
required only when security.or building layout requires 
the maintenance of a remote file. The manager will most 
likely be confronted with a need to decide between two 
alternatives: (1) file a warrant index card in the 
Master Alpha File, or (2) use no index card at all. 

The use of a Warrant Alpha Index Card, filed within the 
Master Alpha Index, hol ds certain advantages. These 
include: 

o The concept of the master name fi 1 e is kept 
intact. If the agency has any i nformat ion 
concerning a person, their name will be in the 
Master Alpha File. 

o Every time an officer requests a check for 
"record and wants," the check may be made by 
searching only one file, thereby saving time 
for both the officer and the records clerk. 
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o The warrant file does not have to be used as 
an alpha file. This means less wear and tear 
on the warrants. 

There are also disadvantages to the use of a 
warrant alpha card within the Master Alpha File. 
These include: 

o The alpha card must be pulled when a warrant 
is served, returned to court or returned to 
the originating jurisdiction. If this step is 
overlooked, staff effort may be expended in 
searching for warrants which have already been 
served. 

o Si nce Warrant Index Cards are subject to a 
higher turnover rate than other alpha cards 
no rma 11 y indexed in the maste r alpha index 
file, a significant amount of the file purging 
may be necessary. 

o It is more work to prepare and file an alpha 
card which must later be pulled and destroyed 
than it is to omit preparing one. 

C. Enter Appropriate Warrants in Automated Systems: 

o If transportation will be provided from any 
location within the state of California, the 
warrant may be entered into the State Wanted Person 
System. 

o If the District Attorney's Office will authorize 
extradition on a felony warrant, the warrant may be 
entered in NCIC. 

D. Warrant Control: Controls must be established to assure 
that prompt attention is given to service attempts anp to 
the return of the Warrant Service Information Card to 
file. The prompt return of an unserved warrant to the 
originating agency, whenever the wanted person cannot be 
located, is also important. 

Warrant/records unit personnel must establish a tickler 
file or other control device for the accurate accounting 
of the Warrant Service Information Cards forwarded to 
patrol personnel. In addition, controls must provide for 
accurate status reporting of a 11 1 oca 1 warrants and 
warrant abstracts forwarded to other agencies for 
service. 
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E. Filing of Warrants: Warrants should be filed in a s'ecure 
location and under the control of designated personnel. 
A separate warrant file is preferable with fi 1 in9 of 
warrants in alphabetical order. 

F. Routing for Service: The Warrant Service Information 
Card should be routed to the line unit responsible for 
warrant service . 

G. Validation of Warrants: When warrant validation list are 
received from DOJ, the warrant should be pulled and 
checked for accuracy and completeness. The court should 
be contacted to verify that the warrant is still valid. 
If the warrant has been entered into NCIC, the district 
attorney's office should be contacted to ensure that the 
subject will still be extradited. 

II. Patrol Responsibilities 

A. Warrant Service Responsibility: It is recommended that 
the Warrant Service responsibility be assigned to the 
patrol function. Patrol personnel are normally available 
24 hours per day, seven days per week. This flexibility 
greatl y increases the chance of apprehending a wanted 
person. 

8. Warrant Service Information Cards should be turned into 
the watch supervisor at the end of each watch and 
returned to the Records Section after a stipulated time 
period, during which every attempt is made to serve the 
warrant. Depending upon agency size and warrant volume, 
a formal system may be required to control assignment and 
return of the cards. 

The Warrant Service Information Card should be used by 
line officers as a worksheet. A file check should be 
conducted to ascertain that the warrant is in file prior 
to an arrest being made. 

III. Records/Warrant Unit - Post-Service Attempt Responsibilities 

When a warrant is served, or after a specified period of time 
even if unserved, the Warrant Service Information Card will be 
returned to the Records Section. At this point, the warrant 
unit of the Records Section should perform the following 
tasks: 

A. Served Warrants. When the warrant has been served: 
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o pull and destroy the alpha card (if used), 

o if previously entered, clear the warrant from CJIS, ~ 
NCIC, and/or any local automated system, 

o update the warrant log, and, 

o place the Warrant Service Information Card in the 
inactive file. (In the case of an outside warrant, 
send the warrant or warrant abstract and a copy of 
the completed Warrant Service Information Card to 
the agency from whi ch the warrant was recei ved. ) 
The card should be retained for a period of time in 
case notations regarding service attempts are 
necessary to establish "due diligence." 

B. Unserved Local Warrants. When the warrant is a local 
warrant, and it is. unserved by reason of the wanted 
person having moved: 

o If no new address is located, f i 1 e the Warrant 
Service Information Card with the warrant in the 
warrant file. 

o If a new address is located 
jurisdiction, resubmit the 
Information Card to patrol for 
attempts at the new address. 

within the local 
Warrant Service 

additional service 

o If a new address is located in another 
jurisdiction, mail the warrant or send an abstract 
to the new jurisdiction with a request for 
service. File the Warrant Service Information Card 
in the warrant file. The Warrant Service 
Information Card must contain proper notations (or 
another device must be used) to ensure a record of 
the exact location of the warrant. 

C. Unserved Outside Warrant: When the warrant is received 
from an outside agency and it is unserved by reason of 
the person-having moved: 

o If no new address is located', return the warrant 
and a copy of the completed Warrant Service 
Information Card to the originating agency. Update 
the warrant log, and update or destroy any alpha 
index card used. Do not sent an abstract to any 
other agency with a request for service. 

o If a new address ;s located within the local 
jurisdiction, resubmit the Warrant Service 
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Information Card to patrol for additional service 
attempts at the new address. 

D. Recalled Warrants: The same steps described on pages 11-
66-67, relatlng to served warrants, should be followed 
when unserved warrants are recalled by the court. 

E. Purging of Files: A retention policy must be established 
to provide for timely purging of the warrant file. Such 
a policy should be worked out with the local courts and 
District Attorney. A policy recommended by the 
California Law Enforcement Warrant Officer's Association 
is: 

Parking Warrants - Recall after 1 year 
Traffic Warrants - Recall after 5 years 
Misdemeanor Criminal Warrants Recall after 5 
years 
Felony Warrants - Recall after 10 years (exceptions 
- murder and escape) 

Warrant system flow charts in Figures 11-14 & 15 (pages 11-69 
and 11-70) show the basic work flow involved in the processing 
systems recommended. Figure 11-14 shows the system using an 
alpha card, and Figure 11-15 without an alpha card. 

A model directive for warrant processing is found in the Model 
Directives Section, pages E-1 through 0-3. 

IV. Alternative Processing Methods 

There is flexibility within the recommended procedure to allow 
for other processi ng methods. Each agency must study its 
needs carefully. The processing method selected should 
consider the following local conditions: 

o Size of the law enforcement agency (including future 
growth) . 

o Volume and type of warrants received. 

o The rec.ords system used by the agency and how best to 
coordinate it wi~h the warrant system. 

o Whether there is a specialized warrant unit within the 
agency. 

o Whether there are plans to automate the warrant system. 

o The quality of the cooperation of other local elements of 
the criminal justice system. 
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A 11 of these cond it ions affect the choi ce of a process i ng 
method. 

V. Conclusion 

The system outlined in this section ;s recommended because it 
has the capability to fulfill the basic functions of an 
effective warrant system. However, it is recognized that no 
single system can be deslgned that will meet the needs of all 
law enforcement agencies. Differences in size and 
organization will require individual applications of the 
system presented here. 

Regardless of the configuration finally decided upon, the 
basic principles outlined in the checklist on "Warrant System 
Policies and Procedures," on page 11-72, must be followed to 
ensure that incoming warrants are efficiently processed. This 
is important because 1 aw enforcement agenci es must re 1 y on 
each other for the service of warrants on individuals who have 
moved outside their jurisdiction. 

A model directive can be found in the Model Directives Section 
on page E-1 of this manual. 

To ensure the maximum availability of a warrant, it is 
advantageous for 1 oca 1 agenc i es to form mutual ag reements 
whereby only the Warrant Service Information Card is routinely 
sent to another agency, with warrants or abstracts forwarded 
on 1 y when the wanted person is located. Thi s can best be 
accompl ished when each administrator involved in the agreement 
has confidence in the integrity of the warrant systems 
employed by the other agencies. 
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Warrant System Policy and Procedure Development Checklist 

An agency should process warrants with maximum effectiveness. The 
records manager must carefully evaluate the warrant function; 
develop written directives; and ensure that everyone in the 
organization is aware of, and adheres to, the direction. The 
following checklist should assist with the development of sound 
policy and procedure . 

1. Warrant Management 

1 __ 1 Clearly define authority and responsibility for the various 
aspects of the warrant system. 

The actual service of warrants is usually regarded as a 
line function while the associated records-keeping work 
is a staff function. 

I_I Coordinate warrant activities with other criminal justice 
agencies. 

The establishment of a good working liaison with the 
courts can assist in the solution of problems which may 
arise. 

I_I Establish bail acceptance policies. 

Who may accept ba i 1 and under what c; rcumstances? Stri ct 
controls should be established for the disposition of all 
bail money. 

I_I Require management reports on warrant activities. 

These reports shoul d i ncl ude the number and types of 
warrants served· and the current back log of unserved 
warrants. 

I_I Provide a retention policy for the various classes of 
warrants. 

Warrants should not be allowed to accumulate indefinitely 
within the agency. Policies should be established for 
the reca 11 of warrants to the court wh i ch issued them 
after reasonable periods of time. 

I_I Assume transportation costs for persons arrested on local 
warrants. 

A warrant or warrant abstract should not be serJt to 
another agency for service unless the forwarding agency 
is willing to assume the costs of returning the wanted 
person. 

1I-72 



1 __ 1 Provide assistance to field officers. 

Provide items such as photographs and physical descrip­
tions of wanted persons. The more information provided, 
the better the chances a warrant will be served. 

2. Records 

1 __ 1 Establish strict control and accounting procedures. 

These are necessary to provide accurate warrant status 
information on a 24-hour basis. 

1 __ 1 Retain original warrants in the warrant file until served or 
returned .. 

Develop procedures which describe the circumstances under 
which an officer is ~llowed to check out a warrant prior 
to having the wanted person in custody. A dated notation 
should be made in the warrant file identifying. the, 
officer and explaining the absence of the warrant. 

1 __ 1 Use of courtesy or warning notices. 

Warni ngs have proven effect i ve in servi ng mi sdemeanor 
warrants. They save personnel time and are generally 
well received by the publ ic. Courtesy or warning notices 
should be concise and meaningful: Avoid the use of legal 
terms as they. are frequently misunderstood by members of 
the public. 

1 __ 1 Transmit adequate information to other agencies. 

Th is is necessary so that they may ass i st in serv i ng 
local warrants. 

1 __ 1 Limit to one, the number of warrant abstracts outstanding on 
a warrant at one time. 

If cond; t; ons requ i n;! a second warrant abstract to be 
sent, cancel the initial abstr~ct and await confirmation 
before issuing the new warrant abstract. 

1 __ 1 Receive and process war"rants and w~~rrant abstracts from other 
law enforcement agencies. 

Warrants or warrant abstracts from other agencies should 
receive the same effort for service as local warrants as 
long as they meet legal requirements. 
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I_I Do not transfer other agenci es' warrants or warrant abstracts. 

If the subject of a warrant or warrant abstract is 
determined to be in another" jurisdiction, the originating 
agency shou 1 d be informed and requested to cance' its 
abstract. Do not transfer its warrant or warrant 
abstract to another agency. Control is thereby 
maintained by the originating agency." 

1 __ 1 Notify outside agencies of arrested persons. 

Whenever an arrest is made on an outside warrant, immedi­
ately notify the originating agency. 

3. Warrant Service 

I_I Document attempts at service. 

Case decisional law calls for "due diligence" with regard 
to attempts to serve a warrant (Rost v. Municipal Court, 
1960). To satisfy legal challenges that such require­
ments have been met, attempts to serve warrants must be 
documented and filed. 

While certain portions of these may apply specifically and uniquely 
to individual organizations, most of them have a broad, general 

"app 1 i cat i on and may be cons i dered as a base upon wh i ch a manual 
warrant system should be founded. 
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III. SECURITY OF INFORMATION 

Introduction 

There is often confusion when dissemination and security of 
information are discussed. These terms may seem mutually exclusive 
because the law requires law enforcement to provide information the 
public has the right to know and, at the same time, to withhold 
information if the release would jeopardize an individual's right 
to privacy. It is the responsibility of law enforcement agency to 
allow the public access to certain information obtained during the 
normal course of day-to-day business. At the same time, records 
personnel must be aware of and apply the legal exemptions to the 
release of some information to protect individual privacy, safety, 
and reputation. 

Records managers have many types of records within their control. 
These records are subject to some limited access as outlined in the 
law which deals with each type of record. This section will 
discuss each type of record, and cite the legal parameters which 
authorize or exempt its release. 

Records Sub~ect to Limited Access 

o Crime and Incident Reports 
o Juvenile Records 
o Accident Reports 
o Daily Summary/Activity Logs 
o Personnel Files 
o Information Received from CLETS 
o Criminal Offender Record Information 
o Licensing Files 
o Registration Files 
o Citations 
o Warrants 
o DMV Information 

Dissemination of Crime and Incident 
Reports 

Public Record Act - Government Code Section 6250-6265 

In 1968 the Legislature enacted the California Public Records Act, 
Government Code Section 6250-6265. In its findings and 
declarations, the Legislature, mindful of the right of individuals 
to privacy, declared that "access to information concerning the 
conduct of the people's business is a fundamental and necessary 
right of every person" in the State of California. 
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Since 1968, through amendments and court decisions, the California 
Public Records Act has continued to balance the public's right to 
know what governmental agencies ~re doing and an individual's right 
to privacy. 

As defined in the Public Records Act, "public records include any 
wr it i ng conta in i ng i nformat ion re 1 at i ng to the conduct of the 
public's business prepared, owned, used, or retained by any state 
or local agency regardless of physical form or characteristics." 
Based upon th is def in it ion, the report of cr i mes and inc i dents 
written in the daily course of business of a law enforcement agency 
are public records and subject to release under the Act, with 
certain exemptions. 

Information That Must Be Released 

The Public Records Act requires that specific information be 
released, unless the release would endanger the safety of a person 
or endanger the ·successful completion of an investigation. The 
categories of information that must be released are: 

1. Calls for Service 

a. Time, nature, and location of all complaints or 
requests for assistance. 

b. Time and nature of response. 

c. Date, time, and location of occurrence. 

d. Date and time of report. 

e. Victim's name, age, and current address. 
of specific abuse and sex crimes or their 
or guardians (if the victim is a minor) may 
that this data be withheld. 

Victims 
parents 
request 

f. Factual circumstances surrounding the crime or 
incident. 

g. General description of any injuries, property, or 
weapons involved. 

2. Arrestees 

a. Full name, current address, and occupation. 

b. Date of birth and physical description: 
height, weight, color of eyes, and hair. 

c. Date and time of arrest. 
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d. Location of arrest. 

e. Factual circumstances surrounding arrest. 

f. Date and time of booking. 

g. Amount of ba i 1. 

h. All charges, including warrants and parole or 
probation holds. 

i. Location where arrestee is being held. 

j. Time and manner of release. 

3. Crime Reports 

a. Names and addresses of victims, arrestees, and 
witnesses, EXCEPT confidential informants. Victims 
of specific abuse and sex crimes or their parents 
or guardians (if the victim is a minor) may request 
that this data be withheld. 

b. Description of any property involved. 

c. Date, time, and location of incident. 

d. All diagrams. 

e. Statements of parties involved. 

f. Statements of all witnesses, EXCEPT confidential 
informants. 

Exemptions to the Release of Information 

In order to balance the individual's right to privacy with the 
public's need for information, certain exemptions to the release 
of information are specified in Government Code Section 6254 or 
interpreted by court decision. These exemptions include: 

1. Names, addresses, and identifying information of: 

a. Juvenile (under 18 years of age). Wescott v. 
Yuba County (104 CAL APP 3d 103 and TNG v. San 
Francisco Superior Court (4c 3d 767». 

NOTE: It is recommended that the definition 
of "juvenile" be verified with the Juvenile 
Court Judge of your county. The exemption of 
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2. 

release of information may pertain to all 
juveniles or only juveniles arrested, 
detained, or listed as suspects. Under 
Wescott v. Yuba County, the determination of 
the Appellate Court is that all juveniles are 
under the protection of this decision. 
Therefore, all identifying juvenile 
information contained in a report, is 
available for public release only if the 
County's TN&G Order authorizes such release. 

b. Victims of any crime defined by Penal Code 
Sections 261, 264, 264.1, 273a, 273d, 286, 
288, . 288a, or 289. Victims of any crimes 
defined by Penal Code Section 261,264, 264.1, 
273a, 273d, 273.5, 286, 288, 288a or 289, or 
their parents or legal guardians (if the 
victim is a minor) may request that their 
names, address, and identifying data be 
withheld. Government Code Section 6254(f)(2). 

c. Confidential informants. 
Section 6254(f). 

Government Code 

d. Individuals taken into custody under Welfare 
and Institutions Code Section 5150 (dangerous 
or gravely disabled persons). Government Code 
Section 6254(c). 

Criminal offender record information. 
Berkeley City Council (1975). 

Younger v. 

3. Information that may endanger the safety of a witness or 
other person involved in the investigation. Government 
Code Section 6254(f). 

4. Information that may jeopardize an investigation, related 
investigation, or law enforcement proceedings. Govern­
ment Code Section 6254(f). 

5. Any portion of a report which reflects the analysis, 
recommendation, or conclusion of the investigating 
officer. Government Code Section 6254(f). 

6. Confidential information provided only by a confidential 
source. South Coast Newspapers, Inc. v. City of 
Oceanside (1984). 

7. Information that may disclose investigative techniques 
and/or procedures. South Coast Newspapers, Inc. v. City 
of Oceanside (1984). 
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8. Information that may deprive a person of a fair trial. 
South coast Newspapers, Inc. v. City of Oceanside (1984). 

9. Pre 1 i mi nary drafts, notes, or memoranda wh i ch are not 
retained in the ordinary course of business. Government 
Code Section 6254(a). 

10. Records pertaining to pending litigation to which the 
public agency is a party until litigation is adjudicated 
or otherwise settled. Government Code Section 6254(b). 

11. Personnel, medical, or similar files, the disclosure of 
which would constitute an unwarranted invasion of 
privacy. Government Code Section 6254(c). 

This section does not prevent a law enforcement agency from opening 
its records concerning the administration of the agency to public 
inspection unless disclosure is otherwise prohibited by law. 

Court decisions have held that the selective release and selective 
exemption of information is prohibited. Once information is 
released to a member of the public, it becomes a public record and 
cannot be withheld from another member of the public. Black 
Panther Party v. Kehoe (1974). 

Government Code Section 6254.5(e) allows the release of an exempt 
public record to any governmental agency which agrees to treat the 
disclosed material as confidential. Only persons authorized in 
writing by the person is charge of the agency shall be permitted to 
obtain the information. Any information obtained by the agency 
shall only be used for purposes which are consistent with existing 
law. 

Copies 

Under Government Code Section 6256, any person may receive a copy 
of any identifiable, non-exempt public record. Upon receiving a 
request for a copy of a record, the public agency must determine 
wi thi n ten (10) days whether or not the copy wi 11 be provi ded. 
Notice of the decision must be made to the person requesting the 
record. If" unusua 1 c; rcumstances," as def; ned in Government Code 
Sect ion 6256.1, ex i st an extens i on of not more than ten (10) 
working days is allowed to complete the determination. Section 
6256.1, Government Code sates: 

..... t unusua 1 ci rcumstances' means, but on 1 y to the extent 
reasonably necessary to the proper processing of the 
particular request: 
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o The need to search for and co 11 ect the requested 
records from field facilities or other establish­
ments that are separate from the office processing 
the request. 

o The need to search for, collect, and appropriately 
examine a voluminous amount of separate and 
distinct records which are demanded in a single 
request. 

o The need for consultation, which shall be conducted 
with all practicable speed, with another agency 
having a substantial interest in the determination 
of the request or among two or more components of 
the agency having sUbstantial subject matter 
interest therein .... " 

A law enforcement agency may lawfully refuse to furnish a copy of 
an arrest or complaint report requested by the person who has 
provided the information contained in the report. However, the 
agency must make pub 1 i c certa in i nformat ion conta i ned in such 
reports. Attorney General's Opinion (1982). 

Government Code Section 6257, permits a public agency to charge a 
fee for copies of non-exempted informa~ion. that covers the direct 
costs of duplication. A statutory fee, if applicable, may also be 
charged. 

Most fees for services established by law enforcement agencies are 
set by the local legislative body by resolution -- City Councilor 
Board of Supervisors. 

Fees for report copies are usually determined by conducting a 
materials, equipment, and time-in-motion study. An evaluation is 
made of the steps required to produce a copy; the steps are timed, 
and an average is computed for the time required to provide a copy 
of an average report. This time, multiplied by the applicable 
salary of involved employees, determines the cost of each copy. 

This cost may be used as a fee recommendation to the agency head 
and to the legislative body. 

File Security and Audit 

Generally, access to and release of information from reports and 
other files should be limited to the records custodian and staff of 
the Records Section. This limited access is recommended because: 
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1. Personnel releasing information must have extensive 
know 1 edge of the 1 aw wh i ch gove rns records re 1 ease in 
order to make release decisions; and, 

2. Records that are released must be annotated to support 
later release decisions and to enable information to be 
retrieved if the record is subsequently ordered sealed . 

Whenever a report 1S released, some notation should be made on the 
report. This can be done by: 

o Writing the name and agency/address/company of the person 
receiving the report, the date of release, and the reason 
for the release directly on the report, in space provided 
for this information. 

o Providing a separate form to serve as an application for 
release of information. The form should be completed by 
the person requesting the information and attached to the 
original report after compliance. 

o Using a rubber stamp on the original report to record 
releases. 

Each method will provide a permanent record of report release. If 
requests for information are received in the mail , the written 
request can be attached di rect 1 y to the ori g; na 1 report wi th a 
notation describing the date and to whom the report was released. 
If the request ;s received by telephone, it is necessary to ask for 
the request to be made in writing, with fee if applicable or to 
authorize staff to complete th~ release notation on the report when 
it is released. Examples of a release form and rubber stamp format 
are provided in Figure III~1, page III-S. 

There are times when complete copies of reports cannot be released 
because confidential information or information exempt from release 
; s conta i ned. I n these cases, a method of de 1 et i ng the exempt 

. i nformat i on or extract i ng i nformat i on that can be re 1 eased is 
necessary. If deletion involves small bits of information, such as 
names or telephone numbers, blacking out the information with a 
heavy pen and then recopying the document is the most effective 
method. If extensive information must be withheld, it is 
permissible to extract the information that must be released using 
a separate verification or confH'mation form created for that 
purpose. See Figure 111-2 is an 9'xample of a verification form 
(page 1II-9). Figure 1II-3 is a sample reply to a request for 
informatton (page 111-10). 
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Figure 111-1 

Example of an ··Application for Release 
. Information'· 

APPLICATION FOR RELEASE OF INFORMATION POLICE DEPARTMENT 
DATE AND TIME TYPE OF REPORT: REPORT NUMBER (IF KNOWN, 
OF OCCURRENCE o TRAFFIC COLLISION o CRIME 

LOCATION OF INCIDENT NAME OF DRIVER OR PROPERTY OWNER 

NAME OF APPLICANT/AGENCY DATE OF APPLICATION 
i 
i , 

PARTY OF INTEREST (PLEASE CHECK ONE) 

o PERSON INVOLVED: o REPRESENTATIVE OF INSURANCE COMPANY OR 
DRIVER, PASSENGER, PEDESTRIAN. OR VICTIM INSURANCE ADJUSTING AGENCY 

o PROPERTY OWNER o ATTORNEY 

o AUTHORIZED INDIVIDUAL o OTHER PARTY OF INTEREST (SPECIFY) 
(SIGNED AUTHORIZATION IS REQUIRED) 

o PARENT/GUARDIAN OF JUVENILE PARTY 

CERTIFICATION 

I declare under the penalty of perjury that. .. 0 I am o I represent o I am an attorney representing ... the 
'party of Interest identified in the report recorded hereon. 

SIGNATURE 

Example of Report Release 
Rubber Stamp Format 

Name Date By 

Copies to: 

-----------------
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Figure 111-2 

Agency Letterhead 

Chief of Police/Sheriff 

Crime Report Number __________ _ 
This is to confirm that 

Name 
who resides at 

--~~--~~--~------~----------------------~----~ Number Street City State Zip Code 

has filed a report with the ____________ _ Police/Sheriff's 

Department. 

In accordance with Section 6254(f) of the Government Code, the 
following information is provided concerning this report: 

Date of Report Time Type of Report Location of Occurrence 

Brief description of stolen, lost or damaged property: 

Suspect: Arrest Made: ___ Yes ___ No Date of Arrest: 

Charge: 

Arrestee Name Address 

Copies of police reports, other than traffic collisions, are only 
available by Subpoena Duces. Tecum. 

Chief of Police/Sheriff 

8y: __________________ __ 

Statements/Diagrams Attached: ________ Yes __________ No 
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Figure 111-3 

Agency Letterhead 

Chief of Police/Sheriff 

Your request for records is being returned to you for the following 
reason: 

We have no record for the information given. If 
you can furnish an exact date and time, location, 
parties involved, officer's name or badge number, 
we wil? research this request again. We only take 
private property accident reports for injury 
accidents or hit and run. 

This matter is currently under investigation and no 
information can be released. If you need further 
assistance, please call 

The fee for an accident report ;"s $ ___ _ 
Please resubmit your request with a check or money 
order for this amount. 

The fee for confirmation letters is $ _____ _ 
Please resubmit your request with a check or money 
order for this amount. 

We are authorized to release this information, only 
in response to Subpoena Duces Tecum. 

Please refer this request to the 
Department. 

Please refer this request to the California Highway 
Patrol. 

Chief of Police/Sheriff 

By: _________________ _ 
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Theft from Computer System or Network 

Penal Code Section 502 makes it a misdemeanor or felony if an 
i nd i vi dua 1 tampe rs, i nte rfe res, damages or ill ega 11 y accesses a 
lawfully· created computer data system. Access;s defined as to 
gain entry to, instruct, or communicate with the computer system or 
computer network. 

Juvenile Records 

Juveni le records are those records pertaining to an individual 
~nder the age of eighteen (18). 

Welfare and Institutions Code Section 827 gives the juvenile court 
control over the release of all juvenile information to be 
disclosed to third parties by any law enforcement official. The 
T.N.G. court decision (T.N.G. v. Superior Court San Francisco 
(1971) 4c.3d 767), describes two methods for the release of this 
information: 

o referring the third party to juvenile court or probation 
department; and, 

o releasing the information directly, pursuant to your 
local superior court T.N.G. order. 

A copy of your county's T.N.G. order should be obtained through the 
juvenile court. 

The decision of Wescott v. Yuba County (1980) ruled that juvenile 
records retained after informal disposition at the law enforcement 
level become the equivalent of court records and remain within the 
control of the juvenile court or probation department. Therefore, 
third party release of this information is to be handled in the 
same manner as information stemming from a formal proceeding. 

Accident Reports 

Under California Vehi~le Code Section 20012, accident reports taken 
by a local law enforcement agency must be released to the driver or 
drivers involved, any person injured in the accident, and the 
owners of the vehicles or property involved and their authorized 
representat i ves. The enti re contents of the report can be 
released, with the exception of collision coding data determined by 
statistical means rathsr than through physical evidence. 
(California Vehicle Code Section 20015). If a juvenile is involved 
in the accident, consult your local T.N.G. Order. 
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Requests for copies of accident reports are usually accompanied by 
the payment of a fee. The fee may not exceed the cost of providing 
the copy. I nd i v i dua 1 agenc i es may estab 1 ish the fee us i ng a 
variety of costs, including reproduction costs, investigation and 
report writing cost, and clerical processing and retrieval time. 
California Vehicle Code Section 20012. 

Daily Summary/Activity Logs 

Much of the information found in a daily summary or activity log ;s 
public information. Release of this information depends on the 
format in which it ;s kept. If the log contains only information 
proper for release, it can be made available for public inspection. 
Exempt information must be deleted prior to public inspection of 
the log. 

Personnel Files 

Personnel records include any application, information, memoranda, 
or internal investigation pertaining to present or past employees 
of the agency. Personnel matters are not public information, 
Government Code Section 6254(c). 

Penal Code Section 832.7, describes peace officer personnel records 
as confidential records, not to be disclosed in any criminal or 
civil proceeding except as required by Evidence Code Section 1043 
(Pitchess Motion). Effective January 1, 1991, Penal Code Section 
832.8, incorporates the home address as part of a peace off i cer . 
personnel record. The information becomes a confidential record 
under P.C. 832.7. 

Arrest and Detention Information on Peace Officers 

Effective January 1, 1991, Penal Code Section 13300(k) and Labor 
Code Section 432.7(b) permits law enforcement agencies to release 
arrest, detention and past diversion program information to a peace 
officer's employing agency. Employing agencies receiving such 
information may only ~lace the employee on administrative leave, 
using the information to initiate an independent internal affairs 
investigation. 

Information Received Through CLETS 

The receipt of information from the California Law Enforcement 
Telecommunications System (CLETS) is restricted to criminal justice 
agencies. (Government Code Sections 15153, 15163, and 15165, and 
CLETS Pol icies and Procedures Section 1.4.7.) These sections 
restrict the CLETS network to official law enforcement purposes and 
the official business of any public agency. To maintain a 

111-12 



connection with the CLETS network, a law enforcement agency must 
comply with CLETS regulations, maintain security of the equipment, 
perform security clearances on personnel using the system, and 
provide user training. Restricted information from this system 
includes DMV, CJIS, NCIC, and all other files accessed through 
CLETS. 

Criminal Offender Record Information 

Criminal Offender Record Information (CORI) is summary criminal 
history compiled by criminal justice agencies for the purposes of 
identifying criminal justice offenders. The data includes a 
summary of arrests and dispositions. 

state and local CORI is used in the apprehension of criminal 
offenders, by district attorneys in determining criminal charges, 
by probation officers in preparing pre-sentence reports for the 
court and in supervising probationers, by judges for the 
determination of sentences, and by county jails and state prisons. 

CORI is also used to determine eligibility for some types of 
employment, licensing and certification. 

Local agency records personnel have daily contact with CORI when 
requests for information from officers are received. Records 
supervisors are required to train the staff in the laws pertaining 
to the release of CORI and the criminal/civil liabilities for 
misuse of CORIo 

The agency executive determines which of the staff within the 
organization shall have access to CORIo State law requires that 
criminal justice agencies submit applicant fingerprint cards to the 
Department of Justice (DOJ) for all employees who have access to 
CORIo 

State CORl 

"State summary cr i mi na 1 history i nformat ion" means the master 
record of information complied by the Department of Justice 
containing the identification and criminal history of any person, 
such as name, date of birth, physical descri~tion, date of arrests, 
arresting agencies and booking numbers, charges and disposition of 
charges. The arrest entry ;s originated by the criminal finger­
pri nt card submi tted by the arresting .and/or book i ng' agency. A 
disposition form submitted to the Department "of Justice (DOJ) gives 
the outcome of the arrest. Additional entries on the criminal 
history record result from registration fingerprint cards (Penal 
Code Sect ion 290 and 457. 1, and Hea 1 th and Safety Code Sect ion 
11590) and fingerprint cards submitted by correctional institutions 
and county probation departments. Release of State CORl is covered 
in Penal Code Section 11105. 
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Local CORl 

"Local summary criminal history information" means the master 
record of information compiled by any local criminal justice agency 
containing the identification and criminal history of any person, 
such as name, date of birth, physical description, date of arrests, 
arresting agencies and booking numbers, charges and disposition of 
charges. The 3" x 5" index card at the 1 oca 1 agency wh i ch 1 i sts 
the subject's arrest history ;s CORL Data stored in a local 
computer system relating to the arrests and dispositions of arrests 
is COR1. Re 1 ease of 1 oca 1 CORl is covered in Pena 1 Code Sect ion 
13300. 

Legal Requirements 

Section 11078 of the California Penal Code requires that, "Each 
agency holding or receiving criminal offender record information in 
a computerized system shall maintain, for such period as is found 
by the Attorney General to be appropriate, a listing of the 
agencies to which it has released or communicated such, 
information." 

California Administrative Code Section 707 

Automated System 

(a) Automated systems handling criminal offender record 
information and the information derived therefrom shall 
be secure from unauthorized access, alternation, 
deletion, or release. The computer system and terminals 
shall be located in secure premises. Non-criminal 
justice agencies shall not receive criminal offender 
record information directly from an automated criminal 
justice system. 

(b) Record checks shall be conducted on all personnel hired 
after July 1, 1975, who have access to the computer 
system, its terminals, or the stored criminal offender 
record information. 

(c) Each author i zed agency sha 11 keep a record of each 
release of criminal offender record information from the 
automated system. The record sha 11 be reta i ned and 
available for inspection for a period of not less than 
three years from the date of release. This record shall 
conta in the date of re 1 ease, the request i ng termi na 1 
identifier, the receiving terminal identifier, and the 
information given. 
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Audits 

The Ca11fornia Department of Justice ;s required by law to audit 
agencies which have access to criminal offender record informat10n. 
Th1S aud1t 1S based on a printout of requests for state CORl made 
by an agency. The printout lists the date and time each record was 
requested, the terminal at the agency where the request was 

.' entered, the criminal history number and the "routing data" entered 
when CORl was requested. The DOJ, Audi ts and Record Securi ty 
Section, obtains copies of the records and visits the agency to 
determine the official purpose for which the records were 
requested. If an agency properly uses the routing data field when 
the record is requested, the aud; t usua 11 y goes very we 11 . The 
routing data fleld should contain the requesting officer's name, 
assignment, and purpose for the request; for example, Jones, DB, 
86-123 (Jones, detective bureau, Case No. 86-123) or Smith, PAT, 
burg (Smith, patrol, burglary investigation). 

When the audit is completed, a letter is sent to the head of the 
agency, describing the results of the audit, including a request 
for additional information or suggestions for improved control of 
the CORl. 

If misuse of CORl is determined during the audit, the head of the 
agency is; nformed and asked to notify the Aud its and Record 
Security Section of the disposition of the incident. 

If the agency would like to conduct an internal audit, they may 
order a printout of their agency's requests from the Avdits and 
Record Security Sectlon. 

Subject of Record 

The subject of the California Department of Justice record may 
obtain a copy of his/her record by completing an application (BCID 
8705) and submitting the form, applicant fingerprint cards and a 
processing fee to DOJ. The processing fee may be waived for 
indigent persons if they submit proof of indigence. If the person 
determ';nes that an entry on his/her record is in error, the 
Department of Justice will provide instructions on t~e procedures 
for correction (Penal Code Sections 11120-11127). 

A person may also obtain a, copy of his/her local record. The 
request i ng party mu~t comp 1 ete the forms requ i r-ed by the 1 oca 1 
agency and pay a processing fee (Penal Code Sections 13320-13326). 
Figure III-4 is a sample application for local record review (page 
III-16). 

Authorized Agency List 

The Authorized Agency List is published by the California 
Department of Justice, Audits';and Record Security Section. The 
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Figure 111-4 

Application for Local Record Review 

California Penal Code Sections 13320-13323 afford persons concerning whom a local 
summary criminal history record is maintained in the files of the local criminal 
justice agency a reasonable opportunity to examine the record compiled from such 
files and refute any erroneous or inaccurate information contained therein. 

The information requested below is necessary to determine if a record exists. 
Failure to supply this information may prevent this agency from providing you 
with a copy of your record. This application will be retained in your record 
folder, if one exists. 

Any existing criminal record concerning you, wi 11 be sent to you by mail or other 
appropriate means mutually agreeable to you and the Department. 

The undersigned hereby applies to obtain a copy of his/her Local Criminal 
History Record: 

(TYPE OR PRINT) 
Appl i cant's Name __________________ ,.--__ _ 

Last Name First Name Middle Name 
Also Known As 
(or Maiden Name) ___ --~-__ ----~~------

Last Name First Name Middle Name 

Mailing Address _________________________________ __ 
Number Street 

City 

Date of Birth _.J~ __ 
Month/Day/Year 

State Zip Code 

Telephone Number ____ --:-__ 
(8 a.m.-5 p.m.) 

If you wish this record sent to someone other than yourself, or if you wish this 
record mailed to an address different that the one listed above, complete this 
following: 

Name, _________________ __ Tit 1 e, __________________ _ 

Mailing Address _________________ ~ ________________ __ 
Number Street 

City State Zip Code 
x 

SIGNATURE OF APPLICANT 

(A standard fingerprint form with the applicant's fingerprints imprinted thereon, 
containing all requested information, Ir.JY be required for pos.itive 
ident.ification.) 
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list is intended as a reference for agencies to use to determine if 
the requesting agency is authorized to receive State or Local CORIo 
The list is not to be used to determine if an agency should have 
access to local crime and/or arrest reports. The release of local 
crime and/or arrest reports is covered by Government Code Section 
6254(f) and 6254.5, and by local agency policy. 

The Authorized Agency List contains: 

o agencies that shall have access to CORI, and 

o the agencies that may have access to CORIo 

Penal Code Sections 11105 and 13300 determines whether the agency 
is placed in the "shall" or "may" category. 

When state CORI is to be used for employment, licensing or 
certification purposes, an authorized agency must submit applicant 
fingerprint cards and processing fee to the Department of Justice 
in order to obtain edited criminal offender record information. 

Agencies outside California are placed on the list after they 
furnish the Audits and Record Security Section with a copy of the 
law which provides the agency with the authority to receive CORI in 
their own state. 

Other entities, such as youth organizations, financial institutions 
and public utilities, are included in the list together with the 
statutory reference that provides authority to receive CORIo 

.access to COR! for EmploYment. Licensing or Certification Purposes 

The automated criminal history information system, accessed by 
CLETS, may NOT be used for employment, licensing or certification 
purposes. This restriction also applies to peace officer 
applicants. The Central Valley V. Younger law suit resulted in a 
decision which causes the restriction of the use of the CLETS 
terminals for this purpose. Applicant fingerprint cards must be 
submitted to DOJ to obtain state CORI for these purposes. 

The restrictions on release of COR! by the Department of Justice 
are as follows: 

o Only those agencies identified by statute are eligible to 
receive CORI for employment, licensing or certification 
purposes. Criminal history records provided for these 
purposes will include only arrests entries that result in 
conviction, and arrest entries that indicate active 
prosecution. 
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o Records for criminal justice agency applicants, as 
def i ned in Penal Code Section 13101, are exempt from A 
limitations. All available information is provided for .., 
these requests. Arrests resulting in successful 
completion of any diversion program (Penal Code Sections 
1000, 1000.6, 1001.50) or arrests resulting in 
exoneration of the subject will not be disclosed from the 
record. . 

o Arrest information for specified narcotic and sex crimes, 
regardless of disposition, will be provided for 
applicants for employment with a health care facility 
(Health and Safety Code Section 1250). 

Local agencies may wish to adopt similar guidelines for the release 
of local CORI for employment, licens'ing or certifica~ion purposes. 

Release of CORI 

When releasing State or Local CORI, you must determine: 

1. Is the person/agency authorized by law or court order to 
receive CORI ("right to know")? 

a. 

b. 

For re 1 ease of adu 1 t 
Authorized Agency List 
Department of Justice. 

CORI, check 
furnished by 

the 
the 

For release of local juvenile CORI, check the 
court order issued by the Presiding Judge of 
the Juvenile Court. (T.N.G. Order.) 

2. For what purpose is the CORI going to be used ("need to 
know")? 

8. If the CORI is to be used for a criminal 
investigation, both state and local CORI may 
be released. 

b. If the CORI is to be used for employment, 
licensing or certification purposes, only 
local CORI may be released. The agency must 
submit application fingerprint cards and a 
processing fee to DOJ to obtain state CORI for 
these purposes. 

c. If the CORI is to be used for a civil lawsuit, 
8 court order must be issued that describes 
the state or local CORI that is required. 
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3. When both "right to know" and "need to know" have been 

established, information describlng the release of CaRl 
should be entered on the CaRl Release Log. The log 
provides an audit trai 1 for the release of CaRl and 
information. The log must be retained for at least three 
years. 

Information on the log should include: 

a. requestor's name and agency; 

b. date of release; 

c. type of CaRl re 1 eased; 

d. how data was transmi tted, such as 
telephone, by letter or in person; and, 

e. name of person releasing CaRl. 

by 

If you have any questions regarding the release of state or local 
CaRl, contact DOJ, Audits and Records Security, (916) 739-5006. 

A model directive for release of criminal offender records is 
provided in the Model Directives Section, pages C-1 through C-5. 

Misuse of CaRl 

Furnishing state or local CaRl to a person not authorized to 
receive it may be a felony or misdemeanor offense. The subject of 
a record which was improperly released may also sue the employee 
and agency that released the CaRl. Figure 111-5, page 111-20, is 
a sample "Employment Statement Form - Use of Criminal Justice 
Information."" Figure 111-6, page 111-21, is a sample CaRl Release 
Log. 

Destruction of CaRl 

CaRl must be destroyed in a manner that ensures that the subject's 
identity can no longer be reasonably ascertained, sur.h as 
shredding, tearing, burning, or recycling. If destruction takes 
place away from the agency, a member of the agency must witness the 
destruction. 

L,ce~ns;ng F;les 

Licensing files are those kept 
responsibilities as established 
Examples of licensing files are: 

in 
by 
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Figure 111-5 

Employee statement Form 

As an employee of , you 
may have access to confidential criminal record information which 
is controlled by statute. Misuse of such information may adversely 
affect an individual's civil rights and violates the law. Penal 
Code Sections 11105 and 13300 identify who has access to criminal 
history information and under what circumstances it may be 
released. Penal Code Sections 11140-11144 and 13301-13305 
prescribe felony penalties for misuse of public record and CLETS 
information. Penal Code Sections 11142 and 13303 state: 

"Any person authorized by law to receive a record or 
information obtained from a record who knowingly furnishes the 
record or information to a person not authorized by law to 
receive the record or information is guilty of a misdemeanor." 

Also, if an individual has lawful access to a computer system but 
makes unlawful inquiries to any data base, he or she is in 
violation of Section 502 of the Penal Code. Any person who obtains 
information described in the subsections of 502 P.C. is guilty of 
a pub 1 i c offense and may he charged wi th as a mi sdemeanor or a 
felony offense. 

Any employee who is responsible for such misuse is subject to 
immediate dismissal. Violations of this law may also result in 
criminal and/or civil penalties. 

I have read the above and understand the policy regarding misuse of 
criminal record information. 

Signature: __________________________________ Date: ____________________ __ 

Print Name: ____________________________________________________________ _ 
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Figure 111-6 

Criminal Offender Record 

Information Release Log 

CRIMINAL OFFENDER RECORD INFORMATION RELEASE LOG 

.. HO .. E ...... C ~l'o:~~:~~7:" H;~:S~~ ~,~Q~!~~~G .. :~TO: .. ",~~~;::,~" H .... f.':.f.S~: '~~~':!':.~ INI'O,.WATION ,.~ "E~EyAIED 11IIAH~~~' 

e 
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o concealed weapons permits, 
o secondhand dealer licenses, 
o bingo permits, 
o alarm permits, 
o taxicab permits, and 
o masseuse permits. 

These fi les contain personal and financial data necessary to 
determine if a license or permit is to be granted. Data containing 
statements of personal or financial information in licensing files 
is exempt from publ ic inspection under Government Code Section 
6254(n) . 

Registration files are those files created when a subject reports 
for reg i strat i on under Pena 1 Code Sect ion 290 (sex offender), 
Hea 1 th and Safety Code Sect ion 11590 (drug offender), and Pena 1 
Code Section 457.1 (arson offender). These files contain criminal 
offender record information. They are subject to release under the 
requirements outl ined in the section on criminal offender record 
information. 

C;ta.t;ons 
-

There is no specific statute governing the release of traffic 
citations. Accepted practice is to consider traffic citations as 
court records. Adult court records are public records and can be 
re 1 eased pu rsuant to the Pub 1 i c Records Act. J uven i 1 e cou rt 
records are subject to the County TNA court order for juveni le 
records. 

Wa.rra.nts 

There is no specific statute governing the release of misdemeanor 
warrant information. Accepted practice is to consider misdemeanor 
warrants to be court records, and therefore, public records that 
can be released pursuant to the Public Record Act. 

Penal Code Section 168 prohibits the release of information related 
to felony arrest warrant and search warrant under certain 
circumstances . 

.. . . . Search warrant or warrant of arrest for fe 1 ony; di scl osure 
prior to execution; punishment: 
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(a) Every distrlct attorney: clerk, Judge or peace 
off 1 cer who, except by ; ssu i ng or 1 n execut i ng a 
search warrant or warrant of arrest for a felony, 
willfully discloses the fact of the warrant prior 
to execution for the purpose of preventlng the 
search or seizure of property or the arrest of any 
person shall be pUnished by lmprisonment in the 
state prlson or the county Jail for not exceedlng 
one year 

(b) Nothing in this section shall prohibit disclosures 
made for the sole purpose of secunng voluntary 
compliance with the warrant .... " 

Figure III-7, page III-24, depicts the flow chart for release of 
public informatlon. Additionally, a model directive is provided In 
the Model Directives Section, pages 8-1 through 8-6. 

DMV Informa.t;on 

Vehlcle Code Sectlon 1808.45 prohlbits the willful, unauthorlzed 
disclosure of lnformation from any Department of Motor Vehlcle 
lDMV) record to any person, or use of any false representatlon to 
obtain lnformatlon from a DMV record or any use of lnformatl0n 
obta 1 ned f rom any DMV record for a purpose other than the one 
stated ln the request or the sale or other distnbutlon of the 
lnformation to a person or organlzatlon for purposes not dlsclosed 
in the request is a misdemeanor, punlshable by a flne not exceedlng 
f 1 ve thousand do 11 ars ($5! 000) or bY'; mpr i sonment 1 n the county 
Ja1l not exceedlng one year, or both flne and lmprlsonment. 
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IV_ STATISTICS 

Introduction 

The purpose of this section is to introduce the elements and 
methods of statistical reporting as they apply to law enforcement 
activities. Whether or not the agency employs specialized 
personnel to perform statistical and/or analytical functions, the 
central collection point for data is usually the Records Unit of 
the agency. For this reason, a 'basic understanding of the 
requirements of these activities ;s necessary. 

Three elements of statistical reporting will be considered. First, 
the Uniform Crime Reports (UCR) required by the State of California 
and the United States Federal Bureau of Investigation will be 
identified. California Penal Code Section 13020 requires that law 
enforcement agenc i es sha 11 keep such records as necessary to 
provide statistical information is required by the Attorney 
General. Therefore, these requirements must be considered in the 
design of records keeping systems to facilitate t~e extraction of 
the necessary data. These requirements and methods for extraction 
of data will be discussed. 

The second area of statistical reporting discussed is management 
,reporting. While there is no statutory requirement for these 
reports, most agencies prepare some type of statistical report for 
management use on a regu 1 ar bas is. The intent, des i gn, and 
application of this type of report will be explored. 

Finally, the application of statistical data to crime analysis will 
be discussed. Crime analysis can be a valuable tool for law 
enforcement agencies. The process, elements and methods of crime 
analysis will be introduced and applications will be discussed. 

As an agency develops a statistical reporting/analysis program, one 
important factor must be emphasized. Any statistical compilation 
and/or analysis produced is only as reliable as the information 
recorded in the original source document (often a crime or other 
report). It is also a natural progression from the collection of 
i nformat ion. As such, the des ired resu 1 t or output f rom such a 
program must be considered a part of the overall records keeping 
system. The quality and usefulness of these activities is directly 
related to the type, consistency, accuracy and completeness of 
information originally collected. 

Statistical reporting and analysis have many applications within 
law enforcement. Large amounts of data are regularly collected and 
stored by police agencies. In and of itself, this assortment of 
information is relatively useless in the prevention and reduction 
of crime. Effective statistical reporting and analysis provide 
some va1uab:e tools which can be used to impact crime, monitor 
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program effectiveness, assist in decisl0n-maklng, and provlde 
supportlng data ln other areas. Once a basic understanding of 
statistical reporting methods is achleved, applications which are 
tailored to individual agency needs can be developed. The purpose 
of this section ;s to provide the foundation for thls development. 

Uniform Crime Reporting lUCR) is term coined to reflect the 
standards designed to ensure that crimlnal activity ;s reported 
uniformly nationwide. These standards are explained in detail in 
the Uniform Crime Reporting Handbook published by the United State 
Federal Bureau of Investigation. S1nce the actual scoring, 
classification, and definitions are covered adequately in the UCR 

'Handbook, these areas will not be specifically addressed in this 
manual. Instead, only those areas requiring additional explanation 
and tho~e required by the State of California will be addressed. 

BCS/FBI Reportino Relationships 

In some states, each agency reports crime statistics directly to 
the FBI. In Californla, however, the State has designated the 
Department of Justice, Bureau of Criminal Statlstics and Special 
Services lBCS/SS) as the central collection pOlnt for all 
Ca 11 forn; a 1 aw enforcement agenc 1 es. BCS, in turn, subml ts the 
requlred information to the FBI monthly. 

BCS has also placed reportlng requirements on California agencles 
that exceed the FBI requirements. Therefore, the Bureau of 
Crlmlnal Statlstlcs and Speclal Servlces should be considered the 
appropriate source for questions, concerns, and informatl0n 'about 
statlstical reporting requirements. Figure IV-1, page IV-3, 
represents agency, BCS, and FBI reporting relatl0nshlps. 

Crlme Classificatlons 

In UCR reporting, Part I and Part II crimes have been defined. 
Part I crimes are offenses that most l1kely wlll be reported to law 
enforcement agencies. The elght crime classlflcations considered 
to be Part I offenses must be calculated and reported to BCS by the 
10th work 1 ng day of each month for the prey i ous month. Part I 
crimes lnclude the followlng offenses: 

1. Homicide 
2. Rape 
3. Robbery 
4. Assaul t 
5. Burglary 
6. Larceny (Theft) 
7. Motor Vehicle Theft 
8. Arson 
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In the order listed, these represent the "hierarchy" of Part I 
crimes. That is, if multiple offenses occur within the same 
incident, only the highest offense on the "hierarchy" list is 
counted. Arson and justifiable homicide are exceptions to this 
rule. The hierarchy rule is explained in detail in the UCR 
Handbook. 

The UCR Handbook also defines Part II crimes. These are offenses 
less likely to be reported. The 21 Part II classifications 
represent crimes commonly reported to law enforcement agencies. 
Part II crimes are grouped together according to the general nature 
of the offense for ease of comparison and analysis. There is no 
requ i rement to report i nformat i on to BCS or the FBI on Part I I 
crimes. However, use of these classifications can be helpful in 
other statistical reporting or analysis activities. Part II 
classifications are: 

9. Other Assaults 20. Offenses Against 
10. Forgery/Counterfeiting Family/Child 
11. Fraud 21 . Drunk Driving 
12. Embezzlement 22. Liquor Laws 
13. Stolen Property/Buy/ 23. Drunkenness 

Receive/Possess 24. Disorderly Conduct 
14. Vandalism 25. Vagrancy 
15. Weapons Violations 26. All Other Offenses 
16. Prostitution/Vice 27. Suspicion 
17. Sex Offenses 28. Curfew/Loitering 
18. Drug Offenses 29. Runaway 
19. Gambling 

Crime classification and scoring for the required statistical 
reports are covered in detai 1 in the Uniform Crime Reporting 
Handbook. However, there are several significant areas that need 
to be pointed out here. 

1. In crimes against persons (homicide, rape and assault), 
one offense is counted for each VICTIM, not each case 
number. For example, a man goes berserk and kills his 
wife and daughter. One crime report would be taken 
showing a homicide had occurred with two victims. The 
BCS report would count two homicides for that month based 
on the number of victims. 

2. Because the UCR standards apply nationwide, the crime 
classifications dictated by California laws (primarily 
Penal Code Sections) may differ from thG UCR defi­
nitions. Burglary is the most notable example of this 
difference. UCR defines burglary as "the un1awful entry 
of a structu re to commi t a theft." Under" Ca 1 i forn i a 1 aw, 
entry into a locked vehicle to commit theft is considered 
and charged as burglary. Clearly, vehicle burglary does 
not qualify as a burglary under the UCR def;nition. 
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This discrepancy occurs because penal statutes vary 
wi de 1 y from state to state. To ensure that accurate 
comparisons are made at 'the national level, each ~ 
classification is defined by UCR without regard for state _ 
penal statutes. In most cases, state criminal statutes 
will coincide with UCR definitions. However, in thos,e 
cases where they do not, UCR definitions must be used and 
California statutory definitions ignored in classifying 
offenses for UCR reporting purposes only. 

3. Since UCR statistics are used to track crime trends and 
patterns, cumulative reporting is required. This means, 
that in any given month, the UCR reports will reflect the 
current month's reported activities plus (or minus) any 
additions (or deletions) and changes in status of crimes 
on previous months reports. 

For example, in March, 14 burglaries were reported. In 
Apri 1, there were 23 new offenses reported. Further 
investigation revealed that 3 of the March cases 'were 
unfounded and 1 additional one was processed late and not 
on the March report. The April report would show: 

Reported: 24 Unfounded: *3 Actua 1 : 21 

The asterisk indicates that the figure includes infor­
mation relating to offenses reported to BCS in previous 
months. Potential areas for this to occur are: 

1. Unfounded 
2. Clearances 
3. Clearances by juvenile arrests 
4. Property values (add or delete) 

Because of th is element, it; s poss i b 1 e to show a 
negative number in a field, particularly if the number of 
reported offenses is very sma 11 (usually homi c i de or 
rape). For example,' if one rape is reported in April and 
during the month, investigation determined that two rapes 
reported in February and March were unfounded, the report 
would show: 

Reported Unfounded Actual 

Rape 1 *2 -1 

The result of this situation is that one rape is added 
and two are subtracted from the cumulative totals kept by 
BCS and FBI. 

Another area which may raise questions of accuracy is case 
clearance. The UCR Handbook specifically defines a case clearance 
as either arrested or exceptional. Arrested means a suspect was 
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actually arrested and charged. An exceptional clearance requires 
several elements be p~·esent. They are: 

1. Identity of the offender must be positively established. 

2. There must be enough information to turn the suspect over 
to the court for prosecution. 

3. The exact location of the suspect must be Known so that 
he/she could be taKen into custody. 

4. There must be some reason outside of the control of the 
law enforcement agency preventing the arrest and 
prosecution of the suspect. 

Since individual agencies may, as a matter of policy, define case 
clearance requirements differently, discrepancies may occur between, 
the internal case clearance figures and those reported to BCS. 

These fou r elements are cove red in the UCR HandbooK. They are 
mentioned here because they represent the primary reasons why the 
UCR crlme figures frequently do not balance with tnose maintained 
internally by the agency. Most discrepancies can be explained by 
these four areas. 

Crime Index 

Both the FBI and BCS publish periodical reports comparing various 
aspects of the data reported. Cr i mes are categori zed into an 
index, or standard, by wh i ch an agency can gauge its stand i ng 
compared to the state, natl0nal overall, or agencies of simi lar 
s1ze, structure or location. 

The Californla and FBI indices vary slightly in content and may 
cause some confusion when maKing comparisons. The classifi-cations 
included in each index are listed below. Flgure IV-2, page IV-7, 
demonstrates the variance in the figures, depending upon the index 
used. 

California Crime Index 

Wlllful Homicide 
Forclble Rape 
Robbery 
Aggravated Assault 
Burglary 
Motor Vehicle Theft 
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FBI Crime Index 

Willful Homicide 
Forcible Rape 
Robbery 
Aggravated Assault 
Burglary 
Larceny 
Motor Vehicle Theft 
Arson 



Figure IV-2 

Variance of 

California Index and FBI Index 

CALIF FBI 
INDEX INDEX 187 261 211 245 459 GTA 484 451 

A1 1,070 2,176 1 11 94 112 688 164 1084 22 

A2 1,851 2,404 14 22 151 262 1113 289 522 31 

A3 946 2,186 1 20 88 148 519 170 1169 71 

A4 686 1,378 1 9 40 137 421 78 680 12 

A5 422 872 1 6 38 64 287 46 426 4 

A6 1,033 2,169 5 20 135 102 603 168 1121 15 
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California and FBI Crime Indices: A Compar1son 

As 1ndicated by the totals in the chart for six d1fferent agencies, 
there can be a signif1cant difference, depending upon the 1ndex 
used. When mak1ng comparisons, the same index should be used to 
ensure the accuracy and mean1ng of the f1gures and percent changes., 

For example, the media will often report that Part I crimes were up 
(or down) for a given year, as compared to a previous year. 
Depending upon which publication they obtained the figures from, 
either the Ca 1 i forn i a or FBI index coul d be the gauge. When 
measuring an individual agency's status against such reports, the 
same index should be used to ensure consistency. Figure IV-3, page 
IV-9, compares the two indices. 

Required Report Forms 

There are eight reports that must be submitted to the Bureau of 
Crim1nal Statistics and Special Serv1ces and one that is submitted 
to Californ1a Youth Authority monthly. Each report is described· 
below. 

1 . Return A 

This form reports the number of Part I Cr1mes reported 
during the month, the number of crimes unfounded and the 
actual number (reported minus unfounded) of offenses for 
each month. Also recorded on th1s form are case 
clearances (using BCS criteria) and those cleared by 
Juven11e arrests only. 

2. Supplement to Return A 

This report records the dollar loss for Part I crimes in 
two different ways. First, the dollar loss ;s calculated 
for property stolen and recovered by property type. The 
second side of the form records the property sto 1 en 
w1th1n each Part I crime classificat10n. The total 
dollar loss figures 'on this form must balance. That is, 
the total lost reported by crime class1fication should be 
equal to the total loss by property type. Additionally, 
the number of actual offenses on Return A should be equal 
to the total for each crime on Supplement to Return A. 

3. Supplementary Homicide Report 

This report captures additional information on each 
homicide reported on Return A. The case number, name, 
age, sex, and race of the victim and the offender (if 
known), victim/offender relationship, type of weapon, a 
brief description of the circumstances of the crime and 
whether or not the crime has been cleared are indicated 
on the form. 
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Figure IV-3 

FBI AND CALIFORNIA 

CRIME INDEX COMPARISONS 

Part 1 Crimes 
2500 

2000 

1500 

1000 

500 

o 

Agency 2 3 4 5 6 

This chart reflects the dramatic difference between the two. 

FBI Index California Index 
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4. Officers Killed or Assaulted 

This report form tracks the incidents of officer deaths 
and assaults in the line of duty. Various information is 
recorded on this form concerning the activity the officer 
was involved in at the time of the injury, whether the 
officer was alone or aSGisted, the type of weapon used, 
and other pertinent data. Instructions for completion 
are printed on the back side of the form. 

5. Arson Report 

Th i s report co 11 ects data on the nature of the arson 
dollar loss and clearances. This one of two Part I 
categories in which incidents are double counted. For 
example, if a burglary occurs and a fire is set to cover 
up the crime, the burglary would be counted on Return A 
and the arson wou 1 d be counted on the Arson Repqrt. 
Normally, when two Part I crimes are involved in the same 
incident, only the highest offense is counted. Arson and. 
justifiable homicide are the only exceptions to that 
rule; both are included in the BCS reports. 

6. Number of Violent Crimes Committed Against Senior 
Citizens . 

This form tracks the number of violent crimes committed 
against citizens 60 years of age or older. Only the 
number of homicides,rapes, robberies and aggravated 
assaults with elderly victims need be reported. These 
crimes are not double counted, and figures should reflect 
the number of total crimes reported on Return A in which 
the victim was 60 year of age or older. 

7. Domestic Violence Related Calls for Assistance 

Again, these crimes are not double counted. The figures 
should reflect the l1umberof total crimes reported on 
Return A which resulted from a domestic violence related 
incident. The total number of incidents is required with 
the number of such cases involving weapons. BCS has also 
requested a breakdown by the type of weapon used. 

8. Arrest and Citation Register 

This report is a formatted listing of all arrests made 
during the month. One report ;s required for adults and 
a separate one for juveniles. Various information about 
the arrest and the arrestee is included on the form. 
Specific guidel ines for completion of this report are 
contained in a manual titled Standards for Monthly Arrest 
and Citation Register Reporting published by the 
California Department of Justice. 
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9. Juvenile Lock-Up Report 

ThlS report varies from the others listed above ln two 
ways. Flrst, it is required only from agencies operating 
a Jailor other facility where a minor could be detained 
ln a lock-up sltuation. 

Secondly, it is submitted directly to the California 
Youth Authority rather than BCS. 

This report tracks the number of mlnors detained in a 
lock-up for more than six hours and less than 24 hours, 
by the level of the offense (criminal or delinquency). 
It is submltted monthly and an annual summary report is 
also required. 

These nine reports comp rise the Sta,te requ i red reports. 
forms and manuals can be obtained from the Department of 
free of charge by mai 1, telephone or teletype request. 
statistical tra1ning is also readily available from DOJ. 
IV-4, page IV-12, lists required statistical reports. 

Record KeeDing and Data Collectlon 

Report 
Just1ce 
On-site 

Figure 

Compllation of the totals for the var10US elements conta1ned in the 
BCS reports can be compl1cated and time consumlng. It is lmportant 
to keep in mind the end results or intended use of 1nformation when 
deslgnlng record keeplng systems. Provislons must be made for the 
timely, a~curate extract10n of the required statlstica1 data. 

To slmpllfy thlS process: the Department of Justice has des1gned 
two dlfferent instruments for ta11Ylng offenses durlng the month. 
One 1 s a ta 11 y book 1 et, the othe r 1 s a ,~,e r i es of ta 11 y sheets 
corresponding to the Part I crlmes reported. Use of one of these 
instruments is recommended. Forms can be obtained from DOJ free of 
charge. 

Dependlng on the Slze and structure of the agency, the lnfor-matlon 
can be posted to the ta 11 y 1 nstrument, e 1 the r as part of the 
primary report processing or as a separate function altogether. In 
any event, the required data 1S llsted for each lnc1dent reported 
on a regu 1 ar bas is. At the end of each month, the i nd i v, dua 1 
entrles are totaled and the totals transferred to the appropriate 
report form. 
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Figure IV-4 

STATE REQUIRED STATISTICAL 
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Return A 

Supplement to Return A 

Arson 

..Juven;le Lock-Up 
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Management Report;ng 

Management reporting is a rather general term that applies to 
statistical and analytical reports compiled and submitted to 
management personnel, either on request or routinely as a matter of 
policy. This type of report is not a statutory requirement, and 
may have many uses within a law enforcement agency. 

Collection of information, for the sake of collecting it, is a 
luxury that most law enforcement agencies cannot afford. Because 
of tightened budgets and inc reased costs, it is important to 
streamline activities as much as possible and get the most from 
each project. The primary purpose of any management report design 
should be to provide information that will support management 
decision making. This could mean analysis 'of personnel deployment, 
project effectiveness, equipment cost analysis, crime/activity 
ana 1 ys is and compari sons, or any other area that affects the 
productivity of the department. 

Managers and supervisors at all levels within the agency may use a 
variety of management reports in their daily activities. They are 
used for evaluation, planning, and monitoring of projects and 
activities. When designing or implementing a new management report 
or evaluating an existing one, there are several elements to be 
considered. Each of these questions should be answered relative to 
the report: 

o What will the information contained in the report be used 
for? What decisions will be made based on the data? 

o Who will use the report? 

o Is the overall system designed to extract the necessary 
information in an efficient manner? If not, can and/or 
should it be modified? 

o How much time will be involved in preparing the report? 
How often will the report be prepared? 

o Will the decisions made using the information in the 
report be beneficial to the agency? 

o Is there another, perhaps existing, way to obtain the 
same information? 

o Do the benefits of compil ing the information outweigh the 
drawbacks of preparing the report? 

The evaluation of the answers to these questions is a subjective 
process. The key is that regardless of what the answers are, there 
will be a conscious decision to commit resources to the preparation 
and usage of management reports. They will be intended to serve a 
specific purpose ~nd will therefore have value to the agency. 

- . 
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Management reports can be va 1 uab 1 e too 1 s for use in eva 1 uat i ng 
various aspects of agency activities. This type of report 
summarizes bulk information into a format that represents a gauge 
of current status compared to previous activities or projected into 
future plans. It can be an indicator that things are progressing 
on a normal course or have detoured in some area and adjustment is 
in order. The effecti ve management report wi 11 prompt some 
decision either to take corrective action, take no action, or alter 
a course or plan. 

There are several areas that 
management reporting, either 
available as a result of some 
essential to routine activities. 

lend 
because 

other 
These 

themselves naturally to 
information is readily 

requirement, visible, or 
areas might include: 

o crime statistic comparisons to monitor -increases or 
decreases in criminal activity, 

o officer activity analysis to determine workload, 
deployment needs, time usage, 

o revenue generating items such as fingerprinting, report 
sales, licenses, permits and applications, and, 

o expenditure reports to monitor budget activities. 

This does not imply that management reports in these areas should 
be routinely prepared. Rather, these are areas in which 
information is usually readily available and valid decisions can be 
made using data compiled in a management report. 

The possibilities for management report content are endless. As a 
result, there is the potential to compile meaningless data at great 
expense to the agency in time and resources. Care must be taken in 
the design of these reports to ensure that there is adequate return 
on the investment of personnel and resources. 

Information Sources and Data Collection 

Because of the wide variety of reports that may be used, infor­
mation can be obtained from any number of sources for a management 
report. Often, there is more than one source for the data. Once 
the purpose and format of the report have been determined, the most 
appropriate source for the raw data must be selected. 

Some examples of information sources for management reports are: 

o officer activity logs, 
o citizen originated calls for service, 
o crime statistic reports, current and past, 
o finance department expenditure reports and budget 

records, and 
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o miscellaneous activity logs (citation, crime report, 
accident report, permits, licenses, cash receipts). 

Actually, any information collected is a potential source for 
management report , nformat; on. The key to se 1 ect i ng the most 
appropriate source of the raw data is in the purpose or intended 
use of the finished product. When more than one source is 
avai 1ab1e for the same raw data, the source most suitable for 
extracting information in a timely, efficient manner should be 
selected. 

Once the source is identified, a method for systematically 
co 11 ect i ng the necessary data is necessary. Th is procedure may 
include a log or posting process, analysis of specific data, or 
statistical compilation, among others. The process should be 
des i gned to co 11 ect the necessary data in the simp 1 est, most 
efficient manner given the agency structure and existing systems. 
The intent is to provlde a tool for decision making and the process 
used to provide this tool should not create another problem or 
bottleneck in the system. Figures IV-5 through IV-8, pages IV-16 
through IV-20, are sample management reports. 

Crime Analysis 

Definition 

1. Separation of a whole lnto its component parts. 

2. An examlnatlon of a complex whole, lts elements and thelr 
relatl0ns. 

As the term implies, crime ana1ysls involves the study and analysis 
of criminal activity. The results of crlme analysls are then 
app11ed to current events in an effort to prevent or reduce the 
occurrence of crlme. One formal definition of crime analysis ;s "a 
set lf systematlc analytlcal processes dlrected towards predicting 

.crlminal behavior (in both lndlvidua1 and aggregated s1tuatlons) 
:for the purpose of reducing Crime in a cost-effective manner." 

One of the primary objectlves of law enforcement is to control the 
occurrence of crime and provide a measure of protection for the 
community. Much of law enforcement activity is reactive. That is, 
police agencies response to crimes after the fact and emphasis is 
placed on apprehension of the criminal offender. Crime analysis 

~ provides the tools to predict crlme and, therefore, prevent crime. 
Absolute prediction, of course, is the ideal state and one not 
likely to achleved. However, a conscientious, systematic crime 
analysis program can identify trends, patterns, problem areas, 
connections and even suggest means to positively impact crime. 

_ There are many reasons why formal crime analysis is desirable. 
'First, it will increase objectivity by supplementing tradltional 
~ . 
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Figure IV-5 

Police Department Monthly Report 

THIS LAST THIS YEAR LAST YEAR PERCENT 
MARCH 1990 MONTH MONTH TO DATE TO DATE CHANGE 

ARRESTS 

ADUL T FELONY 45 33 108 92 17.4% 
ADULT MISDEMEANOR 261 219 709 734 -3.4% 
JUVENILE FELONY 11 29 65 31 109.7% 
JUVENILE MISDEMEANOR 18 13 44 85 -48.2% 

TOTAL 335 294 926 942 -1.7% 

CRIMES REPORTED 

HOMICIDE 0 . 0 0 0 ERR 
RAPE 5 3 10 4 150.0% 
ROBBERY 14 5 23 24 -4.2% . 
ASSAULT 44 39 151 52 190.4% 
BURGLARY 65 57 179 171 4.7% 
LARCENY 86 78 259 311 -16.7% 
STOLEN VEHICLES 15 23 66 46 43.5% 
ALL OTHER CRIMES 349 351 1,032 971 6.3% 

TOTAL 578 556 1,720 1,579 8.9% 

CITATIONS 

MOVING VIOLATIONS 497 402 1,421 1,414 0.5% 
NON-MOVING VIOLATIONS 177 221 653 494 32.2% 
PARKING VIOLATIONS 209 213 632 612 3.3% 

TOTAL 883 836 2,706 2,520 7.4% 

TRAFFIC ACCIDENTS 

NON-INJURY ACCIDENTS 58 48 168 133 26.3% 
INJURY ACCIDENTS 22 12 53 33 60.6% 
FATAL ACCIDENTS 0 2 2 0 ERR 

TOTAL 80 62 223 166 34.3% 

MISCELLANEOUS 

CALLS FOR SERVICE 3,006 2,799 8,813 5,910 49.1% 
PATROL ACTIVITIES 2,088 2,149 6,697 4,622 44.9% 

TOTAL 5,094 4,948 15,510 10,532 47.3% 

A report similar to this one presents a condensed overview of 
operational activities on a monthly basis. Increases and decreases 
are easily recognizable, providing base information for additional 
analysi3 and/or action planning. 
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Figure IV-6 

Part I Crime Comparisons 1985-90 

1985 1986 ICHG 1987 ICHG 1988 ICHG 1989 ICHG 1990 ICHG 

HOKICIDE 2 2 0.01 3 50.01 4 33.31 1 -75.01 4 300.01 

RAPE BY FORCE 8 9 12.51 11 22.21 6 -45.51 6 0.01 12 100.01 
ATTEMPT RAPE BY FORCE 7 7 0.01 11 57.11 5 -54.51 5 0.01 4 -20.01 

TOTAL 15 16 6.71 22 37.51 11 -50.01 11 0.01 16 45.51 

ROBBERY, FIREARM 54 60 11.11 49 -18.31 43 -12.21 36 -16.31 41 13.91 
ROBBERY, KNIFE 28 19 -32.11 20 5.31 15 -25.01 15 O.OS 14 .-6.71 
ROBBERY, OTHER WEAPON 12 14 16.71 4 -71.41 9 125.01 11 22.21 13 18.21 
ROBBERY, STRONG-ARM 37 37 0.01 37 0.01 37 0.01 32 -13.51 29 -9.41 

TOTAl 131 13 -90.11 110 746.21 104 -5.51 94 -9.6S 97 3.21 

ASSAULT, FIREARM 21 8 -61.91 21 162.51 13 -38.11 25 92.3S 16 -36.01 
ASSAUl T, KNIFE 29 21 -27.6S 19 -9.51 24 26.31 24 0.01 28 16.71 
ASSAULT, OTHER WEAPON 73 36 -50.71 53 47 .21 48 -9.41 54 12.51 71 31.51 
ASSAULT, HAND/FEET ETC. 50 30 -40.0S 29 -3.31 28 -3.41 9 -67. 91 4 -55.6S 
ASSAULT, SIMPLE 100 97 -3.0S 137 41.2S 143 4.41 180 25.91 178 -1. 11 

TOTAl 273 192 -29.7S 259 34.91 256 -1.21 292 . 14.11 297 1.7S 

. BURGLARY, FORCIBLE 430 474 10.2S 511 7.8S 452 -11. 51 462 2.2S 475 2.81 
BURGLARY, UNLAWFUL ENTRY 310 264 -14.81 310' 17.41 221 -28.71 138 -37.61 169 22.51 
BURGLARY, ATTEMPT 50 52 4.01 51 -1.91 57 11.81 68 54.41 67 -23.91 . 

TOTAL 790 790 O.OS 872 10.41 730 -16.31 688 -5.8t 711 3.3S 

LARCENY TOTAL 1267 1199 -5.41 1421 18.5S 1083 -23.81 1084 0.11 1237 14.11 

GTA, AUTO 123 97 -21.11 90 -7.21 119 32.21 124 4.21 112 -9.71 
GTA, TRUCK/BUS 31 34 9.71 50 47.11 30 -40.01 19 -36.71 34 78.91 
GTA, OTHER 33 28 -15.21 18 -35.71 14 -22.21 21 50.01 28 33.31 

TOTAL 187 159 -15.01 158 -0.6S 163 3.21 164 0.61 174 6.11 

GRAND TOTAL 2665 2488 -6.61 2845 14.31 2351 -17.41 2334 -0.71 2536 8.71 

TOTAL lESS SIMPLE ASSUlT 2565 2391 -6.81 2708 13.31 2208 -18.51 2154 -2.41 2358 9.51 

CRIMES AGAINST PERSONS 421 340 -19.21 394 15.91 375 -4.81 398 6.11 414 4.01 
CRIMES AGAINST PROPERTY 2244 2148 -4.31 2451 14.11 1976 -19.41 1936 -2.01 2122 9.61 

ARSON TOTAL 21 17 -19.01 16 -5.91 14 -12.51 24 71.41 16 -33.31 

If cumulative totals are kept on a monthly basis, this report can 
be easily generated at the end of each year. Trends are readily 
apparent and patterns may also surface. 
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Figure IV-7 

Report Sa.mple 

Acc;dent Compar;son 

PERCENT 1990 1990 
1981 1989 CHANGE TO DATE PROJECTION 

FATAL ACCIDENTS 
NORTHBOUND 1 0 -100.0X t 1.2 
SOUTHBOUND 0 2 ERR 0 0.0 
ALCOHOL/DRUGS 1 2 100.01 1 1.2 
NO ALCOHOL/DRUGS 0 0 ERR 0 0.0 

INJURY ACCIDENTS 
NORTHBOUND 4 3 -25.01 5 6.0 
SOUTHBOUND 20 15 -25.01 11 13.2 
ALCOHOl/DRUGS 6 6 0.01 6 7.2 
NO ALCOHOL/DRUGS 18 12 -33.31 10 12.0 

NON-INJURY ACCIDENTS 
NORTHBOUND 8 II 37.51 1 1.2 
SOUTHBOUND 10 19 90.01 5 6.0 
AlCOHOL/DRUGS 4 3 -25.01 2 2.4 
NO AlCOHOL/DRUGS 14 27 92.91 4 4.8 

TOTAl ACCIDENTS 
NORTHBOUND 13 14 7.71 7 8.4 
SOUTHBOUND 30 36 20.01 16 19.2 
AlCOHOL/DRUGS 11 11 0.01 9 10.8 
NO AlCOHOL/DRUGS 32 39 21.91 14 16.8 

XY2 CITY OTHER 
, 

1990 NORTHBOUND 301 101 
1.990 SOUTHBOUND 701 901 
1990 OUI FATAlS 1 10 
1990 TOTAL ACCIDENTS 23 60 
1990 DUI 9 23 
1990 OUI : I OF TOTAL 391 381 
1990 TOTAL ACCIDENTS 50 119 
1990 OUI 11 40 
1990 DUI : I OF TOTAL 221 341 

PERWH 
CHANGE 

ERR 
-100.01 
-40.01 

ERR 

100.01 
-12.0X 

20.01 
0.01 

-89.11 
-68.41 
-20.01 
-82.21 

-40.01 
-46.71 
-1.81 

-56.91 

This type of report is generally done once a problem is identi­
fied. It is more analytical in nature and more specifically 
defines the-details of a given problem. It wuuld be prepared on an 
as needed basis. 
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Figure IV-8 (Page 1) 

1985/90 Budget Pro3ect;on 

As of 3-19-90 

ACCOUIIT EXPDNDED " OF PROJECTIOll 
ACCOUNT TITLE NUMBER APPROPRIATIOIl TO DATE BUDGET PROJECTION +/- BUDGET 

SALARIES 1000 2,085,227 1,183,126 56.7" 1,774,689 310,438 
OVERTIME 1200 195,000 142,887 73.3% 214 ,331 (19,331 ) 
PIT - TEf.lP 1300 120,920 48,924 40.5" 73,386 41,534 

TOTAL SALARY 2,401,147 1,374,937 57.3" 2,062,406 338,742 
PERS 1960 524,034 
BENEFITS 1962 275,500 
WORKERS CQt.1P 1963 112,579 

TOTAL BEIlEFITS 912,113 

OFFICE SUPL 2151 12,460 7,129 58.0" 10,694 1,767 . 
MICROFILM SUPL 2157 1,520 0 6.6" 0 1,520 
MULTI LITH 2158 3,500 932 29.5" 1,398 2,102 
PRINTING 2161 8,060 1,976 25.8" 2,964 5,096 
JOIC SUPL 2166 1,300 172 20.9" 258 1,042 
COPIER SUPL 2170 2,490 377 19.2" 566 1,925 
POSTAGE 2172 3,450 231 9.6" 347 3.104 
CQt.1PUTER SUPL 2176 5,200 4,869 95.6" 7,304 (2,104 ) 

2100 TOTAL 37,980 15,686 41.6" 23,529 14,451 

VEH MAINT 2254 5",270 "3,622 80.6" 65,433 (11,163) 
CAR WASH 2255 800 132 29.o" 198 602 
T/C REPAIR 2260 15,000 2,733 18.9" 4,100 10,901 
GASOLINE 2262 76,700 2,051 2.8'- 3,077 73,624 

2200 TOTAL 146.770 48.538 33. 1" 72,807 73,963 

RADIO COIlTRACT 2316 5,500 0 1. 8" 0 5,500 
CONSOLE COUTR 2317 3,550 0 2.8" 0 3,550 
RADIO REP T/M 2318 4.500 2,340 54.2" 3,510 990 
TYPEWRITER COtlTR 2352 1,000 261 36.a 392 609 
DICTAPHONE COtlTR 2362 1,820 1 ,599 93.4" 2,399 (579) 
SIMPLEX CONTR 2363 609 969 178.2" 1,454 \t' (854) 
IMAGE SYS COtlTR 2364 1,240 0 8. 1" 0 1,240 
RADAR f.lAINT 2365 700 739 119.9" 1,109 (409) 
LEASE/MAINT TV 2366 2,400 2,095 91 . 5" 3,143 (743 ) 
COMPUTER f.lAINT 2369 15,000 . 0 0.7" 0 15,000 
f.lICROFILf.l MAWT 2376 1,360 628 53.5" 942 418 
MISC REPAIRS T/M 2377 2,800 2,948 108.9" 4,422 (1,622 ) 
RECORDItlG EaUIF 2386 750 26 16.8" 39 711 
POLICE SYS MAlIlT 2388 2,600 0 3.8" 0 2,600 

2300 TOTAL 43,820 11,605 26.7" 17 ,408 26,413 

2400 TOTAL SEE 3304 0 

BATTERIES/BULBS 2565 2.440 251 14.4" 377 2,064 
CAMERA SUPPLIES 2566 4 .150 1 ,176 30.7" 1,764 2,386 
RANGE SUPPLIES 2571 6,500 2,621 41.9" 3,932 2,569 
CRIME PREV SUPL 2572 2,800 883 35. He 1,325 1,476 
SAFETY EQUIP 2573 8,500 9,730 115.6" 14,595 (6,095) 
EVIDENCE SUPPLIES 2575 5,120 0 2.0" 0 5,120 
JAIL SUPPLIES 2576 4,270 2.051 50."" 3,077 1,194 
CODE BOOKS 2580 800 1,152 156.5" 1,728 (928) 
MISC DEPT SUPL 2581 17,120 6,769 -40.1" 10,154 6,967 

2500 TOTAL 51,700 24,633 47.S" 36,950 14,751 
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Figure IV-8 (Page 2) 

1985/90 Budget Pro~ection 

As of 3-19-90 

ACCOUNT EXPONDED " OF PROJECTION 
ACCOUNT TITLE NUMBER APPROPRIATIOIl TO DATE BUDGET PROJECTION +/- BUDGET 

MISC SERVICE 2607 13,150 560 5.0" 840 12,310 
EMP PHYSICALS 2618 10,500 5,158 50. 1" 7,737 2,763 
POLYGRAPHP 2636 685 100 29.2" 150 535 
MEDICAL EXPENSES 2636 13,000 7,766 60.7% 11 ,679 1,321 
CROSSING GUARDS 2639 4,500 3,688 84.2% 5,532 (1,032) 
PRISONER MEALS 2640 9,000 5,250 59.0 7,875 1,125 
TRUSTY MEALS 2641 7,600 4,247 57.2% 6,371 1,230 

, IDENTI !<IT 2642 450 433 118.41 650 (200) 
TRUGTY UNIFORMS 2643 6,090 3,842 64.7% 5,763 327 
CROSS DIRECTORY 2644 200 166 133.0% 249 (49) 
ADVERTISING 2646 300 27 42.3:1: 41 260 
MICROFILM SERVICE 2654 4,000 17,120 430.5" 25,680 (21,680) 
UNIFORM REPLACE 2672 1,000 1,987 208.7" 2,981 (1,981 ) 
PHOTO PROCESSIIlG 2673 2,200 1,792 86.0% 2,688 (486) 
UNIFORMS SWORII 2663 20,165 3,792 19.3" 5,688 14,477 
UNIfORMS/CIVILIAN 2684 5,750 307 7.n 461 5,290 
BADGES/PATCHES 2685 5,500 469 10.3" 704 4,797 
COPIER LEASES 2696 13.900 6,320 46.2% 9,480 4,420 
CITATION LEASE 2697 3,000 2,018 70.6" ?,027 (27) 
VET EXP K-9 2699 500 0 20.0" 0 500 

2600 TOTAL 121,490 65,062 53.6" 97,593 23 J 897 

TOTAL LEGAL SERV 2702 12.000 3,579 30.n 5,369 6,632 

TOTAL FALSE ARR INS 3117 3.000 0 3.3" 0 3,000 

CAR ALLOW/RElIT 3304 8,400 219 3.8% 329 8,072 
MEETINGS 3306 6,855 3.862 57.8" 5,793 1,062 
CONFERENCE/SEMINAR 3340 11 ,060 3,636 33.8" 5,454 5,606 
TUITION REIMBURSE 3345 3,000 8,460 285.3" 12,690 (9,690) 
POST COURSES 3348 40,000 20,832 52.3" 31,248 B,752 
OTHER TRAINING 3349 3,000 1,160 42.0" 1,740 1,260 

3300 TOTAL 72,315 38,169 52.9" 57,254 15,062 

EQUIPMENT/CAPITAL 4400 191.330 55,227 28.9" 82,840 108,490 

TOTAL BUDGET 3,993,665 . -

Th is; s a samp 1 e of a deta;' ed budget status report. Data; s 
compiled from expenditure reports (usually obtained from the 
F; nance Depa rtment) . Wh i 1 e an effect i ve . budg'et st:atus report need 
not be this detailed, even a simplified version giving only major 
group totals and status information provides a factual basis for 
expenditure related decision making. 
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.. gut fee 1 i ngs" and exper i ence wi th spec if i c data that can be 
systematically analyzed. A formal crime analys1s process will also 
improve coordination between operational units by providing 
specific action plans and goals. Since the analytic function is 
centralized, there is consistency and accountability to the 
process. Trends and patterns can be more easily identified in less 
time and the 1nformation is made available to all concerned 
personnel. Perhaps the most noticeable advantage to a formalized 
process is the development of a tangible tool that gives direction 
to law enforcement personnel in reducing or preventing crime and 
provides a vehicle that allows for evaluation of the results. 
Figure IV-9, page IV-22, represents the crime analysis process. 

Basic Aop11cations 

Generally, there is a twofold purpose to crime analysis. One is to 
provide administrative data and the other ;s to provide operational 
data. Both areas are important. Based upon the individual agency 
needs, crime analysis can be used to meet a variety of needs. 

In deslgning a crime analysis program, the objectives must be 
defined. This 91ves direction to the analyst and provides a basls 
for evaluation of the effectiveness of the program. 

Operational data provldes information to fleld personnel for use 1n 
the prevention and reduction of crime. It will identify target 
crimes, potential suspect information, investigative leads, 
evolving patterns and geographical activity information. It is 
most effect 1 ve when the i nformat ion is very current. Admi n 1 s­
trative data provides management with information as to the 
effectiveness of operatlonal actlvit1es and programs, cost/beneflt 
data, and provides an evaluation of the current status which severs 
as a basis for management decision-making. Administrative data 
generally covers a longer period of time and are broader in scope 
than operational data. 

Some potential applications and/or objectives might include such 
things as: 

o Increasing the number of case clearances by providing 
investlgative leads and correlating modus operandi (MO) 
and suspect information from multiple reports. 

o Provide current operational data for patrol if'\cluding 
target crimes, activity location identification, suspect 
1nformation, and evolving crime patterns. 

o Provide supporting data for recommended crime prevention 
programs, selective enforcement activities, directed 
patrol, and community awareness/involvement programs. 
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Figure IV-9 

The Crime Analysis Process 

RECOMMENDATIONS 
& DISSEMINATION 

ACTION PLAN 
DESIGN 
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o Yi e 1 d substant i ve data for measur; ng the effect i veness of 
specific programs such as traffic enforcement, task force 
activities, and narcotics enforcement. 

o Fu rn i sh trend data for p 1 ann i ng, target i ng, budget; ng and 
resource allocation. 

o Supply law enforcement data to other government entities 
for such activities as urban planning, building permits 
and codes, construction, and redevelopment activities. 

Generally, the application selected will involve three basic 
elements; identification of specific problems or targets, 
correlation of related data from multiple sources for analysis and 
action plan formation, and evaluation of the results of a prog~am 
or activity. 

Crime Analysis Process 

Regardless of the appl ication selected (administrative or 
operational), there are six basic elements in an effective crime 
analysis program. They are: 

1. collection of information (raw data), 

2. collation of selected data, 

3. storage of data, 

4. recommendat ions (suggested act; on plan) and d i ssemi nat ion 
of information, 

5. implementation of an action plan, and, 

6. evaluation of the results. 

Looking at each elements, it is apparent that most units within an 
agency are involved at some point in the crime analysis process. 
The Records Unit normally supplies or facilitates the collection of 
the raw data. Communications Unit records may also be involved. 
A "crime analyst" most likely is someone who is familiar with law 
enforcement pol icy, procedures and goals and trained in data 
analysis. This individual organizes the raw data and carefully 
studies the results. Based on data analysis, recommended action 
plans are formulated, documented and disseminated to appropriate 
personnel. Management and operations personnel then implement and 
monitor the progress of these action plans. The final element is 
the evaluation of the results of the action(s) taken. Ideally, 
this step should involve everyone who contributed to the process. 

Collection of Data 

Prior to the Recor'ds Unit initial collection of raw data, a 
decision must be made as to what information is to be collected 
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for analysis. To facilitate this process, a specific problem or 
"target" must be identified. This identification may evolve from 
various statistical information routinely compiled, reports filed, 
officer observations, citizen advisements or any number of other 
sources. It is important not to limit existing sources and to 
continually search for hew sources. However, the problem is 
identified, defining the target is a critical fiFst step. 

Once the target and goal are defined, the raw data necessary to 
attack the problem can be determined. Asking questions concerning 
the crimes will provide useful information in determining what data 
is necessary for analysis. Some questions might be: 

o Where are the crimes occurring? 

o What day of the week and time of day? 

o Are there any similarities in: MO, property loss, victim 
suspect/vehicle information, etc.? 

o Is suspect/vehicle information available, even partial? 

o Is there any pattern to the crimes? 

There may be many other elements to consider. Depending on trle 
target, the data elements could vary considerably. The key is to 
define the specific data elements to be analyzed. In other words, 
what is needed to specifically define this problem. In most cases, 
the initial information will be contained in a variety of documents 
routlnely maintained. 

Records personnel are normally involved in this element of the 
crime analysis process. They serve as the initial collection point 
for the bul k of the raw data. Therefore, the methods used by 
records personnel to process information are critical to the 
accuracy and completeness of the end result. 

In designing a records system, crime analysis requirements should 
also be considered. Three key areas are: 

1. Initial capture of the required information (report 
forms, documentation and distribution procedures). 

2. Ease in retrieval of information (MO factors, suspect 
information, occurrence dates/times, locations). 

3. Qual ity control--a systematic verification procedure that 
ensures accurate and complete data. 

These key areas are important factors in the design of a record 
keeping system. Crime analysis concerns are not, by far, the only 
considerations in the design of a system. Rather, the information 
requirements for this process are another aspect of information 
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management and must be carefully designed and integrated into the 
system. Each of the three key areas should be applied equally to 
any source of information that is used by an agency. 

Figure IV-iO, page IV-26, list posslble sources of crime analysis 
informatl0n. 

Co11atl0n and Storage 

Once the in it i a 1 data co 11 ect ion is comp 1 ete, the ana 1 yst must 
collate and store the informatlon. The Records Unit mayor may not 
be involved in this step. 

The collation and storage elements of the crime analysis process 
are the preliminary steps in the actual analysis of a "target," 
probl em or cri me.. At thi s poi nt, an apparent 1 y unre 1 ated, 
fragmented base of information (raw data) has been collected. This 
step organizes t,he raw data into classifications and categories 
that lend themselves to comparison of seemingly unrelated 
incidents. 

For examp 1 e, modus ope rand 1 (MO) data wi 11 be sorted and cross 
referenced so that individual burglary reports can be selected for 
further study based on the use of a wi ndow pry entry. Other 
factors of the reports can then be compared to determine if any 
patterns or similarities in the crimes are present. This analysis 
could indicate that one suspect is involved in all residential 
burglaries during the past month where a window pry entry was used 
and that they occur ln a five-block radius between 0800 and 1200 on 
weekdays. This informatlon certainly is useful in deploying line 
personne 1 and inc reases the potent 1 a 1 of reduc i ng the burg 1 ary 
rate. 

When determining the methods of collation and storage of raw data 
for crime analysis, several elements must be considered. ihe data 
elements found to be most used in analysis are depicted in Figure 
IV-11, page IV-27. 

A forced choice crime report 'form is useful in capturing this 
i nformat; on.. .. Force choi ce" refers to a check-box type of form 
where the reporting officer MUST make a selection in each area 
describing or identifying the specifics of a particular element. 
Many agenc i es use these forms and samp 1 es can be obtained and 
modified to a particular need. SamRles of forced choice forms 
follow Figure IV-12, page IV-29. 

Three basic files associated with crime analysis activities are: 

1 . Offenses - The offense fi 1 e is generated from i nfor­
mation in various crime reports. This file is used 
primarily for M.O. analysis and case correlations. 
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Figure IV-10 

Poss;ble Sources of 

WITHIN THE LAW ENFORCEMENT AGENCY 

* Crime Reports 
* Field Interview Cards 
* Communications Reports 
* Intelligence Information 
* Administrative Data 

OUTSIDE THE LAW ENFORCEMENT AGENCY 

* Other Law Enforcement Agencies 
* Other Criminal Justice Agencies 
* Social Data 
* Economic Data 
* Census Data 
* Planning Data 

This is only a partial list of sources of potentially useful raw 
data for crime analysis. The basic list should be expanded upon as 
needed. 
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CRIME TYPE 
CLASSIFICATION 

GEOGRAPHICAL 

e CHRONOLOGICAL 

VICTIM TARGET 
(Descriptive) 

SUSPECT 
(Descriptive) 

Figure IV-11 

Un;versal Factors for 

Cr;me Analys;s 

Burglary class: business-commercial, residential, 
other. 

Robbery class: armed vs. unarmed. 
Auto theft: automobile, commercial vehicle, motor­

cycle, etc. 
General larceny: theft from auto, auto accessories, 

scrap metal, etc. 
Sex crimes: forcible rape, child molesting, 

exposure, etc. 
Aggravated assault and murder. 

Location offense occurred 
Street address of intersection 
Block 
Sub-reporting area (RD) or census tract 
Zone, precinct, district or beat 
Grid coordinates 

Specific time offense occurred 
Time span in which offense occurred (day/night) 
Day of the week 
Week of the year 
Month of the year 

Victim/person (age, sex, tract, etc.) 
Victim/structure (single family, apartment, 

highrise, etc. 
Victim/premise type (commercial, industrial, public, 

etc. 
Victim/premise purpose (sales, service, manufactur­

i ng, etc.) 
Victim knowledge of suspect 

Name of responsible 
Age of responsible 
Race of responsible 
Sex of responsible 
Height of responsible 
Weight of responsible 
Clothing and unusual characteristics 

-over-
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;USPECT VEHICLE 
~Descriptive) 

PROPERTY LOSS 
(Descriptive) 

---------

Specific license number 
Make of vehicle 
Model and year of vehicle 
Color of vehicle 
Damage of vehicle 

Serial number of property loss 
Make of property loss (brand name) 
Model of property loss 
Type of property loss 
Purpose/use of property 
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Figure IV-12 (Page 2) 

Police Department Crime Report 

SUSPECT INFORMATION 

u:: I5-WAS A SUSPECT ARRESTED' o YES o NO 960CAN A SUSPECT BE IDENTIFIED' n YES n ~m 

en 970CAN A SUSPECT BE NAMED? o YES o NO IJ-CAN A SUSPECT BE DESCRIBED' o YES o NO 
99-<:"" A SUSPECT BE LOCATED' o YES CJ NO 'OD-CAN A SUSPECT VEHICLE BE 'DENT'.'ED' o YES CJ NO 
,O,.SUSPECT NO I ,LAST. FIRST. MIDDLEI NICKNAME IAKAT02'RACE 103:SEX , C)4.AGj' 05'H}' 06'WTI 07'BUIL~r OB·hAIR '09·E YES I"O'DOB 

" I·SUSPEcrS ADDRESS. KNOWN HANGOUTS. OTHER IDENTIFYING MARIIS "2' BOOKING NO 

I '3·SUSPECT NO.2 ,LAST. FIRST, MIDDLEI NICKNAME IAKAT "·RACE 1'5'SEX , '6.AGJ:' 7.H1" B·Wl I'9'BUILDj' 2D-HAIR 12" EYE5 I'22'DOB 

'23·SUSPEcrs ADDRESS. KNOWN HANGOUTS, OTHER IDENTIFYING MARKS 12.·BOOKING NO 

'25·VEHICLE YEAR MAKE MODEL COLOR/COLOR BODY STYLE LICENSE NO STATE 

'26·ADDITIONAL VEHICLE IDENTIFIERS IDAMAGE. CHROME WHEELS. ETC I V.'dClE IMPOUNDED LOCATION 
::J YES CJ NO 

fI) 
'27·SUSPECT(SI CLOTHING 12B'WEAPONISI o N/A ,2g.arTOOS a:: 

~ 
• I .2 SUSPECT 

SUSPECT NO I SUSPECT NO 2 ., 82 SUSPECT 00 ARM 
, SKI MASK A 0 0 HANDGUN ., CALIBER ___ CJ 0 HAND 

= 2 STOCKING MASK II CJ 0 AUTOMATIC LENGTH ___ o 0 ABDOMEN/CHEST 
C Cl CJ REVOLVER Cl CJ HEAD/F ACE 

U 3 CAP/HAT o Cl Cl BLUE STEEL 
82 CALIBER ___ 

o Cl SHOULDER/BACII 
fI) 

• COAT/JACKET 
E 0 0 CH!'IOME NICKEL 
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2. Suspects/vehicles - The suspect/vehicles file is used to 
identify possible suspects, based on M.O. information 
contained in the offense file. 

3. Field interrogation card (FI's) FI cards contain 
information about people in given locations at specified 
times. M.O. information is generally not available, but 
this file is also useful for identification. 

Depending on the structure of the analysis unit, other files may be 
necessary or desirable. Care should be taken not to duplicate file 
information kept elsewhere within the agency when setting up 
~dditional files for crime analysis. 

Methods of 
available 
reasonably 
restricted 

storage and retrieval of information are dependent upon 
resources. Manual systems can be designed and be 
effective. The sophistication of the analysis may be 
by limits on time, money and equipment. 

Automation provides the most rapid, efficient means of capturing, 
storing, sorting and retrieving information for crime analysis. 

Analysis 

Once data is collected, collated and stored, the 
takes place. Information gathered is analyzed 
perspectives: modus operandi (M.O.) pattern 
correlation, and operations analysis. 

actual analysis 
f rom two broad 
detection and 

M.O. pattern detection and correlation refers generally to using 
mapping techniques, or searching the various files in order to 
determine if similar offenses or a crime series are occurring, and 
correlating cases once an arrest is made. The four basic 
categories of M.O. analysis are: 

o geographic pattern detection (spot maps), 

o specific M.O. patterns (common unique characteristi~s), 

o suspect information (match crime with people files), and, 

o case correlation-(match arrestee to other cases based on 
M.O.) . 

The actual ana 1 ys is of the data i nvo 1 ves the i l1tu it i on of the 
ana 1 yst, factual compar i so"ns, extens i ve research and the use of 
mathematical and statistical· functions. The analytical process 
will not be the same in every situation. As the dictionary 
definition states, analysis is the examination of a complex whole, 
its elements and their r'alations. The analysis of criminal 
activity focuses on the relationships between seemingly unrelated 
events so that proactive enforcement can be planned. 
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There are a number of reference manuals available to guide crime 
analysis activities. The purpose of this manual is to familiarize 
records personnel with the elements and concept of crime analysis. 
For fu rthe r study, refe rence mater i a 1 direct 1 y re 1 ated to cr i me 
analysis should be consulted. 

Recommendations and Dissemination 

This element is the crucial step that initiates response to the 
conclusions of the analysis. Once the raw data is analyzed, 
summarized and the specific relationships are recorded, 
recommendat ions are made. These are usua 11 yin the form of 
suggested strategies to impact the "target" that has been 
identified and specifically defined by analysis. 

At this point in the crime analysis, three factors are present: a 
factually identified "target," analysis and correlation of the 
initial data, and a suggested strategy. The next phase requires 
dissemination of the summarized data to all personnel who may 
commit resources to implementation of the plan. 

M.O. information, maps and photographs are included in the 
memoranda disseminated to various members of the agency. Graphs 
and charts indicating changes in status or relationships may also 
be helpful. Crime analysis memoranda generally fall into five 
categories. They are: 

1. Patro1--used for directing patrol operations. 

2. Investigatlve--used to clear cases, interview witnesses, 
investigate suspects and provide investigative leads. 

3. Task Force--used by stri ke forces to p1 an di rected 
operations against specified crime problems. 

4. Crime Prevention--used to educate potential victims. 

5. Eva1uation--used by supervisors and managers to evaluate 
the effectiveness of a given action plan. 

The important things to remember in the dissemination of crime 
analysis information are that it includes all relevant data and is 
distributed in a timely manner. 

The formats and channels used to distribute the completed analysis 
can vary widely. Those employees who will ultimately use the 
information to design an action plan should be included in the 
design process to ensure that the final product is useful. 

Action Plan Design 

This step is completed after the information is disseminated. 
Depending upon the nature of the target, either patrol, detectives, 
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task force or crime prevention may be involved. The action plan 
may involve a combination of these units. This is where decisions 
are made on how to implement the suggested strategies. These will 
be decisions concerning personnel and equipment deployment, 
accountability and responsibility, and time frames. Once these 
decisions have been made, the plan is implemented by appropriate 
personnel. . 

Evaluation 

This is the final step in the crime analysis process. It involves 
an element similar to the analysis phase. Basically the same steps 
used to initially analyze data are repeated, noting any changes 
that may have occurred. 

It is important that the results of the evaluation process be 
disseminated to all concerned personnel. These changes (or lack 
the reof) wi 11 serve as the bas is for eva 1 uat i on of the 
effectiveness of the chosen action plan. 

The purpose of this manual is not to provide a complete course in 
crime analysis. The intention is to familiarize the reader with 
the various concepts and requirements of crime analysis for 
consideration in records systems design. Should serious 
consideration be given to the implementation of an active crime 
analysis unit, further research is necessary to fully understand 
the mathematical and statistical applications. The California 
Department of Justice offers a POST-certified course titled 
"Introduct'ion to Criminal Analysis" which will provide a solid 
foundation for implementation of the program. A manual/workbook of 
the same title is provided with the courses and is available from 
DOJ in limited quantities. 

Automation and Crime Analysis 

Th i s Records Management Manua 1 spec if i ca 11 y add resses non-automated 
record keeping systems. However, it is appropriate to address 
automation as it applies to crime analysis. 

The general trend is toward automation. Consequently, improvements 
in techno logy and consumer demand have drast i ca 11 y reduced the 
start-up costs for an automated system. Some systems, particularly 
personal computers, are usually within the budgetary limitations of 
most agencies. 

It is important to understand the concepts and design of a good 
manual crime analysis system before attempting to automate, either 
fully or partially. A good automated system wil 1 capture the 
elements of an effective manual system, dramatically improving the 
speed, accuracy and efficiency of the process. 
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Summary 

Statistics, in general, plan an important role in law enforcement 4It 
activities. Used wisely, these applications provide tools for 
decision-making, action planning ahd evaluation of police 
functions. 
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V_ RECORDS RETENTION/DESTRUCTION 

Introduct;on 

This manual section discusses the retention and destruction of law 
enforcement records. California state law requires the collection 
and processing of certain records. The collection and retention of 
other records is optional, and aimed at providing law enforcement 
with a pool of "good investigative information." Certain documents 
become less valuable as an information resource with the passage of 
.time. Their continued retention -inhibits an agency's ability to 
reference more current and valuable infor-mation sources. 

The Records Unit is responsible for 
retrieving, and storing these documents. 
generally responsible for: 

receiving, processing, 
The records supervisor is 

o the quality of informat'ion being stored, retrieved and 
disseminated, 

o the possible ramifications of retention of information 
beyond "reasonable period of usefulness" or legal 
mandate, 

o the cost of permanently storing the hard copy documents; 
or the cost of alternative storage of archive documents, 

o the time consumed in referencing archive documents which 
may be stored off-site or in an inconvenient area of the 
facility, 

o ensuring the security of these documents, and, 

o the gene ra 1 loss of eff i c i ency when documents are kept 
indefinitely. 

The intent of this section is to identify those laws that apply to 
records retention and destruction. It will also provide the 
framework for a retention and destruction program; make specific 
recommendations for retention and destruction; and provide sample 
resolutions and other documents necessary to establish a program. 

Within the guidelines of the legal statutes referenced in this 
section, agencies should establish an on-going schedule for the 
purge and destruction of documents. 

The three units of this section include: 

1. Mandated purge/destruction requirements, 
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2. Government Code Sections 
purge/destruction, and, 

applicable to records 

3. Discussion of microfilming as an alternative to 
destruction. 

The first unit of this section will identify those code sections 
which MANDATE the purge/destruction of specified types of records 
within identified time frames. Included will be information from: 

o 11361.5 Health and Safety Code (H&S) - dealing with the 
mandated destruct i on of ar rest and conv i ct i on records 
related to the possession of marijuana, 

o 781(a) Welfare and Institutions Code (W&I) - dealing with 
the destruction of sealed juvenile record~~ and, 

o 851.8 Penal Code (PC) - dealing with the destruction of 
sea 1 ed adu 1 t records and spec if i ed records of Youth 
Authority parolees. 

Also presented is information regarding statutes of limitations. 
These statutes must be considered in determining the retention 
period of crime reports. Information regarding record retention 
considerations related to the commencement of civil actions, and 
retention information dealing with records involving city/county 
personnel is also included. 

The next un it of th is sect ion 1 i sts the Government Code (GC) e 
sections which apply to the purge/destruction of: 

1. City Records, 

2. County Records, and, 

3. City and County Records. 

A discuss i on of the code content is prov i ded after each code 
section. 

Once the code sections related to mandatory destruction, retention 
criteria for statut.es of limitations, and destruction of 
city/county records have been reviewed, a step-by-step process is 
provided to assist in preparation of a purge/destruction 
resolution. Recommendations are also given to assist in carrying 
out the actual purge of files. 

The last unit of this section addresses considerations for 
microfilming records. Miqrofilming is discussed as an alternative 
method of storage for records which have been identified as 
requiring long retention periods. 
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Code sections Requiring Purge/Destruction Of Specified Records 

The Code Sections listed identify the iypes of records that MUST be 
purged/destroyed. The retention of records that are required by 
law to be purged/destroyed exposes agencies to potential civil 
liability. For purposes of convenience, each code section will be 
presented individually. 

Mar;~uana-Health & Safety Code (H&S) 

11361 .5 ( a) H&S - Purge/destruction of Arrest and Conviction 
Records; Procedure; Exceptions 

Refers to: 

Applies to: 

Conviction of any person for violation of 
Hea 1 th and Safety Code Sect ions 11357 (b), 
(c), (d) or (e), or 11360(b) 

Convictions occurring AFTER January 1, 1976, 
or arrests not followed by a conviction 
occurri ng after January 1, 1976. 

Discussion 

This section statas that records as described above shall not be 
kept beyond two (2) years from the date of conviction or from the 
date of arrest if there was no conviction. One ,exception is a 
violation of 11357(e) Health and Safety by a juvenile. The record 
shall be retained until the offender attains the age of eighteen 
(18) years at which time the records shall be destroyed as provided 
in this section (11361.5 H&S)' 

NOTE: SECTION 11361.5 (d) H&S states that "no records shall be 
destroyed pursuant to subdivision (a) if the defendant or 
codefendant has- filed a civil action against the peace 
officers or law enforcement jurisdiction which made the 
arrest or instituted the prosecution if the agency which 
is the custodian of those records has received a 
certified copy of 'the complaint in the civi 1 action, 
until the civil action has finally been resolved." 

Immediately following the final resolution of the civil action, 
records subject to subdivision (a) shall be destroyed pursuant to 
subdivision (c) if more than two years have elapsed from the date 
of the conviction or arrest without conviction. 

11361.5 (b) H&S - Destruction of arrest and conviction records; 
appl icable offenses; method; records not 
applicable; cost. 
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Refers to: 

Applies to: 

·Discussion 

Sections 11357, 11364, 11365 and 11550 H&S as 
they relate to marijuana use, paraphernalia, 
visiting a place where marijuana is used, and 
being under the influence of marijuana, and as 
these sections existed prior to January 1, 
1976, or statutory predecessors of any of 
these sections. 

Records of convictions and arrests 
followed by conviction occurring prior 
January 1, 1976. ' 

not 
to 

This section provides for persons subject to an arrest or 
conviction for those offenses listed above to apply to the 
Department of Justice for purge/destruction of those records. Once 
the application for purge/destruction is approved, "Each state or 
local agency receiving notice from the Department of Justice SHALL 
DESTROY records of the agency, if any, pertaining to the arrest or 
conviction specified in the notice, in the manner prescribed 
be loW": 

11361.5(c) Health and Safety Code Method Of Destruction 

"Destruction of records of arrest or conviction pursuant to 
subdivision (a) or (b) shall be accomp'lished by permanent 
ot;l iteration of all entries or notations upon the records 
pertaining to the arrest or conviction, and the record shall 
be prepared aga in so that it appears that the arrest or 
conviction never occurred. However, where (1) the only 
entries upon the record pertain to the arrest or convlction 
and ( 2 ) the record can be destroyed without necessa r i 1 Y 
effect i ng the purge/destruct i on of other records, then the 
document const i tut i ng the record shp.ll be phys; ca 11 y 
destroyed." 

Juvenile Records-Welfare & Institutions 
Code (W&I) 

781 (a'i W&I - Seal ing of Records 

Refers to: 

Applies to: 

Records of matters involving the arrest, 
detention and/or petitioning of a juveni le 
before the juvenile court which have now bee0 
sealed by order of the juvenile court. 

Records sealed pursuant to the provisions of 
section 781 W&I. 
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Discussion 

This section states, in part, "Once the court has ordered the 
person's records sealed ... The court shall send a copy of the order 
to each agency and official named therein, directing the agency to 
seal its records and stating the date thereafter to destroy the 
sealed records." 

826 (a) & (b) W&I - Purge/Destruction of Records 

Refers to: 

Applies to: 

Discussion 

Purge/destruction of probation and juvenile 
court records relating to minors, starting in 
section ... (a) that the Probation Department 
may destroy a 11 records ... fi ve years after 
juvenile court jurisdiction has terminated and 
the juvenile court record shall be destroyed 
by order of the court .... 

Loca 1 1 aw enforcement records wi th insect ion 
(b) which states "if an individual whose 
juvenile record has been destroyed or released 
under subdivision (a) discovers that any other 
agency still retains a record, the individual 
may file a petition with the court requesting 
that the records be destroYeq. The court 
sha 11 orde r that such records a 1 so be 
destroyed unless for good cause the court 
determines to the contrary." 

Subsect ion ( a) p rov i des for the records in possess i on of the 
probation department and the juvenile court relating to minors to 
be ordered destroyed. Subsection (b) basically states that if, 
afte r the records of the p robat i on department and the j uven i 1 e 
court are ordered destroyed, the subject of the record becomes 
aware that any other agency still retains a record, the subject may 
petition the court for an order to destroy the record. 

Sex Reg;strat;on Records-Penal Code (PC) 

290(d)(1) PC - Registration of Sex Offenders 

Refers to: Any person who, on or after January 1, 1986, 
is discharged or paroled from the Youth 
Author i ty to the custody of wh i ch he or she 
was committed after having been adjudicated a 
ward of the court pursuant to Section 602 of 
the Welfare and Institutions Code because of 
the commission or attempted commission of 
offenses subject to registration. 
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Applies to: 

Discussion 

--------------

All records specifically relating to the 
registration in the custody of the Department 
of Justice, law enforcement agencies, and 
other agencies or public officials. 

This section requires that records of registration pertaining to a 
subj ect either paro 1 ed or discharged by the Ca 1 i forn i a Youth 
Authority shall be destroyed when the person required to register 
attains the age of 25 or has his or her records sealed under the 
procedures set forth in 781 WIC, whichever event occurs first. 

Adult Records-Penal Code (PC) 

851.8 PC Sealing and purge/destruction of arrest records by 
law enforcement agency; Petition. 

Refers to: Arrest records in which the subject of the 
record has been found "factually innocent" of 
the charges. 

Applies to: Arrest records sea 1 ed pursuant to th i s 
section. 851.8 (a) PC states, in part: "The 
law enforcement agency having jurisdiction 
over the offense, upon a determination that 
the pe rson ar rested is factua 11 y innocent, 
shall, with the concurrence of the distric: 
at torlley, sea 1 its ar rest records, and thE: 
petition for rel ief under this section for 
three years from the date of the arrest and 
thereafter destroy its arrest records and the 
petition." (For more specific detai ls 
regard i ng the requ i rements of sect i on 851.8 
(a) PC, refer to the section in this manual 
entitled "Secondary Processes.") 

Retention Periods-Statutes Of Limitations 

Criminal 

The following code sections specify statutes of limitations for the 
filing of criminal complaints. In determining record retention 
requ i rements, the Pena 1 Code sect ions 1 i sted shou 1 d be rev i ewed 
because they specify the period of time after an incident in which 
a criminal complaint must be filed. If a complaint is not filed 
during that time span, the matter can no longer be prosecuted in 
criminal court. 
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In preparing a purge/destruction resolution, it is recommended that 
these section numbers be listed and the purpose explained. 

Penal Code Section: 799 -

800 -

801 -

802 -

803 -

804 -

805 -

805.5 -

832.5 -

Civil 

Offenses punishable by death, life 
imprisonment without parole, or 
embezzlement of public money. 

Offenses punishable by imprisonment 
for eight years or more. 

Offenses punishable by imprisonment 
in state prison. 

Offenses not punishable by death or 
imprisonment in state prison; Sex 
offenses upon minor. 

Tolling or extension of time period. 

Commencement of prosecution. 

Determination of applicable 
limitation period. 

Appl ication of chapter; "Operative 
Date" 

Procedure 
citizen's 
personne 1 . 

for investigation of 
complaints against 

Chapter 2 of the Code of Civi 1 Procedures presents information 
regarding the commencement of civil actions. When considering the 
retention of "non-criminal" documents such as traffic accident 
reports, reports of injured persons, etc., consider the most 
reasonable period of retention to allow avai labi 1 ity of these 
documents for any civil action which could result from the 
documented occurrence. 

Other Retention Considerations 

Reports involving city/county employees have the potential for 
reference as long as the employee is employed and, in some cases 
beyond their employment. This reference could result from a 
worker's compensation claim of injury, or in the form of a claim of 
liability against the employing agency. There are two options to 
consider. They are: 
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1. Ensure that a copy of the original document is available 
in the employee's file (i .e., officers involved in 
traffic accidents). 

2. When such a report is being reviewed for purge/ 
destruction, consider forwarding the original report for 
storage in the employee's agency file or, if the employee 
is no longer employed with the agency, to the personnel 
department for retention in the employee's file. 

Retention of documents pending the resolution of civil matters can 
be accomplished by flagging the identified documents and noting the 
civil court case number. This will enable contact with the civil 
court clerk at a later date (when you would normally purge/destroy 
the document) to determine the status of the case. 

Purge/Destruction Of City Records 

The Government Code (GC) sections listed under this heading apply 
spec if i ca 11 y to the pu rge/ destruct i on of CITY records and are 
the ref ore directed to city po 1 ice agency records. These code 
sections present the framework within which a purge/destruction 
ordinance must be prepared and specify that approval of such an 
ordinance requires the concurrence of the agency head, the city 
attorney and the governing body. 

34090 GC - Purge/destruction of 
records; construction 

city records; excepted 

"Un 1 ess otherw i se prov i ded by 1 aw, with the approve. 1 of the: 
legislative body by resolution and the written consent of the 
agency attorney the head of a city agency may destroy any city 
record, document, instrument, book or paper, under his charge, 
without making a copy thereof, after the same is no longer 
required." 

This section does not authorize the purge/destruction of: 

o Records affecting the title to real property or liens 
thereon. . 

o Court records. 
o Records required to be kept by statute. 
o Records less than two years old. 
o The minutes, ordinances, or resolutions of the 

legislative body or of a city board or commission. 

Discussion 

Sect ion 34090 GC bas i ca 11 y states that if the record does not 
affect the title to real property or liens thereon, and 
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o if the records are not court records: and 

o if there is no statute that requires that the record be 
kept, and 

o if the record is more than two years old, and 

o if the records are not minutes, ordinances, or 
resolutions of the legislative body or of a city board or 
commission, that: 

a. On the request of your agency head, and 

b. with the written consent of your City 
Attorney, and, 

c. with the approval of the legislative body 
(city counail) by resolution, 

d. you may destroy any city record, document" 
instrument, book or paper: wlthin'your agency, 
wlthout maklng a copy of it, after lt is no 
longer needed. 

34090.5 GC - Purge/destruction of records; condltions 

"Notwithstandlng the provisions of Section 34090, the city officer 
havi ng custody of publ i c records, documents, instruments, books, 
and papers, may wlthout the approval of the legislative body or the 
wrltten consent of the Clty attorney, cause to be destroyed any or 
all of such records, documents, lnstruments, books, and papers. lf 
all of the followlng conditl0ns are comp11ed with: 

1 • The record: paper, or document is 
microphotographed, or reproduced on f,lm, 
any other medi um, of a type approved 
photographic records by the National 
Standards and Technology. 

photographed, 
optlcal dlSk or 
for permanent 
Inst,tute of 

2. The dev i ce used to reproduce such record, paper, or 
document on film, opticial disk or any other medium, is 
one which accurately and legibly reproduces the original 
thereof in all details. 

3. The photographs, microphotographs, or other reproductlons 
on film, opticial disk or any other medium, are made as 
accessible for public reference as the book records were. 

4. A true copy of archiv~l quality of such film, opticial 
disk or any other medlum, reproductions shall be kept in 
a safe and separate place for security purposes. 
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Provlded, however, that no page of any record, paper, or document 
shall be destroyed if any such page cannot be reproduced on fllm 
wlth full legibillty. Every such unreproduclble page shall be 
permanent 1 y preserved ina manner that wi 11 afford easy reference." 
(Added Stats. 1955. Amended by Stats. 1970 and 1971). 

Discussion 

Sect10n 34090.5 GC basically states that if the records are 
photographed, microphotographed, or reproduced on film approved for 
permanent records; and 

o the qua1lty of the equipment used to photograph or 
reproduce the document provides the ability to reproduce 
a legible copy of the photographed document(s); and 

o the photographed records are made as accessible to the 
public as the original document(s) were; and 

o a second "archival quality" copy of the film 
reproductions are kept in a safe and separate place for 
security reasons, that; 

o the pub11 c records, documents, instruments, books, 
papers may be destroyed wlthout approval of 
leg1slat1ve body, or Clty Attorney. 

Clarlficatl0n Of 34090 And 34090.5 GC 

and 
the 

In an effort to clanfy the mean1ng of these two sectl0ns, the 
baS1C dlfference between them 1S thlS: 

o 34090 GC allows the purge/destructl0n of those law 
enforcement records that meet the listed criterla L(al 
through (e) of 34090 GCJ wlthout mlcrofilming provlded 
that the Clty Attorney and the local governlng body (C1ty 
councll) approve the purge/destructl0n by resolut10n. 

o 34090.5 GC says basically that the destruct10n of 
orlg1nal records without first obtainlng city attorney 
and councll approval, 1S perm1ssible 1f m1crof1lmed, 
photographed or reproduced on a fllm, opt1cal d1Sk or any 
other medlum for permanent reference. 

34090.7 GC -
destructlon. 

Duplicate records less than f1ve years old; 

"Notwlthstanding the provisions of Section 34090, the leg1slatlve 
body of a city may prescr1be a procedure under WhlCh dupl1cates of 
city records less than five years old may be destroyed 1f they are 
no longer requ1red." 
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Discussion 

Sect 1 on 34090. 7 GC bas i ca 11 y states that if the documents are 
dup 11 cates of or i g 1 na 1 documents; and these dup 1 i cates are 1 ess 
than flve years old, that: 

o the city councll may prescribe a procedure under which these 
dupllcate files may be destroyed. 

Summary 

This section states that Clty law enforcement records may be 
destroyed when either a resolution is adopted approving 
purge/destruction of the records (34090 and 34090.7 GC), or after 
first microfilming or preserving the documents by some other method 

'of permanent storage (34090.5 GC). 

Purge/Destruct;on Of County Records 

The Government Code (GC) sectlons listed under this headlng apply 
spec if i ca 11 y to the pu rge / destruct 1 on of COUNTY records and are 
therefore directed to county sheriffs agency records. These code 
sectlons present the framework within which a purge/destruction 
resolutlon must be prepared and specify that approval of such a 
resolutlon requ~res the concurrence of the agency head, the agency 
a~torney and the governing body. 

26205 GC - Purge/destruction of certain records; conditions 

"'At the request of the county offlcer concerned, the board of 
supervlsors of any county may authorlze the purge/destructi~n of 
any record, paper, or document which is not expressly required by 
law to be filed and preserved lf all of the following conditions 
are complied with: 

1 . The record paper, or document ; s photographed, 
microphotographed, reproduced by electronically recorded 
video images on magnetlc surfaces, or reproduced on film, 
optical disk or any other medium, of a type approved for 
permanent photographic records by the National Institute 
of Standards Technology. 

2. The devi ce used to reproduce such record, paper, or 
document on film, optical disk or any other medium, is 
one which accurately reproduces the original thereof in 
all details. 

3. The photographs, microphotographs, electronically 
recorded video images on magnetic surfaces, or other 
reproductions on film, optical disk or any other medium, 
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are placed in conveniently access1ble files and provis1on 
is made for preserving, examining, and uS1ng the same. 

Notwithstanding any other provisions of this section, purge/ 
destruct10n of the orig1nal records: papers, or documents 1S not 
author1zed when the method of reproduction pursuant to this sect10n 
1S reprcduct10n of electron1cally recorded video images on magnet1c 
surfaces unless a dup11cate video tape of such images is separately 
maintained." 

Discussion 

Section 26205 GC basically states that if record paper, or 
documents are photog raphed, mi crof i 1 med, reproduced by 
electronically recorded video images on a magnetic surface, or 
reproduced on any type of film approved by the National Bureau of 
Standards for permanent photographic records, and 

o lf a deV1ce 1S ava1lable which can accurately reproduce 
the or1ginal document in all detail, and 

o 1 f the mi c rof 1 1 med, photog raphed, electron 1 ca 11 y recorded 
v1deo images or other reproduct1ons on f11m are 
conven1ently placed for preserving, exam1ning and using 
them, then: 

o The documents may be destroyed. 

Except 1 on: When the method of reproduct 1 on is reproduct i on of 
electronlcally recorded v1deo 1mages on magnet1c surfaces, 
pu rge/ destruct 1 on of the or 1 9 1 na 1 documents 1 s not authorl zed 
unless a dup11cate video tape of the lmages is separately 
ma1nta1ned. 

26205.1 GC - Purge/destruction of nonjudicial public records, 
documents etc. 

"The county officer having custody of nonJudicial public records, 
documents, instruments, books, and papers may cause to be destroyed 
any or a 11 of such records, documents, instruments, books and 
papers if each of the following conditions exist: 

1 . The board of supervi sors of the county has adopted a 
resolutlon authorizlng such county officer to destroy 
records, documents, instruments, books and pape r s 
pu rsuant to th; s subd i v; s 1 on. Such reso 1 ut 1 on may 1 mpose 
such conditions, in add1tlon to those speclf1ed ln thls 
subdlvis1on, as the board of supervisors determlnes are 
appropriate. 
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2. The county off ice r who destroys any record, document, 
instrument t book, or paper pursuant to the authori ty 
granted by this subdivision and a resolution of the board 
of supe rv i sors adopted pursuant to clause (1) sha 11 
maintaln for the use of the publlC a photographic or 
mlcrophotographic fllm, electronic recorded vldeo 
production or other duplicate of such record, document, 
instrument book or paper destroyed. 

3. Clause (2) sha 11 not app 1 y to records prepared or 
received other than pursuant to a state statute or county 
charter, or rec6rds which are not expressly required by 
law to be filed and preserved. 

Discussion 

For the purposes of this subdivision, every reproduction 
shall be deemed to be an original record and a 
transcript, exemplification or certified copy of any 
reproductl0n shall be deemed to be a transcript, 
exemplification or certified copy, as the case may be, of 
the original." 

Section 26205.1 GC basically states that if a resolution is adopted 
by the county 
purge/destruction 
any cond1tlons to 
appropriate): and 

board of supervlsors which authorizes the 
of records (the board of supervisors may impose 
that purge/destruction of records as they deem 

o lf the files are flrst photographed: microfilmed or 
electronicallY stored on vldeo images and the 
reproduct ion is ma i nta i ned for the use of the pub 11 c, 
then: 

o the county officer having custody of these nonjudicial 
public records may destroy any or all such records. 

Exception: If there is no law (state statute, or county 
charter) expressly requiring that the record be 
fi 1 ed and preserved, th\"n the record need not be 
photographed, microfilmed or electronically 

Summary 

stored on video images prior to purge/destruction. 
Purge/destruction must, however, be preceded by 
approval of the board of supervisors. 

This section has presented that county records may be destroyed 
either after microfilming or preserving the documents by some other 
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method of pe rmanent storage or, upon reso 1 ut i on of the board of 
superV1sors without microfilm1ng 1f there is no law expressly 
requiring that the record be filed and preserved. 

Dest.ruct;on of C;ty/County/Publ ic Sa.fety 
Record;ngs 

The statutory requirements for destruction of public safety 
"record1ngs", whether maintained by a city or a county agency, are 
provided 1n the following sections: 

26202.6 GC & 34090.6 GC Record i ngs of telephone and rad 1 0 
communications; purge/destruction 

"Notwlthstanding the provisions of Sections 26202, 26205, and 
26205.1, the head of a department of a city, county, or city and 
county, publlC safety commun1cations center, or head of a speclal 
district after 100 days may destroy recordings of telephone and 
radio commun 1 cat ions ma 1 nta i ned by the agency or the special 
dlstr1ct. Such purge/destruct10n shall be approved by the 
leg1slative body and the written consent of the agency attorney 
shall be obtained. In the event that such recordings are eVldence 
1n any claim flled or pend1ng l1tigat1on, such recordings shall be 
preserved unt1l pend1ng lit1gation is resolved." 

Note: 80th sect10ns 26202.6 and 34090.6 GC read the same with 
the except10n that 34090.6 GC begins "Notw1thstandlng the 
provisions of Sect10n 34090". 

01scussion 

Section 26202.6 GC basically states that if recordings of telephone 
and rad 1 0 commun 1 cat 1 ons of a c 1 tv! county, or pub 1 i c safetv 
commun1cat10ns center are more than 100 days old, and 

o 1f these recordings are not eV1dence in any cla1m f11ed 
or pend1ng lit1gation, and 

o 1f approval 1S f1rst granted by the agency attorney and 
the legislative body (city counc1l, board of 
superv1sors), then: the recordings may be destroyed. 

Record1ngs which are evidence 1n any cla1m filed or pendlng 
l1tigat10n shall be preserved until pend1ng litigatlon 1S resolved. 
It should be noted that there 1S a 180 day time per10d with1n Wh1Ch 
a cla1m may be f1led. Some agencles retaln the1r tapes 180 days to 
insure they are not destroyed pr10r to any possible litigat10n. 
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Purge/Destruction Resol ution Prepa.ra.tion 

In addltlon 
aval1abl1ltv . . 
can enhance 
envlronment. 

to add ress 1 ng conce rnS' about qua 1 i ty, cost, 
and security, an effectlve purge/destruction program 

efflclency and create a more pleasant work 
An agency should conslder the followlng: 

o Identifv the need to purge/destroy - Are you running out 
of room to store older documents? Do you have difficulty 
in locating them? Are your employees havipg to struggle 
wi th inadequate, i nconven 1 ent, or unsafe storage 
facilities to reference them? Are they referenced with 
any regularity? When you do reference them, are they 
dog-eared, torn, mutilated, lllegible? Can you easily 
provide security for them? 

o Identlfy specific types of records for purge/destruction 
- Are there certain types of records which are seldom if 
ever referenced? Is there any statutory requirement that 
they be kept as long as you already have kept them? . 

o MicroQraphics/Ootlcal D1Sk Storage If your agency 
present 1 y uses ml c rog raph i cs to arch 1 ve you r agency's 
records prlor to purge/destruction, you may consider the 
cost say i ngs of stor 1 ng some of these documents on 
micrographlcs. Then, conslder the cost savings of not 
using micrographics at all. There are many 
considerations to be addressed before committing to any 
automated processes--cautlon should be used. Remember, 
documents on mlcrofilm, microflche, or optical disk must 
remain retnevable and as readily accessible as the 
original document(s) would have been. This means 
indexing references to your stored records must be 
maintained. 

A suggested flve step process, that will assist in the preparatl0n 
of a purge/destruction resolution follows: 

1. Make a 1 ist of the different types of files maintalned by 
your agency. 

2. Based on the statutes govern; ng documents wi thi n your 
agency (city/county), refer to the listing at the end of 
this chapter for retention periods recommended for 
specific types of flles. Indicate that retention period 
on your list. 

Refer to sections 799, 800 to 806, and 832.5 of the Penal 
Code to determine the time period in which a criminal 
complaint must be filed. 
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All "documents" may not be .. records" wh i ch fa 11 under the 
provi s ions of the code sect ions prev i ous 1 y d 1 scussed. 
When addressing this issue, keep in mind the fo11owlng 
two questions: 

o Whose record is this? Is it a local law 
enforcement record or is it actually the 
property of another criminal justice agency? 

o Is there any statute requiring my agency to do 
anything with this document? 

Clarify WhlCh flles are actually agency files and WhlCh 
may be Department of Justice (DOJ) files. 

3. Do a simple study designed to let you know how often the 
files you want to purge/destroy are actually referenced. 

starting with the same l1St 
group file names according to 
thelr purge/destruction or 
penods of tlme. 

of f i 1 es used inStep 1, 
the statutes which requlre 
retention for identlfied 

Determine whether the agency attorney will prepare the 
officlal resolutlon for presentation to the city 
council/board of supervisors or whether it is expected 
that you prepare the document. (A sample resolution for 
both Clty and county agencies is included at the end of 
this section.) If you are expected to prepare the 
resolutl0n, submlt it with your formal proposal as 
completed staff work. 

4. Once you have f;nal1zed retention criteria based on the 
recommendations presented in this chapter, prepare your 
documentation for the resolution to purge/destroy 
speclfied records. . 

The purge/destruction resolution should be ··on-go1ng." 
This will allow the purge/destruct10n of fl1es regularly 
without repeating the resolutlon adoption process each 
year. Recognlze, however, that S0me type of review of 
the listed statutes should take place annually to ensure 
compliance with current legal requirements. 

5. Present your recommendations to your superior. 

Mon i tor the status of your proposal. Be prepared to 
verbally support your efforts before the approvlng body 
(Clty councl1/board of supervisors) if necessary. 
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While you are waiting for approval of your 
purge/destructlon resolution, begln planning how the 
actual purge/destructlon will occur. Include details 
such as cancelling automated system entries before 
destroying the documents: and deleting index references 
to documents belng destroyed. 

Pages V-23 through V-34 provide sample letters for requesting a 
resolution to purge, sample resolutions, and sample letters of 
consent. Samples are provided for both police and sheriff 
departments. 

Purge/Destruct;on of Your F;les 

Once the purge/destructlon resolution has been approved, begin io 
put a plan into action. This part of the process will take tlme 
and effort. 

The ;nitlal purge/destruction of eXistlng files 
tedlous reVlew of each file or groups of flles. 
interpreted instruction for the employees who will 
purge/destructlon of flles. Then monitor their 
ensure that the instructions are being fOllowed. 

will require a 
Prepare eas i 1 Y 
actually do the 
performance to 

Look at the present method of filing to determine if there is a way 
that they can be identlfled for future purge/destruction. For 
instance, if a specific crime report classlfication is purgeable in 
5 years, thlnk about color-codlng the file folder tab with a color 
band that indlcates "reVlew for purge in 1991." ThlS wlll mean 
that a schedule of color tabs wlll have to be prepared ln advance 
and readily avallable to employees when setting up the initial 
file; for example: red--1987, blue--1988, and green--1989. 

When documents are added to this file, a review should occur to 
determine if the documents added to the file will require 
adjustment of the original purge date. The color tab can then be 
changed accordlngly. 

Agenc i es wi th automated records management systems may have a 
source for searching and identifying "purgeable files" on the 
computer. Agencies considering automation of records should 
conSider, as part of the request for proposal, requiring either a 
-purge date" field.or the ability to search and identify files by 
type and date filed. 

Alternative Storage Med;ums 

Now that you are familiar with the regulations and laws governing 
the retention and purge/destruction of law enforcement records, you 
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may want to consider other legal methods of retaining records for 
extended pe r 1 ods ; n a more condensed form. M i c rog raph 1 cs and 
optlcal dlSk storage are two (2) alternatives. 

The law lS quite speclfic about the use of micrographlcs in 
replaclng the orlginal hard copies of publlC records. Each type of 
agency has ltS own provlsl0ns wlthin the Government Code.' 

County Agency: Government Code Section 26205 Purge/destruction of 
certain records; conditl0ns 

City Agency: Government Code Section 34090.5 - Purge/destruction 
of records; conditions 

Government Code 
photographlcally 
certification 

Section 14756 - Microfilmed and 
reproduced records; standards; 

Anyone considering the use of mlcrofilm should become familiar wlth 
the statutes that apply to thelr agency. Attorney General's 
op in ions and case 1 aw re 1 ated to each sect ion shou 1 d a 1 so be 
reviewed. 

Agencles that mlcrofl1m documents should adhere to purge procedures 
that fully comply wlth legal requlrements. These would depend on 
the type of equ i pment and f i 1 mused. Ro 11 f i 1 m and mi crofl che 
Jackets require different purge procedures. There are s;gnlficant 
costs assoclated by purglng technologles--caut;on should be used. 
The use of mlcrofllm requlres the addlt10n of m1crof,lm reader/ 
printers. An Attorney General's oplnlon (57 Ops. Atty. Gen. 6-20-
74) speclfles that a mechanlcal "reader" must be made avallable to 
the public for mlcrofl1med documents, or hard coples must be made 
for the publlC: lf requested. 

Purge Recommendat;ons By Type Of F;le 

The followlng purge recommendations are based on the content of the 
sample purge resolution provided at the end of this section. They 
are not absolute and should be checked and reviewed by the Clty 
attorney or county counsel. 

iCross-References: 

Best Ev 1 dence Ru 1 es - see Ev; dence Code 1500 et. seq. 
Fees, requests for copies - see Government Code 6257 
Inspectlon of public records - see Government Code 6250 
et seq. School Dlstrict records, microfilm coples see 
Education Code 35254. 
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1. Arrest Report Files 

Purge only those arrest reports which are required to be 
destroyed pursuant to sections: 

o 290(d)4 Penal Code 
o 11361.5(a) Health and Safety Code 
o 11361.5(b) Health and Safety Code 
o 11361.5(d) Health and Safety Code 
o 11357(e) Health and Safety Code 
o 781(a) Welfare and Institutions Code 
o 826(a) Welfare and Institutions Code 
o 826(b) Welfare and Institutions Code 
o 851.8 Penal Code 

For clarification of these sections, refer to the portion 
of this section entitled "Code Sections Requiring 
Purge/Destruction Of Specified Records." 

2. Police Report Files 

Refer to the sample purge resolution, section #1, 
subsections (d), (e), and (g). 

o Reports of lost/found property may be purged 
after two years if the items have been 
lawfully disposed of in that time. 

o Reports of 
occurrences. 

Miscellaneous 
Examples: 

non-criminal 

Injured or sick person reports, 

Missing person reports where the 
individual has returned, 

Traffic collision reports not used 
as the basis for criminal charges, 

All of which are not the basis for any civil 
action at the time the file is being reviewed 
fc r purge, may be purged after they are two 
years old. 

o Crime and supplemental reports of infractions, 
misdemeanors, and felonies and which meet the 
criteria presented in (1) through (7) of 
Section 1, subdivision (g) of the sample purge 
resolution, may be purged after they are three 
years old. 
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3. Traffic Accident Files 

As noted above, traffic accident reports which are not 
the basis for criminal charges may be purged after they 
are two years old. 

4. Alpha Index Card Files 

Retention of alpha index cards ;s related to the 
retention of the document from which the index was 
prepared. Index cards should be purged as part of the 
document purge procedure. The cross-referenced index to 
micro-filmed documents are to be retained indefinitely in 
order that the microfilmed record is as "readily 
accessible" as the original document would be. 

5. Citation Files 

Original citations (either moving or parking) are 
forwarded to the court once they are processed by law 
enforcement. There are two schools of thought that might 
be further reviewed. They are: 

o Once the original citation is forwarded to the 
court, it becomes a court document. Any 
duplicates retained by the issuing agency can 
be destroyed as soon as they are no longer 
needed. I f you elect to pu rsue th is 
philosophy, consider that if any original 
notes are entered on the department copy of 
the citation by the issuing officer, the 
document then becomes an "or i gina 1" and can 
only be purged after the documents are more 
than two years old. 

o The second schoo 1 of thought be 1 i eves that 
even though the original citation is sent to 
the court, the i ssui ng agency has the 
responsibility to maintain a copy of each 
citation for the two year period. 

6. Correspondence Files 

Correspondence received or sent that relates to a 
specific public record should be retained for the same 
period of time that the public record is retained. 

Informational correspondence from the Department of 
Justice, Federal Bureau of Investigation, Department of 
Motor Vehicles, etc., should be maintained as long as the 
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information provided is current. These documents should 
be pulled and replaced by the most current correspondence 
on the same subject matter .. 

Miscellaneous correspondence should be retained for a 
period of two years and then purged. 

7. Dealers Records of Sale Files 

The Penal Code does not require law enforcement to do 
anything with Dealers Records of Sale forms except 
receive duplicate copies of them. These forms should be 
destroyed as soon as they are no 1 onge r needed. The 
or i gina 1 document is ma i nta; ned by the Department of 
Justice and automated lists of firearms purchases are 
furnished by the Department of Justice upon request. 

8. Pawn and Second Hand-Property Files 

There is no legal mandate for local law enforcement to' 
retain copies of secondhand dealer transactions once the 
information is entered into the State Automated Property 
System. Most agenc i es ret a in these records for two 
years. 

9. Tear Gas Fi les 

As with Dealers Records of Sale, there is no statutory 
processi ng requi red by 1 aw enforcement other than the 
rece i pt of a dup 1 i cate copy of the document. It is 
recommended that these documents be destroyed as soon as 
they are no longer needed. 

10. Sex and Narcotics Registration Files 

Only those records falling under the provisions of Penal 
Code Section 290(d)( 1) PC may be purged/destroyed. Refer 
to specific code se~tion. 

11. Alcoholic Beverage Control License File 

Documents provided to law enforcement by the Alcoholic 
Bevarage Control Board (ABC) are duplicates of original 
ABC paperwork. If there is no follow-up investigation at 
the law enforcement level, the duplicates may be 
destroyed when they are no longer needed. 

If, however, some investigation is completed at the local 
1 eve 1, then any documentat i on of the invest i gat ion shou 1 d 
be retained for the appropr i ate peri od (two years for 
licensing paperwork; or three years if no arrest occurs). 
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12. Concealed Weapon Permits/Bicycle License/Business License 
Files 

The recommended retention period for expired licenses and 
permits is two years. 

13. Auto Repossession Files 

Written notification of repossession of a vehicle is a 
miscellaneous non-criminal report and should be retained 
for two years and then destroyed. 
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Sample Cover Letter 

DESTRUCTION OF CITY RECORDS 

TO: City Attorney 

I would like to establish a record destruction policy which will 
minimize the police department's document storage requ'jrements. 

The California Government Code authorizes two destruction methods 
for records. The first method relates to microfilming processes as 
authorized by Section 34090.5. Undertaking the microfilming of all 
departmenta 1 records, however, wou 1 d be expens i ve. Even more 
important, there is no persuasive rationale supporting the 
retention of police reports for decades. For this reason I 
recommend the second method, the systematic destruction of records 
which have outlived their usefulness, as described in Govern'1:ent 
Code Sections 34090 and 34090.6. 

Submitted with this letter is a draft resolution for submission to 
the city council; this resolution will permit me to implement the 
record destruction procedure. I would like you to review, modify 
(if necessary), approve and forward an appropriate resolution to 
the city manage r for p resentat i on to the city counc i 1 . A 1 so 
forwarded wi th the reso 1 ut i on are excerpts f rom thE~ re'l evant 
Attorney General's opinion on the destruction of city records. 

Sincerely, 

Chief of Police 

cc: city Manager 
, 
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DRAFT RESOLUTION 

RESOLUTION # ______________ __ 

RESOLUTION OF THE CITY COUNCIL OF APPROVING 
THE DESTRUCTION OF CERTAIN POLICE DEPARTMENT RECORDS, DOCUMENTS, 
AND PAPERS, PURSUANT TO SECTIONS 34090 AND 34090.6 OF THE 
GOVERNMENT CODE OF THE STATE OF CALIFORNIA. 

WHEREAS the Chief of the Police Department has 
submitted a request for authority to destroy obsolete records and; 

WHEREAS said request is in accordance with the procedures and 
requirements of Section 34090 and 34090.6 of the California 
Government Code; and 

WHEREAS the Chief has stipulated the useful retention period' 
for the Police Department records; 

NOW, THEREFORE, BE IT RESOLVED BY THE CITY COUNCIL OF 

1 . The follow; ng ci ty records, documents, instruments, books 
or papers are no longer required and may be destroyed. 

(a) Record i ngs of te1ephone and rad i 0 commun i cat ions 
over one hundred (100) days old, providing such 
recordings are not evidence in any claim filed or 
any pending 1 itigation (or potential claims and 
litigation), in which case, such recordings shall 
be preserved for one hundred (100) days after the 
conclusion of litigation. 

(b) Auction receipts and records over two (2) years 
old. 

(c) Records of expi red 1 icenses and permits over two 
(2) years old. 

(d) Records of lost and found items, wh i ch lost and 
found items have been lawfu11y disposed of, over 
two (2) years old. 

(e) Miscellaneous non-criminal reports over two (2) 
years old. 

(f) Police Daily Activity records and logs over two (2) 
years old. 
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(g) All crime and supplemental reports of infractions, 
mi sdemeanors , and fe 1 on i es over th ree ( 3) years 
old, providing: 

( h ) 

( i ) 

( . ) \ J 

( k ) 

( 1) They do not re 1 ate to an arrest, except for 
section 2 below. 

(2) They do not relate to unserved warrants. 

(3) They do not involve identifiable items which 
have not been recovered. 

(4) They do not relate to 290 Penal Code, 457.1 
Pena 1 Code or 11590 Hea 1 th and Safety Code 
registrants. 

(5) They do not relate to a criminal death case. 

(6) They do not relate to violations listed in 
Penal Code Sections 799 and 800. 

(7) The cases are not presently involved in either 
civil or cri~ina1 litigation. 

All index cards and logs which relate to the case 
documents destroyed. 

Police dispatch cards over two ( 2 ) years old. 

Field interview cards over two ( 2 ) years old. 

Duplicates of all reports may be destroyed at any 
time when the duplicates are no longer needed. 

2. Records pertaining to the arrest or conviction of any 
person for a violation of subdivision (b), (c), Cd), or 
(e) of Section 11357 or subdivision (b) of Section 11360 
of the Health and Safety Code occurring after January 1, 
1976 shall not be kept beyond two years from the date of 
conviction, or from the date of arrest if there was no 
conviction. 

3. Any documents re 1 at i ng to cit i zen comp 1 a i nts or 
investigations in response to citizen complaints relating 
to members of the Police Department and internal affairs 
investigation files shall be retained for a period of at 
least five (5) years, providing such documents are not 
evidence in any c1aim filed or any pending litigation (or 
potent i all it i gat ion), in wh i ch case such documents sha 11 
be preserved for five (51 years after the conclusion of 
litigation. 
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4. This Resolution also authorizes the Police Department to 
pu rge arrest warrants accord i ng to areca 11 schedu 1 e 
established by the Courts for the timely return of 
warrants. 

Recommended for approval: 

(date) 

V-26 



SAMPLE LETTER OF CONSENT 

TO: CHIEF OF POLICE 

This ;s to provide written consent to destroy obsolete records of 
the Pol ice Department in accordance with the 
schedule established by Resolution # , of the City Council 
of , dated ,19_. 

Sincerely, 

City Attorney 

cc: City Manager 
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OPTIONAL SAMPLE LETTER OF CONSENT 

TO: CHIEF OF POLICE 

This is to provide written consent to destroy obsolete records of 
the Police Department as enumerated on the copy of 
your enclosed letter of 19 This destruction is 
in accordance with the schedule established by Resolution # ____ _ 
of the City Council of, , dated 
19_ 

Sincerely, 

City Attorney 

cc: City Manager 
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Sample Cover Letter 

DESTRUCTION OF COUNTY RECORDS 

TO: County Counsel 

I would like to establish a record destruction policy which will 
minimize the sheriff's department document storage requirements. 

The California Government Code authorizes two destruction methods 
for records. The first method relates to microfilming processes as 
authorized by Sections 26205 and 26205.1. Undertaking· the 
microfilming of al' departmental records, however, would be 
expensive. Even more important, there is nonpersuas;ve rationale 
supporting the retention of police reports for decades. For this 
reason I recommend the second method, the systematic destruction of 
records wh i ch have out 1 i ved the i r usefu 1 ness, as desc r i bed in 
Government Code Sections 26202 and 26202.6. • 

Submitted with this letter is a draft resolution for submission to 
the board of supervisors; this resolution will permit me to 
implement the record destruction procedure. I would like you to 
review, modify (if necessary), approve and forward an appropriate 
resolution for presentation to the board of supervisors. 

Sincerely, 

Sheriff 
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DRAFT RESOLUTION 

RESOLUTION # ______________ __ 

RESOLUTION OF THE BOARD OF SUPERVISORS OF 
COUNTY APPROVING THE DESTRUCTION OF CERTAIN SHERIFF'S DEPARTMENT 
RECORDS, DOCUMENTS, AND PAPERS, PURSUANT TO SECTIONS 26202 AND 
26202.6 OF THE GOVERNMENT CODE OF THE STATE OF CALIFORNIA. 

WHEREAS the Sheriff has submitted a request for authority to 
destroy obsolete records and; 

WHEREAS said request is in accordance with the procedures and 
requirements of Section 26202 and 26202.6 of the California 
Government Code; and 

WHEREAS the Sheriff has stipulated the useful retention period 
for the Sheriff's Department records; 

NOW, THEREFORE, BE IT RESOLVED BY THE BOARD OF SUPERVISORS OF 

1. The fo 11 owi ng county 
books or papers are 
destroyed. 

records, documents, 
no longer required 

instruments, 
and may be 

(a) Recordings of telephone and radio communications 
over one hundred (100) days old, providing such 
recordings are not evidence in any claim fi~ed or 
any pending litigation (or potential claims and 
litigation), in which case, such recordings shall 
be preserved for one hundred (100) days after the 
conclusion of litigation. 

( b) Auct ion rece i pts and records ove r two (2) yea rs 
old. 

(c) Records of expired licenses and permits over two 
(2) years old. 

(d) Records of lost and found items, wh i ch lost and 
found items have been lawfully disposed of, over 
two (2) years old. 

(e) Miscellaneous non-criminal reports over two (2) 
years old. 
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(f) Sheriff's Daily Activity records and logs over two 
(2) years o'ld. 

(9) All crime and supplemental reports of infractions, 
misdemeanors, and felonies over three (3) years 
old, providing: 

( 1) They do not re 1 ate t.o an ar rest, except for 
section 2 below. 

(2) They do not relate to unserved warrants. 

(3) They do not involve identifiable items which 
have not been recovered. 

(4) They do not re 1 ate to 290 Penal Code, 457. 1 
Pena 1 Code or 11590 Hea 1 th and Safety Code 
registrants. 

(5) They do not relate to a criminal death case~ 

(6) They do not relate to violations listed in 
Penal Code Sections 799 and 800. 

(7) The cases are not presently involved in either 
civil or criminal 1 itigation. 

(h) All index cards and logs which relate to the case 
documents destroyed. 

(i) Dispatch cards over two (2) years old. 

(j) Field interview cards over two (2) years old. 

(k) Dup 1; cates of a 11 reports may be destroyed at any 
time when the duplicates are no longer needed. 

2. Records pertaining to the arrest or conviction of any 
person for a violation of subdivision (b), (c), Cd), or 
(e) of Section 11357 or subdivision (b) of Section 11360 
of the Health and Safety Code occurring after January 1, 
1976 shall not be kept beyond two years from the date of 
conviction, or from the date of arrest if there was no 
conviction. 

3. Any documents relating to citizen complaints or 
investigations in response to citizen complaints relating 
to members of the Sheri ff' s Department and ; nterna 1 
affairs investigation files shall be retained for a 
period of at least five (5) years, providing such 
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documents are not evidence in any claim fi led or any 
pending litigation (or potential litigation), in which 
case such documents shall be preserved for five (5} years 
after the conclusion of litigation. 

4. This Resolution also authorizes the Sheriff's Department 
to purge arrest warrants according to a recall schedule 
established by the Courts for the timely return of 
warrants. 

Recommended for approval: 

(date) 
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SAMPLE LETTER OF CONSENT 

TO: SHERIFF 

This is to provide written consent to destroy obsolete records of 
the Sheriff's Department in accordance with the 
schedule established by Resolution # , of the Board of 
Supervisors of County, dated ,19 __ . 

Sincerely, 

County Counsel 
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OPTIONAL SAMPLE LETTER OF CONSENT 

TO: SHERIFF 

This is to provide written consent to destroy obsolete records of 
the Sheriff's Department as enumerated on the copy of 
your enclosed letter of ,19 __ , Thi$ destruction is in 
accordance with the schedule established by Resolution 
# , of the Board of Supervisors of county, 
dated , 19 

Sincerely, 

county Counsel 
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VI _ FORMS CONTROL 

Introduct;on 

Forms contro 1 is an essent i a 1 component of a records management 
system. Forms contro 1 is a system of centra 1 i zed respons i b i 1 i ty 
for the development maintenance, numbering, revision, ordering, and 
supply of designated forms. Forms are used to record, transmit and 
store information. Forms processing represents a significant 
expenditure of personnel time. Effective forms control will ensure 
that desired information is collected in a consistent format; it 
will limit the duplication of information and effort, and it will 
ensure adequate forms supply arrd systematic forms revision. All of 
these elements contribute to the integrity and efficiency of the 
total records system. 

The forms control concepts and procedures recommended in this 
section are basic. They are particularly suitable for the small 
and med i um sized agency whe re respons i bi 1 i ty for forms cont ro 1 
usually rests with the Records Supervisor. Recommendations in this 
section are meant to serve as guidelines. Each agency should adapt 
the concepts to fit its own operations and needs. 

Elements of Forms Control 

The basic elements of a forms control system are: 

1. Central responsibility 
2. Written policy 
3. Forms inventory 
4. Form development and revision 
5. Form numberi ng 
6. Form ordering and supply 

The responsibility for forms control should be centralized. 
person should be the coordinator for all forms activities. 
individual will: 

o maintain an inventory of agency forms, 
o assist in form development and design, 
o number new forms, 
o consolidate duplic~te forms, 
o assist in form revisions, 
o order forms, and 
o maintain adequate form supplies. 
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Records supervi sors are often 
determination of forms control 
agency size, specific job 
circumstances. 

Written Policy 

given this responsibility. The 
responsibility must be based on 

classifications, and agency 

A forms control directive must be written to identify policy and to 
establish procedures. This written document is designed to ensure 
un i formi ty and comp 1 i ance as we 11 as to tra in and inform. Its 
objectives are to: 

o promote consistent policies, 
o assure uniform and appropriate forms design, 
o prevent the use of unauthorized forms, 
o prevent duplicate forms, 
o control form volume, 
.0 ensure adequate form supply, and 
o prevent duplication of effort. 

A sample directive is included in the Model Directives Section, 
pages A-1 through A-3. 

Forms Inventory 

Forms control starts with the identification of all forms used by ~ 
the agency. This is accomplished through a forms inventory. The .., 
inventory consists of a listing of all current agency forms. The 
forms can be collected in several ways, depending upon agency 
size. In a small agency, the records supervisor can simply gather 
the forms in use. In a larger agency, each section or unit can be 
asked to provide current forms to the forms control coordinator. 
Two copies of each form in use should be collected. 

Two files should be established: 

1. A numerical fi 1e--a collection of all current forms fi led 
in numerical order by form number. 

2. A functional file--a collection of all forms segregated 
by form subject or function. 

Numerical File. The numerical file consists of one letter-sized 
file folder for each form. The folder, which is the basic working 
file, should be labeled with the form number and form name. Each 
folder should contain: 

o The most current example of the form along with any older 
versions clearly identified as such. This provides an 
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overview of the form's history and assists when 
considering further modifications. 

o Form specifications, that is, color, 
or card stock, number of sides, 
placement of holes or perforations, 
NCR or carbon, etc. 

o Form number and title. 

size, type of paper 
number of copies, 
fold instructions, 

o Form preparation and distribution instructions. 

o Minimum stock level and ordering information. 

o Estimated annual use. 

T~is file should contain an accurate record of the history and use 
of each form. 

Functional File. The functional file consists of a group of file 
folders, each pertaining to a particular subject, such as: 

o administrative forms, 
o log forms, 
o pe rsonne 1 'forms, 
o property/evidence forms, 
o report forms, 
o routing forms, 
o supplemental forms, 
o traffic forms, and 
o vehicle forms. 

The purpose of the functional file is: 

o to compare forms by function to determine if overlapping 
or duplication are occurring, 

o to prov i de easy access to forms re 1 ated to the same 
function, 

o to prevent the development of new forms when an existing 
form will do, 

o to locate a form when the name and number are not known, 
and 

o to aid in the analysis of agency processes related to a 
particular subject. 
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As the functional file is completed, ideas for forms consolidation 
will become apparent. Forms consolidation is an excellent way to ~ 
reduce the number of agency forms as well as to record more concise ~ 
information with less effort. A forms inventory will also identify 
forms that are no longer used. 

A complete form index, listing each form number and title, should 
be developed for easy reference. 

Forms Numbering 

Each form should have a unique form number. The form number is the 
most basic reference to a specific form. The forms inventory may 
reveal unnumbered forms in use. These must be given a number if 
they are to conti nue to be used. A 11 form numbers shoul d be 
preceded by an agency identifier consisting of the agency's 
initials. 

Several numbering systems are acceptable. In the simplest 
numbering system, forms are numbered consecutively starting with 
"011e." No siglnificanc:e is built into such a system. Other options 
might include the grouping of form numbers according to use. For 
example, all general report forms could be in the 100 series, all 
property and evidence forms in the 200 series. This numbering 
system permits forms with like functions,to be stored together when 
maintained numerically. This provides easy access to forms when 
the number is not kno,,,,,n. e 
Another option might be to include an alphabetic prefix to a form 
number which indicates which agency section uses the form. For 
example, administration form numbers would be preceded by a "A", 
investigation forms preceded by an "I", etc. This system 
segregates forms by users. This system also provides convenient 
access to forms. 

The simplest numbering system is usually the best. If an existing 
numbering system works, it is best not to change. Changing all the 
numbers, which would also mean revising manuals and the forms 
themselves, could lead to more work and disruption. When a form 
becomes obsolete and the form's use is d i scont i nued, the form 
number should be retired along with the inventory file folder. 
Reassigning form numbers can lead to confusion. 

Form Development and Revision 

Employees should be encouraged to suggest methods for improving 
efficiency. This often results in the proposal for a new form, a 
revised form or a consolidation of forms. Written policy should 
identify the approval process. 
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When a new form is proposed, the forms coord1nator should: 

1. Review the proposed form and determine its function. 

2. Determine 1f there is an existing simllar form. 

3. Determ1ne form processing implicat10ns and resultant' 
personnel time by flow chartlng the new form's use. Test 
the use of the form through the process i ng stages and 
discuss implications of its use with clerical personnel. 

Weigh any additional time necessitated by use of the form 
against additional benefits that are likely to result. 

4. Determlne and review related legal mandates. Examples: 

5. Request 1 nput from agency personnel that wi 11 use the 
form. 

6. Recommend adopt 1 on (or reJ ect, on) of the new form, or 
revision of existlng forms. 

7. Advise the train1ng officer of the new or rev1sed form. 
Indicate the purpose of the proposed form and possible 
ram1fications; for example, needed training, the rev;s10n 
of manuals and direct1ves. Training prior to the 
introduction of a new or revised form 1S essential. 

Once the basic concept of a new form is approved, the final design 
phase begins. Well-des1gned forms are eaS1er to use, provide more 
accurate 1nformatlon, and facilltate completion. 

Figure VI-1, page VI-13, depicts the form development flow chart. 

Basic conslderations in form design are: 

o Who will complete the form? 

o Will the form be completed by hand, or typewriter, or 
computer? 

o Where will the form be completed? 

o How much routing will the form need? 

o Will the form be filed, if so, where? 

o What are the legal issues? 

These preliminary considerations will identify special needs 
related to: 
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o form size, 
o form color, 
o number of copies, 
o the use of card stock, and 
o the use of carbon or "no carbon required" (NCR) paper. 

Circumstances may arise requiring the use of a temporary form. The 
form development process should remain the same. To ensure 
temporary use, however, an expiration date should be clearly 
visible on the form. 

Forms requiring copies present special problems. Copies are 
produced using carbon paper, "no carbon required" (NCR) paper, or 
an office copier. There are factors to consider in each method. 

Carbon paper copies are usually legible and require minimum 
personnel time for completion. The use of carbon paper is messy, 
presents disposal problems and may increase personnel clean-up time 
when large batches are handled. Carbon paper is less expensive to 
order initially but, bulkier to store and use. Outdoor use, 
particularly in wind and rain, is difficult. Carbon copy 
legibility can deteriorate during storage. Spurious markings often 
appear on copies which also affect legibility. 

NCR paper is easier to use (no clean-up or disposal problems), but 
legibility may vary depending upon conditions such as user writing 
pressure and exposure to sun and moistur~. NCR paper is slightly 
more expens i ve to purchase than paper and carbon; is subject to _ 
markings, and images may deteriorate with extended storage. ~ 

Office copiers produce the most legible copies. There is little 
image deterioration with storage nor markings which might affect 
legibility. The costs associated with producing copies are in 
personnel time and increased copier usage. Several factors must be 
considered in determining which method should be used for producing 
copies. Agency report forms which may be completed by an officer 
in the field and which contain significant information subject to 
retention are best duplicated by office copier. Those forms of 
lesser significance prepared in a controlled environment can be 
reproduced using NCR paper. The method used to produce copies is 
dependent upon: 

o significance of content, 
o method of completion, 
o environmental conditions, 
o retention period, 
o cost factors, and 
o desired copy quality. 

Each form requiring copies must be evaluated as to the method most 
suitable taking into consideration the above factors. 
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Form Content Arrangement. The logical arrangement of information 
on a form is important for user efficiency and ease of handling. 

Once it has been dec i ded what i nformat ion will be gathered, the 
information should be arranged into groups and the groupings then 
arranged into the appropriate order. The relevant issues in this 
arrangement concern the accessibility of key information and its 
logical sequence. 

The information used to reference the document, such as the case 
number, should be placed in the most visible location, usually the 
upper right-hand corner. How a document will be filed and 
retrieved is an important factor. Signature boxes used for 
approvals appear at the bottom of the form. 

Form Layout Basics. The following are generally regarded as the 
basis for a well-designed functional form: 

1 • Vertical Spacing Three writing 
accommodate most handwr it i ng. 
accommodates typewritten entry as 
spacing of a typewriter. 

Example: 

lines per inch will 
This spacing also 

it matches the double 

(1-inch) 

2. Hor i zonta 1 Spac i ng For entr i es up to ten characte rs, 
allow one inch for every five characters. For entries 
over ten characters, allow two inches plus an inch for 
every seven to eight characters. This spacing is 
adequate for handwri tten and typed forms and provi des 
some space between entr i es. Th is spac i ng adds to the 
readability of the form. 

Example: 1 " 

234 5 

3" 

2345678 
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3. Upper Left Captions Style 
recommended because: 

This design style is 

o the capt ions become secondary after the form is 
completed, 

o no writing space is taken up by the captions, 
o typewriters are easier to set-up, and 
o it provides more room for completion. 

Example: 
Name 

Address 

City, State, Zip Code -, 

4. Capt ions These shou 1 d be clear and read i 1 y unde r­
standable by anyone completing the form. Few directions 
for forms completion are necessary with wel1-thought-out 
captions. 

Example: 

5. Check Boxes 
answers. 

Example: 

Case 
Status 

Date of Inc 'i dent 

Date of Report 

These should be placed in front of the 

1_/Pending 

1_/Unfounded 
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6. Screens Screens or shaded areas can be used to hi gh1 i ght 
certain areas. This is frequently used to indicate data 
entry items. 

7. Margins Adequate margins are essential because: 

o the form appears neater, and 

o the form can be placed in a binder without 
losing information along the left-hand column. 

A 3/8" border around the form is usually adequate. If 
the form wi 11 be mainta{ned in a three-ring binder, 5/8" 
to 3/4" is suggested. 

8. Instruct ions Instruct ions for forms comp 1 et ion shou 1 d be 
located in the agency's report wr it i ng manua 1 . These 
instructions will indicate under what circumstances and 
by whom the form shall be completed as well as further 
information on desired content. 

9. Distributing and Routing Information The distribution of 
agency report forms (c rime reports, inc i dent reports, 
etc.) will be identified in the agency's report writing 
manual. Other types of intra-agency forms can have 
specific routing information clearly stated on each copy 
of the form. This information should be located along 
the bottom or stacked in the lower left corner of each 
copy. Bolder typeface can be used to draw attention to 
these instructions. 

10. Form Number and Title These are the essential elements 
in i dent i fy i ng a form. Form numbers are used for 
inventory control, for ordering, and for reference in 
written procedures. Form numbers should be placed in the 
lower left corner. Form titles should be placed at the 
top of the form. Overall consistency in location is 
important. 

This checklist can be used to determine if form design will meet 
the needs of the users. 

Arrangement: 

o Are all items arranged in a logical sequence taking into 
account how the information is recorded and retrieved? 

o Is key information in the most visible location? 
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Spacing: 

Is non-releasable information concentrated in one area so 
that masking can -be efficiently used? 

o Is adequate space provided for each data element 
requested? 

o Is the horizontal spacing adjusted to provide a minimum 
number of typewriter tab stops? 

o Is the vertical spacing set so that the typist can use 
the carriage return lever or key to move to the next 
line? 

Captions: 

o Are the captions easily understood? 

o Are capt ions placed in the upper 1 eft corner of each 
fill-in area? 

o Will abbreviations be readily understood? 

Multiple Choice Answers: 

o Are clear and comprehensive choices given? 

o Are the choi ces and check boxes arranged properl y for _ 
accurate fill-in? ~ 

Instructions and Distribution: 

o Are instructions for completion clear and placed near the 
items being explained? 

o Is specified routing information on each copy of a 
multipart form? 

o Are the routing instructions along the bottom or stacked 
in the lower left corner of each copy? 

Margins: 

o Are margins adequate for any binding technique, such as 
three-ring binder, arch file or metal fasteners? 

o Are margins adequate for other handling processes, such 
as stapling and office copier reproduction? 
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Type, Lines, and Screens: 

o Do the lines on the form vary in width and boldness to 
guide the user? 

o If shading is used for highlighting or separation, is it 
really helpful? Remember that shading can often affedt 
the quality of office copier reproduction. 

o Within the same typeface, is there variation in the size 
of type, its boldness, and use of capital and small 
letters and italics to enhance the appearance and 
legibility of the form? 

construction: 

o Is the size standard to avoid higher costs and delays in 
reordering? 

o Is the paper weight appropriate for the form's use and 
retention? 

o Is the color of the form appropriate and suitable for 
office copier reproduction? 

Identification: 

o Is the title appropriate? 

o Is the agency properly identified? 

o It the agency "originating agency identifier" (ORI) 
number on the report form? 

General: 

o Wi 11 this form accompl ish its purpose with minimum effort 
by all users? 

o Has form processing been analyzed by flow charting to 
discover potential problems? 

o Have clerical processing personnel given feedback on form 
use? 

o Does the form meet legal mandates and requirements? 

o Have potential users given feedback on form use? 
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Forms Order;ng and Supply 

Centralized responsibility for forms ordering and supply is 
essential for an orderly and cost effective forms supply system. 

The six steps in this process are: 

1. Establish annual form usage and reorder criteria (based 
upon date or inventory) for each form. This information 
is maintained in the numerical forms file folders, which 
also contain specifications and order histories. 

2. Place a form reorder indicator at the appropriate place 
in the existing forms stock. This can be a colored sheet 
with instructions to the user to place the indicator in 
a designated location for reorder purposes. 

3. Notify in writing the appropriate supervisory level 
personnel of the proposed reorder date. State that any 
proposed revision or change should be communicated 
immediately. 

4. Reorder form on scheduled date. 

5. Place a copy of reorder sheet in "reorder folder" to 
monitor order time. 

6. When the order is completed, place the reorder sheet into 
the appropriate folder in the numerical forms file for 
historical reference. 

This simple supply and ordering procedure, if followed carefully, 
should result in an adequate supply of agency forms. 

The basics of forms control can be adapted to fit any 
key to a successful forms control system is 
responsibility and a well planned system formalized 
policy. 
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VII. SYSTEM AUDIT PROCEDURES 

Introduction 

Law enforcement records management demands a close check on 
controls and performance auditing. In large agencies, audits may 
be performed by staff assigned to inspectiona1 services. In 
smaller agencies, records managers or other assigned personnel may 
perform this function. The auditing process is intended to provide 
pertinent information to managers and supervisors to assure that 
processes and procedures are meeting identified objectives. Each 
agency must determine the auditing configuration best suited to its 
needs. 

As audit is defined as "an official examination and verification of 
accounts and records." Its bas i c obj ect i ve is to control and 
verify the integrity of records and the reporting system. It 
provides a means for assuring compliance with existing rules, 
regulations and policies by identifying any weaknesses in the 
reporting system and then providing information necessary to take 
corrective action and improve performance. 

A formal audit procedure involves conducting a preliminary survey 
and an in-depth audit. The purpose of the survey is to discover 
problem areas in the record-keeping system and to collect necessary 
general information about the system. This survey is used to 
identify areas of concentration in the preparation of the audit 
plan. To facilitate this task, interviews and questionnaires may 
be used. Questionnaires should be given to records personnel and 
selected operations personnel. Each group has a specific 
perspective on the overall records system and will be able to 
report perceived problems, bottlenecks, delays or other processing 
problems. The questionnaires should help to identify the main 
areas on which the audit-should focus and may identify information 
or documents necessary to conduct the audit. 

The in-depth audit will involve the random examination of records 
and other documentation, the visual inspection of files, possible 
testing of procedures and the preparation of the final report. 

Legal Standards 

The audit concept of quality control is one of the standards set by 
the National Advisory Commission on Criminal Justice Standards and 
Goals, Criminal Justice System, Police Information Systems, 
Standard 4. 7 , Quality Control of Crime Data: 

"Every pol ice agency should make provisions for an independent 
audit of incident and arrest reporting. The audit should 
verify that: 
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1. Crime reports are being generated when appropriate; 

2. Incidents are being properly classified; 

3 . Reports are being properly prepared and submitted." 

The Justice System Improvement Act (JSIA) Regulations, 28 C.F.R., 
Sect ion 20. 1 et seq. (forma 11 y known as the LEAA Regu 1 at ions) 
addresses standards for the qual ity of criminal history record 
information. JSIA Regulations 28 C.F.R., Section 20.21(a), 
subsection 5 states that: 

o "Criminal justice agencies must institute a process of 
data collection, entry, storage and systematic audit that 
will minimize the possibility of recording and storing 
inaccurate information." 

-, 
In addition to these requirements, 42 United States Code 3771(b) 
establishes a standard which is prescribed for records management 
and perhaps the establishment of maintenance standards for records. 
In part, it relates that: 

o "Criminal justice agencies specifically have a duty to 
maintain records that are accurate, complete and up-to­
date. To ensure that legally sufficient record 
management is present, each administrator should ensure 
that there are security audit standards and personnel 
training standards which would allow accurate and up-to­
date records." 

Title II, Section 702 of the California Administrative Code, 
sUbsection (c) states that the California Department of Justice 
shall: 

o "Conduct audits of authorized persons or agencies using 
criminal offender records information to ensure 
compliance with state regulations." 

The FBI mandated a number of changes to be implemented at the state 
and local level effective January 1,1987. These changes, "neces­
sary to ensure the integrity of records information," require DOJ 
to biennially audit each user agency to ensure compliance with CJIS 
and NCIC policy and regulations. 

Types of Audits 

Although this section will primarily address itself to the internal 
operations audit of a police recordkeeping system, it is important 
to note that several types of audits exist. Those which impact the 
criminal justice field include: 
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o 

o 

Management Aud it - Exami nat i on and eva 1 uat i on of an 
agency's organizational structure, plans, policies, and 
systems. 

Operational Aud,t - Examination and evaluation of the 
efficiency and effectiveness of the use of resources and 
the extent to which practices and procedures adhere to 
policies established by management. 

Compliance Audit - Examination to determine if certain 
legal requirements have been met. 

Who Conducts the Audit? 

Records audits are most often performed by records managers. 
Records managers usua 11 y have the best overall vi ew of records 
processes, procedures and legal requirements, as well as the 
responsibil ity for the supervision of records processing personnel. 

If serious problems surface during the preliminary survey which the 
agency would like assistance in solving, the Commission on Peace 
Officer Standards and Training, Management Counseling Services 
Bureau, can be contacted for information, advice, and assistance. 

How Often Should You Audit? 

Although there are no set time frames for conducting audits, good 
management dictates that inspections and audits should be planned 
and scheduled on a periodic basis so that all critical areas are 
covered within an established time period. Problem areas may 
require audits on a more frequent basis. The records operation 
should be audited at least once a year. Frequent changes occur in 
1 aw enforcement, many due to changes in the 1 aw. Due to the 
potential liability placed upon agencies, their employees and the 
data they maintain, it is essential that records mangers monitor 
and inspect their sections annually. 

Working Papers 

The documents developed during the audit, otherwise known as the 
"working papers," contain the records of the preliminary survey, 
the audit plan, the results of interviews, physical inspections and 
all other paperwork relating to the audit. They are the organized 
references to supporting data. The working papers provide evidence 
to support the aud; t, and they provi de background and reference 
material for future audit planning. 

Documentation should be made on standard 8 1/2" x 11" paper. This 
will allow placement in binders. 
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Impacts of Automation 

A 1 though the use of computers does not affect aLldi t standards, _ 
computerization does have a significant impact upon all aspects of .., 
information systems. Therefore, it may be necessary to audit both 
the manual processing as well as computer-based processing 
activities. This evaluation may involve tracing selected 
transact ions "around the computer" and/or aud i t i ng "through the 
computer." . 

Auditing Around the Computer 

This audit ,approach consists of tracing data from the source 
documents to the final reports. This assumes that if the final 
product was "correctly derived from the input, then the computer 
processing is functioning properly." For example, if the records 
system ut i 1 i zes the entry i:)f speci f; c data for the purpose of 
creating a data-base, providing management reports based upon time 
frames, types of crime, etc., and if th~ entry of that data does 
provide the requested reports/information in a useable and 
acceptable form, then it is assumed that the computer processing is 
functioning properly. Therefore, there is no need to test the 
computer program. The main advantage to this type of approach is 
that it is economical, simple to apply and the auditor needs little 
if any knowledge concerning computer programming. 

Auditing Through the Computer 

This approach assumes that if the processing system is reliable, 
then the final output will most likely be accurate. This involves 
testing the processing and programmed checks which are found in the 
programs. This involves a relatively high degree of computer 
programming knowledge by the auditor. In addition, there can be 
sUbstantial costs involved in this type of "testing. 

Use of Flowcharts 

Flowcharts are diagrams that "graphically portray the sequential 
flow of data and/or operations through a procedure." Flowcharts 
are cost effective in portraying the flow of documents through a 
system. Beginning with the origination point, they trace the 
distribution of documents as they are processed within various 
units and are moved toward their ultimate destination. They also 
indicate interfaces with other related procedures and can help to 
identify poor processes. They help decide what should be done and 
who should do it. Flowcharts are drawn as part of the audit 
process and will be kept with the working papers; occasionally they 
are included in the final report. 
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The flowchart depicts what jobs are being performed, where, how, 
and by whom. The chart ; dent if i es all documents, forms, and 
reports in a procedure. It further identifies the equipment used 
and the output of the equi pment. The flowchart records every 
action required to produce the final product. It also provides 
statistical data. 

How to Flowchart 

Although flowcharts appear in many forms, they are basically a word 
and symbol picture of the major steps involved in the workflow 
procedure. A simplified flowchart utilizes the following symbols: 

<J~---

o 

A manually prepared document, such as a 
letter, form, or report. It should be 
identified by placing its name, i.e., Initial 
Report, in the center of the symbol. 

Action symbol indicating workflow or movement 
of items or operations form one place to 
another. An alternative direction of flow can 
be identified by drawing the symbol with 
dotted lines. 

Any machine, such as a typewriter, computer, 
etc. It should be identified by placing its 
name in the center of the symbol. 

Punch, magnetic, or tab card. This is a 
multi-use symbol which may be used to identify 
records or computer-related procedures. It 
should be identified by its form number or by 
placing its name in the center of the symbol. 

Start or stop process. 

Connector. 

Any document automatically produced from a 
machine, such as a computer printer. It 
should be identified by placing its name in 
the center of the symbol. 
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Symbols used 1n 1dent1fY1ng most operat10ns which occur in an 
off1ce procedure include: 

<11----

OPERATION An operation occurs when 
1nformat10n 1S arranged and prepared and when 
actua 1 act 1 on takes place, such as open 1 ng 
mail, t1me stamping documents, etc. 

ACTION As previously mentioned, a 
transportation symbol indicating workflow or 
movement from one person to another, one desk 
to another, etc. 

DECISION. 

INPUT/OUTPUT. 

STORAGE 
term1nated 
safekeep1ng, 
1n a storage 

Th1S 
for 
such 
flle. 

occurs when a flow 1S 
temporary or permanent 

as the filing of paperwork 

In the actual preparatl0n of the flowchart, it 1S necessary to fl11 
1n the 1dent1fY1ng 1nformat10n at the top of the form (see Flgure 
VII-1, page 7). ThlS 1nformatlon should be brief and accurate. It 
is important to remember that all symbols used must be properly 
1dentlfled. Any multi-use symbols may take on d1fferent meanings 
without proper identiflcatlon. 

Although multlple charts may be requ1red to document a procedure or 
operat10n, the1r combinatl0n wlll provide a complete method for 
analyz1ng all factors lnvolved 1n the tas\<,s. The charts should 
establlsh how many operations are lnvolved, how often they occur, 
how many actions are requ1red, the number of employees involved, 
the distance covered, the delays occurring, any inspection stations 
and the temporary and final storage of the'papers/p~oduct involved. 
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The Audit Process 

Data Collection 

Write down every operation involved in the procedure under audit. 
Obtain all data available, including: time required to process 
data; number of transactions processed daily, weekly, monthly; 
number of employees performing the tasks; number of duplicate or 
identical tasks performed. 

Data Analysis 

After compiling the data, draw a preliminary flowchart. The 
flowchart may reveal bottlenecks, duplicate and unnecessary tasks, 
or overlapping duties. Ask these questions: 

0 Is there a valid need to perform the operation? 

0 Why is it performed? 

0 Why is it performed in a particular area? 

0 Why is it performed at a particular time? 

0 Why is it performed using a particular method? 

The flowchart has become a popular audit tool. It provides a clear 
pictorial representation of the reporting system. It can aid in 
the training of new employees, identify processing inefficiencies, 
as well as identify control strengths and weaknesses. 

Planning the Operation Audit 

The audit can be performed efficiently if care is taken in the 
planning stage. This involves gathering data and interpreting 
their meaning. It means conducting interviews and investigations, 
performing analysis, measuring employee performance, and finding 
solutions. 

Before beginning the actual audit it is necessary to define the 
scope of the audit. This is merely a matter of~listing the points 
tc be covered and the procedure to be followed in performing the 
inspection. The following areas should be examined prior to the 
start of the actual audit: 

o Organization--Study the organizational structure of the 
area under appra i sa 1 • Compare the -ex i st; ng structure 
with that depicted in the agency organizational chart. 

o Pol icies and Procedures--Conduct a study to find out what 
action, if required, must be taken to improve the 
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effect i veness of the po 1 i c i es and p rocedu res. Obta in 
copies of all written agency rules, regulations, and _ 
instructions for record handling practices. .., 

o Regulations--Determine whether the agency is in com­
pliance with all local, state, and federal regulations. 
Obtain copies of all relevant statues, ordinances, and 
regulations. 

o Systems--Study the systems and procedures for possible 
defects or irregularities. Seek out methods to bring 
about possible improvements. Obtain copies of all data 
collection forms (crime reports, etc.) and all data 
output forms (rap sheets, fingerprint cards, disposition 
forms, etc.). 

o Staffing--Study the general personnel requirements and 
their application to the work in the area under 
appraisal. 

o Layout and Equipment--Determine whether or not 
improvement could be made in the layout of the work area 
or use of equipment. 

Use of Questionnaires 

Questionnaires are useful in providing an organized and structured 
method for uncovering hidden problems or revealing workable 
solutions. They are information tools only. The auditor should 
make use of quest i onna ires. They p rov i de responses to spec if i c 
questi ons, provi de comments from the users and they may revea 1 
additional questions which address areas of additional concern. 

Questionnaires should be structured to provide the following 
answers: 

o Yes 
o No 
o Not Applicable (N/A) 
o Not Answerable (--) 

Because it is difficult to answer a question with a simple yes or 
no I space shou 1 d be prov i ded for comments. Each quest i onna ire 
should be tailored to the particular function or activity being 
studied. It should address the issues of organization, staffing 
and operations. The questionnaire represents the audit scope and 
objectives presented in the form of specific questions to be 
answered. The auditor is not limiteq by the questionnaire and 
shou'ld bring a full range of expertise into the audit. The 
Questions should refer, as must as possible, to specific events 
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that can be verified, counted or observed. The audito~'s 
responsibility is to present factual information; it is not 
possible to base judgments on something that cannot be observed. 
(See the two sample audit questionnaires, Figures VII-2'and VII-3, 
on pages VII-11 and VII-12). 

Interviews 

The interview is used to obtain information. It is an effective 
tool for gaining valuable insight into the operating procedures 
used by an agency, including effective and non-effective practices 
and employee motivation in performing tasks.' The auditor should 
know the type of information desired and should be prepared to ask 
a number of direct questions. The employee(s) scheduled for 
interviews should be notified in advance of interview topics. They 
should also be told what, if any, reports, records, etc., should be 
brought to the interview. 

In order to place the employee at ease, the interview should be 
condJcted in an informal manner. The auditor should state the 
purpose of the audit and make sure the employee understands that 
the purpose of the audit is to seek information that may aid in the 

,inspection and review. Di rect questions should be asked. The 
auditor should clarify any areas which are in question. During the 
interview, the auditor should not make recommendations or 
evaluative comments. The tone must be diplomatic and first focus 
on information gathering, then clarify any areas of confusion. 

Examination of Documents 

Depending on the extent of the audit, the examination of documents 
may be warranted. Th ismay i nvo 1 ve the check i ng of records to 
determine their accuracy, comparisons with other related papers, or 
the inspection of files and filing systems to determine if reports 
are easily accessible, fi1ed in logical order, and filed correctly. 

The method for examining these files or documents is based upon the 
principles of work sampling and is conducted by drawing random 
samples of items. A sample is taken according to a predetermined 
or systematic proceeding, such as every fifth, tenth, or hundredth 
record. With a minimum of regular checking, an overall picture of 
the amount of work can be obtained, as well as any errors in the 
work performed. It should be noxed, however, that if the purpose 
of a random sampling of files is to determine the completeness of 
a particular file, it may not be considered necessary to draw 
random samples. A one-month chronological sample of files may be 
acceptable and the auditor may assume that the completeness rate 
found in the sample fiTe is representative of the error rate of the 
entire file. 
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Figure VII-2 

AUDIT QUESTIONNAIRE 

ANVTOWN POLICE DEPARTMENT 

DATE: ______________ __ 

RECORDS BUREAU COMMENTS/RECOMMENDATIONS 

POLICIES 

1. A policY is a guide for 
carrying out action to 
achieve objectives.. It 
is in effect until it is 
replaced or eliminated. 

a. Does the department 
have written 
policies? 

b. Are they organized 
in a manual? 

~-

c. Are they up-to-date? 

d. Are they clearlY 
written? 

REPORT PREPARATION 

2. Indicate the method by 
which police reports are 
usually prepared: 

a. Handwritten 

b. Typed by Investi-
gating Officer 

c. Dictated and later 
typed by clerical 
employees 

d. Other - Complete 
comments 

3. Are reports usually 
prepared: 

a. In the field? 

b. Telephone to the 
station? 

c. At the station? 

FACILITIES, EQUIPMENT, &. 
LAY-OUT 

<I. Are working quarters 
adequate in term of: '.' 

a. Space? 

b. Noise level? 

c. Lighting? 

d. Other? 

5. Is equipment up-to-date 
and adequate to do the 
job? 

a. Efficiently? 
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Figure VII-3 

SAMPLE QUESTIONNAIRE FORMAT/LAVOUT 

BUREAU/DIVlSION/UNIT COMMENTS/RECOMMENDATIONS 

QUESTIONS 

1-

2. 

3. 

" 

.. 
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Several important areas of a police records system which should 
receive routine inspections are: 

o Je1ephone/radio tapes - Determine if dispatchers and/or 
receptionists are accurately documenting citizens 
requests for service by listening to a random sample of 
tapes. This includes properly dispatchin~ units or 
taking telephone reports. 

o Dispatch/complaint co~trol cards or logs - Determine if, 
upon responding to a request for pol ice service, the 
officer accurately documented the elements of the 
offense. Thi s ; ncl udes the proper issuance of case 
numbers, and verification of complainant information. 
This can be accomplished by comparing the cards with the 
information documented on the police report. 

o Crime/offense report - Determine the accuracy with which 
the crime/offense reports are prepared, reviewed, 
classified, and scored for Uniform Crime Reporting. This 
includes comparisons with information on both the 
communications tapes and the complaint cards/logs. 

o Filing systems Determine if reports are easily 
accessible, properly prepared for filing, and filed in 
logical order. A random sampling of reports will provide 
this information. Several key areas to be aware of when 
inspecting files include: 

legible, accurate labels on all file drawers 
or folders, 

absence of overcrowding (drawers and shelves 
shoul d have at 1 east three inches of free 
space) I 

use of "out" cards (which indicate the name of 
the person who has the document and the 
removal date), 

use of a tickler file or other follow-up 
system for documents that are checked out, 

conformity with the agency's uniform filing 
system, and 

existence of an up-to-date index system, when 
appropriate. 
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o Data reporting Determine whether the agency's 
procedures and practices for data reporting comply with 
legal requirements. Documents (booking registers, 
complaint assignment forms, fingerprint cards, 
disposition forms, etc.) should be examin~d and compared 
with records samples obta'ined from DOJ to determine 
whether the agency is reporti ng complete and accurate 
data. Compare the dates to determi ne ; f the data was 
reported promptly. 

o Forms design/control Determine whether all data 
collection documents are properly designed so as to be 
easy to understand and complete. Determine if the forms 
are designed to eliminate the possibility of entering 
inaccurate data or los i ng data. Determi ne if proper 
controls are placed on both design and use. 

o Records dissemination - Determine whether the agency 
d i ssem; nates any type of data outs i de of the agency. 
Oet.ermine if appropriate audit trails are maintained. 
Determi ne if records personne 1 understand the type of 
data which may be made available, and to whom it may be 
released. 

o PhYsical records security - Determine if all criminal 
records are physically located in a secure area. 
Determine if procedures are used to ensure that only 
authorized persons may enter the area. Determine if all 
records areas are adequate 1 y protected aga i nst fi res, and e 
if procedures exist for handling these emergencies. 
Determine if employees are properly trained or educated 
on security procedures. 

o Automated system requi rements - Determi ne if the computer 
system is protected against unauthorized access. 

The system must use effect; ve hardware and software 
des i gns to prevent unauthor i zed access. Determi ne ; f 
there ;s protection against unauthorized tampering. The 
system must use operational programs to ensure that data 
cannot be accessed, modified or changed by non-criminal 
justice terminals, and can only be purged or destroyed by 
specifically designated criminal justice terminals. 
Ensure that the operational programs are kept under 
maximum security conditions and available only to 
designated persons. The development of operating 
programs and procedures which ensure that criminal 
justice data is secure from non-criminal justice users is 
mandatory. 
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Other areas which may require periodic aud.itsinclude: 

0 Data entry procedures 

0 Department manuals 

0 Financial records 

0 Micrographics 

0 Personnel training 

0 Photocopying procedures 

0 Records retention 

0 Statistical recordkeeping 

0 Subpoena processes 

It is important to ask the following basic questions that are 
relevant to all files and procedures: 

0 Why are we doing this? 

0 Is the procedure or file mandated by law? 

0 How is the file used, by whom, how often, for what 
purpose? 

0 What happens if the file or procedure is 
deleted? 

o Can the file or procedure be improved? 

o Is the file or procedure mandated 
policy/directive? If not, should it be? 

changed or 

by agency 

Features of a Records Operating System 

Reliability and efficiency form the basis for an effective 
operating system. Overall, the auditor should recount the key 
features of a good system: 

o well defined goals and objectives, 

o reliable employees and established training programs, 

o clear responsibility, 
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o separation of important duties, 

o reliable, up-to-date records, 

o compliance with rules, regulations, and instructions, 

o regular management review and approval, and 

o neat work area, designed for efficiency. 

The weaknesses to look for in the operating system include: 

o procedures which are ineffective, 

o duplication of effort by employees or units, 

o performance of work which saves little or no useful 
purpose, 

o ineffective or uneconomical use of equipment, 

o overstaffing/understanding in relation to work to be 
performed, and 

o wasteful use of resources. 

Compliance Audit 

The compliance audit is the examination of records or procedures to 
determine if certain legal requirements have been met. Although 
these audi ts are norma 11 y conducted through the use of 
questionnaires and interviews, their objective is to ensure 
compliance. Physical examination of files is warranted. 

There are many areas which require compliance in the records area. 
They include: 

o CORl Examination of agency directives/orders to 
determine if written regulations exist regarding the 
security of CORl which comply with state regulations (702 
C. A. C. ), determi nat; on that des i gnated emp 1 oyees are 
authorized to release CORl; that the agency maintains a 
record of each release of CORl (audit trails); 
determination that the agency furnishes CORl pursuant to 
existing law. Auditors should refer to the most current 
"California Criminal Records Security Statutes and 
Regulations" publication, Department of Justice, for a 
complete listing of applicable laws. Also refer to this 
manual section entitled, "Security of Information." 
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o Communications Logging Tapes -
resolution exists pertaining 
certain telephone and radio 
G.C. ). 

Determine if city/county 
to the destruction of 
communications (34090.6 

o UCR/BCS Statistical Requirements - Determine if agency is 
submitting reports to DOJ (1320, 13010(a) P.C.). If the 
agency is experiencing problems in this area, it is 
recommended that an aud it be conducted exam in i ng the 
reporting standards used to compile these statistics. 
Auditors should use the IACP/UCR Audit/Evaluation Manual 
to aid in this process. 

o Mandated Reporting Determine if the agency is 
submitting mandated reports (in a prescribed format) to 
DOJ pursuant to law. These reports include: 

Vehicles 

Vehicles and serialized parts (stolen, lost, 
recovered) (11108 P.C.; 10500, 10551,22854 V.C.). 

Notice of Stored Vehicle Reports (22853 V.C.). 

Traffic Accidents (20008(a) V.C.). 

Firearms 

License to carry concealed weapons applications, 
licenses/renewals (12052, 12054 P.C.). 

Notification of retention or destruction of firearm 
(12028, 12030 P.C.). 

Report of mail-order purchase of concealable 
firearm (12079 P.C.). 

Gun sellers (12071 P.C.). 

Property 

Serialized property (stolen, lost, found) (11108 
P.C.). 

Non-serialized property (21634 B.P.). 

Pawn/Buy property (21208 F.C.). 

Arrest Records 

Fingerprint cards (13150 P.C.). 
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Disposition of Arrest and Court Action (JUS 8715; 
11115 P.C.). 

Release of person arrested and released on 849b and ~ 
issuance of "Detention Only" certificate (851.6 
P. C. ) . 

Records dismissed (1203.4, 1203.4(a) P.C.; 1772, 
3200 W. I . ) . 

Records sealed (781 W.I.; 851.7,851.8,1203.45 
P. C. ) . 

Declaration of factual innocence (851.8 P.C.). 

Destruction of marijuana arrest reports (11361.5(a) 
H.S. (after 1/1/76), 11361.5(b) H.S. (b) (before 
1/1/76». 

Statistical Reports 

Return A 

Supplement to Return A 

Monthly Arrest and Citation Report (13020, 13010(a) 
P. C. ) . 

Juven i 1 e Court and Probation stat i st i ca 1 Report 
( 13020, 13010 ( a) P. C.; 285 W. 1. ) . 

Reports of law enforcement kll1ed or inJured 
(13020, 13010(a) P.C.). 

Arson Reports (13020, 13010(a) P.C.). 

Ja i 1 and Camp popu 1 at i on ( annua 11 y ) 
13010(a) P.C.). 

(13020, 

Juvenile Detention Fac;lity Report (13020, 13010(a) 
P. C. ) . 

Number of full-time law enforcement personnel 
( annua 11 y) (13020, 13010 ( a) P. C . ) . 

Justifiable Homicide Reports (13022 P.C.). 

Probation Officer Reports (13020, 13010(a) P.C.; 
285 W. I . ) . 

Domestic Violence Report. 
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Violent Crimes Against Senior Citizens (Concurrent 
Senate Resolution #64). 

Special Reports 

Crime Reports (11107 P.C.). 

Missing persons and dental char~s (11114 P.C.). 

Unidentified deceased and dental charts (10254 
H. S. ) . 

Child Abuse (11166,11169 P.C.). 

Registration reports. 

o Sex (290 P.C.) 
o Narcotic (11590 H.S.). 
o Arson (457.1 P.C.). 

, 
Secondhand dealer. 

o Application for license (21641 B.P.). 
o License (21641, 21642 B.P.). 
o Reports on tangible personal property acquired 

(21634 B.P.). 

Death in custody (12525 G.C.). 

Elder Abuse. 

Bomb Reportin9. 

Documentat;on 

Upon completion of the audit, the findings must be analyzed. 
Analysis of the data will identify any weaknesses in the reporting 
system and provide information necessary to take corrective action. 
The audit report should address observed problems and identify 
those steps necessary to make corrections. The information 
provided must be clear, concise, and accurate. 

The report itself should clearly state the scope of the auditor's 
examination. It should tell the reader what the auditor did and 
what he did not do; a brief description of the limitations placed 
on the audit. For example, the auditor may express an opinion on 
the control procedures used to ensure that reports are physically 
secured, but may wish to mention that the opinion expressed is not 
on the quality of the reports themselves. 
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The report shou 1 d exp 1 a; n the standards used ; n measu ring the 
function or activity. These standards may be based upon written 
policies, procedures or based upon information provided by 
management or 1 ine personnel. The use of existing pol icies and 
procedures help establish the basis for the audit standards. 

The report should identify the evidence upon which the auditor's 
opinion and conclusions were based. For example, citing reviews 
and tests will add credibility to the findings. 

Finally, the auditor should review all drafts of the report with 
the supervisors and/or managers of the activities which were 
audited. This will ensure that the auditor has properly 
interpreted all the facts, has considered all factors involved in 
the operation being reviewed, and that technical terminology has 
been correctly translated. 

Rev;ew 

The purpose of the audit is to identafy any weaknesses in a system 
and to provide the information necessary to take corrective action. 

The audit process involves the random sampling of reports, files, 
or procedures beginning at the origin of the event and tracing the 
process to final disposition. The reports or processes are closely 
inspected to ensure completeness, accuracy, and reliability. The 
·i nspect ion, aud i t find; ngs, and recommendat ions are then 
documented. They provide valuable information for improved 
performance. 4It 
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VIII. AUTOMATION OF RECORDS 

CONSIDERING THE AUTOMATION OF YOUR RECORDS SYSTEM? 

PROCEED WITH CAUTION 

Introduction 

Today, increasing numbers of police and sheriff's agencies have an 
automated records system, are currently in the process of 
automating~ or are giving serious consideration to acquiring a 
computer. When computers were first introduced to the law 
enforcement community several years ago, they were out of the 
financial reach of most medium and small-sized agencies. The 
advent of the mini-computer, followed by development of the 
microcomputer and the increased availability of criminal justice 
software (programs), encouraged many agencies to move to 
automation. As a result of the continuing decline in the price of 
personal computers, virtually all agencies have the potential to 
automate at least a portion of their information system. 

Almost daily we are bombarded with stories about the potential 
benefits that result from automation. Take a quick look at some 
recent issues of a few law enforcement journals. Several will 
contain at least one article on the positive results derived from 
automated records, dispatch, and investigative processes. 
Unfortunately, such publicity has led many administrators to 
believe that computerization is "the answer" to improving the 
efficiency and effectiveness of an organization. 

While the benefits of automation are many, a decision to automate 
must include consideration of a variety of issues. Automating a 
records system mc~ require major capital expenditures for hardware 
and software, increases -i n supervi sory and management personnel, 
major changes in work flow and procedures, specific technical 
training for all personnel, increases in space reguirements, and 
new staff with computer-specific technical skills. 1 

Need for Highly Skilled Staff 

Implementing and maintaining an automated records system requires 
staff trained in data entry, data qual; ty control, and system 
development and maintenance. Individuals with such skills and 
experience may be more costly than other clerical personnel. 
Additionally, the computer system may require programmers and 
computer operators within the agency to support program development 
and system maintenance. 

Bonnie Canning, "Six Drawbacks to Putting Records On­
Line," Administrative Management, May 1986, pp. 20-21. 
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More Supervisory and Management Staff 

Someone must oversee document analysis and data entry, direct e 
qua 1 i ty contro 1 efforts and coord; nate computer support. More 
sophisticated system, with diverse and specialized staffs, 
typically require increased supervisory and management resources. 

Changes in Workflow and Procedures 

Records management is a service operation that affects the way all 
organizational units function. Automation may result in the need 
to revise procedures, timetables! and methods for processing 
documents and data. These changes require the cooperation of other 
units to support the new procedures and contribute to the success 
of the new system. 

Technic_al Training 

The records staff is not the only group that requires training to 
support the automated records function. ALL USERS WI LL REQUIRE 
TRAINING TO SOME DEGREE. Resources and employee time must be 
a 11 ocated for system famil i ari zat i on and start-up, and for peri odi c 
refresher training. 

Increased Space Requirements 

One common justification for an automated F$cords system is that 
filing space will be reduced. While this may be true, it ;s 
important to remember that a computer system has its own space 
requirements. Areas are needed for storing documents awaiting 
processing, computer hardware (including remote, desk top 
terminals), and additional staff. The "computer room" oftentimes 
has specific air conditioning, power, and noise suppression 
requ i rements . 2 

With these factors in mind, how does an agency determine if it is 
worthwhile to automate the record system? 

Reviewing and 
Manua.l Records 

Evaluating 
System 

the Agency·s 

The first step in making a decision whether to automate is to 
review and evaluate the manual records system. Some agencies 
assume, incorrectly, that automation is the only way to increase 
the use of information. Efficiency must first be realized within 
the manual records system. 

2 Ibid., pp 20-21. 

VIII-2 



---.-----.--------

,.. 

If a decision is made to computerize, the automated system must be 
designed around a sound manua'i records system. Law enforcement 
operations depend on information that is reliable, accurate, 
complete and timely. An automated system alone, cannot correct all 
of the problems and deficiencies of a poorly designed manual 
information system. 

Section VII, System Audit Procedures, provides a methodology for 
assess i n9 a manual records system. .Before proceed i ng wi th a 
feas i bi , i ty study on automat; on, an aud; t of the manua 1 system 
should be completed and the deficiencies corrected. 

Conducting a Feasibility Study 

After a comprehensi ve audi t of the manua 1 records system and 
correction of problems within the system, the next step is to 
conduct a feasibility study on cOTPuterization. This study process 
includes the following 11 steps: 

1. form a Feasibility Study Group and Steering Committee, 
2. develop a feasibility study plan, 
3. build support for the project, 
4. select a systems analyst, 
5. define objectives of a desired information system, 
6. determine present system capabilities and resources, 
7. analyze needs J 

8. determine resource requirements, 
9. assess procurement options (if appropriate), 

10. identify the desired system, and 
11. a report to management including a cost benefit analysis 

option. 

F9rming a Feasibility Study Group and Steering Committee 

A Feasibility Study Group should be established to conduct the 
feasibility study. The Administrative Services Division 
manager should serve as the chairperson. It is very important 
that this group include representatives of affected units and 
ranks within the agency. A typical study group may be 
comprised of the following: 

3 For a comprehensive treatment of this topic, see National 
Clear-inghouse for Criminal Justice Information Systems, 
System Development Guidelines (Sacramento, CA, October 
1979). The feasibility study process outlined ;s 
primarily based on the Systems Investigation and analysis 
information taken from this source. 
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Chair Person: Administrative Services 
Division Manager 

Group Members: 
Lieutenant Representing Sworn Managers 
Sergeant Representing Sworn Supervisors 
Records/Comm. 

Supervi~or Representing Non-Sworn 
Supervisors 

Patrol Officer Representing Patrol Division 
Investigator Representing Investigations 

Division 
Records Clerk Representing Records Line 

Staff 
Dispatcher Representing Communications 

Group members should be chosen for their interest in the 
project and knowledge of the records system, resources, user 
information needs, problem areas and constrains. "The 

. importance of a representative group cannot be under­
estimated. Information systems may be made or broken at the 
user level. They are responsible for the integrity of system 
input, for the smooth, cooperat; ve da il,' operat i on of th~ 
records system and are an invaluable source of information 
regarding ... conditions which could impact many processing 
steps . A productive group can result in 
important contributions to the development of an 
information system,"4 

To ensure executive staff participation, an overall policy 
board should be established to review and comment on the 
products prepared by the Feasibility Study Group. This policy 
board may be identified as the Steering Committee. Its 
members should consist of the 'agency administrator, all 
division heads and one mid-manager at-large. 

Development of Feasibility Study Plan 

One of the first tasks of the Feasibility Study Group is to 
reach agreement on the purpose of the ,study and develop a 
basic plan for ~arrying out the project. The plan should 
include: 

o 

o 

o 

an outline of major steps to be 
conducting the study, 
a proposed time frame, including number 
planned per month, and 
a budget estimate of personnel 
incidentals for the projects. 

Ibid., pp. 1-20. 
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Upon comp 1 et ion, the plan and proposed budget shou 1 d be 
presented to the Steering Committee for approval. 

Building Support for the Study 

Given the limited resources available for extensive studies, and 
the potential cost of hardware and software, a proposal for the 
expenditure of funds for a study may receive little support, if 
any, from the city/county administrator. Accordingly, it is 
important to gain the early approval and cooperation of the 
city/county chief executive officer for the project. This study 
approval is not for the purpose of automating the agency, but to 
generate support should the agency eventually determine that 
automation is an appropriate means to improve operations. 

The feasibility study proposal should be presented in a manner that 
"emphas i zes careful assessment and pre-pl anni ng to prevent 
unnecessary expenditures of funds. A two-pronged approach, using 
informal and formal lines of communication, should be considered to 
build support for the study. 

Formal lines of communications include official memoranda that 
specifically describe the study. For example, the proposal may 
state: "The purpose of the feasibility study is to examine the 
concept of automating XYZ agency's information system. The scope 
of the study is to: 1) determine present system capabilities and 
resources I 2) analyze i nformat i on needs, 3) determi ne resource 
requirements, 4) identify transferrable software if automation is 
deemed appropriate, and 5) identify potential funding sources from 
corporate, business, social and government organizations." 

To avoid misunderstandings and disapproval of the study, fiscal 
issues should be relegated to follow-up memoranda and discussions. 
It is important that the conceptual plan, as agreed upon by the 
agency's management team be a viable plan as far as the city or 
county administrator is concerned. The agency administrator may 
vd sh to stress that the agency wi 1 1 share its experi ences wi th 
other law enforcement agencies within the jurisdiction so that they 
do not have to "reinvent the wheel." Placed in proper perspective, 
this may be a powerful selling point for the study. 

Selection of a Systems Analyst 

Once approval has been given to proceeq with the feasibility study, 
a systems analyst should be selected. The role of the systems 
analyst is to ensure that a logical, comprehensive and thorough 
plan is the basis for the needs analysis and system design. The 
analyst may be an agency employee or an outside consultant cho~en 
on the basis of the ability to work with the Feasibility Study 
Group, communicate well, develop ideas for system development, and 
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for knowledge of criminal justice records systems. The analyst 
should be accountable to the Feasibility Study Group. 

Defining the Objectives of a Desired Information System 

With preliminary planning for the feasibility study completed, the 
systems analyst and Feasibility Study Group should meet to assess, 
in concrete terms, the objectives of a good information system. 
Consideration should be given to: 

o identifying all users of the agency's information system, 
o cataloging user needs and the various ways information ;s 

utilized (for crime analysis, statistics, research, 
etc.), and 

o identifying external constraints on the system (privacy 
and security regulations, purging requirements, etc.). 

Simply stated, this process should result in a list of desired 
outcomes that the information system should provided. 

Determining Present System Capabilities and Resources 

Once user needs have been established and external constraints have 
been identified, it is necessary to determine the capability of the 
present system to deliver the type and quality of service required. 
System capabilities can be determined by:. 

o Interviews 

Interviews should be conducted at the clerical level with 
report processors and distributors to obtain detailed 
information about operation of the system. Data from the 
interviews must be carefully recorded, collated and 
analyzed. 

o Questionnaires 

o Observations of the System 

The flow of paper from input to output should be traced 
and documented in detail. This process will allow the 
systems analyst to identify each step in the process and 
the cost of each function. Th is rev i ew often reveals 
opportunities for simplification, consolidation, or 
elimination of some data being collected. 

A series of flowcharts should be developed to describe 
the current system, including the sequence of operations, 
tasks performed, and the movement of documents with; n the 
agency and between other criminal justice agencies. 
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Copies of all forms used in the system 
together w1th 1nformat10n regarding 
document shou 1 d be eva 1 uated as to 
uti11ty. 

should be obta1ned 
the1 ruse. Each 
its contents and 

F1nally, all system d1rect1ves Wh1Ch relate to the 
records funct10n should be 1dentified. They should be 
analyzed to determ1ne whether they address all aspects of 
the system, if the re are any conf 11 ct i ng or redundant 
instructions, and how they are currently applied. 

Analvzino Needs 

Once the des1 red outcomes and current system capabi 1 ities and 
resources have been identified, present and future needs can be 
described. By comparing system objectives and existlng 
capab11ities, the follow1ng determinations can be made: 

o Which eXisting functions could be replaced? 

If implementation of a des1red objective would eliminate 
all or part of an existing procedure, there will be an 
increase in system capabilit1es in proport10n to the 
displaced service. For example, automating the UCR 
function e11m1nates the need for manual daily tallies and 
monthly recaps, thereby saving considerable c·'erical 
t1me. 

o Wh1Ch eX1sting funct10ns could be modified and made more 
effect1ve? 

o How can ex i st i ng resources be better ut ill zed; what 
additional resources are required to attain the stated 
objectives? 

o Which resource (lack of personnel, lack of equipment, 
etc.) is the major constraint in attaining each of the 
stated objectives? 

o Considerat1on of legal processes mandated for automated 
systems. Reference Sect10n III, page 111-14. 

To help clarify system needs, two types of needs assessment charts 
should be produced: -1) ~ priority listing of all proposed system 
objectives, listed in order of priority from highest to lowest; 
and, 2) a listing of all proposed objectives by capabilities. The 
lists should begin with those objectives that can be accomplished 
with present resources. The remaining objectives should be listed 
in order, from minimum to maximum, according to the degree of 
additional resources required for their attainment. Objectives 
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mandated by 1 aw must be incorporated wi th in both charts. The 
charts will greatly assist in the formulation of a comprehensive 
picture of the needs assessment results and can be used to make 
decisions regarding the agency's priorities and resources. 

Determining Resource Requirements 

Each objective identified in the feasibi 1 ity study should be 
analyzed to determine the resources required to achieve the 
objective. While two or more objectives or applications may be 
related, each may have its own unique resource requirements. The 
resources required to achieve the objective may include operating 
staff for the system, equipment, facilities, and supplies. 

Specific costs for resources will generally fall into two 
categories. Variable costs, which react proportionally to volume 
changes in the workload (such as the number of calls for service)r 
and fixed costs which are more stable and usually respond only to 
significant changes in workload volume over a long period of time. 

Variable costs to consider include: 

o Staff 

The cost is based on the total annual productive hours 
necessary per application X average hourly rate, 
including fringe benefits. 

The study must include an estimate of personnel 
requirements, and related costs, associated with 
ope rat i on of the system on a 24-hour, 7-day per week 
basis. 

o Supervision 

If workload requires more than 3 clerical positions, a 
supervisor's salary should be considered. 

o Forms and Documents 

The cost for each specific application and additional 
costs for new objectives or modifications to current 
procedures must be determined. 

o Data Storage 

Cost could be either file cabinet space or cost of 
computer storage to maintain information on line. 
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Fixed costs can include: 

o Administration 

Management personnel time, and 
to accomp 1 ish each obj ect i ve . 
costs of specific operational 
each task. 

o Training 

related costs, necessary 
A 1 so inc 1 uded are the 

pe rsonne 1 necessary for 

Cost of training staff on new procedures, forms and 
hardware. If training will be required for several new 
applications, costs of personnel time and training may be 
divided among them. 

o Travel 

Cost of any trips necessary for the implementation or 
transfer of new applications. 

o Office Equipment and Supplies 

Initial cost of supplies and all equipment required for 
implementation of any objective. 

o Hardware and Software 

Costs associated with procurement of data processing 
equipment and software. 

o Terminals and Lines 

Costs for installation and purchase/lease of terminals, 
printers and/or- communication lines. 

o Contractual Expenses 

Any contractual costs associated with the feasibility 
study, software modification or design, and system 
transfer or forms design, which will occur as the direct 
result of the implementation of any objective. 

~hen assessing resource requirsments, three important costing 
concepts should be considered. They are: 

o Cost Avoidance 

Occurs when a new application or system results in 
enhanced productivity or efficiency without an increase 
in current personnel or equipment. 
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o Cost Displacement 

Occurs when a current expenditure for ~quipment, office 
space or personnel will no longer be required as a result 
of implementing a new program or application. 

o Value Added 

Placement of a dollar value on less tangible benefits 
typically associated with improvements in service 
del ivery, crime analysis, forecasting, etc., which may 
occur as a result of a new application or system. 

Ranking Objectives 

Objectives should now be ordered in rank of priority on the basis 
of the agency's needs. Needs can be grouped into four categories: 

o Required 

Where federal, state or local regulations require a new 
service or modification to an existing service. 

o Critical 

o 

Where inadequate procedures or lack of automation is a 
serious detriment to the efficient functioning of the 
department. 

Significant 

Where development of a new, or modification 'of an 
existing, application would produce significant 
improvement in the agency's functional capabilities. 

o Desirable 

Where the availability of automation or modification of 
an existing service would result in an improyement, but 
lack of implementation would not seriously affect the 
agency's overall operation. 

Assessing Procurement Options 

Once the agency's needs have been analyzed and resource 
requirements determined, it is necessary to consider what services 
or equipment should be procured and the estimated costs involved. 

If the decision is made to acquire. an automated system, it is 
suggested that the agency use the services of a consulting group 
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and in-house advisory committee to conduct an assessment of 
procurement opt ions. The commi ttee may inc 1 ude members of the 
feasibility group. An agency considering a computer system for the 
first time may lack the in-house expertise to conduct a 
comprehensive evaluation of procurement options. While a 
consultant may appear to be an unnecessary expense, experienced 
consulting services are usually a sound investment. As an 
alternative to a private consultant, the agency may obtain 
procurement assistance from a local data processing department, 
purchasing department, or other law enforcement agencies that have 
recently acquired data processing systems. 

The acquisition of a computer system should begin with the 
identification of various software systems that meet the needs of 
the agency. The most successful and efficient process identifies 
software first, and hardware second. Look at several different 
systems and meet with representatives from other law enforcement 
agencies that are using software the agency may be interested in 
acquiring. Do not rely solely on the statements of vendors 
concernin~J the capabi 1 ities of a specific system. Look at the 
user's manuals provided with the system. Can they be easily 
understood? Determine what support (training on use of the system, 
maintenance contract, etc.) is provided by the vendor. Finally, 
keep in mind that even "off the shelf" software usually requires 
some "customizing" for specific agency use. Be sure to identify 
the potent i a 1 programmi ng costs associ ated wi th software 
modifications. 

Once software has been identified that meets the needs of the 
agency, it is appropriate to identify the various computers 
available that will operate the software the agency many acquire. 
A consulting group can be of great assistance in determining the 
costs and advantages/di sadvantages associ ated wi th acqui ri ng a 
dedicated, shared or leased system. 

Determining the Best System 

The agency should now have sufficient information to determine the 
best system alternative. The Systems Analyst and advisory 
committee/Feasibi 1 ity Study Group should reduce alternatives to two 
or three of the best which most closely meet the needs of the 
department, are technically feasible and financially attractive. 
The group should reach consensus on the best system that will be 
recommended for purchase. 

Reporting to Management 

A complete report of the entire feasibility study 
prepared for presentation to the agency administrator. 
should include: 
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o scope of the feasibility study, 
o a discuss i on of the needs assessment process and resu 1 ts I 

o advantages and disadvantages of a 1 te rnat i ves recommended, 
and 

o recommendation of the best system. 

The agency administrator must decide whether to accept the 
recommendation and proceed with the acquisition and implementation 
of a new system. Due to the complexity of the issues and potential 
costs involved, an oral presentation by the System Analyst, in the 
presence of the user's group, to the Steering committee is 
recommended. This process will allow questions to be asked, 
further information to be obtained and political considerations 
reviewed. 

Conclus;on 

Automation may provide benefits and savings to a law enforcement 
agency by reducing clerical time, simplifying report storage and 
data retrieval, expanding the availability of information, facili-' 
tating access to other data bases and avoiding future costs for 
ex pans i on of the records system. These benef its may be lost if 
computer acquisition is not properly planned. Deliberate planning 
of the feasibility study, assessment of user's needs and 
dete rmi nat i on of resou rce requ i rements, accompan i ed by carefu 1 
consideration of alternatives for improving the agency's records 
system, will help to ensure that the decision to automate is a 
sound one. Furthermore, these efforts will serve to insure that 
automating the records system is a successful endeavor. 
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EXAMPLE POLICE DEPARTMENT 

DEPARTMENT ORDER: ____________ __ DATE: __________ _ 

Index as: Forms Control Program 
Numbering, Form 
Supply, Form 

FORMS CONTROL 

I. Purpose 

The purpose of this order is to establish uniform procedures 
for the development, revision, format, numbering, and ordering 
of forms used by the (name of agency). 

A. Responsibility 

1. It is the responsibility of the Records Supervisor 
to monitor the development, reV1Slon, format, 
numbering, ordering, and supply of 'forms to ensure 
that the forms used by the Department are in 
conformance with the procedures set forth in this 
order. 

2. Forms developed or revised will be approved by the 
Division Commander prior to any printing request 
being processed. 

II. Development or Revision 

A. Any employee may propose the creation, revision or 
consolidation of forms which would increase the 
efficiency or effectiveness of the Department. 

B. Employees wi 11 forward the suggested form or revisions to 
their Division Commander. The Division Commander will 
review the proposed form or revision. 

C. Prior to approval, the proposed form or revisions will be 
submitted to (Records Supervisor) for the review and 
comments. The (Records Supervi sor) wi 11 return the 
proposal with an evaluation to the Div'ision Commander for 
final approval by the Chief of Police/Sheriff. 

D. Upon the Chief's/Sheriff's approv~l, the (Records 
Supervisor) will assign the appropria'te number to the 
form, initiate an inventory file folder, and order a 
supply of the form. 
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The Records Supervisor will notify the training officer 
of the new form, indicating its purpose and ramifications 
so that form training prior to form implementation can be 
scheduled. 

III. Numerical Form Inventory File 

A. A fi 1e wi 11 be maintained in the Records Section for each 
form used by the Department. 

B. Folders will be filed numerically, by form number. 

C. Each form file will contain the following information: 

1 . Form number, 
2. Title, 
3. Ordering specifications, 
4. Preparation instructions, 
5. Distribution, 
6. Estimated annual usage, and 
7. Minimum stock level. 

D. The form inventory fi 1e wi 11 be used for the following 
purposes: 

1 . 
2. 
3. 
4. 
5. 

Master index of forms, 
Inventory stock control, . 
Record of form specifications, 
Forecasting budgetary needs, and 
Preparation and processing instructions. 

IV. Functional Form File 

A. A file folder will be maintained in the Records Section 
for each major Department function. 

B. Folders will be filed alphabetically by function. 

1. Administrative forms 
2. Log forms 
3. Personnel forms 
4. Property/Evidence forms 
5. Report forms 
6. Routing forms 
7. Supplemental forms 
8. Traffic forms 
9. Vehicle forms 

C. The purpose of the functional forms file is to assist in 
the evaluation of form development, reV1Sl0n, and 
consolidation, and to provide easy access to the forms 
related to a particular subject. 
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V. Numbering 

A. Each Department form will be numbered in order to control 
the number of forms and to provide a basic reference to 
a particular form. 

B. Each form will contain the form number in the lower left 
corner and consist of (1ndiv;dual agency numbering 
system) . 

VI. Ordering Forms 

A. Forms wi 1 1 be ordered through the Records Supervi sor 
using Department form number 

B. Supplies of forms will have a reorder indicator inserted 
in each inventory at the appropriate reorder level. 

C. When forms reach the level of the reorder indicator, the 
employee will forward reorder indicators to the Records 
Supervisor so that additional supplies can be ordered. 

By order of: 

Chief of Police/Sheriff 
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EXAMPLE POLICE DEPARTMENT 

DEPARTMENT ORDER: ____________ __ 

Index as: Information Release 
Public Information 
Release of Information 
Department Reports, Release of 

INFORMATION RELEASE 

I. Purpose 

DATE: ____ _ 

The purpose of this order is to establish policy and 
procedures to comply with the California Public Records Act 
and other applicable laws and legal divisions s concerning the 
release of public information. 

A. Po 1 icy 

1. It is the policy of the Department to 
comply with public law regarding disclosure of 
police reports and ~ublic information. 

2. Subject to legal constrains, the 
Department shall disclose upon request, information 
pertinent to the day-to-day service activities of 
the Department. 

3. In conjunction with the public's right to know, the 
Department must protect the legal 

rights of the victims and accused and ensure 
disclosure is in compliance with public law. 

II. Information to be Released 

A. Information shall be released in comp1 iance with the 
Public Records Act and other applicable laws and legal 
decisions. . 

B. Government Code Section 6254(f) defines information which 
must be made public unless r'elease of the information 
would endanger the safety of a person or the successful 
completion of an investigation. 

C. The Public Records Act requires specific information be 
released to the public, unless release of the information 
would endanger the safety of a person or endanger the 
successful completion of an investigation, in the 
following categories: 
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1. Call-for-Service 

a. Time, sUbstance and location of all complaints ... 
or requests for assistance. .., 

b. Time and nature of response. 

c. Date, time and location of occurrence. 

d. Date and time of report. 

e. Victim's name, 
EXCEPT victims 
crimes. 

age, and current 
of specific abuse 

address, 
and sex 

f. Fa.ctual ci rcumstances surroundi ng the crime or 
incident. 

g. General description of any injuries, property 
or weapons involved. 

2. Arrestees 

a. Full name, current address and occupation. 

b. Date of birth and ph~sical description: sex, 
height, weight, color of eyes and hair. 

c. Date and time of arrest. 

d. Location of arrest. 

e. Factual circumstances surrounding arrest. 

f. Date and time of booking. 

g. Amount of bail. 

h. All charges, including warrants and parole or 
probation hold. 

i. Location where arrestee is being held. 

j. Time and manner of release. 

3. Crime Reports 

a. Names and addresses of victims except victims 
of specific abuse and sex crimes, arrestees, 
and witnesses, EXCEPT confidential informants. 

b. Description of any property involved. 
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c. Date, time and location of incident. 

d. All diagrams. 

e. Statements of parties involved. 

f. Statements of all witnesses, EXCEPT 
confidential informants. 

III. Authority for Legal Exceptions 

A. Public Records Act 

B. Government Code Section 6255 

C. Penal Code Sections 11075 & 13300 

D. T.N.G. vs. San Francisco Superior Court (1971), Cal. App. 
3d 767, Wescott v. Yuba County Cal. App. 3d 103 (1980) 
W.& I Code Section 827(a) 

E. South Coast Newspape rs, Inc. vs. Oceans ide (1984, 164 
Ca 1. App. 3d 261) 

IV. Exemptions to Release of Information 

A. The Department shall not release the 
following information and/or reports: 

1. Names, addresses and identifying information of: 

a. Juvenile (under 18 years of age) Wescott v. 
Yuba County (1980). 

b. Victims of any cr'ime defined by Penal Code 
Sections 261, 264, 264.1, 273a, 273d, 273.5, 
286, 288, 288a, or 289. 

c. Confidential Informants. 6254(f) G.C. 

d. Individuals taken into custody per 5150 W & I 
(dangerous or gravely disabled persons). 

2. Criminal offender information. YOlmger v. Berkeley 
City Council (1975). 

3. Informat i on that may endanger the safety of any 
person, including law enforcement personnel. 
6254(f) G.C. 
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4. Information that may jeopardize an investigation, 
related investigation or law enforcement proceed­
ings. 6254(f) G.C. 

5. Any portion of a report which reflects 
analysis, recommendation or conclusion of 
investigating officer. 6254(f) G.C. 

the 
the 

6. Confidential information provided only by a 
confidential source. South Coast Newspapers, Inc. 
v. City of Oceanside (1984). 

7 . Information that may disclose 
techniques and/or procedures. 

investigative 

8. Information that may deprive a person of a fair 
trial. South Coast Newspaper, Inc. v. City of 
Oceanside (1984). 

9. Preliminary drafts, notes, or memoranda which are 
not reta i ned in the ord i nary course of bus i ness. 
6254(a) G.C. 

10. Records pertaining to pending litigation to which 
the public agency is a party until .litigation is 
adjudicated or otherwise settled. 6254(b) G.C. 

1 1 . Personnel, medical, or simi lar fi les, the 
disclosure of which would constitute an unwarranted 
invasion of privacy. 6254(c) G.C. 

12. These exempt ions do not purport to cover every 
situation or subject on which questions may arise. 

B. Discretionary Release of Informatia.n 

1. Exceptions may be made to the Exemptions to Release 
of Information, when not prohibited by law, on a 
case by case basis and when the release of informa­
tion will: 

a. Aid in an investigation 

b. Assist in the arrest of a suspect 

c. Warn the public of danger 

C. Conditional Release of Information 

1. Death Releases - In cases involving death, the 
victim's name will not be released until the next 
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of kin has been notified and clearance obtained 
from the Coroner's Office. 

Injury Releases In cases involving 
injury, the victim's name will not be 
until the next of kin has been notified. 

serious 
released 

3. Suicide Notes - Contents of suicide notes will not 
be re 1 eased, but the ex i stence of a su i c ida 1 note 
may be acknowledged. 

4. Multi-jurisdiction Investigations and Assisting 
Other Agencies - Inquires will be referred to the 
agency with primary jurisdiction. 

D. Reports Pending Litigation 

E. 

1. Reports pertaining to pending litigation to which 
the City/County Depa rtment or an 
employee is a party shall not be released and all 
inqui ries wi 11 be referred to the City Attorney/ 
County Counsel. 

2. These reports may be released only when the 
litigation or claims have been finally adjudicated 
or otherwise settled and the City Attorney/County 
Counsel has approved the release. 

Personnel Issues and Policy 

1. Personnel, medical or simi 1ar fi les, the disclosure 
of which would constitute an unwarranted invasion 
of personal privacy, shall not be disclosed. 

2. Personnel 
referred 
designee. 

issues and matters 
to the Chi ef of 

of policy shall 
Police/Sheriff 

be 
or 

V. Public Disclosure and Inspection Procedure 

A. All arrest and crime report information shall be 
available in accordance with the limitations of public 
law and consistent with this policy. 

B. Reports shall be reviewed by records personnel prior to 
public disclosure to ensure names' and information 
entitled to an exemption are deleted or whether reason 
exists which specifically exempts the report from 
disclosure. 
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C. Records pe rsonne 1 who process and d i str i bute reports 
shall edit the face page of all arrest and crime reports 
prior to release. 

D. A record shall be maintained with the original report of 
all such releases of information. 

E. A fee from the current fee schedule shall be charged for 
release of report. 

By order of: 

Chief of Police/Sh&riff 
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EXAMPLE POLICE DEPARTMENT 

DEPARTMENT ORDER: ____________ __ DATE: __________ _ 

Index as: Criminal Offender Record Information 
CORI 
Arrest Information 

RELEASE OF CRIMINAL OFFENDER RECORD 
INFORMATION 

The purpose of the order is to establish departmental policy on the 
dissemination of criminal offender record information (CORI). 

I. Departmental Policy 

A. It is the po 1 icy of the Department to contro 1 the re 1 ease 
of criminal history records and to prevent the improper 
use of criminal history information. 

B. The Records Supervisor of this Department is designated 
Criminal Records Security Officer. 

II. Authority 

The" authority for establishing local Crime Offender Records 
Security regulations is found in Title 11, Chapter 1, 
California Administrative Code. Other authorities include 
Pena 1 Code 11105, Pena 1 Code 11140-11144, and Penal Code 
11120-11127. 

III. Definitions 

A. The following definitions are applicable to court order. 

1. "Criminal Justice Agency": a publ;c agency or 
component thereof which performs a criminal justice 
activity as its principal function. 

2. "Authori zed Person or Agency": any person or 
agency authorized by court order, statute, or 
decisional law to receive criminal offender record 
information. 

3. "Cr;minal Justice Agency": records and data 
compiled by criminal justice agencies for purposes 
of identifying criminal offenders and summaries of 
arrests, pretrial proceedings, the nature and 
disposition of criminal charges, sentencing, 
incarceration, rehabilitation, and release. 
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"Right to Know" means the right to obtain criminal 
offender record information pursuant to court 
order, statute, or dec{sional law. 

"Need to Know" means the necessity to obtain 
crimina1 offender record information in order to 
execute official responsibilities. 

6. "Record Check" means obtaining the most recent rap 
sheet from the California Department of Justice. 

7. "Criminal Record Security Officer" means the 
employee of the Department given the authority and 
responsibility to enforce record security 
regulations. 

IV. Responsibility of Departmental Employees 

A. Emp 1 oyees of the Department who are in possess i on of 
criminal history records shall be responsible for' the 
physical security of documents. Under no circumstances 
shall an employee disclose the contents of any criminal 
history record to any person except as provided in this 
order. 

V. Agencies and Persons Authorized to Receive Police/Sheriff 
Records 

A. Employees of the Department may furnish copies of 
Department of Justice (DOJ) "rap" sheets to authorized 
persons or agencies when the data is needed for official 
purposes such as a criminal investigation, arrest or 
booking, child endangerment or officer safety. 

When the DOJ rap sheets are needed 
licensing or certification purposes, 
person or agency w;11 be referred to: 

Department of ' Justice 
Division of law Enforcement 
4949 Broadway 
Sacramento, CA 95820 

for 
the 

employment, 
authorized 

See Author; zed Agency List pub 1 i shed by the Department of 
Justice. 

B. The Chief of Police/Sheriff shall maintain a current list 
of authorized agencies and persons who may have access 
to, or may receive copies of Department criminal history 
records. 
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VI. Request for Police/Sheriff Department Records 

All emp 1 oyees of the Department, and all 
authorized persons or agencies who are eligible to receive 
copies of arrest records, are required to complete an entry on 
the "Release of Criminal History Information" log. No record 
will be provided by records personnel until this entry is 
completed. The Records Unit of the Department shall retain 
all entries for a period of not less than three years. 

VII. Procedures 

A. Right-to-know 

1. Criminal offender record information will be 
released only to persons or agencies authorized by 
court order, statute, or decisional law to receive 
such information. 

2. One of the criteria for releas~~ shall be "Agencies 
Authorized to Receive California Department of 
Justice Rap Sheets." 

B. Need-to-Know 

1 • Basis -- Need-to-know is based on the necessity to 
obtain criminal offender record information in 
order to execute official responsibilities. 

2. Criteria -- Need-to-know is established when the 
requester certifies verbally or in writing to an 
official need for the information. 

C. Release Criteria 

1. Criminal offender record information may be 
released only when both the right-to-know and need­
to-know have been established. 

D. Audit Trail Requirements 

1 . A record sha 11 be rna i nta i ned on each re 1 ease of 
summary cri mi na 1 offender record i nformat i on and 
shall contain the date of dissemination, the name 
of the agency, and where possible the name of the 
person to whom the information was given, the 
extent of the information given, and how it was 
transmitted. 

2. The Records Supervisor shall comply with any 
reasonable request made by a representative of the 

C-3 



.. 

Department of Justice relative to any security and 
privacy audit of this agency. 

E. Review of Criminal Offender Record Information 

1. California Department of Justice rap sheets shall 
be reviewed in accordance with Penal Code Section 
11120-11127. 

2. The review of local records shall be in accordance 
with Penal Code Sections 13320-13325. 

3. Re1ease of Local Criminal Record Information 

Criminal history information will only be released 
to authorized persons and agencies by authorized 
members of the Department Records Division, when 
right-to-know and need-to-know criteria are met. 

F. Reproduction of Criminal Offender Record Information 

1 . Loca1 criminal offender record information shall be 
reproduced or photocopied only within the physical 
facility of the record division by persons 
author; zed to perform such reproduct ion, except 
that the court may make such reproductions relating 
to the needs of the District Attorney or the court, 
providing that a log is maintained indicating the 
reason why the reproductions are made. 

2. All copies of criminal offender records that are 
re 1 eased by the Records Un i t shall be stamped on 
each page " Department," along wi th 
the date and name of the individual or agency to 
whom the record was released. 

3. The original of all copies criminal records shall 
be stamped with the date, and the agency or 
individual to whom the copy was released. 

VIII.Protection of Criminal Offender Record Information 

A. Security 

1 . All cr i mi na 1 offender record ; nformat ion sha 11 be 
stored in a secure area and access to this file 
will be restricted to personnel authorized to 
release criminal offender record information. 

C-4 



.. 

IX. Destruction of Criminal Offender Record Information 

A. Employees of the Department who are no longer in need of 
criminal offender record information, shall be 
responsible for destroying the documents to the point 
that any reconstruction of the record is impossible or 
the record may be returned to Records for shredding. 

X. Personnel 

A. A reco rd check will be made on all emp 1 oyees of the 
Department who have access to criminal offender record 
information. 

B. Pu rsuant to Pena 1 Code Sect ions 11142 and 13303, any 
person authorized by law to receive a record or 
information obtained from a record who knowingly 
furnishes the record or information to person who is not 
authorized by law to receive the record or information is 
guilty of a misdemeanor. 

By order of: 

Chief of Police/Sheriff 
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EXAMPLE POLICE DEPARTMENT 

DEPARTMENT ORDER: ____________ __ DATE: ____ _ 

Index as: Report Release 
Subpoena 
Records Release 

SUBPOENA DUCES TECUM PROCEDURES 

The purpose of this order is to establish procedures for accepting 
and complying with Subpoenas Duces Tecum that are received by the 
Department. 

I. Department Policy 

It is the policy of this Department that Subpoenas Duces Tecum 
received by the Department will honored. 

II. Definitions 

A. .. Subpoena Duces Tecum": An order di rect i ng a person or 
a business to produce papers, documents, books, or other 
things at a hearing as evidence in accordance with Code 
of Civil Procedure section 1985. 

1. "Custodian of Records": The custodian of records 
of the Department is the Chief of Police/Sheriff. 

2. "Custod i an of Records Des i gnee" : The person 
des i gnated to accept subpoenas duces tecum other 
than the Chief of Police/Sheriff is the 

III. Processing of Subpoenas Duces Tecum 

A. Acceptance 

1. A subpoena duces tecum shall be obeyed only after 
; t has been persona 1 l' y served on the Ch i ef of 
Police/Sheriff or designee. 

2. Service 8ha'l be accomplished by showing the 
original Rubpoena and affidavit to the 
and by eiving the a copy of the 
subpoena and affidavit. 
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8. Witness Fees in Civil Cases 

Witness fees for subpoenas i~ civil cases shall be paid 
even if not demanded by the respondent as noted ; n .. 
Government Code Section 68097.2(b). ~ 

C. The shall check each accepted Subpoena Duces 
Tecum to determine: 

1. that the subpoena is timely, that is, the date of 
the hearing in a civil case is at least 15 days 
subsequent to the date of service; or 20 days from 
the date of issuance, or five days from issuance 
for a criminal hearing. 

2. that the subpoena is specific in its description of 
records to be produced; 

3. that the aff; day; t sets forth the mater; ali ty of 
the requested records to the case; 

4. that a 11 of the requ i rements of C i v 'i1 Code of 
Procedure Section 1985 are met; and, 

5. that the documents requested are not personne 1 
records. 

The 
County Counse 1 
question. 

sha 11 confer wi th the C; ty Attorney / 
if any of the above criteria are in 

D. Compliance with Subpoenas Duces Tecum 

1. Upon determining that the subpoena duces tecum is 
val id and lawful, the shall follow 
Evidence Coue Sections 1541 and 1560 in complying 
with the subpoena. 

2. The __________ .shall: 

a. Make a copy of the requested records. 

b. 

c. 

Prepare and sign a declaration certifying 
records are true and accurate copies 
described in Evidence Code Sections 1541 
1560, or that no copies are available as 
Department h~s no records on the subject. 

Enc lose the cop; es of the records 
declaration or the declaration stating no 
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By. order of: 

copies are available in a sealed envelope and 
at tach the subpoena to the outs i de of the 
envelope. 

Enclose the above package in a second envelope 
and mail ;t to the clerk of the court or 
hearing officer within five days (of service 
receipt) in criminal cases or within 15 day's 
in c;v;l cases. 

Prepare a bill for the charges for photocopy; 
ng the records. The billing charges shall be 
; n accord wi th the current Department 
photocopy fee schedule. 

Chief of Police/Sheriff 
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EXAMPLE POLICE DEPARTMENT 

DEPARTMENT ORDER: ____________ __ 

Index as: Warrant Processing Procedure 
Processing Procedure, Warrants 
Receiving, Service Returning 

DATE: __________ _ 

WARRANT PROCESSING PROCEDURE 

I. Purpose 

The processing and service of warrants of arrest is an 
important function of law enforcement agencies. The objective 
of this Department is to carry out the warrant function as 
effectively as possible within appropriate legal, ethical, and 
financial constraints. The purpose of this directive is to 
prov i de an overvi ew of the departmenta 1 warrant process. 
Additional directives on this subject will develop more 
detailed procedures concerning specific responsibilities (bail 
acceptance, warrant recall, etc.). 

II. Responsibilities 

The responsibi 1 ity for the warrant function is d1vided between 
the Records Section and the Patrol Division, and is detailed 
as follows: 

A. Records Section Responsibilities: 

The Records Sect i on is respons i b 1 e for the estab 1 i s·hment, 
maintenance, and updating of the various files and logs 
associated with the warrant processing functions. 

The responsibilities are divided into those which occur 
before the warrant is served and those which occur after 
the warrant is served. They are enumerated below: 

1. Pre-Service Responsibilities 

a. Log the warrant in the Warrant Log. 

b. Prepare the Warrant Service Information Card 
and the warrant envelope (or alpha index 
cards, if used). 

c. If appropriate, enter the warrant in NeIC, or 
other automated systems. 
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d. Route the Warrant Service Information Card to 
the Patrol Division for service. 

e. File the warrant in the warrant file. 

2. Post-Service Responsibilities 

After attempts by the Patrol Division, the Warrant 
Card shall be returned to the Warrant/Records Unit 
indicating whether or not the warrant was served. 
The Warrant/Records Unit shall then perform the 
following tasks. 

a. If the wanted person was arrested: 

(1) Place the Warrant Serv;ee Information 
Card in the "served" file. (In the case 
of an outside warrant, send the warrant 
or warrant abstract, any bail collected 
and the Warrant Service Information Card, 
that is, the record of attempts at 
service, to the agency which sent the 
warrant.) 

(2) Pull and destroy the alpha card (if 
used) . 

(3) Update the Warrant Log. 

(4) Clear the warrant from NCIC or other 
automated system (if previously entered). 

b. If the wanted person was not arrested: 

(1) On a local warrant, place the Warrant 
Service Information Card in file with the 
warrant. 

(2) In the case of an outside warrant, return 
a copy of the Warrant Service Information 
Card with the warrant or warrant abstract 
to the originating agency and update the 
Warrant Log. 

B. Patrol Division Responsibilities: 

1. When an officer is assigned 
Information Card for service, 
make a serious effort to serve 
1 eads sha 11 be pursued 
constraints. 
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2. The assigned officer shall 
service on the back of 
Information Card. 

log 
the 

all attempts at 
Warrant Service 

3. When unable to serve a warrant, the card should be 
turned in at the end of the watch. 

4. Whenever it becomes apparent that the wanted person 
is not available, this information shall be noted 
on the Warrant Service Information Card and the 
card returned to the Records Unit. 

5. When a wanted person is arrested on a warrant: 

a. The officer shall indicate on the back of the 
Warrant Service Information Card that the 
warrant was served. 

b. The officer shall then turn in the card to the 
Records Section in exchange for the warrant. 

c. The wanted person shall ei ther be booked at 
the jailor allowed to deposit bail as 
appropriate. The officer shall make the 
return on the back of the warrant, which shall 
either be deposited at the jailor returned to 
the Records Section with the bail depending on 
the disposition. 

6. Whenever any person is arrested on another agency's 
warrant abstract, a teletype shall be sent, 
notifying the agency that the person is in custody 
and has either posted bail or is available for 
release. 

By U)e order of: 

Chief of Police/Sheriff 
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LEGAL REFERENCE 

CODE/SECTION(S) 

28 C.F.R. 20.1 

42 U.S. 3771(b) 

Buslness and Professions 
Code 6054 

Business and Professions 
Codes 21625-28 

BUSlness and Professions 
Code 24202 

Case Law 

(By Code/Sections) 

TOPIC 

Audits 

Information 
Release 

L1 cens 1 ng 

Arrests/Warrants 

F-1 

DESCRIPTION 

Justice System 
Improvement Act-­
need for CORI 
audlts. 

Establishes 
standards for 
records 
management, 
including audits. 

Cooperatlon, 
assistance wlth 
State Bar. 

Secondhand dealer 
llcensing 
requlrementsl 
reporting. 

Requlrement to 
report arrest to 
ABC. ( Premi se 
violatl0ns.) 

Rost v. Municlpal 
Court (1960) 184 
CA 2d 507; Cal 
Rptr 869. 

Jones v. Superlor 
Court (1970) 3C. 
3d 734; 91 Ca 1 
Rptr. 578; 478 p. 
2d 10. 
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CODE/SECTION(S) 

Case Law 

TOPIC 

Arrests/Warrants 

Information 
Release 

Juvenile Records 
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DESCRIPTION 

Serna v. Super10r 
Court (1985). 40 
Cal 3d 239; Cal 
Rptr P 2d. 

Kaikas v. Super10r 
Court (1971),18 
Cal 3d 86; 95 Cal 
Rptr 596. 

LAPD v. Superior 
Court LA Co. 
(1977),135 Cal 
RptF 575, 65 CA 3d 
661 . 

Black Panther 
Party v. Kehoe 
(1974), 117 Cal 
Rptr 106, 42 CA 3d 
645. 

Central Valley 7th 
Step Foundat10n v. 
Younger (1979) 157 
Cal Rptr 117.95 
Cal 3d 212 and 
(1989) 262 Cal 
Rptr 496. Cal App 
1 01S. 

Hooper vs. 
DeukmeJ a, n (1981) 
176 Cal Rotr 569. 
122 Cal App 3d. 

South Coast 
Newspapers, Inc. 
v. Oceans1de 
( 1984) 160 Cal App 
3d 261. 

Westcott v. Yuba 
County (1980), 163 
Cal Rptr 385, 104 
CA 3d 103. 
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CODE/SECTION(S) 

Case Law 

CiVll Procedures 545-547 
and 550(b) 

C1Vll Procedures 1985-1987 

Code of Regulatl0ns 702 

Code of Regulations 700-711 

Education Code 35254 

Education Code 44237 

'TOPIC 

Juvenlle Records 

Firearms! 
Restraining 
Orders 

Subpoenas 

Audlts 

CORI 

Records 
Destruction 

School Employees 
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DESCRIPTION 

Younger v. 
Berkeley City 
Council (1975) 119 
Cal Rptr 830, 45 
Cal 3d 82.5. 

T.N.G. v. Superior 
Cou rt (1 971 ), 4 C. 
3d 767. 

Firearms/restrain­
ing orders/ 
prohibltl0n to 
possess, agency 
mandate to report 
to DOJ. 

Deflnes subpoena 
and affldavlt 
requlrements. 

Establlshes 
requirement for 
DOJ audlt of CORI 
dlssemlnatl0n. 

Procedures, 
regulations, 
definitions in 
handling crlminal 
history 
informatlon. 

Destruction of 
school district 
records; 
microfilming. 

Bar from 
employment for 
sex/narcotlcs 
offense. 



r 
CODE/SECTION(S) 

" Education Code 45123 

Education Code 45124 

Education Code 45125 

Educatlon Code 45126 

Educatl0n Code 88022 

Educatlon Code ?8023 

Education Code 88024 

Educatlon Code 88025 

EVldence Code 1040 

TOPIC 

School Employees 

Information 
Release 
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DESCRIPTION. 

Bar from 
employment for 
sex/narcotlcs 
offense. 

• 

Bar from 
employment--sexual 
psychopath. 

Requirement for 
fingerprlnts/state 
criminal history 
check. 

Duty of DOJ to 
furnlsh 
information. 

Bar from 
employment for 
sex/narcotlcs 
offense--commun1ty 
colleges. 

Bar from 
employment -
sexual 
psychopath -
communlty 
colleges. 

Requirement for 
flngerprlnts/state 
crimlnal history 
check-communlty 
colleges. 

Duty of DOJ to 
furnlsh 
informatl0n­
community 
colleges. 

Privilege/ 
condltlons for 
refusal to 
dlsclose 
informatlon. 
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CODE/SECTION(S) 

.Evldence Code 1043 

EVldence Codes 1560-63 

Financlal Code 777.5 

Flnanclal Code 6525 

Flnancial Code 14409.2 

Government Codes 15150-67 

Government Codes 6200-01 

Government Codes 6200-65 

Government Codes 6250-6265 

TOPIC 

Pltchess Motions 

Subpoenas 

Informatlon 
Release 

CLETS 

Informatl0n 
Release 

F-5 

DESCRIPTION 

Establishes 
gUldelines for 
discovery/ 
disclosure of 
peace officer 
records. 

Compliance with 
subpoenas for 
records; recovery 
of costs. 

Release of 
information to 
banks for 
employment. 

Release of 
lnformat;on to 
financial assns. 
for employment. 

Release of 
; I,format; on to 
credit unlons for 
employment. 

Establishes 
California Law 
Enforcement 
Telecommunications 
System. 

Pena 1 ty for. theft, 
destruction, etc., 
of public records. 

Public Records 
Act. 

public Records 
Act--defines and 
regulates release 
of public records. 



CODE/SECTION(S) 

Government Codes 6251-52 

Government Codes 6254-6254.5 

Government Code 6255 

. Government Codes 6256-57 

Government Codes 6258-59 

Government Code 6260 

Government COdE 6261 

Government Code 6262-65 

Government Codes 14755-56 

Government Codes 26201-05.1 

Government Codes 34090-34090.5 

TOPIC 

Information 
Release 

Records 
Destructl0ns 
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DESCRIPTION 

Definitlons under 
PubllC Records 
Act. 

Exemptions of 
public records 
from dlsclosure. 

Justlficatlon for 
withholding 
information . 

Coples of 
records/tlme 
requirements and 
extensl0ns. 

Public recourse 
for fallure to 
provlde 
lnformatlon 
requested. 

Effect of pn or 
rights and 
proceedlngs. 

Inspectlon ot 
statement of 
expendltures and 
d 1 sbul~sement. 

Disclosure to 
dlstrlct attorney. 

Destructions of 
state records, 
authorlty. 

Destructl0n of 
county records, 
authon ty. 

Destruction of 
clty records, 
authority. 



CODE/SECTION(S} 

Government Code 34090.6 

Government Codes 68093-68097 

Health & Safety 11357(e) 

Health & Safety 11361-61.5 

Health & Safety 11361.7 

Health & Safety 11590 

Hea 1 th & Safety 11591-91.5 

Labor Codes 432.7-32.8 

Labor Code 432.7(b) 

Penal Code 273.6 

TOPIC 

Records 
Destructions 

Subpoenas 

Marijuana 

Reglstrant 

School Employees 

CORI 

Arrests 
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DESCRIPTION 

Destruction of 
communication 
tapes, authority. 

Witness fees. 

Juvenile 
possession on 
school grounds. 

Purge 
requirements. 

Accuracy, 
timeliness and 
completeness of 
destruction, 
appllcatl0n. 

Narcotic 
reglstratl0n 
requirements. 

Notlce to school 
authorltles-­
contro 11 ed . 
substance 
offenses. 

Regulates 
disclosure for 
employment, 
penalties for 
vl0lation. 

Arrest and 
detention of peace 
officer. 

Violatlon of 
restraining order. 



CODE/SECTION(S) TOPIC 

Penal Code 111565 Child Abuse 

Penal Code 853.6(g) Citations 

Penal Code 832.5 Complaints 

Penal Code 502 Computer Systems 

Penal Code 11078 

• Penal Codes 11075-81 CORI 

Penal Code 11105 

Penal Code 11105.3 

F-8 

DESCRIPTION 

Reporting 
requirements. 

Citations, booklng 
requlred on 
recordable 
offenses. 

Cltizen's 
complalnts agalnst 
agency personnel. 

Theft from; 
mallcl0uS 
access/damage; 
penaltles. 

Requlrement to 
malntaln l1stlng 
of agencles to 
whom CORI is 
released. 

Deflnltlon: 
dlssernlnation: 
requlrement to 
regulate 
dlssem;natl0n. 

Requlrements/ 
restnctlons In 
furnlshlng state 
summc.ry 
lnformatlon. 

youth 
organlzations and 
human resource 
agencles access to 
state CORI for 
employmentj 
volunteers. 



--------------------,_ .. _-

CODE/SECTION(S) 

Penal Code 11105.4 

Penal Codes 11120-24 

Penal Code 11125 

Penal Code 11126 

Penal Code 11127 

~ Penal Codes 11141-43 

Penal Code 11144 

Penal Code 13202 

Penal Codes 13300-01 

TOPIC 

CORI 

F-9 

DESCRIPTION 

Security 
organlzations 
access to state 
and local CORl for 
employment. 

Right to examlne 
and challenge 
state record. 

Prohibitlon from 
requiring subject 
to obtain copy of 
state record. 

Procedure for 
correction/ 
clarification of 
state record. 

Requlrement for 
DOJ to adopt 
regulatl0ns. 

Penalties for 
unauthorlzed 
possesslonl 
dissemlnatlon of 
state summary 
records. 

D;ssem1nation for 
statistical/ 
research purposes, 
authorl zed and 
defined-state. 

Disseminatl0n for 
statlstical/ 
research purposes; 
local CORIo 

Requirements/ 
restrictions in 
furnlshing local 
summary 
information. 



CODE/SECTION(S) 

.. Penal Codes 13302-04 

Penal Code 13305 

Penal Codes 13320-23 

Penal Code 13324 

Penal Code 13325 

Penal Code 13326 

Penal Code 11140 

Penal Code 691 

Penal Code 806 

Penal Code 988 

Penal Code 849.5 

TOPIC 

CORI 

Crlmlnal 
Procedures 

Detention Only 

F-10 

DESCRIPTION 

Penaltles for 
unauthorized 
possessl0n/ 
disseminatlon of 
local summary 
records. 

Dissemination for 
statistical/ 
research purposes; 
local CORIo 

Right to examine 
and challenge 
state record; 
procedures. 

Procedure for 
correctl0n/ 
clariflcatl0n of 
local record. 

Requirement for 
local record 
reVlew. 

Prohlbltlon from 
reaulrlng subject 
to obtaln copy of 
local record. 

Deflnltl0ns-state 
records. 

Accusatory 
pleading. 

Examlnatl0n before 
maglstrate. 

Arraignment. 

Arrest deemed 
detentlon only; 
requirements. 



CODE/SECTION(S) 

.Penal Code 851.6(a) 

Penal Codes 11115 & 13151 

Penal Codes 13700-02 

Penal Code 11113 

Penal Codes 12070-77 

·e Penal Codes 14200-13 

Penal Codes 832.7-.8 

Penal Code 1203 

Penal Code 1203.4 

TOPIC 

Detention Only 

Dispositions 

Domestic Violence 

Flngerprlnt Cards 

Licensing 

Missing Persons 

Peace Officers 

Probation 

F-11 

DESCRIPTION 

Detention 
certificate 
requirements. 

Arrest and court 
action 
dispositlons 
requirements. 

Domestic Violence 
Act. 

Coroner's records: 
decedent 
fingerprint cards 
required. 

Firearms dealers; 
dealer record of 
sales, 

Reportlng 
requlrements. 

Personnel records 
of peace officers 
described and made 
confidential. 

Authority to 
grant; cond,tlons 
of probation. 

Discharged 
probationer; 
conviction set 
aside; 
reimbursement of 
county costs. 



CODE/SECTION(S) 

Penal Code 1203.45 

Penal Codes 851.8-.85 

Penal Codes 799-805 

Penal Code 290 

Penal Code 457.1 

Penal Codes 291-291.5 

Penal Code 11108 

Vehlcle Codes 20012-fs 

Veh1cle Code 1808.45 

TOPIC 

Records Sealing 

Records 
Destruction 

Registrants 

School Employees 

Vehicles 

Collision Reports 

Information 
Release 

F-12 

DESCRIPTION 

Authority to order 
juvenile sealing 
with relief under 
1203.4 PC. 

Factual innocence; 
sealing/ 
destruction 
requirements. 

Statute of 
1 imitations; 
criminal. 

Sex offender 
registration 
requirements. 

Arson offender 
registration 
requirements. 

Notice of school 
authorities of 
arrest for sex 
crime. 

Requirement to 
submit stolen 
reports (includes 
other serialized 
property) . 

Trafflc colllSlon 
reports; 
confldentiallty 
and use. 

Unauthorized 
disclosure of 
informatlon; false 
representatlon. 



.. 

CODE/SECTION(S) 

Vehlcle Code 28 

Vehlcle Code 10500 

Vehicle Code 10851 

Vehlcle Code 20002 

Vehlcle Code 22650 

Vehlcle Code 22651 

Vehlcle Code 22852 

W & I Codes 15610-15632 

W & I Codes 389 

W & I Code 781 

W & I Code 827 

TOPIC 

Vehlcles 

Elder ,ll,buse 

Juvenile Records 

F-13 

DESCRIPTION 

Vehicle 
repossession 
notificatl0n. 

Requirement to 
report stolen 
vehicles or 
plates. 

Vehicle theft. 

Accldent reporting 
requlrement. 

Vf::!hicle removal 
requirement. 

Vehicle removal; 
clrcumstances 
allowing. 

Notlce to owner of 
towed vehlcle. 

Deflnition, 
reporting and 
employee 
requlrements. 

Authority to 
require seallng; 
requirement to 
seal--noncrlminal. 

Authority to 
require seallng; 
requlrement to 
seal--criminal. 

Inspection of 
petltion and 
reports of 
probation officer. 



CODE/SECTION(S) TOPIC 

W & I Codes 826-826.5 Juvenile Records 

W & I Codes 827-828 

W & I Code 830 

W & I Codes 8100-8103 Licensing 

W & I Code 389 Records Sealing 

W & I Code 781 

F-14 

DESCRIPTION 

Release, 
destruction, 
reproduction of 
court records. 

Court junsd1-
catl0n over 
juvenile records; 
police authority 
to release. 

Child abuse, 
djsclosure. 

Prohibits firearm 
sales to mentally 
unfit. 

Authority to 
require sealing; 
requirement to 
seal--noncriminal. 

Authority to 
require sealing; 
requirement to 
seal--criminal. 



LEGAL REFERENCE 

(By Topic) 

TOPIC CODE/SECTION(S) 

Arrests Penal Code 273.6 

Arre:sts/Warrants Case Law 

Audits 28 C.F.R. 20.1 

42 U.S. 3771(b) 

Code of Regulations 702 

F-15 

DESCRIPTION 

Violation of 
restraining order. 

Rost V. Municipal 
Court (1960) 184 
CA 2d 507; Cal 
Rptr 869. 

Jones v. Superior 
Court (1970) 3C. 
3d 734; 91 Cal 
Rptr. 578; 478 p .. 
2d 10. 

Serna v. Superl0r 
Court (1985).40 
Cal 3d 239; Cal 
Rptr P 2d. 

Kaikas v. Superior 
Court (1971), 18 
Cal 3d 86; 95 Cal 
Rptr 596. 

Justice System 
Improvement Act-­
need for CORI 
audits. 

Establlshes 
standards for 
records 
management, 
including audits. 

Establishes 
requirement for 
DOJ audit of CORI 
dlssemination. 



TOPIC CODE/SECTION(S) 

Child Abuse Penal Code 111565 

Citatlons Penal Code 853.6(g) 

CLETS Government Codes 15150-67 

CORI Code of Regulations 700-711 

Labor Codes 432.7-32.8 

Labor Code 432.7(b) 

Penal Codes 11075-81 

F-16 

DESCRIPTION 

Reporting 
requirements. 

.. 

Cltations, booklng 
required on 
recordable 
offenses. 

Establishes 
Californla Law 
Enforcement 
Telecommunicat10ns 
System. 

Procedures, 
regulatl0ns: 
deflnltions In 
handllng crlmlnal 
hlstory 
;nformatl0n. 

Regulates 
dlsclosure for 
employment; 
penaltles for 
vlolatl0n. 

Arrest and 
detentl0n of peace 
offlcer. 

Deflnltlon; 
dlssemlnatl0n; 
requirement to 
regulate 
dlssemlnation. 

' .. 



.' 
TOPIC CODE/SECTION(S) 

CORI Penal Code 11105 

Penal Code 11105.3 

Penal Code 1i105.4 

Penal Codes 11120-24 

Penal Code 11125 

Penal Code 11126 

Penal Code 11127 

Penal Codes 11141-43 

F-17 

DESCRIPTION 

Requirements/ 
restrlctions ln 
furnishing state 
summary 
information. 

Youth 
organizations and 
human resource 
agencies access to 
state COR! for 
employment/ 
volunteers. 

Security 
organizatlOnq 
access to state 
and local CORI for 
employment. 

Right to examine 
and challenge 
state record. 

Prohibition from 
requiring subject 
to obtaln copy of 
state record. 

Procedure for 
correction/ 
clarification of 
state record. 

Requirement for 
DOJ to adopt 
regulatlons. 

Penalties for 
unauthorized 
possession/ 
dissemination of 
state summary 
records. 



r 

TOPIC CODE!SECTION(S) DESCRIPTION 

CORI Penal Code 11144 D1ssemination for 
statistical! 
research purposes, 
author1zed and 
defined-state. 

Penal Code 13202 Dissemination for 
statistical/ 
research purposes; 
local CORIo 

Penal Codes 13300-01 Requirements/ 
restrictions ln 
furnishing local 
summary 
information. 

Penal Codes 13302-04 Penalt1es for 
unauthon zed 
possessl0n/ 
d1ssemlnatl0n of 
local summary 
records. 

Penal Code 13305 D1ssemlnatlon for 
stat1stlcal! 
research purposes: 
local CORl. 

Penal Codes 13320-23 Rlght to exam1ne 
and challenge 
state record; 
procedures. 

Penal Code 13324 Procedure for 
correctlon! 
clanf1catl0n of 
local record. 

Penal Code 13325 Requlrement for 
local record 
reV1ew. 

Penal Code 13326 Prohibition from 
requ1ring subJect 
to obtaln copy of 
local record. 

F-18 



• 

TOPIC 

CORI 

Collision Reports 

Complaints 

Computer Systems 

Criminal 
Procedures 

Detention Only 

--------------- ~-----~--

CODE/SECTION(S) 

Penal Code 11140 

Vehicle Codes 20012-15 

Penal Code 832.5 

Penal Code 502 

Penal Code 11078 

Penal Code 691 

Penal Code 806 

Penal Code 988 

Penal Code 849.5 

Penal Code 851.6(a) 

F-19 

DESCRIPTION 

Definitions-state 
records. 

Traffic collision 
reports; 
confidentiality 
and use. 

Citizen's 
complaints against 
agency personnel. 

Theft from; 
malicious 
access/damage; 
penalties. 

Requirement to 
maintain listing 
of agencies to 
whom CORI is 
released. 

Accusatory 
pleading. 

Examination before 
magistrate. 

Arraignment. 

Arrest deemed 
detention only; 
requirements. 

Detention 
certificate 
reqUirements. 



f 
! 

TOPIC 

Dispositions 

Domestlc Violence 

Elder Abuse 

Fingerprlnt Cards 

Flrearms/ 
Restralnlng 
Orders 

Informatlon 
Release 

Informatlon 
Release 

CODE/SECTION(S) 

Penal Codes 11115 & 13151 

Penal Codes 13700-02 

W & I Codes 15610-15632 

Penal Code 11113 

ClVll Procedures 545-547 
and 550(b) 

Buslness and Professlons 
Code 6054 

Case Law 

• 
DESCRIPTION 

Arrest and court 
actlon 
dlSposltions 
requlrements. 

Domestic Violence 
Act. 

Definition, 
reporting and 
employee 
requlrements. 

Coroner's records: 
decedent 
flngerprlnt cards 
requlred. 

Flrearms/restraln­
lng orders/ 
prohlbltl0n to 
possess. agency 
mandate to report 
to DOJ. 

Cooperatlon: 
asslstance wlth 
State Bar. 

LAPD v. Supen or 
Court LA Co. 
(1977), 135 Cal 
Rptr 575, 65 CA 3d 
661 . 

Black Panther 
Party v. Kehoe 
(1974), 117 Cal 
Rptr 106, 42 CA 3d 
645. 



r 
> 
! 
:fr • 

TOPIC 

Informatl0n 
Release 

CODE/SECTION(S) 

Case Law 

EVldence Code 1040 

Flnanc;al Code 777.5 

Financial Code 6525 

Flnancial Code 14409.2 

Government Codes 6200-01' 

F-21 

DESCRIPTION 

Central Valley 7th 
Step Foundatl0n v. 
Younger (1979) 157 
Cal Rptr 117, 95 
Cal 3d 212 and 
(1989) 262 Cal 
Rptr 496, Cal App 
1 Dis. 

Hooper vs. 
Deukmejain (1981) 
176 Cal Rptr 569, 
122 Cal App 3d. 

South Coast 
Newspapers, Inc. 
v. Oceanside 
(1984) 160 Cal App 
3d 261. 

Prlvilege/ 
conditions for 
refusal to 
disclose 
information. 

Release of 
information to 
banks for 
employment. 

Release of 
information to 
financial assns. 
for employment. 

Release of 
information to 

, cre8it unions for 
emp1oyment. 

Penalty for theft~ 
destruction, etc., 
of public records. 



TOPIC 

Inforrnatlon 
Release 

CODE/SECTION(S) 

Government Codes 6200-65 

Government Codes 6250-6265 

Government Codes 6251-52 

Government Codes 6254-6254.5 

Government Code 6255 

Government Codes 6256-57 

Government Codes 6258-59 

Government Code 6260 

Government Code 6261 

Government Code 6262-65 

F-22 

DESCRIPTION· 

Public Records 
Act. 

Public Records 
Act--defines and 
regulates release 
of publlC records. 

Definitions under 
PubllC Records 
Act. 

Exemptions of 
public records 
from disclosure. 

Justification for 
wlthholdlng 
lnformatl0n. 

Coples of 
records/tlme 
requlrements and 
extensions. 

PubllC recourse 
for fallure to 
provlde 
informatl0n 
requested. 

Effect of prl0r 
r1 ghts and 
proceedlngs. 

Inspectlon of 
statement of 
expendltures and 
disbursement. 

Dlsclosure to 
dlstrlct attorney. 

• 



... 

TOPIC 

Information 
Release 

Juvenile Records 

CODE/SECTION(S) 

Vehicle Code 1808.45 

Case Law· 

W & I Codes 389 

W & I Code 781 

W & I Code 827 

W & I Codes 826-826.5 

W & I Codes 827-828 

F-23 

DESCRIPTION 

Unauthorized 
disclosure of 
information; false 
representation. 

Westcott v. Yuba 
County (1980), 163 
Cal Rptr 385, 104 
CA 3d 103. 

Younger v. 
Berkeley City 
Council (1975) 119 
Cal Rptr 830, 45 
Cal 3d 82.5. 

T.N.G. v. Superior 
Court (1971), 4 C. 
3d 767. 

Authority to 
require sealing; 
requirement to 
seal--noncriminal. 

Authority to 
require sealing; 
requirement to 
seal--criminal. 

Inspection of 
petition and 
reports of 
probation officer. 

Release, 
destruction, 
reoroductio, of 
court record 

Court jurisdi­
cation over 
juvenile records; 
police authority 
to release. 



TOPIC 

Juvenile Records 

Licensing 

Marijuana 

Missing Persons 

Peace Officers 

CODE/SECTION(S) 

W & I Code 830 

Business and Professions 
Codes 21625-28 

Business and Professions 
Code 24202 

Penal Codes 12070-77 

W & I Codes 8100-8103 

Health & Safety 11357(ej 

Health & Safety 11361-61.5 

Health & Safety 11361.7 

Penal Codes 14200-13 

Penal Codes 832.7-.8 

F-24 

DESCRIPTION 

Child abuse, 
disclosure. 

Secondhand dealer 
licensing 
requirements/ 
report1ng. 

Requirement to 
report arrest to 
ABC. (Prem1 se 
violations.) 

Firearms dealers; 
dealer record of 
sales. 

Prohibits firearm 
sales to mentally 
unfit. 

Juven1le 
possession on 
school grounds. 

Purge 
requirements. 

Accuracy, 
timeliness and 
completeness of 
destruction, 
application. 

Reporting 
requirements. 

Personnel records 
of peace off1cers 
described and made 
confident1al. 



TOPIC 

Pltchess Motlons 

Probatlon 

Records 
Destruction 

CODE/SEC,TION( S) 

EVldence Code 1043 

Penal Code 1203 

Penal Code 1203.4 

Education Code 35254 

Government Codes 14755-56 

Government Codes 26201-05.1 

Government Codes 34090-
34090.5 

Government Code 34090.6 

Penal Codes 799-805 

F-25 

DESCRIPTION 

Establishes 
gUldelines for 
dlscovery/ 
dlsclosure of 
peace officer 
records. 

Authority to 
grant; condltions 
of probation. 

Discharged 
probat 'j oner; 
conviction set 
aSlde; 
reimbursement of 
county costs. 

Destruction of 
school district 
records; 
microfllming. 

Destructl0ns of 
state records, 
authorlty. 

Destruction of 
county records, 
authority. 

Destruction of 
city records, 
authority. 

Destruction of 
communication 
tapes, authority. 

Statute of 
limitations; 
criminal. 



TOPIC CODE!SECTION(S) 

Records Sealing Penal Code 1203.45 

Penal Codes 851.8-.85 

W & I Code 389 

W & I Code 781 

Registrants Penal Code 290 

Penal Code 457.1 

School Employees Education Code 44237 

Education Code 45123 

Education Code 45124 

F-26 

..... 

DESCRIPTION 

Authority to order 
juvenile sealing 
with relief under 
1203.4 PC. 

Factual innocence; 
sealing! 
destruction 
requirements. 

AJ.Jthority to 
require sealing; 
requirement to 
seal--noncriminal. 

Authority to 
require sealing; 
requirement to 
seal--criminal. 

Sex offender 
registration 
requirements. 

Arson offender 
registration 
requirements. 

Bar from 
employment for 
sex/narcot1cs 
offense. 

Bar from 
employment for 
sex!narcot,cs 
offense. 

Bar from 
employment--sexual 
psychopath. 



TOPIC CODE/SECTION(S) 

School Employees Education Code 45125 

Education Code 45126 

Educatlon Code 88022 

Education Code 88023 

Education Code 88024 

Educatlon Code 88025 

Health & Safety 11591-91.5 

Penal Codes 291-291.5 

F-27 

DESCRIPTION" 

Requirement for 
fingerprints/state 
criminal history 
check. 

Duty of DOJ to 
furnish 
information. 

Bar from 
employment for 
sex/narcotics 
offense--communlty 
colleges. 

Bar from 
employment 
sexual 
psychopath -
communlty 
colleges. 

Requirement for 
flngerprints/state 
criminal hlstory 
check-communlty 
colleges. 

Duty of DOJ to 
furnish 
information­
community 
colleges. 

Notice to school 
authorities-­
controlled 
substance 
offenses. 

Notice of school 
authorities of 
arrest for sex 
crime. 



TOPIC CODE/SECTION(S) 

Subpoenas Civil Procedures 1985-1987 

Evidence Codes 1560-63 

Vehicles Penal Code 11108 

Vehicle Code 28 

Vehicle Code 10500 

Vehicle Code 10851 

Vehicle Code 20002 

Vehicle Code 22650 

Vehicle Code 22651 

Vehlcle Code 22852 

F-28 

DESCRIPTION 

Defines subpoena 
and affidavit 
requirements. 

Compliance with 
subpoenas for 
records; recovery 
of costs. 

Requirement to 
submit stolen 
reports (includes 
other serialized 
property) . 

Vehicles 
repossession 
notification. 

Requirement to 
report stolen 
vehicles or 
plates. 

Vehicle theft. 

Accident reporting 
requirement. 

Vehicle removal 
requirement. 

Vehicle removal; 
circumstances 
allowing. 

Notlce to owner of 
towed vehlcle. 



RESOURCE GUIDE 

Boo~s, Pamphlets, Articles and Special Reports 

Topic 

Arrest and Dispositions 

Audit of Records Function 

Title 

"Arrest and Disposition 
Instruction Manual," Department of 
Justice, Bureau of Justice 
Information Services. 

"A Records Management Audit," The 
Records and Retrieval Report, 
Vol. 2, No.5, May 1986. 

Audit Manual for Criminal History 
Records Systems. SEARCH Group, 
Inc., Sacramento: 1982. 

Handbook of Auditing Methods. 
J.K. Lasser. New York: D. Van 
Nostrand and Company,. Inc., 1953. 

IACP UCR Audit/Evaluation Manual. 
International Association of 
Chiefs of Police. Gaithersburg, 
MD: 1976. 

Inspection Section Manual. 
Wash i ngton State Patro 1 . 1982. 

Operations Auditing for Public 
Managers. Roger Keast and Robert 
Franke. Long Beach: Bureau of 
Governmental Research and 
Services, Center for Public Policy 
and Administration. California 
State University, Long Beach. 
1982. 

Simplified Flowcharting. General 
Services Administration National 
Archives and Records Service. 
Office of Records Management. 
1972. 

G-1 



r 
r 
I , 

Topic 

Automation 

Directory 

Title 

How to Buy the Right Small 
Business Computer System. 
C. Roger Smolin. New York: John 
Wiley and Sons. 1981. 

Office Automation - A Manager's 
Guide. Harry Katzan, Jr. New 
York: AMACOM. 1982. 

Office Automation: A Manager's 
Guide to Improved Productivity. 
Mark Lieberman, Gad J. Selig and 
John J. Walsh. New York: John 
Wi 1 ey and Sons. 1982. 

Cann i ng, Bonn i e: "s i x Drawbacks 
to Putting Records On'-Line," 
Administrative Management, May 
1986. 

"Successful Conversion to an 
Automated System Requires Careful 
Planning -- With Many Issues to 
Reveal," Office Administration and 
Automation, October 1984. 

System.Analysis and Project 
Management. David Cleland and 
Wi 11 iam R. King. New York: 
McGraw-Hill Book Company, 1968. 

System Development Guidelines. 
National Clearinghouse for 
Criminal Justice Information 
Systems. Sacramento: SEARCH 
Group, Inc., 1979. 

Directory of Services. State of 
California, Department of Justice, 
Division of Law Enforcement. 

National Law Enforcement 
Telecommunications System (NLETS) 
Originating Agency Identifier 
(ORl) Directory. Available 
through CLETS - ORION file. 

G-2 



Topic 

Filing 

Fingerprints/Registrants 

Title 

Filing and Records Management. 
Bertha M. Weeks. New York: 
Ronald Press, 1976. 

Fundamental Filing Practices. 
Estelle Popham and Harry 
N. Fujita. New Jersey: Prentice 
Hall, 1973. 

Robert L. Sample, "The Mathematics 
of Filing: Cabinets vs. 
Electronics," Administrative 
Management, January 1982. 

Applicant Fingerprint Clearance 
Manual. California Department of 
Justice, Bureau of Criminal 
Identification. Sacramento: April 
1990. 

English Equivalents for Offense 
Codes. California Department of 
Justice, Bureau of Criminal 
Identification. Sacramento: 
1989. 

Fingerprint Standardization 
Guide. California Department of 
Justice, Division of Law 
Enforcement. Sacramento: 1980. 

Guide to Sex. Narcotic and Arson 
Registration Procedures. 
Department of Justice, Bureau of 
Criminal Statistics and Special 
Services, 1989. 

Instructions for Taking Finger­
prints. California Department of 
Justice, Bureau of Criminal 
Identification, Sacramento. 

Statutes and Regulations. State 
of California, Attorney General's 
Office, Sacramento. 

G-3 



Topic 

Forms Management 

Property 

Title 

"Applicant Instruction Manual," 
State of California, Bureau of 
Justice Information Services. 

Business Forms Management. 
William Nygren. New York: 
AMACOM. 1980. 

The Knox Standard Guide to Design 
and Control of Business Forms. 
Frank M. Knox. New York: McGraw­
Hill Book Company. 1965. 

Criminal Justice Information 
System Manual, (CJIS) California 
Department of Justice, Division of 
Law Enforcement. Sacramento. 
*Also see CJIS Bulletins. 

Dangerous Weapons' Contro1 Law. 
California Department of Justice, 
Division of Law Enforcement. 
Sacramento. 

Managina Property in Law 
Enforcement Agencies. State of 
California, Commission on Peace 
Officer Standards and Training. 
Sacramento: 1984. 

National Crime Information Center 
Code Manual. US Department of 
Justice, Federal Bureau of 
Investigation. 

National Crime Information Center 
Control Operating Manual. US 
Department of Justice, Federal 
Bureau of Investigation. 

Retention and Return of Property 
Held by Law Enforcement Agencies. 
California District Attorney's 
Association, Center for Criminal 
Justice Policy and Management. 
1984. 

G-4 



Topic 

Records Management 

Records Security 

Secondhand Dealer Licensing and 
Reporting" Information. California 
Department of Justice, Division of 
Law Enforcement. 

Accounting and Information 
Systems; Joseph W. Wilkinson. 
New York: John Wiley and Sons. 
1982. 

CJIS/NCIC Program Enhancements. 
Cali,for.nia Department of Justice, 
Sacramento. 1986. 

Local Police Information Policy. 
SEARCH Group, Inc. Sacramento: 
1982. 

Managing Training and Development 
Systems. William R. Tracey. New 
York: American Management 
Association. 1974. 

Model Records System Manual and 
Reporting Guides. Larry Walton 
and Wi11iam D. Wallace. 
Washington, D.C.: US Department 
of Justice, Law Enforcement 
Assistance Administration. July 
1977. 

System and Procedures: A Handbook 
for Business and Industry. Victor 
Lazzaro. New Jersey. Prentice­
Hall, Inc., 1968. 

California Criminal Records 
Security Statutes and 
Regulations. State of California, 
Department of Justice. 
Sacramento: July 1988. 

State of California, Department of 
Justice: "Updated List of 
Agencies Authorized to Receive 
Criminal History Information," 
July 1988. 
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Topic 

Temporary Restraining Orders 

Vehicles 

Title 

Guidelines and Curriculum for Law 
Enforcement Response to Domestic 
Violence. State of California, 
Commission on Peace Officer 
Standards and Training. 
Sacramento: 1985. 

State of California, Department of 
Motor Vehicles: "Automated 
Management Information System." 
(AMIS). 

Criminal Justice Information 
System (CJIS) Manual. California 
Department of Justice, Division of 
Law Enforcement. Sacramento. 
*Also see CJIS Bulletins. 

Information Request Manual. State 
of California, Department of Motor 
Vehicles. Sacramento. 

National Crime Information Center 
Code Manual. U.S. Department of 
Justice, Federal Bureau of 
Investigation. 
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Administrative Management 

ARMA Records Management 
Quarterly 

California Police Recorder 

Computer Decisions 

Modern Office Technology 

Office Systems 

The Government Micro 
. Users' Catalog 

The Records and Retrieval 
Report 

Today's Office 

Periodicals 

The Automated Office LTD. 
1123 Broadway 
New York, NY 10010 

P.O. Box 8540 
Prairie Village, KS 66208 

P.O. Box 214 
Inglewood, CA 90301 
(213) 323-2307 

Hayden Publishing Company 
10 Mulholland Drive 
Hasbrock Heights, NJ 07604 

P.O. Box 95795 
Cleveland, OH 44101 

P.O. Box 150 
Georgetown, CT 06829 

Technology Services Inc. 
Sullyfield Circle 
Chantilly, VA 22021 

Quorum Reports 
P.O. Box 5007 
Wesport, CT 06881 

645 Stuart Avenue 
Garden City, NY 11530 
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APCO 

APPRO 

CLEARS 

CLEWOA 

CAPTO 

CCUG 

Assoc·j at ions 

Associated Public-Safety Communication 
Officers, Inc. 

Claude Davis, Sec./Treas. 
2699 Rambna Street 
Palo Alto, CA 94306 
(415) 329-0749 

Association of Police Planning and Research 
Officers 

So. CA Chapter 
P. O .. Box 116 
West Covina, CA 91793 

No. CA Chapter 
P.O. Box 858 
Modesto, CA 95353 

California Law Enforcement Association 
of Records Supervisors 

P.O. Box 2708 
Sacramento, CA 95812 

California Law Enforcement Warrant 
Officers Association 

John Firenza, President 
Sacramento County Sheriff's Department 
711 G Street 
Sacramento, CA 95814 
(916) 440-5946 

California Association of Police Training 
Officers 

Tom Hood 
Berkeley Police Department 
Hall of Just,ice 
2171 McKinley Avenue 
Berkeley, CA 94703 
(415) 644-6698 

Computerized CLETS Users Group 

So. Chapter 

San Bernardino Co. 
Sheriff's Dept. 

P.O. Box 569 
San Bernardino, CA 94202 
Pat Moody, President 
(714) 387-3653 
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No. Chapter 

San Ma'teo Co. 
Data Processing 

Co. Govt. Center 
Pony #2910 
Redwood City, CA 94063 
Steven Barretta 
(415) 363-4490 



--------

Post Certified Training Courses Related To Records Management 

Records 

Records 

Records 

Records 

Records Supervisor 

Records Supervisor 

Records Management 

Information Systems - DOJ 

Introduction to Computers 
in Law Enforcement 

Allan Hancock College 
800 South College Drive 
santa Maria, CA 93454 
(805) 922-6411 

Los Mendanos College 
2700 East Leland Road 
Pittsburg, CA 94565 
(415) 439-2181 

San Diego Regional Training Center 
12760 High Bluff Dr., Suite 270 
San Diego, CA 92130 

. (619) 792-6501 

Southwest Regional Training Cente~ 
1000 East Victoria Street 
Carson, CA 90747 

Los Mendanos College 
2700 East Leland Road 
Pittsburg, CA 94565 
(415) 239-2181 

San Diego Regional Training Center 
12760 High Bluff Dr., Suite 270 
San Diego, CA 92130 
(619) 792-6501 

Department of Justice Training 
Center 

4949 Broadway 
Sacramento, CA 95820 
(916) 739-2770 

Department of Justice 
(see above) 

Academy of Justice/Riverside 
County 

1500 Castellano Road 
Riverside, CA 92509 
(714) 787-6496 
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Introduction to Computers 

in Law Enforcement 
San Diego Regional Training Center 
12760 High Bluff Dr., Suite 270 
San Diego, CA 92130 

SEARCH Group Inc. 

(619) 792-6501 

925 Secret River Drive, Suite H 
Sacramento, CA 95831 
(916) 392-2550 

How to Request an Attorney General's Opinion 

An opinion by the state's Attorney General may be requested for 
the purposes of: 

o obtaining clarification of legislation, 
o interpretation of legislation, and 
o obtaining additional information regarding the 

legislative intent of a statute. 

The agency administrator or District Attorney should prepare the 
inquiry. All inquiries should be directed to: 

State of California 
Office of the Attorney General 
1515 K Street, Suite 511 
Sacramento, CA 95814 
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GLOSSARY 

Abstract -- an abstract is a summary of an existing warrant. 
which is communlcated by telegraphlc or other electronic means to 
other peace officers for service, and which contains all the 
information required by Penal Code Section 850. 

Audit -- an official examination and verification of accounts and 
records. 

CLETS -- California Law Enforcement Telecommunication System. 

CORI -- accumulative criminal offender record information. 

Carbon -- paper with a pigmented coating that is used to transfer 
an image through pressure or impact. 

Carbonless Paper -- paper that is specially manufactured or 
coated to provide transfer of impression to multiple parts 
without the use of carbon paper; often called NCR paper. 

Citizen Courtesy Warning Notice -- a written notification that an 
outstanding warrant ,exists. It is mailed to the person named on 
the warrant in minor misdemeanor cases or infractions. 

Complaint -- an accusatory pleading in a court of law charging an 
individual with a public offense. 

Complaint Control Number -- the case number, file number or daily 
report number. 

Complaint Dispatch Card -- a document used by a law enforcement 
agency to record initial data concerning a ca11-for-service. 

Daily Activity Log -- a document used to record initial data 
concerning a call-for-service. 

Exemptions information that can be withheld from release to 
the public as defined by legal statute and court decision. 

Flowchart -- diagrams that graphiGally portray the sequential 
flow of data and/or operations through a procedure. 

Forms Control -- a system of centralized responsibility for the 
development, maintenance, numbering, revision, ordering, and 
supply of designated forms. 

Forms Inventory -- a collection of all forms segregated by form 
function or subject. 
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Functional Forms File -- a collection of all forms segregated by 
form function or subject. 

Juvenile Records -- those records pertaining to an individual 
under the age of 18. 

Local T.N.G. Order -- juvenile court order for each county that 
defines conditions for releasing information on juveniles. 

'Microfilm -- film used for storage of records; usually as 16 mm 
rolls or cartridges, or as microfiche. 

Micrographic -- the industry concerned with the manufacture and 
sale of graphics material in microform, such as microfilm. 

Numerical Forms File -- a collection of all current forms filed 
in numerical order by form number. 

Patrol Workload Measurement -- a method used to measure the 
response capability of a law enforcement agency patrol force., 

Personal Identification File -- a file consisting of an 
individual's arrest history with a local law enforcement agency. 

Personnel Files -- any application, information, memoranda, or 
internal investigation pertaining to an agency's present or past 
employees. 

Presentence Report -- report prepared by the probation department 
at the order of the court, recommending type of sentence to be 
given to the defendant. 

Primary Report System -- system that begins with a call-for­
service and results in action taken by the law enforcement agency 
and the documentation thereof. 

Public Records -- any writing containing information relating to 
the conduct of the public's business prepared, owned, used, or 
retained by any state or local agency regardless of physical form 
or characteristics. 

Rap Sheet -- record of arrests and prosecutions (commonly used to 
describe the State of California criminal history record). 

Screen -- shaded area on a form to highlight certain data. 

Special Activity Card a document used by a law enforcement 
agency to record initial data resulting from an officer's 
initiated activity or administrative activities. 
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Tickler File -- a device for jogging the memory; a file that 
serves as a reminder and is arranged to bring matters to timely 
attention. 

Uniform Crime Reporting -- a nationwide view of crime based upon 
the submission of police statistics by law enforcement agencies 
throughout the country. 

warrant Alpha Index Card -- contains the wanted pers6n's name, 
date of birth, and date of the warrant. It may be filed in the 
master alpha file or in a separate want/warrant alpha file. 

Warrant File -- a file containing all the original arrest 
warrants and warrant abstracts in the possession of the 
department. 

Warrant Log -- a chronological listing of all warrants and 
abstracts received by the department. 

Warrant Service Information Card -- contains pertinent 
information concerning the wanted person which is carried in the 
field by the assigned officer in lieu of the warrant. 
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ABC Notlfication, 11-1 
Accident Reports, 111-11 
Activity Log, 1-5 
Alpha index files, 1-18 
Arrest and disposition 
reporting, 11-8 
Arrestees, release of 
information, 111-2 
Arson, registration 
requirement, 11-38 
Arson report, IV-2, IV-10 
Audi.t, VII-i 

compliance, VII-i6 
CORI, VII-16 
definition, VII-1 
flowcharts, VII-4, VII-5 
frequency, VII-3 
interviews, VII-10 
operations, VII-8 
planning, VII-8 
procedures, VII-8 
questionnaires, VII-9 
report, VII-18 

Automation, VIII-1 
analyzing needs, VIII-7 
assessing procurement 

options, VIII-10 
costs, VIII-8 
determlning resource 

requirements, 
VIII-8 

determining system 
capabilities, VIII-6 
1easibility steering 

committee, VIII-3 
feasibility study, 

VIII-3 
ranking objectives, 

VIII-10 
requirements, VIII-8 
reviewing manual system, 

VIII-2 
~ystems analysis, 

VIII-5 
Autopsy report, 11-6 

B 

INDEX 

C 

Child Abuse, 11-1 
Citations, 11-2 

checking for accuracy, 
11-4 

Compiling statistics, 
11-4 

filing, 11-5, V-20 
juvenile, 11-6 
misdemeanor, 11-6 
processing, 11-6 
transmittal to court, 

11-5 
Complaint processing, 1-23 
Concealable Firearms Dealers, 

11-14, 11-16 
CORI, 111-13 

Access to for employment 
and licensing, . 
111-17 

defined, 111-13 
destruction of, 111-19 
legal requirements, 

111-14 
local, 111-14 
misuse of, 111-19 
state, 111-13 
subject of record, 

111-15 
Coroner Records, 11-6 

autopsy report, 11-6 
death certificate, 11-6 
photographs, 11-7 
release of information, 

11-7 
toxicology report, 11-6 

Crime Analysis, IV-i5 
basic applications, 

IV-21 
collation of data, IV-23 
evaluation of results, 

IV-33 
implementation of action 

plan, IV-32 
recommendations and 

dissemination of 
information, IV-32 

storage of data, IV-25 
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D 

Daily Activity Log, 1-5 
Data Recording, 1-2 
Dealers Record of Sale (DROS), 

11-16 
Detention Certiflcates, 11-7 
Directives, Model, A-1 

Forms Control, A-1 
Information Release, B-1 
Release of CORI, C-1 
Subpoena Duces Tecum, 

D-1 
Warrant Processing, E-1 

Disposition of Arrests, 11-8 
DMV Information, 111-23 

E 

Elder and Dependent, 11-12 

F 
Field Interview Cards, 11-17 

access, I 1-1 8 
format, 11-17 
fillng, 11-18 
retention, 11-18 

Filing, reports, 1-26 
Firgerprint cards, 11-19 

applicant, 11-21 
criminal, 11-19 
personal identification, 

11-22 
registrant, 11-21 

Forms, VI-1 
captions on, VI-8 
copies of, VI-6 
design, VI-4 
design checklist, VI-9 
development and revision, 

VI-4 
distribution of, VI-9 
functional file, VI-3 
instructions on, VI-8 
layout, VI-7 
margins, VI-9 
numbering, VI-4 
numerical file, VI-2 
ordering, VI-12 
screens, VI-9 
titles, VI-9 

Forms Control, VI-1 
elements of, VI-1 

1-2 

Form Layout, VI-7 
captions, VI-8 
check boxes, VI-8 
distributing and routing, 

VI-9 
horizontal spacing, VI-7 
instructions, VI-9 
margins, VI-9 
number and title, VI-9 
screens, VI-9 
vertical spacing, VI-7 

G 

H 

I 

Information release, III-2 
accident reports, III-11 
citations, 111-22 
CORI, 1II-13 
crime reports, 111-1 
daily logs, 111-12 
exemptions, 111-3 
from CLETS, III-12 
juveniles, 111-11 
licensing files, III-17 
personnel files, III-12 
"need-to-know", 111-18 
registrant, 111-22 
"right-to-know", III-18 
security, III-6 
warrants, III-22 

Initial Data Recording, 1-2 

J 

Jail Records, 11-22 

K 

L 

M 

Marijuana, 1-27, V-3 
purge, 1-27 
report preparation, 1-26 

Microfilming, V-17 
legal requirements, V-17 

Missing Persons, 11-23 



- .. 
reporting requirements, 

11-23 

N 

NCIC, II-26 
validation procedure, 
11-26 

o 

P 

Pawn transaction reporting, 
11-45 

Personnel files, information 
re 1 ease, I I I -1 2 

Photographs, 11-28 
copies of, 11-29 
crime scene, 11-28 
filing, 11-28 
prisoner, 11-28 
retention, 11-29 

Prlmary report system, 1-1 
components of, i-1 
flowchart, 1-29 

Property, II-29 
disposition, II-3D 
serialized, II-3D 

Public Records Act, III-1 
Public safety recordings, 

Y-14 
Purging, Y-3 

R 

Record release, III-2 
Record sealing, II-3D, II-33 

adult, II-32 
juvenile, II-3D 
legal mandates, II-3D 
procedure, I~-30 

Records, Y-1 
retention recommenda­
tions, Y-6 
physical security, 111-6 
release of information, 

111-2 
Registrant Files, 11-33 

change of address, 11-42 
registration procedure, 

11-40 

1-3 

retention of records, 
11-42 

Reports, 1-11 
complaint processing, 

I-23 
distribution of, 1-21 
filing, I-26 
indexing of, 1-18 
initial data recording, 

1-2 
numbering, 1-11 
preparation, 1-13 
retention, 1-28 
review and correction, 

1-16 
typewritten, 1-15 
type of, 1-11 

S 

Secondary processes, 11-1 
Secondhand dealers, 11-42 

licensing, 11-44 
reporting requirements, 

11-42 
Sex offender registration, 

11-38 
Special Incident Reporting, 

11-45 
Statistics, IY-1 

crime analysis, IY-1 
crime classification, 

IY-2 
crime index, IY-6 
management reporting, 

IY-13 
required report forms, 

IY-8 
UCR reporting, IY-2 

Subpoena duces tecum, 11-48 
declaration, II-50 
procedure for acceptance, 

11-48 
Subpoena service, II-50 

T 

Temporary Restraining Orders, 
II-50 
enforcement, II-52 
verification, II-52 



t 

t _~' -
reporting requirement, 

II-53 

U 

Uniform Crlme Reportlng, IV-2 

v 

Vehicles, II-57 
agency responsibility, 

II-57 
definltions, II-57 
release, 11-60 
towing of, II-58 

W 

·Warrants, 11-60 
control, 11-65 
entry in automated 

system, 11-65 
entry on Warrant Log, 

11-61 
filing, 11-66 
indexing, 11-61 
policy and procedure 

checklist, 11-72 
processing, 11-60 
processing forms, 11-62 
purging, 11-68 
routing for service, 

11-66 
serVlce responsibility, 

11-66 
unserved, 11-67 

XYZ 
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