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MINNESOTA
Minnesota Statutes Annotated
Chapter 299C
Bureau of Criminal Apprehension

299C.01 Criminal burean

Subdivision 1. All the powers and duties now vested in or
imposed upon the bureau of criminal apprehension or the super-
intendent of the bureau of criminal apprehension as prescribed
by chapter 626, or any other law, are hereby transferred to,
vested in, and imposed upon the commissioner of public safety.
The bureau of criminal apprehension and the office of the super-
intendent of the bureau of criminal apprehensxon as heretofore
constituted are abolished.

Subd. 2. A division in the department of public safety to be
known as the bureau of criminal apprehension is hereby created,
under the supervision and control of the superintendent of crim-
inal apprehension, who shall be appointed by the commissioner
and serve at his pleasure in the unclassified service of the state
civil service, to whom shall be assigned the duties and responsi-
bilities described in this section.

Subd. 3. All powers, duties and responsibilities relating to
the licensing and regulation of private detectives and protective
agents heretofore assigned by law to the secretary of state or
any other state department or agency shall be transferred to,
vested in and imposed upon the commissioner of public safety.

Subd. 4. The division of the bureau of criminal apprehen-
sion shall perform such functions and duties as relate to state-
wide and nationwide crime information systems as the commis-
sioner may direct.

Laws 1969, ¢. 1129, art. I, § 3, eff. July 1, 1970.

299C.03 Superlntendent; rules, regulations

The superintendent, with the approval of the commissioner of
public safety, from time to time, shall make such rules and regu-
lations and adopt such measures as he deems necessary, within
_ the provisions and limitations of sections 299C.03 to 299C.08,
299C.10, 299C.11, 299C.17, 299C.18, and 299C.21, to secure the
efficient operation of the bureau. The bureau shall cooperate
with the respective sheriffs, constables, marshals, police, and oth-
er peace officers of the state in the detection of crime and the
apprehension of criminals throughout the state, and shall have
the power to conduct such investigations as the superintendent,
with the approval of the commissioner of public safety, may
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deem necessary to secure evidence which may be essential to the
apprehension and conviction of alleged violators of the criminal
laws of the state. The various members of the bureau shall
have and may exercise throughout the state the same powers of
arrest possessed by a sheriff, but they shall not be employed to
render police service in connection with strikes and other in-
dustrial disputes.

Amended by Laws 1949, c. 739, § 21; Laws 1951, c. 713, § 34;
Laws 1971, c. 25, § 97.

299C.04 Employees, civil service; expenses

The superintendent is hereby authorized to appoint, in the
manner provided, and to remove as provided by the state civil
service law, and to prescribe the duties of such skilled and un-
skilled employees, including an identification expert, as may be
necessary to carry out the work of the bureau; provided, that
the appointment and removal of such skilled and uns]nlled em-
ployees shall be in the manner provided by the state civil service
law. The superintendent and all officers and employees of the
bureau shall, in addition to their compensation, receive their ac-
tual and necessary expenses incurred in the discharge of their
duties, provided that the total expense of the bureau during any
year shall not exceed the appropriation therefor. -

Amended by Laws 1953, c. 508, § 1.

299C.05 Division of criminal statistics

There is hereby established within the bureau a division of
criminal statistics, and the superintendent, within the limits of

membership herein preseribed, shall appoint a qualified statisti-
cian and one assistant to be in charge thereof. It shall be the
duty of this division to collect, and preserve as a record of the
bureau, information concerning the number and nature of of-
fenses known to have been committed in the state, of the legal
steps taken in connection therewith from the inception of the
complaint to the final discharge of the defendant, and such other
information as may be useful in the study of crime and the ad-
ministration of justice. The information so collected and pre-
. served shall include such data as may be requested by the United
States department of justice, at Washington, under its national
system of crime reporting.

299C.06 Division powers and duties; local officers to co-

It shall be the duty of all sheriffs, chiefs of police, city mar-
shals, constables, prison wardens, superintemdents of insane hos-
pitals, reformatories and correctional schools, probation and pa-
role officers, school attendance officers, coroners, crunty attor-
neys, court clerks, the liquor control commissioner, the commis-
sioner of highways, and the state fire marshal to furnish to the
division statistics and information regarding the number of
crimes reported and discovered, arrests made, complaints, infor-
mations, and indictments, filed and the disposition made of
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same, pleas, convictions, acquittals, probations granted or de-
nied, receipts, transfers, and discharges to and from prisons,
reformatories, correctional schools, and other institutions, pa-
roles granted and revoked, commutation of sentences and par-
dons granted and rescinded, and all other data useful in deter-
mining the cause and amount of crime in this state and to form
a basis for the study of crime, police methods, court procedure,
and penal problems. Such statistiecs and information shall be
furnished upon the request of the division and upon such forms
as may be prescribed and furnished by it. The division shall
have the power to inspect and prescribe the form and substance
of the records kept by those officials from which the informa-.
tion is so furmshed.

299C.09 System for identification of criminals; records and
indexes

The bureau shall install systems for identification of crimi-
nals, including the finger-print system, the modus operandi sys-
tem, and such others as the superintendent deems proper. The
bureau shall keep a complete record and index of all information
received in convenient form for consultation and comparison.
The bureau shall obtain from wherever procurable and file for
'record finger and thumb prints, measurements, photographs,
plates, outline pictures, descriptions, modus operandi statements,
or such other information as the superintendent considers neces-

" sary, of persons who have been or shall hereafter be convicted af
a felony, gross misdemeanor, or an attempt to commit a felony
or gross misdemeanor, within the state, or who are known to be
habitual criminals., To the extent that the superintendent may
determine it to be necessary, the bureau shall obtain like infor-
mation concerning persons convicted of a crime under the laws
of another state or government, the central repository of this
records system is the bureau of criminal apprehension in St
Paul.

Amended by Laws 1957, c.790 § 1; Laws 1969, c. 9, §92 eff.
Feb. 12. 1969.

299C.10. Identification data required

Subdivision 1. Law enforcement duty. (a) It is hereby made the duty of the sheriffs of
the respective counties, of the police officers in cities of the first, second, and third classes,
under the direction of the chiefs of police in such cities, and of community corrections
agencies operating secure juvenile detention facilities to take or cause to be taken immediate-
ly finger and thumb prints, photographs, distinctive physical mark identification data, and
such other identification data as may be requested or required by the superintendent of the
bureau; of all persons arrested for a felony, gross misdemeanor, of all juveniles committing
felonies as distinguished from those committed by adult offenders, of all persons reasonably
believed by the arresting officer to be fugmves from justice, of all persons in whose
possession, when arrested, are found concealed firearms or other dangerous weapons, burglar
tools or outfits, high-power explosives, or articles, machines, or appliances usable for an
unlawful purpose and reasonably believed by the arresting officer to be intended for such
purposes, and within 24 hours thereafter to forward such fingerprint records and other
identification data on such forms and in such manner as may be prescribed by the
superintendent of the bureau of criminal apprehension.
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_(b) Effective August 1, 1997, the identification r " i
A ) ’ ) eporting requirements shall
persons committing misdemeanor offenses, including violent qand enhanceablea}:anr:g:lm

juveniles committing gross misdemeanors. In additi : -
include any known aliases o street names of the o?'feng::s’, the reporting requirements shall

Subd. 2. Law enforcement education. The sheriffs and police officers who take finger

and thumb prints must obtain training in the pro :
finger prints under this section consistent with blfre;): :el;:i;hegnd:ng. taking and transmitting

Subd 3 Bl{regu duty. The bureau must enter in the criminal records system finger and
thumb prints within five working days after they are received under this section.

- Subd. 4. Fee for background check; account; appropriation. The superintendent
ghall collect a fee in an amount to cover the expense for each background check provided for a
purpose not directly relaed to the criminal justice system or required by section 624.7131,
624.7132, or 624.714. The proceeds of the fee must be deposited in a special account. Untll
..Iuly 1, 1997, money in the account is appropriated to the commissioner to maintain and
improve the quality of the criminal record system in Minnesota.

Amended by Laws 1993, c. 266, § 32; Laws 1994, c. 636, art. 4, § 19; Laws 1995, c. 226, art. 4 10,1
ff. July 1, 1995; Laws 1996, c. 408, art. 6, § 11; Laws 1996, c. 440, art. 1, § 50. e 26 art 4 85 10,1

209C.11. Identification data furpfshed to bureau

(a) The sheriff of each county and the chief of police of each city of the first, second, and
third classes shall furnish the bureau, upon such form as the superintendent shall prescribe,
with such finger and thumb prints, photographs, distinctive physical mark identification data,
and other identification data as may be requested or required by the superintendent of the
bureau, which may be taken under the provisions of section 299C.10, of persons who shall be
convicted of a felony, gross misdemeanor, or who shall be found to have been convicted of 8
felony or gross misdemeanor, within ten years next preceding their arrest. ' B

(b) No petition under chapter 609A is required if the person has not been convicted of any
felony or gross misdemeanor, either within or without the state, within the period of ten years
immediately preceding the determination of all pending criminal actions or proceedings in
favor of the arrested person, and either of the following occurred:

(1) all charges were dismissed prior to a determination of probable cause; or

(2) the prosecuting authority declined to file any charges and a grand jury did not return
an indictment. ‘ )

Where these conditions are met, the bureau or agency shall, upon demand, return to the
arrested person finger and thumb prints, photographs, distinctive physical mark jdentification

data, and other identification data, and all copies and duplicates of them.

(¢) Except as otherwise provided in paragraph (b), upon the determination of all pending
criminal actions or proceedings in favor of the arrested person, and the granting of the
petition of the arrested person under chapter 6094, the bureau shall seal finger and thumb
prints, photographs, distinctive physical mark identification data, and other identification
data, and all copies and duplicates of them if the arrested person has not been convicted of
any felony or gross misdemeanor, either within or without the state, within the period of ten
years immediately preceding such determination.

(d) DNA samples and DNA records of the arrested person shall not be returned, sealed, or
destroyed as to a charge supported by probable cause.

(e) For purposes of this section, udetermination of all pending criminal actions or proceed-
ings in favor of the arrested person” does not include:

(1) the sealing of a criminal record pursuant to section 152.18, subdivision 1, 24231,
609.168, or chapter 609A;

(2) the arrested person’s' successful completion of & diversion program;
(3) an order of discharge under section 609.165; or
(4) a pardon granted under section 638.02.
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299C.11  Prints, furnished to burean Sy sheriffs and chiefs
of police ’

The sheriff of each county and the chief of police of each city
of the first, second, and third classes shall furnish the bureau,
upon such form as the superintendent shall prescribe, with such
finger and thumb prints, photographs, and other identification
data as may be requested or required by the superintendent of
the bureau, which may be taken under the provisions of section
299C.10, of persons who shall be convicted of a felony, gross
misdemeanor, or who shall be found to have been convicted of a
felony or gross misdemeanor, within ten years next preceding
their arrest. Upon the determination of all pending criminal ac-
tions or proceedings in favor of the arrested person, he shall,
upon demand, have all such finger and thumb prints, photo-
graphs, and other identification data, and all copies and -dupli-
cates thereof, returned to him, provided it is not established that
he has been convicted of .anyfelony, either within or without the
state, within the period of ten years immediately preceding such
determination.

Amended by Laws 1957, c. 790, § 8.

299C.12 ' Records kept by peace officers; reports
Every peace officer shall keep or cause to be kept a perma-
nent written record, in such form as the superintendent may
prescribe, of all felonies reported to or discovered by him within
his jurisdiction and of all warrants of arrest for felonies and
gearch warrants issued to him in relation to the commission of
felonies, and shall make or cause to be made to the sheriff of the
county and the bureau reports of all such crimes, upon such
- forms as the superintendent may prescribe, including a state-
ment of the facts and a description of the offender, so far as
known, the offender’s method of operation, the action taken by
the officer, and such other information as the superintendent
may require. S :
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299C.13 Information as to criminals to be furnished by
T bureau to peace officers :

Upon receipt of information hata as to any arrested person,
the bureau shall immediately ascertain whether the person ar-
rested has a criminal record or is a fugitive from justice, and
shall at once inform the arresting officer of the facts ascer-
tained. Upon application by any sheriff, chief of police, or other
peace officer in the state, or by an officer of the United States
or by an officer of another state, territory, or government duly
authorized to receive the same and effecting reciprocal inter-
change of similar information with the division, it shall be the
duty of the bureau to furnish all information in its possession
pertaining to the identification of any person.

299C.14 oOfficers of penal institutions to furnish bureau
. with data relating to released prisoners '

It shall be the duty of the officials having charge of the penal
institutions of the state or the release of prisoners therefrom to
furnish to the bureau, as the superintendent may require, finger
and thumb prints, photographs, identification data, modus oper-
andi reports, and criminal records of prisoners heretofore, now,
or hereafter confined in such penal institutions, together with
the period of their service and the time, terms, and conditions of
their discharge. '

299C.15 Buresuto eoopenb with other crlmlnal identifica-
tion organizations '

The bureau shall cooperate and exchange information with
other organizations for criminal identification, either within or
without the state, for the purpose of developing, improving, and
carrying on an efficient sFtem for the identification and appre-
hension of criminals. '

299C.155. Standardized evidence collection; DNA analysis data and records
Subdivision 1. Definition. As used in this section, “DNA analysis”’ means the
process through which deoxyribonucleic acid (DNA) in a human biological specimen is
_analyzed and compared with DNA from another human biological specimen for identifica-
tion purposes.
Subd. 2. Uniform evidence collection. The bureau shall develop uniform procedures
and protocols for collecting evidence in cases of alleged or suspected criminal sexual
conduct, including procedures and protocols for the collection and preservation of human
biological specimens for DNA analysis. Law enforcement agencies and medical personnel
who conduct evidentiary exams shall use the uniform procedures and protocols in their
investigation of criminal sexual conduct offenses. The uniform procedures and protocols
developed under this subdivision are not subject to the rulemaking provisions of chapter
14.

Subd. 3. DNA analysis and data bank. The bureau shall adopt uniform procedures
and protocols to maintain, preserve, and analyze human biological specimens for DNA.
The bureau shall establish a centralized system to cross-reference data obtaineq fﬂ)m
DNA analysis. The uniform procedures and protocols developed under this subdivision
are not subject to the rulemaking provisions of chapter 14.

Subd. 4. Records. The bureau shall perform DNA analysis and make data obtained
available to law enforcement officials in connection with criminal investigations in which
human biological specimens have been recovered. Upon request, the bureau shall also
make the data available to the prosecutor and the subject of the data in any subsequent
criminal prosecution of the subject.
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299C.16 Bureau to broadcast information to peace officers

The bureau shall broadcast, by mail, wire, and wireless, to
peace officers such information as to wrongdoers wanted, prop-
erty stolen or recovered, and other mtelhgenee 28 may help in
controlling erime. )

299C. 17 Reports to bureau by clerks of court

The superintendent shall have power to require the clerk of
court of any county to file with the department, at such time as
the superintendent may designate, a report, upon such form as
the superintendent may prescribe, furnishing such information
as he may require with regard to the prosecution and disposition
of criminal cases. A copy of the report shall be kept on file in
the office of the clerk of court.

MN-5a
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299C.18 Reports

Biennially, on or before November 15, in each even-numbered
yeéar the superintendent shall submit to the governor and the
legislature a detailed report of the operations of the bureau, of
information about crime and the handling of crimes and crimi-
nals by state and local officihls collected by the bureau, and his
interpretations of the information, with his comments and rec-
ommendations. In such reports he shall, from time to time, in-
clude his recommendations to the legislature for dealing with
crime and criminals and information as to conditions and meth-
_ods in other states in reference thereto, and shall furnish a copy
of such report to each member of the legislature. = .~

299C.21 Penalty on local officers refusing information

If any public official charged with the duty of furnishing to
the bureau finger-print records, reports, or other information
required by sections 299C.06, 299C.10, 299C.11, 299C.17, shall ne-
"glect or refuse to comply with such requirement, the bureau, in
writing, shall notify the state, county, or city officer charged
with the issuance of a warrant for the payment of the salary of
.such official. Upon the receipt of the notice the state, county.
or city official shall withhold the issuance of a warrant for the
payment of the salary or other compensation accruing o snch
officer for the period of 30 days thereafter until notific:d hy the
bureau that such suspension has been released by the perform-
ance of the required duty.

299C.48 CONNECTIONS BY AUTHORIZED AGENCY; STANDING APPRO-
PRIATION.

(a) An agency authorized under section 299C.46, subdivision 3, may connect with
and participate in the criminal justice data communications network upon approval of

the commissioner of public safety; provided, that the agency shall first agree to pay
installation charges as may be necessary for connection and monthly operational
charges as may be established by the commissioner of public safety. Before participa-
tion by a criminal justice agency may be approved, the agency must have executed an
agreement with the commissioner providing for security of network facilities and
restrictions on access to data supplied to and received through the network.

(b) The installation and monthly operational charges collected by the commis-
sioner of public safety under paragraph (a) are annually appropriated to the commis-
sioner to administer sections 299C.46 to 299C.50.
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STATE DEPARTMENTS AND AGENCIES
Administration
.CHAPTER 13
GOVERNMENT DATA PRACTICES
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GENERAL REQUIREMENTS

1301 GOVERNMENT DATA.
Subdivision 1. Applicability. All state agencies, political subdivisions and
statewide systems shall be governed by this chapter.
Subd. 2. Citation. This chapter may be cited as the “Minnesota govern-
ment data practices act.”
ses History: 1979c 328 s 1; 1981 ¢ 311 s 1,39; 1SpI98l c 4 art 1 s4.5; 1982 ¢
s24 :

13.02 COLLECTION, SECURITY AND DISSEMINATION OF RECORDS;
DEFINITIONS.

Subdivision 1. Applicability. As used in this chapter. the terms defined in
this section have the meanings given them. )

Subd. 2. Commissioner. “Commissioner™ means the commissioner of the
department of administration.

Subd. 3. Confidential dsta on individuals. *“Confidential data on individu-
als™ means data which is made not public by statute or federal law applicable to
the data and is inaccessible to the individual subject of that data.

Subd. 4. Data not on inditvidusls. “Data not on individuals™ means all
government data which is not data on individuals.
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1302 GOVERNMENT DATA PRACTICES

Subd. 5. Data on individuals. “Data on individuals™ means all government
data in which any individual is or can be identified as the subject of that data,
unless the appearance of the name or other identifying data can be clearly
demonstrated to be only incidental to the data and the data are not accessed by
the name or other identifying data of any individual. :

Subd. 6. Designee. “Designee™ means any person designated by a responsi-
ble authority to be in charge of individual files or systems containing government
data and to receive and comply with requests for government data.

Subd. 7. Government data. “Government data™ means all data collected,
created, received, mainwined or disseminated by any state agency. political
subdivision. or statewide system regardless of its physical form, storage media or
conditions of use.

Subd. 8. Individual. “Individual™ means a natural person. In the case of a
minor or an individual adjudged mentally incompetent, “individual™ includes a
parent or guardian or an individual acting as a parent or guardian in the absence .
of a parent or guardian, except that the responsible authority shall withhold data
from parents or guardians, or individuals acting as parents or guardians in the
absence of parents or guardians, upon request by the minor if the responsible
" authority determines that withholding the data would be in the best interest of the
minor.

Subd. 9. Nonpublic data. *“Nonpublic data™ means data not on individuals
which is made by statute or federal law applicable to the data: (a) not public; and
(b) accessible to the subject, if any, of the data.

Subd. 10. Person. “Person™ means any individual. partnership. corporation,
association, business trust, or a legal representative of an organization.

Subd. 11. Political subdivision. “Political subdivision™ means any county.
statutory or home rule charter city, school district. special district and any board,
commission. district or authority created pursuant to law, local ordinance or
charter provision. It includes any nonprofit corporation which is a community
action agency organized pursuant to the econormuc opportunity act of 1964 (P.L.
88-452) as amended. to qualify for public funds. or any nonprofit social service
agency which performs services under conmtract to any political subdivision,
statewide system or state agency, to the extent that the nonprofit social service
agency or nonprofit corporation collects, stores. disseminates. and uses data on
individuals because of a contractual relationship with state agencies. political
subdivisions or statewide systems. .

Subd. 12. Private data on individuals. “Private data on individuals™ means
data which is made by statute or federal law applicable to the data: (a) not
public; and (b) accessible to the individual subject of that data.

Subd. 13. Protected non-public data. “Protected non-public data™ means
data not on individuals which is made by statute or federal law applicable to the
data (a) not public and (b) not accessible to the subject of the data.

Subd. 14. Public data not on individuals. “Public data not on individuals”
means data which is accessible to the public pursuant to section 13.03.

Subd. 15. Public data on individuals. *“Public data on individuals™ means
data which is accessible to the public in accordance with the provisions of section
13.03. - :

Subd. 16. Respoasibie authority. “Responsible authority” in a state agency
or statewide system means the state official designated by law or by the commis-
sioner as the individual responsible for the collection. use and dissemination of
any set of data on individuals, government data, or summary data. “Responsible
authority™ in any political subdivision means the individual designated by the
governing body of that political subdivision as the individual responsible for the
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collection, use, and dissemination of any set of data on individuals, government
data, or summary data. unless otherwise provided by state law. :

Subd. 17. State agency. “State agency™ means the state, the university of
Minnesota, and any office, officer, department, division, bureau, board, commis-
sion, authority, district or agency of the state.

Subd. 18. Statewide system. “Statewide system” includes any record-keep-
ing system in which government data is collected, stored, disseminated and used
by means of a system common to one or more state agencies or more than one of
its political subdivisions or any combination of state agencies and political
subdivisions. )

Subd. 19. Summary data. “Summary data™ means statistical records and

derived from data on individuals but in which individuals are not
identified and from which neither their identities nor any other characteristic that

could uniquely identify an individual is ascert~inable.

13.03 A

Subdivision 1. Public data. All government data collected, created, received, main-
tained or disseminated by a state agency, political subdivision, or statewide system
shall be public unless classified by statute, or temporary classification pursuant to sec-
tion 13.06, or federal law, as nonpublic or protected nonpublic, or with respect to data
on individuals, as private or confidential. The responsible authority in every state

. agency, political subdivision and statewide system shall keep records containing gov-
ernment data in such an arrangement and condition as to make them easily accessible
for convenient use. Photographic, photostatic, microphotographic, or microfilmed
records shall be considered as accessible for convenient use regardless of the size of such
records.

Subd. 2. Procedures. The responsibie authority in every state agency, political sub-
division, and statewide system shall establish procedures, consistent with this chapter,
to insure that requests for government data are received and complied with in an appro-
priate and prompt manner. Full convenience and comprehensive accessibility shall be
allowed to researchers including historians, genealogists and other scholars to carry out
extensive research and complete copying of all records containing government data
except as otherwise expressly provided by law.

A responsible authority may designate one or more designees.

Subd, 3. Request for access ta data.tJpon request to a responsible authority or des-
ignee. a person shall be permitted to inspect and copy public government data at rea-
sonable times and places, and, upon request, shall be informed of the data’s meaning.

If a person requests access for the purpose of inspection, the responsible authority ma
ot assess a charge or require the requestin rson e
responsible authority or designee s provide copies of public data upon request. If

a person requests copies or electronic transmittal of the data to the person, the responsi-
ble authority may require the requesting person to pay the actual costs of searching for
and retrieving government data, including the cost of employee time, and for making,
certifying, compiling, and electronically transmitting the copies of the data or the data,
but may not charge for separating public from not public data. If the responsible
authority or designee is not able to provide copies at the time a request is made, copies
shall be supplied as soon as reasonably possible.

When a request under this subdivision involves any person’s receipt of copies of
public government data that has commercial value and is a substantial and discrete por-
tion of or an entire formula, pattern, compilation, program, device, method, technique,
process. data base, or system developed with a significant expenditure of public funds
by the agency, the responsible authority may charge a reasonable fee for the informa-
tion in addition to the costs of making, certifying, and compiling the copies. Any fee
charged must be clearly demonstrated by the agency to relate to the actual development
costs of the information. The responsible authority, upon the request of any person,
shall provide sufficient documentation to explain and justify the fee being charged.
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If the responsible authority or designee determines that the requested data is classi-
fied so as to deny the requesting person access, the responsible authority or designee
shall inform the requesting person of the determination either orally at the time of the
request, or in writing as soon after that time as possible, and shall cite the specific statu-
tory section, temporary classification, or specific provision of federal law on which the
determination is based. Upon the request of any person denied access to data, the
responsible authority or designee shall certify in writing that the request has been
denied and cite the specific statutory section, temporary classification, or specific provi-
sion of federal law upon which the denial was based.

Subd. 4. Change in classification of data. The classification of data in the posses-
sion of an agency shall change if it is required to do so to comply with either judicial
or administrative rules pertaining to the conduct of legal actions or with a specific stat-
ute applicable to the data in the possession of the disseminating or receiving agency.

If data on individuals is classified as both private and confidential by this chapter,
or any other statute or federal law, the data is private.

_To the extent that government data is disseminated to state agencies, political sub-
divisions, or statewide systems by another state agency, political subdivision, or state-
wide system, the data disseminated shall have the same classification in the hands of
the agency receiving it as it had in the hands of the entity providing it.

Subd. 5. Copyright or patent of computer program. Nothing in this chapter or any
olhcx: statute shall be construed to prevent a state agency, statewide system, or political
subdivision from acquiring a copyright or patent for a computer software program or
components of a program created by that government agency. In the event that a gov-
emment agency does acquire a patent or copyright to a computer software program or
component of a program, the data shall be treated as trade secret information pursuant
10 section 13.37.

Subd_. 6. Discoverability of not public data. If a state agency, political subdivision,
Or statewide system opposes discovery of government data or release of data pursuant
10 court order on the grounds that the data are classified as not public, the party that
seeks access 1o the data may bring before the appropriate presiding judicial officer, arbi-
trator, or administrative law judge an action to compel discovery or an action in the
aature of an action to compel discovery.

The presiding officer shall first decide whether the data are discoverable or releas-

€ pursuant to the rules of evidence and of criminal, civil, or administrative proce-
Te appropriate o the action. :

13.04 RIGHTS OF SUBJECTS OF DATA.

Subdivision 1. Type of data. i o
storedortobesmredy,g:nbe”gﬁ::hshi:&fhm&mﬁ:rkmwhommedauk

Subd. 2. Information required to be given indivicual, indivi
supply private or confidential data conce'fr:ing himself shal?n bemi‘::fv;g:ld“ked )

the purpose and intended use of the ithi of: ()
. > requested data within the collecting state
lles;umy. polx_ucal subdivision or statewide system; (b) whether he may refuse or is

y required 1o supply the requested data; (c) an isi
! . ; 3; (<) any known arising
if;oe:‘d s{upplymg or refusing to supply private or confidential data'u?:; (d) the
ty of other persons or entities authorized by state or federal law 1o receive

the data. This requirement shall not individual i
investigative data t0 a law dmnﬁ?ﬁ:'en 48 mdividual is asked to supply
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Subd. 3. Access to data by individual. Upon request 10 a responsibie
authority, an individual shall be informed whether he is the subject of stored data
on individuals, and whether it is classified as public, private or confidential,
Upon his further request, an individual who is the subject of stored private or
public data on individuals shall be shown the data without any charge to him and,
if he desires, shall be informed of the content and meaning of that data. After an
individual has been shown the private data and informed of its meaning, the data
need not be disclosed to him for six months thereafter unless a dispute or action
pursuant to this section is pending or additional data on the individual has been
collected or created. The responsible authority shall provide copies of the private
or public data upon request by the individual subject of the data. The responsible
authority may require the requesting person o pay the actual costs of making,
certifying, and compiling the copies.

The responsible authority shall comply immediately, if possible. with any
request made pursuant to this subdivision, or within five days of the date of the
request, exclutEng Saturdays, Sundays and legal holidays. if immediate compliance
is not possible. If he cannot comply with the request within that time, he shall so
inform the individual, and may have an addiuonal five days within which to
comply with the request, excluding Saturdays, Sundays and legal holidays.

Subd. 4. Procedure when data is pot accurate or complete. An individual
may contest the accuracy or completeness of public or private data concerning
himself. To exercise this right. an individual shall notify in writing the responsible
authority describing the nature of the disagreement. The responsible authority
shall within 30 days either: (a) correct the data found to be inaccurate or
incomplete and attempt to notify past recipients of inaccurate or incomplete data.
including recipients named by the individual; or (b) notify the individual that he
belicves the data to be correct. Data in dispute shall be disclosed only if the
individual’s statement of disagreement is included with the disclosed data.

The determination of the responsible authority may be appealed pursuant to
the provisions of the administrative procedure act relating to contested cases.

13.05 DUTIES OF RESPONSIBLE AUTHORITY.

Subdivision 1. Public document of data categories. The responsible authoni-
ty shall prepare a public document containing his name, title and address, and a
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iption of each category of record, file, or process relating to private or
mnu'al daua on individuals maintained by his state agency, statewide system,
or political subdivision. Forms used to collect private and confidential daw shal]
be included in the public document. Beginning August 1, 1977 and annually
thereafter. the responsible authority shall update the public document and make
any changes necessary to maintain the accuracy of the document. The document
shall be available from the responsibie authority to the public in accordance with
the provisions of sections 13.03 and 15.17.
Subd. 2. Copies to commissioner. The commissioner may require responsi-
ble authorities to submit copies of the public document required in subdivision 1,
‘and may request additional information relevant to data- collection practices,
policies and procedures.

data on an individual shall not be collected, stored, used or disseminated by
poliical subdivisions, statewide Systems or state agencies for any purposes other
than those stated to the individual at the time of collection in accordance with
section 13.04, except as provided in this subdivision.

(a) Data collected prior to August |, 1975, and which have not been treated as
public data, may be used. stored. and disserninated for the purposes for which the
dawa was originally collected or for gurposa which are specifically approved by
the commissioner as necessary to public health, safety, or welfare.

(b) Private or confidential data may be used and disseminated to individuals
or agencies specifically authorized access to that data by state, local, or federal law
subsequent to the collection of the data,

(c) Private or confidential data may be used and disseminated 1o individuals
or agencies subsequent to the collection of the data when the ‘responsible authority
maintaining the data has requested approval for a new or different use or
disseminauon of the data and that request has been specifically approved by the
commissioner as necessary to carry out a function assigned by law.

(d) Private data may be used by and disseminated to any person or agency if
the individual subject or subjects of the data have given their informed consent.
Whether a data sutject has given informed consent shall be determined by rules of
the commissioner. “Informed consent shall not be deemed to have been given by
an individual subject of the data by the signing of any statement authorizing any
person or agency to disclose information about him or her to an insurer or its
authorized representative, unless the statement is:

(1) In plain language:

(2) Dated;

(3) Specific in designating the particular persons or agencies the data subject
is authorizing 1o disclof:?nfogmation about him or her; :

(4) Specific as to the nature of the information he or she is authorizing to be

osed;

.. (5) Specific as to the persons or agencies to whom he or she is authorizing
information to be disclosed;

(6) Specific as to the purpose or purposes for which the information may be
used by any of the parties named in clause (5), both at the time of the disclosure
and at any time in the future;
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(7) Specific as to its expiration date which should be within a reasonable
period of time. not to exceed one year except in the case of authorizations given in
connection with applications for life insurance or noncancelable or guaranteed
renewable health insurance and identified as such, two years after the date of the
policy.

Subd. 5. Data protection. The responsible authority shall (1) establish pro-
cedures to assure that all data on individuals is accurate, complete, and current for
the purposes for which it was collected; and (2) establish appropriate security
safeguards for all records containing data on individuals.

Subd. 6. Contracts. Except as provided in section 13.46, subdivision S, in
any contract between a governmental unit subject to this chapter and any
when the contract requires that data on individuals be made availabie to the
contracting parties by the governmental unit, that data shall be administered
consistent with this chapter. A contracting party shall maintain the data on
individuals which it received according to the statutory provisions applicable to the
data.

Subd. 7. Preparation of summary data. The use of summary data derived
from private or confidential data on individuals under the Jurisdiction of one or
more responsible authorities shall be permitted. Unless classified pursuant to
section 13.06, summary data is public. The responsible authority shall prepare
summary data from private or confidential data on individuals upon the request of
any person, provided that the request is in writing and the cost of preparing the
summary dawa is borne by the requesting person. The responsible authority may
delegate the power to prepare summary data (1) to the administrative officer
responsible for any central repository of summary data; or (2) to a person outside
of its agency if the person. in writing, sets forth his purpose and agrees not to
disclose, and the agency reasonably determines that the access will not compro-
mise private or confidential data on individuals.

Subd. 8. Publication of access procedures. The responsible authority shall
prepare a public document setting forth in writing the rights of the data subject
pursuant 0 section 13.04 and the specific procedures in effect in the state agency,
statewide system or political subdivision for access by the data subject to public or
private data on individuals. .

Subd. 9. Intergovernmental sccess of data A responsible authority shall
allow another responsible authority access to data classified as not public only
when the access is authorized or required by statute or federal law. An agency
that supplies government data under this subdivision may require the requesting
agency to pay the actual cost of supplying the data. .

Data shall have the same classification in the hands of the agency receiving it
as it had in the agency providing it. :

Subd. 10. International dissemination prohibited. No state agency or politi-
cal subdivision shall transfer or disseminate any private or confidential dawa on
individuals to the private international organization known as Interpol.

13.06 TEMPORARY CLASSIFICATION. '

Subdivision 1. Application to commissioner. Notwithstanding the provisions
of section 13.03, the responsible authority of a state agency. political subdivision or
statewide system may apply to the commissioner for permission to classify data or
types of data on individuals as private or confidential. or data not on individuals
as non-public or protected non-public. for its own use and for the use of other
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similar agencies, political subdivisions or statewide systems on a temporary basis
until a proposed statute can be acted upon by the legislature. The application for
temporary classification is public. A

Upon the filing of an application for temporary classification. the data which
is the subject of the application shall be deemed to be classified as set forth in the
application for a peniod of ‘35 days, or until the application is disapproved or
granted by the commissioner, whichever is earlier.

Subd. 2. Contents of application for private or confidential data. An applica-
tion for temporary classification of data on individuals shall include and the
applicant shall have the burden of clearly establishing that no statute currently
exists which either allows or forbids classification as private or confidential; and
either

- (a) That data similar to that for which the temporary classification is sought
has been treated as either private or confidential by other state agencies or
political subdivisions, and by the public; or _

(b) That a compelling need exists for immediate temporary classification,
which if not granted could adversely affect the public interest or the health, safety,
well being or reputation of the data subject.

Subd. 3. Coatents of application for nonpublic or nonpublic protected data.
An application for temporary classification of government data not on individuals
shall include and the applicant shall have the burden of clearly establishing that no
statute currently exists which cither allows or forbids classification as nonpublic or
protected nonpublic; and either

(a) That data similar to that for which the temporary classification is sought
has been treated as nonpublic or protected nonpublic by other state agencies or
political subdivisions, and by the public; or -

(b) Public access to the data would render unworkable a program authorized
by law; or :

(c) That a compelling need exists for immediate temporary classification,
which if not granted could adversely affect the health, safety or welfare of the
public.

Subd. 4. Procedure when classification affects others. If the comrmissioner
determines that an application for temporary classification involves data which
would reasonably be classified in the same manner by all agencies. political
subdivisions, or statewide systems similar to the one which made the application,
the commissioner may approve or disapprove the classification for data of the kind
which is the subject of the application for the use of all agencies, political
subdivisions, or statewide systems similar to the applicant. If the commissioner
deems this approach advisable, he shall provide notice of his intention by
publication in the state register and by notification to the intergovernmental
information systems advisory council, within ten days of receiving the application.
Within 30 days after publication in the state register and notification to the
council, an af{escted agency, political subdivision, the public. or statewide system
may submit comments on the commissioner's proposal. The commissioner shall
consider any comments received when granting or denying a classification for data
of the kind which is the subject of the application. for the use of all agencies.
political subdivisions, or statewide systems similar to the applicant. Within 45
days after the close of the period for submitting comment. the commissioner shall
grant or disapprove the application. Applications processed under this subdivi-
sion shall be either approved or disapproved by the commissioner within 90 days
of the receipt of the application. For purposes of subdivision 1. the data which is
the subject of the classification shall be deemed to be classified as set forth in the
application for a period of 90 days. or until the applicauon is disapproved or
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granted by the commissioner, whichever is eariier. If requested in the application,
or determined to be necessary by the commissioner, the data in the application
shall be so classified for all agencies, political subdivisions, cr statewide systems
similar to the applicant until the application is disapproved or granted by the
commissioner, whichever is earlier. Proceedings after the grant or disapproval
shail be governed by the provisions of subdivision §.

Subd. 5. Determination.” The commissioner shall either grant or disa e
the application for temporary classification within 45 days after it is filed. If the
comnussioner disapproves the application, he shall set forth in detail his reasons
for the disapproval, and shall include a statement of what classification he believes
is appropriate for the data which is the subject of the application. Twenty days
after the date of the commissioner's disapproval of an application, the data which
is the subject of the application shall become public data, unless the responsible
authority submits an amended application for temporary classification which
requests the classification deemed appropriate by the commissioner in his state-
ment of disapproval or which sets forth additional information relating to the
original proposed classification. Upon the filing of an amended application, the
data which is the subject of the amended application shall be deemed to be
classified as set forth in the amended application for a period of 20 days or uatil
the amended application is granted or disapproved by the commissioner, which-
ever is earlier, ¢ commissioner shall either grant or disapprove the amended
application within 20 days after it is filed. Five working days after the date of the
commissioner’s disapproval of the amended application, the data which is the
subject of the application shall become public data. No more than one amended
application maypge submitted for any single file or system.

If the commissioner grants an application for temporary classification, it shall
become effective immediately, and the complete record relating to the application
shall be submitted to the attorney general, who shall review the classification as to
form and legality. Within 25 days. the attoney general shall approve the

. classification, disapprove a classification as confidential but approve a classifica-
tion as private. or disapprove the classification. If the attorney general disap-
g:zves a classification, the data which is the subject of the classification shall

ome public data five working days after the date of the atnorney general’s
disapproval.

Subd. 6. Expiration of temporary classification. Emergency classifications
granted before July 1, 1979 are redesignated as temporary classifications. All
temporary classifications granted under this section prior 1o April 24, 1980 and still
in effect, and all temporary classifications thereafter applied for and granted
pursuant to this section shall expire on July 31, 1981 or 24 months after the
classification is granted, whichever occurs later.

Subd. 7. Legislative consideration of temporary dlassifications. On or before
January 15 of each year, the commissioner shall submit all temporary classifica-
tions in effect on January 1 in bill form to the legislature.

13.07 DUTIES OF THE COMMISSIONER.

The commissioner shall with the advice of the Jntergovernmental information
services advisory council promulgate rules, in accordance with the rulemaking
procedures in the administrative procedures act which shall apply to state agencies,
statewide systems and political subdivisions to implement the enforcement and
administration of this chapter. The rules shall not affect section 13.04. relating to
rights of subjects of data. Prior to the adoption of rules authorized by this section
the commissioner shall give notice 10 all state agencies and political subdivisions in
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the same manner and in addition to other parties as required by section 14.06 of
the d::i and place of hearing, enclosing a copy of the rules and regulations to be
adop

13.08 CIVIL REMEDIES.

Subdivision 1. Action for damages. Notwithstanding section 466.03, a polit-
ical subdivision, responsible authority or state agency which violates any provision
of this chapter is liable to a person who suffers any damage as a result of the
violation, and the person damaged may bring an action against the political
subdivision, responsible authority, statewide system or state agency to cover any
damages sustained, plus costs and reasonable attorney fees. In the case of a
willful violation, the political subdivision. statewide system or state agency shall, in
addition, be liable to exemplary damages of not less than $100, nor more than
$10,000 for each violation. The state is deemed to have waived any immunity to a
cause of action brought under this chapter. _

Subd. 2. Injunction. A political subdivision, responsible authority, statewide
system or state agency which violates or proposes to violate this chapter may be
enjoined by the district court. The court may make any order or judgment as may
be necessary to prevent the use or employment by any person of any practices
which violate this chapter.

Subd. 3. Venue. An action filed pursuant to this section may be com-
menced in the county in which the individual alleging damage or seeking relief
resides. or in the county wherein the political subdivision exists, or, in the case of
the state. any county.

Subd. 4. Action to compel compliance. In addition to the remedies provided
in subdivisions | to 3 or any other law, any aggrieved person may bring an action
in district court to compel compliance with this chapter and may recover costs and
disbursements, including reasonable attorney’s fees, as determined by the court.
If the court determines that an action brought under this subdivision is frivolous
and without merit and a basis in fact, it may award reasonable costs and attorney
fees 10 the responsible authority. The matter shall be heard as soon as possible.
In an action involving a request for government data under section 13.03 or 13.04,
the court may inspect in camera the government data in dispute. but shall conduct
its hearing in public and in a manner that protects the secunty of data classified as
not public.

13.09 PENALTIES. '

Any n who willfully violates the provisions of sections 13.02 to 13.09 or
any lawful rules and regulations promulgated thereunder is guilty of a misdemean-
or. Willful violation of sections 13.02 to 13.09 by any public employee constitutes
just cause for susoension withov’ pay or dismissal of the public employee.

 DATA MAINTAINED BY
STATE AGENCIES AND POLITICAL SUBDIVISIONS
1330 ATTORNEYS.

Notwithstanding the provisions of this chapter and section 15.17. the use.
collection, storage, and dissemination of data by an attorney acting in his
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professional capacity for the state, a state agency or a political subdivision shall be
governed by statutes. rules, and professional standards concerning discovery,
production of documents, introduction of evidence, and professional responsibili-
ty: provided that this section shail not be construed to affect the applicability of
any statute. other than this chapter and section 15.17, which specifically requires
or prohibits disclosure of specific information by the attorney, nor shall this
section be construed to relieve any responsibie authority, other than the attorney,
from his duties and responsibilities pursuant to this chapter and section 15.17.

1331 BENEFIT DATA.

Subdivision 1. Definitlon. As used in this section, “benefit data™ means
data on individuals collected or created because an individual seeks information
about becoming, is, or was an applicant for or a recipient of benefits or services
provided under various housing, home ownership, and rehabilitation and commu-
nity action agency programs administered by state agencies, political subdivisions.
or statewide systems. Benefit data does not include welfare data which shall
administered in accordance with section 13.46. -

Subd. 2. Public data. The names and addresses of applicants for and
recipients of benefits characterized as the urban homesteading, home ownership,
and new housing programs operated by a housing and redevelopment authority in
a city of the first class are classified as public data on individuals.

Subd. 3. Private data. Unless otherwise provided by law, all other benefit
data is private data on individuals, except pursuant to a valid court order.

1332 EDUCATIONAL DATA.

Subdivision 1. As used in this section:

(a) “Educational data™ means data on individuals maintained by a public
educational agency or institution or by a person acting for the agency or
institution which relates to a student.

Records of instructional personnel which are in the sole possession of the
maker thereof and are not accessible or revealed to any other individual except a
substitute teacher, and are destroyed at the end of the school year, shall not be
deemed to be government data.

Records of a law enforcement unit of a public educational agency or
institution which are maintained apart from education data and are maintained
solely for law enforcemen: purposes, and are not disclosed to individuals other
than law enforcement officials of the jurisdiction are confidential: provided. that
education records maintained by the educational agency or institution are not
disclosed to the personnel of the law enforcement umt.

. Records relating to a student who is employed by a public educational agency
or institution which are made and maintained in the normal course of business.
relate exclusively to the individual in that individual’s capacity as an employee.
and are not available for use for any other purpose are classified pursuant to
section 13.43. .

(b) “Student™ includes a person currently or formerly enrolled or registered.
and applicants for earollment or registration at a public educational agency or
institution.

(c) “Substitute teacher™ means an individual who performs on a temporary
basis the duties of the individual who made the record. but does not include an
individual who permanently succeeds the maker of the record in his position.
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Subd. 2. Student health data. Health data concerning students, including
but not limited to. data concerning immunizations, notations of special physical or
mental problems and records of school nurses; and pupil census data, including
but not limited to. emergency information, family information and data concern-
ing parents shall be considered educational data. Access by parents to student
health data shall be pursuant to section 13.02, subdivision 8.

Subd. 3. Except as provided in subdivision 5, educational data is private
data on individuals and shall not be disclosed except as follows:

(a) Pursuant to section 13.05:

(b) Pursuant to a valid court order;

(c) Pursuant to a statute specifically authorizing access to the private data;

(d) To disclose information in health and safety emergencies pursuant to the
provisions of 20 U.S.C., Section 1232g(bX 1XI) and 45 C.F.R., Secuon 99.36 which
are in effect on July 1. 1979;

(¢) Pursuant to the provisions of 20 US.C., Sections 1232g(bX1). (bX4XA).
(bX4XB). (bX1XB). (bX3) and 45 C.F.R., Sections 99.31, 99.32, 99.33, 99.34 and
99.35 which are in effect on July 1, 1979; or

(N To appropriate health authorities but only to the extent necessary to
administer immunization programs.

Subd. 4. A student shall not have the right of access to private data
provided in section 13.04. subdivision 3, as to financial records and statements of
his parents or any information contained therein.

Subd. 5. Information designated as directory information pursuant to the
provisions of 20 U.S.C., Section 1232g and regulations adopted pursuant thereto
which are in effect on July 1, 1979 is public data on individuals.

1333 ELECTED OFFICIALS; CORRESPONDENCE: PRIVATE DATA.

Correspondence between individuals and elected officials is private data on
individuals. but may be made public by either the sender or the recipient.

1334 EXAMINATION DATA.

Data consisting solely of testing or examination materials. or scoring keys
used solely to determine individual qualifications for appointment or promotion in
public service, or used to administer a licensing examination. or academic exami-
nation. the disclosure of which would compromise the objectivity or fairness of the
testing or examination process are classified as nonpublic, except pursuant to court
order. Completed versions of personnel, licensing. or academic examinations shall
be accessible to the individual who completed the examination. unless the respon-
sible authority determines that access would compromise the objectivity. fairness.
or integrity of the examination process. Notwithstanding section 13.04. the.
responsible authority shall not be required to provide copies of completed examu-
nauons or answer keys to any individual who has completed an examination.

1335 ‘FEDERAL CONTRACTS DATA.

~ To the extent that a federal agency requires it as a condition for contracting
with 2 state agency or political subdivision. all government data collected and
mainiined by the state agency or political subdivision because that agency
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contracts with the federal agency are classified as either private or nonpublic
depending on whether the data are data on individuals or data not on individuals.

1336 FIREARMS DATA. . :

All data pertaining to the purchase or transfer of firearms and applications for
permits to carry firearms which are collected by state agencies, political subdivi-
sions or statewide systems pursuant to sections 624.712 to 624.718 are classified as
private. pursuant to section 13.02, subdivision 12.

1337 GENERAL NONPUBLIC DATA.

Subdivision 1. Deflnitions. As used in this section, the following terms have
the meanings given them.

(a) “Security information™ means government data the disclosure of which
would be likely to substantially jeopardize the security of information, possessions,
individuals or property against theft, tampering, improper use, attempted escape,
illegal disclosure, trespass, or physical injury. _

(b) “Trade secret information™ means government data, including a formula,
pattern, compilation, program, device, method, technique or process (1) that was
supplied by the affected individual or organization, (2) that is the subject of efforts
by the individual or organization that are reasonable under the circumstances to
maintain its secrecy, and (3) that derives independent economic value, actual or
gotcmial. from not being generally known to, and not being readily ascertainable

y proper means by, other persons who can obtain economic value from its
disclosure or use.

(c) “Labor relations information™ means management positions on economic
and non-economic items that have not been presented during the collective
bargaining process or interest arbitration. including information specifically col-
lected or created to prepare the management position.

Subd. 2. Qussification. The following government data is classified as
nonpublic data with regard to data not on individuals, pursuant to section 13.02,
subdivision 9, and as private data with regard to data on individuals, pursuant to
section 13.02, subdivision 12: Security information, trade secret information.
sealed absentee ballots prior to opening by an election judge, sealed bids prior to
the opening of the bid, and labor relations information. Provided that specific
labor relations information which relates to a specific labor organization is
classified as protected nonpublic data pursuant to section 13.02, subdivision 13.

1338 HEALTH DATA.

Subdivision |. Private data. The following data created, collected and
maintained by the department of health, political subdivisions, or statewide
systems are classified as private, pursuant to section 13.02, subdivision 12: data on
individual patients perwaining to the investigation and study of non-sexually
transmitted diseases, except that the data may be made public to diminish a threat
to the public health.

.Subd. 2. Coafidential data. The following data created, collected and main-
tained by a department of health operated by the state or a political subdivision
are classified as confidential, pursuant to section 13.02, subdivision 3: investiga-
tive files on individuals maintained by the department in connection with the
epidemiologic investigation of sexually transmitted diseases, provided that infor-
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mation may be released to the individual's personal physician and to a health
officer, as defined in section 145.01, for the purposes of treatment, continued
medical evaluation and control of the disease.

1339 INVESTIGATIVE DATA.

Subdivision 1. Definitions. A “pending civil legal action™ includes but is
not limited to judicial. administrative or arbitration proceedings. Whether a civil
legal action is pending shall be determined by the chief attorney acting for the
state agency, political subdivision or statewide system.

Subd. 2. Civil actions. Data collected by state agencies. political subdivi-
sions or statewide systems as part of an active investigation undertaken for the
purpose of the commencement or defense of a pending civil legal action. or which
are retained in anticipation of a pending civil legal action. are classified as
protected nonpublic data pursuant to section 13.02, subdivision 13 in the case of
data not on individuals and confidential pursuant to section 13.02. subdivision 3 in
the case of data on individuals. Any agency. political subdivision or statewide
system may make any dawa classified as confidential or protected nonpublic
pursuant to this subdivision accessible to any person. agency or the public if the
agency, political subdivision or statewide sysiem determines that the access will aid
the law enforcement process, promote public health or safety or dispel widespread
rumor or unrest.

1340 LIBRARY DATA.

Subdivision 1. All records collected. maintained. used or disseminated by a
library operated by any state agency, political subdivision or statewide system shall
be administered in accordance with the provisions of this chapter. .

Subd. 2. That portion of records maintained by a library which links a
library patron’s name with materials requested or borrowed by the patron or which
links a patron’s name with a specific subject about which the patron has requested
information or materials is classified as private. pursuant to section 13.02. subdivi-
sion 12, and shall not be disrlosed except pursuant to a valid court order.

1341 LICENSING DATA.

Subdivision 1. Definition. As used in this section “licensing agency™ means
any board, department or agency of this state which is given the statutory
authority to issue professional or other types of licenses, except the various
agencies primarily administered by the commissioner of public welfare. Data
pertaining to persons or agencies licensed or registered under authority of the
commissioner of public welfare shall be administered pursuant to section 13.46.
subdivision 4. _

Subd. 2. Private data. The following data collected. created or maintained
by any licensing agency are classified as private. pursuant to section 13.02.
subdivision 12: data, other than their names and addresses. submitted by appli-
cants for licenses; the identity of complainants who have made reports concerning
licensees or applicants which appear in inactive complaint data unless the com-
plainant consents to having his or her name disclosed: the nature or content of
unsubstantiated complaints when the information is not maintained in anticipation
of Ieial action; the identity of patients whose medical records z.re received by any
health licensing agency for purposes of review or in anticipation of a contested
matter; inactive investigative datwa relating to violations of statutes or rules: and
the record of any disciplinary proceeding except as limited by subdivision 4.
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Subd. 3. Confidential data. The following data collected, created or main.
tained by any licensing agency are classified as confidential, pursuant to section
13.02. subdivision 3: active investigative data relating to the investigation of
complaints against any licensee.

Subd. 4. Public data. Licensing agency minutes, application data on licen-
sees. orders for hearing. findings of fact, conclusions of law and specification of
the final disciplinary action contained in the record of the disciplinary action are
classified as public, pursuant to section 13.02, subdivision 15. The entire record
concerning the disciplinary proceeding is public data pursuant to section 13.02,
subdivision 15, in those instances where there is a public hearing concerning the
disciplinary action.

13.42 MEDICAL DATA.

Subdivision 1. Deflnition. As used in this section: (a) “Directory informa-
tion™ means name of the patient, date admitted, general condition, and. date
released.

(b) “Medical data™ means data collected because an individual was or is a
patient or client of a hospital, nursing home, medical center. clinic, health or
nursing agency operated by a state agency or political subdivision including
business and financial records, data provided by private health care facilities. and
data provided by or about relatives of the individual.

Subd. 2. Public bospitals; directory information. If a person is a patient in a
hospital operated by a state agency or political subdivision pursuant to legal
commitment, directory information is public data. If a person is a patient other
than pursuant to commitment in a hospital controlled by a state agency or political
subdivision. directory information is public data unless the patent requests
otherwise, in which case it is private data on individuals.

Directory information about an emergency patient who is unable to commu-
nicate which is public under this subdivision shall not be released untl a
reasonable effort is made to notify the next of kin. Although an individual has
requested that directory information be private, the hospital may release directory
information to a law enforcement agency pursuant to a lawful investigation
pertaining to that individual.

Subd. 3. Quassification of medical data. Uniess the data is summary datwa or
a statute specifically provides a different classification, medical data are private
but are available only to the subject of the data as provided in section 144.335. and
shall not be disclosed to others except:

(a) Pursuant to section 13.05;

(b) Pursuant to a valid court order;

(c) To administer federal funds or programs; .

(d) To the surviving spouse or next of kin of a deceased patient or client:

(¢) To communicate a patient’s or client’s condition to a family member or
other appropriate person in accordance with acceptable medical practice. unless
the patient or client directs otherwise; or

(D) As otherwise required by law.

13.43 PERSONNEL DATA.

Subdivision 1. As used in this section, “personnel data™ means data on
individuals collected because the individual is or was an employee of or an
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applicant for employment by, performs services on a voluntary basis for, or acts as
an independent contractor with a state agency, statewide system or political
subdivision or is a member of an advisory board or commission.

Subd. 2. Except for employees described in subdivision 5, the following

nne! data on current and former employees, volunteers and independent
contractors of a state agency, statewide system or political subdivision and
members of advisory boards or commissions is public: name; actual gross salary;
salary range; contract fees; actual gross pension; the value and nature of
employer paid fringe benefits; the basis for and the amount of any added
remuneration. including expense reimbursement, in addition to salary: job title;
job description; education and training background; previous work experience;
date of first and last employment; the status of any complaints or charges against
the empioyee, whether or not the complaint or charge resulted in a disciplinary
action; and the final disposition of any disciplinary action and supporung
documentation;: work location: a work telephone number; badge number;
honors and awards received; data which accounts for the individual's work time;
and, city and county of residence.

Subd. 3. Public employment. Except for applicants described in subdivision
S, the following personnel data on current and former applicants for employment
by a state agency, statewide system or political subdivision is public: veteran
status; relevant test scores; rank on eligible list: job history: education and
training; and work availability. Names of applicants shall be private data except
when certified as eligible for appointment to a vacancy or when applicants are
considered by the appointing authority to be finalists for a position in public
employment.” For purposes of this subdivision, “finalist™ means an individual who
is selected to be interviewed by the appointing authority prior to selection.

Subd. 4. All other personnel data is private data on individuals, except
pursuant to a valid court order.

Subd. 5. All personnel data maintained by any state agency. statewide
system or political subdivision relating to an individual employed as or an
applicant for employment as an undercover law enforcement officer is private data
on individuals.

Subd. 6. Access by labor organizations. Personnel data may be dissemninated
to labor organizations o the extent that the responsible authority determines that
the dissemination is necessary to conduct elections, notify employees of fair share
fee assessments, and implement the provisions of chapter 179. Personnel data
shall be disseminated to labor organizations and to the bureau of mediation
services 1o the extent the dissemination is ordered or authorized by the director of
the bureau of mediation services.

Subd. 7. Employee assistance data. All data created. collected or main-
tained by any sutmcy or political subdivision to administer employee
assistance programs similar to the one authorized by section 16.02. subdivision 28.
are classified as private, pursuant to section 13.02, subdivision 12. This section
shall not be interpreted to authorize the establishment of employee assistance

programs.

[

1344 PROPERTY COMPLAINT DATA.

_The names cf individuals who register complaints with state agencies or
political subdivisions concerning violauons of state laws or local ordinances
concerning the use of real property are classified as confidential. pursuant to
section 13.02. svixdivision 3.

‘-

MN-21



MINNESOTA

1345 GOVERNMENT DATA PRACTICES

1345 SALARY BENEFIT SURVEY DATA.

Salary and personnel benefit survey data purchased from consulting firms,
nonprofit corporations or associations or obtained from employers with the written
understanding that the data shall not be made public which is maintained by state
agencies, poiitical subdivisions or statewide systems are classified as nonpublic
pursuant to s=stion 13.02, subdivision 9.

1346 WELFARE DATA.

Subdivision 1. Definitions. As used in this section:

(a) “Individual™ means an individual pursuant to section 13.02, subdivision 8,
but does not include a vendor of services.

(b) “Program” includes all programs for which authority is vested in a
component of the welfare system pursuant to statute or federal law.

(c) “Welfare system™ includes the department of public welfare, county
welfare boards, human services boards. community mental health boards, state
hospitals. state nursing homes, and persons. agencies. institutions, organizations
and other entities under contract to any of the above agencies to the extent
specified in the contract. _

Subd. 2. General. Unless the data is summary data or a statute specifically
provides a different classification, data on individuals collected. maintained. used
or disseminated by the welfare system is private data on individuals, and shall not
be disclosed except:

(a) Pursuant to section 13.05;

(b) Pursuant to a valid court order:

(c) Pursuant to a statute specifically authorizing access to the private data;

(d) To an agent of the welfare system. including appropriate law enforcement
personnel, who" are acting in the investigation. prosecution, criminal or civil
proceeding relating to the administration of a program;

(e) To personnel of the welfare system who require the data to determine
eligibility, amount of assistance, and the need to provide services of additional
programs to the individual;

(N To administer federal funds or programs; or

(g) Between personnel of the welfare system working in the same program.

Subd. 3. Investigative data. Data on persons including data on vendors of
services, which is collected, maintained, used or disseminated by the welfare
system in an investigation, authorized by statute and relating 1o the enforcement of
rules or law, is confidential pursuant to section 13.02, subdivision 3, and shall not
be disclosed except:

(a) Pursuant to section 13.05;

(b) Pursuant to statute or valid court order:

(c) To a party named in a civil or criminal proceeding. administrative or
judicial, for preparation of defense.

The data referred to in this subdivision shall be classified as public data upon
its. submission to a hearing examiner or court in an administrative or judicial
proceeding.

Subd. 4. Licensing data. All data pertaining to persons licensed or regis-
tered under the authority of the comsmussioner of public welfare, except for
personal and personal financial data submitted by applicants and licensees under
the home day care program and the family foster care program. is public data.
Personal and personal financial dawa on home day care program and family foster
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care program applicants and licensees is private data pursuant to section 13.02,
subdivision 12. '

Subd. 5. Medical date; coatracts. Data relating to the medical, psychiatric
or mental health of any person, including diagnosis, progress charts. treatment
received. case histories. and opinions of health care providers, which is collected,
maintained. used or disseminated by a private health care provider under contract
to any agency of the welfare system is private data on individuals, and is subject to
the provisions of sections 13.02 to 13.07. and this section, except that the

rovisions of section 13.02, subdivision 5, shall not apply. Access to medical data
referred to in this subdivision by the individual who is the subject of the daua is
subject to the provisions of section 144.335.

Subd. 6. Other data. Data collected, used. maintained or disseminated by
the welfare system that is not data on individuals is public pursuant to section
13.03. except that security information as defined in section 13.37, subdivision 1,
clause (a) shall be nonpublic.

DATA MAINTAINED ONLY BY POLITICAL SUBDIVISIONS

13.50 APPRAISAL DATA.

Subdivision 1. Coanfidential data. Estimated or aprraised values of individu-
al parcels of real property which are made by personne of a political subdivision
or by independent appraisers acting for political subdivisions for the purpose of
acquiring land through purchase or condemnation are classified as confidential
data on individuals pursuant to section 13.02, subdivision 3.

Subd. 2. Public data. The data made confidential by the provisions of
subdivision 1 shall become public upon the occurrence of any of the following:

(a) The negotiating parties exchange appraisals:

(b) The data are submitted to a court appointed condemnation comrmissioner.

(c) The data are presented in court in condemnation proceedings: of -

(d) The negotiating parties enter into an agreement for the purchase and sale
of the property.

1351 ASSESSOR'S DATA.

Subdivision 1. Generally. The following data collected, created and main-
tained by political subdivisions are classified as private. pursuant to section 13.02.
subdivision 12, or nonpublic depending on the content of the specific data:

Data contained on sales sheets received from private multiple listing service
organizations where the contract with the orgamizations requires the political
subdivision to refrain from making the data available to the public.

Subd. 2. Income property assessment data. The following data collected by
political subdivisions from individuals or business entities concerning income
properties are classified as private or nonpublic data pursuant to section 13.02,
subdivisions 9 and 12:

(a) Detailed income and expense figures for the current year plus the previous
three years;

(b) Average vacancy factors for the previous three years:

(c) Verified net rentable areas or net usable areas. whichever is appropriate:

(d) Anticipated income and expenses for the current vear: and

() Projected vacancy factor for the cur-ent year.
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1352 DEFERRED ASSESSMENT DATA.
Any datwa, collected by political subdivisions pursuant to section 435.193,
which indicate the amount or location of cash or other valuables kept in the homes

of applicants for deferred assessment, are private data pursuant to section 13.02,
subdivision 12.

13.53 FOSTER CARE DATA.

The following data collected, created and maintained by a community action
agency in a study of the impact of foster care policies on families are classified as
confidential data, pursuant to section 13.02, subdivision 3: names of persons
interviewed: foster care placement plans obtained from other public and private
agencies; and all information gathered during interviews with study participants.

1354 HOUSING AGENCY DATA. _

Subdivision 1. Definitlon. For purposes of this section “housing agency”™
means the public housing agency or housing and redevelopment authority of a
political subdivision.

Subd. 2. Confidential data. The following data on individuals maintained
by the housing agency are classified as confidenual data, pursuant to section 13.02,
subdivision 3: correspondence between the agency and the agency's attorney
containing data collected as part of an active investigation undertaken for the

urpose of the commencement or defense of potential or actual litigation, includ-
ing but not limited to: referrals to the office of the inspector general or other
prosecuting agencies for possible prosecution for fraud; initiation of lease termi-
nations and unlawful detainer actions; admission denial hearings concerning
prospective tenants; commencement of actions against independent contractors of
the agency; and tenant grievance hearings.

Subd. 3. Protected nonpublic data. The following data not on individuals
maintained by the housing agency are classified as protected nonpublic data.
pursuant to section 13.02, subdivision 13: correspondence between the agency and
the agency's attorney containing data collected as part of an active investigation
undertaken for the purpose of the commencement or defense of potential or actual
litigation, including but mot limited to, referrals to the office of the inspector
general or other prosecuting bodies or agencies for possible prosecution for fraud
and commencement of actions against independent contractors of the agency.

Subd. 4. Noopublic data. The following data not on individuals maintained
by the housing ﬁency are classified as nonpublic data, pursuant to section 13.02.
subdivision 9: data peruining to negotiations with property owners regarding
the purchase of property. With the exception of the housing agency’s evaluation
of properties not purchased, all other negotiation data shall be public at the tme
of the closing of the property sale.

13.85 ST. PAUL CIVIC CENTER AUTHORITY DATA.

Subdivision 1. Noapublic classification. The following data received. creat-
ed or maintained by the St. Paul civic center authority are classified as nonpublic
data pursuant to section 13.02, subdivision 9:

(a) A letter or other documentation from any person who makes inquiry to
the authority as to the availability of authority faciliies for staging events;

(b) ldentity of firms and corporations which contact the authority;
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(c) Type of event which they wish to stage in authority facilities;

(d) Suggested terms of rentals; and

(¢) Responses of authority staff to these inquines.

Subd. 2. Public data. The data made nonpublic by the provisions of
subdivision 1 shall become public upon the occurrence of any of the following:

(a) A lease or contract is entered into between the authority and the inquiring
party or parties; ,

(b) The event which was the subject of inquiry does not occur; or

(¢) The eveat which was the subject of inquiry occurs elsewhere.

13.56 SEXUAL ASSAULT DATA.

Subdivision 1. Definitions. (a) “Community based program™ means any
office. institution, or center offering assistance to vicums of sexual assault and
their families through crisis intervention, medical, and legal accompaniment and
subsequent counseling.

(b) “Sexual assault counselor” means a person who has undergone at least 40
hours of crisis counseling training and works under the direction of a supervisor in
a crisis center, whose primary purpose is the rendering of advice, counseling. or
assistance to victims of sexual assault.

() “Victim™ means a person who consults a sexual assault counselor for the
purpose of securing advice, counseling. or assistance concerning a mental, physi-
cal, or emotional condition caused by a sexual assault. ,

(d) “Sexual assault communication data”™ means all information transmitted in
confidence between a victim of sexual assault and a sexual assault counselor and
all other information received by the sexual assault counselor in the course of
providing assistance to the victim. The victim shall be deemed the subject of
sexual assault communication data.

Subd. 2. CQlassification. All sexual assault communication data is classified
as private data on individuals. :

1357 SOCIAL RECREATIONAL DATA.

The following data collected and maintained by political subdivisions for the
purpose of enrolling individuals in recreational and other social programs are
classified as private, pursuant to section 13.02, subdivision 12: data which
describes the health or medical condition of the individual. family relationships
and living arrangements of an individual or which are opinions as 1o the emotional
makeup or behavicr of an individual.

DATA MAINTAINED ONLY BY STATE AGENCIES
13.65 ATTORNEY GENERAL DATA. )

Subdivision 1. Private data. The following data created. collected and
maintained by the office of the attorney general are classified as private, pursuant
to section 13.02, subdivision 12:

(a) The record. including but not limited to. the transcript and exhibits of all
disciplinary proceedings held by a state agency, board or commission. except in
those instances where there is a public heaning:

(b) Communications and non-investigative files regarding administrative or
policy matters which do not evidence final public acuons:
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(c) Consumer complaint data. other than that data classified as confidential,
including consumers’ complaints against businesses and follow-up investigative
materials: and

(d) Investigative data, obtained in anticipation of, or in connection with
litigation or an administrative proceeding where the investigation is not currently
active. .

Subd. 2. Confidential data. The following data created, collected and main-
tained by the office of the attorney general are classified as confidential. pursuant
to section 13.02. subdivision 3: data acquired through communications made in
- official confidence to members of the attorney general's staff where the public
interest would suffer by disclosure of the data.

Subd. 3. Public data. Data describing the final disposition of disciplinary
proceedings held by any state agency, board or commission are classified as
public. pursuant to section 13.02. subdivision 18.

13.66 CORRECTIONS OMBUDSMAN DATA.

Subdivision 1. Private data. The following data maintained by the ombuds-
man for corrections are classified as private. pursuant to section 13.02. subdivision
12:

(a) All data on individuals pertaining to contacts made by clients seeking the
assistance of the ombudsman. except as specified in subdivisions 2 and 3:

(b) Data recorded from personal and phone conversations and in correspon-
dence between the ombudsman’s staff and persons interviewed during the course
of an investigation:

(¢) Client index cards:

(d) Case assignment data: and

(e) Monthly closeout data.

Subd. 2. Confidential data. The following data maintained by the ombuds-
man are classified as confidential. pursuant to section 13.02, subdivision 3: the
written summary of the investigation to the extent it identifies individuals.

Subd. 3. Public data. The following data maintained by the ombudsman
are classified as public. pursuant to section 13.02. subdivision 15: client name.
client location; and the inmate identification number assigned by the department
of corrections.

13.67 EMPLOYEE RELATIONS DATA.

The following data collected. created or maintained by the department of
employee relations are classified as nonpublic pursuant to section 13.02. subdivi-
sion 9:

(a) The commissioner’s plan prepared by the department. pursuant to section
3.855. which governs the compensation and terms and conditions of employment
for employees not covered by collective bargaining agreements until the plan is
submitted to the legislative commission on employee relations:

(b) Data pertaining to grievance or interest arbitration that has not been
presented to the arbitrator or other party during the arbitration process: and

() Notes and preliminary drafts of reports prepared during personnel investi-
gations and personnel management renews of state departments and agencies.
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13.68 ENERGY AND FINANCIAL DATA AND STATISTICS.

Subdivision 1. Energy and financial data, statistics, and information fur-
nished to the department of energy. planning and development by a coal supplier
or petroleum supplier pursuant to section 116J.17, either directly or through a
federal department or agency -are classified as nonpublic data as defined by section
13.02, subdivision 9.

Subd. 2. Energy audit data. Data contained in copies of bids. contracts,
letters of agreement between utility companies and third party auditors and firms,
and in utility statements or documents showing costs for employee performance of
energy audits which are received by the department of energy. planning and
development in order to arbitrate disputes arising from complaints concerning the
award of contracts to perform energy conservation audits. are classified as protect-
ed nonpublic data not on individuals as defined by section 13.02. subdivision 13.

13.69 PUBLIC SAFETY DATA.

Subdivision 1. The following data collected and maintained by the state
department of public safety are classified as private, pursuant to section 13.02,
subdivision 12: medical data on driving instructors. licensed drivers. and appli-
cants for parking certificates and special license plates issued to physically
handicapped persons. The following data collected and maintained by the state
department of public safety are classified as confidential, pursuant to section
13.02. subdivision 3: data concerning an individual's driving ability when that
data is received from a member of the individual's family.

Subd. 2. Photographic negatives. Photographic negatives obtained by the
department of public safety in the process of issuing drivers licenses or Minnesota
identification cards shall be private data on individuals pursuant to section 13.02,
subdivision 12.

13.70 REVENUE DEPARTMENT DATA.

Subdivision 1. The following data created, collected and maintained by the
state department of revenue are classified as protected non-public. pursuant to
section 13.02, subdivision 13: criteria used in the computer processing of income
tax returns to determine which returns are selected for audit: department critenia
used to determine which income tax returns are selected for an in-depth audit:
and department criteria and procedures for determining which accounts receivable
balances below a specified amount are cancelled or writien-off.

Subd. 2. Informant data. Names of informers, informer letters and other
unsolicited data, in whatever form. furnished to the state department of revenue by
a f«son. other than the data subject or revenue department emplovee, which
inform that a specific taxpayer is not or may not be in compliance with the tax
laws of this state are classified as confidential data pursuant to section 13.02.
subdivision 3.

13.71 SURPLUS LINE INSURANCE DATA.

_ All data appearing on copies of surplus line insurarce policies collected by the
insurance division of the department of commerce pursuant to section 60A.20 are
classified as private, pursuant o section 13.02, subdivision 12.
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13.72 TRANSPORTATION DEPARTMENT DATA.

Subdivision 1. Estimates for construction projects. Estimates of the cost of
construction projects of the Minnesota department of transportation
department employees are non-public data and are not available to the public
from the time of final design until the bids are opened for the project.

Subd. 2. Rideshare data. The following data on participants, collected by
the department of transportation for the purpose of administering the rideshare
program. are classified as private pursuant to section 13.02, subdivision 12:
residential address and phone number: beginning and ending work hours; current
mode of commuting to and from work: and type of rideshare service information
requested. ‘

13.73 WORKERS' COMPENSATION SELF-INSURANCE DATA.
Financial data relating to nonpublic companies which are submitted to the

commissioner of insurance for the purpose of obtaining approval to self-insure
workers' compensation liability as a group are classified as nonpublic data,
pursuant to section 13.02. subdivision 9.

DATA MAINTAINED BY CRIMINAL JUSTICE AGENCIES

13.80. Domestic abuse data

All government data on individuals which is collected, created, reccived or maintained
by police departments, sheriffs’ offices or clerks of court pursuant to the domestic abuse
act, section 518B.01, are classified as confidential data, pursuant to section 18.02,
subdivision 8, until a temporary court order made pursuant to subdivisions 5 or 7 of
section 518B.01 is executed or served upon the data subject who is the respondent to the
action.

13.81. Repealed by Laws 1985, c. 298, § 45, eff. June 5, 1985

The repealed section, which related to law Laws 1981, ¢. 273, § 1.
enforcement data, was derived from: SL1980, § 16.1695.
Laws 1984, c. 5562, § 1. Laws 1979, c. 828
Laws 1982, c. 545, § 24. ws 1979, ¢. 328, § 20.
Laws 1981, c. 811, §§ 15, 89. See, now, § 13.82.
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13.82. Comprehensive law enforcement data

Subdivision 1. Application. This section shall apply to agencies which
carty on a law enforcement function, including but not limited to munici (;l
po'llc'e departments, county sheriff departments, fire departments. the bureaupof
criminal apprehension, the Minnesota state patrol, the board ot: peace officer

standards and training, the de
. ning, partment of commerce, and the de
labor and industry fraud investigation unit. partment of

n?uhd. 2. Arrest.data. ' The following data created or collected by law
e ortce{laent agencies wlﬁlch documents any actions taken by them to cite
arrest, Incarcerate or otherwise substantially depri indivi ’
. ' prive an adult

liberty shall be public at all times in the originating agency: it individual of

(a) Time, date and place of the action;

(b) Any resistance encountered by t‘he agency;

(c) Any pursuit engaged in by the agency;

(d) Whether any weapons were used by the agency or other individual:

(e) The charge, arrest or search warrants, or other legal basis for the ,action;

() The identities ‘of the agencies i ithi
, units within the i indivi
persons taking the actor, agencies and individual

(g) Whether and where the individual is bej , .
incarcerated by the agency; ual is being held in custody or is being

(h) The date, time and legal basis for any transfer.of custody and the identity
of the agency or person who received custody;

(i) The date, time and legal basis for any release from custody or incarcera-
tion;

(j) The name, age, sex and last known address of an adult person or the age
and sex of any juvenile person cited, arrested, incarcerated or otherwise
substantially deprived of liberty;

(k) Whether the agency employed wiretaps or other eavesdropping tech-
niques, unless the release of this specific data would jeopardize an ongoing
investigation;

(1)The manner in which the agencies received the information that led to the
arrest and the names of individuals who supplied the information unless the
identities of those individuals qualify for protection under subdivision 10; and

(m) Response or incident report number.

Subd. 3. Request for service data. The following data created or collected
by law enforcement agencies which documents requests by the public for law
enforcement services shall be public government data:

(a) The nature of the request or the activity complained of;

(b) The name and address of the individual making the request unless the
identity of the individual qualifies for protection under subdivision 10;

(c) The time and date of the request or complaint; and ‘

(d) The response initiated and the response or incident report number.
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Subd. 3a. Audio recording of 911 call. The audio recording of a call placed
to 2 911 system for the purpose of requesting service from a law enforcement
fire, or medical agency is private data on individuals with respect to the’
individual making the call, except that a written transcript of the audio
recording is public, unless it reveals the identity of an individual otherwise
protected under subdivision 10. A transcript shall be prepared upon request.
The person requesting the transcript shall pay the actual cost of transcribing

" the call, in addition to any other applicable costs provided under section 13.03,

subdi\{ision 3. The audio recording may be disseminated to law enforcement
agencies for investigative purposes. The audio recording may be used for
public safety and emergency medical services training purposes.

Subd. 4. Response or incident data. The following data created or collect-

© ed by law enforcement agencies which documents the agency’s response to a

request for service includirg, but not limited to, responses to traffic accidents,
or which describes actions taken by the agency on its own initiative shall be
public government data:

(a) date, time and place of the action;

(b) agencies, units of agencies and individual agency personnel participating

. in the action unless the identities of agency personnel qualify for protection

under subdivision 10;
(c) any resistance encountered by the agency;

(d) any pursuit engaged in by the agency;
(e) whether any weapons were used by the agency or other individuals;
(f) a brief factual reconstruction of events associated with the action;

(g) names and addresses of witnesses to the agency action or the incident
unless the identity of any witness qualifies for protection under subdivision 10;

(h) names and addresses of any victims or casualties unless the identities of
those individuals qualify for protection under subdivision 10;

(i) the name and location of the health care facility to which victims or
casualties were taken; .

() response or incident report number;

(k) dates of birth of the parties involved in a traffic accident;
(1) whether the parties involved were wearing seat belts; and
(m) the alcohol concentration of each driver.

Subd. 5. Criminal investigative data. Except for the data defined in subdi-
visions 2, 3, and 4, investigative data collected or created by a law enforcement
agency in order to prepare a case against a person, whether known or
unknown, for the commission of a crime or other offense for which the agency
has primary investigative responsibility is confidential or protected nonpublic
while the investigation is active. Inactive investigative data is public unless the
release of the data would jeopardize another ongoing investigation or would
reveal the identity of individuals protected under subdivision 10. Photographs
which are part of inactive investigative files and which are clearly offensive to
common sensibilities are classified as private or nonpublic data, provided that
the existence of the photographs shall be disclosed to any person requesting
access to the inactive investigative file. An investigation becomes inactive upon
the occurrence of any of the following events:
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(a) a decision by the agency or appropriate prosecutorial authority not to
pursue the case;

(b)‘ expiration of the time to bring a charge or file a complaint under the
applicable statute of limitations, or 30 years after the commission of the
offense, whichever comes earliest; or

(c) exhaustion of or expiration of all rights of appeal by a person convicted
on the basis of the investigative data.

Any investigative data presented as evidence in court shall be public. Data
determined to be inactive under clause (a) may become active if the agency or
appropriate prosecutorial authority decides to renew the investigation.

During the time when an investigation is active, any person may bring an
action in the district court located in the county where the data is being
maintained to authorize disclosure of investigative data. The court may order
that all or part of the data relating to a particular investigation be released to
the public or to the person bringing the action. In making the determination
as to whether investigative data shall be disclosed, the court shall consider
whether the benefit to the person bringing the action or to the public outweighs

any harm to the public, to the agency or to any person identified in the data.
The data in dispute shall be examined by the court in camera.

Subd. 5a. Child abuse identity data. Active or inactive investigative data
that identify a victim of child abuse or neglect reported under section 626.556
are private data on individuals. Active or inactive investigative data that
identify a reporter of child abuse or neglect under section 626.556 are confiden-
tial data on individuals, unless the subject of the report compels disclosure
under section 626.556, subdivision 11.

Subd. 5b. Inactive child abuse data. Investigative data that become inactive
under subdivision 5, clause (a) or (b), and that relate to the alleged abuse or
neglect of a child by a person responsible for the child’s care, as defined in
section 626.556, subdivision 2, are private data. -

Subd. 5c. Vulnerable adult identity data. Active or inactive investigative
data that identify a victim of vulnerable adult maltreatment under section
626.557 are private data on individuals. Active or inactive investigative data
that identify a reporter of vulnerable adult maltreatment under section 626.557
are private data on individuals.

Subd. 5d. Inactive vulnerable adult maltreatment data. Investigative data
that becomes inactive under subdivision 5, paragraph (a) or (b}, and that relate
to the alleged maltreatment of a vulnerable adult by a caregiver or facility are
private data on individuals.

Subd. S5e. Name change data. Data on court records relating to name
changes under section 259.10, subdivision 2, which is held by a law enforce-
ment agency is confidential data on an individual while an investigation is
active and is private data on an individual when the investigation becomes
inactive.
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Subd. 6. Access to data for crime victims. .On.receipt of a writ:lerll) requlesvt\;
the prosecuting authority shall release .inyestlgatlve data collc?ct_e | y ta rato
enforcement agency to the victim of a criminal act or allegfad <':r.1crinmla alc):. ot o
the victim’s legal representative unless the release to the indivi ual su _]l:C .
the data would be prohibited under section 13.391 or the prosecuting authority

reasonably believes: o
(a) that the release of that data will interfere with the investigation; or

(b) that the request is prompted by a desire on the part of the requester to

- engage in unlawful activities.

W o e n

Subd. 7. Withholding public data. A law enforcerr.xent agency ml?y tempo-
rarily withhold response or incident data from. public access if ; e ;g:ir::;);
reasonably believes that public access would be likely to endanggr the pd e);u-o
safety of an individual or cause a perpetrator to flee, evade detectu;n or " 3'
evidence. In such instances, the agency shall, upon thc? request o iny pers or;
provide a statement which explains the necessity for its action. nly perihe
may apply to a district court for an order.requmng the agency to re ease the
data being withheld. If the court determines that the agency'’s accl:non t;s Dot
reasonable, it shall order the release of the data and may award cos

attorney’s fees to the person who sought the order. The data in dispute shall be
examined by the court in camera,

data classified as confidential or protected nonpublic pursuant to subdivision 5
accessible to any person, agency, or the public if the agency determines that the
access will aid the law enforcement process, promote public safety, or dispel
widespread rumor or unrest.

Subd. 9. Public access. When data is classified as public under this sec-
tion, a law enforcement agency shall not be required to make the actual
physical data available to the public if it is not administratively feasible to
segregate the public data from the confidential, However, the agency must

(@) when access to the data would reveal the identity of an undercover law
enforcement officer, as provided in section 13.43, subdivision 5;

(b) when access to the data would reveal the identity of a victim or alleged
victim of criminal sexual conduct or of a violation of section 617.246, subdivi-

(c) when access to the data would reveal the identity of a paid or unpaid
informant being used by the agency if the agency reasonably determines that
revealing the identity of the informant would threaten the personal safety of the
informant;
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(d) when access to the data would reveal the identity of a victim of or witness
to a crime if the victim or witness specifically requests not to be identified
publicly, unless the agency reasonably determines that revealing the identity of
the victim or witness would not threaten the personal safety or property of the
individual;

(e) when access to the data would reveal the identity of a deceased person
whose body was unlawfully removed from a cemetery in which it was interred;

(f) when access to the data would reveal the identity of a person who placed
a call to a 911 system or the identity or telephone number of a service
subscriber whose phone is used to place a call to the 911 system and: (1) the
agency determines that revealing the identity may threaten the personal safety
or property of any person; or (2) the object of the call is to receive help ina
mental health emergency. For the purposes of this paragraph, a voice record-

in%] of a call placed to the 911 system is deemed to reveal the identity of the
caller;

(g) when access to the data would reveal the identity of a juvenile witness
ind the agency reasonably determines that the subject matter of the investiga-
ion justifies protecting the identity of the witness; or

(h) when access to the data would reveal the identity of a mandated reporter
Jnder sections 626.556 and 626.557.

Data concerning individuals whose identities are protected by this subdivi-
sion are private data about those individuals. Law enforcement agencies shall
sstablish procedures to acquire the data and make the decisions necessary to
protect the identity of individuals described in clauses (c), (d), (f), and (g).

Subd. 11. Data retention. Nothing in this section shall require law en-
forcement agencies to create, collect or maintain data which is not required to
be created, collected or maintained by any other applicable rule or statute.

Subd. 12. Data in arrest warrant indices. Data in arrest warrant indices
are classified as confidential data uniil the defendant has been taken into
custody, served with a warrant, or appears before the court, except when the
law enforcement agency determines that the public purpose is served by
making the information public. .

* Subd. 13. Property data. Data that uniquely describe stolen, lost, confiscat-
ed, or recovered property are classified as either private data on individuals or
nonpublic data depending on the content of the not public data.

Subd. 14. Reward program data. To the extent that the release of program
data would reveal the identity of an informant or adversely affect the integrity
of the fund, financial records of a program that pays rewards to informants are
protected nonpublic data in the case of data not on individuals or confidential
data in the case of data on individuals.

Subd. 14a. Data on registered criminal offenders. Data described in sec-
tion 243.166 shall be classified as described in that section.

Subd. 14b. Data in missing children bulletins. Data described in section
299C.54 shall be classified as described in that section. ,
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Subd. 15. Exchanges of information. Nothing in this chapter prohibits the
exchange of information by law enforcement agencies provided the exchanged
information is pertinent and necessary to the requesting agency in initiating,
furthering, or completing an investigation, except not public personnel data.

Subd. 16. Deliberative processes. Data that reflect deliberative processes
or investigative techniques of law enforcement agencies are confidential data
on individuals or protected nonpublic data; provided that information, reports,
or memoranda that have been adopted as the final opinion or justification for a
decision of a law enforcement agency are public data,

Subd. 17. Booking photographs. (a) For purposes of this subdivision,
“booking photograph” means a’photograph or electronically produced image
taken by law enforcement for identification purposes in connection with the
arrest of a person.

(b) Except as otherwise provided in this subdivision, a booking photograph is
public data. A law enforcement agency may temporarily withhold access to a

booking photograph if the agency -determines that access will adversely affect
an active investigation.

Subd. 18. Pawnshop data. Data that would reveal the identity. of persons
who are customers of a licensed pawnbroker or secondhand goods dealer are
private data on individuals. Data describing the property in a regulated
transaction with a licensed pawnbroker or secondhand goods dealer are public,

Amended by Laws 1984, . 552, § 2; Laws 1985, c. 298, 8§ 30 to 36, eff. June 5, 1985;
Laws 1986, c. 444; Laws 1988, c. 625, 8§ I; Laws 1989, c. 177, § 1; Laws 1989, c. 351,
§§ 12, 13; Laws 1990, c. 402, § I; Laws 1991, c. 285, 8§ 1, 2; Laws 199], c. 319,88 9,
10; Laws 1993, c. 351, §§ 16 to 18; Laws 1994, c. 618, art. 1, 8§ 14, 15; Laws 1994, c.
636, art. 4, § 3: Laws 1995, c. 229, art. 3, §§ 1 to 3, eff. Oct. 1, 1995; Laws 1995, c.
231, art. 2, § 2;: Laws 1995, c. 259, art. 1, §§ 19 to 23; Laws 1995, c. 259, art. 4, § 3;
Laws 1996, c. 440, art. 1, §§ 16, 17.

13.83. Medical examiner data . . . . data” means
ivisi . finition. As used in this section, medical examiner da ’
da?aubr:;;g:gmt: dect-:asDe "e‘:i individuals and ti\;bmanner at;dwcxr;;:‘:x?z?;ﬁ cg{ ethx::; u?::g:

ichi llected, used or maintain y a coun
’ t;.‘;x}:ghullfsilfr;e::te ‘(i)'fc:ff?gial duties pursuant to chapter 390, or any other general or local law
on county coroners or medical examiners.
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Bubd. 2. Public data. Unless specifically classified otherwise by state statute or
federa! law, the following dsta created or collected by a medical examiner or coroner on a
deceased individual is public. name of the deceased; date of birth: date of death;
address; sex; race; citizenship; height; weight; hair color; eye color; build; complexion;
age, if known, or approximate age; identifying marks, scars and amputations; a descrip-
tion of the decedent's clothing; marital status; location of death including name of
hospital where applicable; name of spouse; whether or not the decedent ever served in
the armed forces of the United States; social security number; occupation; business;
father's name (also birth name, if different)) mother's name (also birth name, if
different), birthplace; birthplace of parents; cause of death; causes of cause of death;
whether an autopsy was performed and if 8o, whether it was conclusive; date and place
of injury, if applicable, including work place; how injury occurred, whether death was
caused by accident, suicide, homicide, or was of undetermined cause; certification of
attendance by physician; physician's name and address; certification by coroner or
medical examiner; name and signature of coroner or medical examiner; type of disposi-
tion of body; burial place name and location, if applicable; date of burial, cremation or
removal; funeral home name and address; and name of local register or funeral director.

Subd. 3. Unidentified individual; public data. Whenever a county coroner or medi-
cal examiner unable during an investigation to identify a deceased individual, may release
to the public any relevant data which would assist in ascertaining identity.

Subd. 4. Confidential data. Data created or collected by a county coroner or medical
examiner which is part of an active investigation mandated by chapter 890, or any other
general or local law relating to coroners or medical examiners is confidential data on
individuals pursuant to section 18.02, subdivision 8, until the completion of the coroner’s
or medical examiner's final summary of findings at which point the data collected in the
investigation and the final summary thereof shall become private data on individuals,
except that nothing in this subdivision shall be construed to make private or confidential
the data elements identified in subdivision 2 at any point in the investigation or there-
after.

Subd. 5. Private data. All other medical examiner data on deceased individuals is
private pursuant to section 13.02, subdivision 12, and shall not be disclosed except
pursuapt to the provisions of chapter 390, or any other general or local law on county

. coroners or medical examiners, or pursuant to a valid court order.

Subd. 6. Other data. Unless a statute specifically provides a different classification,
all other data created or collected by a county coroner or medical examiner that is not
data on deceased individuals or the manner and circumstances of their death is public
pursuant to section 13.03.

Subd. 7. Court review. Any person may petition 4he district court located in the
county where medical examiner data is being maintained to authorize disclosure of private
or confidential medical examiner data. The petitioner shall notify the medical examiner
or coroner. The court may notify other interested persons and require their presence at a
hearing. A hearing may be held immediately if the parties agree, and in any event shall
be held as soon as practicable. After examining the dafa in camera, the court may order
disclosure of the data if it determines that disclosure would be in the public interest.

Subd. 8. Access to private ‘data. The data made private By this section shall be
accessible to the legal representative of the decedent’s estate or to the decedent’s
surviving spouse or next of kin or their legal representative.

Subd. 9. Change in classification. Notwithstanding section 13.10, data classified as
private or confidential by this section shall be classified as public 30 years after the date
of death of the decedent.

Amended by Laws 1985, c. 298, § 87, eff. June 5, 1985; Laws 1986, c. 444: Laws 1987, ¢. 49, § 1.
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13.84. Court services data

Subdivision 1. Definition. As used in this section “court services data” means data
that are created, collected, used or maintained by a court services department, parole or
probation authority, correctional agency, or by an agent designated by the court to
perform studies or other duties and that are on individuals who are or were defendants,
parolees or probationers of & municipal, district or county court, participants in diversion
programs, petitioners or respondents to a family court, or juveniles adjudicated delinquent
and committed, detained prior to a court hearing or hearings, or found to be dependent or
neglected and placed under the supervision of the court.

Subd. 2. General. Unless the data is summary data or a statute, including sections
609.115 and 257.70, specifically provides a different classification, the following court
services data are classified as private pursuant to section 13.02, subdivision 12

(a) Court services data on individuals gathered at the request of a municipal, district or
county court to determine the need for any treatment, rehabilitation, counseling, or any
other need of a defendant, parolee, probationer, or participant in a diversion program, and
used by the court to assist in assigning an appropriate sentence or other disposition in a
case; ,

() Court services data on petitioners or respondents to a family court gathered at the
request of the court for purposes of, but not limited to, individual, family, marriage,
chemical dependency and marriage dissolution adjustment counseling, including recom-
mendations to the court as to the custody of minor children in marriage dissolution cases;

(c) Court services data on individuals gathered by psychologists in the course of
providing the court or its staff with psychological evaluations or in the course of
counseling individual clients referred by the court for the purpose of assisting them with
personal conflicts or difficulties.

. Subd. 3. Third party information. Whenever, in the course of gathering the private

data specified above, a psychologist, probation officer or other agent of the court is
directed by the court to obtain data on individual defendants, parolees, probationers, or
petitioners or respondents in a family court, and the source of that data provides the data
only upon the condition of its being held confidential, that data and the identity of the
source shall be confidential data on individuals, pursuant to section 13.02, subdivision 8.

Subd. 4. Probation data. Progress reports and other reports and recommendations
provided at the request of the court by parole or probation officers for the purpose of -
determining the appropriate legal action or disposition regarding an individual on proba-
tion are confidential data on individuals.

Subd. 5. Disclosure. Private or confidential court services data shall not be disclosed
except: )

{a) Pursuant to section 18.05;
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() Pursuant to a statute specifically authorizing disclosure of court services data:

(c) With the written permission of the source of confidentia) data:

(d) To the court services department, parole or probation au(hority or correctional
agency having statutorily granted supervision over the individual subject of the data; or

{e) Pursuant to a valid court order.

Subd. 6. Public data. The following court services data on adult individuals is public:

(a) name, age, 8ex, occupation and the fact that an individual is a parolee, probationer or
participant in a diversion program, and if so, at what location;

_ (b) the offense for which the individua! was placed under supervision;
(c) the dates supervision began and ended and the duration of supervision;

(d) court services data which was public in a court or other agency which originated the
data;

(e) arrest and detention orders, orders for parole or probation revocation and the
reasons for revocation;

{f) the conditions of parole, probation or participation and the extent to which those
conditions have been or are being met;

(g) identities of agencies, units within agencies and individuals providing supervision;
and - ' » ‘

. (h) the legal basis for any change in supervision and the date, time and locations
associated with the change. . .

. Subd. 7. Limitation. Nothing in this section shall limit public access to data made
public by section 13.82. ' . S I

Agnended by Laws 1985, c. 298, §§ 388, 89, eff. June 6, 1985.

13.85. Corrections and detention data . _ A :

Subdivision 1. Definition. As used in this section, “corrections and detention data”
means data on individuals created, collected, used or maintained because of their lawful
confinement or detainment in state reformatories, prisons and correctiona) facilities,
" municipal or county jails, lockups, work houses, work farms and all other correctional and
detention facilities. : . . - . . '

Subd. 2. Private data. Unless the data are summary data or arrest data, or a statate
specifically provides a different classification, corrections and detention data on individu-
als are classified as private pursuant to section 13.02, subdivision 12, to the extent that
the release of the data would either (a) disclose personal, medical, psychological, or
financial information or (b) endanger an individual’s life.

Subd. 3. Confidential data. Corrections and detention data are eonfidenﬁai, pursu-
ant to section 13.02, subdivision 3, to the extent that release of the data would: (a)
endanger an idividual’s life, (b) endanger the effectiveness of an investigation authorized
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by statute and relating to the enforcement of rules or law, (¢) identify a confidential
informant, or (d) clearly endanger the security of any institution or ita population.

Subd. 4. Public data. After any presentation to a court, any data made private or
confidential by this section shall be public to the extent reflected in court records.

13.86. Investigative detention data

Subdivision 1. Definition. As used in this section, “investigative detention data”
means government data created, collected, used or maintained by the state correctional
facilities, municipal or county jails, lockups, work houses, work farms and other correc-
tional and detention facilities which: (a) if revealed, would disclose the identity of an
informant who provided information about suspected illegal activities, and (b) if revealed,
is likely to subjcct the informant to physical reprisals by others.

Subd. 2. General. Investigative detention data is confidential and shall not be
disclosed except:

(a) Pursuant to section 13.05 or any other statute;

(b) Pursuant to a valid court order; or

(¢) To a party named in a civil or criminal proceeding, whether administrative or
judicial, to the extent required by the relevant rules of civil or criminal procedure.

13.87 CRIMINAL HISTORY DATA.
[For text of subd 1, see M.S.1992]

Subd. 2. Classification. Criminal history data maintained by agencies, political
subdivisions and statewide systems are classified as private, pursuant to section 13.02,
subdivision 12, except that data created, collected, or maintained by the bureau of
criminal apprehension that identify an individual who was convicted of a crime and

the offense of which the individual was convicted are public data for {5 vears following
the discharge of the sentence imposed for the offense.

The bureau of criminal apprehension.shall provide to the public at the central
office of the bureau the ability to inspect in person, at no charge, through a computer
monitor the criminal conviction data classified as public under this subdivision.

i3.88. Community dispute n’sohitioli eénter data _

The guidelines shall provide that all files relating to a case in a community dispute
resolution program are to be classified as private data on individuals, pursuant to section
13.02, subdivision 12, with the following exceptions: ’

(1) When a party to the case has been formally charged with a criminal offense, the
datl:h are to be classified as public data on individuals, pursuant to section 13.02,
subdivision 15.
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(2) Data relating to suspected neglect or physical or sexual abuse of children or
vuln:;able adults are to be subject to the reporting requirements of sections 626.556 and
626.657.

13.89. Dissemination of data to protection and advocacy systems

Subdivision 1. Mental retardation. Data on clients and residents of facilities licensed
pursuant to sections 144.60 to 144.68, 245.781 to 245.812, and 252.28, subdivision 2, may
be disseminated to the protection and advecacy system established in this state pursuant
to Part C of Public Law Number 98-527 to protect the legal and human rights of persons
with mental retardation or other related conditions who live in residential facilities for
these persons if:

(1) the protection and advocacy system receives a complaint by or on behalf of that
person; and

(2) the person does not have a legal guardian or the state or a designee of the state is
the legal guardian of the person.

Subd. 2. Mental iliness or emotional impairment. Data on an individual who has
significant mental iliness or emotional impairment and who is an inpatient or resident in a
facility rendering care or treatment may be disseminated to the protection and advocacy
system established in this state pursuant to Public Law Number 99-319' to protect the
rights of mentally ill individuals if: ,

(1) the protection and advocacy system receives a complaint by or on behalf of the
person or there is probable cause to believe that the person has been subjected to abuse
or neglect, as defined in Public Law Number 99-819;!

(2) the person is by reason of a mental or physical condition unable to authorize the
system to have access to data; and :

(8) the person does not have a legal guardian or the state is the legal guardian of the
person. .

Laws 1985, c. 298, § 42, eff. June 5, 1985. Amended by Laws 1987, c. 236, § 1.
142 US.C.A. § 10802

13.90. -Government data practices

Subdivision 1. Definition. For purposes of this section, ‘judiciary” means any office,
officer, department, division, board, commission, committee, or agency of -the courts of
this state, whether or not of record, including but not limited to the board of law
examiners, the lawyer's professional responsibility board, the board of -judicial standards,
the lawyer's trust account board, the state law library, the state court administrator’s
office, the district court administrator’s office, and the office of the court administrator.

Subd. 2. Application. The judiciary shall be governed by this chapter, until August 1,
1987, or until the implementation of rules adopted by the supreme court regarding access
to data, whichever comes first. Any data made a part of a criminal or civil case shall not
be governed by this chapter at any time.

Laws 1985, ¢. 298, § 44, eff. June 5, 1985. Amended by Laws 1886, 1st Sp., c. 8, art. 1, § 82
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14.63. Application

. Any person aggrieved by a final decision in a contested case is entitled to
judicial review of the decision under the provisions of sections 14.63 to 14.68,
but nothing in sections 14.63 to 14.68 shall be deemed to prevent resort to
°‘hff means of review, redress, relief, or trial de novo provided by law. A
Petition for a writ of certiorari by an aggrieved person for judicial review
under sections 14.63 to 14.68 must be filed with the court of appeals and

served on the agency not more than 30 days after the party receives the final
decision and order of the agency.
Amended by Laws 1983, c. 247, § 9, eff. Aug. 1, 1983.

14.64. Petition; service

Proceedings for review under sections 14.63 to 14.68 shall be instituted by
serving a petition for a writ of certiorari personally or by certified mail upon
the agency and by promptly filing the proof of service in the office of the
clerk of the appellate courts and the matter shall proceed in the manner
provided by the rules of civil appellate procedure.

If a request for reconsideration is made within ten days after the decision
and order of the agency, the 30-day period provided in section 14.63 shall not
begin to run until service of the order finally disposing of the application for
reconsideration. Nothing herein shall be construed as requiring that an
application for reconsideration be filed with and disposed of by the agency as
a prerequisite to the institution of a review proceeding under sections 14.63 to
14.68.

Copies of the writ shall be served, personally or by certified mail, upon all
parties to the proceeding before the agency in the proceeding in which the
order sought to be reviewed was made. For the purpose of service, the
agency upon request shall certify to the petitioner the names and addresses of
all parties as disclosed by its records. The agency's certification shall be
conclusive. The agency and all parties to the proceeding before it shall have
the right to participate in the proceedings for review. A copy of the petition
shall be provided to the attorney general at the time of service of the parties.

14.65. Stay of decision; stay of other appeals

The filing of the writ of certiorari shall not stay the enforcement of the
agency decision; but the agency may do so, or the court of appeals may order
a stay upon such terms as it deems proper. When review of or an appeal
from a final decision is commenced under sections 14.63 to 14.68 in the court
of appeals, any other later appeal under sections 14.63 to 14.68 from the final
decision involving the same subject matter shall be stayed until final decision

of the first appeal.
Amended by Laws 1983, c. 247, § 11, eff. Aug. 1, 1983.

MN-36a



MINNESOTA

14.66. Transmittal of record

Within 30 days after service of the writ of certiorari, or within any further
time as the court allows, the agency shall transmit to the reviewing court the
original or a certified copy of the entire record of the proceeding under
review. By stipulation of all parties to the review proceeding, the record may
be shortened. Any party unreasonably refusing to stipulate to limit the
record may be taxed by the court for the additional costs. The court may
require or permit subsequent corrections or additions to the record when
deemed desirable.

14.67. New evidence, hearing by agency

If, before the date set for hearing, application is x.nade to the court of
appeals for leave to present additional evidence on the issues in the case, and
it is shown to the satisfaction of the court that the additional evidence is
material and that there were good reasons for failure to present it in the
proceeding before the agency, the court may order that the additional evi-
dence be taken before the agency upon such conditions as the court deems
proper. The agency may modify its findings and decision by reason of the
additional evidence and shall file with the reviewing court, to become a part
of the record, the additional evidence, together with any modifications or new
findings or decision.

14.68. Procedure on review

The review shall be confined to the record, except that in cases of alleged
irregularities in procedure, not shown in the record, the court of appeals may
transfer the case to the district court for the county in which the agency has
its principal office or the county in which the contested case hearing was
held. The district court shall have jurisdiction to take testimony and to hear
and determine the alleged irregularities in procedure. Appeal from the
district court determination may be taken to the court of appeals as in other
civil cases. -

14.69. Scope of judicial review

Ir.1 a Jjudicial review under sections 14.63 to 14.68, the court may affirm the
. decision of the agency or remand the case for further proceedings; or it may
reverse or modify the decision if the substantial rights of the petitioners may

h'ave been prejudiced because the administrative finding, inferences, conclu-
sion, or decisions are:

(a) In violation of constitutional provisions; or

(b) In excess of the statutory authority or jurisdiction of the agency;
(c) Made upon unlawful procedure; or

(d) Affected by other error of law; or

(e) .Unsupported by substantial evidence in view of the entire record as
submitted; or

(f) Arbitrary or capricious.
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CHAPTER 13. APPENDIX
INTERIM RULES ON ACCESS TO PUBLIC RECORDS

Adopted October 2, 1885
Effective November 1, 1985

Rule Rule

1. Scope of Rules. 6. Response.

2. Policy. 6. Inspection and Photocopying.

8. Definitions. 7. Appeal to State Court Administrator in Cer
4. Manner of Making Request. : tain Cases.

ORDER PROMULGATING INTERIM RULES ON ACCESS TO PUBLIC RECORDS

WHEREAS, the Minnesota Supreme Court has the inherent power and statutory
authority pursuant to Laws 1985, Chapter 298, to promulgate rules governing access to
public records maintained by the judicial branch of the State of Minnesotas;

NOW, THEREFORE, IT IS HEREBY ORDERED that the attached Interim Rules on
Access to Public Records be, and the same hereby are, adopted for the regulation of
access to data maintained by the judicial branch of the State of Minnesota, effective
November 1, 1985. .

IT IS HEREBY FURTHER ORDERED that there is established an Advisory Commit-
tee on Rules on Access to Public Records, to be appointed by this Court, to study the
operation of the interim rules and to make recommendations to this Court concerning the
need for their revision.

Dated: October 2, 1985 .
’ BY THE COURT

/s/DoucLas K. AMDANL
CHIEF JUSTICE
MINNESOTA SUPREME COURT

INTERIM RULES ON ACCESS TO PUBLIC RECORDS
: RULE 1. SCOPE OF RULES

These rules govern public access to public records maintained by the judiciai branch of
the State of Minnesota. : .

s RULE 2. POLICY

All public records within the judicial branch shall be open to inspection by any member
of the public at all times during the regular office hours maintained by the custodian of
those records.
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RULE 8. DEFINITIONS

Subdivision 1. When used in these rules, the words listed below have the meanings

given them.

Subd. 2. *Public records” mean any recorded information, regardless of its physical

form, storage media or conditions of use, that is collected, created, received, maintained,
or disseminated by any component of the judicial branch, except:

(8) records maintained by a court administrator pursuant to the domestic abuse act,
Minnesota Statutes, Section 518B.01, until a temporary court order made pursuant to
subdivision § or 7 of Section 518B.01 is executed or served upon the record subject who
is the respondent to the action;

{(b) records on individuals maintained by a judicial branch court services department
or probation authority, that are:

(i) gathered at the request of a municipal, district, or county court to determine the
need for any treatment, rehabilitation, counseling, or any other need of a defendant,
parolee, probationer, or participant in a diversion program, and used by the court to
assist in assigning an appropriate sentence or other disposition in a case; or

(i) gathered at the request of a family court for purposes of, but not limited to,
individual, family, marriage, chemical dependency and marriage dissolution adjust-
ment counseling, including recommendations to the court as to the custody of minor
children in marriage dissolution cases; or

(i) gathered by psychologists in the course of providing the court or its staff with
psychological evaluations or in the course of counseling individual clients referred by
the court for the purpose of assisting them with personal conflicts or difficulties;

Provided, however, that the following information on adult individuals is public: name,
age, sex, occupation, and the fact that an individual is a parolee, probationer, or
participant in a diversion program, and if so, at what location; the offense for which the
individual was placed under supervision; the dates supervision began and ended and the
duration of supervision; information which was public in a court or other agency which
originated the data; arrest and detention orders; orders for parole, probation or
participation and the extent to which those conditions have been or are being met;
identifiers of agencies, units within agencies and individuals providing supervision; and
the legal basis for any change in supervision and the date, time and locations associated
with the change.

(c) records on individuals collected because the individual is or was an employee of,
performs services on a voluntary basis for, or acts as an independent contractor with
the judicial branch, provided, however, that the following information is public: name;
actual gross salary; salary range; contract fees, actual gross pension; the value and
nature of employer paid fringe benefits; the basis for and the amount of any added
remuneration, including expense reimbursement, in addition to salary; job title; job
description; education and training background; previous work experience; date of
first and last employment; the status of any complaints or charges against the
employee, whether or not the complaint or charge resulted in a disciplinary action; the
final disposition of any disciplinary action and supporting documentation; work loca-
tion; a work telephone number; honors and awards received; payroll time sheets or
other comparable data, that are only used to account for employee’s work time for
payroll purposes, to the extent that they do not reveal the employee’s reasons for the
use of sick or other medical leave or other information that is not public;

(d) records on individuals collected because the individual is or was an applicant for
employment with the judicial branch, provided, however, that the following information
is public: veteran status; relevant test scores; rank on eligible list; job history;
education and training; -work availability; and, after the applicant has been certified by
the appointing authority to be a finalist for a position in public employment, the name
of the applicant;

(e) correspondence between individuals and justices or judges;
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{f) memoranda, notes, or dpreliminary drafts prepared by or under the direction of any
justice, judge, referee, judicial officer, board member, or commissioner within the
judicial branch that relate to the adjudication, resolution, or disposition of any past,
present, or future case, controversy, or legal issue;

(g) the work product of any attorney or law clerk employed by or representing the
judicial branch that is produced in the regular course of business or representation of
the judicial branch;

(h) information collected by the judicial branch as part of an active investigation
undertaken for the purpose of the commencement or efense of a pending civil legal
action, or which is retained in anticipation of a pending civil legal action;

(i) schedules and related records, other than court orders regarding assignments of
justices, judges, referees and judicial officers, the public disclosure of which would
affect the orderly and effective administration of justice;

(j) records that have not been filed with the court administrator, admitted into
evidence, or otherwise made a part of & civil or criminal case, the diaclosure of which
would be likely to substantially jeopardize the security of information, possessions,
individuals, or property against theft, tampering, improper use, illegal disclosure,
trespass, or physical injury;

(k) records, including a formula, pattern, compilation, program, device, method,
technique or process that was supplied by the judicial branch, that is the subject of
efforts by the judicial branch that are reasonable under the circumstances to maintain
its secrecy, and that derives independent economic value, actual or potential, from not
being generally known to, and not being readily ascertainable by proper means by,
other persons who can obtain economic value from its disclosure or use;

(!) computer programs and related components of a program for which the judicial
branch has acquired a patent or copyright;

(m) records maintained by the State Judicial Information System and the Trial Court
Information System for purposes of compliance with Minnesota Statutes, Section
6542.27; ‘

(n) records maintained by a library operated by the judicial branch, which links a
patron’s name with materials requested or borrowed by the patron or which links a
patron’s name with a specific subject about which the patron has requested information
or materials;

(0) all records of the office of the Board of Law Examiners except the names of
applicants admitted to practice and information ordered to be released by the Supreme
Court pursuant to the Rules for Admission to the Bar, or by other order;

(p) information reported by lawyers to the Supreme Court or the Lawyers Trust
Account Board for purposes of compliance with Rule 1.15 of the Minnesota Rules of
Professional Conduct;

(q) passport applications and accompanying documents received by court administra-
tors, and lists of applications that have been transmitted to the United States Passport
Office;

(r) matters that are made inaccessible to the public pursuant to:

(i) state statute, other than Minnesota Statutes, Chapter 13; or

- (ii) federal law; or '

(i) rules promulgated by the Minnesota Supreme Court regarding judicial or
administrative proceedings, including but not limited to, rules governing the Lawyers
Professional Responsibility Board, the Board of Judicial Standards, and the Board of
Continuing Legal Education; -

(s) any other records determined by order of the Supreme Court to be inaccessible to
the public.

‘If a request is made for information which is not maintained in tangible form by the
judicial branch in the regular course of business, the request shall be considered a request
for information rather than a request to inspect a public record, and is not subject to the
provisions of these rules.

MN-39



MINNESOTA

Bubd. 8. “Court administrator” means the court administrator pursuant to Laws 1985,
Chapter 273, or the clerk of the appellate courts pursuant to Rule 101.02, subdivision 6 of
the Minnesota Rules of Civil Appeliate Procedure.

Subd. 4. “Judicial district administrator” means the district administrator pursuant to

Minnesota Statutes, Section 484.68.

Subd. 5. “State court administrator” means the court administrator pursuant to

Minnesota Statutes, Section 480.18.

Order of Supreme Court of Minnesota In Re
Inaccessibility of Sealed Bids.

WHEREAS, the state court administrator's of-
fice has adopted a competitive bidding process
for the service, purchase, and lease of micro
processor computer systems to be installed at
various judicial offices including appellate
courts, trial courts, judicial district administra-
tion and court administration offices throughout
the state, and

WHEREAS, the integrity of the bidding pro-
cess requires that all sealed bids remain sealed
until the time specified in the bid request for
opening the bids, and

WHEREAS, sound public policy, reflected in
Minn.Stat. § 18.87, requires that bona fide trade
secrets, including but not limited to customer
lists, that are submitted pursuant to a bid re-
quest remain unavailable to the public.

NOW, THEREFORE, pursuant to Rule 8, sub-
division 2(s) of the Interim Rules on Access to
Public Records, and by virtue of and under the
inherent power and statutory authority of the

Dated: March 25, 1987

BY THE COURT:

/8/Doucias K. AMDAHL
Chief Justice

-

Minnesota Supreme Court to regulate access to
public records maintained by the judicial branch,
IT IS HEREBY ORDERED that the following
provisions apply to records submitted in re
sponse to a judicial branch bid request:

1. Sealed bids, including the number of bids
received, shall be inaccessible to the public prior
to the opening of the bids at the time specified in
the bid request.

2. A common law trade secret or a trade
secret as defined in Minn.Stat. § 325C.01, that is
required to be submitted pursuant to a judicial
branch bid request, shall be inaccessible to the
public provided that:

a.  the bidder marks the document{s) con-
taining the trade secret “CONFIDENTIAL;"”

b. the bidder submits as part of the bid a
wr;twn request to maintain confidentiality;
an

¢. the trade secret information is not pub-
licly available, already in the possession of the
judicial branch, or known to or obtained by the
judicial branch from third parties.

RULE 4. MANNER OF MAKING REQUEST

Subdivision 1. Custodian of Records. A request to inspect or to obtain copies of
public records shall be made to the custodian of those records. The court administrator is
the custodian of records of judicial proceedings within the court where the records are
located, vital statistics records, and drivers license and permit application records. The
judicial district administrator is the custodian of administrative records for the judicial
district in which the records are located. The state court administrator is the custodian of
records relating to overall administration of the courts of the State of Minnesota. The
state law librarian is the custodian of the records of the State Law Library. The
custodian of the records maintained by any board, commission, or committee shall be the
individual designated by the board, commission, or committee. The custodian of the
records of any other office shall be the individual designated by the appointing authority
or, if the office is an elective office, the individual occupying the office.
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Bubd. 2. Designee. The custodian may appoint one or more designees to respond to
ingpection and copy requests.

Bubd. 8. Form of Request.

(a) A request to inspect or obtain copies of public records shall be made in writing to
the custodian of the records unless otherwise allowed by the custodian. :
(}))dA written request to inspect or obtain copies of administrative records shall
include:
(i) the name, mailing address, and telephone number of the requesting person;
(i) the specific documents which the person wishes to inspect or to have copied;
(c) A request to inspect or obtain copies of records other than administrative records
shall be made in the manner designated by the custodian of the records.

RULE 5. RESPONSE

Bubdivision 1. The custodian shall acknowledge the request orally or in writing no
later than five working days after the request is made. The response shall indicate
whether the records are public, and if 80, when and where inspection may take place or
copies may be obtained. The custodian must inform the requestor that the records will be
available for inspection in no fewer than five working days.

Subd. 2. If the custodian determines the records can be made available for inspection
or can be copied without unreasonable disruption to ongoing court or administrative
activities, inspection or copying shall take place within five working days after the
custodian receives the request. .

Subd. 3. If the custodian determines the records cannot be made available for
inspection or cannot be copied within five days after the custodian receives the request,
the custodian shall notify the requestor of when and where inspection may take place or
when and where copies will be provided, and shall inform the requestor of the reasons for
the delay. Inspection must be permitted or copies provided within a reasonable time from
the date of the request. .

Subd. 4. If the records do not exist, the response shall so indicate.

Subd. 5. If the request does not provide sufficient information to locate the records,
the request shall be returned, and the requestor notified.

Subd. 6. If access to the records is not permitted under these Rules, the response
shall indicate the statute, federal law, or court or administrative rule that is the basis for
denial of the inspection request.

Subd. 7. If either the court administrator or judicial district administrator, as custodi-
an, cannot determine whether access to records of judicial proceedings or administrative
records is permitted, the response shall state that the inspection request has been
referred to the office of the state court administrator for determination. A response
from the state court administrator shall be forwarded to the custodian or the person
making the request no later than five working days after the state court administrator
receives the referral. -

Subd. 8. If the custodian determines that the number of records requested is so great
that inspection or reproduction would create an unreasonable disruption to ongoing court
or administrative activities, the custodian may require that the request be limited, or the
custodian may limit the request.

Subd. 9. If the person making the request does not inspect or obtain the copies of the
records during the time period permitted by the custodian, the request shall be deemed
withdrawn, but may be renewed.
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RULE 6. INSPECTION AND PHOTOCOPYING

Subdivision 1. Priority of Ongoing Court or Administrative Activities. Inspection
and copying shall be conducted in & manner which will not disrupt ongoing court or
administrative activities.

Subd. 2. Access to Original Records. The requesting person shall be allowed to
inspect or to obtain copies of original versions of public records in the place where such
records are normally kept, during regular working hours. However, if access to the
original records would result in disclosure of information to which access is not permitted,
jeopardize the security of the records, or prove otherwise impractical, copies, edited
copies, reasonable facsimiles or other appropriate formats may be produced for inspec-
tion. Unless expressly allowed by the custodian, records shall not be removed from the
area where they are normally kept.

Subd. 3. Fees. Before providing copies, the custodian may require payment of the
copying fee established by law or court rule. When a request involves any person's
receipt of public information that has commercial value and is an entire formula, pattern,
compilation, program, device, method, technique, process, data base, or system developed
with a significant expenditure of public funds by the judicial branch, the custodian may
charge a reasonable fee for the information in addition to costs of making, certifying, and
compiling the copies. The custodian may grant a person's request to permit the person to
make copies, and may specify the condition under which this copying will be permitted.

RULE 7. APPEAL TO STATE COURT ADMINISTRATOR IN CERTAIN CASES

A denial of or limitation upon a request to inspect public administrative records or
public records of judicial proceedings may be appealed in writing to the state court
administrator, and a written response will be sent to the requesting person no later than
five working days after the state court administrator receives the appeal.
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Chapter 152
Prohibited Drugs

152.18. Discharge and dismiscal

Subdivision 1. If any person is found guilty of a violation of section 152.024, 152.025,
or 152.027 for possession of a controlled substance, after trial or upon a plea of guilty, the
court may, without entering a judgment of guilty and with the consent of such person,
defer further proceedings and place the person on probation upon such reasonable
conditions as it may require and for a period, not to exceed the maximum term of
imprisonment provided for such violation. The court may give the person the opportunity
to attend and participate in an appropriate program of education regarding the nature and
effects of alcohol and drug abuse as a stipulation of probation. Upon violation of a
condition of the probation, the court may enter an adjudication of guilt and proceed as
otherwise provided. The court may, in its discretion, dismiss the proceedings against
such person and discharge the person from probation before the expiration of the
maximum period prescribed for such person’s probation. If during the period of proba-
tion such person does not violate any of the conditions of the robation, then upon
expiration of such period the court shall discharge such person and dismiss the proceed-
ings against that person. Discharge and dismissal hereunder shall be without court
adjudication of guilt, but a nonpublic record thereof shall be retained by the department
of public safety solely for the purpose of use by the courts in determining the merits of
subsequent proceedings against such person. e court shall forward a record of any
discharge and dismissal hereunder to the department of public safety who shall make and
maintain the nonpublic record thereof as hereinbefore provided. Such discharge or
dismisaal shall not be deemed a conviction for purposes of disqualifications or disabilities
imposed by law upon conviction of a crime or for any other purpose.

Sukd. 2 Upsa the dsmircal of goch parsom apd discharse of 0 pre-
ceedlng: agalmet bim pues to subdivision 1, such peress msy apply @@
the dlserict court i which the trial was hed for am order 0 Q=PuLARD
from all offieln] records, other tham the nonpubdlie record retained by ko
depas of public sefety parsusct to subdivisien 1, all recordation reladeg
to axrest, indictment or information, trial and dismissal and discharge pus
susng ©0 subdivision 1. If the court determines, after hearing, that such per-
son wes diecharged and the proceedings agaisst bim dismissed, it shall epter
such ordgr. The effect of the order shall be to restore the person, in ko
contemplation of thg law, to the status he occupied beforo such arrest or iB-
dictment or Information. No person as to whom such an order has been oo
tered shall be held thereafter under any provision of amy law te be gulity of
perjury or otherwise giving a falge statement by reaeon of his faflure to recltn
or acknowledge such arrest, or indictment or information, or trial in responco
to any inquiry made for him for any purpose.

Subd. 3. Any person who has been found gullty of a violation of seetiom
16209 with respect to a small amount of marijuana which violation occurred
prior to April 11, 1978, and whose conviction would have bezn a petty mio-
desneancr under the provigions of section 15218, subdivision 2, clause (3) in ef-
fece oz Apeil 11, 1678, but whose conviction was for an offense more serious
then o petty misdermmeanor under laws in effect prior to Apeil 11, 1878, may
petition the court in which he was convicted to expunge from all official rees
ords, other than the ponpublie record retailned by the department of publie
safety pursuant to section 132.15, subdivision 2, clause (3), all recordation re-
lating to his arrest, indictment or information, -trial gnd coaviction of am
offense more serious than a petty misdemeanor. The court, upon being satis-
fied that a small amount was invoived in the conviction, shall order all the
recordation expunged. No person as to whom an order has been entered

. pursuant o this subdivision shall be beld thereafter under any provision of any
law to be gullty of perjury or otherwise giving a false stutement by reacon

of his falluce to recite or acknowledge conviction of an offense greater than g
potty misdemeanor, unless possession of marijuans is material to a procceding.

AR
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242.31. Restoration of civil rights; possession of firearms

Subd. 2. Whenever a person described in subdivision 1 has been placed on probation by
the court pursuant to section 609.135 and, after satisfactory fulfillment of it, is discharged
from probation, the court shall issue an order of discharge pursuant to subdivision 2a and
section 609.165.

This order restores the defendant to civil rights.

Subd. 2a. Crimes of violence; ineligibility to possess firearms. The order of discharge
must provide that a person who has been convicted of a crime of violence, as defined in
section 624.712, subdivision 5, is not entitled to ship, transport, Dossess, or receive a firearm
until ten years have elapsed since the person was restored to civil rights and during that time
the person was not convicted of any other crime of violence. Any person who has received
such a discharge and who thereafter has received a relief of disability under United States
Code, title 18, section 925, shall not be subject to the restrictions of this subdivision,

Subd. 3. Repealed by Laws 1996, c. 408, art. 9, § 10.

Amended by Laws 1992, c. 569, § 14, eff. Oct. 1, 1992; Laws 1994, c. 5676, § 3; Laws 1995, c. 226, art. 3,
§ 14; Laws 1996, c. 408, art. 9, §§ 8,4.
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260.161 RECORDS.

Subdivision 1. Records required to be kept. (a) The juvenile court judge shall keep
such minutes and in such manner as the court deems necessary and proper. Except as
provided in paragraph (b), the court shall keep and maintain records pertaining to
delinquent adjudications until the person reaches the age of 23 years and shall release
the records on an individual to another juvenile court that has jurisdiction of the juve-
nile, to a requesting adult court for purposes of sentencing, or to an adult court or juve-
nile court as required by the right of confrontation of either the United States
Constitution or the Minnesota Constitution. The juvenile court shall provide, upon the
request of any other juvenile court, copies of the records concerning adjudications
involving the particular child. The court shall also keep an index in which files pertain-
ing to juvenile matters shall be indexed under the name of the child. After the name
of each file shall be shown the file number and, if ordered by the court, the book and
page of the register in which the documents pertaining to such file are listed. The court
shall aiso keep a register properly indexed in which shall be listed under the name of
the child all documents filed pertaining to the child and in the order filed. The list shall
show the name of the document and the date of filing thereof. The juvenile court legal
records shall be deposited in files and shall include the petition, summons, notice, find-
ings, orders, decrees, judgments, and motions and such other matters as the court
deems necessary and proper. Uniess otherwise provided by law, all court records shall
be open at all reasonable times to the inspection of any child to whom the records relate,
and to the child’s parent and guardian.

(b) The court shall retain records of the court finding that a juvenile committed
an act that would be a violation of, or an attempt to violate, section 609.342, 609.343,
609.344, or 609.345. until the offender reaches the age of 25. If the offender commits
another violation of sections 609.342 to 609.345 as an adult, the court shall retain the
juvenile records for as long as the records would have been retained if the offender had
been an adult at the time of the juvenile offense. This paragraph does not apply unless
the juvenile was represented by an attorney when the petition was admitted or proven.

[For text of subds la and 2, see M.S.1992]

Subd. 3. Peace officer records of children. (a) Except for records relating to an
offense where proceedings are public under section 260.155, subdivision 1, peace offi-

cers’ records of children who are or may be delinquent or who may be engaged in crimi-
nal acts ghall be kept separate from records of persons 18 years of age or older and are
private data but sE'E" be ’axssemmateaz (N by oraaer of the juvenile court, (2) as required
by section 126.036, (3) as authorized under section 13.82, subdivision 2, (4) to the child
or the child’s parent or guardian uniess disclosure of a record would interfere with an

ongoing investigation, or (5) as provided in paragraph (d). Except as prqvided in para-
graph (c), no photographs of a child taken into custody may be taken without the con-
sent of the juvenile court unless the child is alleged to have violated section 169.121
or 169.129. Peace officers’ records containing data about children who are victims of
crimes or witnesses to crimes must be administered consistent with section 13.82, sub-
divisions 2, 3, 4, and 10. Any person violating any of the provisions of this subdivision
shall be guilty of a misdemeanor.

In the case of computerized records maintained about juveniles by peace officers,
the requirement of this subdivision that records about juveniles must be kept separate
from aduit records does not mean that a law enforcement agency must keep its records
concerning juveniles on a separate computer system. Law enforcement agencies may
keep juvenile records on the same computer as adult records and may use a common
index to access both juvenile and adult records so long as the agency has in place proce-
dures that keep juvenile records in a separate place in computer storage and that com-
ply with the special daia retention and other requirements associated with protecting
data on juveniles.

(b) No.hing in this subdivision prohibits the exchange of information by law
enforcement agencies if the exchanged information is pertinent and necessary to the-
requesting agency in initiating, furthering, or completing a criminal investigation.
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(c) A photograph may be taken of a child taken into custody pursuant to section
260.165, subdivision 1, clause (b), provided that the photograph must be destroyed
when the child reaches the age of 19 years. The commissioner of corrections may photo-
graph juveniles whose legal custody is transferred to the commissioner. Photographs
of juveniles authorized by this paragraph may be used only for institution management
purposes, case supervision by parole agents, and to assist law enforcement agencies 0
apprehend juvenile offenders. The commissioner shall maintain photographs of juve-
niles in the same manner as juvenile court records and names under this section.

(d) Traffic investigation reports are open 1o inspection by a person who has sus-
tained physical harm or economic loss as a resuit of the traffic accident. Identifying
information on juveniles who are parties 1o traffic accidents may be disclosed as autho-
rized under section 13.82, subdivision 4; and accident reports required under section
169.09 may be released under section 169.09, subdivision 13, unless the information
would identify a juvenile who was taken into custody or who is suspected of committing
an offense that would be a crime if committed by an adult, or would associate a juvenile

with the offense, and the offense is not a minor traffic offense under section 260.193.
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CHAPTER 364. CRIMINAL OFFENDERS, REHABILITATION

Section Secti
. tion :
364.01. Policy. 64 iolati
364.02. Definitions. 323‘83' X‘°‘i§i‘;’2§;," rocedure.
364.03. Re(}?g:); :if conviction to employment or  3g4 08 Pg)ctice of law: exceptibn
ation. e ! )
364.04. Availability of records. 864.09. Exceptions.

364.05. Notification upon denial of employment 864.10. Violation of civil rights.
or disqualification from occupation.

WESTLAW Electronic Research

Sge WESTLAW Electronic Research Guide fol-
lowing the Preface.

364.01. Policy

The legislature declares that it is the poli i

: res tk the policy of the state of Minnesota to encourage and
c?nt;nbute to t_hg yghabxhtgt_xon of‘cnminal offenders and to assist them in the resuglption
of the responsibilities of citizenship. The opportunity to secure employment or to pursue,

practice, or engage in a meaningful and profitable trade, occupati rocati i
: ) ) ul an , pation, vocation, profession
?K:Pgﬁmegs is essential to rehabilitation and the resumption of the respons?bilities of

Laws 1974, c. 298, § 1.

364.02. Definitions

Subdivision 1. For the purposes of éections 364.01 to 364.10, the terms defined in this
section have the meanings given them. .

Subd. 2. “Occupation” includes all occupations, trades, vocations, professions, busi-
nesses, or employment of any kind for which a license is required to be issued by the state
of Minnesota, its agencies, or political subdivisions.

Subd. 8. “License” includes all licenses, permits, certificates, registrations, or other
‘means required to engage in an occupation which are granted or issued by the state of
Minnesota, its agents or political subdivisions before a person can pursue, practice, or
engage in any occupation.

Subd. 4. “Public employment” includes all employment with the state of Minnesota,
its agencies, or political subdivisions.

Subd. 5. “Conviction of erime or crimes” shall be limited to convictions of felonies,
gross misdemeanors, and misdemeanors for which a jail sentence may be imposed. No
other criminal conviction shall be considered.

Subd. 6. “Hiring or licensing authority” shall mean the person, board, commission, or
department of the state of Minnesota, its agencies or political subdivisions, responsible by
law for the hiring of persons for public employment or the "licensing of persons for
occupations. ..

Laws 1974, c. 298, § 2.

364.03. Relation of conviction to employment or occupation ‘

Subdivision 1. Notwithstanding any other provision of law to the contrary, no person
shall be disqualified from public employment, nor shall a person be disqualified from
pursuing, practicing, or engaging in any occupation for which a license is required solely
or in part because of a prior conviction of a crime or crimes, unless the crime or crimes
for which convicted directly relate to the position of employment sought or the occupation
for which the license is sought.

Subd. 2. In determining if a conviction directly relates to the position of public
employment sought or the occupation for which the license is sought, the hiring or
licensing authority shall consider:

(a) The nature and seriousness of the crime or crimes for which the individual was
convicted;

M SA—8
1989 PP,
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{(b) The relationship of the crime or crimes to the purposes of regulating the position of

public employment sought or the occupation for which the license is sought;

{¢) The relationship of the crime or crimes to the ability, capacity, and fitness required
to perform the duties and discharge the responsibilities of the position of employment or
occupation.

Subd. 3. A person who has been convicted of a crime or crimes which directly relate to
the public employment sought or to the occupation for which a license is sought shall not
be disqualified from the employment or occupation if the person can show competent
evidence of sufficient rehabilitation and present fitness to perform the duties of the public
employment sought or the occupation for which the license is sought. Sufflcxent evidence
of rehabilitation may be established by the production of:

(a) A copy of the local, state, or federal release order; and

(b) Evidence showing that at least one year has elapsed since release from any local,
state, or federal correctional institution without subsequent conviction of a crime; and
evidence showing compliance with all terms and conditions of probation or parole; or

(c) A copy of the relevant department of corrections discharge order or other doc-
uments showing completion of probation or parole supervision.

In addition to the documentary evidence presented. the licensing or hiring authority
shall consider any evidence presented by the applicant regarding:

(1) The nature and seriousness of the crime or crimes for which convicted;

(2) All circumstances relative to the crime or crimes, including mitigating circumstances
or social conditions surrounding the commission of the crime or crimes;

(3) The age of the person at the time the crime or crimes were committed;
(4) The length of time elapsed since the crime or crimes were committed; and

(5) All other competent evidence of rehabilitation and present fitness presented, includ-
ing, but not limited to, letters of reference by persons who have been in contact with the
applicant since the applicant’s release from any local, state, or federal correctional
institution.

Laws 1974, c. 298, § 3. Amended by Laws 1986, c. 444.

J04.U4. Avalabuily ol recoras

The following criminal records shall not be used, distributed, or disseminated by the
state of Minnesots, its agents or political subdivisions in connection with any application
for public employment nor in connection with an application for a license:

(1) Records of arrest not followed by a valid conviction.
(2) Convictions which have been, pursuant to law, annulled or expunged.
(3) Misdemeanor convictions for which no jail sentence can be imposed.

Laws 1974, c. 298, § 4.
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364.05. Notification upon denial of employment or disqualification from occupation

_If a hiring or licensing authority denies an individual a position of public employment or
disqualifies the individual from pursuing, practicing, or engaging in any occupation for
which a license is required, solely or in part because of the individual's prior conviction of
a crime, the hiring or licensing authority shall notify the individual in writing of the

following:

(1) The grounds and reasons for the denial or disqualification;

(2) The applicable complaint and grievance procedure as set forth in section 364.06;

(3) The earliest date the person may re-apply for a.position of public employment or a
license; and : )

(4) That all competent evidence of rehabilitation presented will be considered upon
re-application.

Laws 1974, c. 298, § 5.

364.06. Violations, procedure
Any complaints or grievances concerning violations of sections 364.01 to 364.10 shall be
processed and adjudicated in accordance with the procedures set forth in chapter 14, the

administrative procedure act.
Laws 1974, c. 298, § 6. Amended by Laws 1982, c. 424, § 130.

364.07. Application

The provisions of sections 364.01 to $64.10 i
y 01 t .10 shall prevail over an
which purport to govern the granting, denial, renewal, suspensizn(,’tggrrleayo;?oeirge:

license or the initiation, suspension, or termination of public emplo

of conviction of a crime or crimes. In deciding to gran;:, deny, gvoﬁe::sznt:eom‘;:?
a license, or to dgny, suspqu, or terminate public employment for a lack of g:)od moral
chara.c?er or the. like, the hiring or licensing authority may consider evidence of conviction
pf a crime or crimes but only in the same manner and to the same effect as provided for
in sect{ons 364.01 to 364.10. Nothing in sections 364.01 to 364.10 shall be construed to
otherwise gffect rele_vant proceedings involving the granting, denial, renewal suspension
:);'e::vocatmn of a license or the initiation, suspension, or termination of pt;blic employ:

Laws 1974, c. 298, § 7. Amended by Laws 1985, c. 248, § 70.
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364.08. Practice of law; exception

This chapter shall not apply to the practice of law; but nothing in thi i

; g in this section shall be
construed to preclude the supreme court, in its discretion, f i ici
forth in sections 364.01 to 364.10. " from adopting the policies aet

Laws 1974, c. 298, § 8.

364.09. Exceptions

This chapter shall not apply to the practice of law enforcement, to eligibility for a
family day care license, a family foster care license, a home care provider license, or to
eligibility for school bus driver endorsements. Nothing in this section shall be construed
to preclude the Minnesota police and peace officers training board from recommending
policies set forth in this chapter to the attorney general for adoption in the attorney
general’s discretion to apply to law enforcement.

Laws 1974, c. 298, § 9. Amended by Laws 1983, c. 304, § 5; Laws 1986, c. 444; Laws 1986, 1st Sp.,
c 1, art. 9, § 28, eff. April 10, 1986; Laws 1987, c. 378, § 16, eff. June 3, 1987.

364.10. Violation of civil rights

Violation of the rights established in sections 364.01 to 3864.1 i
violation of a person’s civil rights. - 10 shal constitute »

Laws 1974, c. 298, § 10.
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609.166. Convictions, setting aside in certain instances

Any person who is convicted of or pleads guilty to a felony, gross misde-
meanor or misdemeanor may move the convicting court for the entry of an
order setting aside the conviction where: ‘

(a) the offense was committed before the person was 21 years of age;

(b) five years have lapsed since the person has served the sentence imposed
or has been discharged from probation, and during the five year period the
person has not been convicted of a felony or gross misdemeanor; and

(c) the offense is not one for which a sentence of life imprisonment may be
imposed. ' o ,
Laws 1971, c. 779, § 1,-eff. June 5, 1971. Amended by Laws 1974, c. 331, § 1; Laws
1986, c. 444, i

609.167. Procedure in entering order

Subdivision 1. A copy of the motion and supporting affidavits shall be
served upon the office of the prosecuting attorney who prosecuted the offense
30 days prior to hearing on the motion.

Subd. 2. At hearing on the motion the court may require the filing of such
further affidavits and the taking of such evidence as it deems necessary and
proper.

Subd. 3. Where the court determines that the circumstances and behavior
of the person from the date of conviction warrant setting aside the conviction,
it may enter such an order.

. Laws 1971, c. 779, § 2, eff. June 5, 1971. Amended by Laws 1986, c. 444.

609.168. Effect of order

Where an order is entered by the court setting aside the conviction the
person shall be deemed not to have been previously convicted.

Laws 1971, c. 779, § 3, eff. June 5, 1971.

[ ad
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Chapter 638

638.02. Pardons

Subdivision 1. The board of pardons may grant an absolute
or a conditional pardon, but every conditional pardon shall state
the terms and conditions on which it was granted. Every par-.
don or commutation of sentence shall be in writing and shall
have no force or effect unless granted by a unanimous vote of
the board duly convened.

Subd. 2. Any person, convicted of crime in any court of this
state, who has served the sentence imposed by the court.and has
been discharged of the sentence either by order of court or by
operation of law, may petition the board of pardons for the
granting of a pardon extraordinary. If the board of pardoms
shall determine that such person has been convicted of no crimi-

nal acts other than the act upon which such conviction was
founded and is of good character and reputation, the board may,
in its discretion, grant to such person a pardon extraordinary.
Such pardon extraordinary, when granted, shall have the effect
of restoring such person to all civil rights, and shall have the ef- -
fect of setting aside the conviction and nullifying the same and
of purging such person thereof and such person shall never
thereafter be required to disclose the conviction at any time or
.place other than in a judicial proceeding thereafter instituted.
The application for such pardon extraordinary and the pro-

ceedings thereunder and notice thereof shall be governed by the
statutes and the rules of the board in respect to other proceed-
ings before the board and contain such further information as
the board may require.

Subd. 3. Upon granting a pardon extraordinary the board of

pardons shall file a copy thereof with the district court of the
county in which the conviction occurred, whereupon the court
shall order the conviction set aside and all records pertinent to
the conviction sealed. These records shall only be reopened in
“the case of a criminal judicial proceeding thereafter instituted.

Subd. 4. Any person granted a pardon extraordinary by the

board of pardons prior to April 12, 1974 may apply to the dis-
trict court of the county in which the conviction occurred for an

order setting aside the conviction and sealing all such records as

set forth in subdivision 3.

Subd. 5. The term “records” shall include but is not limited

to all matters, files, documents and papers incident to the arrest,
indictment, information, trial, appeal, dismissal and discharge,
which relate to the conviction for which the pardon extraordi-
nary has been granted.

Amended by Laws 1955, c. 448, § 1; Laws 1963, c. 819, § 1; Laws
1974, c. 582, § 1.
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Regulations

Department of Administration
Data Privacy Division ' .

Adopted Ruies Governing the Enforcement and Administration of the “Minnesota
Government Data Practices Act”

The rules proposed and publiahdn.fnmv Register, Volume 3. Number 9, pp. 346-368. September 4, 1978 (3 S.R. 346) are
adopted with the {ollowingmendments:
Rulss as Adopted

2MCAR § 1.201. Scope and purpose. Thess ruies reiate t0 and shall apply (0 the provisions of Minn. Stat. §§ +5wiée 15.1611
through w634 15.1699.

A. Thess rules shall appiy 10 those governmental entities as defined by Minn. Stat. § +Swiésd 15.162. subds. 5. 7. and 8.
which collect, creats. uss store, and disseminate data on individuals as defined in Minn. Stac. § 15.162. subdd. J.

’ (6 S.R. 265)
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These rules shall oniv apply t0 data on individuals. as defined bv Minn. Stat. § 15. Iﬁ. subd. 3. which is created. collected.
muntained. Mw&meﬂbzmmmm

B. Non-profit social service agencics mesting the requirements of Minn. St § 15.162, subd. § shall inctude. but are
not limited 10, agencies providing mental heaith, physical heaith, counseling and day-activities services.

1. These rules shall only apply in the instance where such an agency is required. by the terms of a written contract with 3
state sgency. potitical subdivision, or statewide system (o collect, create. store. use. or disseminate data on individuals.

2. In the event of such a contract, these ruies shall only apply t0 the data on individuals that is actually generated by the

_ social service agency besause of the contract.

3. My&amﬂhmd&cn&lmw&umm«wﬁmdmmmwh based activities
shall not be subject to thess ruies.

4. Thess nules shall not apply 10 personne! data maintained on empioyees of such social service agencies.

C. These rules shall not apply to any governmentsl data collected. created. used, stored. ordumnwedwhwnunmm
eaimﬁvidumudeﬁmdinuiqn.s:u. § 15.162. subd. 3. except these rules shall appiy 10 summary data. :

D. Nothing ins these rules shall limit the discovery procedures avq-hble at law to any pany ina CI-V'ILOI' crimimai action or
adminisirative proceeding as described in the Minnesota Rules of Civil Procedure and the Minnesota Rules of Criminal
Procsdure as adopied by the Minnesota Supreme Coun or in Minnesota Statutes and rules sdopted lhereum

E NethnamuneumluMlmulun!hmemdmmmmwmwbnmufm
courL,
In the event of the issuance of a subpoena duces tecum for anv private or confidemial data or 1 subpoens reauiring an
acent of an entity 10 testifv concerning any private or confidential data. the count's attenuon shall be cailed. throuw: (Me

cnumels 10 those statutory provisions. rules. or reguiations which restnet the disciosure of such information.

F. Nmumcummmumwmmmumm“mm«mwmmw nsw or .
any other siatute.

G. The purpose of these rules is 10 aid governmental entities in impiementing and adminisiering Minn. Siat. §§ +6wiéa
15.1611 through +++63+ 15,1699 as those seclions reiate 10 daa on individuals. These ruiss are intended 10 guide entities 50
umvlulcmmmupnanvﬂMmm.memmwhoﬁdymm
operation of government is curtailed.

2 MCAR § 1.202 Definitions. Autmuhnuhvcmmumanpmmabyman Stat. § 15.162. Those terms and additional
terms a5 used in these rules shall have the meanings as follows:

A. Act means Minn. Suat. §§ 36wi63 15.1611 through +5+653 15.1699. as amended, sommenis referred 10 os the Dete
mw«mm&mmw officiallv entitied the **Minnesots Government Data Practices
Y-

B~ mmmﬂMMd&uhmwwnémwhdhmm
nformation shell oniv inciude date whith it soliened: ereatedr of meinieined by an ontins whose offoersr empievess oo
PENS AFR $IVEN SIPET! POWErS DY FOINOT OF LAQ AP 10 1Ak IO CUNIEEY ANV DOFION GIVIET Uy unoUver eiiaen of thie suter
. v Such emities insluder But are not limised tor Munivipal police dopanmentr souney sherfl dopenmentsy the
Minnesotn Siore Powelr and offienrs doputinsd 8 Fame wardens under the provisiens of Minar Seate § 53060

&+ B. Dats means * *data on individuals™ s defined in § 15.162. subd. 3 of the Act. uniess niated otherwise.

1. Data can be maintained in any form. inchuding. but not limited to0. paper records and files. microfilm, computer
medium. or other processes.

medm.mnudmm.vManuauwmmamum
reievant 10 compliance with thess rulss.. .

3 Al!ha.mmmmnum:“dstauw: if it can in any way
identify anv particular o

v Sode numbers ropresenting unique individusie in csomain dote OnNiNNe Side on individualey prosided o et ov
“dwwn“ﬂﬁh”“h“m&uhmnnmhwm“dn
mov quaiifs for westmem a8 summery detty pursuant 10 3 MGAR § 300y

[ .Code numbers. wivich are used to ; individuals. constitute **data on individuls if a list or index of

s & Code number means the labeling or enumeration of dawa by use of a ietter. number. or combinauon thereof. which
uusedmphaof;nmdumw umne including but not limited 10 index numbers, dummy numbers. SOUNDEX codes. and
snenlsceum\ numbers.

Dzun"dmonmﬂwvduals"lfnmlﬁummdwdudmm or if it can be used in connecnon with other data
mwm) identily an individual. Such daws shall include. but'is not limited 10. sireer aridresses. )obuualndlofom\
mmmmmmm«mymmmw

SC. Confidential data. a3 defined in § 15.162. subd. 23 of the Act. shall only include dais which is expressly classified
as confidential by either aguate matute. including the provisions of § 15.1642 of the Act. or federal law.

(6 S.R. 266)
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1. Datu  confidential oniv if a state statuie or federal law provides substanuially that:
a. Cenain data shail not be availabie either 10 the public or 10 the data subject: or
p. Cenain dats shall not be availuble 10 anyone for any reason eacept agencies which need the data for agency
purposes.

. ¢. Cermain data shall be confidential if a state statute or federal law provides thas the data may be shown (o the daia
subjest onty at the disereuion of the person holding the data. and if Such stale statute O federal iaw provides stanaaras which
limut the exercise of the discretion of the person mantaining the data.

2. Data is not confidential if: .

& A stae staute or federal law provides that the data is confidential. but the context of the statute of federal law. in
MMWMMW.WyMummummwwuumm.orihhedzusubl’eexis

iven access 10 the data only uoon the discretion of the person holding the data and the state statute or federa) taw does not
gro_vnd‘ ¢ any standards which limit the exercise of such discretion.-In such cases. the oroper classification of the data (s onvate,
3. A state agency rule. an executvive order, an administrative decision. or a local ordinance shall not classify data as

**confidential”. or use wording 10 make data inaccessibie to the data subject uniess there is a state statute or federal law as the
basis for the classification. - - :
$D. Private data. as defined in § 15.162. subd. Sa of the Act. shall only inctude dara which is expressly classified by either a
state siatute. including the provisions of § 15.1642 of the Act, or federal iaw.
1. Damis private if a state stasute or federal law provides substntially that:
a. Ceruain data shall not be available to ths public but shall be availabie 1o the subject of that data:

b. Cmmmmumuavmkwmm.mmmmwhkduimedmadnmhun
attormey: =
¢. Ceruain data shall be confidential and the person the data is about may view the data at reasonable umes: or

d. CmﬁnmmuMMtuyhmwmdmmbjmumtimdmcmnhowin:m
dsta. Such data shall be pnivate if the state statute or federal law does not provide standards which limit the exercise of the

discretion of the person maintaining the daia.

e. Cerain data is confidential. but the context of the statute or federal law in which the term confidential
reasonably indicates the dats is accessibie by the individual who 18 the sudject of the data.
2. Data is not private if: o
& A federal agency ruls provides subsiantially that as a pant of its plan for implementation of a cerain (ederal
Program. a siate agency. siatswide system. or political subdivision must provide for the confidentiality of data obtained from
program subjects.

3. A sie agency rule, an exscutive order. an administrative decision. or a local ordinance shall not classify daca as
“private”. or uss wording ™ make data inaccessibie 10 the public uniess there is a state statute or federal law as the basis for

the classification.
FE. Public dac shall mean “dats 0n individuals™, 48 $efned in 3 +5vi65r subdr 50 of the drene which is neither prvere ner
confidential dater and whieh is 4o thet is an offieisi 10000d pursuant 10 Minar Swtr $-35vie not classified by suate stuarute.
including Section 13.1642. or federal law as peivate or confidential data.

4v Dete s publie ih .

o A 00t 20Ne-or fodersl low subsantieliy provides that corain doie shell be mede sveilebie 10 the Publier
purouant 40 Minne Ssate & HiviSy o any ot similer wordinge

e A G000 staente or fodorel low swbsentiels 10quires the colioetion of cemein doie b ¢ S0t epIRE pelivest
MuMm“nunmmm-pﬁgmum

Or A 1010 SRINEVY HAEWIde INGIOMY 6F DOHIINE! UDEINIONT WithOut ENS ENprese SREDHAE Suiherie 1o 40 90y
0lons 0onein €01 beseuse thet 4ot it NEGNINErY 10 HE SPIMOHONIY 00 dohined 81 3 MGHAR $ dvtbr Bvie 9

1. This rule shall not limit the ability of an entity to apply for iémporary classifications of daia pursuant 1o § 15. 1642 of
the Act. '

(6 S.R. 267)
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SF. MMmmmNQWMnhQM“MMQM
comaining “idera on individuele shail have the meaning given that term by Minn. Suat. Section 15.162. subd. 10

#+G. Emity means any mwwmhnawunmwmdmmwmmcmnﬁdw
subdivisions. and statewide sysiems as those terms are defined in § 15.162 of the Act.

1. Stae agency shall include any mmnﬁmmdulmmeﬂ’eﬂh SLatUte OF executive order.

Wwwnwmwlmmwpmtmnmvh:bmammmoflunhmsmm
meﬂ'e:x by statute or executive order.

i Stumdesysmnuhan|msudc.hnaunolhmiudxo.renm-dkupimmddanadnﬁnismingmsmbﬁxhedby
stanne. federal law. administrative decision or agreemaent, or joint powers agresment.

3. Statewide sysiems shall inciude. but are not limited 10, the Criminal Justice Information Sysiem adminisicred by
the Burean of Criminal Apprehension. m&aMAmsmummmm
and the various welfare systems primanily adminisicred by the Department of Public Welifare.

iH. Federal Law means United Sues Code, Mn_nMdfedcﬂmuwbmbdmmmm
Code of Federal Regulations. and federal case law. including decisions of any coun in the federal judicial sysiem.

. ladmdnumunsanyhmhumban.lwmwmnaamdndcmﬁunuﬂmubunmsmdsul

corporation. association. pannership; uwtmonh:pmmmmmvhmlhcumofmnmcnm)or
business inciudes the name of a natural person.

$uJ. RecordsManagement Act means Minn. Su. § 138.17.

isK. Responsibie Authority means the individual in each entity who is designaied or appointed pursuant to § 15.162, subd. 6
OflMAﬁ. m—

1. In state agenciss. the Responsibie Amhomy shall be as follows. uniess othenme provided bv siate jaw:
a. Depanments: the commissioner of the depantment. ’
¢ University of Minnesota: the individual appointed by the Board of Regents.
d. All other siate agencies: the chief executive officer, or if none. then an individual chosen by the agency's governing

body.
:hmummnmuAMymuufm.Mmmw' by state lsw:
a. Counties: each electad official of the county shall be the Responsible Authority for his respective offics. An

individual who is an empioyes of the county shall be appointed by the county MwumWnNeAMyfwm
data adminisiered outsids the offices of eiected officials.

b. Cities: the city council shall appoint an individual who is an empioves of the city.
¢. School Districts: the school board shall appoint an individual who is an employee of the schoo! disirict.

d. Nonprofit Corporations or Nonprofit Social Service Agencies: uniess a statute or the governmental entity which
created the corporation or agency sppoims an individual. the governing body of the corparation or agency shall appoint an
individual. IT no appointment is made. the chiel execulive officer of the nonprofii corporation or agency shall be the
Responsible Authonity . If the corporstion or agency is part of a statewide sysiem. the Responsibie Authority {or the siatewide
sysiem shall be the Responsible Authority for the corporation or agency as determined by this rule.

¢. All other political subdivisions: the governing body shall appoini an individual who is an emplovee of the political
subdivision.

3. In “Sutewide Sysiems™ . the Rmb‘e Authority shall de as foliows__unless oiherwise provided by state law.

3. The commissioner of any wcdemmem or any executive officer designated by staiune or execunve order as
responsidie for such 3 sysiem: Of

b. If » staie statne or executive order does not designaie an individual as Responsibie Authority. the Commissioner
of Admimisiration shall lmm the Responsible Authority after the entities which panicipate in the system jointly appiy for
such as appointment 1n » form provided by the Comsm of Administralion.

ML. Summary Daia. as defined in § 15.162. subd. 9 of the Act. means daws which has besn exiracied. manipulaled. of

summarized from prvate or mﬁdcnml daiu. and from which all daws eiemems that could link the duta 10 » specific individual
have been removed.

(6 S.R. 268)
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1. WWMMthlmw.WMMMwmdMMWM
2, Once it is_summarized from private or confidential data. summarv data remains Dese i summary dase if the
Responsibie Authority maintains any list of numbders of other data which could uniquety identily any individual in the summary
data « physically separaied from the summary data and the Responsibie Authonitv doesnnotmwe such 3 list or other
mmwmwhopmmuo.ormmofmewm

2 MCAR § 1.203. Access to public data. The Responsible Authoriry shall comply with the following seneral rules
governing access 10 public data.

A. The Responsibie Authority shall provide acsess io pubiic data to any person. m(hthwmmnofmms
imerest in the data.

1. The Responsibls Autharity shall establish procedures 10 describe how such access may be guned. The orocgdures
established shall be in compiiance with Section 15.1621 of the Act. g

a InmhmmanmAMmyhmmmwm!wmchMMuemtooubhcdmn
availabls 1o the tims during which the normal operations effiee heuss of he agency are conducted.

b.lumeawmmlRumbhAmhomyMMfwamtoamlfmmmmnt
reasonabie time. -

¢. The Responsibie Authority shehi mayv chargs a reasonabie fee for providing copies of public datar wniess she sosts
Neurred By the ety 10 DrOwvdiIng the CODISS 40 MINIMG
d. In determining the amount of the reasonabie {es. the Responsibie Authority shall be guided by the following:
(1) The cost of materials. including papsr. used 10 provide the copies.
(2) The cost of the labor required 10 prepars the copiss.
o) Any schedule of standard copying charges as estabiished by the agency in its normal course of operations.

(4) Any special costs necessary to produce such copies from machine based record keeping systems. including but
aot limited 10 computers and microfilm systems.

(S) Mailing costs.
IMCAR!IJIM Accass to private data. Pursuant 10 §§ 664+ 15.163 and 15.162. subd. Sa of the Act. the Responsible
MMWymmfwm;mmmmwmm
A. Acctess 10 privats data shall be availadle only to the lollowing:

1. The subject of such datar. a3 limited by any applicabie statute or federal law.

2. Individuals within the emtity, whose work assignments reasonsbly require access.

3. Entities and agencies as determined by the Responsible Authority who are suthorized by siatute. including $ et
mMofmAmw(uwhwtownmwmmm

4. Entities or individuais given access by the express written direction of the data subject.

B. mmmmwlmmmmwmmmummw)wmmm
identified in Pant A of this rule.

v in those precedusesy the Respontible Authority shell proside (00 1000Rebie Messures 1ot will eosre thut the
POTSOR S00IHNG 10 SN S0008S 10 NG PRVOIS GOH0 10 S0MEHY-IE SuDIENE of thet G010 97 the SUMORETE represemenee oF e Goie

ide for reasonahle measures 10 assure. in those instances
where an indiveduai Who seeks 10 TaIn access 10 privatle data asserts (Rat he of she is the subject of that data or the avthonzed

fepresentauve of the data subject. that the ndividual making the assertion s 1n fact the sutiect of the dats or the authonzec

Iepreseniauve of the dais subwel;

(6 S.R. 269)
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2. Exampies of such reasonable measures include, but are not limited 10, the foliowing:

a mmmmgwgﬂnmmmamdheadmaﬁwwn&nmhm.or.inlieuoh
wmmw signature of any data subject who is unabie 10 appear at the offices of the enuty.
5. Requiring the person to provide reasonable identification.
C. The Responsibie A\nhorm may limit the time that access is available to the data subyenlothenormﬂwkmghomof
the agency.

D. The Responsibie Authority shall nat charge the data subjest any fee in thasf instances where the data subject only desires
10 view privaie daia.
E. The Responsibie Authority shali mav charge the data subject a reasonabie fee for providing copies of private data.

1. In determining the amount of the.reasonabie fee. the Responsibie Autherity shall be guided by the cniteris set out in 2
MCAR § 1.203 concerning access 10 public data.

2MCAR § 1.208. Access to private data concerning dats subjects who are minars. Pursuant 10 §§ 451644y and 15.162. subd. 4 and
subd. 5a and 13 163 of the AcL, the Responsible Authority shall comply with the following ruies concerning access:

A. lau&mnwmcmhrmdm:m&mwmm%ammwwﬂlh
subjec: 10 the requirements of 2 MCAR § 1.204 concerning access 10 all private data.

B. Access 10 private data concerning minors shall be svailabie only 10 the following:
1. Those panties identified as having access 10 private data under pamt A. of 2 MCAR § 1.204.

2. Subject 10 the provisions of Minn. Stat. § 15,162, subd. 4. any other applicabie smme.mdthc exception sét out at
pan G 4 1.205. C. 1. below, the parents of the minor dats subject.

a medmnsMc.mRmaNtAmmemhulbtnnhorm 10 exercise the
nights inherent in the Act uniess the Responsibie Authority has besn provided with evidence 1hat there is & state law or court
order governing such matiers as divorcs. separation. or cusiody. or a legally binding insirumem which provides 1o the contrary.

C. Pursuant 10 the ‘provisions of Minn. Sial. § 15.162, subd. 4. the Responsibie Authomy shall esablish procedures o
provide sccess by the parems of a minor data subject 10 provide daia conceming that minor. subject to the following:
1. The Responsidie Authority may deny parental access 10 privais daws when the minor. who is the subject of that dsia.
regquests that the Responsibie Authority deny such accsss.

s The!

notifiemion ihat |

Responsible Authority shall provide mmm:nmmwhmm' te or confidential data with &
ummdlmwhumcgg' t 10 request tha! parental access 10 pnvale data be demed.

«b. The Responsibie Authority may. require the minor data subject 10 submit a written request that the data be
Mheunnmm“mtmhhmmtndammﬂmmmungndbythumw

2 UmmdwammkmwAmmwmﬁmgmmwdmparmal
access would be in the best interest of the minor data subject. .

a. In making the deiermination, the Responsible Authority shall be guided by a1 ieast the following:

(1) Whether the minor is of sufficient age and maturity 10 be sbie to explain the reasons for and 10 undersiand the
consequences of the request 10 deny access.

: m\\'hnmmwmdumnmdwmumhmmdmgmwmsm‘weaunmmordau
mfmmvnwwmmuhm

(3) Whether there is ground for bchcvmcﬂm the minor daws subject’s reasons for prccludmc nmlul access are
reasonably accurate.

(3] memaunmmndmch:mmthadudmdnmmepamuouldludxophvuwor
emotional harm 10 the minor data subject. &

«h%mdﬂlnmnubpanmmdpmm = «n"' e Bdves .
mmmud%mummmwwm

#54 (1) Whether the data concerns medical. dental. or other health services provided pursuam 10 Minn. St B

144,341 through 164,345, 1 30. the dats may be reieased only if failure 10 inform the parent would senously jeopardize the heaith
of the minor.

). The Responsidie Authority shuil not denv access by

rents 10 data that s considered an "education record”’. as thal

(6 S.R. 270)
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term is defined in Titte 48 Code of Federal Regulations. Part 99. Section 99.3. uniess the minor to whom the data pertains is

enroiled as a full ume student :n a -secondary educational insututon or tne student has anained the eighieen. As of the

date of the adoption of ihese rules. the term *'education records . was defined bv Title 45 Code of Federal Regulations. Part 9.

Secuion 99.) as foilows: ***Educauion Records’ (a) Means those records wich: (1) Are directly reiated (0 3 student. and (1) are

maintaned by an educational agency or institution or dy a v acting for the nev or institution. (b) The term aoes not -
include: (1) Records of instructional. supervisory. and administrative personnel and educational personnel anciliary thereto
which: (i) Are in the sole possession of the maker thereo(. and (ii) Are not acctessibie or reveaied 10 anv other individual excent 3
substitute. For the of this definition. & ““substiiute " means an individual who DErforms on a lemporary banis he dulies
of the individuai who made the record . and does not refer 1o an individual who permanentiy succeeds the maker of the record in
his or her position. (2) Records of a law enforcement unit of an educationai v Of Institution which are: (1) Mantamed asan
from the records descnbed in paragraph (a) of this defimuion: (ii) Maintained solelv for law enforcement ourposes, and (i) Not
disciosed to individuals other than law enforcement officiais of the same junsdiction: Provuied. Thai educavon records
maintaned dv the egucational agency or institution are not disciosed to the. nnet of the law enforcement umit. t3) 1)
Records reiating 10 an individual who is empioved by an educational NCY Of tnstitution which: (A) Are made and maintained
in the normai course of business: (B) Refate exciusively 10 the individual in that individual s capaciy as an em: ee. and {
Are not avaiiabie for use for any other ou . (1) This oh does not ¢ 10 records refating to an individual in

ariendance at the agency of institution who is employed as a resuit of his or her staius as a student. (4) Records reiatung o an
eligible student which are: (i) Created or maintained by a physician, psvchiatnist. 1zed professional

maintuned. or used oniv in connection with the provision of treatment 10 the student. and (iii) Not disciosed 10 anvone other
than individuals growdm! the tresiment: Provided. That the records can be personaiiv reviewed by a physician or other

fessional of the student's choice. For the purpose of this definiuon. “"treatment . does not include remedial
egucanonal activities or activities which are

pan of the program of instruction at the educationai agency or nsurution. ()
Records of an educational agency or insutution which contain oniv iniormation rejaung (o a person after that person was no
2 student at the educatonal a or Insutuuon. An exampie wouid be information coilected bv an educauonal ney

or instituuon perwining to the accompiishments of its aiumm. "

4, Without a from a minor. the R ible A mav denv

1o the sions of Minn. Stal. § 144,335 or any other statute or federai law that aliows or reguires the ponsible

AM' the suthonty (o do $0. if such wcmmuorfccuﬂuwggvidnuuam‘vnich limat the exercise of the discretion
of the Responsibie Authonty,
2 MCAR § 1.206. Accams to confidential data. Pursuant 10 Minn. Stat. §§ $6=h643 1S. 15.163 and 15.162. sudd. 2a. the Responsible
Authrority shall comply with the following rules concerning sccess 10 confidential data:
A. Acecsss to confidential data is availabie only 10 the following:

1. Individuals within the emtity, whose work assignments reasonably require access.

2. Entities and agenciss who are authorized by statute, melud:n;§+5—i6“ls 15.163 of the act, or federal law 1o gain
access 10 that specific dats.

B. mkumblcmmmm'nnmmlommummyhmmwy by!houunm
identified in Part A of this rule.

1. In the drafting and administration of those procsdures, themebchmhomyMlemb\whleh
dats subjects or their authorized representatives shall be informed. upon request. if they are the subjects of confidential data.

s mnumucmmMmmmmmmmwmmmeauwm but shall inform them
whether confidential dala concerning them is or is not retained.

b. The Responsible Authority shall take reasonabie measures (o assure that the person making inquiry is actually the
individual data subject or the authorized representative of the data subject.
¢ Reasonable measures mey include. but are not limited fo:

(1) Reguiring the inquiring person to appear at the office of the entity 10 make his/her requests:

(6 S.R. 271)
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Q)Rmhumwngmwmmm&
3 Wﬁummwdu\ymmvhoismbluowumeom:esofmm.

{3 MCAR § 1.207, “Acsass to Asrest Information,” and 2 MCAR § 1.208, “Accass 1o lavestigative Data,” as propossd by the
demmmwmedmmmammmmm
accordingiy. ]

2MCAR § i@ 1.207 Accass to summary data. Pursuant 10 Minn. Suat. § +Evribid4dd 15.163. subd. 7. the Responsible Authority
mwmwrxmm-mmmmmm -
A. Summary daia is public-data . uniess classified by satute. federal law or tem " clagsification as not public. The
Responsibie Authority thall comply with 2 M § 1.203. concerming access 1o public data.
B. mlmwAMymnmudimmmmhwhcm-lonksnnlwmwm'

Mismnmmmmmmﬁd pursuant 1o Section 15.163. subd. 7 of the Act. In the preparation and
sdminisiration of such procsdures. the Responsitie Authonty shall comply with the followving:

1. dedﬂnmyummedbymm.fhcmshanbcinwﬁunginnfmmvidedby
the Responsible Authority. Within ten days of the receipt of such a request. the Responsible Authority shall inform the
mdmcmdeomifmy.mw&am:d&hnﬂaandmbjeawmemhimofmmm

3. Provide the summary data requested; or ’

b. Provide 2 written statemem 10 the regquestor, describing a time scheduie for preparing the requesied summary
data. including reasons for any time delays: or

¢. Provide access 10 the requestor 1o the private or confidential daws foﬂ.hepuxjpouonhe requestior’s preparation of
summary data. pursuant 10 § +hvibdd 66} 15.163~subd. 7, of the Act and subd. 4 of thi Liony : o

d. Provide a written statement 10 the requesior stating reasons why the Responsible Authorin: has daenm:ned that
the requesior s access would compromise Lhe pnivaie or configenual data.
2. mththmehmwmmm.lummm
associated with the preparation of summary data. the Responsible Authority shall:
8. Be guided by the provisions of 2 MCAR § 1.203 in devermining comts.
b. vaﬁucthngnuﬁummwhncdhmuwﬁudﬂhUnMJMNum‘m
(X Mwm«mmcmymuuamyfm“mmmmm-fwm“.

d.%ummwmmmmmmmrumaummymm
no other preparation.

c.Talumlommwiwulomcnthydmemmmdmmmwm iste reduce
the costs assessed 10 the requesting person.
3. For the purposes of adminisiering Minn. Stat. § +6wkb4d (6} 15.163. sudd. 7. the following tems.snall have the
meanings given them. ]
& “"Administrative officer” includes. but is not limiled 10. the emity’s research director. swaistician. or computer
cenier direcior.
2 b. “*Person outside™ the entity includes the person requesiing the summary duts or any other person designated
the person requesting the daia.

4. A non-disciosure agreement. as mmru by § it 49 15.163. subd. 7 of the Act shall conuwin at ldsx the
following: - -

a. Ammdmepymcwmﬁdmwuuwbichbeinsuwwmwmmn'dau.
b. The purpose for which the summary daw is being prepared.

€. A staiementthat the preparer undersiands he/she may be subject to the civil or criminal penalty provisions of the
Act in the event that the private or confidential dats is disclosed.

&. Mathodt of preparing summary daws include but are not limited 10 the following:

3. Removing from a set of data. a flle. or 3 record keeping sysiem all unique personui identifiers so that the dats
mmtmﬁlbmmﬁmdmmauuuﬁmdby! 15.162. subd. 9 of the Act.

(6 S.R. 272)
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b. Removing (rom the entity’s report of any incident. or from any coilection of data umuu 10 an incident report, all
mmmﬁuawmnmmmmnmmmmmaﬂmo{mmmmi 15.162. subd. 9 of the Act.

e. For the purpose of this rule. “removing all unique personal identifiers'' includes but is not limited to:

(1) Blacking ﬁxmumtiﬁmmmm.

(2) Tearing off or cutting out the portions of paper records that contain the personal identifiers. )

(3)Prog-amgwmmmamymmda.xmmlormh«fmdomwtdon«mm
personal identifters. .
3MCAR § 1.210 1.208. Classificarion of daca. In Grder 10 comply with the provisions of §4 15.162, +6-H6sb. 15.165 and 13.163 of
the Act the Respoasible Authornity shail:

WmMyﬂloftutmofduammnedbymm mdumngmm»uuvemmmvg
B. Seermine the privater bl mh“mdmm(mmewmnmoluu

mwmcmmmu mcorconﬁdenml according to the definitions of (hCse Lerms pursuant Lo § 13.162
dMMMZMm ¥ 1.202.

C. ldentify either a state stasute or provisions of {ederal law supporting sny determination that certain data is either private or
confidential.

D. Administer all agency data in accordance with the determinations made under 2 MCAR § 1.210 B®

2 MCAR §eiwistd 1.209. Authority of the Responsible Autbority. Juriesdietiony a8 thet 10mm is wsed in § +hwibid (o) of the svotr

m“hWMMM*MwWM&oQ 15.162 through 15.1632 of the Act. the
Responsibie Authonty shall have the authority to:

A Wuwmmmmmmm

B. Mm'oodfmnmmwwmdnmunmmnmmgmmcmysmmsofcruuon.
collection, use and disssrmination of data. -

C. Prescribe changes 10 the administration of the entiry’ $ programs. procsdures. and design of {orms (0 bring those activities
mwmmmmmmm

D. mewmwmmmumwdmmmmwg
§ 15.163, and these rules! .

E. Where necsisary. dmmwpufmthcdmddmmudtmmmmacmmm«rmm
supervision of the Responsibie Authority.

2 MCAR §<vidd 1.210. Appoinunent of the Respoasibie Authority.

A. Pursuant 10 § 15.162. subd. 6 of the Act. the governing body of each political subdivision and the governing body of each
stale agency whose activities are subject to the direction of a governing body shall. withia 30 days of the effective date of these
rules. if it has not dome so. appoint & Responsible Authority.

l.Thnmkshﬂmﬂwmwdmmmwmmuomw»nmpfmumlc.

2. The governing body shall confer on the Responsibie Authority full administrative authority to carry out the duties
astigned by the Act and by these rules.

3. Governing bodies may use the forms set forth in the appendix 1o these ruies 1o appoint the Responsible Authority.

I MCAR §-47889 1.211. Appointment power of the Responsible Authority. Pursuant 10 § SSvbfuld ¢od 12.1621. subd. 2 of the Act.
the Responsibie ‘Authority shall. if he deems it 10 be 1n the best interes: of the administration and entorcement of the Act.
sppoint designess who shall be members of the stall of the entity. In the exercise of this appointment power. the Responsible
Authority shall comply with the following:

A. The sppoiniment order shall be in writing and copies of the order constitute public data on individuals. pursuant to Minn.
Suu. § 15.162. subd. () of the Act.

(6 S.R. 273)
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B. The Responsibie Amrmhysaaumnmaawdwminmmuhmmtdmmmdmmum Responsible
Authority desms il necessary. such instruction shall include:
1. mmwmmdvmmmmmmmwdmmmmmm

2 Prepamionofmiaingpfomswhmobjeainis(ofuﬂhﬁuameymﬁhmmnhmmsothAa
and of these rules. .

3. chuirin:mmﬂmwmhamitymwamgmtbddﬁmhummemm
zmmgmuxzmmawummmumm.mw:1s.mofmAcz.mc
mwammﬁmAmmm-mdgwmqumrow F)

A. Formpurpomdpubﬁemubimy.mRumﬁNeAM-Ml.Mdnyanofmedrmmdm
nues.orumilAutunldewmwmmutso{mBofmhnucmmuywmwm.phuhwwmc.job
uu.mm:udms.mmws)mkbmammmwwmmmuam

1. SuchdoeumtmMhmdcamuucwmm&lnﬂamdinlmsﬁmmw&m.

:.‘nndocumemMm'mkmmAMaddmummmuerwm
 inquiries from the public concerning the provisions of the A<t or of these ruies. : )

B. lnmwuiedmquaumhymwIduehyarnmuhubyils.lﬂofmmm
n.speanw.«umomysh-uummmummm;.mu.ammmwm«nmy.wm
contain privaie or confidential data. -

1. lnadditiontomchmmbeplwinmembﬁ:dceumnmww!ls.ledmmmckcmmible
Authority shall include the following: i
4. The name. title. and address of designees appoinied by the Responsible Authgrity.._
b. Idemtification of the fiies or symeins for which each designes is responsibie.
¢. Admieadthm:mwfmhvwwdadﬁuhmhlmofdnnuMumm.

:mkuaousiblcAmhahyshdldnhmducﬁmdlhclmofmﬁm.uminmﬂy
Mm.fammmmmmmmyw.m-dmmmmu
svoided. excapt where required by the subject manier.

"3 mwmﬁymmfwufﬂblMMwmﬁmwmﬁwm

zumsmuu.ou-dmwwmumumu-dmuwmlnm
0 adminisier the requirements of § +6vibls- () IS.lQ.mN.AdhAamecAmmwtmuﬁ
mmm.ummiazuﬁﬂx.zummmmm-umm«na
subsequent to August 1, 1975, .
A. Famhtmdm.ﬂcammmmdmioAml.lns.mkw:AmhorityM:
1. Wmfm.mu”hﬂmmmmwn&m«mmdmﬁm&
or confidential data. .
bR Bmdonumnviev.duenm'nemchwﬁumufcrmecolleaicndthedauumcﬁmcitmaigiwlyuﬂwd.

3. mmmumm-mmcmwmwmummm 1. 1975, shall not be used,
stored. or disseminaied for any purpose. uniess that purpose # Was authorized by the enabling authority which was in effec: at

the time the dais was onginaliv coilected.

B. Por each tvpe ofmm.umumthwemﬁﬂmwm«umedmmmx 10 August 1.
1975, the Responsibie Authority shall:

1. Review the legal ensbling authority which mandates or necessitates the collection of the daa.

2. ldemify the purposes for the :olle;?ioa of and the imended uses of ail privaie or confidemial data that have been
mﬁaneﬂlodausubjmormammm&wduawbjmumumofmﬂum.mwuo
§ 15.165. subd. 2 of the Act. 2

C. Udnctuwmudm'nuniﬁuiaA.mdB.dmwk.mewbuAmMymu:

1. anlimvhiehiecmifymeuscsofmwmmfmlhcwlmhnofwhmeo}mﬂdmuuufmmh type of
record. file or process idemified in 2 MCAR § 1.214.

s. Each lisv shall identify all persons. agencies. or entities authorized by siste or federyl law 10 receive any data
dissaminaied from the panicular record. file or process.

(6 S.R. 274)
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3 Pursuant to § 15.165. subd. 2 of the Act. either:

2. Attach each list identifying purposes. ummmmsdmmmmfmwhxhedwmcmc.
confidential data that will be retained in each record. file or procsss: or

b. Communicais. in any reasonabie fashion. the contents of each list 10 data subjects at the time panticular data that
will be retained in each record. file. or process is coliected from them. Forpurpomonmuecnon "rasomblcfuhnn shall
include. but aot be limited to:

(1) Oral communications made to data subjects. .

(2) Providing daw subjects with dbrochures that describe the entity” swmmfmmecdleeuonofwmgmw
be made of private and confidential data.

D. In administering the entity's private or confidential data consistent with the provisions of the these rules. the Ruponsiblc
Authority shall:

1. Educaie entity personnel as t0 authorized purposes and uses.
2. Prepars administrative procedures that will acquaint eatity personne! with authorized purposes and uses.
3. Distridute policy directives requiring compliance with the entity's determination of authorized purposes and uses.
£. The Responsible Authority shall authorize a new purpose for the coilection of private or confidential data or a new use for
private or confidential data under any one of the following conditions:

1. lf:u ent passage of federal or state legisiation requires initiation of a new or different purpose or use pursuast 10
§ +hvkbdt o) e Moty 15.163. subd. 4(b). of the Act, or

2. The Responsible Authority. prior to initistion of the new or difTerem purpose or use. complies with the provisions of
cither § +brbbitr ¢0) &) 00 (33 15.163. subd. 4a). subd. 4 (c) or subd. &d) of the Act.

a. Por the purposes of administraiion of Mina. Stat. § +hvibld (o) & 15.163. subd. &a) or subd. &c). the
Responsibie Authority shall file 2 statement on in 2 form peewided prescribed by the commssioner.
b. For the purposes of Minn. Stat. § 36w (o) (33 15.163. subd. 4d) the following term shall have the meaning
given it )
) (1) “Informed consem™ means the data subject possesses and exercises sufficient mental capacity (0 make a
decision which refiects an apprecistion of the consequences of allowing the entity 10 nitials 3 new purpose or use of the data in
gquestion.

¢. For the purposes of the administration of Minn. Swat. § +wibtd (0} (33 15.163. subd. 4d). the Responsibie
Authority shail comply with the following:

(1) The Responsidie Authority shail not take any action 10 coerce any daza subject 1o give an “'informed consent.™
The Responsibie Authority shall explain the necsssity for or consequences of ths new or different purpose or use.

2) All informed consents shall be given in writing. Prior 10 any signature being affixed to it by the data subject.
such writing shall identify the consequences of the giving of informed consent.

(3) If the Responsible Authority makes reasonabie efforts 10 obtain the informed consent of a data subject and if

Mdmmmeuyny.mwmmmemummeulmofmedaumbymum
giving of an impiied consent 1o the new or different purpose or use of the data.

(a) For purposes of this section. *"reasonable efforts’" shail include:

(i) Depositing in the United States Mail. posiage pre-paid and directed 10 the last known address of the
daia subject. at least rwo communications requesting informed consent.

(ii) Waiting for a period of not less than 60 days for a response 10 the second regquest.

(4) The dats subject may give informed consant 10 less than all of the data eiemems in any list of daa elements
presented by 3 Responsibie Authority, theredy giving only partial consent.

(6 S.R. 275)
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(a)Ouymdmmmmmmummlemmummu
different purpose or uss.

D._If the Responsible Authority seeks an individual's informed consent to the release of private dats to an insurer or the
authonzed represeniaiive

nlative of an ingurer. the Respoasibie Authonty shaii comply with the provisions of Min

n. Stat. § 15.163.
subd. 4 (d). (1) through (7). —

zucnn.zuuu.mummmamu-.ummdmmmmms
+Hribbb ¢9) 13.163. subd. 3 of the Act, the Responsible Authority shall. within gightesn months of the effective date of these
mtmammﬁnmr«mmmmmﬁmmummdmm..

A. hmrmmwmis.mmkwmmmMulnnwidefeﬂh:m&nof:liadorinﬂexm
all data or types of daia currently coliected. siored. used, or disseminated by the entity.

1. The list or index deveioped shall inciude the identification of the state statutets), federal law(s). or locai ordinance(s)

'thuambon’u(s)mcmufuneﬁomfuwhkhaummduumbwnead.avﬁcbwwnmcm“
colleclion. storage, use or dissemination of data or types of daw.

a ThcpluMﬂmm:fwmﬁauiﬁuwhmmmudﬂfmmwmw.uu
or dissemination is authorized. - '
b.m:m«mmu:@w:tommdmwnhﬁe.wm& -

B. The Responsibie Autherity shall use this pian and the lint or index developed 1o aid in the determination of whether
coliection and siorage of data and use and dissemination of privaie or confidential data is necessary.

1. For purposes of this section. data is necessary if:
a. The particular daza is both: —
(1) Required 10 carry out programs and functions that are expressly or impiiedly authorized by a provision of state
statute. federal law or a local ordinance; and
(2) Periodically examined. updaied. modified o7 referred 10 by the entity: or
b. mmmumbnwmmmmvmmuwmwm.immm
were 0ot collected., stored. used or disseminated: or
¢ mammmammmmwammuwwawmmc
¢m«mmmumwmm-mwfmmmmumwn
specified period for the purposss of souditing. records retention. historical imerest. and other similar purposes.
C. For sny data derermined 10 be not necessary pursuant 10 B. of this ruls. the Responsibie Authority shall provide for the
following activities in the entity’s plan.

1. Tmmm*mmmnmwmm“nmm
modification of the entity's daw collection forms and data coliection . 10 assure that all sweh unnecessary data is 0o
longer collecied and siored and all sweh privaie and confidential data determmed to be not necessary is no longer used and
disseminated. Private data shall continue 10 be disseminated upon request by the dala subject. .

1. Dispoting of sweh data derermined to be not necessary pursuant 1o the procedures of the Records Management Act.

3. Inquinies concerning procedures for disposition of dais may be directed to the Records Managemem Division.
Depanimen: of Administration. St. Paul. Minmesows. $5158. :

D. in the formuiauon of the pian described in A.. of this rule. the Responsibie Authomty shall provide for the esiablishment
of admininirative mechanisms and procedures that comply with § bl o) 15.163. subd. § of the Act. For purposes of this

sestion.

1. “Accurate” mummmdnniaémﬁoais reasonsbly correct and free from ervor.

2. “Compleie’" means that the data in‘question reasonabiy reflects the history of an individual's transactions with the
particular entity. Omissions in an mdmdunlfs history that place the individual in a false light shall not be permines.

3. “Current™ means that the data in question must be logically related to the entity"s required and aciual use of the data
in its day-to-day operanions. .
12 MCAR § 1.217. “Duties of the Responsidie Autharity as they reiate to computerized dats™. as proposed by the Department of
wmmmwmm.wmdmmmmmmmﬂm

2 MCAR <l 1.215. Administrative avpnl; Pursuant 1o £ 15.165. subd. 4 of the Act. an individusl may appesi sn adverse
deierrunalion of » Responsibie Authority 10 the Commissioner of Adminisiration.

(6 S.R. 276)
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A.mwmrouowmmmmumsuma.m«ls.ummm and the rules of the
Office of Heering Eneminers Administrative Hearings relating to Contesied Case

B. Nouecofanaapalmunbesubmmedlomccomuusmmthmammuumofmcdqmaalmmuebvmc

Responsibie Authonity pursuant to § 15.165. subd. 4 of the Act. For purposes of this section. "reasonable time " shall mean 180
davs uniess the Responsible Authority has ided the individuai with 2 wntien statement wiich :niorms the mdmcual of the

ngh (o the geterrunanon 10 the comnusnioner. In the event this statement is provided. *reasonadie ime’ rooses of
this section shail mean 60 days.

l.‘nunoticesha.llumwﬁﬁngmmwmm«dmm.Smco{Mlhmw
Sherburne Avenue. St. Paul. Minnesota SS158. .

2. The notice shall contain the (oilowing information:
a. The name. address. and phone numbe? if any, of the appealing party.
b.m!nmcofmckambhAuMywmcamywhiehhcormWnu.
€. A deseription of the nature of the dispute. including a description of the data.
d. A description of the desired result of the appeal. '
© v The Gommissioner mev require sdditionsl information if it is reesenchiv nesessary i order 10 eebiioh the
Gomesied Gase Procevding
3_.#Uponwrimnmwdmmwmm.MWm‘yumﬂMcMNco{l
pseudonym. - .

of Ammsirauon,

&D. mwdmmummmmwummc«nmamm.w
mmyvmanNcMMymbuamwfwmmeWsmmemmm
1. The commissioner shall establish approprate accounting procsdures to provide 10 the entity an itemized invoics.
3 MCAR § 1.219 1.216. General powers of the commissioner. Pursuant o § 15.163. subd. 2 of the Act and 10 assist in the genenal
mmu{mdmeAa.mmmnunmmwnm

A. If ths commissioner determines that certain information is relevant 10 monitoring any entity” sdsneollceuonmdhandlm:

practices, policies and procedures. the commissioner shall require the Responsible Authority of such entity 10 submit the
information.

B. Any inquiries concerning the Act or these rules and any information submissions required 10 be made by A. of this rule

shall be directed 1o the Data Privacy Ynit Division. Depanment of Administration. State of Minnesca. 50 Sherburne Avenue,
St Paul. Minnesota 55135

C. The Data ana_cy Lmit Division shall respond promptiy 10 all inquiries within personnel and budgetary limitations.

2 MCAR §4va36 1.217. Duties of the commissioney relsting to temporary classification of data. Pursuant 1o Minn. Staz. § 15.1642,
the commissioner and Responsible Authorities shall comply with the following:

A. The Responsibie Authority. pursuant to § 15.162. subd. 6 of the Act. shall prepare any application for emerpenes

tsmporany classification in writing in a form provided by the eumsm Copies of the form are availabie from the Data
Privacy Division.

L. %MhnmnmunwmnMWdehmmmmm
Prvesy Lnive

B. For the purposes of the administration of § 15.1632 of the Act. the following terms have the meamings given 10 them:
1. “Days™ mesans calendar. net working days.

(6 S.R. 277)
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o “Umﬁﬁn:“Mumwddtwuoﬁﬁwmmdedawﬁuﬁmﬁymemmw.

3. “Dats of disapproval’" means the date the Respoasible Authority aciually receives the disapproval notification from

4. ~Within 39 25 days of submission 10 the Atiorney General™ means within 33 25 days of the date that the Atorney
Genenal's Office in the Departmen: of Adminisiration actually receives the record from the Commissioner.

c.AMfmmammwmmdmmummmmmm%m.
Depanment of Administration. State of Minnesota. St. Paul. Minnesota 55135, °
D. If the Data Privacy wié Division requires the Responsibie Authority to submit sdditional information in support.of the
;wlicuiou.mmliationisdgemdlouvcbmﬁledonundaemeawdowmteﬁuisreeeivedbymebaul’rivacy&'aﬁ
Division. The commissioner shall return any application 1o the applicant if the addiuional information requested is not received
within 30 days.
Br The provisiont of this reie shell terminete end €0ase 10 heve foree end effest on whichever of the following daies or
owantd eosurs jeten
3+ On August 3t 3535 or -
3¢ On the offective daie of & 01010 Whet repecis the SOMMISSIONers SUhORIY 10 M 0N emerpones lassifeswen of
Soutr purevent 10 Minne Siatr § Hivibdin subdr 3v

2 MCAR § 4ws3i 1.218. Severabie provisions. If any provisions of these rules are found invalid for any refison. the remaining
provisions shall remain valid.

ADVISORY FORM A ——

RESOLUTION APPOINTING A COUNTY RESPONSIBLE AUTHORITY
Sute of Minneson
County of (name of county)
WHEREAS. Minnesota Statutes. Section 15.162, Subdivision 6. requires that (name of county) County appoint one

manMnMﬂmwtam.w.mmmmdMQ

WHEREAS. the (name of coumv) Coumy Board of Commissioners shares the concsm expressed by the legislature
umwmawmmﬁwuawmdymnmwm«muymmnmmmym
tschnically qualified Responsible Authority as required under the suatute.

BE IT RESOLVED. the County Board of Commissioners appoinis (name of individual} 8s ‘the Responsible
Mr«mmdmmwdwmms 15.162 through 15.169. as amended, and
with rules as lawfully promuigated by the Commissioner of Administration as published in the Siaie Register on (ingert
ADOPTED BY (name of county) COUNTY COMMISSIONERS ON (dare)

ATTESTED TO: __(sipnawre of appropriste official)
(uue of approvriate official)

s
-

ADVISORY FORMB - N
RESOLUTION APPOINTING A CITY RESPONSIBLE AUTHORITY

) Sue of Minnesota
) 4 City. of (insert name of citv)
Resolution Title: Appoimmen of Responsible Authority
WHEREAS. Minnesows §iatutes. Section 15.162, Subdivision 6. as amended. reguires that the City of tinsert name of

eity) apnoint one person as the Responsible Authority 10 adminisier the requirements for colleclion. siorage. use and
assemunauon of dala on individuals. withan the City and.

(6 S.R. 278)
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WHEREAS. the tingert name of city) City Council shares concern expressed by the legislature on the responsible
use of all City data and wishes (10 sausly Lus concern by immedistely appointing an admasiratively qualified Responsible
Authority as required under the statute.

BE IT RESOLVED. the City Council of (insert name of city) appoints (name of individuai appointed) as
the Respoasibie Auunmy for the purposes of meening all requirements of Minnesota Statutes. Secuon 15,162 through 13.169.

a3 amended. wmmmuhﬁuuymwdmemnmdemuMImmmGSunRcuwr
on (insen approopriate date)

ADOPTED BY __(insent name of city) __ CITY COUNCIL ON ___ (date)

ATTESTED TO BY THE: ¥
(Signature of Mavor) on (date)
1Signature of City Clerk) (date) :
ADVISORY FORM C )
RESOLUTION APPOINTING A SCHOOL DISTRICT RESPONSIBLE AUTHORITY
Suts of Minnesota -
(name of distriet) School Distriet
School District Number e
Pursuant 10 the provisions of Minnesota Statutes, Section 15.161. Subdivision 6. as amended. (Insert nmame of
individual) . i3 hereby appointed Responsible Authority for the (insert name of dintriet) School Disinet Number

(insert mame of individual appointed) is hereby authorized to take all actions necsssary (o assure tha all programs.
admimstranve procedures and forms used witun School District (insert sumbder) ars administered in compliancs with
the
provisions of Minnesota Statutes, Sectioas 13.162 through 15.169, as amended. and with rules as lawfully promuigated by the
Commissioner of Administration as published in the State Register on (insert appropriais date) .

ADVISORY FORM D
RESOLUTION APPOINTING A RESPONSIBLE AUTHORITY FOR STATE OR LOCAL BOARDS OR COMMISSIONS
. Suats of Minnesota
(insert name of board or commission)
Under the provisions of Minnesota Statutes, Section 15.162, Subdivision 6. as amended, (name of individual) is hereby
sppointed Respoasibie Authority for (insert name of board or commission) .
(insert name of individual appointed) is bereby authorized 10 take all actions necsssary to assurs that all programs,
admumstrauve procedures and forms used dy the (insert name of board or commission) are administered in compliance

with the provisions of Minnesota Statutes, Sections 135.162 through 15.165, as amended. and with rules as lawfully promuigated by
ths Commissioner of Administration and published in the State Register on (insert date)

ADVISORY FORM E
PUBLIC DOCUMENT AS REQUIRED BY MINNESOTA STATUTES. SECTION 15.163

GOVERNMENTAL {Name of Entity) RESPONSIBLE (Name)
ENTITY: {Address) AUTHORITY: (Tide)
{Address)
(6 S.R. 279)
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NAME OF RECORD. DESCRIPTION OF CLASSIFICATION CITATION OF NAME. TITLE AND
FILE. SYSTEM ""RECORD, FILE. STATUTE OR ADDRESS OF
OR PROCESS SYSTEM OR PROCESS FEDERAL LAW THAT DESIGNEE. IF ANY
CLASSIFIES THE DATAFOR FILE. ETC.
(Insert 3 name (Descride in terms under-| (Insen private or (Insen citation to siate | (lasert name. etc. of
sufficient o identify.) | suandable by the general | confidential.) or federal suatute. fedenal| person appointed 10 be
public). ruie. case law) in charge of this file. ete.)

(Advisory Form F. **Application for Temporary Classification of Data™ + &3 proposed by the Dmuu of Administration has
bees withdrawn by the Denruncax.)

e

Office of the Secretary of State

Adopted Temporary Rule Governing Electronic or Automatic Data  Processing System of
Maintaining Duplicate Voter Registration Records

The ruie proposed and published at Siare Register. Volume 6. Number 3. Pp. 71-73. July 20. 1981 (6 S.R. 71) is adopred with
the following amendments:
1 MCAR § 2.001 (Temparary)

F. dendmmhcmyumnmhymymwmmdmdmmm 1t MCAR
§ 2.0506 by adding the {ollowing additiona! sistement:

46 4. Month and day of birth are required.™
or

b 4. Momhwaydbiﬂhmmuindmdlmsmdhlmdm-wmmidwhy)na(dueof
notification of eleciion).””
G. mfame
P\useﬂllmmmmavdmmmmmfmnmlhefmmwluhmm
Mw tname of political subdivision). Retumn postage has been prepaid.
Oal}thcmom.hmda) of your birth are requesied: the year of your binth is not needed.

3. YoumﬂmNOTmmrmmunlfmdomwiduhisidmormumtnisfo{-m.bmmmlm
vmhwcdmdhdpﬁulomm
The return form shall include the fo!lowugg ‘material:
The voter's name and address. pre-primed as they appear in the duplicate registration file.
!
Y momh of binh ‘ day of binth

Vouer's signature
The return form shall be ed as a ~paid card or the auditor or clerk shail include with the retumn form a
postage-pard return enveiope pnnted with the compiele retum maling address of the political subdivision.

(6 S.R. 280)
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