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This volume, Private Security, is one of five reports of the National 
Advisory Committee on Criminal Justice Standards and Goals. 

The Nalional Advisory Committee was formed by the Law Enforce
ment Assistance Administration (LEAA) in the spring of 1975. 
Governor Brendan T. Byrne of New Jersey was appointed Chairman 
of the Committee. Charles S. House, Chief Justice of the Connecticut 
Supreme Court, was named Vice-Chairman. Other members were drawn 
from the three branches of State an:! local government, the criminal 
justice community, and the private sector. Four of the 12 members 
were elected officials of general government. 

The purpose of the Committee was to continue the ground-breaking 
work of its predecessor organization, the National Advisory Commis
sion on Criminal Justice Standards and Goals. In 1973 the Commission 
published a six-volume report setting forth standards and goals for 
police, courts, corrections, the criminal justice system, and crime pre
vention. Two years later, the National Advisory Committee addressed 
several additional areas of concern: juvenile justice and delinquency 
prevention, organized crime, research and development, disorders and 
terrorism, and private security. Task forces were established to study 
and propose standards in each of these areas. The task forces were 
comprised of a cross section of experts and leading practitioners in 
each of the respective fields. 

The Committee reviewed the standards proposed by each task force 
and made suggestions for change, as appropriate. The process was 
a dynamic one, with an active exchange of views between task force and 
Committee members. In almost all instances, the Committee and the 
task forces ultimately concurred on the standards adopted. In a few 
cases, there were differences in philosophy and approach that were not 
resolved. Where such discrepancies exist, each view is presented with 
the Committee's position noted either in the Chairman's introduction 
or in a footnote to the particular standard. 

Standards and goals is an ongoing process. As standards are imple
mented, experience will dictate that some be revised, or even discarded 
altogether. Further research and evaluation will also contribute to 
growing knowledge about what can and should be done to control 
crime and improve the system of criminal justice. 

Although LEAA provided financial support to both the Committee 
and the task forces, the recommendations and judgments expressed 
in the reports do not necessarily reflect those of LEAA. LEAA had 
no voting participation at either the task force or Committee level. 
And, as with the 1973 report of the previous Commission, it is LEAA's 
policy neither to endorse the stanJards nor to mandate their acceptance 
by State and local governments. It is LEAA policy, however, to encour
age each State and locality to evaluate its present status in light of 
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these reports, and to develop standards that are appropriate for their 
communities. 

On behalf of the Law Enforcement Assistance Administration, 
I want to thank the members of the National Advisory Committee and 
the task forces for their time and effort. Those members of the Com
mittee who did "double-duty" as task force chairmen deserve special 
thanks. 

I want to express LEAA's sincerest gratitude to the Chairman of 
the National Advi~ ry Committee, Governor Byrne. Much of the suc
cess of this undertaking is directly attributable to his leadership, hard 
work, and unflagging good humor. 

Finally, it is also appropriate to pay tribute to William T. Archey 
of LEAA for his outstanding and dedicated service to the Committee 
and for bringing this entire effort to such a successful conclusion. 

Washington, D.C. 
December 1976 

RICHARD W. VELDE 
Administrator 
Law Enforcement Assistance Administration 
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Foreword 

There are more than 1 million people involved in private security in 
the United States. The private security industry is a multibillion
dollar-a-year business that grows at a rate of 10 to 12 percent per 
year. In many large cities, the number of private security personnel is 
considerably greater than the number of police and law enforcement 
personnel. Of those individuals involved in private security, some are 
uniformed, some arc not; some carry guns, some are unarmed; some 
guard nuclear energy installations, some guard golf courses; some 
are trained, some are not; some have college degrees, some are vir
tually uneducated. 

This report is the first attempt to codify standards dealing with all 
of the divergent persons and things associated with private security. 
There are great difficulties necessarily attached to such a project. 
Priorities of spending incvitabiy come into play, and the questions of 
whether uniform standards should apply to all those involved in pri
vate security or only to somc, such as those who are armed, arc vigor
ously debated. 

The National Advisory Committee on Criminal Justice Standards 
and Goals is pleased to present this comprehensive report of the Task 
Force on Private Security. Crime prevention has long been a joint 
venture of the public and private sectors in the United States. There 
has, however, been relatively little research done over the years in 
the area of private security. This report, therefore, fills a long-standing 
void and provides a reference tool that will be most useful in evaluating 
the role played by private security in the law enforcement effort as 
well as in developing ways and means of improving the quality of 
private security services. 

There is virtually no aspect of society that is not in one way or 
another affected by private security. A bu!>iness may cmploy guards to 
protect persons and property from damage, injury, or loss. Special 
security services are obviously required in places of public accommoda
tion, such as airports, schools, and commercial complexes. The: perva
sive involvement of private security plays a vital role in efforts to 
create a safe environment in which to work and live. The interrelation 
between public and private law enforcement agencies illustrates the 
obvious importance of striving to achieve uniformly high standards of 
quality for both personnel and performance. 

This report deals not only with people involved in private security 
but also with things, such as burglar alarm systems and sophisticated 
and innovative conccpts for environmental protection. As noted, this 
report is the first attempt to codify standards. There arc included 
herein recommendations for the selection and training of private secu
rity personnel; the development of technology and procedures for 
crime prevention systems, such as burglar alarms; and the relation
ship of the private security industry with law enforcement agencies. 



Discussion among members of the Committee included the questions 
of whether or not the standards and goals should apply to both large 
and national firms as well as the smaller security businesses and 
whether the standards and goals should be addressed exclusively to 
the problems presented by armed personnel. Also discussed and de
bated was the issue of whether or not governmental regulation of 
private security beyond that presently existing and on a uniform basis 
is indicated. 

The Task Force concluded that in fulfilling the mission of improving 
the quality of private security, it was necessary to give equal importance 
to all firms, whether large or small, but to endeavor to establish stand
ards and goals that would not have the effect of eliminating smaIl 
businesses or pricing security services beyond the reach of the con
sumer. As to the personnel who implement the private security services, 
the Task Force determined that attention should be focused upon both 
armed ane unarmed personnel, it being recognized that both play 
significant roles in crime prevention and control. The same philosophy 
resulted in a determination by the Task Force that the standards and 
goals would be made applicable to proprietary security personnel 
(those employees hired by a business to protect the assets of such 
business) as well as the contract security operation (those businesses 
that provide security services to others for a fee). 

A minority of the Committee, considering these issues, determined 
that registration, etc., was not necessary for unarmed personnel. Those 
subscribing to this view believed that the unarmed security guard does 
not pose as great a potential hazard to the public that an armed 
guard does where an abuse of authority and power occurs. A par
ticular fear was that across-the-board regulations would result in costs 
that would be prohibitive to the public as well as to some components 
of the private security industry that would not be able to carry the 
financial burden of meeting such standards. The minority viewpoint 
expressed in the Committee was that licensing by government in this 
area was inappropriate and that private security would be adequately 
supervised through the natural forces of civil liability remedies and 
free competitive enterprise. 

In a subject as vas~ and complex as private security and in an 
innovative report such as this, it would be unrealistic and indeed sur
prising were there unanimity of thought. However, unanimity is not in 
and of itself important. What is important is that as a result of the work 
of this Task Force, all those involved in law enforcement and crime pre
vention now have an added tool with which to work. The Commi~tee is 
content to leave to the States and to local governments final decisions on 
the priorities of spending and the determination of whether an orderly 
regulatory process necessitates the inclusion of all elements of the 
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private security industry, whether armed or unarmed, and whether 
presently licensed or not. 

The Committee pays tribute to the members of the Task Force who 
have worked so diligently and with such competence in this formidable 
project. This report is an integral part of the national effort to improve 
the quality of criminal justice . 

Trenton, N.J. 
December 1976 

BRENDAN T. BYRNE 
Chairman 
National Advisory Committee 
on Criminal Justice Standards and Goals 
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Over the past 25 years, this country has become tlm unwilling 
victim of a crime epidemic. The present seriousness of the disease has 
outstripped even the most pessimistic prognosis. Coupled with a steadily 
rising numerical frequency of crimes is a savage viciousness that has 
rendered the American public almost immune from further shock. The 
ten-million-pIus major felonies that annually occur have seriously 
debilitated the quality of life in the United States. 

Citizens do not feel safe and, in fact, are not safe in their own 
homes or on their own streets. Businesses are rocked to bankruptcy 
by the high cost of crime committed by their own employees as well 
as by hordes of outsiders. Downtown areas at night are all but deserted, 
Large cities are viewed as jungles of criminality. 

In a valiant but vain attempt to stem this massive tide of criminality, 
government officials, scholars, politicians, and a vast array of other 
professionals have responded with plans, programs, and projects all 
designed to reduce crime, ensure justice, and rehabilitate offenders. 

One great hope was vested in increases in the numerical strength of 
the criminal justice system. More police, more prosecutors, more public 
defenders, more judges, more corrections workers, and more probation 
and parole officers soon swelled city, county, State, and Federal budgets 
but did not cause a reduction in crime. 

A second approach involved upgrading the quality of the criminal 
justice system personnel. College education for police, training pro
grams for prosecutors, sentencing conferences for judges, and seminars 
and institutes for corrections officers served to professionally upgrade 
criminal justice personnel but did not result in lowered crime or recidi
vism rates. Nor did the quality of justice noticeably improve. 

Technology and applied sciences were also thrown into the fray, 
resulting in sophisticated police communications, computer-assisted 
court calendar control, and a wide variety of sociologically and psycho
logically oriented offender-adjustment programs. 

Finally, millions of dollars were used to reshape the criminal justice 
system through the addition of new practices and the deletion of old 
processes. Thousands of projects-ranging from team policing to neigh
borhood legal aid services; from decriminalization of so-called victim
less crimes to codified criminal statutes and new laws for new crimes; 
from diversion from the system at the police, prosecutor, judicial, and 
correctional stages to additional input into the system by more rapid 
police response; from methadone treatment centers for heroin addicts 
to satellite justice centers bringing criminal courts to the suburbs
were designed, heralded, and initiated. Unfortunately, although many 
of these programs were improvements over outdated practices, crime, 
the cost of crime, the damage from crime, and the fear of crime con
tinued to increase. 

One massive resource, filled with significant numbers of personnel, 
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armed with a wide array of technology, and directed by professionals 
who have spent their adult lifetimes learning how to prevent and 
reduce crime, has not been tapped by governments in the fight against 
crimim.4lity. The private security industry, with over one million workers, 
sophisticated alarm systems and perimeter safeguards, armored trucks, 
sophisticated mini-computers, and thousands of highly skilled crime 
prevention experts, offers a potential for coping with crime that can 
not be equalled by any other remedy or approach. 

The application of the resources, technology, skills, and knowledge 
of the private security industry preserrts the best hope available for 
protecting the citizen who has witnessed his defenses against crime 
shrink to a level which leaves him virtually unprotected. 

Underutilized by police, all but ignored by prosecutors and the 
judiciary, and unknown to corrections officials, the private security 
professional may be the one person in this society who has the knowl
edge to effectively prevent crime. 

Not represented on the boards or staffs of State Planning Agencies, 
rarely used by municipal or county planners, only infrequently con
sulted by elected officials, these members of a six-billion-dollar-a-year 
industry have crime prevention answers desperately needed by homes, 
schools, businesses, neighborhoods and communities. 

This report i:o. premised on the belief that the private security indus
try constitutes a massive resource that holds great promise for aiding 
the Nation in a joint effort to prevent and reduce crime. The purpose of 
this report is to propose how to upgrade the ability, competence, rela
tionships, and effectiveness of that resource for the anticrime effort. 

Up to the present, the anticrime role of private security generally 
has been ignored. Admittedly, there are important differences between 
the private security industry and the formal criminal justice system, 
although the two fields share many of the same goals. The private 
security industry exists to make a profit in return for the provision of 
services. It is not supported by public taxes. It is not an arm of the 
government. 

Nonetheless, in serving its clientele, the private security industry 
~ 'rves all of society. Its personnel often are as much "on the line" as 
are sworn officers. The industry is responsible for the safety and well
being of the public in many locations and situations and for the protec
tion of billions of dollars of assets and property. 

There was no advisory task force on private security to assist the 
National Advisory Commission on Criminal Justice Standards and 
Goals when it undertook its historic work in 1971. The concept of pro
posing standards and goals for private security is of more recent origin. 

The specific proposal to develop standards and goals for private 
security arose during the work of the Private Security Advisory Council, 
which recommended to Richard W. Velde, Administrator of the Law 

f 
Enf~rcement Assistance Administration, (LEAA), U.S. Department of 
J ustlce, that such a group be formed. (The Council advises LEAA on 
aspects of the private security industry.) When Mr. Velde decided in 
1975 to initiate Phase II of t~e National Standards and Goals Program, 
the present Task Force on Pnvate Security was included. 

The memb~rs of ~he Task Force were drawn from a wide range of 
backgrounds, l.ncludIn~ the formal criminal justice community. Overall, 
the membershIp ~onstituted a vastly experienced and highly qualified 
group of profeSSIOnals. The Task Force was provided with a staff 
located at Western Illinois University, Macomb, Ill. 

The standar~s and goals proposed can, if adopted, achieve greater 
and more effectIve use of the private security industry in the prevention 
and reduction of crime. 

Little fo~.al literature exists in the field of private security, a fact 
that both lImIted research in that area and added to the Task Force's 
sense of the significance of its study. 

To ensure validity and acceptance as well as to forestall criticism 
and rejection, .the Task Force vigorously and ardently pursued a course 
of op~n :ne~tIngs and public discussions. Every identifiable national 
orga~Izat~on In the fie~d was notified of the project and their assistance, 
contnb.uilons, an.d reVIew were sought. Many detailed research projects 
on natIonal, regIonal, and local levels involving thous<tnds of partici
pants and ;te~s of thousands of data units were designed and imple
me~ted. Intenm. reports were issued and work-in-progress was made 
avaIlable to all Interested parties. Non-Task Force members attended 
every meeting and entered in:to many discussions and debates on 
standard:> and commentaries. The end product reflects the conflux of 
a myriad' of private security) public law enforcement government 
business, and public positions and opinions. ' , 

. Special apprecia~ion and thanks should go to the thousands of persons 
WIthout whose aSSIstance and cooperation this report would not have 
been possible: 

<I Task Force members. 
• Mr. Clifford Vlin Meter, executive director, and the professional 

and clerical Task Force staff. 
• Dr. Leslie F. Malpass, President, and Dr. Rodney J. Fink, Dean of 

College of Applied Sciences, Western Illinois University. 
• M~. De~ni~ Chesshir, Chairman of the Board, and Mr. O. P. Norton, 

ExecutIve DIrector, and all of the members and staff of the American 
Society for Industrial Security. 

• Citizens Crime Commission of Philadelphia. 
<I Mr. Irving Slott, Federal representative, Law Enforcement Assist

ance Administration. 
• Consulta.nts and contributors. 
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One final note of caution should be provided. As with the thousands 
of changes made in the criminal justice system, the application of pri
vate security Rnow-how, manpower, and techniques to public crime 
prevention will not provide the ultimately desired goal of reducing 
crime to levels that are consistent with an orderly and free society 
unless certain other measures are also pursued. Although it is hoped 
that private security infusions will reduce the work load of the criminal 
justice system to manageable proportions, so that the enlarged, highly 
professionalized, and scientifically equipped police, courts, and correc
tions can best perform their vital missions, baseline change is necessary 
to bring the crime epidemic fully under control. 

No group of individuals, since the beginning of time, has been able 
to exist without agreed-to rules and understandings. These rules must 
be the best product of society's combined competencies. The rules 
must be uniformly upheld and obeyed. The rule enforcers must be 
respected and assisted. Inappropriate rules must be promptly and 
correctly changed. Only then can a society of free men exist-persons 
exercising self-restraint and self-discipline in their conduct. Permissive
ness, individual rights, and self-determination of which laws to obey 
and which laws to ignore must be replaced by responsibility, under
standing, and obedience to the law. No police force can ever be large 
enough, no court system can provide adequate justice, no correctional 
scheme can afford the necessary services to cope with a society in 
which citizens do not respect or obey the laws. 

The simple truth obscured by the massive anticrime program is that 
the criminal justice system, by and of itself, cannot and does not pre
vent crime and criminality. This vital goal can only be achieved by 
individuals not committing crime because of their respect for law and 
their acceptance of the ultimate wisdom of that behavior. 

The report of the Private Security Task Force was developed in the 
hope that these standards and goals will provide the necessary impact 
to reduce crime to manageable levels, so that this Nation's citizens can 
then rebuild into our society the missing understanding and respect for 
law. 

Chicago, m. 
December, 1976 

ARTHUR J. BILEK 
Chairman 
Task Force on Private Security 

~~-,.~. ------------------------------
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Statement 
to the Reader 

This report is directed to the field of private secu
rity and its employers and employees; professional 
associations; educators; consumers; Federal, State, 
and local government officials; and the public. 

chart is supplied listing the fields of interest and the 
standards and goals most aligned to those fields. 
Individuals are encouraged to identify their interest 
area on the chart and to read carefully those stand
ards and goals indicated. To aid in the use of this report, the following 

Area of Interest 

Alarm Systems and 
Personnel 

Architects/Urban 
Planners 

Armored Car Services 
and Armed Courier 
Services 

Citizens 

Consumers 

Courts 

Detectives and 
Investigators 

Educators/Trainers 

Employers 

Federal Government 

Guards and Watchmen 

Law Enforcement 
Agencies 

LEAA 

Standards Relating to Interest 

2.5,2.6,4.1,4.2,4.3,4.4,4.5,4.6,4.7,4.8,4.9,4.10,4.11, 5.4, 6.1, 6.2, 6.3, 6.4, 
6.5,6.6,7.1,10.1,10.2,10.3,10.4,10.5,10.6, 10.7, 10.8, 11.1, 11.2, 11.3,11.4, 
11.5,11.6,11.7,11.8 

5.2,5.3,5.4,5.5,5.7,5.8,5.9,5.10 

2.5, 2.6, 5.4, 6.1, 6.2, 6.3, 6.4, 6.5, 6.6, 10.1, 10.2, 10.3, 10.4, 10.5, 10.6, 10.7, 
10.8,11.1,11.2,11.3,11.4,11.5,11.6,11.7,11.8 

4.10, 4.11, 5.1, 5.2, 5.3, 5.8, 5.9, 6.5, 6.6, 6.7, 6.8, 6.9, 7.1, 7.2, 7.3, 7.4, 9.3, 
11.1, 11.4 

4.3,4.4,4.5,4.7,4.8,4.9,4.10,5.9,7.1,7.2,7.3,7.4, 9.3,10.1,11.4 

3.3,7.3,9.4 

2.5, 2.6, 5.4, 6.1, 6.2, 6.3, 6.4, 6.5, 6.6, 7.1, 10.1, 10.2, 10.3, 10.4, 10.5, 10.6, 
10.7,10.8,11.1,11.2,11.3,11.4,11.5,11.6,11.7,11.8 

2.1,2.5,2.6,5.5,5.7,5.10,7.1,8.3,8.4,10.3,11.2,11.3 

1.1, 1.2, 1.3, 1.4, 1.5, 1.6, 1.7, 1.8, 2.1, 2.3, 2.4, 2.7, 2.8, 3.5, 5.2, 5.3, 6.1, 6.2, 
6.3,6.4,6.5,6.7,6.8,6.9,7.1,11.1,11.4,11.8 

4.1,4.6,4.11, 5.2, 5.3, 5.8, 5.9, 6.1, 7.3, 9.6 

2.5, 2.6, 5.4, 6.1, 6.2, 6.3, 6.4, 6.5, 6.6, 7.1, 10.1, 10.2, 10.3, 10.4, 10.5, 10.6, 
10.7L 10.8,11.1,11.2,11.3,11.4,11.5,11.6,11.7,11.8 

4.2,4.5,4.6,4.7,4.8,4.9,4.10,4.11, 5.3, 5.4, 5.6, 5.7, 5.9, 6.1, 6.2, 6.3, 6.4, 6.5, 
6.6,6.7,6.8,6.9,7.1,7.3,9.3,11.5 

4.1,4.6, 8.1, 8.2, 8.4 
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Area of Interest 

Local Government 

Polygraphists 

Professional 
Organizations 

Security Consultants 

State Government 

Standards Relating to Interest 

4.6,4.7,4.8,4.9,4.10,4.11,5.1,5.2,5.3,5.8,5.9,6.1, 6.5,6.6,6.7,6.8, 6.9, 7.3, 
9.1 

1.3,3.1,3.2,3.3,304,10.1,10.2,10.3, lOA, 10.5,10.6,10.7,10.8 

2.2,3.1,4.3,4.6,6.1,6.2,6.3,7.1,7.2,7.3,7.4 

3.5, SA, 5.5, 5.9, 5.10, 7.1 

2.9,2.10,4.3,4.6,4.11,5.2,5.3,5.8,5.9,6.1,6.5,6.6, 6.7, 6.8, 6.9, 7.3, 8.1, 9.1, 
9.2, 9.3, 904, 9.5, ~.6, 10.1, lO.2, 10.3, lOA, 10.5, 10.6, 10.7, 10.8, 11.1, 11.2, 
11.3,11.4,11.5,11:6,11.7,11.8 
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Ala~m ~espomllent. A person employed by an orga
nIZatlOn to respond to an alarm condition at the 
protected site of a client, to inspect the protected 
site to determine the nature of the alarm, to 
protect or secure the client's facility until alarm 
system integrity can be restored, and to assist law 
enforcement according t!l local arrangement. The 
alarm respondent may be armed and also may be 
a servicer. 

Alarm Sales Personnel. Persons in alarm sales who 
engage in client contact, presale security surveys, 
and postsale customer relations. This does not 
include seIling self-installed alarm devices over 
the counter. 

Alarm Systems. (See Part III, introduction to 
Chapter 4.) 

Alarm Sysfem Installer. Trained technician who 
installs and wires alarm systems. 

Alarm System Servicer (Repairer). Trained techni
cian who performs scheduled maintenance and 
provides emergency servicing of alarm systems 

Armed Courier Services. Providing or offering to 
provide armed protection and transportation, from 
one place or point to another place or point, of 
money, currency, coins, bullion, securities, bonds, 
jewelry, or other articles of value. This transpor
tation is provided by means other than specially 
constructed bullet-resistant armored vehicles. 

Armed Personnel. Persons, uniformed or nonuni
formed, who carry or use at any time any form of 
firearm. 

AI·mored Car Services. Providing or offering to pro
vide protection, safekeeping, and secured trans
portation of money, currency, coins, bullion, secu
rities, bonds, jewelry, or other items of value. 
This secured transportation, from one place or 
point to another place or point, is done by means 
of specially constructed bullet-resistant armored 
vehicles and vaults l!!1der armed guard. 

Central Station. A control center to which alarm 
systems in subscribers' premises are connected, 
where circuits are supervised, and where per-

sonnel are maintained continuously to record and 
investigate alarm or trouble signals. Facilities are 
provided for the reporting of alarms to police and 
fire departments or to other outside agencies. 

Central Station Alarm System. An alarm system or 
group of systems, the activities of which are trans
mitted to, recorded in, maintained by, and super
':ised from a central station. 

Contractual Security. Security services provided by 
a private organization on a contractual basis for 
the protection of assets and personnel belonging 
to either a private or governmental client. 

Couriers. Armed persons assisting in the secured 
transportation and protection of items of value. 

Criminal Arrest Records (Criminal History Records). 
Information on individuals that is collected, proc
essed, preserved, or disseminated by criminal jus
tice agencies and consists of identifiable descrip
tions and notations of any arrests, detentions, 
indictments, informations, or other formal criminal 
charges regardless of disposition, and formal 
disposition if such resulted. 

Criminal Conviction Records. Information on indi
viduals that is collected, processed, preserved, or 
disseminated by criminal justice agencies and 
consists only of identifiable descriptions and nota
tions of arrests, detentions, indictments, informa
tions, or other formal criminal charges that re
sulted in actual conviction, and any disposition 
arIsing therefrom. 

Cr.iminal History Record Information. Includes both 
criminal arrest records and criminal conviction 
records. 

Criminal Justice Information System. The system 
used for the collectil)n, processing, preservation, 
or dissemination of information on individuals. 
This information, collected by criminal justice 
agencies, indudes criminal conviction records and 
criminal arrest records. The system includes the 
equipment, facilities, procedures, agreements, and 
organizations used. 
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Criminal Justice System (Agencies). Courts and 
government agencies or subunits thereof per
forming any of the following activities pursuant 
to a statute or executive order: detection, appre
hension, detention, pretrial release, posttrial re
lease, prosecution, adjudication, correctional su
pervision, or rehabilitation of accused persons or 
criminal offenders. 

Dctectiml-of-Deception Services. Providing or offer
ing to provide personnel, devices, or instruments 
to test or question individuals for the purpose of 
determining the veracity of their responses. 

Detective. See Investigator. 

Employment Records. Normal business information 
including employment application, health records, 
job penormance records, and other records main
tained on employees. 

Felony. A crime of a graver or more atrocious nature 
than those designated as misdemeap.ors. The term 
has no very definite or precise meaning except 
where it is defined by statute. Under U.S. Criminal 
Code 335, 18 V.S.C.A. 1, a felony is defined as 
an offense punishable by death or imprisonment 
for a term exceeding 1 year. 

Firearm. Any pistol, revolver, other handgun, rifle, 
shotgun, or other such we,apon capable of firing 
a missile. 

Guard. Any person who is paid a fee, wage, or 
salary to perform one or mure of the following 
functions: 
• Prevention or detection of intrusion, unauthor

ized entry or activity, vandalism, or trespass on 
private property; 

It Prevention or detection of theft, loss, embezzle
ment, misappropriation, or concealment of mer
chandise, money, bonds, stocks, notes, or other 
valuable documents or papers; 

• Control, regulation, or direction of the flow or 
movements of the public, whether by vehicle or 
otherwise, to assure the protection of property; 

• Protection of individuals from bodily harm; and 
• Enforcement of rules, regulations, and policies 

related to crime reduction. 

Investigator. Any person who is paid a fee, wage, or 
salary to obtain information with reference to 
any of the following matters: 
• Crime or wrongs done or threatened; 
• The identity, habits, conduct, movements, 

whereabouts, affiliations, associations, transactions, 
reputation, or character of any person, group of 
persons, association, organization, society, other 
group of persons or partnership or corporation; 

• Preemployment background check of personnel 
applicants; 
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• The conduct, honesty, efficiency, loyalty, or 
activities of employees, agents, contractors, and 
subcontractors; 

• Incidents and illicit or illegal activities by per
sons against the employer or employer's property; 

• Retail shoplifting; 
• Internal theft by employees or other employee 

crime; 
• The truth or falsity of any statement or repre

sentation; 
• The whereabouts of missing persons; 
• The location or recovery of lost or stolen 

property; 
• The causes and origin of or responsibility for 

fires, libels or slanders, losses, accir.lents, damage, or 
injuries to real or personal property; 

• The credibility of information, witnesses, or 
other persons; 

e The securing of evidence to be used before 
investigating committees or boards of award or 
arbitration or in the trIal of civil or criminal cases 
and the preparation thereof. 

Job Functions. Those specific assigned duties or 
activities for which a person is employed. 

Job-Related Tests. Tests designed to measure an 
individual's capability to perform duties, activities, 
and functions penormed during employment. 

Law Enforcement Assistance Administration 
(LEAA). An agency of the US. Department of 
Justice. Administers funds under the Omnibus 
Crime Control and Safe Streets Act of 1968, as 
amended. 

Law Enforcement Liaison Officer. A law enforce
ment officer whose assigned duty is to serve as 
an agent between law enforcement agencies and 
the private security industry for fostering coop
erating actions and providing referral capability 
for all private security requests. 

Licensing. The act of requiring permission from a 
competent authority to carryon the business of 
providing security services on a contractual basis. 

Local Alarm System. An alarm system that when 
activated produces an audible or visual signal in 
the immediate vicinity of the protected premises 
or object. 

Manager/ Administrator. Any person responsible for 
policy and procedural decisions relating to the 
operation of an organization. 

Misdemeanor. A crime of a lesser degree than a 
felony. Although defined by statute in each State, 
a misdemeanor is most often punishable by fine 
or imprisonment of less than 1 year and in a place 
other than a penitentiary. 
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Operational. The duties, activities, and functions 
performed that lead to the accomplishment of a 
mission. Commonly referred to as line activities 
rather than staff activities. 

Partm Time Employee. Any person Who is employed 
fewer than 40 hours per week. 

Principal. Any person who is an officer, director, 
partner, or shareholder owning a 10 percent or 
greater interest. 

Private Security. Self-employed individuals and pri
vately funded business entities and organizations 
who provide security-related services to a re
stricted clientele group for a fee, for the individual 
or entity that retains or employs them, or for 
themselves in order to protect their persons, pri
vate property, or interests from varied hazards. 

Private Security Personnel. Individuals who are paid 
a wage Or salary to perform the functions of a 
guar~ or watchman, detective or investigator, 
couner, or alarm system 'installer, repairer, or 
respondent. Incfudes both contractual and pro
prietary employees. 

Professional Association. A group composed of in
dividuals with similar occupati'ons and organized 
for the purposes of furthering the goals and 
objectives of the occupation. 

Pr?pr!et~ry Alarm System. An alarm system that 
IS SImIlar to a central station alarm system except 
that the annunciator (see Part III, introduction to 
Chapter 4) is located in a constantly manned 
guard room maintained by the owner for his own 
internal security operations. The guards monitor 
and respond to all alarm signals andlor alert local 
law enforcement agencies. 

Proprietary Security. The method instituted, equip
ment owned, personnel employed by a private 
entity for the exclusive protection of its assets and 
personnel. 

Qualifying Agent. An individual named by a license 
applicant, who engages in the everyday affairs of 
the applicant's security services business and who 
participates in the managerial decisionmaking 
process of the applicant. This individual must also 
meet certain statutory requirements. 

Registration. The act of requiring permission from a 
State authority before being employed as an inves
tigator or detective, guard or watchman, courier, 
alarm system installer or repairer, or alarm re
spondent. 

Resident Manager. Any person responsible for policy 
and procedural decisions relating to the operation 
of an office of a security services business. 

Secondary Employment. Work or a job that pro
vides a supplemental income to the main income 
derived from the individual's primary employment. 
Also referred to in this report as moonlighting. 

Security Services. Those means, including guards or 
watchmen, detectives or investigators, couriers, 
and alarm system installers, repairers, or re
spondents, that are provided on a contractual 
basis to deter, detect, and prevent criminal ac
tivities. 

Security Services Business. An entity that provides 
or offers to provide security services on a con
tractual basis. 

Supervisor. A person who directs or inspects the 
work performance of others and is primarily re
sponsible for carrying out policies and procedures 
developed by managers and administrators. 

Uniformed Personnel. Persons who wear distinctive 
attire that is intended to identify the wearer as a 
member of a specific group, as one who penorms 
a specific function, and lor as one who holds 
special authority within an organization. 

Watchman. See Guard. 
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In the midst of this Nation's high priority struggle 
to prevent and reduce crime, a massive resource 
exists for crime prevention and reduction that holds 
promise of great assistance to the traditional criminal 
justice agencies. That resource is the private security 
industry. . 

Recently, several significant statistics relevant to 
the private security industry have emerged: 

.. The U.S. Department of Commerce, in a report 
released in 1976, estimated that ordinary crimes 
cost business more than $23.6 billion in 1975. 

• U.S. News and World Report estimated that 
$6 billion was expended for private security in 1974. 

• Research indicates that more than 1 million 
persons were employed in 1975 in the private secu
rity industry in the United States, as contrasted with 
650,000 persons employed in local, State, a!1d Fed
eral law enforcement agencies, based on research 
conducted by the Law Enforcement Assistance 
Administration. 

From these statistics, it can be reasonably con
cluded that: 

• Crime against property and individuals results 
in businesses and citizens absorbing vast amounts 
of losses. No single component, such as the private 
security industry, law enforcement agencies, or the 
public, can independently effect the necessary im
provements to combat this crime problem. All parties 
must coordinate their efforts. 

• Billions of dollars are annually expended for 
private security services. If these resources are effec
tively used, the private security industry can have 
significant impact on crime prevention and reduction. 

• There are more private security personnel than 
public law enforcement personnel in the United 
States. Combined, these personnel offer a large re
source for the fight against crime. 

This report represents the first national effort to 
set realistic and viable standards and goals designed 
for the objective of maximizing the ability, com
petency, and effectiveness of the private security 
industry for its role, indicated above, in the pre
vention and reduction of crime. All of the standards 
and goals contained in this report can assist in reach-

ing this objective, bu( certain areas that require most 
improvement are: 

e Government licensing and registration can be 
more effective in improving the private security in
dustry and, thus, the protection of citizens. 

• Architects, designers, and builders need to learn 
more about the use of private security crime pre
vention techniques in their work. 

• Displacement of crime resulting from improved 
security measures in new developments should be 
identified through crime-impact statements. 

• Private security industry salaries are not reflec
tive of the responsibilities assumed by their person
nel and should be adjusted accordingly. 

• Training and education for private security per
sonnel are inadequate, and should be upgraded and 
imp!('mented industrywide. 

e The false alarm problem needs to be remedied 
through improved application of alarm systems and 
better maintenance and use by consumers. 

• The absence of input from private security pro
fessionals in local and State government should be 
remedied through the addition of this group to plan
ning and development of crime-safe communities. 

• Proper working relationships of police and pri
vate security need to be identified and implemented. 

The standards and goals are aimed at increasing 
the crime prevention benefits of the private security 
industry, both to its clients and to the public. It is 
hoped that all segments of the industry, as well as 
local and State governments and concerned citizens, 
will evaluate and appropriately assist in implement
ing those standards and goals applicable to their 
specific situations and needs. 

Structure of the Report 

This report is divided into five major parts. Part 1 
is an overview of the private security industry and 
is intended to establish the setting for the standards 
and goals that follow. The seven sections in this 
introductory material cover the following topics: 
(1) definition of the term "private security," and 
its use and scope within the report; (2) explanation 
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of the background of the Private Security Task 
For<.:e and its work; (3) discussion of the role of 
th~ private security industry in crime prevention 
and the criminal justice system; (4) definitions and 
functional descriptions of private security compo
nents encompassed by the report; (5) summary of 
research conducted to date by and for the private 
security field; (6) discussion of the history and 
development of the private security industry in the 
United States; and (7) discussion of unique secu
rity problems of specialized areas, such as airports, 
retail establishments, universities and colleges, and 
so forth. 

The remaining parts of the report address specific 
topics and contain the standards and goals developed 
by the Private Security Task Force: 

• Part 2 sets forth issues related to private secu
rity personnel. It includes chapters and. standards 
and goals for selection, training, and appropriate 
conduct and ethics of private security personnel. 

• Part 3, entitled "Crime Prevention Systems," 
include~ chapters and standards and goals on the 
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use of alarm systems and environmental security in 
crime prevention efforts. 

• Part 4 addresses the relationship of the indus
try with others and includes chapters and standards 
and goals relating to law enforcement agencies, con
sumers of security services, and higher education 
and research. 

• Part 5, entitled "Governmental Regulation," 
contains chapters and standards and goals concern
ing private security regulatory boards and licensing 
and registration of private security businesses and 
personnel. 

Eleven appendixes are also included, containing 
research findings of studies conducted by the Private 
Security Task Force and model statutes developed 
by the Private Security Advisory Council. 

Recognizing time restraints and budgetary limita
tions, the Task Force believed that only those areas 
that could be carefully studied should be included 
in the report. The area·s covered in the above five 
parts, therefore represent the most important aspects 
of the private security industry that could be suffi
ciently and properly dealt with at this time. 
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SECTION 1 

WHAT IS PRIVATE SECURITY? 

Defining Private Security 

Private security has many meanings for many 
people. Colloquially, the term "private security" 
describes individual and organizational measures and 
efforts (as distinguished from public law enforce
ment agency efforts) that provide protection for 
persons and property. It also describes business 
enterprises that provide services and products to 
achieve this protection. 

A universally acceptable and explicit definition is 
difficult to construct because private security is not 
only identified with the performance of certain func
tions and activities of a public nature, but also en
compasses many activities for the private sector. 
Development of a realistic working definition of pri
vate security is important, however, in order to 
establish parameters upon which to base use and 
understanding of the term and its components, as 
well as to indicate the intent and applicability of 
the standards and goals that follow. To this end, 
specific elements of private security are explored 
and analyzed to evolve the working definition 
adopteq for this report by the Private Security Task 
Force. 

Security. Ensuring the security of lives and prop
erty is the motivating force of private security . 
Richard S. Post and Arthur A. Kingsbury define the 
general concept of security as follows: 

... security provides those means, active or passive, which 
serve to protect and preserve an environment which allows 
for the conduct of activities within the organization of society 
without disruption! 

This definition of security implies a stable, predict
able, and orderly environment in which a person 
may pursue individual goals without fear of dis
ruption through the use of protective measures. 
Within this context, security could be ensured by 
the actions of military forces, law enforcement agen
cies, fire departments, civil defense units, organized 

1 Post, Richard S., and Arthur A. Kingsbury, Security Ad
ministration: An Introduction. Springfield, Ill.: Charles C. 
Thomas, 1970, p. 5. 

private enterprises, or individual self-help measures.2 
Although military, fire prevention, and civil pre
paredness activities contribute to a safer environ~ 
ment and many private security firms provide such 
services and products, these security-oriented ele~ 
menm broaden the concept beyond the purview 
appropriate to the development of this report's stand
ards and goals. The involvement of law enforce
ment agencies (public security) in security matters 
is explored later in this section. 

Hazards. Various types of hazards can, and do, 
occur that severely limit or disrupt security. Leon 
Weaver perceives security as protection of persons 
and property from a broad range of these hazards: 

... including crime; fire and attendant risks, such as ex
plosion; accidents; disasters; espionage; sabotage; subversion; 
civil disturbance; bombing (both actual and threatened); 
and, in some systems (of protection], attack by external 
enemies. Most security and protection systems emphasize 
certain hazards more than others.' 

This range of hazards falls into two categories
natural and man-made. Private security, for the 
purposes of this report, is primarily concerned with 
man~made hazards-those that do not occur with~ 
out introduction of the human element. 

Among the man~made hazards are accidents, theft 
and pilferage; fraud; employee disloyalty and sub
version; espionage; sabotage; strikes, riots, and dem
onstrations; and violent crime.4 Because the purpose 
of the standards and goals is to promote the greater 
use and effectiveness of the private security industry 
in crime prevention, deterrence, and detection, only 
crime-related hazards are relevant to the working 
definition. 

Protectuon and Detection Services. Most private 
security definitions include the concept of provision 
of protective services to safeguard life, property, and 

2 Woodruff, R. S. Industrial Security Techniques. Colum
bus, Ohio: Charles E. Merrill, 1974, p. 2. 

3 Weaver, Leon. "Security and Protection Systems," En
cyclopedia Britannica. Encyclopedia Britannica, Inc., 1975, 
vol. 16, pp. 453-455. 

• Paine, D. Basic Principles of Industrial Security. Madi
son, Wis.: Oak Security Publications, 1972, p. 36. 
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interests against crime. Indeed, most persons per
ceive of private security, in this manner. Protection 
is delivered by devices, defensive means, and pre
ventive activities--alarms, armored cars, guards, and 
so forth. However, protection is not the only service 
provided. Private security also includes detection 
services-the detecting of criminal or wrongful acts.5 

Thus, both protective and detective services are im
portant elements of private security. 

Specific Clientele. Private security can be further 
identified by its clients, which ar.e specifically deter
mined prior to receipt of protective or detective serv
ices. These specific clients may be businesses or indi
viduals who obtain private security services (person
nel or products) for the protection of lives and prop
erty in exchange for a fee. 

For-Profit Orientation. One basic element of pri
vate security is the manner in which the crime
prevention security services rendered and security 
products supplied are funded: through payments by 
clients to organizations and individuals that operate 
for profit. Unlike other security-oriented services 
(e.g., law enforcement agencies, military forces, civil 
defense units), private security services are paid for, 
in most cases, by privately held dollars. The profit 
nature of private security and the source of those 
profits (clients) are basic elements of private secu
rity. 

Delivery Systems. Security services are provided 
by private securHy through two distinct delivery 
systems-proprietary and contractual. Contractual 
security involves the provision of security services 
by a private organization on a contractual basis for 
the protection of assets and personnel belonging to a 
specific client. Proprietary security is defined as the 
method instituted, equipment owned, and personnel 
employed by a private entity for the exclusive pro
tection of its assets and personnel. Both proprietary 
and contractual delivery systems are important ele
ments of private security, as defined by this report. 

Industry Diversity. Security services in the private 
security industry are provided by proprietary and 
contractual systems through a variety of sources for 
a wide range of clients. Figure 1 illustrates the in
dustry components (both individuals and business 
and organizational entities) that provide the various 
security services (e.g., guards, investigators, armored 
cars) and products (e.g., alarms systems, intrusion 
detection devices) for specific, but varied, clients 
(e.g., individuals, financial establishments, govern
mental agencies). The private security industry en
compasses not only proprietary and contractual se-

6 Lord Hayter, "Introduction--Security and Society," 
Security Attitudes and Techniques for Management. London: 
Hutchinson and Company, 1968, p. XVII. 
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curity services, but also the manufacture, distribution, 
and sale of security products. 

The RAND Corporation offered the following 
definition of private security: 

The terms private police and private security forces and 
security personnel are used generically in this report to in
clude all types of private organizations and individuals pro
viding all types of security-related services, including investi
gation, guard, patrol, lie detection, a:larm, and armored 
transportation." 

The RAND definition is inadequate for this report 
because it extends private security to essentially all 
pblice and security functions being performed by 
entities and individuals other than law enforcement 
agencies. Although their work is similar or identical 
to that of private security officers, certain groups of 
quasi-public police, such as housing authorities, park 
and recreation police, and so forth, are not included 
in the standards and goals unless they are paid by 
private funds. (This issue of quasi-public police, and 
other such exclusionary issues related to the scope 
of the Task Force standards and goals is discussed 
more extensively later in this section.) Further, the 
RAND definition omits key elements: The client 
relationship and the profit nature of private security. 

~ '{ 
For the purposes of this report, the Private Secu

rity Task Force formulated the following composite 
working definition of private security, based on vari
ous elements: 

,~ t 

Private security includes those self
employed individuals and privately funded 
business entities and organizations provid
ing security-related services to specific cli
entele for a fee, for the individual or 
entity that retains or employs them, or for 
themselves, in order to protect their per
sons, private property, or interests from 
varied hazards. 

The Task Force believed that this definition oli 
private security best describes the missions and roles 
of private security as the term applies to the stand
ards and goals. 

Public and Private Security 

The Post/Kinsbury and Weaver definitions of se
curity indicated that both public and private sectors 
-government agencies, private organizations, and 
individuals-supply protective, deterrent, and detec
tive services. However, public and private security 

6 Kakalik, J. S., and Sorrel Wildhorn. Private Police in 
the United States: Findings and Recommendations. R-869/ 
DOL Washington, D.C.: U.S. Government Printing Office, 
1972, vol. I, p. 3. 
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Figure 1. Private Security Service Overview 
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differ in three basic areas: (1) the employer --pub
licly funded agencies and profit-oriented businesses 
and individuals, (2) the degree of statutory power 
possessed--great or limited police powers, and (3) 
the specific functions performed.7 An exploration of 
such differences between public and private security 
offer further clarification of what is private security. 

The terms public and private security can be dis
tinguished primarily by the interests served-public 
or private. Private security basically is concerned 
with loss reduction and the prevention, deterrence, 
and detection of crime against private property
private interest concerns. On the other hand, public 
security (or public law enforcement agencies) main
ly concentrate on the prevention and detection of 
serious crime, the investigation of criminal activities, 
traffic safety, and the apprehension of criminals-

7 Ursic, H. S., and L. E. Pagano, Security Management 
Systems. Springfield, TIl.: Charles C. Thomas, 1974, p. 90. 

public interest concerns.S (Of course, law enforce
ment agencies are often called upon to perform a 
wide variety of roles not necessarily limited to the 
previous functions.) Whether the provision of secu
rity serves primarily private or public interest con
cerns is a key distinction between the two. 

Many security concerns and functions-crime pre
vention and reduction and order maintenance--are 
common to both the public and private sectors (see 
Figure 2), but the degree of emphasis placed on 
these common concerns and functions provides an
other distinguishing characteristic between the two. 
Private security focuses on the prevention and re
duction of crime affecting private property. Public 
law enforcement primarily is concerned with order 
maintenance and criminal apprehension and enforces 
laws within a constitutionally and statutorily man-

8 "A Design for Action by State and Local Government on 
Private Security, Private Security and the Public Interest." 
Berkeley, Calif.: Institute for Local Self Government, p. 85. 
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Figure 2. Common Objectives of Private Security 
and Public Law Enforcement 

Private Security 

Crime Prevention 

Crime Reduction 

Order Maintenance 

Public Law Enforcement 

dated criminal justice system. Although, in theory, 
the goal of public law enforcement agencies is to 
prevent and reduce crime through efforts tied to the 
criminal justice system, in practice, most of their 
resources are spent for response to, rather than pre
vention of, crime. (This issue, as well as the respec
tive roles of the public law enforcement and private 
security sectors, is explored in greater depth in Sec
tion 3 of this introduction.) 

Although the provision of protective services to 
the public or private sectors is a basic difference be
tween public and private security, these sectors are 
often served by both security forces. Private security 
firms and individuals provide contractual security for 
governmental agencies, facilities, and installations-' 
elements of the public sector. Similarly, law enforce
ment agencies, although primarily functioning in the 
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public sector, have increasingly become involved in 
crime prevention planning and programs that enlist 
the cooperation and assistance of citizens and busi
ness enterprises. Quasi-public police-such as air
port, housing, transit, and park police, operating in 
limited geographical areas and often possessing lim
ited police powers-further cloud the distinction. 
Thus, it is sometimes difficult to differentiate be
tween the efforts of tht.; public and private security 
elements in crime prevention. 

It is important that distinctions between public 
and private protective efforts be understood. To ihat 
end, if the provision of security is viewed as a com
mon characteristic of protection and detection serv
ices provided for the public and private sectors by 
public and private security, distinctions between the 
two can be drawn at the following levels (See Figure 
3): 

1. Input-the manner in which the service is ini
tiated. {Citizen or client.) 

2. Role or Function-predominant activity or pur
pose. (Crime response or crime p;evention.) 

3. Targets-the beneficiaries or objectives to which 
service is directed. (General public or specific client.) 

4. Delivery System-the mechanism through which 
services are provided. (Government agencies or 
profit"oriented enterprises.) 

5. Output-the end product of services performed. 
(LfLW enforcement/criminal apprehension or loss 
reduction/ assets protection.) 

In the public sector, law enforcement agencies do 
not respond to specific clients or interest groups but 
provide ~rvices, through public funds, for the gen
eral public. (However, public law enforcement does 
respond on an individual basis when delivering its 
services.) Additionally, although the goal of public 
law enforcement agencies is the protection of life 
and property, and much of their effort is spent on 
patrol activities, most of their output is directed 
toward enforcement of laws and the apprehension of 
law violators. 

Private security services and products are provided 
by private, for-profit organizations for specific clients 
to effect crime prevention and reduction for selected 
targets (e.g., stochoom, loading platform, labora
tory) and thereby reduce economic losses. 

Scope of Private Security Services 
and ~roducts 

Private security provides a broad range of services 
to a clientele composed of individuals, institutions, 
businesses, and some governmental agencies. A num
ber of authors described these services in terms of 
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Figure 3. Security Continuum 
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three functional. areas: (1) information security, (2) 
personnel secunt~, and (3) physical security.9 Serv
Ices performed In these functional areas include 
gat~ering information, maintaining order, and pro
tectIng persons and property through detection and 
prevention of crime. 1Q 

!nformation security includes those measures re
qUIred to protect the confidentiality of information 
owned or held, such as: 

1. ~Jrading i~formation according to its sensitivity and 
affordmg ~r~tectlOn accordingly; 

2. ProvIdmg physical protection' 
3. Educa~ing employees as to i~dividual responsibilities' 
4. ScreenIng of employees and visitors' and ' 
5. Control of access and personnel ide~tification.ll 

Personnel security covers these measures necessary 
to protect the employees of a facility from the effects 
of: 

1. Hostile propaganda and subversion' 
2. Disloyalty; , 
3. Fires and other disasters; 

• Post and Kingsbury, op. cit., p. 6. 
,oU' d 
11 ~SIC an P?gano, op. cit., p. 95. 

PaIne, op. Cit., p. 24. 

Enforcement! Apprehension 

4. St:ikes, riots, and other disturbances; and 
5. Injury and harassment.12 

Physical security encompasses those measures nec
essary to. protect the facility against the effects of 
unaut~orJze~ access.' theft, fire, sabotage, loss, or 
other Inte~tlOnal CrIme or damage. Some of these 
measures Include: 

1. Preven~ion of unauthorized access by means of security 
officers, barners, fences, lighting, and alarms; 

2. Control. of authorized entry by personnel identification; 
3. P:eventIon ~f employee crime and nilferage; 
4. Fire preventIon and control' -
5. Prevention of accidents; , 

. 6. Implementation of traffic control and parking regula-
tIons; 

7. Implementation of security surveys' 
8. Control of locks, keys, and safes; , 
9. Control of materials; 

10. Procedures of control; and 
11. Emergency measures." 

W~en an individual or business entity perceives a 
secunty. need, a number of protective choices or 
alternatIves are available. Figure 4 illustrates these 

l!! Ibid., p. 25. 
'3 Ibid. 
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Source: Post, Richard S., from a paper presented to Task Force, April, 1975. 
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alternatives and the dimensions of services resulting 
from selection of an alternative.14 Traditionally, one 
may turn to a public law enforcement agency for 
assistance; these agencies can provide patrol services, 
investigative services, and, in some communities, 
alarm monitoring. However, because of the magni
tu.de of the crime problem and the mandate to pro
vide protection to the public, it is increasingly diffi
cult for law enforcement agencies to respond to every 
perceived security need. 

In light of the 'limited availability of public assist
ance for perceived security needs, individuals and 
businesses engage in self-help measures. On occasion, 
these measures are encouraged by or incorporated 
with public law enforcement agencies. Examples of 
self-help measures would be an individual making 
his home more burglar resistant or joining together 
with neighbors to establish a cooperative cOr,).ffiunity 
protective program. Or an individual may turn to 
commercial private security firms to meet perceived 
security needs. 

The same self-help alternatives are exercised by 
business enterprises. A business may attempt to meet 
its security needs internally by creating a proprietary 
or inhouse security force or contract with a special
ized firm to provide security services for a fee. A 
brief examination of the number of methods and 
devices available to an individual or business to meet 
security needs illustrates the diversity and complexity 
of private sf;curity. 

Guard Services. One of the more traditional meth
ods of providing security services is through the use 
of uniformed guards or watchmen. They are em
ployed at retail stores, industrial plants, hospitals, 
airports, banks, railroads, warehouses, government 
facilities, educational institutions, apartment com
plexes, clubs, residential areas, special event sites 
and numerous other locations. The function of guards 
and watchmen is to protect persons or property dur
ing specified times or around-the-clock from damage, 
injury, loss, or other criminal acts. Their duties often 
include patrol and inspection, theft prevention and 
detection, traffic control, acces'o> control, and personal 
and physical safety. 

Electrical Device Services. Another method for 
providing security services is through electrical and 
electronic devices. The use of this equipment has 
expanded rapidly over the last 15 years, and it is 
estimated that their increased use will ultimately 
curtail the growth rate of guard, armored car, and 
courier services.15 One form of electrical security is 

H Post, Richard S. "Application of Functional Job Analysis 
to the Development of Curriculum Guidelines for the Pro
tective Services Field." Unpublished Ph.D. dissertation, 
University of Wisconsin, 1974. 

,. Little, Arthur D., Outlook for the U.S. Safety, Fire 
Protection and Security Business. Cambridge, Mass.: ADLI, 
Jan. 1973, p. 23. 

'.,; 
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central station alarm companies, which also provide 
alarm response and patrol and inspection services. 
One study estimates that there are aproximately 300 
central alarm stations in the country, as well as nearly 
4,000 local or regional installers of alarms.16 The 
National Burglar and Fire Alarm Association esti
mates the number of central stations listed by Under
writers' Laboratories at 330, modified central sta
tions at 700, and nearly 4,000 installation firms of 
local and/or police connected alarms.17 

There are many other types of electronic security 
devices. For example, 1974 industry revenues for 
sales and service of access-control equipment have 
been estimated at $57 million.ls The range of elec
tronic security devices available is extensive: 

1. Fire, stpoke, water, heat and refrigeration 
sensors; 

2. Outdoor perimeter control devices; 
3. Motion-detection devices; 
4. Proprietary alarms; . 
5. Safe- and vaUlt-protection systems; 
6. Vehicle tracking; 
7. Closed-circuit television monitoring and sur

veillance; 
8. Comprehensive security systems integrating 

many of the above devices as components; and 
9. Access control systems. 
Investigative Services. Many agencies and individ

uals provide crimiDal, civil, and general investigative 
services to business and management, including cor
porations, legal and financial firms, and private indi
viduals. Investigative services may include preem
ployment investigation, surveillance, internal theft 
problems, undercover investigations, criminal investi
gations, polygraph examinations, and personal and 
property protection. 

Armored Car and Courier Services. The security 
service provided by armored cars and couriers is 
distinguished from that provided by guards and 
watchmen in that armored cars usually use armed 
personnel, with the carrier assigned liability for valu
ables being transported from one location to another 
or while in storage. Armed courie.rs also transport 
valuables and are similarly liable for shipments. One 
study estimated 1975 revenues for these services at 
$385 mil1ion.19 Another study estimated revenues 
for armored car services at $320 million in 1974.20 

Ancillary Services. A number of ancillary services 
also are provided by security companies, including 
crowd control, canine patrol, and bodyguard and 

I. Frost and Sullivan, Inc. The Industrial and Commercial 
Security Market. New York, Mar. 1975, p. 50. 

11 Distelhorst, Garis, Executive Director, National Burglar 
and Fire Alarm Association, Personal interview, Jan. 1976. 

18 Frost and Sullivan, Inc., op. cit., p. 12. 1. Little, Arthur D., Inc., op. cit., p. 24. 
20 Nassov, op. cit., p. 4. 
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escort services. The use of bodyguards for protection 
of corporate executives and their families dignitaries 
and VIP's is estimated to have grown bet~een 10 and 
~o percent in the last few years due to the increase 
IU corpor~te ~xtortion, executive kidnappings, and 
hostage sltuatlOns. 21 The president of a contract 
s.ecurity firm estimated the number of bodyguards na
tJOnal1y employed at 20,000, and this number is 
expected to increase to 70,000 by the end of the 
decade. 22 The FBI reports that in the first half of 
.197? there were 124 hostage situations, eight result
Ing IU deaths. 

\r~vate secu~ity firms also provide employees for 
po.sltJOns that mcorporate either implicit or explicit 
pflvat~ s~curity functions, e.g., guides, attendants, 
receptJOllIsts, hostesses, ushers, doormen, ticket tak
ers, and so forth. 

Issues in Defining Private Security 

In order to formulate valid standards and goals 
for private security, it was necessary to develop an 
accurate and comprehensive definition of private se
curity and to determine the appropriate parameters 
within which the standards and goals could be 
reaso~ably developed. As might be expected, in at
tempting to satisfy these requirements, a number of 
oPRosing viewpoints surfaced. It is necessary to ex
amm0 these arguments or issues in order to reach 
satis~actory judgments regarding their relevancy to 
the mcluSlOn or exclusion of certain segments of 
private security and the need for standards and goals. 

One issue involves identifying a clear distinction 
between public and private security. As stated earlier, 
the Private Security Task Force differentiates be
tween public and private security according to the 
source of funding-public and private. However, 
v~ri.ous. professionals in the field consider the key 
dlstlUction between public and private security to be 
whether or not personnel have police powers, i.e., 
the power of arrest. In many instances, publicly 
fun~ed personnel possessing full police powers oper
ate mdependently of public law enforcement agenci61! 
and perform security functions in limited areas, such 
as mass ~ra~sportation, public housing, park districts, 
school dIstrIcts, some colleges and universiti~s, rail
road police, port authorities, and toll roads. Many !Jf 
these personnel use the title "police" and have 
statutory power of arrest independent of any local, 
~ta~e~ or other law enforcement agencies. These 
mdlvlduals clearly are not sworn public law enforce
ment officers of city, county, State, or Federal law 

.n Jose.ph, Raym':lnd A. "Bodyguard Business Booms as 
Kldnapp1l1g and Crime Rates Rise," The Wall Street Journal, 
Nov. 20, 1975, p. 1. 

""Ibid. 
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enforceme.nt agencies. ~evertheless, they clearly are 
sw?rn polIce officers WIth specific jurisdictional limi~ 
tatlOns on their powers of arrest, determined in 
most cases by statute or ordinance. Even though 
t~ese personnel receive public funds, it is recog
mzed that they perform similar and often identical 
service~ to those of private security personnel. 
Accord~ngly, ~hese sp.ecial police forces properly 
belong In speclal-functIOn police categories. 

Although not included within the scope of the 
standards and goals for the private security indus~ 
try, special-function police personnel should make 
every effort to meet or exceed these standards and 
goals. In particular, the selection and training stand
ards and the conduct and ethics standards should be 
adopted and met. These forces also should care
fuUy review the chapter related to law enforcement 
agencies. In most cases, special-function police have 
been excluded from licensing and registration be
cause the appropriate local, county, or State govern
ment already has the statutory authority to adopt 
the proper standards and goals relating to these 
personnel and activities. Similarly, security at gov
~rnment facilities provided by government employees 
IS excluded. Not excluded is security at government 
facilities provided by contractual guard firms. 

Arguments have been made for the exclusion of 
other private security personnel who have special 
police commissions or peace officer status. Private 
security personnel often derive their authority to 
carry firearms through designations such as special 
dep.uty sheriff, sp~cial police officer, and auxiliary 
polIce officer. Unhke the special-function police and 
special police forces, however, these personnel are 
f~nded by private sources. Furthermore, very little 
dIrect control is exercised over them by the public 
law enforcement agency granting the special powers. 
The ,Police status is often confined to a very narrow 
spatial area, usually the place of assignment. Often 
the sta~us is simply a mechanism to afford legal 
l?rotectlo.n to the guard for apprehension and deten
tlo~ actIOns taken by private security personnel 
until law enforcement officials take formal custody of 
suspects. 

Private security personnel with special police 
powers would be included in the scope of the stand
ards and goals, depending upon the extent to which 
they meet the following criteria: 

1. The personnel are primarily employees of a 
for-profit organization or contract guard firm as 
distinguished from a nonprofit or governm~ntaI 
agency; 

2. The personnel receive their salaries from the 
private sector; and 
. 3. T?e per~onnel perform primarily private secu

rIty (chent-orIented) as opposed to public law en
forcement (citizen-oriented) functions. 

<. 

In a 1975 survey of licensed security personnel 
in New Orleans and St. Louis (Appendix 2) both .. ' CItIes granted police powers to all the licensed secu-
rity personnel. In New Orleans, private security 
personnel are referred to as "special officers," and 
each special officer is granted limited police powers 
that extend to the actual premises of the company 
or beat assigned. In St. Louis, private security per
sonnel are licensed as "watchmen" and, once li
censed by the Board of Police Commissioners, are 
duly constituted police officers who may exercise 
poliCe powers in an assigned, specified area. If the 
argument that all security personnel with police 
powers be excluded from these standards and goals 
was accepted, virtually all private security person
nel in these two major American cities would be 
excluded-some 7,000 plUS. 

Another important issue questions whether the 
standards and goals should be equally applicable to 
contractual and proprietary security systems. Some 
private security community spokesmen advocate a 
differentiation between contractual and proprietary 
security personnel in the standards and goals. There 
is a differentiation made between contractual and 
proprietary delivery systems in some of the stand
ards and goals, as appropriate, but generally pro
prietary private security personnel are treated ex
actly as are contractual security personnel. 

Both contractual and proprietary private security 
personnel have a significant impact on crime preven
tion and are interrelated with the criminal justice 
system. For example, the rights of a citizen must be 
protected upon apprehension or arrest by private 
security personnel, just as when the arrest is made 
by a public law enforcement officer. Whether the 
private security personnel arresting the citizen are 
contractual or proprietary is not the issue; the ma-

jor concern is that the citizen and his rights be treated 
according to the law. 

Private security activities conducted within the 
generally recognized guidelines for the protection of 
individual rights best serve public interests. As the 
RAND Report (Vol. 1) pointed out, "there would 
be significant advantages in applying to private se
curity work the same standards of conduct developed 
in constitutional decisions for arrest detention , ' 
search, and interrogation by public police." 24 As in 
other areas, it is believed that no distinction should 
be made between whose conduct.::-contract or pro
prietary personnel-affects other's individual rights. 
Also, when disr.ussing individual rights, no distinc
tion should be made between ordinary citizens and 
employees. Private security personnel must recognize 
that both contractu1:ll and proprietary security em
ployees, as weU as other employees of organiza
tions, retain their rights guaranteed by the Constitu
tion and Bill of Rights. 

The private security sector is a rapidly expanding 
force in our society. A clear understanding of its 
constituency and purpose must be developed if the 
standards and goals are to have an impact on the 
greater effectiveness of the private industry in crime 
prevention and reduction. Although some may dis
agree with certain aspects of the basic definition of 
private security presented, it is an accurate repre
sentation of the industry and vital to the development 
of meaningful response to the private security stand
ards and goals. More specific definitions and func~ 
tional descriptions of the major types of security
related services and the major clients or users of 
private security follow in sections 4 and 7 of this 
introduction. 

!!3 Kakalik ~lDd Wildhorn, op. cit., p. 98. 
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SECTION 2 

DEVELOPMENT OF STANDARDS AND GOALS FOR PRIVATE SECURITY 

The Need for Standards and Goals 

Residents of America's largest cities listed crime 
as the number one problem in their community in 
a nationwide poll conducted during the summer of 
1975.1 Crime has infiltrated every part of the Na
tion's structure-its cities and neighborhoods, its 
transportation and recreational areas, its schools and 
libraries, and its homes and commercial establish
ments. It has been estimated that before the end of 
1976 one of every four Americans will be victimized 
by a crime. 

Faced with alarming rises in crime and the con
stant fear of crime. Americans have reached out for 
protection beyond that which can be provided by 
the Nation's overcommitted, and often understaffed, 
public law enforcement agencies. As a result, the 
number of private security personnel now exceeds 
that of public law enforcement and the number of 
companies doing business in security products and 
services has increased dramatically, along with the 
number of businesses employing proprietary security 
forces. Recent statistics reveal that Americans pay 
more for private security services than Federal, 
State, and local governments pay for the criminal 
justice system.2 

This significant growth has not been accompanied 
by a growth in measures devoted to evaluating and 
upgrading the private security industry in relation 
to its efficiency and effectiveness. The security in
dustry is plagued by a variety of potential and actual 
problems, including low wages, poorly qualified and 
untrained personnel, abuse of authority, lack of reg
ulation, and excessive false alarms, to name a few. 
Yet, little attention has been focused on providing 
effective remedies for these problems. In fact, there 
is an alarming paucity of research available for the 
purpose of studying and improving the operations of 
this vast industry. 

Undoubtedly, the private security industry pro-

1 Gallup Opilliollllldex. Princeton, N.J., June 27-30, 1975. 
2 McKay, John. "A Challenge for the Crime Prevention 

Officer," commencement speech delivered to the 21st gradu
ating class of the National Crime Prevention Institute, Louis
ville, Ky., 1975. 
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vides an important and necessary service in this 
country. Its rapid growth and increased revenues 
attest to its prominence as a vital force against 
crime. Although its benefits are directed primariiy 
toward the private sector, it also provides certain 
public benefits and its potential for increased con
tributions to national crime prevention and reduction 
is apparent. Therefore, in the interest of the clients 
the private security industry serves, as well as the 
general public, uniform standards and goals to in
crease its efficiency and effectiveness as a crime
preventive force are essential. 

The security industry itself has indicated a strong 
desire to establish standards to upgrade its opera
tions. For example, in a 1975 survey of the member
ship of the American Society for Industrial Security, 
87 percent of the respondents expressed a need for 
the development of a "set of standards." 3 

One security consultant recently described the 
problems of the industry as a "vicious circle" 4 (see 
Figure 5). Within this vicious circle, factors, such 
as low salaries, marginal personnel, lack of promo
tional opportunities, high turnovers, and little or no 
training, lead to one another and result in ineffective 
performance. To attract and keep highly qualified 
personnel, salaries must be commensurate with ex
perience, training, education, and job responsibilities. 
However, competition by private security companies 
tends to keep wages low because of the bidding 
process. This, in effect, creates a vicious circle where 
higher caliber personnel cannot be provided unless 
there are higher wages, but the consumer has been 
reluctant to foot the bill. However, competition can 
still exist with a higher level of wages. In fact, a 
1975 study of consumers of private security services 
in the Greater Philadelphia area revealed that 72 
percent of the respondents (industrial, commercial, 
and financial businesses) indicated their wlllingness 
to expend additional funds for security if the quali-

• Private Security Task Force, "American Society for 
Industrial Security Survey Results." See Appendix 1 to this 
report. 

• Potter, Anthony. An address to the First Annual Con
ference on Private Security, University of Maryland, College 
Park, Md., December 1975. 
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Figure 5. Private Security Vicious Circle 

High Turnover 

fications of personnel and/or quality of security 
service were improved. 5 The establishment of stand
ards and goals is an important step toward improv
ing quality and effectiveness in the private security 
industry, thus eliminating the vicious circle. 

• Private Security Task Force, Survey of Consumers of 
Private Security Services in the Greater Philadelphia Area. 
See Appendix 3 to this report. 

Law Enforcement Assistance Administration 
Role 

Since 1968, the Law Enforcement Assistance Ad
ministration CLEAA), U.S. Department of Justice, 
has sponsored programs at all levels of government 
in its national commitment to reduce crime, protect 
society, and increase public safety. In 1970, LEAA 
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recognized the impact of private security services 
upon crime prevention and funded a major study 
to describe the nature and extent of the industry. a 

The results of this study, published in 1972 by the 
RAND Corporation, included recommended policy 
and statutory guidelines for improving future opera
tions and regulations. 

LEAA was prompted in 1972 to establish a Pri
vate Security Advisory Council (PSAC), partly as 
a result of the RAND Corporation study and partly 
as a result of the demands of the alarm industry 
concern over the issue created by Federal funding 
of an alarm.·system in Cedar Rapids, Iowa, and the 
eventual disposition of this system to the municipal 
government. PSAC was formed to study and advise 
LEAA regarding various security issues, with the 
objective of enabling LEAA to better use and coor
dinate its resources in a comprehensive national 
effort to reduce crime. PSAC membership includes 
private security executives, criminal justice adminis
trators, business leaders, and concerned citizens, and 
it has specific committees on (1) alarms, (2) envi
ronmental security, (3) guards and investigators, 
( 4) law enforcement-private security relationships, 
(5) terroristic acts, and (6) armored car services 
(appointed in May 1976). 

Acting on the recommendation of PSAC, LEAA 
Administrator Richard W. Velde publicly an
nounced his intention of including the private secu
rity industry as a major part of the LEAA Phase II 
standards and goals effort at the December 1974 
meetiug of PSAC in Williamsburg, Va. Thus, in 
1975 when LEAA created the second National Ad
visory Committee on Criminal Justice Standards and 
Goals, to provide direction and milestones for 
achievement of comprehensive improvement in the 
criminal justice system's capability to control crime, 
the Private Security Task Force was formed to de
velop private security standards and goals. The 
relationship between PSAC and the Task Force was 
made clear by selection of a common chairman and 
the dual membership by several persons on both 
PSAC and the Task Force. 

Through the formation of PSAC and the subse
quent inclusion of private security in the national 
standards and goals program, LEAA has acknowl
edged the belief that the crime prevention activities 
of the private security industry contribute substan
tially to this country's efforts to provide a safer 

• Kakalik, I. S., and Sorrel Wildhorn, Private Police in the 
United States: Findings and Recommendations, Vol. I, 
R-869/DOJ; The Private Police Industry: Its Nature and 
Extent, Vol. II, R-870/DOJ; Current Regulation of Private 
Police: Regulatory Agency Experience and Views, Vol. III, 
R-8711DOJ; The Law and Private Police, Vol. IV, R-872/ 
DOJ; Special-Purpose Public Police, Vol. V, R-873/DOJ. 
Washington, D.C.: Government Printing Office, 1972. 
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environment for all Americans and that private secu
rity is a vitally important resource in crime preven
tion and control. As stated by LEAA Administrator 
Velde, the problem of crime in America is so large 
and so complex that the public and private sectors 
should be united in a partnership to reduce crime: 

It is clear that the police, government, or its agencies 
cal~not alone cope with the volume of crime in a way that is 
satIsfactory to all. As law enforcement officials we must 
recognize the mUltiplicity of factors that go into the process 
of preventing and controlling crime and delinquency and 
enlist-not turn away or discourage-the support of every 
public agency, social institution, private group and citizen 
to fight crime. In short, the criminal justice system must be
come partners with others. One of the areas in which this 
partnership must be formed and fostered is the private secu
rity community.' 

LEAA's involvement with the private security 
community will not cease with this report. Through 
the continuing work of PSAC, further efforts will be 
undertaken to increase the effectiveness of the secu
rity industry in national crime prevention. 

Issues Addressed Prior to Standards and 
Goals Development 

The initial work of the Private Security Task 
Force focused on the resolution of certain important 
issues that would influence the structure of the 
report and the development of appropriate standards 
and goals. The first issue addressed was whether the 
emphasis of the report should be directed toward 
equipment or personnel. It became apparent that, in 
spite of great advances in technical devices, the 
industry was still largely personnel oriented. Further
more, its most frequently cited problems and abuses 
were related to personnel. Therefore, the Task Force 
determined that the major thrust of the standards 
and goals development should be personnel oriented. 

It was necessary to determine if there was ;~ logi
cal starting point for improvement of private security 
personnel and performance. Several alternatives were 
presented-improve and increase training, reduce 
the high turnover rate, remove marginal personnel, 
and increase salaries. Careful study of the question 
resulted in a determination that there was no single 
starting point for upgrading this complex industry, 
especially because many of its problems are se1f
perpetuating (see Figure 1). Therefore, the Task 
Force believed that the standards and goals should 
address all important problem areas. 

Another issue that received serious consideration 

7 Velde, Richard W. Address by the Administrator of the 
Law Enforcement Assistance Administration at the annual 
meeting of the International Association of Chiefs of Police, 
Denver, Colo., Sept. 16, 1975. 
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was the potential economic impact of standards and 
goals on all sectors. Although a portion of the Na
tion's security business is dominated, in terms of 
market share, by a number of large national firms, 
there are thousands of small contract guard, investi
gative, alarm installation, response, and security 
equipment firms who handle an almost equal share 
of America's security business. Some of these smaller 
firms have expressed the opinion that to establish 
standards and goals across the board would merely 
enhance the market position of the larger· firms, 
because only the larger firms have the extensive re
sources needed to implement the standards. In con
sidering this issue, the Task Force determined that 
only those standards and goals that would not elimi
nate competent, small security businesses or make it 
impossible for small businesses to establish proprie
tary security forces would be adopted. In this regard, 
the Task Force was very careful to limit itself to 
requirements that are in the public interest and to 

. consider at all times the value of maintaining com
petition in the private security industry. However, it 
was equally concerned with users' interests and the 
belief that citizens and clients must be afforded the 
same high quality of protection, whether delivered 
by large or small security firms. 

A third issue facing the Task Force in its develop
ment of standards and goals involved armed versus 
unarmed personnel. Argumunts were presented ad
vocating the inclusion of o.1ly those private security 
personnel who are armed in its standards and goals. 
The Task Force rejected these arguments, however, 
because the value or effectiveness of private security 
personnel cannot be measured only in terms of the 
weapons they do or do not carry. The important 
issue is the nature of the private security functions 
that mayor may not require the use or carrying of 
a firearm. Clearly, the nature of any private security 
activity is situation-specific-the activity tailored to 
specified needs. It is the optimum matching of the 
private security needs with appropriately selected 
personnel that will result in the highest quality pro
tection. Thus, the dual objectives of the Task Force 
in resolving this issue were: 

1. To provide guidelines pertaining to the nature 
of security functions, and 

2. To describe reasonable criteria for the screen
ing and hiring of armed versus unarmed personnel. 

Finally, it was suggested to the Task Force that 
its study and report be directed solely at contract 
security-those businesses that provide security serv
ices to others for a fee. Remembering that the pur
pose of the report was to establish standards and 
goals that would improve the private security in
dustry's role in crime reduction and prevention, the 
Task Force saw no valid reason for eliminating any 

particular segment. Proprietary security personnel
employees hired by a business to specifically protect 
the employer's assets-perform the same functions 
as personnel who are hired by a contract security 
business. Although the differences between these two 
segments have been debated for years, the Task 
Force believes that there is more commonality than 
difference. This commonality was clearly visible in 
responses to the Task Force survey of the American 
Society for Industrial Security (Appendix 1). Ex
cept for wages, there were no significant statistical 
differences between the responses of people in con
tract security and those in proprietary security. Pri
vate security professionals basically have the same 
attitudes, opinions, and goals on important issues 
affecting the provision of security functions. There
fore, the Task Force decided to address itself in 
standards and goals development to all segments of 
the industry-both contractual and proprietary. 

In addressing the basic issues presented above, the 
Task Force was cognizant of the valuable role that 
the private security industry is playing in the con
tinuing fight against crime. It was also aware that 
the role of the Task Force was to make recommen
dations to facilitate the development of the industry's 
full potential to assist in reducing crime in the 
United States. 

Procedure in Development of Standards and 
Goals 

The following profile of procedures used by the 
Private Security Task Force to develop standards 
and goals indicates the thoroughness and compre
hensiveness of the development process. 

Initially, staff research was conducted to extract 
the suggestions and recommendations of professional 
associations, the Private Security Advisory Council, 
subcommittees of the Private Security Advisory 
Council, literature and publications concerning the 
field, and other research reports and studies. The 
staff summarized this material in the form of posi
tion papers. These position papers were presented 
for review to Task Force members at the July 1975 
meeting. 

After reviewing the staff's work, members of the 
Task Force removed, modified, or added material 
and expressed their views concerning the parameters 
of the report. Based on this input, the staff prepared 
a working outline of the Task Force Report, dated 
August 1, 1975. This report was reviewed by vari
ous subcommittees of the Task Force. 

During August 1975, at meetings held in Louis
ville, Ky., Atlanta, Ga., and Philadelphia, Pa., fur
ther modifications were made of the working outline 
and an updated outline was prepared, dated Sep-
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tember 15, 1975. This draft outline was distributed 
to approximately 150 leading private security prac
titioners throughout the United States, as well as to 
various professional security and law enforcement 
associations. Many of the recipients reproduced the 
material and sent it to colleagues and/or fellow 
members, thus assuring wide dissemination. One 
national publication, "Protection of Assets Manual," 
printed the outline in its entirety. 

A large number of individuals throughout the pri
vate security industry made numerous suggestions to 
the Task Force, including approximately 50 persons 
sending detailed formally written comments to the 
staff. These comments were reviewed by the staff 
and members of the Task Force and proved very 
beneficial in the development of the final standards 
and goals. The staff of the Task Force also attended 
meetings of the Private Security Advisory Council 
and its various subcommittees, visited contract secu
rity operations, as well as companies, employing 
proprietary security, and met with or had telephone 
contact with a croSs section of security industry 
persons and people working in regulatory agencies. 
Many of the persons contacted or who contributed 
input are listed as consultants or contributors at the 
back of this report. Numerous other individuals 
provided specific input, on a one-to-one basis, 
through the staff and members of the Task Force. 

Task Force meetings were held in April 1975 in 
Washington, D.C.; July and October 1975 in Chi
cago, Ill.; January 1976 in New Orleans, La.; April 
1976 in San Francisco, Calif.; and finally in July 
1976 in Atlanta, Ga. (The meetings were held at 
various locations to enable interested persons in dif
ferent geographic areas to attend.) At these meetings, 
speakers representing broad constituencies were in
vited to appear before the Task Force and present 
their positions and, as appropriate, that of their asso
ciation on matters related to the standards and goals 
effort. Their input was carefully reviewed by the Task 
Force and provided invaluable assistance in the de
velopment of the standards and goals. 

The primary purpose for the six Task Force meet
ings, however, was to develop and vote on the stand
ards and to review and discuss the standard commen
taries. Recognizing the importance of the standards 
and goals, it was determined at the first meeting that 
a simple majority vote should not be sufficient for 
approval of a standard or goal; it was decided that no 
standard or goal statement could be approved unless 
it received at least 9 to 14 votes. After each standard 
and goal was approved, it was forwarded to the N a
tional Advisory Committee on Criminal Justice 
Standards and Goals (NACCJSG). Unless speci
fically noted within the report, the NACCJSG re
viewed and approved each standard and goal. 

Notices of all meetings of the Private Security 
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Task Force and the NACCJSG were printed in the 
Federal Register at least 15 days in advance of each 
meeting. All meetings were open to the public, and 
the Task Force received valuable input from numer
ous non-Task Force persons who attended the meet
ings. It was recognized that only through an open 
dialog, with as wide a participation as practical, 
could realistic and viable standards and goals be 
developed. To the best of its ability, the Task Force 
adhered to that principle. 

Utilization of the Report 

The Private Security Task Force report is designed 
as a reference tool. and guiding document for use 
primarily by three major groups; (1) State and local 
criminal justice officials, (2) members of the private 
~ecurity community, and (3) consumers of private 
security services and citizens. It is intended to serve 
as a focal point for the greater interaction of the pri
vate security community with the criminal justice 
system and its component agencies. 

State and local criminal justice officials should 
examine the standards and goals in order to adapt 
them to their local situations, for the increased co
ordination of private security services in crime pre
vention. The private security industry should find 
the standards and goals useful as a means of evaluat
ing the industry's position and role in the criminal 
justice system and also as a means for improving the 
quality of its services and upgrading its image. Citi
zens and consumers of security services should read 
this report for a better understanding of the services 
and products available from the private sector, thus 
enabling them to explore new options in their indi
vidual efforts to reduce crime. 

Limitations of the Report 

Although the Task Force believes this report will 
be a significant contribution to the literature on pri
vate security and will serve as a useful planning 
document for private security practitioners, govern
ment officials, and citizens, it realizes that the report 
has certain limitations. The lack of definitive and 
comprehensive research regarding private security 
activities in the United States greatly handicapped 
the Task Force in its analysis of the industry. In an 
attempt to augment the available data, the Task 
Force undertook three major research activities. 
These research activities (reported in Appendixes 
1, 2, and 3) are as follows; (1) "American Society 
for Industrial Security CASIS) Survey Results," (2) 
"Characteristics of Licensed Private Security Person
nel in Two American Cities: New Orleans, La., and 
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St. Louis, Mo.," and (3) "Survey of Consumers or 
Private Security Services in the Greater Philadelphia 
Area." Although the information obtained from this 
research was of great usefulness, more complete data 
need to be developed in various areas throughout the 
security industry. 

The report is limited in the extensiveness of its 
standards and goals; many more could have been 
developed by the Task Force. However, it was be
lieved that the main emphasis should be on the de
velopment of quality standard and goal statements 
and supporting commentaries in areas that the Task 
Force believed it had sufficient knowledge. Listing 
voluminous standards and goals that lacked adequate 
support was not the intent of the members of the 
Task Force. Staff and members of the Task Force, 
along with others who contributed to the process of 
standards and goals, singled out issues in which they 
had personal expertise for conversion into a standard 
or goal. Unfortunately, some of these issues were too 
narrow in scope to fit the structure of the report and, 

in some cases, could not be supported in terms of the 
research available. These suggested standards are not 
included in the report. 

Finally, limited time and financial resources made 
it difficult to address all of the recognized issues. 
With more time and financial support, a more thor
ough study could be made of additional problem 
areas. In view of the level of funding, available staff 
time, and short duration of the present project, the 
Task Force believed that inclusion of a smaller num
ber of adequately documented standards and goals 
was a better approach than to attempt to treat all 
problem areas by including standards and goals that 
were neither viable nor relevant. 

It is recognized that the report is limited in scope. 
Therefore, continuous analysis of the private security 
industry and its components is strongly encouraged. 
However, this report offers a starting point to provide 
positive direction toward the greater use of private 
security services in the major effort of crime preven
tion and crime reduction in this country. 

17 



~~------ ~---~--~- ~-- -- -----

r 

SECTION 3 

THE ROLE OF PRIVATE SECURITY !N CRIME PREVENTION AND THE CRIMINAL 
JUSTICE SYSTEM 

Although the formal responsibility for crime con
trol in this country rests with the traditional criminal 
justice system, many other organizations and citizens 
are involved in reducing and preventing crime. In
deed, the sheer' magnitude of crime in our society 
prevents the criminal justice system by itself from 
adequately controlling and preventing crime. The 
cooperative efforts of every citizen, business, and in
stitution are needed to effectively deal with the prob
lem. As recently stated in U.S. News and World 
Report, "the number one need is to overcome the 
public's misconception that they can leave crime 
fighting entirely to the police." 1 

One major force that over the years has been con
sistently and directly involved with crime prevention 
is the private security community. As can be seen 
from the significant growth of the private security 
industry and the large amount of money expended 
for security services and products, the industry ful
fills an important function in our society. Its import
ance is intensified through a look at the magnitude 
and impact of crime on the private sector. 

U.S. News and World Report estimated total 1974 
crime-related losses in the business community to be 
$21.3 billion. 2 Retail losses related to crime were 
estimated at $6.5 billion in 1975 by the U.S. Depart
ment of Commerce.s The FBI Uniform Crime Re
ports placed 1974 nonresidential losses from burglary 
at $423 million.4 The Associated General Contrac
tors of America estimates annual theft and vandalism 
of materials and supplies from construction sites at 
$100 million. The U.S. Senate Juvenile Delinquency 
Subcommittee Report estimates vandalism in the 
schools to be $500 million annually.5 The Senate 
Select Committee on Small Business estimates cargo 
theft at $2.5 billion annually. a 

1 "The Losing Battle Against Crime in America," U.S. 
News and World Report, Vol. LXXCII, No. 25, Dec. 16, 
1974, p. 43. 

2 Ibid. 
• Crime in Retailing. Washington, D.C.: U.S. Department 

of Commerce, August 1975, p. VII. 
• FBI Uniform Crime Reports, 1974. 
G "School Crime at Crisis Stage," Chicago Tribune, Janu

ary-February 1974, p. 25. 
• Frost and Sullivan, Inc., The Industrial and Commercial 

Security Market. New York, March 1975, p. 55. 
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Clearly, it is in the economic interests of the pri
vate sector to undertake additional protective meas
ures, and, most often, the private security industry is 
called upon to provide this additional protection. 
Through its various components, the security indus
try provides crime prevention services and products 
aimed at reducing client losses and increasing profits. 
As stated by the head of a national security company, 
"A properly developed security plan is one of the 
wisest investments a company can make to assure 
continuity of earnings." 7 

The crime prevention role of private security also 
provides public benefits. For example, successful ac
tions taken by the private sector to prevent and re
duce crime against their property decrease the num
ber of crimes to which public law enforcement 
agencies must respond, and thus frees valuable law 
enforcement resources for other important activities. 
FiJx-';lermore, there are many places frequented by 
thl,; public where a public law enforcement presence 
cannot be established, and there are types of crime 
beyond the scope of the protective measures public 
law enforcement can provide, e.g., corporate theft, 
embezzlement, and retail trade. U.S. Bureau of the 
Census statistics reflect some 12.4 million commercial 
and business establishments in the United States.s 

The approximate 500,000 local law enforcement pro
sonnel in this country can not possibly provide pro
tection for all of these establishments. 

Although concerned with crime prevention, public 
law enforcement agencies have been mainly placed 
in a crime response mode by ever-spiralling crime 
rates and limited resources. Most public law enforce
ment agencies have neither the resources nor the 
time to engage in preventive activities, but, instead, 
must focus primarily on order maintenance and 
criminal apprehension. Moreover: 

. . . there has never been a clearly defined role for the 
police to protect the public distinct' from the role of the 

7 "Crime Does Pay," Fortllne, September 1974, pp. 45-60. 
8 "LEAA and the Regulation of the Private Security In

dustry," NBFAA Signal, 2nd Quarter 1975, p. 10. 
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police to serve the needs of the justice system by making 
arrests for crimes committed.· 

In addresses to the International Association of 
Chiefs of Police and the National Burglar and Fire 
Alarm Association, LEAA Administrator Richard 
W. Velde accurately depicted both the role of public 
law enforcement as a criminal justice system com
ponent and the role of private security in crime 
prevention. 

The criminal justice system, and particularly our nation's 
police, do perform a rather narrow function that is largely a 
responsive one that follows the commission of crime. There 
are' constitutional and statutory responsibilities in all the 
states that define the role of the police force and essentially 
they say that police are not in the crime prevention business.'o 

The fact is, however, that the vast majority of these offi
~ers are in a response posture most of the time. They don't 
have the time to concentrate on crime prevention. The vo}.· 
ume of crime prevention precludes them from devoting all 
but a relatively minor effort toward preventing it. It is 
obvious that they need help.u 

If there were no guards protecting our hospitals, hotels, 
office buildings, museums, schools, recreational areas and 
the like, and, if there were no alarm systems, these places 
would go virtually unprotected. There is no way that public 
law enforcement, as it is presently staffed, equipped and 
deployed, could provide much more than token protection.'" 

Significant crime prevention efforts are provided 
by private security interests, and interrelationships do 
exist between these interests and the criminal justice 
system, especially public law enforcement compo
nents. Ideally, public law enforcement and private 
security agencies should work closely together, be
cause their respective roles are complementary in the 
effort to control crime. Indeed, the magnitude of the 
Nation's crime problem should preclude any form of 
competition between the two. Rather, they should be 
cognizant and supportive of their respective roles in 
crime control as advocated by LEAA Administrator 
Richard W. Velde: 

There is so much to be done in the area of crime preven
tion that I can think of no reason for competition between 
the police and private security in this area. In fact, I visualize 
a comprehensive program of modern, effective crime pre
vention in which private security and police departments 
cooperate with each other, exchange information, and utilize 
common bases of expertise and know-how. This will require, 
of course, mutual respect for each other's talents and 
capabilities.'" 

Velde's views are echoed by Richard S. Post: 

U Post, Richard S. "Contemporary Protective Systems," 
Security Register, January-February 1974, p. 25. 

10 Velde, Richard W., address by the Administrator of the 
Law Enfo'rcement Assistance Administration at the annual 
meeting of the International Assvciation of Chiefs of Police, 
Denver, Colo., Sept. 16, 1975. 

U NBFAA Signal, op. cit., p. 11. 
'" Ibid. 
13Velde, op. cit. 

The private security industry ... their resources must be 
evaluated, regulated and integrated into community crime 
prevention prol~,rams.14 

If this increased cooperation is to become a reality, 
the relationships between the two forces must be 
carefully examined and appropriate measures taken 
to resolve conflicts. 

A survey of the membership of the American So
ciety for Industrial Security (ASIS) indicates a posi
tive relationship between the private security com
munity and public law enforcement. The respondents 
classified relationships with public law enforcement 
as excellent (57 percent) and good (30 percent) for 
the most part. Additionally, 66 percent of the re
spondents believed that public law enforcement was 
supportive of private security efforts.15 It should be 
noted, however, that these respondents were from 
the upper management/supervisory levels. The rela
tionship mayor may not be perceived the same at 
the operational level. 

The Law Enforcement/Private Security Relation
ship Committee of the Private Security Advisory 
Council, on the other hand, in its examination of the 
relationship between private security and public law 
enforcement, found that friction between the two 
groups does exist. Specifically, the committee listed 
the following barriers to an effective relationship 
between the two sectors: 

• Lack of mutual respect; 
• Corruption; 
• Lack of cooperation; 
• Lack of two-way communication; 
• Competition; 
• Lack of knowledge by law enforcement of the function, 

mission and problems of private security; 
• The failure of private security to speak with a unified 

professional voice; and 
• The need for better formulated and articulated stand

ards of professionalism on both sides.'o 

The level and intensity of existing problems in the 
above areas vary greatly. In some communities, pri
vate security and public law enforcement personnel 
enjoy a close, positive working relationship; in 
others, this relationship is strained and competitive. 
Time and financial constraints prevent a closer study 
of the relationship at this time; however, it is im
portant to establish standards and goals designed to 
promote and ensure improved relationships at all 
levels in order to create a more effective interface 
between the public law enforcement and private se
curity sectors. 

u Post, op. cit., p. 27. 
,. Private Security Task Force, American Society for In

dustrial Security survey, p. 8. See Appendix 1 to this report. 
10 Private Security Advisory Council, Law Enforcement/ 

Private Security Relationship Committee working paper, 
June 4, 1975. 
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The International Association of Chiefs of Police 
has recently taken a very strong, positive att~tude 
toward the general function and value of pnvate 
security services and toward improving rela~io~s and 
communication. This posture represents a slgmficant 
step forward in the direction of .coope;ation and 
assistance between the two forces m theIr common 
struggle against crime. Such action can open t?e path 
to resolution of the problems that have hIndered 
mutual cooperation and respect in the past. 

One problem that has consistently c~used fricti?n 
between public law enforcement and pnvate secunty 
is false alarms. It has been suggested that up to 90 
percent of all alarm response calls received by la:v 
enforcement agencies are false alarms. Although thiS 
figure is a much-abused statistic, false alarms clearly 
create problems and conflicts. In fact, because of the 
frequency of false alarms, many law enf~rc~ment 
agencies give alarm response a low pnonty. 

Although the largest percentage of false alarms 
appears to result from user error, inadequate instal
lation and faulty equipment also cause them. For the 
most part, problems of installation and poor ~quip
ment are found in inexpensive systems, not m the 
more expensive, sophisticated installations, such as 
those used in banks and jewelry stores. Therefore, 
consumers should be educated on the nature and use 
of the alarm systems they purchase and should have 
reason to have confidence in their reliability. Public 
law enforcement agencies also should do their part 
by providing timely response to alarms a?d ~ooper.at
ing with the private security industry m mformmg 
users of the seriousness of false alarms. 

The need for mutual cooperation and acceptance 
between the alarm industry and public law enforce
ment agencies was emphasized by Glen D. King, 
executive director of the International Association of 
Chiefs of Police, in an address before the 28th annual 
convention of the National Burglar and Fire Alarm 
A~sociation: 

... false alarms are the greatest single barrier to co
operation between professional law enforcement and the 
alarm industry. Every police administrator I have talked to 
about this problem agrees there have been too many words 
and too little action on both sides of this issue." 

Another substantive barrier to effective interaction 
between private security and public law enforcement 
agencies has been some lav.: enforce~ent agenci~s' 
questioning of the qualificatIons of pnvate secunty 
personnel to perform police-related functi~ns. 
Whereas public law enforcement officers are subject 
to clearly defined controls concerning employment, 

17 King Glen D. address delivered before the 28th annual 
conventi~n of the National Burglar and Fire Alarm Associa
tion, Las Vegas, Nev., Mar. 20, 1975. 
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train ing, conduct, and so forth, private secu:ity em
ploYf~es are subject to little or. no con.trol .m these 
areas. Furthermore, many consIder theIr prIvate se
curity employment temporary. In the absen~e. of 
minimum qualifications for emploYI?ent and trammg, 
private security personnel, especIally guards ar:d 
watchmen, are often viewed with disrespect by publIc 
law enforcement personnel. 

Greater respect by public law enforcement agencies 
for the crime prevention role of the private security 
sector can· be achieved through standards and goals 
designed to upgrade the quality of private security 
personnel and encourage career pa.ths i~ th.e fi~ld. 
ASIS has made significant efforts lTI thIS dIrectIOn 
through its professional education pr~grams. ~espect 
for the crime prevention role of the mdustry IS also 
fostered at the LEAA-sponsored National Crime Pre
vention Institute in Louisville, Ky. The institute, 
staffed by persons with law enforcement a~d private 
security experience, brings in private secunty leaders 
from various fields to address and discuss mutual 
problems with the law enforcement students. This 
interaction promotes not only greater respect but also 
a greater understanding of the function of the indus
try. 

A misunderstanding on the part of public law 
enforcement agencies revolves around a belief that 
private security personnel are trying to provide public 
law enforcement services for profit. However, a sur
vey of the ASIS membership found that the private 
security community clearly does not want to perform 
a public law enforcement role. For example, 74 per
cent of the respondents indicated that private security 
should not have the same legal authority as public 
police. 18 This viewpoint is further supported in a 
position paper by Claude E. Hinds, president o~ t~e 
World Association of Detectives, a group of prmcl
pals and, in most cases, owners of private security 
firms: 

Too long we have been looking to law enforcement for 
training, because nothing else was available. This practice 
has unfortunately contributed to the belief that we a:e 
basically concerned with enforcement of the law, when l~ 
fact we are not and don't wish to be .... Let me make It 
quite clear, we don't want to be Police Officers. When. we 
employ an individual, we tell them thgy are not to consider 
themselves Police Officers. We do not want to enforce the 
law but feel that our primary goal is one of protection and 
prevention.' • 

It was noted in Section 1 that some private security 
personnel are granted limited police powers generally 
restricted to the premises of employment. However, 

,. Private Security Task Force, American Society for In
dustrial Security Survey, p. 8. See Appendix 1 to this report. 

,. Hinds, Claude E., World Association of Detectives. Posi
tion paper presented to Private Security Task Force, Chicago, 
IlI., July 11, 1975. 

) 

ct; '" , 
" 
)' 

'} 

a major distinction between public law enforcement 
and private security powers is that police make 
arrests on behalf of the public and private security 
personnel make apprehensions on behalf of the 
client. 

Another area of conflict between public law 
enforcement and private security is that of account
ability. Public law enforcement officers are account
able to the public (citizens); private security per
sonnel are primarily accountable to the individual 
or organization employing their services (clients): 

The client of the police officer, as it were, is the com
munity. The community determines the rules under which 
the inVestigation, apprehension, and disposition of the case 
take place, and the officer, theoretically at least, is account
able to that system of rules and to the community. 

The private police ag~nt, however, in dealing with the 
same acts that the public deals with, defined as crimes, is 
in the employ of a private individual or firm rather than 
serving the community. He is to a much greater extent not 
subject to the same rules for investigation and apprehension 
and he is accountable only to himself, his profession, and his 
employer."" 

This accountability creates a situation in which per
sons are subject to investigation or ~tpprehension by 
private security personnel for actions that would be 
considered criminal acts in the public sector. Many of 
these cases never enter the criminal justice system, 
and the employers or clients become a criminal 
justice system themselves, sitting in judgment. One 
study suggested that in 75 percent of the cases of 
internal employee theft, employees prefer restitution 
to criminal prosecution, and employers often accept 
this as a viable alternative. 21 It should be pointed out 
that restitution is a proper civil remedy. In fact, 
a criminal remedy without a civil remedy may be 
just as unjustified as the reverse. However, both are 
desirable in the interest of true justice, and many 
strongly believe thai private security personnel should 
report all crimes. 

Although' the private security industry interacts 
most frequently with the public law enforcement 
component of the criminal justice system, it also 
interacts with other components. For example, when 
a shoplifter is observed committing the act by pri
vate security personnel of a retail establishment, 
security personnel may apprehend and detain the 
person until the police take formal custody. For 
purposes of prosecution and formal arraignment ~n 
charges of larceny, the store security agent becomes 
the complainant. The chief accuser and witness in 
a court of law also is the security person who ob
served the shoplifting incident. 

'" Scott, Thomas M., and Marlys McPherson, "The De
velopment of the Private Sector of the Criminal Justice 
System," Law and Society Review, November 1971, pp. 
285-286. 

lIJ.lbid., p. 287. 

Private security investigative personnel often work 
closely with investigators from law enforcement 
agencies and prosecutors' offices in investigating 
internal theft by employees, embezzlement, fraud, 
and external theft by organized criminal groups. 
For example, in large retail establishments (depart
ment stores, discount houses), security personnel 
have an interest in removing organized criminal 
rings that systematically prey upon the stores. The 
security personnel can exchange information among 
themselves and provide information to law enforce
ment investigators to assist them in the development 
of criminal cases. Law enforcement officers fre
quently provide information to the store security 
personnel regarding a suspect under arrest or in
vestigation, who may have been involved in criminal 
offenses in their stores. Private security personnel 
commonly provide information to law enforcement 
agencies on criminal activities they observe or sus
pect that are not directly related to their assets
protection function, such as narcotics, gambling, and 
other vice offenses. 

It is clear that the private security industry does 
indeed play a major role in crime prevention and 
interrelates with the criminal justice system. Its 
potential for significant contributions to national 
crime reduction is considerable. The standards and 
goals in this report will reinforce the primary role 
of private security in crime reduction and, at the 
same time, foster a public/private partnership in 
crime control by improving the quality and delivery 
of private security services. 

One last important concern is the industry's need 
for criminal history information for purposes of 
preemployment screening. Because arrest data in 
many instances may be more significant than con
viction data, this information should be provided to 
private security employers. Employers who hire per
sonnel to protect their assets and to prevent crime 
need to have some means of researching their back
grounds and verifying their integrity. Law enforce
ment agencies have similar concerns, because some 
private security personnel receive limited police 
powers upon employment. 

Private security organizations may be responsible 
for obtaining criminal history information concern
ing other employees as well: cashiers, tellers, sales 
clerks, and other persons responsible for monetary 
transactions and the handling of merchandise. In 
retail stores, for example, employee theft is a major 
contributor to sales shortages in excess of $2.3 
billion annually, according to the National Retail 
Merchants Association.22 Retailers believe there is 

!!!l Statement of the National Retail Merchants Association 
before LEAA regarding dissemination of criminal informa
tion records, Dec. 12, 1975, p. 2. 
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a compelling need to obtain conviction information 
on prospective employees: 

In our view the pertinent question is ultimately one of 
suitability of a person to perform a certain job in which 
trust and deportment are the crucial requirements. . . . In 
addition to the need for verification of a prospective em
ployee's honesty, we em~hasize that pers~ns convi~t~d o! 
certain crimes must be diverted from particular positions. 

The prudent provision of this information to private 
security organizations reduces the opportunity for 
the commission of crimes by excluding from cer
tain positions those persons with a history of criminal 
activity in employment situations. 

"" Ibid., pp. 3-4. 
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In summary, the crime prevention function of the 
private security industry is an effective complement 
to public law enforcement agencies. The industry 
provides services that cannot be furnished by public 
law enforcement because of limited resources and 
various other constraints. Significant benefits in na
tional crime reduction and prevention are possible 
through the increased cooperation and coordinati?n 
of the two forces. Existing barriers to closer umty 
between them must be removed if this goal is to be 
achieved. The development of standards and goals 
for the increased effectiveness of private security 
services is viewed as a method of facilitating a 
mutually productive working relationship in which 
conflicts can be resolved and progress toward co
operation and coordination enhanced. 
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SECTION 4 

DEFINITIONS AND FUNCTIONAL DESCRIPTIONS OF PRIVATE SECURITY COMPONENTS 
TO BE COVERED IN THE REPORT 

In Section 1 of this introduction, basic parameters 
were established to define the types of products, 
services, and activities referred to as "private secu
rity." The objectives of this approach are twofold: 

1. To ensure the specificity of the standards and 
goals, and 

2. To enable the private security industry, State 
and local criminal justice officials, and citizens to 
clearly understand the applicability of the standards 
and goals. 

In this section, the private security industry is 
divided into major generic groupings that represent 
the primary components to which the standards and 
goals are directed. 

Generally, considerable commonality exists in the 
definition of the functions and duties of police per
sonnel across the country, and there is substantial 
consistency in job descriptions for law enforcement 
positions, such as patrolman, sergeant, and detective. 
Yet, a review of applicable licensing procedures, 
local ordinances, and State statutes throughout the 
country shows an absence of such commonality in 
the use of terms for private security personnel. In 
some instances, clear distinctions are made among 
such terms as private policeman, private patrol serv
ice, guards, and watchman, but there are many other 
instances of overlap and redundancy in job functions, 
responsibilities, and/or powers. For example, a 
position defined as an investigator in one State 
might be classified as a guard in another. The 
following definitions and functional descriptions, 
therefore, are necessary to avoid any misinterpreta
tion in terminology and functions. 

Maior Private Security Componel1ts 

In order to establish uniformity in the use of 
terms related to private security, four major indus
try components involving services and personnel are 
defined: 

1. Guard and patrol services and personnel, 
2. Investigative services and personnel, 
3. Alarm services and personnel, and 

4. Armored car and armed courier servir.:es and 
personnel. 

Throughout this report, the term "private security 
personnel" refers to persons engaged in the per
formance of these services. Although there is con
siderable variance among States in the application 
of these terms, the important point is not the use of 
the terms but, rather, the functions they encompass. 
Admittedly, this breakdown of private security com
ponents is not exhaustive. Other related areas are 
discussed only peripherally in the first three sections 
of this introduction; still others are not identified 
specifically. However, States are encouraged to apply 
the standards and goals to those functions described 
in each of the four major private security industry 
components outlined below. Although the term pri
vate security "industry" is used, it is emphasized 
that proprietary security services are included in 
the standards and goals. 

Guard and Patrol Services and Personnel 

Guard and patrol services include the prOVlSlon 
of personnel who perform the following functions, 
either contractually or internally, at such places and 
facilities as industrial plants, financial institutions, 
educational institutions, office buildings, retail estab
lishments, commercial complexes (including hotels 
and motels), health care facilities, recreation facili
ties, libraries and museums, residence and housing 
developments, charitable institutions, transportation 
vehicles and facilities (public and common carriers), 
and warehouses and goods distribution depots: 

• Prevention and/or detection of intrusion, un
authorized entry or activity, vandalism, or trespass 
on private property; 

• Prevention and/or detection of theft, loss, em
bezzlement, misappropriation or concealment of 
merchandise, money, bonds, stocks, notes, or other 
valuable documents or papers; 

• Control, regulation, or direction of the flow or 
movements of the public, whether by vehicle or 
otherwise, to assure the protection of property; 

• Protection of individuals from bodily harm; and 
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• Enforcement of rules, regulations, and policies 
related to crime reduction. 

These functions may be provided at one location 
or several. Guard functions are generally provided 
at one central location for one client or employer. 
Patrol functions, however, are performed at several 
locations, often for several clients. 

Investigative Services and Personnel 

The major services provided by the investigative 
component of private security may be provided con~ 
tractually or internally at places and facilities, such 
as industrial plants, financial institutions, educa
tional institutions, retail establishments, commercial 
complexes, hotels and motels, and health care facm~ 
ties. The services are provided for a variety of clients, 
incl. ling insurance companies, law firms, retailers, 
and individuals. Investigative personnel are primarily 
concerned with obtaining information with reference 
to any of the following matters: 

• Crime or wrongs committed or threatened; 
• The identity, habits, conduct, movements, where

abouts, affiliations, associations, transactions, repu
tation, or character of any person, group of persons, 
association, organization, society, other group of 
persons or partnership or corporation; 

• Preemployment background checks of person
nel applicants; 

• The conduct, honesty, efficiency, loyalty, or 
activities of employees, agents, contractors, and 
subcontractors; 

• Incidents and illicit or illegal activities by per
sons against the employer or employer's property; 

• Retail shoplifting; 
• Internal theft by employees or other employee 

crime; 
• The truth or falsity of any statement or repre

sentation; 
• The whereabouts of missing persons; 
• The location or recovery of lost or stolen 

property; 
• The causes and origin of or responsibility for 

fires, libels or slanders, losses, accidents, damage, or 
injuries to real or personal property; 

• The credibility of, information, witnesses, or 
other persons; and 

• The securing of evidence to be used before 
investigating committees, boards of award or arbi
tration, or in the trial of civil or criminal cases and 
the preparation thereof. 

Detective or investigative activity is distinguished 
from the guard or watchman function in that the 
investigator obtains information; the guard or watch
man usually acts on information (or events). 
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Alann Services and Personnel 

Alarm services include selling, installing, servicing, 
and emergency response to alarm signal devices. 
Alarm devices are employed in one of four basic 
modes: local alarm, proprietary alarm, central sta
tion alarm, or police-connected alarm. Alarm signal 
devices include a variety of equipment, ranging from 
simple magnetic switches to complex ultrasonic 
Doppler and sound systems. Various electronic, 
electromechanical, and photoelectrical devices and 
microwave Dopplers are also utilized. 

Alarm personnel include three categories of em
ployees: alarm sales personnel, alarm systems in
stallers and/or servicers, and alarm respondents. 
Those persons in alarm sales engage in customerl 
client contact, presaIe security surveys, and postsale 
cutomer relations. Alarm installers and servicers are 
trained technicians who install and wire alarm sys
tems, perform scheduled maintenance, and provide 
emergency servicing, as well as regular repair, of 
alarm systems. (Alarm installers and servicers may 
be the same depenn i '1g on the employer.) Alarm 
respondents responu to an alarm condition at the 
protected site of a client. The alarm respondent in
spects the protected site to determine the nature of 
the alarm, protects or secures the client's facility for 
the cUent until alarm system integrity can be re
stored, and assists law enforcement agencies accord
ing to local arrangements. The alarm respondent 
may be armed and may also be a servicer. 

Annored Car and Armed Courier Services and 
Personnel 

Armored car services include the proVISIOn of 
protection, safekeeping, and secured transportation 
of currency, coins, bulJion, securities, bonds, jewelry, 
or other items of value. This secured transportation, 
from one place or point to another place or point, 
is accomplished by specially constructed buIlet
resistant armored vehicles and vaults under armed 
guard. Armed courier services also include the 
armed protection and transportation, from one place 
or p.oint to another place or point, of currency, coins, 
bulhon, securities, bonds, jewelry, or other articles 
of unusual value. Armed courier services are dis
tinguished from armored car services in that the 
transportation is provided by means other than spe
cially constructed bullet-resistant armored vehicles. 
There are also courier service' companies that em
ploy nonarmed persons to transport documents, busi
ness papers, checks, and other time-sensitive items 
of limited intrinsic value that require expeditious 
delivery. Those services concerned merely with ex
peditious, unarmed delivery are not intended to be 
covered by this report's standards and goals. 
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The major distinction between the services pro
vided by armored cars and armed couriers and those 
furnished by guards and watchmen is liability. 
Armored car guards and armed couriers are en
gaged exclusively in the safe transportation and 
custody of valuables, and the firms providing these 
services are liable for the face, declared, or con
tractual value of the cJient's property. These serv
ice companies are bailees of the valuable property 
and the guards and couriers are protecting the prop
erty of their employer. This liability extends from 
the time the valuables are received until the time a 
receipt is executed by the consignee at delivery. 
Except for war risks, the armored car company is 
absolutely liable for the valuable property during 
such protective custody.l Conversely, guards, watch
men, and their employers do not assume comparable 
liability for the property being protected. 

Some opinions have been expressed that armored 
car and courier services should be excluded from 
the standards and goals, because they are already 
licensed and regulated by Federal and State govern
ment agencies-the Interstate Commerce Commis
sion, State public service and pUblic utilities commis
sions, and the U.S. Department of Transportation. 
Standards and goals applying to armored car and 
armed courier services do require special treatment, 
different in part from those applying to guards or 
watchmen. Because many armored car and armed 
courier service firms are intrastate only and do not 
operate interstate, they woulfl be subject to licens
ing only by State public service and public utilities 
commissions. Furthermore, where armored car and 
armed courier service firms are subject to licensing 
and regulation, such regulation usually pertains only 
to the operation of the firm as a transportation com~ 
pany and not to such practices as personnel selection, 
training, conduct, and ethics. Therefore, it is impor
tant that the standards and goals in these areas be 
applied to armored car and armed courier service 
personnel and firms. 

Other Components 

It is recognized that there are private security 

1 Position paper of the National Armored Car Association 
presented to the LEAA Private Security Advisory Council, 
Chicago, Ill., July 8, 1975. 
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components and practitioners in addition to those 
described here. As previously indicated, the majority 
of the standards and goals in this report apply to 
guards and watchmen, private investigators and 
detectives, alarm systems and alarm personnel, and 
armored car and armed courier services. This report 
also includes within the scope of private security 
the fields of: 

• Detection-of-deception (polygraph examination, 
psychological stress evaluation, lie detection); 

• Private security management (principals, own
ers, managers, and supervisors of security firms); 

• Forensic science (practitioners in private prac-
tice); and . 

• Management consulting (private security spe
cialists) . 

Some of these non direct private security activities 
are subject to licenshg and regulation by State 
and/or local governm l ;nt agencies. For example, 17 
States require practkmg polygraph examiners to be 
licensed, and 14 Sta(es restrict or prohibit detection
of-deception testing.2 Additionally, in some juris
dictions, security firm owners and principals are re
quired to obtain licenses, post bonds, and/or submit 
personal and corporate documentation to State and/ 
or local government. 

Developing specific standards and goals for these 
security-related activities was considered, but the 
time and financial resources were lacking to embark 
on such a project. Furthermore, the material avail
able makes apparent that major research is needed 
before realistic and viable standards and goals can 
be developed for these activities. However, in a 
broad sense, many of the standards and goals do 
apply to these activities; for example, Chapter 3-
Conduct and Ethics-is certainly applicable. From 
time to time throughout the report, specific mention 
is made of the relationship to the above fields, !"lut 
the general intent is that the professionals in the&e 
areas will take the initiative to improve their activi
ties by adopting the applicable standards and goals. 
Thus, those involved in the specific areas are en
couraged to review, apply, and even exceed the 
standards and goals contained in this report. 

2 Barefoot, I. Kirk, ed., The Polygraph Story. Linthicum 
Heights, Md.: American Polygraph Association, 3d print
ing, October 1974, p. 2. 
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SECTION 5 

SUMMA.RY OF RESEARCH IN PRIVATE SECURITY 

Private Security Task Force Research 

In its initial research, the Private Security Task 
Force found that it was entering a field that has 
not had extensive research and analysis. There are 
comparatively few books, articles, or scholarly 
treatises concerning the diverse aad complex private 
security field. Recognizing the minimal amount of 
specific information available, the Task Force under
took over a half-dozen studies to provide a data 
base for its standards and goals. Summaries and 
information on the studies are contained in the 
Appendixes to this report. 

On a national basis, the Task Force distributed 
questionnaires to the United States membership of 
of the American Society for Industrial Security to 
collect data concerning types of security functions 
performed by the members, education and training 
of personnel, uniforms, salaries, private security/ 
public law enforcement relationships, and the need 
for a set of standards for private security (Appendix 
O. 

Regionally, the Task FOl':;e gathered informatIon 
concerning the characteristics of licensed private 
security personnel in New Orleans, La., and St. 
Louis, Mo. (Appendix 2) and, in cooperation with 
an Ad-Hoc Committee of the Citizens Crime Com
mission of Philadelphia, conducted a survey of 
consumers in the Greater Philadelphia area to deter
mine their attitudes toward the security services 
they were receiving (Appendix 3). 

It should be recognized, however, that the Private 
Security Task Force studies and report are not the 
fitst of their kind. Several other valuable studies have 
been previously conducted on national, State, and 
regional levels and in foreign countries. These other 
reports and studies have been most useful in building 
a research base and assisting in the preparation of 
standards and goals by the Task Force. The Task 
Force does not necessarily support all of the findings 
and recommendations or the research methodology 
used in these other reports, yet their usefulness in 
studying the private security industry must be recog
nized. 
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Because of the lack of information and the need 
for further study, the Task Force believes it is 
necessary to outline the major studies that were 
brought to its attention. These other reports can be 
helpful to anyone conducting research on various 
aspects of security. Although an attempt is made 
to summarize their contents, these synopses may not 
reflect the specific nature of the studies. 

Private Security Advisory Council Model 
Statutes 

Although not studies in the traditional sense, the 
Private Security Advisory Council has prepared two 
model statutes, A Model Burglar and Hold-Up Alarm 
Business Licensing and Regulatory Statute and Model 
Private Security Licensing and Regulatory Statute. 
These model statutes were used extensively in the 
preparation of standards and goal:> and are included 
as Appendixes 10 and 11 to this report. 

The Private Security Advisory Council and its 
various committees also have produced, and con
tinue to produce, special-purpose documents related 
to private security interests. These reports can be 
obtained through the Law Enforcement Assistance 
Administration (LEAA) and the National Institute 
of Law Enforcement and Criminal Justice, LEAA, 
Washington, D.C. Some of these are referenced in 
the commentaries for standards and goals contained 
in this report. 

National Research 

At the national level, only one major study of the 
private security industry in the United States was 
conducted prior to establishment of the Private Secu
rity Task Force. This initial study was begun in 1970 
by the RAND Corporation (1700 Main Street, Santa 
Monica, Calif. 90406) and took 16 months to com
plete The study, supported by a grant from the 
National Institute of Law Enforcement and Criminal 
Justice, LEAA, U.S. Department of Justice, was 
primarily conducted by James S. Kakalik and Sorrel 
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Wildho:n. The purposes of this seminal study, as 
stated m the report, were twofold-"to describe 
the nature and extent of the private police industry 
in t"he United States, is problems, its present regula
tion, and how the law impinges on it. ... [and] ... 
to develop preliminary policy and statutory guide
lines for improving its future operations and regu
lation." 

In order to achieve its stated purposes, the RAND 
Corporation conducted interviews, undertook sur
veys, and used other generally accepted research 
techniques. The findings of this research were pub
lished in February 1972 in five volumes (RAND 
Report) as follows: Private Police in the United 
States: Findings and Recommendations, The Private 
Police Industry: Its Nature and Extent, Current 
Regulatory Agency Experience and Views, The Law 
and Private Police, Special-Purpose Public Police. 
These volumes cover the nature, size, growth, and 
operation of the industry and its personnel; the re
sults of a survey of private security employees; 
licensing and regulation of the industry in every 
State and several cities; data on regulatory agency 
experience, complaints, disciplinary action taken, and 
the agency views on needed changes in regulation; 
the law as it relates to the private police industry, 
including a general discussion of the sources of legal 
limitations upon private police activities and per
sonnel and sources of legal powers, and an examina
tion of specific legal problems raised by these ac
tivities and relationships between the users and 
providers of private security services; descriptive 
information on certain types of public forces not 
having general law enforcement responsibilities, in
cluding reserve police, special-purpose Federal 
forces, special law enforcement agencies, and campus 
police; and, the overall findings and recommenda
tions of the study. 

State Research 

In addition to the RAND Report, several studies, 
designed to study the industry in a single State, have 
also been conducted. The most comprehensive state
wide study to date was conducted by the Institute 
for Local Self Government (Hotel Claremont Build
ing, Berkeley, Calif. 94705). Completed in 1974, 
the report, entitled Private Security and the Public 
Interest, W:lS funded by the California Office of 
Criminal 1ustice Planning and was directed by 
Robert E. Kandt. 

The stated purpose of the California study was 
"to define and relate the problem of private security 
to California state and local governmer's in their 
legal obligation to provide for the public safety ... 
to determine the actual and potential economic and 

social impact of private security operations and their 
relationship to local government ... [and to develop] 
a '~esign for Action.' " In achieving its purpose, the 
InstItute conducted systematic research by surveying 
employees, employers/supervisors and clients' inter-. . " vlewmg regulatory agency personnel; studying ordi-
nances and State laws; and using other generally 
accepted research techniques. 

The 589-page report covers the present status 
and ?row~h of the industry in California; patterns of 
r.elatlO~shIPS betwe~n private security firms and pub
lIc polIce and shenffs' departments and other ele
ments of the criminal justice system; descriptive 
characteristics of the type of activities in which 
private security agencies engage; examination of 
present minimum qualifications for employment to 
determine their sufficiency in the public interest; 
suggested duties, responsibilities, powers, restraints, 
and regulations that should be proposed in the 
public interest; the legitimate role of private security 
services in protection of small business from crime; 
the status of regulation and control of the industry 
at both the State and local levels; and a suggested 
training program for private security personnel. 

A statewide research project of a more limited 
scope was conducted in Virginia during 1972. "The 
Private Security Industry in Virginia" was prepared 
by the Research DepartIJ1~nt of the Division of 
Justice and Crime 1:'revention, Commonwealth of 
Virginia (8501 Maryland Drive, Richmond, Va. 
23229). 

.The purpose of the study was to identify the 
prIvate security industry in Virginia and the prob
lems associated with its regulations. Using the RAND 
Report as a primary source and guide, the division 
conducted interviews, gathered and analyzed labor 
and census statistics, studied complaints received by 
various agencies, and gathered local ordinances and 
statutory material. The 115-page report contains 
statistical data on the number of security agencies 
and employees, a profile of private security per
sonnel, training programs and policies within the 
St~te, an overview of State and local regulation, a 
bnef summary of the law and the private security 
industry, and proposed model legislation. 

State legislative committee staffs' often conduct 
research and make reports concerning matters of 
legislative concern. One such report was prepared by 
the Florida Senate Judiciary Committee staff (Senate 
Office Building, Room 215, Tallahassee, Fla. 
32304). The "Report on the Private Security In
dustry in Florida" was completed in September of 
1974 and principally was prepared by Michael L. 
Ketchum. 

Recognizing the enormous growth of the security 
industry in Florida and increasing problems this 
growth has caused, the Florida Senate Judiciary 
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Committee requested its staff to determine the 
seriousness of the problems and what measures 
should be taken to correct them. In conducting their 
study, the committee staff relied on a questionnaire 
mailed to all licensed security agencies in Florida; 
interviews with appropriate governmegt agency per
sonnel, heads of security agencies, State legislators, 
and journalists; news articles; the RAND Corpora
tion study; and an investigation of security guard 
statutes from the other 49 States. 

One other limited statewide-basis study was con
ducted by the Maine Criminal Justice Planning and 
Assistance Agency (295 Water Street, Augusta, 
Maine 04330). That agency conducted a survey of 
all licensed security agencies in Maine in 1975. The 
survey covered the employee-selection process, mini
mum employee requirements, training programs, 
weapons use, uniforms and badges, and State regu
lation. The report was designed to obtain certain 
statistical data but made no attempt to reach any 
conclusions or make recommendations as a result 
of the data collected. 

local and Regicmal Research 

The first study of the private security industry, 
conducted in any regional metropolitan area, has 
received national attention. Covering the industry in 
the Greater Cleveland, Ohio, area, The Other Police, 
Private Security Services in Greater Cleveland, was 
published in 1975 by the Administration of Justice 
Committee of the Governmental Research Institute 
(Suite 511, Ten-Ten Euclid Building, Cleveland, 
Ohio 44115). This full-scale research project, 
directed by Dennis T. Brennan, was funded coop
eratively by the A.H.S. Foundation, the Nationwide 
Foundation, the Oglebay Norton Foundation, and 
the General Electric Lamp Division. 

The general purposes of the Cleveland study were 
"to portray the numbers, types, benefits, risks and 
regulations of Cuyahoga County, Ohio's private 
security forces ... [and] to reduce the 'overall costs. 
to society of current private security arrangements 
by evaluating alternative guidelines for improving 
the i,}uality of such services." 

One other regional study was published in 1975 
by Public Systems Incorporated (1137 Kerns 
Avenue, Sunnyvale, Calif. 94086). Prepared for the 
City of S1. Petersburg, Fla., and funded by a grant 
from LEAA and the Florida Governor's Council on 
Criminal Justice, the project was directed by Kai R. 
Martensen. 

The purpose of the study was to identify and 
assess the private security resources operating within 
S1. Petersburg and to draft an ordinance based on the 
study's findings and recommendations. To achieve 
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this purpose, questionnaires were mailed to private 
security employers, employees, clients, and custo
mers and to law enforcement agencies; a detailed 
analysis was completed regarding existing and pro
posed legislation and its impact on security opera
tions; and three workshops were conducted with 
representatives from the private security industry 
and public police. 

The 101-page study, entitled Final Report, Pri
vate Security Survey and Ordinance for St. Peters
burg, Florida, includes a model regulatory ordinance 
and comments, a mandatory gun training program, a 
private security advertising ordinance, a survey of 
security resources, a model building security ordi
nance, questionnaire survey results, and a proposed 
State statute. 

International Research 

Three reports covering private security services 
in other countries were also brought to the attention 
of the Task Force. One concerned Canada, one 
dealt with security in the United Kingdom, and the 
last was a short paper emanating from the United 
Nations. 

The Canadian report, The Legal Regulation and 
Control of Private Policing and Security in Canada, 
was prepared by Philip C. Stenning and Mary F. 
Cornish, Centre of Criminology, University of 
Toronto, under a student program financed by the 
Ministry of the Solicitor-General of Canada. 

As the Canadian report states, its principal pur
poses were to make a preliminary examination of 
the legal regulation and control of the private secu
rity industry and to provide an information base 
and framework from which more detailed research 
could proceed. The major sources of information for 
this report were library research; a questionnaire 
sent to the seven existing provincial regulatory 
agencies for the industry; extensive interviews with 
industry representatives, regulatory agencies, local 
registrars, and law enforcement personnel; and a 
workshop conducted at the Centre of Criminology 
in October 1973. 

In July 1971, the University of Cambridge, Insti
tute of Criminology, conducted a conference on 
security. The papers presented at that conference 
were edited by Paul Wiles and F. H. McClintock 
and published in 1972 as The Security Industry in 
the United Kingdom. The lOS-page document is not 
as comprehensive as other studies reported herein, 
but it does include some very valuable information 
concerning views of the private security industry 
within the United Kingdom. 

Another report, which was the result of a confer
ence, was released following the Fifth United Nations 

t. 

Congress on the Prevention of Crime and the Treat
ment of Offenders, held in Geneva, Switzerland, in 
Septe~ber 1975. The short working paper released 
followmg that assembly sketchily covers government 
regulation of security in many different countries 
and was designed to address the problem of estab-

lishing a framework of preventive cooperation and 
mutual support between the security industry and 
the appropriate public law enforcement authority. 
The congress also considered several resolutions 
addressed to various aspects of security and made 
recommendations concerning regulation. 
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only company in the country engaged in interstate 
activities, such as the provision of security for many 
of the railroads. Pinkerton's also provided security 
for industrial concerns and was even hired as an 
intelligence-gathering unit for the Union Army during 
the Civil War. Today, Pinkerton's, with numerous 
services and activities, is the largest security organi
zation in the world. 

THE HISTORY AND DEVELOPMENT OF PRIVATE SECURITY IN THE UNITED STATES 

In 1858, Edwin HoImes began the first central 
office burglar alarm operation, which evolved into 
Holmes Protection, Inc. When the American District 
Telegraph Company (ADT) was formed in 1874, 
use of alarms and detection devices spread to provide 
protective services through the use of messengers 
and telegraph lines. By 1889, the use of electric 
protection for industrial and commercial enterprises 
in New York City was well established. 

. A~though the greatest growth in the private secu
nty mdustry ha.s occurred in recent years, a review 
and ~nderstandmg of the historical aspects tha:t led 
to this ~rowth are important. Through the review 
of the history, the present day state of the industry 
can be better understood. 

Early History 

~he concepts and security practices that form the 
basIs for modern American security can be traced 
to early England.1 Colonists settling in a new and 
alien la.nd banded together under a system of mutual 
protectIOn and accountability that stemmed from 
early Anglo-Saxon times. 2 Prior to American inde
pendence, protection of the colonists and their prop
erty . was the responsibility of town constables and 
shenffs, supplemented in many towns in English 
tradition, ~ith watchmen who would patrol the 
streets at mght. These watchmen remained familiar 
fig~res and con~tituted the primary security measure 
untIl the establIshment of full-time police forces in 
the mid-1800s. 

To ensure adequate protection, most local govern
ments formalize~ the. watch system and required 
each adult male mhabltant to serve a period of time 
as a watchman. A watchman's tour of duty usually 
began ?t 9 or !O o'clock in the evening and ended 
at sunrIse. Durmg their tours of duty, the watchmen 
often encountered fires, Indian attacks, wild animals, 
runaway slaves, thieves, and grave robbers. They 
were expected to cope with these incidents and 
maintain order by quelling disturbances arresting 
?runks, and enforcing the curfew. The ~atchman's 
Job became increasingly difficult as industrialization 
and urbanization spread. Without trailling or legal 
support, and with little or no pay, most of those 
chosen to stand duty as watchmen would hire others 
to perform this unpleasant, thankless task. And, 
although the task of protecting their communities 

'Green, G., an~ R. C. Farber, Introduction to Security. 
Los Angeles, Calif.: Security World Publishing Company 
1975, p. 23. ' 

2 Ursic, H .. S., and L. E. Pagano, Security Management 
Systems. Spnngfield, Ill.: Charles C. Thomas, 1974, p. 12. 

30 

had be~~me more difficult and demanding, watchmen 
were VIlIfied and downgraded in the eyes of their 
fellow colonists. 3 

As security problems kept pace with the rapid 
gro,:"th of the country, public pressure mounted 
for m~~eased and more ~ffective protection. Attempts 
were ,llade to add daytIme complements to support 
and supplement the night watchmen, but it SOon 
became apparent that the watch system was neither 
adequate nor efficient. This realization led to the 
f?rmatio~ of public police departments with full
~lme, Pat~ personnel. The first public police force 
In the U:llted States was established in 1844 in New 
York City, and by 1856 police departments had 
been .set up in Detroit, Cincinnati, Chicago, San 
FranCISco, Los Angeles, Philadelphia, and Dallas. 
Although these early police departments were gen
erally inefficient and often corrupt, and their per
sonnel poorly trained, they represented a vast im
prov.ement over the old watchman system. The Civil 
ServIce Act of 1883 was instrumental in rectifying 
many problems of the early police departments. 

The ~mergence of public police departments, how
ever, dId n.ot mean the end of private citizen in
volv~ment 1ll the protection of life and property. 
~u~h.c law enforcement agencies were in their most 
mClple~t stage and could not keep pace with the 
mou~tIn~ problems of crime in their communities. 
The InCidence of crimes against property had be
~ome ~cute. The coupling of these facts forced 
mdustnal and business organizations to recognize 
the nee~ for some form of effective security to pro
tect their assets. Thus, in the 1850's major com
ponents of the private security industry were devel
oped in answer to this need. 

Allan Pinkerton formed the North West Police 
Agency in 1855 to provide protection for six mid
western railroads, and the Pinkerton Protection 
~atrol in 1857 to provide a private watchman serv
Ice.4 For mere tnan 50 years, Pinkerton's was the 

3 Peel, 1. D. The Story of Private Security. Springfield, 111.: 
Charles C. Thomas, 1971, p. 16. 

4 Morn, ~rank. "Disci~line and Disciplinarians; The Prob
lem of PolIce Control ill the Formative Years," a paper 
prese~te~ at the annual meeting of the American Historical 
ASSOCiatIOn, Dec. 28~30, 1975, pp. 5-7. 

. I 

( . 

i 
'f. 

In 1859, Washington Perry Brink fonned his 
truck and package delivery service in Chicago. He 
transported his first payroll in 1891, thereby ini
tiating armored car and courier service. By 1900, 
Brink had acquired a fleet of 85 wagons. Seventy
five years later his security business was grossing 
more than $50 million in revenue each year.s 

During the 1800s, with the westward expansion 
of the United States, railroad lines moved into 
sparsely settled territories that had little or no public 
law enforcement. Trains were subject to attack by 
Indians and roving bands of outlaws who robbed 
passengers, stole cargo, dynamited track structures, 
and disrupted communications. In order to provide 
adequate protection of goods and passengers from 
the constant dangers, various States passed railway 
police acts that enabled private railroads to establish 
proprietary security forces, with full police powers, 
for the protection of assets. In many towns and 
territories, the railway police provided the only 
protective services until governmental units and law 
enforcement agencies were established.6 By 1914, 
U.S. railway police numbered between 12,000 and 
14,000.7 Although railway police have been asso
ciated with public law enforcement for a long time, 
they are, in fact, private security forces granted law 
enforcement powers. 

At the turn of the century, labor unions began to 
proliferate and to use strikes as a forceful tool for 
change. Because many factories were located in areas 

6 Kakalik, J. S., and Sorrel Wildhorn, The Private Police 
Industry: Its Nature and Extellt, R-870/DOJ. Washington, 
D.C.: Government Printing Office, 1972, Vol. II, pp. 46-49. 

a Position paper presented to the Private Security Task 
Force by the Police and Security Section of the Association 
of American Railroads, Washington, D.C., Dec. 5, 1975, 
pp.2-3. 

7 Post, Richard S., and Arthur A. Kingsburg, Security 
Administration: An Introduction. Springfield, Ill.: Charles 
C. Thomas, 1970, p. 5. 

that had no effective public police forces capable 
of maintaining order, private security agencies were 
called in by management to quell the disturbances 
surrounding strikes and to protect lives and property. 
During this period, two firms were established that 
are now major security corporations. In 1909, Baker 
Industries, Inc., entered the fire control and burglary 
detection equipment business. That same year, the 
head of the FBI's predecessor agency, the Bureau of 
Investigation, formed the William J. Burns Inter
national Detective Agency, now a multinational cor
poration with 117 U.S. offices and more than 30,000 
employees. 

Industry Formation 

Prior to and during World War I, the concern for 
security intensified in American industry, due not 
only to urbanization and industrial growth but also 
to sabotage and espionage by politically active na
tionalists. Security services expanded to meet the 
demands, but tapered off when demands lessened 
after the war, reaching a low point during the De
pression era. 

At the end of World War I, there were other 
significant developments in private security. A Bur
glary Protection Council was formed and held its 
first meeting in 1921, the results of which thrust 
Underwriters' Laboratories into the business of estab
lishing specifications for, testing of, and certifying 
burglar alarm systems and devices. 

During the 1940's, World War II proved to be a 
significant catalyst in the growth of the private 
security industry. Prior to the awarding of national 
defense contracts, the Federal Government required 
that munitions contractors implement stringent and 
comprehensive security measures to protect classi
fied materials and defense secrets from sabotage 
and espionage. The FBI assisted in establishing these 
security programs. Additionally, the Government 
granted the status of auxiliary military police to 
more than 200,000 plant watchmen. Their primary 
duties included protection of war goods and prod
ucts, supplies, equipment, and personnel. B Local law 
enforcement agencies were responsible for their 
training. As a result of the heightened emphasis on 
security within the government/military sphere, 
industry became increasingly aware of the need for 
plant security, and its value in protection of their 
assets. 

After the war, the use of private security services 
and products expanded from the area of defense 
contractors to encompass all negments of the private 
and public sectors. For example, in 1954 George R. 

".Green and Farber, op. cit., p. 27. 
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Wackenhut and three other former FBI agents 
formed the Wackenhut Corporation as a private 
investigative and contract security firm. In just 20 
years this firm has established itself as the third
largest contract guard and investigative agency in 
the country. Wackenhut also provides central station 
alarms, screening of passengers in airports, and, 
most recently, security services for the Trans-Alaska 
Pipeline.9 

Wackenhut achieved its growth, in large part, 
through the acquisition of smaller contract security 
firms, as did the William J. Burns International 
Detective Agency. Baker Industries used this tech
nique (notably in the acquisition of Wells Fargo) 
to expand beyond its ehctronic detection and equip
ment origins into guaru, armored car, patrol, and 
investigation services. (Today Baker Industries' 
security guard and armored car service groups ac
count for about 25 percent of its revenues.) Burns 
used its acquisitions and industry reputation to move 
into central station alarms and electronic security 
equipment. Pinkerton's, on the other hand, concen
trated on guard and investigative services and 
achieved most of its growth internaIly.lO Other com
panies developed along similar lines; these were 
selected merely to illustrate the historical growth 
patterns of the earliest private security firms. 

Proprietary security, although not as visible as 
contractual and other forms of security, has ex
perienced equal if not greater growth. From an his
torical aspect, the greatest growth occurred as a 
result of World Wars I and II, with the increased 
governmental concern for heightened security for 
contractors. 

Although no accurate data are available, Federal 
Government regulation has been a significant factor 
in the growth of proprietary security over the years. 
Another major factor has been the increased aware
ness of companies of the importance of crime reduc
tion and prevention as it relates to company property. 
In response to this need, both small and large com
panies have increased proprietary security functions. 
Thus, it can be concluded that the growth of pro
prietary security has paralleled that of contractual 
security. 

Industry Composition 

Several market studies suggest (on the basis of 
reported earnings of the publicly held corporations 
engaged in private security) that a half-dozen firms 
control more than 50 percent of the total market for 
protective services and products. This statistic, how-

• 1974 Annual Report to Shareholders, the Wackenhut 
Corporation, Coral Gables, Fla., March 8, 1975. 

10 Kakalik and Wildhorn, op. cit., pp. 46-49. 
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ever, does not present the true growth trends that 
are occurring. 

One study indicates that since 1939, when industry 
records were first kept, more than 2,400 new firms 
have entered the private security field. The number 
of such firms doubled in the 9-year period from 1963 
to 1972,11 In Figure 6, some of the major firms are 
categorized according to security service and product 
lines 12 and shows that several companies are diver
sified in the types of services that they provide. More 
importantly, it illustrates that the growth of private 
security has become technologically intensive over 
time. A number of firms appearing in Figure 6 were 
not originally active in the traditional business areas 
of private security (i.e., guards, investigative, armored 
car and courier, and central station alarms). More
over, some of these firms' major activities are in 
other industries, such as consumer products, elec
tronics, data processing, and engineering. 

An analysis of the data from a 1975 security 
survey in St. Louis (Appendix 2) offers further 
support that major firms do not control the private 
security marketplace. This survey indicated that 
there are only eight major national security firms or 
their subsidiary companies providing contractual 
guard, armored car and courier, investigative, and 
ala~m services in this major market area. Their em
ployees represent about 23 percent of the total 
number (1,962) of contractual, licensed private 
security personnel in St. Louis supplied by contrac
tual security companies. The remaining 77 percent 
(1,511) are provided by 78 local contractual security 
companies. 

Sufficient resources were not available to deter
mine if this same situation exists throughout the 
United States. However, if St. Louis is representa
tive of other market areas throughout the country, it 
is questionable whether a few major national firms 
consistently control more than half the total market 
for protective services and products. The number of 
guard, investigative, and other protective service 
contractual firms, as shown in Table 1, also suggest 
that smaller finns with fewer than 100 employees 
have experienced significant growth in this area. 

11 Nossov, W., The Security Enforcement Industry. Mer
rick, N.Y.: Morton Research Corporation, October 1975, 
p. 51. 

12 The firms selected for Figure 1 were extracted from 
listings by the marketing reports of publicly held private 
security firms that account for a substantial share of the 
market for security service and product lines. In contract 
guards and investigators, for example, only those firms 
annually earning at least $7 million from these services were 
listed. These firms collectively, then, would be considered 
the major firms. 
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Figure 6. Major Publicly Held Firms by Type of Security Product and Services 

Contract Guard & Investigative 
Allied Security 
ATO (Advance Industry Security) 
Baker Industries (Wells Fargo) 
Burns 
Guardsmark 
IBI Security 
Loomis (Stanley Smith Security) 
Pinkerton's 
Servisco (N.B.) 
Wackenhut 
Walter Kidde (Globe Security) 

Armored Car Services 
Baker Industries 
Loomis 
Pittston (Brinks) 

Courier Services 
Bankers Utilities 
Loomis 
Pittston (Brinks) 

Fixed Security Equipment 
American Standard (Mosler) 
ATO, Inc. 
DieBold 
Walter Kidde 

Central Station Alarms 
ADT 
Baker Industries 
Burn~ 

Holmes Electric Protective 
Honeywell 
Morse Signal Devices 
Wackenhut 

Proprietary Alarm! Access Control Systems 
ATO 
Honeywell 
Johnson Control 
Pittway (ADEMCO) 
Walter Kidde 
Westinghouse 

Closed-Circuit TV 
Ampex 
Babcock and Wilcox 
Bell and Howell 
General Electric 
Honeywell 
Motorola 
Panasonic 
RCA 
Sony 

Source: Research activities of the Private Security Task Force, 1975-1976. 

Table 1. Number of Protective Service Establishments by Size of Employment 

Unit change 
Firm employment 1967 1973 1967-1973· 

1-3 employees 838 960 +122 
4-7 employees 443 662 +219 
8-19 employees 498 874 +376 
20-49 employees 366 800 +434 
50-99 employees 172 421 +249 
100-249 employees 155 294 +139 
250-449 employees 63 114 +51 
500+ employees 23 57 +34 
Total 2,558 4,182 +1,624 

Source: The Security Enforcement Industry, the Morton Research Corporation, October 1975. 

Technological Impact 

Technology has played an important role in the 
growth of the private security industry. For example, 
with the application of advanced technology to the 
security industry, even one of the oldest security 

devices, the lock, was subject to revolutionary 
changes: combination locks, combination time locks, 
delayed-action time locks, combination locks with 
surveillance and electronic controls, and eventually 
access-control systems that use the technology of 
television and minicomputers. 
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. The same advances in electronics technology that 
Improved the quality of television and radio have had 
significant impact upon the security market, broad
ening it to include additional consumer areas. This 
new technology has fostered the development of 
large-scale, totally integrated security systems run 
by computers that control not only access but also 
refrigeration, heating, air-conditioning, and fire de
tection. The progression from vacuum tubes to 
transistors to today's subminiaturization age of hy
brid integrated circuit technology has played a major 
role in the growth of the industry, 

AddHionally, technological advances have reduced 
component cost and size, leading to the introduction 
of security measures now commonly in use, such as 
low-light-level, closed-circuit television cameras and 
electronic article-surveillance devices. A number of 
recent technological advances in electronics and 
communications engineering have not yet been ap
plied to the development of security products and 
systems. Electronic security will likely become more 
prevalent as applications are developed and become 
cost effective. 

Other factors, in addition to the rising crime rate, 
account for this technologically intensive growth in 
private security services. For example, the Insurance 
Services Office recommends that insurance companies 
offer a premium credit or reduction when commercial 
and industrial property is protected by burglary and 
detection systems certified by Underwriters' Labora
tories. The Federal Bank Protection Act of 1968 
mandated increased security measures and equipment 
for Federal banks after they had sustained 23 deaths, 
61 injuries, and $15 million in losses from robberies, 
burglaries, and larcenies in 1967.13 

In some instances, the sheer magnitude of an 
organization's assets requires highly sophisticated 
security measures. For example, various art museums 
in the United States and Canada employ advanced 
security technology to protect their $7 billion collec
tive investment. In fact, nearly half the budgets for 
special exhibitions at major art museums, as well as 
10 to 20 percent of normal operating budgets, are 
expended for security measures.14 

Most market estimates project that, with the "en
croaC'liment by electronic technology," 15 growth 
rates for guard, armored car, and courier services 
wili be modest compared to the 10 to 12 percent 
~mnual growth of the past few years. 

13 Davis, Alberts. "Bank Security-It is the Law," Indus
trial Security, October 1969, p. 5. 

"Pfeffer, Irving, and Ernest B. Uhr, "The Truth About 
Art Museum Insurance," Museum News, Vol. 52, No.6, 
March 1974, p. 23. 

,. Little, Arthur D., Inc. Olltlook for the U.S. Safety, Fire 
Protection and Security Business. Cambridge, Mass.: ADLI, 
January 1973, p. 23. 
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Industry Trends and Revenues 

The private security community is often referred 
to as the private security industry-and for good 
reasons. According to one 1974 estimate, expendi
tures for the provision of private security in this 
~ountry has re~ched $6 billion annually.16 This figure 
mcludes propnetary or inhouse security, as well as 
contractual private security products and services. 

Quantifiable data concerning the size of the pri
vat(~ security industry in terms of number of firms 
personnel, and revenues vary within the research 
reports available. This is understandable because 
very little baseline data are available. 

The following estimates give some idea of the 
magnitude of the security industry: Two recent mar
ket :esearch studies place the estimate of security 
servIces and products provided to clients by private 
firms in 1975 at $3 billion. A study by Arthur D. 
Little, Inc., also estimated revenues of $3 billion in 
1975 for "security products and services," based 
upon a growth rate of 12 percent per yearY Based 
upon estimated revenues of $2.5 billion in 1974 
for "loss prevention products and services" and a 
projected growth rate of 10 percent annually, a 
study by Frost and Sullivan, Inc., estimated 1975 
revenues of $2.8 billion.1s 

In a 1970 study of the nature and extent of 
private security, the RAND Corporation found that 
$3.3 billion was expended in 1969 for "security serv
ices within the private sector," including $1.6 billion 
for inhouse services. to This figure breaks down to 
$800 milIion for equipment, $540 million for con
tract guards, $128 million for armored car service, 
$120 million for central station alarms, and $80 
million for investigative services. 

Both the Arthur D. Little and Frost and Sullivan 
market research reports estimated that contract 
guard, investigative, and armored car and courier 
services account for approximately one-half of all 
revenues. A market study by Morton Research Cor
poration estimated total revenues for the provision 
of protective services at $2 billion in 1975, on the 
basis of. total revenues of company growth trends 
and service sector growth patterns.20 

A large number of persons are employed in pri
vate security. For example, the RAND Report (Vol. 

,. "The Losing Battle Against Crime in America," U.S. 
News and World Report, Vol. LXXCII, No. 25, Dec. 16, 
1974, p. 32. 

H Little, Arthur D., Inc. op. cit., p. 23. 
18 Frost and Sullivan, Inc., The Industrial and Commercial 

Security Market. New York, March 1975, p. 2. 
,. Kakalik, 1. S., and Sorrel Wildhorn, Private Police in the 

United States: Findings and Recommendations, R-869/DOJ. 
Washington, D.C.: Government Printing Office, 1972, Vol. I, 
p. 12. 

"" Nossov, op. cit., p. 2. 
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I) state~ that i~ 1969, 222,400 persons were em
Pld'e:7 m propnetary or inhouse security functions 
~n ,500 as. cont~act guards and investigators.21 

rost and Sulhva~, In their 1974 study, indicated 
:~t~IS of 226,300 mhouse private security personnel 
Mo 71,200 contract guards. and investigators. 22 The 

rton Research CorporatIOn report estimated the 
tot~ number of private guards, watchmen private 
polIce, and detectives at 350243 I'n 197'0 . 

t· a1 ' , usmg 
occupa IOn characteristics information from the 
y.S. Bureau of the Census.23 This figure apparent! 
mc1udes persons employed in the primary occupatio~ 
of the categories considered quasi-pUblic police and 
guards an~ :watchmen employed directly by govern
mental entities. 

Various. studies indicate that the number of pri
;ate secunty personnel in this country currently by 
ar exceeds the number of local sworn police per

sonnel. For example, a recent study in Cuyahoga 
County (Cleveland, Ohio) found 8 900 private 
gu~rds and detectives compared with '4,150 sworn 
pol~ce officers.24 Co~sidering that 1,000 of those 
p;hce officers moonlIght as private security officers 
t e number of private security personnel is eve~ 
larger. 

The conte~tion that private security personnel out
number publIc law enforcement officers is further 
supported by the results of Private Security Task 
Force surve~s conducted in two cities-New Orleans 
and ~t. LOUlS.25

• Because police department licensing 
o.f 'pnv~te secunty personnel is required in these two 
cItIeE, It was possible to obtain reasonably accurate 
figures for the. number of licensed private security 
perso.nnel. ThIS 1975 study revealed that private 
secunty personnel outnumber public police. In New 
Orleans, there were 4,187 licensed private security 
personnel an? 1,413 police officers. In St. Louis, the 
numb~r of h.ce?sed private security personnel was 
2,977, ,c.ommlssloned police officers numbered 2,177. 
In addItIOn to the number of licensed private security 
per~onnel, approximately 45 percent of St. Louis 
polIce offi~ers ~ 1 ,000) have approved secondary em
ployment III pnvate security. 

During the 15-year period from 1960 to 1975 
there was a dramatic 2,312 percent increase in th~ 
use of cont~act guards in St. Louis, as measured by 
the .ch~nge III numbers. At the same time, there was 
a slgmficant decrease in the number of inhouse 
guards as a percentage of total private security 

: Kakalik and Wildhorn, op. cit., p. 11. 
: Frost and SulliVan, Inc., op. cit., p. 116. 
!>I Nossov, op. cit:, p. 24. 

G Brennan, Denms T. The Other Police. Cleveland Ohio' 
~~rnmental .R~search ~nstitute, 1975. ,. 

in T Characte:lst!cs ?~ Licensed Private Security Personnel 
.wo ~men~~n CItIes: New Orleans, Louisiana., anJ St. 

LoUIS, MISSOUrI. See Appendix 2 to this report. 

pers?nneI. During this same 15-year period in St 
~oUIS, the number of private security personnei 
m~r~ased 263. percent, while the number of com
m.sslOned . polIce officers increased only 11 percent. 

The Pnvate Security Task Force also gathered 
employment figures for private security. (A sum
l'I!ary of that effort is in Appendix 9.) The most 
slgmficant conclusion reaciJed by this research was 
that

l 
there. are ~t least a million persons presently 

emp oyed III pnvate security. 

Although there are probl.;!ms inherent in comparin 
sets .of figures and determining the validity of dat: 
the I!ll?Orta~t point is ~hat th~ delivery systems fo: 
proVI~lllg pllvat~ secunty serVIces. and products are 
~ laro~-growth Industry. Americans are spending 
mcreasmg amounts of money, over and above publir 
law enf?rcement expenditures, to protect themselve 
and theIr property. s 

1:'1uch of the growth of private security can be 
attnbuted to ~ rising crime rate, coupled with the 
fact that publIc law enforcement does not accom
modate the specialized needs of business and industry 
for asset 'protecti~n. The average annual growth rate 
of secunty serVices and products over the past 
several yea~s of 10.to 12 percent has approximated 
the annual mcre~se III the rate of crime, as measured 
by ~he. FBI Umform Crime Reports. According to 
prelImrn~ry ~eports for Crime Index offenses in 
!975, cnme III the United States rose by 9 percent 
III 1975, as compared with 1974.26 Robbery and 
aggravated assault increased 5 percent each; larceny
theft, 12 percent; and burglary, 7 percent. 
. As crime-rel?ted losses in business communities 

grew t~ an eStimated $21.3 billion in 1974, total 
e~p.endltures for security were projected at $6 
bIllIon (contractual .and proprietary).2' The sales 
of contract.ual ~ecunty services and products ad
vanced rapIdly III the 15-year period from 1958 to 
1973: . from $428 million to nearly $2 billion.28 
(See Flgure.7.) In ~he 5 years from 1967 to 1972, 
to~a~ protective servIce receipts increased from $522 
mIllIon to $1.4 blliion.20 

As mentio?ed earlier, market research studies by 
Arthur D. LIttle and Frost and Sullivan estimated 
the 19? 5 sales for security products and services at 
approXImately $3 billion. Figure 3 outlines the major 
user segments of this market. These composite figures 
are based on the rather consistent market estimates 

: FBI Uniform Crime Reports, January-June 1975. 
.. U.S. News ?nd World Report, op. cit., p. 32. 

Data for Figure 2 was compiled using Pn'dicasts Inc 
data ~or sec.urity services and products, excludin~ fir~~ 
detect!~n eqUlp~ent. See J. S. Kakalik and Sorrel Wildhorn 
The Pnvate. Pollee Industry: Its Nature and Extent, R-870i 

V
DOIJ· Washmgton, D.C.: Government Printing Office, 1972, 

o. II, p. 31. 
"" Nossov, op. cit., pp. 2-3. 
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Figure 7. Growth of Private Security (Sales of Products and Services) 

$1.92 Billion 

$1.15 Billion 

$662 Million 

$428 Million 

1958 1963 1968 1973 

Source: RAND Corporation, The Private Police lndustry: lIs Nature and Extent, 
Government Printing Office, Vol. II, 1972, p. 31. 

R-870/DOJ. Washington, 

made by Predicasts, Inc., the RAND Corporation, 
A. D. Little, and Frost and Sullivan. 

In reviewing Figure 8, it is significant to note the 
enormous cost of crime in selected areas of each 
market segment: 
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• Industrial and transportation segments account 
for 50 percent of the total market. The U.S. Senate 
Select Committee on Small Business fixes annual 
cargo theft at $2.5 billion.30 

00 Frost and Sullivan, Inc., op. cit., p. 55. 

! . 

:: ff \ 

Figure 8. Major Market Segments for Private Security Products and Services 

Industrial/Transportation 

50% 

Financial/Commercial/Retail 

30% 

• Financial, commercial, and retail interests rep
resent approximately 30 percent of the total market. 
The U.S. Department of Commerce cites $6.5 billion 
in retail losses from crime during 1975,31 and the 
FBI Vniform Crime Reports placed nonresidential 
losses from burglary at $423 million in 1974.32 

31. Crime in Reti;!ling. Washington, D.C.: Department of 
Commerce, August 1975, p. VII. 

"" FBI Uniform Crime Reports, 1974. 

Institutional/ Residential! Other 

20% 

Discount department stores report that losses of 
cash and merchandise would reach $845 million in 
1975.38 And the hotel-motel industry estimates mil
lions of dollars lost during 1975 to souvenir hunters 
alone.a.! 

"" Store Thieves and Their Impact, Mass Retailing Institute 
of New York, 1974. 

M "Hotel-Motel Men Suffer in Silence," Security Systems 
Digest, Feb. 13, 1974, p. 1. 
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• Institutional, residential, and other areas com
prise the remaining 20 percent of the market. The 
U.S. Senate Juvenile Delinquency Subcommittee 
Report estimates that the cost of vandalism in the 
schools-$500 million annually-is comparable to 
the "entire investmrnt for textbooks for our nation's 
schools. "35 

The foregoing classification represents those indus
try segments that have remained the principal users 
of private security, but the industry has expanded 
and contracted over time to meet various .other de
mands. For example, railway police reached a rec
ord number of between 12,000 and 14,000 person
nel in 1914 as railroads spread across the country, 
but their number has now reduced to approximately 
3,500.30 The use of commercial aircraft skyjacking 
as a terrorist and extortion technique created an 
additional need in the transportation industry for 
private security personnel. The air transport indus
try has engaged in point-of-departure screening of 
airline passengers and baggage for explosive devices 
and weapons at all principal U.S. airports since 
December 1972. Largely as a result of these manda
tory screening procedures, there has not been a 
successful skyjacking of a commercial aircraft in 
the United States since their institution. 

Terroristic acts, however, have continued to in
crease in other segments of society. The FBI re
ported 42 persons killed, 242 persons injured, and 
$23.4 million in property damage from 1,574 bomb
ing incidents in the first 9 months of 1975.37 These 
figures show the largest increase in deaths, personal 
injuries, and property damage since 1972, when 
the FBI established the National Bomb Data Center 
to monitor such incidents. A majority of these 
'bombings, especially those involving extensive prop
erty damage, were directed against corporations. 
Companies have had to initiate elaborate, and often 
costly, procedures to protect their assets and key 
executives. For example, private security firms, as 
mentioned in Section 1, provide an estimated 20,000 
persons as bodyguards and frequently install elec
tronic devices to aid in protecting corporate execu
tives, other VIP's, and their families and personal 
property. 

Despite its growth, periodic expansion into other 
areas, and increasingly sophisticated products, the 
private security industry continues to center most 
of its services in the areas from which it originated 
in the 1850s: guards, investigators, and armored 
car and courier services. These services, according 
to the Arthur D. Little, Inc., market report, con-

S5 "School Crime at Crisis Stage," Chicago Tribune, Janu
ary-February 1974, p. 25. 

"0 American Association of Railroads, op. cit. 
37 FBI National Bomb Data Center Reports, January

September 1975. 
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tinue to account for nearly 50 percent of industry 
revenues (Figure 9). The market study by Morton 
Research estimated the service mix among protec
tive services, based upon the percentage of total 
receipts by type of service in 1974: detective agen
cies (including contract guards and watchmen), 61 
percent; armored car services, 17 percent; burglar 
and fire alarm services, 22 percent. 38 

Security Trade Associations 

The growth of private security services and prod
ucts has been accompanied by a growth in security
related national trade associations. Currently, there 
are more than 30 private security trade organiza
tions, plus a number of security committees or divi
sions of major national associations, such as the 
American Bankers Association, the Association of 
American Railroads, the National Association of 
Manufacturers, the American Hotel and Motel Asso
ciation, the American Transportation Association, 
and the National Retail Merchants Association.39 
(See Appendix 5 for a listing of security-related 
associations.) There are al~o numerous State and 
regional security associations. Functionally, the trade 
associations cover the full range of private security 
activities, with one or more in areas such as alarms, 
armored cars, credit card fraud, private detectives, 
computer security, educational security, detection of 
deception, insurance, and security equipment. 

The American Society for Industrial Security 
(AS IS) , a professional society with a membership, 
in June 1976, of about 7,000 security executives, 
supervisors, and administrators, has made signifi
cant contributions to the professionalism of the pri
v2te security industry. To further the objectives of 
crime prevention and the protection of assets, ASIS 
is concerned with all aspects of security in the pri
vate sector and emphasizes the education and pro
fessionalism of its members through publications, 
workshops, and seminars. The ASIS Foundation, 
Inc., was established as a separate organization in 
1966 to receive grants and donations for programs 
to further upgrade security professionalism. 

Conclusion 

Private forces have been used to provide security 
in America from the earliest colonial times. Even 
with the establishment of public police forces, many 
businesses and industries sought the assistance of 
private- security services to provide adcrtional pro
tection for their property and assets. Industrializa-

38 Nossoy, op. cit., p. 5. 
3. Security Letter, Vol. V, No. 18, Part II. 
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Figure 9. Private Security Products and Services Revenues 

Other 

Lighting Equipment 

Fixed Security Equipment 

Alarms/Communications Equipment 

IntrUsion Detection Alarms Services 

Central Station Alarm 

Armored Car/Courier 

Guards/ Investigators 

Source: Ap. UtI/.e, Inc., "Estimates of Sales to End U;;r-.1975," ci;;U;;;;;-i;;;:-;he U.S. &Ifety Fire-Protectio 
and Security BUSiness, January 1973. I n 

tion, urbanization, and prewar and postwar security 
~emands intensified the need for additional protec
tIon. Many contractual private security companies 
and proprietary forces emerged in response to this 
need, resulting in a substantial growth of the indus
try. Advances in electronic technology have also 
contributed significantly to the industry's growth 
pattern. 

Today, as a result of ever-nsIng crime rates, 
cou~led with the enormous demands placed upon 
publIc law enforcement agencies and their lack of 
adequate :esources to deal with these demands, pri
~ate secunty has become a muitibillion-dollar-a-year 
Industry, and the number of private security person
nel s?:passes that of public law enforcement in many 
10calltIes. Moreover, present crime and financial sta-

39 
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tistics indicate that the industry will continue to 
experience significant growth in future years. Security 
trade associations have similarly grown in size and 
number, and the American Society for Industrial 
Security has made significant strides toward pro
fessionalism of the field. 

However, even though it can be established that 

" 
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the investment in private security services and prod
ucts has grown significantly, very little attention has 
been devoted to research in this area, accounting 
for the inability to provide concrete figurc-s on its 
exact extent and revenues. This paucity of informa
tion is highlighted throughout this report in the in
terest of establishing a reliable data base for future 
focus on upgrading the industry and its components. 
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SECTION 7 

UNIQUE SECURITY PROBLEMS OF SPECIALIZED AREAS 

• Airports/Airlines 
• Commercial Complexes 
• Educational Institutions 
• Financial Institutions 
• Health Care Facilities 
• Hotels/Motels 
• Housing 
• Manufacturing 
• Museums and Libraries 
• Railroads 
• Retail Establishments 
• Special Events 
• Transportation 

Introduction 

The major components of private security services 
and products and the major security user groups have 
been discussed in previous sections. Organizations, 
facilities, and business establishments utilize varying 
combinations of proprietary and contractual person
nel, services, and hardware depending on their indi
vidual characteristics or security needs. This section 
presents a brief overview of selected areas to demon
strate both the prevalent use of private security 
services in specialized areas and the diversity of 
security problems encountered in protecting persons 
and property. 

Airports and Airlines 

The need for security at airports and airlines was 
dramatically brought to public attention by the 
sudden emergence of the skyjacking of commercial 
aircraft and by the bombings, bomb threats, and 
accompanying extortion attempts using aircraft and 
hostages in the late 1960's and early 1970's. 

Between 1963 and 1967, there were only four 
attempted skyjackings of U.S.-registered aircraft. 
However, in the following 5-year period, 1968 to 
1972, there were 134 attempted skyjackings of 
U.S.-registered aircraft; 82 of these were successful: 
the skyjackers were able to control the flight of the 
aircraft and either reach t.heir destination or achieve 

their criminal objective.1 Although diversion of air
craft from international airports in New York, Miami., 
Los Angeles, and Chicago to destinations in Cuba 
and South America were the most frequent and 
highly publicized acts, attempted skyjackings also 
occurred during this period at 54 other U.S. air-
ports.2 . 

Dh-:runtled individuals, mentally deranged per
sons, inebriates, and practical jokers are frequently 
the perpetrators of bomb threats and skyjackings. 
Terrorist groups, however, have increasingly used 
these means to advance their causes. One of the 
most notable terroristic actions occurred in 1970 
when Palestinian terrorists diverted three aircraft 
to Zerka, Jordan, and subsequently demolished 
them.3 Sensational incidents such ,as this were re
sponsible for the doubling of aircraft bomb threats 
the following year, according to the Federal Aviation 
Administration (FAA). (In 1971, 1,145 bomb 
threats were made against U.S. and foreign aircraft 
inithe United States.4 ) 

In 1974, there were four bomb explosions at U.S. 
airports and two aboard U.S. aircrafU In the same 
year, the FAA reported 1,453 bomb threats made 
against U.S. and foreign aircraft in the United States, 
including 48 attempts at extortion.6 Additionally, 
397 bomb threats were reported against domestic 
airports. 7 Of these, 89 percent were made by anony-

1 U.S. Department of Transportation, Civil Aviation Secu.
rity Service, Federal Aviation Administration, "Hijacking 
Statistics for U.S. Registered Aircraft." Washington, D.C., 
July 1975. 

"Ibid. 
"U.S. Department of Transportation, Civil Aviation Secu

rity Service, Federal Aviation Administration, "Worldwide 
Criminal Acts Involving Civil Aviation." Washinf,ton, D.C., 
July 1975. 

• U.S. Department of Transportation, Civil Aviation Secu
rity Service, Federal Aviation Administration, "Bomb Threats 
Against U.S. Aircraft and Foreign Aircraft in the U.S." 
Washington, D.C., July 1975. 

G Ibid. 
"Ibid. 
'U.S. Department of Transportation, Civil Aviation Secu

rity Service, Federal Aviation Administration, "Bomb 
Threats Against U.S. Airports-1.974." Washington, D.C., 
July 1975. 
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mous persons using the telephone, and in 50 percent 
a specific area of the airport was designated. 

The security problems associated with response to 
bomb threats are immense, because in only half of 
the incidents is an area of the airport specified, and 
very often little advance warning is given before the 
announced time of detonation. Air carriers experi
ence delays in air traffic, and often it has been neces
sary to evacuate an entire section or terminal of an 
airport as a result. Some explosions have occurred 
without warning, causing serious injuries, loss of 
life, and extensive property damage. In December 
1975, during the holiday traveling season, an explo~ 
sion at a LaGuardia International Airport terminal 
in New York City kilIed 11 persons and injured 75. 
The boldness and tragedy of this bombing prompted 
the President of the United States to direct Cabinet
level officials to develop improved countermeasures 
against such terrorist actions. 

Federal efforts and countermeasures had already 
been underway, however. Since 1972, the increasing 
frequency of skyjackings and bomb threats prompted 
the development of improved security measures and 
procedures for greater protection and safety of per
sons aboard aircraft and in airports. In December 
1972, the FAA initiated compulsory screening of 
persons and carry-on baggage prior to entering the 
departure area of an airport. Federal legislation also 
was enacted providing specific criminal penalties for 
criminal actions against aircraft. Since the imple
mentation of tighter security measures, there only 
have been two successful skyjackings of a common 
carrier aircraft in the United States-in November 
1972 and September 1976. 

The responsibility for screening passengers and 
baggage rests with the air carriers, and, in most of 
the major airports, this service is provided by COn
tract security firms. Another FAA regulation requires 
that the airport manager provide a sworn law en
forcement officer at the screening point to apprehend 
persons making threats or attempting to carry hand
guns, knives, explosives, or otIter dangerous weapons 
and articles aboard aircraft. 

The FAA reports that approximately 165 million 
passengers and 125 million nonpassengers were 
screened at airport checkpoints during the first 10 
months of 1975. Of that number, 9,766 persons 
were referred by the contract security screening per
sonnel to law enforcement agencies, and 2,092 per
sons were arrested, including 1,131 for carrying 
weapons. The FAA further reports that, during this 
period, 1,600 handguns, 37,000 knives, 156 explo
sive devices, 22,700 rounds of amm.unition, 2,485 
assorted firearms (rifles, starter pistols, tear gas 
guns, and so forth), and some 45,000 other articles 
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considered dangerous were detected at the checkpQint 
by screening devices and searches. B 

Although passenger checks are generally per
formed by employees of contract security firms, 
close cooperation is maintained with law enforce
ment agencies and airline and airport security per
sonnel. Overall airport security is often provided by 
law enforcement officers, who are members of State, 
local, or county law enforcement agencies or who 
come under the aegis of a county commission, au
thority, or department established for the operation 
and maintenance of the airport facility . FAA regula
tions now require both scheduled airline carriers and 
airport managers to submit security programs to the 
FAA for approval. 

Theft at airports is a major problem encountered 
by airline and airport security personnel. Aircargo 
theft is estimated to be in excess of $100 million 
annually 9 and is especially serious at those airport 
operations that have been infiltrated by organized 
crime. In addition, theft of passenger baggage, air
line tickets, credit cards, merchandise from airport 
retail shops, and autos and their contents occur. 
Because of the large number of persons using air
port facilities, order maintenance, crowd control, 
VIP escort, and traffic control functions must be 
provided by airlinle and airport security personnel. 
Extensive use is made of access-control systems and 
closed-circuit television monitoring. 

The Air Transport Association of America has 
established 48 local secmity committees at principal 
airports in the United States. These security com
mittees coordinate efforts to increase protection of 
aircraft and their crews, passengers, cargo, and bag
gage. Each committee is composed of representatives 
from every air carrier serving the airport, airport 
management, airfreight companies, catering services, 
every law enforcement agency serving the airport, 
and the Civil Aviation Security Service of the FAA. 

A problem unique to airports and airlines is the 
potential for large-scale disaster-a plane crash 
resulting from heavy air traffic at major airports and 
extensive use of wide-bodied jet aircraft. Response 
to an aircraft disaster requires close cooperation 
among fire, medical, law enforcement, private secu
rity, and airport personnel in extinguishing fires, 
reaching and caring for victims, providing emer
gency medical treatment, and ensuring perimeter 
security to prevent looting and to expedite the move
ment of emergency personnel and vehicles. The 
FAA now requires, as part of its airport certification 
procedures, that an airport disaster plan be devel-

8 Telephone interview with Civil Aviation Security Service. 
Federal Aviation Administration. Dec. 11. 1975. 

• Frost and Sullivan. Inc., The Industrial and Commercial 
Security Market. New York: March 1975. p. 55. 
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oped. The Airline Pilots Association has been active 
in providing simulated aircraft disaster exercises to 
test the workability of these plans and to improve 
the coordination and mobilization of personnel and 
equipment at airports and crash scenes. 

Commercial Complexes 

Office Buildings 

A large number of contractual and proprietary 
security forces perform a range of security functions, 
including guard, alarm, and armored car/courier 
services, at thousands of office buildings throughout 
the country. In addition to the need for security at 
manufacturing and distribution centers, corporations 

.. -...lso must protect company assets and the lives and 
personal property of their employees, as well as 
ensure a safe working environment in leased or 
owned office buildings. 

Some companies must establish and maintain 
specific levels of security in their offices and/or 
buildings to meet the requirements stipulated for 
certain government contracts. Similar security meas
ures may be used for nongovernment work that the 
company deems highly sensitive, such as trade 
secrets. 

Both innercity office buildings and commercial 
industrial parks (usually suburban office complexes 
that include nonmanufacturing businesses, such as 
research laboratories, sales facilities, medical build
ings, and other professional and technical offices) 
are commonly constructed and owned by a private 
developer, who may either assume the responsibility 
of providing security for all buildings and tenants 
within the complex or assign the responsibility to the 
prime tenant of a particular building. The private 
developer is likely to use the sen,ices of a contract 
security firm to ensure the protection of the entire 
complex. A company designated as prime tenant of 
a building may lease excess office space to other firms 
and provide them with security of common areas in 
the office building, such as lobbies, hallways, rest
rooms, and so forth. 

The major security problems encountered in 
office buildings include after-hours burglaries and 
theft; theft from a tenant by another tenant's em
ployees; theft by service, maintenance, and custodial 
employees; assaults, rapes, and other crimes against 
persons; regulation and control of visitor traffic; 
bomb threats; protection of executive offices and 
personnel; and fire watch. The items most frequently 
stolen from office buildings include small office 
equipment, such as typewriters, calculators, and 
duplicating and photocopying machines; office fur
nishings; securities and valuable documents; blank 

payroll checks; and checkwriting machines. General 
office or tenant space is protected primarily through 
the use of master kQY systems, card key readers, 
closed-circuit television (ccrV) on a limited basis, 
and security personnel. 

Large commercial office buildings typically have 
elevator banks in lobby areas where access-control 
measures are essential to monitor visitor access. 
Many new office buildings are constructed accord
ing to the core-concept design, which places all ele
vators, restrooms, and service facilities at the center 
of the building and permits more flexible use of 
office space. This concept contributes to more effec
tive control of lobby areas and visitor access by 
limiting the number of entrances and exits in the 
building. 

Security measures designed to protect lobby areas 
and elevator banks may include the use of CCTV, 
guards, and receptionists who monitor visitor pass 
systems. In the evenings or after business hours, 
elevators can be equipped with key switch or pro
grammable card key readers, which allow only 
authorized personnel to operate the elevators or to 
reach specified floors. In larger buildings, employees 
are issued programmable magnetic cards that can 
be used in conjunction with other access-control, 
equipment and that contain magnetic coilings for 
the doors to specific floors and offices. 

The extent of use of other security devices and 
personnel depends on the size and location of the 
building, the number and nature of tenant businesses, 
and the crime rate of the surrounding area. Some 
corporate tenants need special security precautions 
because of threats of extortion resulting from actual 
incidents of arson and bombings against office ten
ants. Fire stairwells are a key security concern for 
many high-rise buildings, because local fire codes 
often require that doors to these stairwells be left 
unlocked. 

Where security guards perform patrol functions 
in addition to access control, they generally follow 
programmed watchclock stations on tours of duty 
during the day and evening. In addition to CCTV, 
access-control systems, and the annunciation of in
trusion and fire alarms, many of the newer and 
larger office buildings use central consoles to monitor 
heating, ventilating, and air-conditioning systems. 

. These ,reduce manpower requirements, increase 
monitoring and detection capabilities, and permit 
faster response by security personnel. 

Securities, cash, and valuable records and docu
ments are generally stored in vaults that are often 
equipped with closed-circuit television or time-lapse 
cameras. In large companies, records on payroll, 
accounts payable/receivable, sales mailing lists, prod
uct information, customer lists, and other important 
information are kept on computers. Protection of 
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computer processing centers, remote terminals, and 
the information contained in machine-readable form 
is a major security concern. Physical security meas
ures-i.e., special access-control and locking sys
tems, CCTV, and guard posts-are normally used 
to protect computer areas. Data base security in
volves the design of program verification and usage 
procedures by computer specialists. 

Shopping Centers 

The migration of central-city residents to the 
suburbs was largely responsible for the commercial 
phenomenon known as the shopping mall. These 
large shopping centers capitalized on the conveni
ence of a large number of retail, entertainment, pro
fessional, and other business concerns in a central 
location with ample parking and easy access for 
thousands of customers. Shopping centers are micro
cosms of the communities in which they are situated 
and reflect many of their crime problems. Manage
ment of shopping centers has become a specialized 
field, and the International Council of Shopping 
Centers (ICSC) certifies the qualifications of man
agers for shopping centers of varying sizes. 

Shopping malls are usually discussed in terms of 
gross leasable space, ranging from less than 100,000 
square feet to more than 800,000 square feet. The 
major security problems of shopping centers are 
order maintenance in the common areas and traffic 
control. Each tenant is usually responsible for imple
menting security provisions within individual leased 
space. Security personnel are employed by virtually 
all open and enclosed shopping malls with more 
than 300,000 square feet of gross leasable space. 
About two-thirds of shopping centers with less than 
300,000 square feet of leasable space also employ 
security personnel according to a 1975 ICSC survey 
of 117 shopping centers. 

In shopping centers, various combinations of local 
law enforcement personnel and proprietary and/or 
contractual guard forces provide security. Some of 
the larger -shopping centers are assigned local law 
enforcement officers, and in other jurisdictions secu
rity personnel of the shopping center are given 
limited police powers through local ordinance. 

Shopping centers with less than 100,000 square 
feet of leasable space tend to use only part-time 
proprietary or contractual security personnel, where
as the larger shopping centers (more than 300,000 
square feet) frequently use contractual security per
sonnel on a part-time and seasonal basis to supple
ment proprietary security forces. In addition, the 
larger shopping centers generally have a director of 
security, and the proprietary security force is often 
supplemented with CCTV and supported by a com-
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munications system and mobile patrols of the park
ing areas. 

Educational Institutions 

Secondary Schools 

Security in secondary school systems has received 
increasing national attention in the last few years. 
In addition to the number of incidents of crime and 
vandalism against schools, court-ordered desegrega
tion of local school systems has resulted in security 
problems in both the schools and their surrounding 
communities. Several large city school districts have 
experienced violence as a result of these court 
actions. 

Following their 1975 hearings and surveys, the 
U.S. Senate Subcommittee on Juvenile Delinquency 
estimated that vandalism in school systems amounts 
to $500 million annually-a figure the subcommittee 
stated was "comparable to the entire investment for 
textbooks for our nation's schools in 1972."10 In 
compiling its estimates, the subcommittee noted that 
the cost of vandalism and stolen property in Chi
cago, Detroit, Los Angeles, and New York City 
school systems alone exceeds $10 million annually. 

In addition to acts of vandalism and the violence 
related to court-ordered desegregation, crimes of 
violence in general are a significant problem in the 
schools. The Senate subcommittee conducted a sur
vey of 757 public school districts for 1970 to 1973 
and estimated that every year there are 70,000 serious 
physical assaults against teachers and literally hun
dreds of thousands of assaults on students, including 
at least 100 murders. l1 The report cited one inci
dent in which an eighth grade pupil armed with 
AS-caliber and .38-caliber handguns killed his prin
cipal and wounded a school security officer. 

Crime in secondary schools is not limited to large 
school systems. The Senate subcommittee found 
that the incidence of serious crime has substantially 
increased in suburban and rural school systems. 
Some school administrators feel that the open school 
concept, in which students are required to attend 
school only for classes, encourages an influx of 
idlers, drop-outs, and others, who may disrupt nor
mal administrative and academic functions. 

School systems have traditionally regarded order 
maintenance and theft problems as administrative 
concerns. But the rising incidence of these prob
lems, combined with a school's civil liability for the 
safety of its students, has caused an increasing num-

10 U.S. Senate Subcommittee on Juvenile Deh:lquency, 
Our Nation's Schools-A Report Card: "'A" in School Vio
lence and Vandalism. Washington, D.C., 1975. 
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ber of school systems to view such occurrences as 
crimina! in nature and has prompted development 
of comprehensive security programs. 

The greater emphasis being placed on school secu
rity is evidenced by the recent formation of the 
International Association of School Security Direc
tors, with members from some 300 school districts 
in the United States. Also, the American Society for 
Industrial Security has formed a specific division 
for school security-Educational Institutions. Finally, 
the United Federation of Teachers union in recent 
years has made security in the schools a negotiable 
item in its collective bargaining process for teacher 
contracts. Their concerns include improved secu
rity procedures, as well as adequate security per
sonnel and equipment. 

There are two primary objectives in school secu
rity: (1) protection of teachers and students and 
their personal property, and (2) protection of the 
school facilities and equipment. Law enforcement 
agencies have placed increasing emphasis on juve
nile bureaus to deal with youthful offenders. But 
much of their work, similar to that of law enforce
ment agencies in general, is performed in a response 
mode, and little time is left to perform preventive 
work or to focus on the underlying specific problems 
of recurring incidents throughout the school ~y"tems. 
In New York Gty, for example, law enforcement 
officers were called to the schools on 5,530 sepa
rate occasions in the first 7 months of 1973.12 

School systems have used varying combinations 
of contract and proprietary personnel to establish 
security programs. School security personnel have 
been given police powers in some States through 
county and local ordinances. Many of these person
nel have primary jurisdiction over criminal incidents 
that occur in the schools. In the Broward County, 
Fla. (Ft. Lauderdale), school system, a staff of eight 
investigators is assigned to the director of internal 
affairs, who administers the school security program 
for the county. In the Fayette County, Ky., (Lex
ington) school system, the Division of Safety and 
Security is responsible for security in the county's 
45 schools, which have more than 35,000 students 
and nearly 3,000 employees. The division is an 
organized law enforcement ~gency with jurisdiction 
over the elementary, junior high, and high schools; 
it employs only college-educated men and women. 

Florida passed a Safe Schools Act in 1975 to 
provide funding to school systems for the develop
ment of crime prevention and safety programs, the 
provision of security personnel, and the installation 
of alarm systems. Another Florida law stipulates 
training certification for personnel engaged in school 

'" United Federation of Teachers, Security in the Schools, 
undated, p. i. 

security functions. In addition, the State Depart~ 
ment of Education is exploring the possibility of 
providing private security vocational training in 67 
counties. 

The increase in burglaries and arson, in addition 
to vandalism, has led many school systems to imple
ment comprehensive intrusion-detection systems and 
to install nonbreakable windows. In Alexandria, Va., 
for example, a Law Eu~orcement Assistance Admin
istration grant was made to the city for the installa
tion of an intrusion-detection alarm system. This 
system has markedly reduced crime-related losses in 
the city's 22 schools, from a previous high of $180,-
000 to approximately $20,000 annually. 

Colleges and Universities 

The security problems of colleges and universities 
are somewhat different from those of secondary 
school systems. One of the major differences is the 
almost continual use of facilities of a college or uni
versity. Except at community colieges, which gen
erally close by midnight, access control is a major 
problem. 

In addition, large numbers of residential housing 
units for students, faculty, and staff create a densely 
populated community within the city or town in 
which they are located. Some college or university 
campuses are larger than many towns. For example, 
the campuses of Michigan State University and the 
University of Michigan are larger in population than 
most cities in Michigan. Whether campuses are 
located on the periphery or near the center of cities, 
they do not escape the problems of the cities, par
ticularly crime. 

Initially, security at colleges and universities was 
an administrative function di the physical plant or 
buildings and grounds staff. Night watchmen or 
guards were used for fire detection and major crime 
prevention/detection patrol. The need for organized, 
well-trained security personnel at colleges and uni
versities was dramatically demonstrated in the late 
1960's. Campus demonstrations, student strikes, and 
forceful occupation of school buildin.gs by students 
often resulted in local and State law enforcement 
agencies being called. But few long-term counter
measures wl!re developed to provide an ongoing 
security capability to successfully prevent or contain 
such outbreaks of violence and confrontation. The 
intervention of police agencies on the campus was 
viewed by many students, faculty, and administrators 
as unwarranted. 

Today, however, both students and administrators 
are increasingly demanding and providing compre
hensive security programs to protect colleges and 
universities from property thefts and violent crimes 
that have overflowed from the cities onto the cam-
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puses. (Unlike secondary schools, vandalism-with 
the exception of graffiti-is not a major problem.) 
The primary concern, according to a recent survey 
of some 700 attendees at security conferences spon
sored by the National Association of College Auxil
liary Services, is safety of individuals. There has 
been a dramatic increase in the past few years in 
armed robberies, assaults, muggings, and rapes at 
college campuses throughout the country. On some 
campuses, the students have organized rape-crisis 
centers to provide counseling and assistance to rape 
victims; on other campuses, male students have 
formed protective night escort services for female 
students. 

In more recent years, popUlation density created 
by the construction of high-rise dormitories has 
posed new problems in providing protection for 
students and their personal property. This high 
concentration of students makes it virtually impos
sible for them to be familiar with all other residents 
of the dormitory, and, thus, it is easier for an in
truder to assume the identify of a student. In 
answer to this problem, many colleges have installed 
extensive locking and a ,ess-control systems to re
strict access to residential areas. 

In addition to theft of student property, college 
campuses sustain significant 10s.3es from theft of 
college property, most commonly audiovisual and 
laboratory equipment, typewriters, calculators, and 
educational materials such as books and art objects. 
Another major concern is theft of examinations. 

Similar to secondary schools, higher education 
institutions have used combinations of contractual 
and proprietary security personnel and hardware 
for the protection of the campus and its residents. 
One of the major constraints in the use of electronic 
security is the 24-hour access to some areas of the 
campus, such as athletic and student unions, tha.t 
are heavily trafficked and typically have several 
entrances and exits. However, closed-circuit televi
sion and alarm systems have been installed in 
bursar's and cashier's offices on many campuses 
because of the rising number of armed robberies and 
robbery attempts. These areas generally serve as 
central collection points for all cash funds from 
campus facilities, such as student unions, snack bars, 
cafeterias, housing, and so forth. 

Many administrators also believe that the installa
tion of electronic 3ensor detection devices in libraries 
has significantl~' reduced the number of thefts of 
library books. When these devices are used only at 
main entrances and exits, however, theft of books 
may still occur, because other exits (i.e., fire doors) 
are not monitored. 

Campuses have increasingly moved toward the 
establishment of proprietary security forces and the 
appointment of directors of security. The over-
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whelming majority of proprietary forces on publicly 
funded campuses have some power of arrest or 
police authority. Approximately 40 States have 
legislation providing police authority for proprietary 
security personnel on campus. Most of these States 
restrict such police powers to public institutions of 
higher education, but some States, such as Massa
chusetts and New Jersey, also make these powers 
available to private institutions. On some campuses, 
security personnel obtain police powers on a provi
sional basis from local law enforcement agencies. 

At some larger institutions, the security personnel 
are responsible for comprehensive law enforcement, 
traffic and fire safety, and loss-prevention functions. 
At the University of Connecticut, for example, the 
Public Safety Division maintains a fire department, 
mounted patrol, locksmith and key control, ambu
lance service, and campus transportation system, in 
addition to its police functions. 

A recent trend in campus security has been the 
active involvement and participation of students in 
crime prevention with the security personnel. On some 
campuses, students are used on an informal basis to 
assist in crowd control and traffic direction at large 
public events, such as concerts and sporting contests. 
On other campuses, there is more formal organiza
tion of student patrol or student marshal programs. 
One such program at Syracuse University uses stu
dents to patrol parking areas and general residence 
halls. They are equipped with two-way tadios and 
arm patches identifying them as "student security 
services." At the University of Georgia, the campus 
security department is comprised entirely of students. 
In this program, security personnel must have under
graduate degrees and be pursuing graduate degree 
programs in police science or criminal justice. Some 
universities offer incentives to campus security 
workers by providing free tuition or tuition assist
ance. 

Financial Instfttutions 

The security and stability of the Nation's financial 
institutions (commercial banks, savings and loan 
associations, cre'l:'Jit unions, loan companies, and 
brokerage houses) are critical to a lasting and healthy 
economy. In contrast to the many indirect losses 
sustained by other businesses, most losses in the 
financial community are direct financial losses: theft 
of cash, stocks, and bonds; check and credit card 
fraud; and embeZzlement of funds. 

From 1958 to 1967, commercial and mutual sav
ings banks grew at an average rate of 40 percent, 
according to the American Bankers Association. 
Today they number approximately 40,000. During 
the growth period, crimes against these institutions 
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increased by more than 200 percent. In 1967, 23 
persons were killed and 61 persons were injured as 
a result of bank robberies, burglaries, and larcenies,13 
and $15 million in losses were sustained. 

A wide variance in the mlmber and type of !lecu~ 
rity measures employed by banks caused great con
cern to Government agencies that regulate federally 
insured financial institutions. Surveys by the FBI, 
resulting from investigations of bank robbery statute 
violations, disclosed that many banks had totally 
inadequate protective and preventive measures 
against these crimes. In 1968/1969, the Federal 
Home Loan Bank Board conducted a survey of 194 
banks that revealed that fewer than 50 percent had 
alarm systems, only 17 percent used cameras, and 
just over 10 percent used security guards. The same 
agency surveyed 60 banks that had been burglarized 
and found that 20 had installed alarm systems, only 
3 monitored the premises with cameras, and again 
just over 10 percent used security guards.14 

The significant increase in bank robberies, lar
cenies, and burglaries, and the lack of standardized 
or adequate protective measures, led Congress in 
1968 to enact the Bank Protection Act. This act re
quired federally insured banks and savings and loan 
institutions (provisions were subsequently extended 
to federally insured credit unions) to (1) designate 
a security officer, (2) cooperate with and seek secu
rity advice from the FBI and other law enforcement 
agencies,and (3) develop comprehensive security 
programs and implement protective measures to meet 
or exceed certain federally approved standards. The 
act is monitored and administered by four federal 
regulatory agencies: the Federal Reserve Board, the 
Federal Savings and Loan Insurance Corporation, 
the Office of the Comptroller of the Currency, and 
the Federal Deposit Insurance Corporation. In a 
graduated sequence, beginning in July 1968 and end
ing in February 1970, each federally insured financial 
institution covered by the act was required to (1) 
develop, for approval by its board of directors, a 
written security plan or program meeting nine mini
mum requirements, (2) appoint a security officer, 
(3) file a formal report with the appropriate regula
tory agency on current security measures at bank 
facilities, and (4) install and maintain vault area 
lighting systems, tamper-resistant exterior doors and 
window locks, and alarm systems. 

The net effect of the Bank Protection Act was a 
mandated increase in the range of security services 
and hardware utilized by most financial institutions. 
Market research studies, in fact, reflect a sharp rise 
in spending by banks in 1969 and 1970 for fixed 

13 Davis, A. S. "Bank Security-It is the Law," Industrial 
Security, October 1969, p. 4. 

U Ibid. 

security equipment, electronic surveillance equip
ment, and proprietary and contractual alarm systems 
and security guard forces. Banks and other financial 
institutions represent a major segment of the market 
for fixed security equipment such- as vaults, lock
boxes, tamper-resistant locking -systems, and auto
matic and drive-in teller equipment. In addition, fi
nancial institutions are a major market for armored 
car and courier services. 

Compliance with the Bank Protection Act require
ments was facilitated by development of bank secu
rity manuals and security seminars by the Bank Ad
ministration Institute and American Bankers Asso
ciation. The American Society for Industrial Security 
also sponsored workshops on providing security for 
and combatting crimes against banks and financial 
institutions. Many bank administrators found these 
to be useful tools, especially when security officers 
designated under the act had no training in security 
or law enforcement and devoted only partial time to 
security activities. 

Despite these expanded security measures, viola
tions of bank robbery statutes, which the act was 
designed to reduce, increased significantly in both 
number and dollar losses. The FBI reports that in 
1974 there were 3,517 robberies, 408 burglaries, and 
328 larcenies, with losses totaling $40.3 million
more than double the amount of losses prior to the 
enactment of the Bank Protection Act.15 Bank offi
cials, how!f,ver, point out that the security measures 
specified in the act have had a preventive and deter
rent effect and that approximately 60 percent of these 
crimes occurred in urban banks in the 10 most 
populated States. 

The Bank Protection Act did not address forg
eries, fraud, and embezzlement, although losses to 
financial institutions from these actions far exceed 
losses from robberies and burglaries. Enormous 
losses are incurred each year as the result of fraudu
lent use of credit cards and checks. Added to these 
are the estimated $40 million worth of stock certifi
cates and $25 million in government bonds that are 

. lost or stolen each year.16 

Indicative of the concerns of the Securities Ex
change Commission are recent amendments to the 
Securities aad Exchange Act of 1934 that require 
that every member of a national securities exchange, 
broker, dealer, registered transfer agent, and regis
tered clearing agency fingerprint partners, directors, 
officers, and employees. The amendments also direct 
every national securities exchange, member thereof, 
registered securities association, broker, dealer, mu
nicipal securities dealer, registered transfer agent, reg-

,. FBI Uniform Crime Reports, 197'4. 
,. Chamber of Commerce of the United States, Deskbook 

on Organized Crime, Rev. ed. Washington, D.C., 1972, pp. 
51-52. 
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istered clearing agency, participar: t therein, member 
of the Federal Reserve System, &ilJ bank whose de
posits are insured by the Federal Deposit Insurance 
Corporation to report to and inquire through the 
National Crime Information Center (NClC) regard~ 
ing missing, lost, counterfeit, or stolen securities. 
Also, stock exchanges and the Securities Exchange 
Commission are urging brokerage houses to increase 
protective measures for negotiable stocks and bonds, 
because many of them store a substantial number of 
negotiable documents on their premises. 

The U.S. Department of Commerce states that 
losses from fraudulent use of credit cards cost banks 
about $420 million in 1973,11 A wide variety of 
fraudulent practices contribute to these losses: false 
applications; cards issued but never received by ap·· 
plicants because of error or theft during the manu·· 
facturing process or mailing; and cards lost or stolen 
in lodging or restaurant establishments, from automo-· 
biles, and by pickpockets. In addition, merchants and 
waiters sometimes use a customer's credit card to cut 
a blank charge slip at the time of sale, and later sub
mit a receipt to cover a eash sale, the proceeds of 
which they keep. Stolen credit cards are often sold to 
other persons or presented at automatic tellers for 
cash withdrawals. 

Legislation enacted in recent years has been di
rected specifically toward the reduction of fraudulent 
credit card offenses. For example, most States have 
adopted major provisions of the model State credit 
card crime act; this, according to the Association of 
Credit Card Investigators, has had a measurable 
effect on both the deterrence of credit card fraud and 
the prosecution of offenders. Similarly, prior to the 
1970 amendment of the Federal Truth-in-Lending 
Act, which prohibited the indiscriminate mailing of 
credit cards, many banks incurred losses in the range 
of several million dollars from mass mailing of bank 
credit cards. Banks continue to experience other 
credit card-related offenses, hoy;vever, and some bank 
security officials feel that they do not receive suffi
cient cooperation or resources from law enforcement 
agencies in the investigation of such crimes. 

Although the introduction of computers in banking 
greatly assisted data processing operations, it also 
indirectly aided individuals defrauding banks through 
checking account schemes. ApproXimately 26 billion 
checks are written and processed each year, and 
losses from check frauds amount to about $1 bi1lkn 
annually.Is Check fraud is committed in a number of 
ways: by forging signatures on stolen checks, b.v 

11 U.S. Department of Commerce, Bureau of Domestic 
Commerce, The Cost of Crimes Against Business. Washing
ton, D.C., November 1974, p. 4. 

18 Chamber of Commerce, of the United States, A Hand
book on While Collar Crime. Washington, D.C., 1974, p. 33. 
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altering face amounts on legitimate checks, by forging 
bank officials' signatures of approval on large checks 
to be drawn on accounts with insufficient funds, 
through the theft of blank payroll checks and check
writing machines, and through the practices of kiting. 

Kiting has become particularly difficult to detect 
since the advent of computerized banking. It involves 
the use of two or more banks to make simultaneous 
deposits and withdrawals and thereby obtain credit 
before sufficient time has elapsed to clear the checks. 
Prior to the use of computers, bank per~wnnel were 
able to scrutinize such transactions at the time of 
processing. However, kiting practices can now be 
detected only by using special computer programs to 
monitor unusually large transactions and continuous 
activity involving accounts with small running bal-
ances. • 

Some of the more important regulations set forth 
by the Bank Protection Act include the maintenance 
of bait money for potential robberies, the periodic 
removal of excess cash from tellers' windows and 
bank premises, and the development of security
conscious opening and closing procedures and strin
gent security inspections. The act also requires that 
bank security officers be trained to use security de
vices and to follow specified procedures in the event 
of a robbery; however, many of them undertake far 
more comprehensive training. This broader perspec
tive is significant, because bank security programs 
must be closely interfaced with all aspects of banking 
operations, not just limited to areas where money and 
valuables are exchanged or stored. 

In addition to the changes occurring as a result of 
the Bank Protection Act, the movement toward elec
tronic funds transfer systems, which include such ac
tivities as remote tellers and automatic bank ma
chines, is having a major impact on the banking 
industry. This movement toward making banking ac
tivities more accessible to citizens provides unique 
challenges to bank security officers. Adjustments in 
security programs need to be made to meet the new 
marketing activities of financial institutions. Some 
bank security officers indicate that these changes will 
require more and, in many cases, new and different 
trauling for their security guards, tellers, and other 
banking personnel. 

Health Care Facilities 

A recent security research report indicates that 
there are more than 31,500 health care facilities in 
the Ulited States.I9 Indeed, health care is big busi

-ness-the fifth largest industry in the Nation.20 Health 

10 Frost and Sullivan, Inc., op. cit., p. 22. 
00 Colling, Russell L., "Hospital Security," Security World, 

Vo!. 3, No.6, June 1966, p. 14. 
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care facilities inelude publicly and privately owned 
hospitals, clinics, nursing homes, outpatient tra~ma 
centers, and physicians' office complexes. HospItals 
represent the most significant eI~ment of health catoe 
and have the most serious security problems. HOSPI-
tal/health care security can be defined broadly as a 
system to create and maintain a safe environment for 
patients, visitors, and employees, and t~ protec.t ~hys-
ical assets (medical equipment, supplIes, b1!lldmgs, 
and personal property). 

Hospital security is distinct from many other forms 
of private security because of its openness-24-hour-
a-day operation, few locked doors, and campus-type 
construction.21 Unlike retail stores, banks, schools, 
and some industrial plants, the hospital cannot shut 
down at the end of the day and establish security 
barriers against entry. The hospital must remain open 
to admit the sick and injured, to permit patients to 
have visitors, and to carry on the normal business of 
gift shops, pharmacies, and doctors' offices. Because 
of the necessary openness of health care institutions, 
access control is more difficult and must be tempered 
in accordance with the objectives of medical care and 
the institution's public relations program. 

Because the goal or end product of health care is 
life preservation, security restrictions tha~ ar~ per-
ceived even remotely as impediments to thIS pnmary 
goal are often unacceptable to administrative a~d 
medical staffs. For example, rigid check-out/check-Ill 
procedures for surgical equipment or su~plies are 
often viewed as hindrances to prompt medIcal treat-
ment. 22 Further, for the patient's well-being, health 
care institutions generally encourage visitors, a prac-
tice that poses security problems and risks. . . 

In a 1972 security survey of 196 hospItals In 30 
States, visitor control was cited by the respondents as 
the most formidable security problem to be over-
come.28 The saine survey revealed that internal theft 
ranks as the second most troublesome security prob-
lern. In descending order, the items most frequently 
stolen are linens, cash and personal effects, office 
supplies and ~quipment, housekeeping supplies, food, 
radios and television sets, and drugs. 24 

Additional security problems relatively urJque to 
hospitals and other health car~ facilit~e.s inc IUde .the 
heavy daily flow of people (patIents, VISItors, medIcal 
personnel, and other employees) and vehicular traf-
fie, a substantial number of female employees (on 
some night shifts, hospital staffs are often 95 percent 
female), a high percentage of professional staff who 

21 Glassma.n Stanley A. and William I. Fitzgerald, "Con-
temporary Ch~nges in Hospital Security," Security Manage-
ment, September 1974. 

f2 Colling, op. cit., p. 15. . 
'" Burns Security ~nstitute, National Survey on Hospital 

Security. Briarcliff Manor, N.Y., October 1972, p. 2. 
.. Ibid., p. 3. 

often are disinclined to adhere to security procedures, 
and large quantities of consumable items (drugs, 
linens food, medical supplies, and equipment) that 
make 'property inventory and accountability difficult. 

Health care security administrators generally agree 
that their major crime and security hazards are theft 
of materials drugs, and personal property and the 
possibility of fires or explosions. They also ind~cate , 
that crimes against persons are frequently commItted ~ 

in and around medical centers. Of concern are not 
,. 

only simple assaults but also violent crimes, such as 
rape and aggravated assaults on patients~ ?~rses, and 
visitors. Hospitals and health care faCIlItIes feel a 
strong responsibility to protect patients and emp10y-
ees, as indicated by one hospitai administrator: 

The patient entering a hospital expects to be medically 
treated with the highest quality of care, to be safe from 
intrusion or theft, to be protected from personal injury and 
to be treated not only as a p,uest, but as a human being who 
has entrusted his life and his possessions to complete 
protection.'" 

Officers of the International Association for Hos-
pital Security stress the importance of preempl.oyment 
screening and training for health care securIty per-
sonnel to reduce crime problems and security-related 
incidents. Areas for security improvement frequently 
mentioned by hospital security administrators in-
elude: 

1. Better accounting control procedures for medi-
cal supplies and equipment, and 

2_ Access to criminal history records for preem-
ployment screening purposes to reduce the potential 
for employee theft of cash, property or drugs, or 
assaults and sex crimes committed against patients or 
employees. 

Further recognition of the unique security prob-
{ems of hospitals and other health care facilities is 
supported by the American Society for Industrial 
Security, which has a health services division. 

Hotels and Motels 

During the past decade, crime in lod.ging establis~-
ments has climbed to dangerous heIghts, both III 

terms of the number of incidents and the severity of 
the incidents. Formerly, il retired police officer was 
sufficient to control hotel crime. Today, security staffs 
of over 25 personnel cannot prevent crimes against 
guests and the establishment in some major city prop-
erties. 

Coupled with the national rise of law suits against 
hotels and motels has been an unprecedented increase 
in civil filings against these establishments, charging 

2Il Olmstead, Iohn A. "The Legal Aspects of Hospital Pro- l' 
tection," Security Management, September 1974, p. 25. 
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that security negligence resulted in harm to a guest, 
a tradesman, or an employee. In many of these cases, 
a new innkeeper's case law is developing as the hotels 
appeal adverse court decisions. 

Not only are insurance costs skyrocketing because 
of this increase in hotel crime, but, in some instances, 
hotel liability insurance is becoming difficult to ob
tain. 

With guests fearful of leaving downtown hotels 
because of the risk of street crime, huge losses sus
tained from employee theft, and the growing fre
quency of guestroom thefts and attacks on guests, 
hotel and motel operators are turning to private 
security to develop professional responses to these 
many problems. 

Hotel and motel security spokesmen agree that a 
major crime problem exists with internal employee 
theft. Because some employees of lodging establish
ments must have l,aster or submaster keys in order 
to perform their routine daily functions, they have 
access to secured hotel/motel property, as well as to 
the personal property of guests or residents. Thus, an 
employee may have innumerable opportunities to 
steal from guest rooms and/or hotel/motel property. 
The items most frequently stolen include money, 
linens, silver, foodstuffs, liquor, and other articles that 
can be easily concealed when taken from the prem
ises. The most significant internal-theft losses are 
associated with functions such as cash handling, 
housekeeping activities, receiving and storage func
tions, laundry services, and restaurant/bar services. 

External theft also represents a substantial share 
of the crime problems cited by hotel/motel industry 
spokesmen. Guests who steal property from their 
rooms and professional thieves and burglars using 
illegally obtained master keys account for external 
losses. The American Hotel and Motel Association 
estimates that millions of doUars worth of property is 
lost through guests who take it:'!ms as souvenirs. 

Motels, for the most part, have been able to avoid 
one difficulty that has traditionally plagued the hotel 
industry: skips or nonpaying guests. Motels typicaUy 
require guests either to pay in advance for their lodg
ing or to establish valid credit, whereas in most hotels 
room charges and other costs incurred by the guests 
are paid upon checkout. Certain problems are com
mon to both hotels and motels, however, and these 
include the theft of money, jewelry, credit cards, and 
other valuables from their guests; acts of vandalism; 
and the vice problems frequently associated with such 
semipublic facilities. 

The increase in the number of armed robberies at 
motels has prompted many to follow the lead of 
hotels and install closed-circuit television monitoring 
systems in lobby and cashier areas. It is ironic that 
efforts to make hotels and motels more convenient 
for guests inadvertently increase their vulnerability 

50 

~--~---~ ----.-- ~--~~~----

to clandestine activities; elevators and parking ga
rages provide thieves with greater access to unpro
tected areas and less possibility of detection. Conse
quently, an increasing number of hotels and motels 
are also making use of monitoring systems in parking 
areas, ancillary lobbies, and elevators; they also have 
begun to use central access-control systems for guest 
rooms. 

Hotels and motels in resort areas encounter secu
rity problems of a slightly different nature because 
most" of their guests are occupied with recreational or 
sightseeing activities and spend considerable time 
away from their rooms. Similarly, hotels and motels 
that regularly host large conventions and conferences 
must adapt their security procedures to accommodate 
the special demands created by such situations. 

In general, the security practices established at a 
particular hotel or motel are the responsibility of the 
individual owner or franchise holder. The large, na
tional lodging chains usually have corporate security 
staffs to provide support and guidance to franchise 
owners. The corporate security staff conducts security 
surveys; investigates specific loss problems; estab
lishes guidelines for security policies and staffing; 
makes recommendations on cash-handling proce
dures, preemployment screening techniques, and 
emergency plans; and maintains liaison with local law 
enforcement agencies. 

Hotel/motel industry executives and security di
rectors agree that greater emphasis should be placed 
on security in training managers, owners, and fran
chise holders. Clearly, providing free movement and 
open facilities to guests must be balanced with the 
implementation of procedures and measures to mini
mize criminal opportunities. Industry spokesmen be
lieve that sound security measures not only will in
crease the safety of guests but also will raise the 
profitability of hotel and motel operations. In particu
lar, industry officials believe that degree programs in 
hotel and restaurant management should include 
courses in security as part of the core curriculum. 

Housing 

Although crimes of violence have received consid
erable attention because of their dramatic and tragic 
nature, reported burglaries of residential dwellings 
nm" account for more than $600 million in property 
losses annually. In addition, victimization studies 
conducted for the Law Enforcement Assistance Ad
ministration (LEAA) indicate that the incidence of 
crime actually committed is two to three times higher 
than that officially reported to law enforcement. Pos
sible reasons for this underreporting of crime include 
a sense of despair on the part of cith~~ns victimized 
more than once and a lack of citizen confidence in 
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the ability of law enforcement agencies to solve 
crimes and recover stolen property. 

Traditionally, people's homes have been consid
ered their castles, but many homes are now becoming 
fortresses to protect resid~nts and their personal 
property from criminals. Only affluent persons can 
afford to install sophisticated burglar alarm systems 
and other advanced technological protective devices. 
But increasing numbers of homeowners are installing 
special locks, floodlights, and less expensive burglar 
alarms to protect their homes and families. Contract 
security firms offer residential patrol services to aug
ment law enforcement protection in many communi
ties. Some homeowners associations and developers 
of more exclusive residential developments hire their 
own security personnel to perform patrol services 
and to monitor central gate entrances, and many new 
real estate developments advertise such security fea
tures as major selling points. 

The high incidence of burglary and muggings has 
also resulted in increased security measures in private 
high-rise apartment and condominium complexes, 
with emphasis on controling the accel;S of nonresi
dents. Access-control measures include the use of 
doormen in vestibules, external door locks to interior 
hallways controlled remotely by tenants, and moni
toring of entrance areas with closed-circuit television 
(CCTV) often connected to a master antenna system 
to allow tenants to view visitors from their dwelings. 
Some newer high-income apartment and condomin
ium complexes have installed extensive alarm moni
toring, and access-control systems that are ~anned 
on a 24-hour basis by central console operators. 

Recent studies by the U.S. Department of Housing 
and Urban Development indicate that crime is con
siderably higher in public housing with low- and 
medium-income and senior citizen residents than in 
other residential areas. These studies reveal that 
crime rates in some public housing projects are two 
to four times higher, with higher railes of victimization 
per household or dwelling unit. These studies also 
indicate substantially higher rates of multiple victim
ization of the same dweIling unit-a large number of 
residences experiencing more than one burglary. 

Many public housing authorities have implemented 
some of the same protective measures being used by 
private apartment buildings and high-rise complexes, 
inclUding access control and CCTV monitoring. How
ever, housing authority administrators point out that 
they are limited in the protective measures they can 
undertake because public housing is often a low pri
ority item in municipal budgets. Housing authorities 
in larger cities with many housing projects often 
maintain proprietary or quasi-public security forces. 
Many of these security personnel have full or limited 
police powers, are armed, and provide the primary 
law enforcement response within the area encom-

passed by the various housing projects under housing 
authority control. In some cities, housing authority 
police departments that operate their own investiga
tive units are as large as medium-sized local law en
forcement agencies. 

Smaller housing authorities, or those with limited 
funds for security, organize tenant patrols or use 
contract security firms to provide protective services. 
Tenant patrols are made up of volunteers or mini
mally paid tenant-residents who patrol the housing 
project in the evening hours. Some of these tenant 
patrols have portable radios to communicate directly 
with the police department when a suspicious perscH 
or criminal incident is observed. Housing authority 
administrators cite two major drawbacks to the use 
of tenant patrols: (1) tenants are often reluctant to 
take action against their neighbors for fear of retalia
tion; (2) little legal protection is afforded members 
of the tenant patrol should they intervene in a crime 
situation. 

In addition to burglaries, muggings, rapes, and as
saults, public housing authorities also must contend 
with a considerable amount of vandalism. They at
tribute much of this to the vandals' attitude that they 
are destroying someone else's property and not their 
own. Because much of tb~ vandalism is caused by 
juveniles living in the housmg projects, the establish
ment of recreation programs and youth activities pro
grams has considerably decreased the incidence of 
vandalism in some projects. 

In the past several years, LEAA has emphasized 
improved design of buildings and residential and 
commercial developments to create safer environ
ments and to minimize opportunities for the com
mission of crimes. Several pilot studies and demon
stration programs indicate that architectural features, 
lighting, building layout, and site design can affect 
the incidence of crime. LEANs Private Security Ad
visory Council includes an Environmental Security 
Committee to study ways to reduce crime through im
proved environmental security design. Among the 
items under consideration are requiring crime impact 
statements prior to approval of building plans and 
granting certificates to builders who provide certain 
security protective devices, features, and standards 
in building residential units. 

Manufacturing 

Manufacturing consistently accounts for nearly 
one-quarter of the gross national product. The net 
production of the manufacturing industry at $326 
billion in 1974 makes it the largest contributor of aU 
industries to the gross national product-nearly dou
ble that of retail trade.26 At the 313,000 manufactur-

'" Telephonic interview with Bureau of Economic Analysis, 
U.S. Department of Commerce, January 1976. 
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ing plants throughout the country, goods and prod
ucts shipped from production facilities were valued 
at $757 billion in 1972 and nearly 18 million Amer
icans, representing one-fourth of the total labor force, 
were employed in manufacturing,21 The term "manu
~acturing" encompasses a range of primary products, 
lll~luding those related to food processing, transpor
tation (automotive, aerospace, shipbuilding) tex
tiles, primary metals (steel and aluminum), 'fabri
cated metal products, machinery, consumer electri
cal products, and heavy durable goods. 

The U.S. Department of Commerce estimates that 
manufacturers incurred losses of more than $2.8 bil
lion in 1974 from crime, which represents an increase 
of 60 percent since 1971.28 Manufacturing losses re
sult from internal employee theft and pilferage, ex
ternal theft of production materials and finished prod
ucts, arson, and burglary and sabotage of machinery 
and equipment. 

Internal theft by employees is a major contributor 
to manufacturing crime losses. The items most fre
quently stolen include tools; electronic components; 
assembly parts; consumable items such as cleaning 
supplies, oils and greases, paints, wire, and so forth; 
plumbing and electrical supplies; and manufactured 
products, including consumer products that can be 
readily used by employees. External theft losses in
clude not only cartons and containers of finished 
products but also raw materials in usable form' silver 
gold, and other precious metals; small machin~ry and 
~ower tools; and office equipment from administra
t1ve offices located at production facilities. 

In manufacturing complexes, the areas most vul
nerable to the theft of finished products are ware
houses, loading docks, shipping and receiving areas, 
and distribution centers. The Office of Transportation 
Security, U.S. Department of Transportation, has 
conducted studies that demonstrate that most cargo 
theft occurs in and around these areas during normal 
operating hours and is accomplished by persons and 
vehicles authorized to be in the area. This finding 
implies a considerable degree of collusion among 
employees and outside individuals. 

The security priorities of the manufacturing indus
try are as varied as the types of products manufac
tured. For example, the drug industry is vitally con
cerned with the protection of chemical substances 
used in the production of drugs and the prevention of 
theft or loss of narcotics and dangerous drugs as well 
as their diversion into illegal distribution channels. 
On the other hand, the chemical industry places 

21 U.S. Department of Commerce, Bureau of Census, 
Census of Manufacturers. Washington, D.C., 1972. 

!!8 U.S. Department of Commerce, Bureau of Domestic 
Commerce, The Cost of Crimes Against Business. Washing
ton, D.C., November 1974, p. 15. 
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heavy security and safety emphasis on preventing 
fires and explosions. 

A major security concern of manufacturing firms 
engaged in Department of Defense (DOD) contract 
work is the protection of classified information and 
materials. They must adhere closely to prescribed 
Government regulations for safeguarding classified 
information, documents, materials, end products, and 
storage and work areas. The security programs and 
policies at these manufacturing plants are mandated 
by the DOD regulations, and the plants are subject to 
inspections by the Office of Industrial Security, U.S. 
Defense Supply Agency. Such inspections typically 
focus on visitor control, document flow, guard assign
ments and responsibilities, classified material destruc
tion, and records of accountability. Extensive back
grou~d checks must be conducted on applicants by 
securIty personnel prior to their employment to en
sure they meet Government security clearance stand
ards. 

In addition to the protection of classified informa
tion, manufacturing plants often use production 
processes and techniques that are patented or con
sidered to be trade secrets of the firm. Special pro
cedures are undertaken to protect these production 
areas, formulas, materials, blueprints, and so forth 
from observation or theft by visitors and unauthor
ized persons. 

Production areas, in general, are protected by plant 
security personnel to prevent disruption of work flow 
or damage to materials and to facilitate product de
livery schedules. The responsibilities of security 
guards in manufacturing plants often include the 
monitoring of electrical and utility systems for failure 
or malfunction of automated machinery, fire preven
tion, and inspections for Occupational Health and 
Safety Act (OSHA) volations. These responsibilities, 
coupled with crime prevention and detection func
tio~s, .essentially comprise manufacturing security, 
which 1S often referred to as "plant protection." 

A major emphasis of plant security programs is the 
regulation and screening of visitors; service, repair, 
delivery, and maintenance personnel; vendors; truck 
drivers; and employees. Access control at manufac
turing plants may include the use of card key and 
color-coded photo identification badge systems for 
restricted areas; closed-circuit television monitoring 
on shipping and receiving platforms and in high
security storage and production areas; perimeter 
fencing and high-intensity lighting; vehicle and pe
destrian checkpoints and security barriers; and em
ployee and visitor parcel inspections. Other security 
concerns are the prevention of crimes such as petty 
thefts and assaults among employees and the protec
tion of employees, vehicles, and their contents in 
parking areas. 

In many large corporations, a director of security 
is responsible for managing an overall corporate se
curity program. The corporate director of security 
administers a central security staff that provides sup
port services to subsidiary companies and produc
tion plants; conducts internal investigations and 
analysis of major thefts, security violations, losses, 
and reported shortages; establishes corporate secu
rity policies and employee security-awareness train
ing; and inspects security operations at manufac
turing plants and facilities. 

At the plant level, there frequently is a supervisor 
of security who may report to either the corporate 
director of security or to the plant manager. The 
plant security supervisor is responsible for most of 
the daily physical security operations. 

Security expenditures are often a function of the 
plant's profit center costS.29 In smaller corporations, 
the security director at the corporate level is respon
sible primarily for security policies and internal in
vestigations, and the plant manager assumes the se
curity responsibility. In other instances, each plant 
has a security manager with no centralized corporate 
security function or the plant manager provides secu
rity services through contract security firms. 

Guards were first used in plants on a large scale 
prior to World War I amid concerns of sabotage and 
espionage by politically active nationalists. During 
World War II, many proprietary security forces were 
established in manufacturing plants, and more than 
200,000 plant guards were granted the status of 
auxiliary military police because their primary duties 
included the protection of war goods and products, 
supplies, equipment, and personnel.30 Larger manu
facturers have continued to mainta.in proprietary se
curity forces, but recently there has been an increased 
use of contractual security guards because proprie
tary security programs have become more expensive 
with the rising costs of employee fringe benefit pro
grams. Plant managers and facility security super
visors often have corporate authorization for entering 
into contracts for plant protection services. In these 
instances, contract guards may be supervised by a 
small proprietary force and follow procedures estab
lished at the corporate level. 

Plant security personnel maintain liaison with lo
cal, county, and State law enforcement agencies in 
the investigation of internal theft and criminal inci
dents that occur on the premises. Defense industry 
security personnel maintain an active liaison with the 
Federal Bureau of Investigation and the Defense In
vestigative Service, Office of Industrial Security, and 

.. "Crime Does Pay," Fortune, September 1974, p. 55. 
:JO Green, G., and R. C. Farber, Introduction to Security. 

Los Angeles, Calif.: Security World Publishing Company, 
1975, p. 27. 

are required to report all security violations and theft 
of classified materials and products to the Defense 
Supply Agency. 

Museums and Libraries 

Museums 

In 1974 the aggregate investment of fine arts mu
seums in the United States and Canada was estimated 
to be several billion dollars, including permanent 
collections of artifacts and art objects of $4.5 billion, 
loan collections worth $550 million, and special 
exhibitions that average $300 million per year.31 Al
though fine arts museums have a favorable loss ex
perience from an insurance point of view, the annual 
insurance premiums for their collections are esti
mated to be $12 million. 32 Nearly half of the total 
budget for special exhibitions at major art museums, 
as well as 10 to 20 percent of normal operating 
budgets, is expended for security measures. 33 

The criminal problems most frequently encoun
tered by fine arts museums are theft of collection 
pieces and the inadvertent purchase of works of art 
fraudulently presented as authentic or that have been 
stolen. Museums also experience order-maintenance 
and vandalism problems, but the trend toward charg
ing admission fees has reduced these problems. The 
most common thefts involve small items that are 
easily concealable and items that can easily be con
verted to cash. In some cases, precious metals and 
gems are cut away from artifacts, reset, and sold. 
The theft of less valuable items and small concealable 
items occurs during the hours when the museum is 
open to patrons, but the theft of the more valuable 
items generally occurs at night. 

Thefts of major works of art involve a complex 
distribution channel often consisting of a thief, a 
receiver of the stolen art, a middleman, and a final 
purchaser. A black market exists through which the 
art is eventually resold to museums or private col
lectors after first being purchased by antique or art 
dealers. The return of stolen art is often impeded 
because once a dealer has purchased a work of art, 
few people question the integrity of the dealer. They 
assume that any work of art purchased from the 
dealer is authenticated and not stolen. In some cases, 
invaluable materpieces have been stolen and held for 
ransom. Museum directors and art curators point out 
that the loss of a work of art or an artifact can never 
really be valuated because the historical, cultural, 
and artistic value is inestimable. 

The problem of stolen or fraudulent art is met in 
various ways. In the art museum, a registrar has the 

:11 Pfeffer, Irving, and Ernest B. Uhr, "The Truth about Art 
Museum Insurance," Museum News, March 1974, p. 23. 

:12 Ibid. 
33 Ibid. 
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responsibility for authenticating all acquisitions. Al
though there is no centralizeJ place for documenting 
losses or cataloging permanent collections, INTER
POL, the international police organization, investi
gates international art thefts and distributes circulars 
on stolen art to member police organizations and art 
museums. Many museum directors have expressed 
a need for a central art registry, but some observers 
point out that museums normally do not disclose 
information concerning their sources of art acquisi
tions because of the competition for major works. 
The International Art Registry in New York City 
provides a service to collectors, dealers, and artists 
in photographing and classifying works of art for the 
purposes of documenting authenticity, ensuring value, 
and avoiding purchase of fraudulent works. 

Fine arts museums employ proprietary and con
tractual security personnel and make extensive use 
of intrusion- and fire-detection systems. Many thefts 
occur at fine arts museums with no extensive techni
cal security systems in operation. The areas of con
cern in the museum are vaults, reserve collections, 
study collections, and public exhibition sections. 
Three major types of surveillance and protection sys
tems are used in museums: (1) perimetric, used to 
protect the perimeter areas; (2) volumetric, used to 
detect motion and entry into a showcase or room; 
and (3) fixed point, used to protect individual pieces. 
Both contractual and proprietary alarm systems are 
used, with some museums using central consoles and 
video monitoring manned by their personnel for 
faster response time in the event of an incident. 

Another problem faced by all type of mp;,:eU.ffiS is 
the display of controversial exhibits. These pose a 
threat that activist groups may threaten to carry out 
wanton destruction of museum pieces. An example of 
this might be a Russian cultural exhibit on loan to 
U.S. museums threatened by radical religious or na
tionalist groups. 

Libraries 

Libraries experience a major problem with the 
theft of books. It is difficult to assess the dollar vol
ume of losses incurred by libraries due to book theft 
because many libraries infrequently or never take 
inventory. As with works of art, the value of certain 
library losses cannot accurately be estimated, for 
example, the theft of special collections, rare or his
toric books, and out-of-print or irreplaceable books, 
manuscripts, and periodicals. Generally, these invalu
able books and periodicals are kept in closed stacks 
and are subject to restricted-use policies and close 
supervision. The introduction of electronic marking 
of books and the use of detection sensors at main 
exits have significantly reduced the incidence of book 
theft. 
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Such systems are generally used in conjunctIon 
with security personnel. Security personnel also are 
maintained in libraries to deter disorderly behavior 
and vandalism and to maintain a fire and security 
watch during night hours when patrons are not using 
the facilities. 

The mutilation of books is also a problem but has 
been minimized somewhat by providing photocopy
ing machines at the libraries so that material can be 
reproduced rather than removed from the books. 
Larger circulation libraries sometimes have extensive 
intrusion- and fire-detection systems. One method 
that is being used to retrieve library books is the 
amnesty system whereby overdue books are aHowed 
to be returned without penalty. 

Railroads 

Security of America's railways is provided by per
haps the oldest and most highly organized. segment 
of the privat~ security industry, the railroad police. 

Today the railroad police represent an essential 
element or the industry and work closely with local, 
State, and Federal law enforcement agencies. Al
though the Nation's 3,500 railroad police are paid 
from corporate funds, at least 40 States have given 
them broad police powers. Because of this dual re
sponsibility to the rail industry and the public, rail
road police have been termed "parapublic." 34 In 
fact, railroad police are proprietary private security 
operations that have been granted certain law en
forcement powers. 

The Police and Security Section of the Association 
of American Railroads describes the basic objectives 
of the railroad police as: 

• Protection of life and property; 
• Prevention and suppression of crime; 
• Investigation of criminal acts committed on or 

against the railroad, patrons, or employees; 
• Arrest of criminal offenders; 
• Supervision of conduct on railroad property; 
• Performance of certain non police services such 

as accident and claim~ investigation and safety m,/ll
agement. 

Railroad security executives cite cargo theft, van
dalism, and theft of metals as their industry's major 
security problems. Total losses incurred for these acts 
were reported as $11.5 million in 1975 for 32 rail 
carriers, representing approximately 73 percent of 
U.S, and Canadian mileage.35 

'" "The Railroad Police," paper prepared by a subcom
mittee of the Police and Security Section, Association of 
American Railroads, December 1975, p. 2. 

M "Monthly Statistical Report of Railroad Police Activities 
-December 1975," Association of American Railroads. 

Certain security difficulties are unique to railroads, 
as illustrated by the following examples: 

• A freight car loaded at one part of the country may 
move over several different railroads to its final destination 
in another part of the nation. T;.~ cargo is not examined 
unless an exception to a seal is nOLed during the movement 
or the car is listed on a special bulletin as a high-value load. 

• Many railroads pass through the most crime-ridden 
areas of our largest cities. 

• It is impossible to fence or adequately patrol the 
approximately 400,000 miles of railroad rights-of-way. 

• Most criminals causing major problems are not rail
road employees; therefore, internal controls do not suffice. 

• Many thefts occur in large rail yards which are difficult 
to monitor with conventional hardware. 

• The number and size of rail yards also make them 
difficult to cover by saturation of manpower. 

• Metals belonging to railroads are easily stolen and 
"fenced." Examples are copper communication wire, brass 
rail car bearings and steel track material. 

• The physical nature of railroads makes them vulnerable 
to acts of vandalism by trespassers, especially by juveniles.36 

Security techniques utilized by railroad police to 
prevent and control crime as well as to enhance secu
rity include: 

• Radio-equipped foot and vehicle patrol, including canine 
patrols; 

• Patrol by helicopter and fixed-wing aircraft; 
I!I Fixed-surveillance stakeouts; 
• Undercover operations; 
'" Exchange of intelligence information with public law 

enforcement agencies; 
• Employee security-consciousness programs; 
• Criminal investigations aimed at prosecuting persons 

found responsible for crimes against railroads; 
o Task force approaches involving the movement of many 

railroad police officers into a specific problem area to per
form a tactical mission; 

• Public relations and education programs aimed at com
munity awareness and support of railroad police activities; 

• Installation protection, including closed-circuit televi
sion, electronic security, sophisticated locking devices and 
gate controls."' 

Railroad security administrators suggest that engi
neering improvements to cars and trailers may aid in 
preventing cargo theft and vandalism. Specifically, 
they cite problems with door construction of boxcars 
and trailers, container locking mechanisms, boxcar 
and trailer locking devices, and cable seals. 

The need for further research is also apparent in 
other areas specific to railroad security, including: 

• Night lighting (portable and permanent) for operational 
surveillance; 

• Helicopter patrol for theft and vandalism surveillance; 
• Canine units for trailer terminals and rail yard patrol; 
• Closed-circuit television in trailer terminal operations; 
• Photographic methods for trailer terminal operations 

(use of Regis Scope, etc.); 
• Sensor device use on rail car and trailer shipments; 

36 "The Railroad Police," p. 5. 
37 Ibid., p. 6. 

• Use of computers for determining claim and theft 
patterns; 

• Use of screened rail cars to protect auto shipments from 
vandalism and theft. 38 

The private security industry should examine the 
exceIIent relationship that exists between railroad 
police and law enforcement agencies to determine 
how the industry's relationship with public law en
forcement can be improved. 

Retail Establishmen~s 

Retail establishments comprise perhaps the largest 
segment of business with which the average citizen 
comes in contact on a daily basis. Retail establish
ments include not only general merchandise depart
ment stores and speciality and apparel shops but also 
drug and food stores, appliance and furniture stores, 
radio and television stores, hardware stores and lum
beryanis,. restaurants and fast-food shops, automobile 
dealers, and gasoline service stations. The U.S. De
partment \if Commerce estimates that retail mer
chants lost $5.8 billion to crime in 1974, an 11 per
cent increase over 1973.39 This loss is almost twice 
that experienced by other industries such as manu
facturing, wholesaling, services, and transportation. 

The types of retail businesses that absorb the 
greatest losses are general merchandise and apparel, 
$3.5 billion; food stores, $1.2 billion; and drugstores, 
$600 million.40 Loss figures in retail businesses are 
generally reported in terms of gross sales or receipts 
and inventory shortages as a percentage of them. 
(Inventory shortage refers to the value of merchan
dise on the shelves being less than the book value at 
time of inventory.) Using these indices as a basis of 
comparison, small businesses, according to the Small 
Business Administration, suffer losses from crime 
that are 3.2 times the average and 35 times that of 
businesses with receipts of more than $5 million.<1 
The small businesses are least able to absorb such 
losses or to expend money for adequate protective 
measures. 

Stolen retail merchandise can be easily converted 
to cash or readily usable and consumable by thieves. 
The categories of merchandise representing the high
est loss items for department stores include junior 
sportswear, young men's and women's high fashion 

as/bid., p. 7. 
"" U.S. Department of Commerce, Crime in Retailing. 

Washington, D.C., August 1975. p. vii. Figure cited excludes 
eating and drinking places, automobile dealers, building 
material dealers, and gasoline service stations. 

'0 Ibid., p. 2. 
U U.S. Department of Commerce, Bureau of Domestic 

Commerce, The Cost of Crimes Against Business. Washing
ton, D.C., November 1974, p. 8. 
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clothing, costume and fine jewelry, leather and fur 
goods, cosmetics, phonograph records and tapes, and 
small electronic items such as hand cal~ulators and 
portable radios. Based on th~ shortages I~ t~e finan
cial and operating results of Its memb.er~hIp m .1974, 
the National Retail Merchants AssoclatI~n estIm~tes 
that the average shortage ratio for retaIl sales IS 2 
percent.42 The average shortage ratio per. type of 
retail business varies from 1 to 5 percent, WIth some 
of the high-loss items ranging as high a~ 10 percent. 
An average shortage ratio of 3 percent .m drugstores 
is nearly at the margin of profit, any hI.gher leve~ of 
loss would force an owner out of busmess or mto 
uncompetitive higher pri.cesY High-~oss items for 
drugstores include cosmetIcs, costume Jewelry, candy, 
toys, drugs, and phonograph records and tapes. 

Reported crimes committed against all types of 
retail establishments in order of frequency are shop
lifting, burglary, vandalism, bad checks, employee 
theft, and robbery.44 It has been suggested that t~e 
frequency of employee theft is much greater than IS 
indicated because a large percentage of employe.e 
theft is never uncovered or reported. For some retaIl 
merchants, however, robbery and bad checks are ~he 
major problems. Small food chainstores, gasolme 
service stations, and fast-food outlets are frequently 
subject to armed robberies. 

According to FBI statistics, reported chainstore 
robberies increased 167 percent from 1968 to 19?~.45 
A survey of crime in the Nation's five largest cItie:.., 
conducted by LEAA concluded that victimiza.tion 
rates for retail establishments were substantIally 
higher than for other types of business~s: 70 percent 
of the retail businesses reported bemg robbed or 
burglarized as opposed to about 50 percent of all 
commercial establishments.46 Most food stores offer 
a check-cashing service for their customers, and the 
U.S. Department of Commerce estimates that $500 
million were absorbed in losses in 1974 as a result of 
bad checks cashed at food storesY Although mer
chants are sometimes able to recover losses from bad 
checks the Federal Government will not honor 
forged' Government checks, nor reimburse merchants 
for counterfeit bills. 

'" National Retail Merchants Association, "Crime Agains,~ 
General Merchandise and Department Stores for 1974. 
New York, July 1975. . 

43 U.S. Department of Commerce, Burea~ of Dome.shc 
Commerce, The Cost of Crimes Against Busl1less. WashIng
ton, D.C., November 1974, p. 20. 

.. Ibid., p. 18 . 

.. Ibid., p. 10. A . t 
'" U.S. Department of Justice, Law E?fO,rce~ent SSIS -

ance Administration, Crime in the Nation s Five Largest 
Cities. Washington, D.C., April 1974. . 

<7 U.S. Department of Commerce, Burea~ of Dome.stlc 
Commerce, The Cost of Crimes Against Busl1less. WashIng
ton, D.C., November 1974, p. 20. 
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The principal crime affecting retail stores is shop
lifting (28 percent of all losses) according to the 
Small Business Administration, but many large de
partment stores in major cities place the figure much 
higher. In New York City, more than ~O,OOO shop
lifters are apprehended each year; certam of tb e. ma
jor national department and catalog outlet s~ores 
apprehend a total of more than 50,000 shr/plIfters 
per year in their many sto~e~ across the country. 
Reported incidences of shoplIftmg rose 73 percent m 
the 5-year period between 1967 an~ 197~ 48 ~ shop
lifter profile, developed by the NatIOnal .I._etaIl Mer
chants Association from a survey of general mer
chandise department and speciality stores, reflects 
that approximately half the shoplifters are under 18 
years of age; they are almost equally male and. fe
male· the average amount recovered per shoplIfter 
appr~hended is $27.78.40 Some independent source~, 
however, cite the loss figure at nearly double thIS 
amount. 

Young shoplifters often steal on impulse, as a re-
sult of peer group pressure, or because. of alcohol 
or drug addiction. There are also professlO~al s~op
lifters who selectively shop stores for speCIfic hIgh
value items that are easily convertible to cash through 
an organized fencing operation. Shoplifting tech
niques include concealing .it.ems i.n ha~dba~s and 
shopping bags, stealing addItIOnal Items IdentIc~l to 
the one purchased, occupying the salesclerk ",!Ith a 
special order or request while others remove Items, 
wearing stolen garments under and over cloth~s, and 
exchanging shabby or inexpensive street clothmg for 
expensive store clothing in fitting. ro.oms. Mode.rn 
merchandising techniques create a sIgn~fi~ant securIty 
problem in retail operatio~s by emphaslZlng cust0m.er 
accessibility to merchandIse. As a result, many dIS-
plays are highly vulnerable to theft. . 

Retail ilecurity personnel generally classI~y mer
chandise shortages in terms of external and !ntern~l 
theft Forms of external theft by customers, m addI
tion ·to shoplifting, include ticket ~witching. of 101~er 
price sales tickets to higher price Ite~s, prIce WrIte
over on sales tickets to simulate prIce m.arkdowns, 
and return of previously stolen mercha?dISe for re
funds. External theft activities are often madvertently 
facilitated by operational practices within the stores. 
For example a limited number of sales personnel 
typically cov~r large areas of merchandise i~ ?isco~nt 
and department stores. They are unfamIlIar w~th 
some of the merchandise and would not reco~~ze 
ticket switching or price writeovers on .unfamilIar 
items. Similarly, store policies that allow Items from 

'S U.S. Department of Commerce, Crime in Retailing. 
Washington, D.C., August 1975, p. 4... ". . 

•• National Retail Merchants ASSOCiation, Crime AgaInst 
General Merchandise and Department Stores for 1974." New 
York, July 1975. 

one department to be rung up in another department 
contribute to these forms of theft. External theft also 
occurs during the movement of merchandise, through 
hijackings, and by intentional shortages produced 
when vendors deliver goods to the store. Large re
tailers with their own credit card plans also expe
rience losses through various types of customer credit 
card fraud. 

Many retail security experts and store executives 
believe that the problem of internal theft by em
ployees is as great as or greater than shoplifting and 
other forms of external theft. Although the Small 
Business Administration indicates that only 13 per
cent of retail losses are due to employee theft, others 
estimate that it accounts for as much as 50 to 60 
percent of all retail losses. Employee theft occurs 
primarily by sales, stockroom, cashier, shipping and 
receiving, and delivery and mail order personnel who 
steal actual cash and store merchandise. For example, 
a salesperson may ring a sale on the cash register 
lower than the list price of the item and pocket the 
difference when the customer pays in cash. A sales
person may act in collusion with a customer who is 
shoplifting, ticket switching, or writing over prices 
on sales tickets. A buyer may take a markdown on 
items without recording them or act in collusion 
with vendors in shorting goods or taking kickbacks 
on inflated prices. Store personnel may also be 
responsible for the creation of fraudulent charge 
accounts or merchandise department accounts in 
computers. 

For large retailers, a major internal theft problem 
exists in the flow and movement of merchandise 
from vendors to distribution centers, to stores, and 
to departments within the stores. Merchandise is 
often either removed before it is delivered or de
livered intact but stolen by the receiving clerk or 
department checker who lists the load as being short. 
Home and C.O.D. deliveries are also sources of 
internal theft by employees and common carriers 
under contract to retailers. Similar to cargo theft, 
the volume and size of many thefts suggest extensive 
employee collusion on a significant number of 
documented external thefts and unexplained large 
shortages. 

The kinds of protective measures undertaken by 
retailers vary significantly depending upon the size, 
location, and type of retail establishment. Small
and medium-sized retail establishments commonly 
utilize mirrors, closed-circuit television on a limited 
basis, trained guard dogs, store detectives from 
contract guard firms, merchant patrols provided by 
either a contractual firm or organized by area mer
chants, and alarm systems. Small- and medium-sized 
retail services account for a significant part of the 
revenues of the alarm industry. Jewelry stores are 

particularly susceptible to robberies and burglaries 
because of the high value and low bulk and weight 
of their merchandise, and they make extensive use 
of sophisticated intrusion-detection systems. High
value merchandise is also stored in large vaults, 
and even the smallest retailer commonly uses a safe 
to store money until receipts can be deposited. 

Large retail establishments, such as general mer
chandise department stores and chain discount 
houses, often employ a full-time proprietary or con
tractual security force of uniformed guards, fitting
room checkers, and store detectives. In a survey of 
41 member companies ranging in annual sales vol
ume from $20 million to $100 million, the National 
Retail Merchants Association found that the aver
age for total security expense expressed as a per
centage of sales was 0.5 percent, compared to an 
average overall security payroll expense of 0.38 
percent.50 The same survey reported one full-time 
security person for every 27 employees in the re
porting companies. 

The proprietary retail security force generally 
employs an aggressive apprehension and prosecu
tion policy against shoplifters, although shoplifter
arrest policies often vary according to local court 
policies on dealing with shoplifting offenders. 
Security personnel must see the shopper actually 
steal the merchandise or run the risk of false arrest. 

Other retail security operations include the use 
of electronic article-surveillance devices installed at 
exits to scan packages for electronically sensitized 
price tags, honesty or test shopping, in which stores 
are selectively shopped by outside persons to detect 
shoplifting occurrences and employee security viola
tions, undercover operatives in high-shortage or 
-loss areas, and rewards to employees who provide 
information on employee theft. 

Historically, the principal functions of retail secu
rity departments have centered around the apprehen
sion of shoplifters. In recent years, however, the 
mission of such departments has expanded to in
clude preventive measures and shortage control. 
Security personnel spend a significant part of their 
time developing loss-prevention and security-educa
tion programs for employees, monitoring interml 
procedures with merchandising and auditing person
nel, and coordinating their efforts with other store 
personnel. 

Retail security personnel feel strongly that crimi
nal history information on applicants should be 
made available to retail establishments because of 
the high incidence of employee theft and because 
"the pertinent question is ultimately one of suit
ability of a person to perform a certain job in which 

GO Ibid. 
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trust and deportment are the crucial requirem~nts."51 
Other needs cited by retail security experts mclude 
improved merchandise display techniques: more so
phisticated electronic control of mercha~dIse, greater 
cooperation with law enforceme?t agencIes, and.c~n
sumer campaigns to stress the Impact of shoplIftmg 
on price increases. 

Special Events 

In most major U.S. cities, the private security 
industry plays a significant role in o.rder ma~nte
nance and traffic control at large publIc gathermgs, 
such as sporting contests, entertainment events, ~rade 
association shows conventions, parades, festIvals, 
and civic function~. In the past, the facilities avail
able for large events such as these were usu~lly 
stadiums, armories, exhibition halls, and specIal
purpose public arenas. In recent years, ~owever, 
many cities have constructed large .mu.ltIpurpose 
facilities that may be leased to organIZatIOns on a 
long-term seasonal basis (for example, to a ~ro
fessional football, basketball, or hockey franchIse) 
or on a short-term basis for events such as dog 
shows, auto and boat shows, concerts, and college 
athletic contests. 

In most large multipurpose facilities and stadiums, 
a small security force is maintained as an integral 
part of the facility's operations. Professi~nal sports 
organizations often employ contract secunty person
nel as well. The size of the security force vanes con
siderably, as many of the facilities require an eve~t's 
promoter or the lessee to provide adequate secunty. 
In these cases, the facility's security personnel co
ordinate and direct contract security firm personnel 
who have been hired by the promoter. 

The major functions of proprietary .or c?ntrac
tual security personnel at public gathenngs mclude 
maintaining order; preventing the admissio~ o~ non
paying persons or persons using cou~terfelt tlc~ets: 
preventing theft from patrons and theIr automobiles, 
preventing internal theft by employees such as con
cession stand attendants, ushers, and ticket takers; 
providing first aid for injured patrons; and .regulat
ing pedestrian and vehicular traffic. Secunty per
sonnel work closely with local law enforcement agen
cies in traffic control and in dealing with problems 
that are special to large gatherings Of. pe.ople, su~h 
as apprehension of pickpockets and eJe~~IOn of dIS
orderly or abusive persons. In some CItIes, a local 
law enforcement presence is required at S~C? events 
by local ordinance; in other cities, the faCIlIty man-, 

61 Statement of the National Retail. ¥erc~ants Association 
at Law Enforcement Assistance ~dmI~llst:atiOn, U.~. ~epa:t
ment of Justice hearings on dissemmatlOn of cnmmal m
formation records, Dec. 12, 1975. 
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agers routinely hire off-duty law enforcement. offi
cers to supplement security personnel ~nd prOVIde a 
law enforcement presence for arrest SItuatIOns. 

The number of patrons at a special event can vary 
considerably. For example, a football game in some 
stadiums can attract more than 75,000 persons; 
a basketball game at a civic center arena might 
attract 10,000 persons one night and a conce;-t the 
next evenin2' at the same arena draw only 1,000. 
There is al;o notable variation in crowd behavior 
at public functions. Security directors and ope~a
tions managers of such facilities agree that sporting 
events attract a crowd different from that of oth~r 
events. Sports spectators tend to exhibit mor~ an;l
social behavior, i.e., they get caught up m tne 
emotion, competition, and aggressiveness of an 
athletic contest. The major problems at sports events 
involve restricting patrons from bringing alcoholic 
beverages into the facility and restraining spectato~s 
who become abusive to other patrons or athletIC 
participants. 

Security directors attempt to forecast the numb~r 
of security personnel required for an .event by mOI1l
toring advance ticket sales and gaugmg the type ~f 
crowd the event is likely to attract. Rock mUSIC 
concerts, in particular, pose a difficult security prob
lem for most facilities. The patrons are generally 
young persons who become emotionally excited, and 
the events are very often sold out in advanc~. 
Persons who do not possess tickets for the event will 
often attempt to crash the ticket gates in larg~ nu~
bers to gain entrance to the concert or WIll mIll 
about outside the facility in a disorderly manner. 

Exhibitions and trade shows present security 
problems other than order. maintenanc~ and tr~ffic 
control. A major problem IS the protectIon of hIgh
value merchandise and exhibits from theft and van
dalism and regulation of access control. Thesc events 
are generally open for patrons ~uring the. day and 
evening and the merchandise, dIsplay artIcles, and 
booths ~ust be protected at night .and when. access 
is restricted to exhibitors and offiCIals. SpeCIal pre
cautions must be taken during the assembly and 
dismantling of exhibits and trade shows to prevent 
theft by commercial thieves posing as truckers and 
exhibitors. 

Transportation 

Cargo Movement 

The movement of goods and merchandise by the 
Nation's transportation system-air, rail~ moto~, a~d 
marine carriers-is one of the largest md?stnes .m 
the United States. Manufacturing and mdustnal 
operations depend on the transportation industry to 
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supply them with raw materials for production, as 
well as to distribute and deliver merchandise to 
customers. Most of these materials and goods are 
transported by common carriers rather than com
pany-owned transportation fleets. There are, for 
example, approximately 15,500 interstate motor 
carriers subject to the economic control and regula
tion of the Interstate Commerce Commission (ICC) 
and thousands more intrastate motor carriers not 
under ICC control. The term "cargo" is commonly 
applied to anything that enters and is moved by the 
Nation's transportation system-beginning at the 
shipper's loading platform and terminating at the 
consignee's receiving dock. 52 

The term "cargo theft" refers to the theft of entire 
shipments, containers and cartons, as well as pilfer
age of smaller amounts of goods or contents. Annual 
losses due to cargo theft from all modes of trans
portation are estimated at $1.5 billion, with nearly 
$1 billion of that amount attributable to theft from 
motor carriers.53 The types of cargo most frequently 
stolen from motor carriers include food, clothing 
and textiles, tobacco and liquor, appliances, electri
cal and electronic supplies and components, auto
motive and other vehicle parts, and paper, plastic, 
and rubber products. The Office of Transportation 
Security, U.S. Department of Transportation (DOT), 
estimates that the sources of cargo theft/losses are 
hijacking (5 percent); breaking and enterings and 
external theft (10 percent); and internal theft, collu
sive theft, and unexplained shortages (85 percent). 
Cargo theft occurs at all points of the distribution 
system, including warehouses, receiving and shipping 
platforms, storage areas, depots, distribution centers, 
terminals, and piers. 

It is estimated that organized crime activities 
account for 15 to 20 percent of the value of all 
cargo theft. Organized crime is involved in actual 
theft and redistribution of stolen goods as well as 
in the consumption of goods in the businesses it 
controls or owns.54 

The remainder of the theft occurs primarily as 
the result of employee collusion among themselves 
or with persons outside the transportation system 
and organized fences. Transportation security ex
perts point to the large dollar amount and size of 
cargo thefts as indications of the extent of employee 
collusion. Fences are often organized along both 
geographic areas and product lines; the operation 

6' U.S. Department of Justice and U.S. Department of 
Transportation, Cargo Theft and Organi::;ed Crime. Washing
ton, D.C., October 1972, p. 1. 

"" Figures supplied by Office of Transportation Security, 
U.S. Department of Transportatipn, January 1976. 

'" U.S. Department of Justice and U.S. Department of 
Transportation, Cargo Theft and Organized Crime. Wash
ington, D.C., October 1972, pp. 25-26. 

can be very small, with a single person acting as a 
broker, or quite large, with several persons having 
cash readily available for the purchase of stolen 
goods. Thieves can generally expect to receive from 
fences anywhere from one-third of retail value to 10 
cents on the wholesale dollar depending on the type 
of goods and the prevailing market. 

Most of the stolen cargo ends up back in the trans
portation system, and legitimate businesses and 
dealers are often t.he recipients, either knowingly 
through collusion or unknowingly through the altera
tion of shipping invoices and so forch. Examples 
of legitimate dealers as receivers of stolen cargo 
are discount houses, wholesalers, salvage companies, 
and meat and food distributors. 

The precise amount of direct financial loss to the 
transportation industry due to cargo theft is ques
tioned because the figures cited are largely estimates. 
Some of the problems in arriving at accurate statis
tics include the reporting of goods as stolen that 
are subsequently found, the resolution of many 
claims shortly after they are reported, and the 
variance in assigning either wholesale, retail, or 
invoice values to the reported losses. The DOT is 
confident of its estimate of $1.5 billion, because it 
has been collecting statistics regularly over the past 
3 years. (ICC-regulated carriers must report quar
terly on freight loss and damage claims.) 

Transportation security officials point out that 
argument over statistics only downplays -the true 
impact of cargo theft on the transportation industry. 
For example, losses are generally expressed as a 
ratio of insurance claims to gross operating revenue, 
and, at an average of 1 to 2 percent, many firms 
view the losses as a simple cost of doing business. 
But security officials point to the high indirect losses 
that result from cargo theft: higher premium and 
deductible rates for insurance and difficulty in ob
taining insurance coverage, lost time on cargo theft 
claims, delayed and lost sales by consignees, lost 
business by carriers, and increases in the price of 
goods and freight rates to absorb the loss in oper
ating expenses. 55 

Security measures undertaken by the transporta
tion industry include the use of proprietary and/or 
contract guards in shipping, receiving, and storage 
areas; access-control systems and perimeter fencing 
and lighting; closed-circuit television systems and 
alarms; and special security seals and alarms on 
trucks. Some high-value shipments are monitored 
through the use of transmitters on the vehicle or by 
a directional monitoring receiver in a helicopter. 
As part of the DOT's National Cargo Security Pro
gram, a demonstration program in Los Angeles 
monitors truck movements through electronic sign-

GO Ibid., pp. 3-8. 
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posts in selected locations. High-security storage 
bins or area.s have been established by various modes 
of carriers for high-value and high-loss classes of 
commoditi'~s; security guards, electronic surveiIlance, 
and intrusion-detection systems are used extensively 
in these high-security areas. Due to the high inci
dence of employee involvement in cargo theft, secu
rity officials believe that obtaining criminal history 
information on applicants for employment is essen
tial to screening out potential thieves. 

DOT makes several publications available on 
cargo theft countermeasures. These publications were 
developed from a series of studies that DOT con
ducted on pilferage, theft, and hijackings. In addi
tion DOT administers a special City Campaign 
Pro~ram in 15 key cities that are heavily industrial
ized and are prominent transportation centers for 
good';; these cities represent the major motor carriers 
shipping the largest volume of goods. In this program 
DOT establishes working relationships among car
rien and government and law enforcement agenc~es, 
with emphasis on prevention of theft and prosecutron 
of perpetrators as well as on increased accountability 
of goods. 

The American Trucking Association has a Truck
ing Industry Committee on Theft and Hijacking that 
sponsors preventive programs for its member State 
trucking associations. Similarly, the Transportation 
Cargo Security Council is involved in the analysis 
of cargo theft and the development of preventive 
programs. The membership of this independent orga
nization includes carriers, shippers, consignees, in
surers, and labor groups. 

Mass Transit Systems 

Millions of Americans depend on public transit 
systems as their primary or only mode of transpor
tation. Public transit systems evolved from the con
gested living conditions in major cities at the be
ginning of the 19th century with the establishment 
of horse-drawn streetcars that were eventually re
placed by cable and electric cars, buses, and the 
rapid transit system of today. Gradually, these early 
transit systems began to experience the crime prob
lems of the congested urban environment in which 
they operated, including vandalism, roving gangs of 
youths, and pickpockets. By the early 1900's several 
States had authorized transit companies to establish 
security forces, some with full police authority. As 
crime has increased in the Nation over the last 20 
years, it has increased at comparable levels in 
transit systems. Consequently, most transit systems 
have established full-time security forces with full 
or limited police powers. 

A 1970 survey, conducted by the American 
Transit Association of 37 transit systems in the 
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United States and Canada, estimated that between 
33,000 and 37,000 criminal incidents occur each 
year on transit systems.56 The same survey placed 
the value of property loss and destruction due to 
vandalism on transit systems at between $7.7 and 
$10 million annually. 

The major types of criminal incidents occurring 
on transit systems are robberies and assaults of 
operators, passengers, and fare collectors; rapes and 
murders; voyeurism; and theft of autos and their 
contents ·at park-and-ride facilities. Armed robberies 
of bus drivers, a major problem in the 1960s in 
many cities, have been sharply reduced with the 
introduction of exact fare procedures. Some re
searchers suggest that the amount of serious crime 
against patrons of mass transit may be even higher 
than recorded, because incidents involving victims 
who were waiting for buses or walking to rapid 
transit system stations are not recorded as crimes 
in the transit system. 

Criminal acts most frequently occur in the mass 
transit systems located in or adjacent to high-crime 
areas. Crime against patrons most often is com
mitted while they are waiting for transit vehicles, 
particularly on platforms and in stations ~f rapid 
transit systems. Crime also occurs at statIOn en
trances and exits, stairwells, ramps, and tunnels as 
well as on transit vehicles. 57 The American Transit 
Association has suggested a model for calculating 
exposure to crime in transit systems based upon the 
average amount of time spent in the transit system 
by patrons. 

With the transportation of goods, direct financial 
loss is of primary concern, but in mass transit sys
tems the primary financial concern is the indirect 
loss of declining passenger revenues as a result of 
fear of crime. Although the correlation between 
the actual amount of crime and the level of pas
senger revenues has not been precisely documented, 
it is known that patrons stop using mass transit or 
become reluctant to use it when their perceptions of 
crime are high. Research conducted in various studies 
indicates that security concernS are the reasons most 
often cited by patrons for avoiding the use of mass 
transit during off-peak evening hours. Several re
searchers suggest that patrons perceive far more 
crime than actually occurs. In addition to serious 
crime, offenses of antisocial behavior such as drunk-

GO Thrasher, E. J. et al., Vandalism and Passenger Security. 
A Study of Crime and Vandalism on Urban Mass Transit 
Systems in the United States and Canada. Washington, D.C.: 
American Transit Association, September 1973. 

67 Carnegie-Mellon University Transportation Research In
stitute, "Extrapolating What We Know to the New Genera
tion of Automated Small Vehicle Systems," Security of 
Patrons on Urban Public Transportation Systems. Pittsburgh, 
Pa., pp. 33-37. 
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enness and abusive conduct and language add to 
the displeasure of riding mass transit. 

Mass transit officials are taking added measures 
to deal with crime, particularly because it is the 
only transportation available to many persons. Also, 
efforts to increase ridership as an energy-saving 
measure wiIl be unsuccessful if people are afraid to 
use transit systems. 

Transit officials and transportation planners are 
relying on the use of improvements in security per
sonnel, hardware, and architectural design to cope 
with rising crime problems. The major objectives 
are to increase visibility in passenger waiting areas, 
to reduce patron waiting time, and to provide quick 
detection of and response to criminal incidents. 5R 

There is considerable debate over not only the 
proper composition of and police authority for 
transit security forces but also the degree of inter
face with local law enforcement agencies. One prob
lem in this regard is that crimes can occur in the 
transit system and offenders be pursued into non
transit system areas, or crimes occur while vehicles 
are pa:>sing from one jurisdiction (local or State) to 
another. In answer to these problems, transit security 
forces are attempting to develop new techniques 
and strategies for deployment of manpower. One 
study conducted for the Chicago Transit Authority 
found that 60 percent of the criminal offenders were 
caught when crimes were reported within 4 to 5 

G8 Carnegie-Mellon University Transportation Research 
Institute, "The Impact of Public Perception of Crime on 
Mass Transit Patronage," Security of Patrons on Urban 
Public Transportation Systems. Pittsburgh, Pa., p. 18. 

minutes.nu Achieving this type of response .requires 
improved technology applications in emerge'ncy com
munications and surveillance. 

Technological applications to security in transit 
systems may involve the installation of closed-circuit 
television in waiting areas and on vehicles and the 
use of telephones and other emergency communica
tions devices by patrons. Installation of these devices 
is expensive because of the number of transit facili
ties and vehicles in a given system, the susceptibility 
of the devices to vandalism, and the need to monitor 
them on a regular basis to ensure their effectiveness. 
Most security applications are directed to rapid 
transit systems rather than buses. A new system 
being developed for the Chicago Transit Authority 
by the Carnegie-Mellon University Transportation 
Research Institute is designed to deal primarily with 
platform crime through the use of closed-circuit 
television and emergency telephones that are acti
vated by the public with alarm buttons. 

Architectural design for security is included in the 
planning of new rapid transit systems; visibility has 
been improved and vandalism reduced in existing 
transit systems with the use of unbreakable glass as 
see-through barriers and increa.;ed use of high
intensity lighting. Transportation planners also be
lieve that with the increased automation of transit 
systems demand-responsive schedules can be devel
oped to reduce passenger waiting time. 

'0 Shellow, R. et aI., Improvement of Mass Transit Security 
ill Chicago. Pittsburgh, Pn.: Carnegie-Mellon University 
Transportation Research Institute, June 1973. 
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INTRODUCTION 

Private security personnel now outnumber public 
law enforcement officers in this country. The dra
matic growth rate of the private security industry 
over the past 15 years has far surpassed that of 
public law enforcement. This rapid increase can be 
attributed primarily to the growing concern of Ameri
icans for the welfare of their personal, business, and 
industrial holdings in light of constantly spiraling 
crime rates. 

As crimes against property and person continue 
to rise and place staggering demands upon public 
law enforcement agencies, the private security in
dustry should be prepared to take on added respon
sibilities to both its clients and the public. To meet 
these responsibilities, it should examine its past 
performance and current operations and identify 
goals and standards that will lead to provision of 
higher quality services. Because the ability of the 
industry to provide its services depends largely on 
the competence of its personnel, improvements in 
the quality of service directly correlate with improve
ments in the quality of personnel. 

Both in numbers and dollars, personnel is the most 
significant part of the private security industry. As 
indicated in Appendix 9, recent estimates suggest 
that more than a million persons in this country 
are employed primarily in the occupation of private 
security. Countless others profess private security 
to be a form of secondary employment. These per
sonnel account for approximately half the total 
expenditures for providing private security services, 
an estimated $3 billion annually. The magnitude of 
these figures alone shows the potential for improving 
private security's effectiveness through its greatest 
resource-its personnel. To advance its professional 
status and to meet the challenge of crime, the private 
security field should focus on the quality of its 
personnel. 

The selection process is a crucial step in deter
mining personnel quality. Inferior or improper selec
tion methods lead to inferior personnel. Therefore, 
the standards in this chapter are devoted to the 
establishment of sound, realistic personnel selection 

guidelines that successfully can be used by the 
private security industry as a whole and by individual 
employers. 

Goal 1.1 provides the basis for the selection 
process. It stresses the selection of employees who 
are qualified, efficient, and career minded. It also 
points out the importance of developing incentives 
to attract the most qualified personnel for all levels 
of operation. Because personnel are the foundation 
of the private security industry, the importance of 
their careful selection cannot be overemphasized. 
Unqualified personnel may make errors of judgment; 
inefficient workers reduce productivity; uninterested 
personnel will have high absenteeism; and all of 
these, in turn, ultimately will result in high turn
over rates and poor-quality services. On the other 
hand, qualified personnel who can do the job assigned 
and enjoy their work will not only perform more 
effectively but also create a favorable public attitude 
toward private security. 

If the industry is to attract and retain high-quality 
personnel, employment incentives should be devel
oped. Goal 1.2 indicates that salaries for private 
security personnel need to be commensurate with 
job qualifications and competitive with salaries for 
other occupations. Career paths also should be devel
oped in order to attract and motivate quality per
sonnel. Such career path development is particularly 
important at the entry level. 

Preemployment screening is a vital component of 
the selection process. Because of the nature of thl': 
private security employee's obligations to the public, 
to his employer, and to private security clients, the 
applicant's capability and integrity should be deter
mined prior to employment and/or assignment. Pre
employment screening procedures should include 
face-to-face interviews, honesty and other job-related 
tests, and intensive background investigations. Al
though the preemployment screening process is 
costly, it can prevent even more costly and some
times dangerous errors stemming from the employ
ment of dishonest or incapable personnel. 

An exchange of job-related information pertaining 
to prospective personnel can aid in the process of 
preemployment screening. High mobility of em-
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ployees between companies is a problem in the 
industry, but if employers exchange data about 
previous work performance and other selection cri
teria, the selection process can be greatly improved 
and an atmosphere of mutual cooperation both within 
and outside the industry can be established. 

Along these same lines, it also is a recognized 
need that private security employers have access to 
criminal history records to assist in the selection 
process. As set forth in the selection standards, 
governments should cooperate with employers in 
making this information available. 

Private security employers need to cooperate with 
thp. Federal Government by complying with equal 
employment opportunity guidelines. Statistics indi
cate that females and minority group members are 
becoming an increasingly significant part of the pri
vate security labor force. These trends should be 
encouraged and supported by selection standards 
that preclude discrimination based on sex, race, 
creed, or age. Minority members can increase the 
pool of qualified applicants for private security 
employment. 

Another valuable screening tool is the employ
ment application. A common problem in the selec
tion process has been the rapid transition from the 
time the applicant walks in the door, to assignment, 
to the job. Although there is a recognized need to 
place personnel on the job rapidly, appropriate appli
cations should be used and essential information 
verified prior to employment. The application form is 
particularly valuable during preemployment screen
ing to furnish helpful information to assist in back
ground investigations. 

Perhaps one of the most important standards for 
the selection process is the establishment of mini
mum preemployment qualifications. Too often em
ployers view the selection process as merely a vehicle 
for finding "bodies" to fill predetermined slots. 
Qualification standards are either ill conceived or 
nonexistent. Clearly, the lack of minimum standards 
has had a detrimental effect on the industry's image 
and, even more importantly, on its ability to deliver 
efficient, effective services. If this image is to be 
improved and the quality of services upgraded, mini
mum qualifications should be adopted throughout 
the private security industry. 

The qualifications listed in Standard 1.8 are con
sidered by this report to be the minimum require
ments for prospective private security personnel. 
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They basically establish age, education, conviction 
record, and physical criteria for operational-level 
personnel. As are the public police, the industry is 
evaluated by citizens on the basis of one-to-one 
contact with an employee. Private securit-:· personnel 
functioning at the operational level day after day 
establish the image of the industry. These represen
tatives of the industry should possess, at the mini
mum, basic qualifications indicating their suitability 
to carry out the protective duties for which they 
were employed. 

In summary, personnel selection is the basic com
ponent for increasing the industry's effectiveness in 
crime prevention. Implementation of personnel selec
tion standards can form the basis for other com
ponents, such as training, ethical behavior, educa
tion, and acceptance and approval by regulatory 
boards. The selection of quality personnel who are 
well suited to the job smooths the way for imple
menting all other industry standards and is important 
for the industry's ability to maintain good relation
ships with public law enforcement agencies, con
sumers of security services, governmental agencies, 
the public, and others. Therefore, strengthening 
personnel ultimately will result in the increased 
ability of the private security industry to prevent 
crime in the Nation. 

Considering the significant crime deterrent po
tential of personnel selection standards, it is impor
tant that employers, consumers of security services, 
public law enforcement officials, and government 
agencies recognize their specific roles and respon
sibilities in the selection process. Private security 
employers, of course, have the most obvious role 
because they directly implement the standards 
through acceptance or rejection of applicants. Con
sumers of security services, however, also can assume 
a significant part in implementing personnel selection 
standards by demanding that employers follow estab
lished guidelines. Because government agencies, 
especially regulatory boards, hold licensing and/or 
registration powers, they also can demand adherence 
to standards before granting licenses and/or registra
tions. Law enforcement officials can cooperate within 
their legal and ethical constraints to provide private 
security employers with vital information to assist 
background investigations. The smooth integration 
of these standards into the selection process will 
depend on how well each of these agencies and 
individuals carries out its role. 

Goal 1.1 

Selection of 
Qualified Person nel 

Primary emphasis in the screening process should 
be placed on selecting qualified personnel who will 
perform efficiently and preferably make a career in 
private security. 

Commentary 
Private security has experienced significant na

tional growth and has become a multibillion-dollar
a-year business, but it is generally recognized that 
its personnel quality is often inferior and personnel 
turnover rates exceedingly high. Actions to correct 
this situation can be made at the personnel selection 
level. 

As pointed out in Effective Personnel Security 
Procedures, executives in all fields need to take action 
to improve the personnel situation: 

Some facts are so obvious as to force consensus. The 
accepted fact that people are the most important asset of 
any company is seldom challenged by any top executive. 
The lag between the acceptance of this fact and the im
plementation of procedures that would attest to such com
prehension tends to prove again that many executives agree 
in prillciple but fail to follow through in practice. 

Criteria need to be established to select persons 
who are qualified, efficient, and career oriented. 
Applicants with these characteristics are likely !o 

perform well because they possess the necessary 
knowledge, capability, and desire. They also are 
more likely to remain employed through a working 
career because a person who is qualified for a job 
and does it well obviously will obtain satisfaction 
from it. 

As it is recognized that no satisfactory indicators 
(tests or screening processes) presently exist for 
identification of persons who meet the above stand
ards, it is strongly recommended that a team of ex
perts in the fields of private security and behavioral 
science work together to develop such indicators. 
Until appropriate test instruments are developed, 
however, the emplOyer should rely on his best pro
fessional, subjective judgment and on the preemploy
ment screening techniques described in the following 
standards 'to obtain personnel who are qualified, 
efficient, and career oriented. 

One significant step that can be taken immediately 
is to provide more incentives to attract the most 
competent personnel. According to the RAND Re
port (Vol. II), a survey of private security employees 
indicated that 40 percent accepted a private security 
position for the following reason: "I was unem
ployed, and this was the best job I could find." 
Management should be made aware of this lack of 
incentive and should promote benefits to attract 
more competent personnel. 
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Incentives also are needed to attract career-ori
ented personnel at all levels. Career Development 
for Law Enforcement notes that "career-development 
emphasis is placed on developing managers and not 
on career growth of all employees per se." If the 
present high turnover rate of private security per
sonnel is to be curbed, career growth needs to be 
emphasized at all levels. The lack of potential career 
growth is especially evident at the operational levels. 

If the private security industry is to improve its 
competitive position in the marketplace and provide 
better services to the public, it should actively seek 
quality personnel and screen out those who are un
qualified, inefficient, and uninterested. Only in this 
way will the industry be able to meet the increasing 
need for higher quality services. 

Selected References 

1. Gorrill, B. E. Effective Personnel Security Pro
cedures. Homewood, Ill.: Dow Jones-Irwin, Inc., 
1974. 

2. Green, Gion, and Raymond Farber. Introduc
tion to Security. Los Angeles: Security World Pub
lishing Company, 1974. 

3. Kakalik, James, and Sorrell Wildhorn. The 
Private Police Industry: Its Nature and Extmt. 
Washington, D.C.: Government Printing Office, Vol. 
II, R-870/DOJ, 1972. 
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Related Standards 

The following standards and goals may be ap-
plicable in implementing Goal 1.1: 

1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.4 Employer Exchange of Information 
1.5 Equal Employment Opportunity 
1.6 Application of Employment 
1.7 Availability of Criminal History Records 
1.8 Minimum Preemployment Screening Qualifica-

tions 
2.1 Training in Private Security 
2.3 Job Descriptions 
2.7 Ongoing Training 
2.8 Training of Supervisors and Managers 
3.1 Code of Ethics 
3.4 Employer Responsibilities 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 
9.6 Regulatory Board Access to Criminal Record 

Information 
11.2 Registration Qualifications 
11.6 Registration Renewal 

( 

Goal 1.2 

Commensurate 
Salaries 

In an effort to reduce the attrition rate of the 
industry, salaries for private security personnel 
should be commensurate with experience, training 
and/ or . education, job responsibilitie§, and other 
criteria related to the job performed. 

Commentary 

To attract and keep high-quality personnel, most 
private businesses offer competitive salaries com
mensurate with an individual's experience, educa
tion, skills, responsibilities, performance, and other 
job-related variables. Many also offer merit or in
centive pay plans and other benefits to raise per
formance levels and to promote job satisfaction. 

In contrast, private security personnel-who as
sume important responsibilities in the performance 
of their duties and often must make serious decisions 
affecting the safety of life and property-often are 
only paid minimum wages regardless of qualifica
tions or other job-related criteria. There is also a 
noticeable lack of incentives or opportunities for 
advancement fa,: private security personnel. These 
factors have created serious problems in attracting 
and retaining quality personnel. 

Unless salaries and incentives for private security 
personnel are upgraded, many qualified applicants 
may look elsewhere for employment. "A Survey of 

. Experiences, Activities, and Views of the Industrial 
Security Administration Graduates of Michigan State 
University" indicated that 32 percent of the gradu
ates were not employed in the private security field 
because of "lack of employment opportunities" and 
22 percent because of "better pay and/or oppor
tunities in other fields." Fewer than half the quali
fied graduates actually took jobs in industrial 
security. 

Present high attrition rates also indicate that wages 
and incentives need improvement if quality per
sonnel are to remain employed in the private security 
industry. It would be more cost effective in the long 
run to offer competitive salaries rather than to 
absorb the high costs of constant personnel turn
over. The present attrition rate in the industry is 
primarily caused by resignations rather than by 
deaths or retirements. 

If these conditions are so well known and so 
commonplace, why, then, are private security salaries 
so low? The following excerpt from an article in 
Security World portrays one view-that qualification 
standards are not adequate: 

The only qualification for the lowest salaried guard is 
that he is alive and breathing . . . any additional abilities 
raise the price significantly. 

Management personnel in all aspects of the indus
try, who were interviewed in an attempt to discover 
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the reason for the lack of adequate salaries, indicated 
that low salaries are due to clients or higher man
agement personnel being unwilling to pay for higher 
quality security services. Accepting their statements 
at face value places heavy responsibility for low 
salaries on persons outside the industry. The private 
security industry, however, cannot take a passive 
posHion; it should take the initiative to adequately 
inform the public of the dangers inherent in this 
situation. In many instances, private security per
sonnel have sole responsibility for protecting assets 
worth millions of dollars; in other cases, they are 
armed with weapons that can cause serious injury 
or death. Rather than merely providing low-cost 
protection, the private security industry should in
form the public of these facts. 

Attempting to identify a recommended national 
minimum wage would, at best, be questionable be
cause local salaries are related to multiple factors, 
such as general economic aspects of the area, labor 
pool availability, and competitive aspects of private 
security services. However, the following data were 
gathered from three different sources to illustrate 
the need for wage improvement in the industry: 

The Other Police reported that security guards 
received only $80 to $84 weekly gross pay in the 
Cleveland, Ohio, area in 1974. However, on a 
more positive note. it also reported that in 1969 
573 of 3,888 guards had salaries in excess of 
$10,000 a year. 

Members of the American Society for Industrial 
Security provided the data on wages documented in 
Table 1.1. It readily can be seen that operational
level personnel, both proprietary and contractual, 
receives minimal wages. 

Table 1.2, from Security Letter, indicates that 
salary problems are not limited to the operational 
levels of the private security industry. Compared 
to national salary medians for comparable employ
ment, the security executive earns less than most 
of his counterparts in other occupations. 

It is recognized that salaries must be upgraded 
in order to attract and maintain high-quality per
sonnel and that no realistic, nationwide minimum 
wage can be recommended due to varying economic, 
labor, and competitive factors. Therefore, it is recom
mended that major efforts be initiated by the secu
rity industry to make salaries commensurate with 
experience, training and/or education, job responsi-
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bilities, and other job-related criteria. Only in this 
way can the high personnel attrition rate found in 
the industry be reduced and the quality of both 
services and personnel be maintained. 

Selected References 

1. Brennan, Dennis T. The Other Police. Cleve
land, Ohio: Governmental Research Institute, 1975. 

2. "Exclusive Fourth Annual Report on Com
pensation of Corporate Loss Prevention Manage
ment," Security Letter, Vol. V, No. 14, Part II. 

3. Larkins, Hayes Carlton. "A Survey of Experi
ences, Activities, and Views of the Industrial Secu
rity Administration Graduates of Michigan State 
University." Unpublished master's thesis, Michigan 
State University, 1966. 

4. Private Security Task Force. "American So
ciety for Industrial Security (ASIS) Survey Results." 
(See Appendix 1 to this report.) 

5. Schnabolk, Charles. "Protection Against a 
Guard Force," Security World, May 1971. 

Related Standards 

The following standards and goals may be applica
ble in implementing or providing additional informa
tion regarding Goal 1.2: 
1.1 Selection of Qualified Personnel 
1.3 Preemployment Screening 
1.5 Equal Employment Opportunity 
1.6 Application of Employment 
1.8 Minimum Preemployment Screening Qualifica-

tions 
2.1 Training in Private Security 
2.2 Professional Certification Programs 
2.3 Job Descriptions 
2.4 Training Related to Job Functions 
2.5 Pre assignment and Basic Training 
2.6 Arms Training 
2.7 Ongoing Training 
2.8 Training of Supervisors and Managers 
2.10 State Boards to Coordinate Training Efforts 
3.1 Code of Ethics 
3.4 Employer Responsibilities 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 
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Table 1.1. Comparison of Wage Data for Subcategories of Private Security Personnel, Proprietary and Contractnal* 

Question 16: What is the approximate monthly wage for the following security personnel within your enterprise? 

None Employed Less than $500 $501-$750 $751-$1000 $1001-$1250 More than $1250 
Prop. Cant. Prop. Cant. Prop. Cant. Prop. Cant. Prop. Cant. Prop. Cant. 

% % % % % % % % % % % % 

Unarmed uniform guards 16 9 7 39 24 29 18 4 5 1 1 1 
Armed uniform guards 18 15 3 19 17 30 15 6 6 1 1 1 
Investigators/ detectives 14 16 1 0 9 18 12 18 14 6 12 3 
Middle management/ supervisors 3 5 0 0 4 7 14 25 27 26 36 18 
Owner/ general manager 7 7 0 0 0 1 2 3 6 9 49 46 

* Sample size: Proprietary N = 888; contractual N = 469. 
Source: Private Security Task Force. "American Society for Industrial Security (ASIS) Survey Results," (See Appendix 1 to this report.) 

No Response 
Prop. Cant. 

% % 

29 17 
40 28 
38 39 
16 19 
36 34 
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Table 1.2. National Salary Medians of Selected Job Titles 

Job Title Small Medium Large 
Companies* Companies* Companies * 

No. $ No. $ No. $ 

Plant! Factory 
Manager/ Superintendent 61 18,000 105 21,300 120 32,000 

Chief Internal Auditor 84 17,500 87 20,400 79 24,800 
Credit and Collections Executive 73 14,500 90 21,700 92 25,100 
Labor Relations Executive 54 21,800 55 27,000 57 33,100 
Chief EDP Executive 88 18,400 115 22,200 70 31,500 
Director of Security 50 15,000 76 18,100 59 22,000 
Director of Safety 112 16,500 78 19,500 63 23,000 
Employee Training Manager 119 18,300 51 21,300 51 23,100 
Personnel Director 173 18,700 105 23,000 51 31,400 
Personnel Assistant 145 11,700 75 13,100 82 14,700 
Office Services Executive 88 15,100 81 18,600 66 23,200 

.;. Size designations of small, medium, and large generally are related to sales: less than $100 million (small), $100 to $500 mil
lion (medium), and more than $500 million (large). In some cases, however, payroll, production, and number of em
ployees were used to determine classification. Salaries do not indicate the wide variance possible according to specific 
situations, organizational policies, and exceptional individuals. 

Source: "Exclusive Fourth Annual Report on Compensation of Corporate Loss Prevention Management," Security Letter, 
Vol. V, No. 14, Part II. 
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Standard 1.3 

Preem ployment 
Screening 

In order to determine whether prospective person
nel are trustworthy and capable, preemployment 
screening should be initiated. Preemployment screen
ing should include screening interview, honesty test, 
background investigation, and other appropriate job
related tests. 

Commentary 

The U.S. Atomic Energy Commission Regulatory 
Guide (Nuclear Regulatory Commission) of Janu
ary 1974 clearly states the rationale for this 
standard: 

Preemployment screening provides a means to determine 
whether a prospective security employee is trustworthy and 
capable of performing the security tasks that will be assigned 
to him. 

Private security work demands that employees be 
both reliable and capable when carrying out assigned 
tasks and meeting emergencies. Individuals who are 
dishonest, corrupt, lazy, or emotionally or physi
cally unstable, for example, are unfit for employ
ment in the field. 

The intent of this standard is to preclude the 
employment and/or assignment of personnel until 
a reasonable preemployment screening has been con
ducted. Preemployment screening techniques should 
be used to detect characteristics that would prevent 

or hinder satisfactory job performance. Individuals 
who display such characteristics should be rejected 
for employment. In a field as vital to the safety of 
individuals and property as security work, the time 
to discover persons unsuited for the job is before 
they are hired. This timely discovery can eliminate 
costly, dangerous, and even deadly mistakes. For 
example, a newspaper article from Phoenix, Ariz., 
April 20, 1975, reported that a 70-year old guard 
was killed trying to stop a grocery store robbery. 
The article explained that the security guard had 
informed his employing agency that he was 50 
years of age. Some form of preemployment screen
ing possibly could have eliminated exposing this 
guard to the hazard that ultimately caused his death. 

Many employers accept statements made on appli
cation forms without attempting verification. These 
employers are failing in their responsibilities to both 
their clients and the pUblic. 

Although a thorough, complete screening process 
is desirable, the extent of preemployment screening 
is logically controlled by a number of factors, such 
as the following: 

1. The amount of time available for the screen
ing process, from the time of application to the time 
the employee is scheduled to start work; 

2. The amount of funds an employer can eco
nomically allocate for the screening process; and 

3. The availability of the needed information. 
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Employers often are required to fill vacancies on 
very short notice. Several security workers inter
viewed indicated they started work within 24 to 72 
hours after applying. Obviously, no thorough screen
ing process can be accomplished in this timeframe. 
In these instances, however, requiring proof of 
birth, education certificates, and names and addresses 
of references would be an improvement over mere 
acceptance of application form statements without 
verification. 

Economically, the employer must logically limit 
the scope of screening because of employment in
stability in some segments of the private security 
industry. The RAND Report (Vol. I) indicated 
turnover rates as high as 200 percent, and other 
studies have documented similarly high rates. 
Although other sections of this report deal with this 
problem, its effect on the screening process must 
be recognized; high turnover rates result in added 
expense to screen new applicants for vacated posi
tions. Although full field investigations and extensive 
credit and criminal record checks may not always 
be economically feasible because of high turnover, 
employers must take reasonable screening steps to 
ensure that capable, trustworthy employees are hired. 

A vailabiIity of necessary information is another 
limiting factor. The private security industry has very 
limited access to criminal justice records. Also, in 
many States, fingerprint record searches on new 
security personnel take 6 to 9 months. 

Despite the above limitations, every effort should 
be made by employers to develop complete and 
effective preemployment screening procedures. Use 
of screening interviews, honesty tests, and back
ground investigations as measures of trustworthiness 
and capability is recommended. The specific extent 
and method of implementation of these screening 
techniques should be tempered by logic and eco
nomics. Used together, however, these three tech
niques form a sound nucleus for preemployment 
screening. 

Screening Interview 

The screening interview is a two-way communica
tion-employer to applicant and applicant to em
ployer. Although somewhat subjective, it allows both 
parties to assess the job situation. Employer ques
tions should include: 

1. Why do you want the job? 
2. What are your career objectives? 
3. What interests you about the job? 
4. Other job-related questions. 

The employer should clearly indicate to the appli
cant the requirements, positive and negative aspects, 
salary and fringe benefits, and other pertinent factors 
about the job. 
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The screening interview also allows the employer 
to assess the applicant's character. Although such 
an assessment is admittedly highly subjective, the 
applicant's demeanor and attitude during the inter
view may indicate the need for more careful back
ground investigation or even psychologi...:al testing. 

Honesty Test 

For the purpose of this standard, honesty tests 
refer only to written tests that allow employers to 
gain insights into a prospective employee's honesty 
without extensive costs. In general terms, honesty 
tests are designed to measure trustworthiness, atti
tude toward honesty, and the need to steal. 

Several paper-and-pencil honesty tests were re
viewed for this report, this independent evaluation 
determined that the tests appear to have high face 
validity. Several validity and reliability studies sup
porting such tests have been published in scholarly 
journals. However, it should be noted that much of 
the supporting evidence is based on subsequent 
detection-of-deception examinations of persons who 
had taken the written honesty tests. Nevertheless, 
honesty tests used with background investigations 
should furnish a reliable method of determining 
honesty. 

Background Investigation 

Background investigations should be conducted 
prior to employment and/or assignment. The em
ployment application information stated in Standard 
1.6 and the qualifications stated in Standard 1.8 
provide guidance regarding background investiga
tions. Valuable background data can also be obtained 
through employer exchange of information (Stand
ard 1.4). 

Too often, employers do not conduct any back
ground investigations or investigations are sketchy. 
Many employers use only the telephone and/or 
form letters for background information. Such meth
ods do not provide sufficient data for effective verifi
cation and evaluation. Although costly, field investi
gations should be encouraged to provide valuable 
information about an individual's character and 
ability that cannot be gained by other means. 

Other Screening Considerations 

Job-related psychologicai tests and detection-of
deception examinations are additional processes that 
could be included in the screening process. Job fac
tors such as access to funds and other property, con
trol of personnel, whether armed, and so forth, 
should determine the types of job-related tests that 
can best serve the employer and the public. It is 

! 

, \ 

shocking to realize that many armed guards are 
not screened to determine if they have major psy
chological problems that would clearly render them 
unacceptable for employment involving carrying a 
deadly weapon. Obviously, extreme care should be 
taken to ensure that all screening measures are job
related and are not an invasion of the applicant's 
individual rights. It is also important that all screen
ing methods be administered and evaluated by com
petent personnel and the results carefully protected 
from illegal release. 

Properly conducted, preemployment screening 
will aid employers in selecting capable and tmst
worthy employees. By eliminating those unsuited. for 
private security work, such screening processes also 
will lead to increased productivity and lower turn
over rates. 

Selected References 

1. Brennan, Dennis T. The Other Police. Cleve
land, Ohio: Governmental Research Institute, 1975. 

2. KakaIik, James S., and Sorrell Wildhorn. 
Private Police in the United States: Findings and 
Recommendations. Washington, D.C.: Government 
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Related Standards 

The following standards and goals may be applica-
ble in implementing Standard 1.3: 

1.1 Selection of Qualified Personnel 
1.4 Employer Exchange of Information 
1.5 Equal Employment Opportunity 
1.6 Application of Employment 
1. 7 Availability of Criminal History Records 
1.8 Minimum Preemployment Screening Quali-

fications 
2.3 Job Descriptions 
2.4 Training Related to Job Functions 
3.1 Code of Ethics 
9.6 Regulatory Board Access to Criminal Rec-

ord Information 
11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
11.7 Suspension and Revocation 
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Standard 1.4 

.Employer Exchange 
of Information 

Employers should cooperate in exchanging infor
mation on previous work performance and other data 
reJating to selection criteria. 

Commentary 

Although the current legal restraints on pre
emplo~ment screening may seem overwhelming, 
much lmprovement can be made. One area in which 
there is great potential for improvement involves 
employer cooperation in exchanging previous work 
performance information and other data related to 
selection criteria. Studies made for this report 
(Appendix 2) of licensed private security workers in 
New Orleans, La., and St. Louis, Mo., revealed that 
15 percent and 20 percent, respectively, of Ithe em
ployees had previous private security employment. 
Based on these percentages employer cooperation 
could be extremely important in obtaining previous 
work performance records and other data for almost 
one ~f every five applicants, giving the employer a 
practIcal frame of reference ;to establish the appli
cants suitability for the job. 

Mutual cooperation among private security com
panies can help improve overall personnel quality. 
Employers often possess information about a former 
employee's work performance or character that 
would be helpful and pertinent to another employer 

74 

--,..- . -~----~- ---

in the personnel selection process, because there is 
an extremely high movement of individuals from 
one employer to another in the private security in
dustry. Thus it is especially important to share such 
information when the person being considered is 
unsuited for private security employment. For ex
ample, a private security employee fired for stealing 
sho~~d not be placed in another private security 
pOSItIOn where theft is again possible. 

An exchange of information among employers 
can not. onl~ speed th~ selection process but also help 
professIonalIze the pnvate security industry and pro
tect clients and the public. Because of the competi
tive nature of the industry, however, many argue 
that such an exchange of information is unrealistic 
and could hurt a cooperating company if others fail 
to do likewise. 

The need for total cooperation must be under
stood and petty jealousies put aside for the better
ment of the industry. Employers should realize that 
the • advantages from cooperative efforts benefit 
e.veryone involved. Indeed, because such coopera
tIon can help eliminate unqualified, inefficient, and 
untrustworthy personnel, the industry, the public, 
~lients, and employers would all benefit through 
mcreased efficiency and more effective crime preven
tion. Even applicants would benefit, because prompt 
exchange of information between employers can help 
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qualified personnel quickly gain employment in new 
locations and continue their career in private security. 

It is the responsibility of the prospective employer 
to initiate the actions necessary for any exchange of 
information. If an applicant indicates previous pri
vate security employment on the application form, 
the employer should contact the previous employer 
for information regarding past work performance 
and other selection criteria. As referred to in Secu
rity Management Systems, inform.ation about the 
following personal characteris~ics should be ex
changed: 

1. Honesty 
2. Dependability 
3. Loyalty 
4. Judgment 
5. Initiative 
6. Appearance 

Where permitted by law, information should be ex
changed on the following additional items: 

1. Arrest and/ or conviction information, 
2. Use of drugs and/or alcohol, 
3. Poor interpersonal relations with clients or 

fellow workers, 
4. Poor credit rating, 
5. Improper use of force, and 
6. Psychological unsuitability. 
Cooperative arrangements for exchange of infor

mation can also be made between the public law 
enforcement and private security sectors. The pre
viously mentioned studies (Appendix 2) show that 
6 percent of the private security personnel in New 
Orleans and 7 percent in St. Louis had previous 
public law enforcement experience. Many applicants 

for law enforcement employment likewise have ex
perience in private security. Cooperation in exchang
ing pertinent work-related data about former em
ployees could enhance the screening process for both 
sectors. The constant interaction, in both opera
tional and administrative matters, between public 
and private security IJf':rsonnel should provide a 
strong motivating influence of mutual interest in 
the effort to obtain high-quality personnel. 

Selected References 

1. Ursig, Henry S., and Leroy E. Pagano. Secu
rity Management Systems. Springfield, TIL: Charles 
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2. Private Security Task Force. "Characteristics 
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Related Standards 

The following standards and goals may be applica.; 
ble in implementing Standard 1.4: 
1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.5 Equal Employment Opportunity 
1.6 Application of Employment 
1. 7 Availability of Criminal History Records 
1.8 Minimum Preemployment Screening Qualifi

cations 
3.2 Conduct of Private Security Personnel 
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Standard 1.5 

Equal Employment 
Opportunity 

Employers should comply with equal employment 
opportunity guidelines and other Federal, State, or 
local guidelines that preclude discrimination based on 
sex, race, creed, or age. 

Commentary 

Many minority group members are qualified for 
jobs in the private security field. Sound personnel 
procedures require that employers seek qualified 
personnel regardless of sex, race, creed, or age, 
because these factors are of no importance to the 
employer's responsibility to select applicants who 
can perform effective and efficient security services. 
Private security employers should, therefore, con
stantly seek ways to attract qualified minority appli
cants for open positions. 

The Federal Government, through legislation and 
administrative regulations, provides equal employ
ment opportunity (EEO) guidelines for employers, 
such as the rules and regulations of the Equal Em
ployment Opportunity Commission and the Civil 
Rights Act of 1964. These guidelines are provided 
to promote job opportunities for minority groups 
and to eliminate discriminatory hiring and employ
ment practices. Private security employers should 
develop procedures to ensure that their selection 
activities are within these guidelines. They also 
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should keep abreast of court and administrative 
decisions to make certain their current selection 
practices do not violate the law. 

By examining past employment records, individual 
employers can determine if qualified minority work
ers are applying for jobs and being utilized within 
their work forces. If these records indicate a lack 
of minority employees, steps should be taken to 
ensure that current hiring practices are free of dis
crimination based on sex, race, creed, or age. 

An attempt at evaluating past equal opportunity 
employment practices of the private security indus
try as a whole would, at best, be speculative, because 
only recently have accurate statistics become avail
able. However, a representative indication of the 
present status of minority employment within the 
industry can be obtained from pertinent studies and 
reports and may prove helpful for comparative 
analyses. Perhaps the most current of such studies 
are those conducted for this report (Appendix 2) 
of licensed private security workers in New Orleans, 
La., and St. Louis, Mo. 

Most Federal, State, and local EEO guidelines 
suggest that the proportion of minorities employed 
by an agency equal the proportion in the available 
labor market. The studies mentioned above found 
that 52 percent of the private security workers in 
New Orleans are Caucasian, 40 percent are black, 
and 8 percent are classified as "other," which in-
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eludes Spanish-Americans. In St. Louis, 50 percent 
of the private security workers are Caucasian and 
50 .percent ~re black. These percentages are pro
portlonate wIth race ratios in the two cities. 
Th~ study als~ gathered information on the age 

of prI~ate secunty employees in two cities. The 
folIowI?-g table, based on the data developed in the 
~tudy, I~lustrates that age is apparently not a criterion 
for demal of employment in either city. 

Age at Time of Employment New Orleans St. Louis 

24 and under 
25 to 34 
35 to 44 
45 to 54 
55 to 64 
65 to ','4 
75 and over 

% % 

21 
25 
18 
19 
13 
4 

0.5 

13 
21 
22 
22 
16 
5 

0.2 

Note. Figures do not add to 100 percent due to 
rounding. 

The study also found that females account for 7 
percent of the private security personnel ip both New 
Orleans and St. Louis. B~cause women only recently 
have begun to enter polIce and security work this 
dat~ are ~ifficult to evaluate. Undoubtedly, cha~ging 
socIal a~tItudes and the women's liberation move
me~t WIll. make more and more qualified women 
avaIla?le In the private security labor market. The 
foIloWlllg excerpts from the RAND Report (Vol. 
1.1) ~nd the W all S~reet J o~rnal indicate their poten
tIal IS already beIng realIzed by private security 
employers: 

M~ny of the larger private security firms claim that the 
relat~ve dema?d for, and employment of, female security 
wor~ers has rIsen over the past several years especially in 
hospitals, educational institutions, and retail t~ade. (RAND 
Report, Vol. II) 

Female guards gain more acceptance in private security firms 
Leading companies say 10% to 15% of their guards are 

female~ up from less than 5% a few years ago. Guardsmark, 
Inc., With 1.1 % ",":omen, pays its agents an extra commission 
for persuadmg clients to use them. Burns International runs 
ads ·to lure women to the jobs. "Clients are a little hesitant 
at fi:st," says a Burns official, "but when they see women on 
the Job, they love them." 

Women are still used mostly in airports. Wackenhut Corp 
says only.5% of its nonairport guards are women, though 
15% of Its total guard force is female. Guardsmark has 

w<?men heading security teams at electrical plants, a brewery 
(SIC) In three Wells Fargo offices women have risen t~ 
management rank. But only five of Brink's Inc.'s 1 800 
guards are women. ' 

One security-firm executive explains "By hiring 
we do ubI th r ' d I b ' women e e Imlte a or pool available at the relatively 
low wages guards get paid." (Wall Street Journal) 

In order to obtain the ever-increasing numbers of 
personnel needed by the industry, private security 
emp~oyers should continue and expand their efforts 
to hIre, qualified personnel regardless of race age 
sex, or creed. ' , 

Selecte',j References 

1. Equal Empl~yment Opportunity Commission. 
Rules and RegulatIOns. Washington DC' Oct 27 
1971. ' '" . , 

~. Kakalik, James S., and Sorrell Wildhorn The 
Przva~e Police Industry; Its Nature and E~tent. 
WashIngton D.C.: Government Printing Office Vol 
II, R-870/DOJ, 1972. ' . 

3 .. Private Se~urity Task Force. "Characteristics 
of LI.censed .. PrIvate Security Personnel in Two 
Am~;ICan CItIes: New Orleans, La., and St. Louis, 
Mo. (See Appendix 2 to this report.) 

4. Robinson, Katherine. "Promising Career Areas 
for Women," Reader's Digest, November 1974. 
(Condensed from The Saturday Evening Post.) 

5. Ras.en, Benson, and Thomas H. Jerdee. "Sex 
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D.C.: Government Printing Office. ' 

Related Standards 

. The f~ll~wing standards and goals may be ap
plIcable In Implementing Standard 1.5: 
1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.4 Employer Exchange of Information 
1.6 Application of Employment 
1.7 A ~a~lability of Criminal History Records 
1.8 ~Immum Preemployment Screening Qualifica

tIons 
2.4 Training Related to Job Functions 
3.1 Code of Ethics 
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Standard 1.6 

Application for 
Employment 

An employment application should be used to pro
vide a basis for the screening process and should 
reveal the following information: 

1. Full name, 
2. Aliases, 
3. P1:'6~f of age, 
4. Statement of U.S. citizenship or work permit 

number for aliens, 
5. Current residence and phone nurr;ber, 
6. Prior residences, 
7. Educational background, 
8. Previous employment, 
9. Physical conditions as they relate to the job, 

10. Military service,. 
11. Record of traffic and criminal convictions and 

pending criminal charges and indictments, 
12. Credit information relevant to the job, and 
13. A set of fingerprints. 

Commentary 

The employment application form often is the 
only formal document that appears in an employee's 
personnel file. It is the only document that many 
employers have providing information about the 
applicant's work history, educational preparation, 
and former residences. Particularly during the pre-
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employment screening process, it often is the only 
information employers have readily available to 
assist investigations. 

Every applicant should be required to complete all 
items on the application, as well as provide the 
following documents: 

1. Proof of age; 
2. Proof of education; 
3. Armed Forces of the United States Report of 

Transfer or Discharge (DD214), if appropriate; and 
4. Other job-related documents. 

The reference to other job-rela.ted documents 
needs some clarification. For example, if a juris
diction requires a certain amount of training and the 
applicant states that training has been completed, 
it is appropriate to ask for the training certificate. 

A set of fingerprints is necessary in conjunction 
with the employment application for three main pur
poses: (1) to positively determine if the a~plicant 
has a criminal conviction record; (2) to give the 
employer an opportunity to verify the information 
on the application by a fingerprint check; }f n~ede~; 
and (3) to provide a document for posItive Identi
fication in the situation in which the employee was 
killed on the job in a manner preventing routine 
identification, such as death by explosion. 

A good employment application is an impo~ant 
part of the screening process. It not only proVides 
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a basis for background investigations, but also guards 
against verbal misrepresentation by the applicant. 
For example, The Other Police cite8 a case of a 
five-time convicted felon who, by simply stating he 
had no criminal record, was able to get. four out of 
six jobs he sought. A written application form would 
have made it more difficult for this applicant to 
misrepresent himself, if for no other reason than the 
psychological implications of a written statement. 
"Internal Control of Employee Dishonesty," a mas
ter's thesis from Michigan State University, points 
out that a good personnel screening process will, in 
itself, serve as a psychological deterrent for unde
sirable applicants. 

It cannot be assumed that all applicants will com
plete the application form acurately. Therefore, a 
personal interview to review the document should be 
standard procedure. In the interview, unclear re
sponses can be clarified and the employer can obtain 
any additional background information needed for 
investigations. 

The employer must assume certain responsibilities 
in using application forms. For example, it should 
be clearly stated on the application form that falsifi
cation of material information on the application is 
grounds for denial of employment or dismissal after 
employment. The employer should verbally call this 
to the applicant's attention. In addition, the employer 
should constantly review the forms in use to ensure 
compliance with equal employment opportunity 
guidelines and the individual's right to privacy. 

The style and format of employment application 
forms vary. The employer may wish to devise a form 
or use a prepared standard form. In either case, the 
application should be carefully reviewed to ensure 
that the questions are pertinent to the job to be per
formed and reveal all necessary informatbn. The 
time spent in verifying the application's completeness 
and accuracy will increase the employer's capability 

to eliminate unsuitable applicants and select the 
most qualified personnel. 
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Related Standards 

The following standards and goals may be appli-
cable in implementing Standard 1.6: 

1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.4 Employer Exchange of Information 
1.5 Equal Employment Opportunity 
1.7 A vailabiIity of Criminal HistDry Records 
1.8 Minimum Preemployment Screening Qualifi

cations 
11.2 Registration Qualifications 
11.3 Qualification for Armed Security Personnel 
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Standard 1.7 

Availability of Criminal 
History Records 

Criminal history records for offenses, specified by 
statute or other authority as grounds for denying ernE 
ployment, should be mad~ availab~e to empl~yers to 
assist them in the screenmg of prIvate seCUrIty per
sonnel. 

Commentary 

Access to criminal history records is one of the 
key issues in personnel screening. Many employe~s 
have expressed concern over their inability to obt~m 
information from the National Crime Information 
Center and local and State systems. 

Section 524(b) of the Crime Control Act of 1973 
mandates procedures to ensure security and privacy 
of criminal history information: 

All criminal history information collected, stored, .or 
disseminated through support under this title shall contam, 
to the maximum extent feasible, disposition as well as ar~est 
data where arrest data is included t?erein. ~he collection, 
storage and dissemination of such mformatlOn shall take 
place ~nder procedures reasonably desig.ned to insu;e. that 
all such information is kept current the~em; the Ad~l1lmstra
tion shall assure that the security and pnva~y of all ~nforma
tion is adequately provided for and that. m~orm~tlO.n shall 
only be used for law enforce~~nt and ~n~l,:al Justice and 
other lawful purposes. In addition, an mdlVld~al ,,:,ho be
lieves that criminal history information concernmg him con
tained in an automated system is inaccurate, incomplete, or 
maintained in violation of this title, s~al1, upon satisfactory 
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verification of his identity, be entitled to review such in
formation and to obtain a copy of it for the purpose of 
challenge or correction. 

The Federal Register, Feb. 14, 1974 (39 F.R. 
5636), published Criminal Justice Inf~rmation Sys
tems Rules and Regulations to obtam comments 
before finaiizing them. Hearings were held in Wash
ington, D.C., and San Francisco, Calif., in the spring 
of 1974. 

On May 20, 1975, the Federal Register (40 F.R. 
22114) published a set of rules and regulations 
promulgated by the Law Enforcement Assistance 
Administration (LEAA), U.S. Department of Jus
tice. These rules and regulations greatly restricted 
private security emploY?J;s' access to criminal history 
information. This denial of access was thought to be 
unrealistic and unresponsible by many individuals, 
companies and associations. Concerns raised by the 
private se;urity field ~:td input from LEAA's Pri~ate 
Security Advisory Council lead LEAA to re.consld~r 
its original position on this point. Accordmgly, III 

December 1975, special hearings were held in ~ash
ington, D.C., with many private security p~ofesslOnals 
testifying. Based primarily on these heanngs, a new 
set of rules and regulations was promulgated by 
LEAA and printed in the Mar. 19, 1976, Federal 
Register (41 F .R. 11715). The portion of these 
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rules and regulations directly related to this standard 
is section 20.21 (b): 

(b) Limitations on dissemination. By December 31, 1977, 
[the States must] insure that dissemination of nonconviction 
data has been limited, whether directly or through any 
intermediary only to: 

(1) Criminal justice agencies, for purposes of the ad
ministration of criminal justice and criminal justice agency 
employment; 

(2) Individuals and agencies for any purpose authorized 
by statute, ordinance, executive order, or court rule, decision, 
or order, as construed by appropriate State or local officials 
or agencies; 

(3) Individuals and agencies pursuant to a specific agree
ment with a criminal justice agency to provide services re
quired for the administration of criminal justice pursuant 
to that agreement. The agreement shall specifically authorize 
access to data, limit the use of data to purposes for which 
given, insure the security and confidentiality of the data 
consistent with these regulations, and provide sanctions for 
violation thereof; 

(4) Individuals and Ilgencies for the express purpose of 
research, evaluative, or statistical activities pursuant to an 
agreement with a criminal justice agency. The agreement 
shall specifically authorize access to data, limit the use of 
data to research, evaluative, or statistical purposes, insure 
the confidentiality and security of the data consistent with 
these regulations and with section 524(a) of the Act and any 
regulations implementing section 524(a), and provide sanc
tions for the violation thereof. 

These diseemination limitations do not apply to conviction 
data. 

These ruleS and regulations do not authorize 
dissemination to private security personnel of non
conviction data but do authorize release of convic
tion data. Further, criminal history record informa
tion, including arrest data, that relate to an individual 
currently processing through the criminal justice 
system (Le., no final disposition) may be available 
to employers. 

After Dec. 31, 1977, each State will have to 
specifically allow access to nonconviction data for 
entities other than criminal justice agencies by sta
tute or ordinance, executive order, or court rule. 
Private security professionals should take the initia
tive, on a State-by-State basis, to encourage govern
ment officials to specifically allow private security 
employers access to nonconviction data to assist 
them in the screening process. 

Although each State must determine the param
eters for releasing nonconviction information, one 
guideline is offered for consideration: Considering 
the role of private security personnel in crime pre
vention, that many of them are armed, and that on 
some assignment!; they may be in a position to 
control the individual freedoms of the public, em
ployers of private security personnel should have 
access to the same criminal history records that are 
used in the preemployment screening of public law 

enforcement officers. This would provide a uniform 
frame of reference for government officials and pri
vate security employers. 

The fact that an applicant has an arrest or con
viction record should not be automatic grounds for 
disqualification. In some instances, particularly with 
regard to minor offenses, persons with records may 
perform most satisfactorily in private security serv
ices. However, it is important that employers have 
access to the information to enable them to make 
sound determinations regarding both employment 
and job assignment. Employers should also assume 
the responsibility to ensure that the information is 
used only for the intended purpose-to determine 
an individual's suitability for private. security em
ployment. 
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Ralated Standards 

The following standards and goals may be applica-
ble in implementing Standard 1.7: 

1.1 Selection of Qualified Personnel 
1.3 Preemployment Screening 
1.4 Employer Exchange of Information 
1.5 Equal Employment Opportunity 
1.6 Application of Employment 
1.8 Minimum Preemployment Screening Qualifi-

cations 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
9.6 Regulatory Board Access to Criminal Record 

Information 
11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
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Standard 1.8 

Minimum 
Preemployment 
Screening 
Qualifications 

The following mlDlmum preemployment screen
ing qualifications should be established for private 
security personnel: 

1. Minimum age of 18; 
i. High school diploma or equivalent written 

examination; 
3. Written examination to determine the ability 

to understand and perform duties assigned; 
4. No record of conviction, as stated in Standard 

1.7; 
5. Minimum physical standards: 

a. Armed personnel-vision correctibIe to 20/ 
20 (Snellen) in each eye and capable of hearing 
ordinary conversation at a distance of 10 feet 
with each ear without benefit of hearing aid 

b. Others-no physical defects that would 
hinder job performance. 

Commentary 

In order to improve the effectiveness of private 
security personnel, minimum preemployment screen
ing qualifications should be established. At present, 
criteria for employment vary among employers, if 
they exist at all. This standard proposes a set of 
criteria that can be used by all private security em
ployers in their preemployment screening. 

The qualifications suggested are minimum. Certain 
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employers may wish to establish stricter criteria, 
depending on the nature of assignment. Also, the 
qualifications are directed to operational personnel 
and generally would be inappropriate for super
visors, managers, and other specialized personnel 
whose duties would require more advanced knowl
edge and/or experience. 

Age Requirements 

A minimum age of 18 is recommended for all 
personnel. Public law enforcement agencies have 
constantly been hampered in recruitment by the 
lack of opportunity to employ sworn personnel 
immediately upon completion of high school. Like
wise, the private security industry should not restrict 
itself from obtaining qualified personnel by setting 
unrealistic minimum or maximum ages. Many indi
viduals are capable of performing as efficiently at 
age 18 as at age 21. The military services, for 
example, have effectively used personnel in security 
positions under the age of 21 for many years. 

Because the establishment of career paths is an 
important need in the industry, age requirements 
need to be low enough to attract qualified applicants 
before they are committed to other careers. It is 
likely that an individual reaching age 21 would 
have already identified career aspirations, and a job 
in private security would, at best, be only a second
ary interest. As mentioned previously in Goal 1.1, 
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personnel will function more effectively when they 
are performing the job they want to do. 

Educational Requirements 

The RAND Report (Vol. I) stated that, in re
sponse to a survey questionnaire, two-thirds of the 
regulatory agencies indicated that minimum educa
tional requirements should be mandatory for private 
security personnel. Of the two-thirds favoring mini
mum educational requirements, one-third indicated 
that private security personnel should be high school 
graduates. Others thought education beyond high 
school would be a more appropriate requirement for 
some categories. For example, two recommended 
college education for investigators; two proposed 
polygraph-school graduation for lie-detection ex
aminers; one believed that supervisors should have 
some college training. Significantly, one-third of 
the survey respondents thought no minimum educa
tional requirements should be established. 

For the purpose of this standard, educational 
requirements are classified in two main categories: 
(1) basic educational qualifications and (2) ability 
to understand and perform duties assigned. The 
basic educational qualifications can be met by a 
high school diploma or an equivalent written ex
amination designed to measure basic educational 
aptitudes. The employer should be careful, how
ever, to utilize only those tests that have been proven 
valid and reliable. 

The second educational requirement-the ability 
to understand and perform duties assigned-is deter
mined through a written examination. Here, again, 
the employer should use only validated tests. 
Furthermore, there should be a close cause-effect 
relationship between the tests and the job descrip
tion in accordance with the following Equal Oppor
tunity Employment Commission guideline on em
ployment testing procedures: 

The Commission accordingly interprets "professionally 
developed ability test" to mean a test which fairly measures 
the knowledge or skills required hy the particular job or 
class of jobs which the applicant seeks, or which fairly 
affords the employer a chance to measure the applicant's 
ability to perform a particular job or class of jobs. The fact 
that a test was prepared by an individual or organization 
claiming expel'tise in test preparation does not, without more, 
justify its use within the meaning of Title VII (Civil Rights 
Act of 1964). 

The two categories of educational requirements 
are not mutually inclusive or exclusive. For ex
ample, a high school graduate might have psycho
logical characteristics that would indicate this person 
should not be armed. Conversely, a person who did 
not graduate from high school but passes the 
equivalent written examination might be found to 

.) 

be psychologically qualified to carry a weapon. A 
high school diploma, in and of itself, should not 
necessarily be a prerequisite for armed personnel, 
but regulatory agencies, for administrative reasons, 
may set such a requirement. 

The National Advisory Committee on Criminal 
Justice Standards and Goals (NAC) did not agree 
with the Task Force's position that a high school 
diploma or eqUivalent written examination should 
be a minimum preemployment screening qualifica
tion for all private security personnel. Although 
agreeing that this requirement was appropriate for 
armed guards and certain security activities, the 
NAC believed that a written examinaJtion to deter
mine if an individual had the ability to understand 
and perform the duties involved was adequate for 
other security assignments. The NAC believed that 
individuals who were competent to perform these 
other security assignments would be denied employ
ment in the field if the high school education level 
requirement was a minimum standard. However, 
it is the opinion of the Private Security Task Force 
that :the basic knowledge engendered by a high school 
diploma (or equivalent written examination) is 
important for emergency situations that may arise. 
The written ability examination may not test for 
Ithose skills outside the private security employee's 
job description, and he may, therefore, not be able 
to handle the emergency situation. Also, in the 
furtherance of the development of a professional 
private security industry, high-school-level educat~on 
is considered necessary in the judgement of the 
Task Force. 

Conviction Records 

Conviction records, except for certain minor 
offenses, should preclude private security employ
ment. Standard 1.7 discusses this topic fully and 
points out the responsibilities assumed by private 
security personnel to the public and to the role of 
crime prevention. For the public to have confidence 
in private security personnel, employers should 
select persons of high moral integrity. In order to 
facilitate implementation of this standard, this report 
calls for the cooperation of government agencies in 
supplying pertinent conviction records. 

Physical Requirements 

Physical requirements should not be unnecessarily 
restrictive. In most cases, specific physical qualifi
cations, such as height and weight, would be in
appropriate. The results of a study released by the 
International Association of Chiefs of Police and 
the Police Foundation, and published in the Dec:. 1, 
1975, issue of Crime Control Digest, confirm that 
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height requirements, for example, have little relation 
to performance and tend to unnecessarily reduce the 
available pool of qualified applicants: 

The authors ... say that !h,.y found no data, either from 
their sUivey of five police departments or from their search 
of literature on the subject, that show that the height of a 
police officer does affect performance. . . . 
... Height requirements can vastly reduce the pool of 

applicants who have personal qualities needed by police 
departments. 

For example, 56 percent of young adult males and 99 
percent of young adult females would be excluded from 
employment by a minimum height requirement of 5 feet 
9 inches. 

Although the authors of this study were hampered 
in their research by the lack of a large comparative 
population, the results point the. way to a selection 
system without height requirements. 

However, private security employers should not 
totally disregard physical standards or take them 
lightly. One employer cited in the RAND Report 
(Vol. 1) said, "Some standards are a joke. While 
we require a physical exam for employment, if the 
man can take three steps he passes the physical." 
In general, physical requirements should be deter
mined by the nature of the job the applicant would 
be performing. Any physical defect that would inter
fere with ability to perform assigned duties would 
disqualify the applicant. 

Differentiation should be made physical qualifica
tions for armed personnel and others. Obviously, 
good eyesight and hearing are vital to anyone who 
carries a weapon; therefore, specific vision and hear
ing qualifications should be established for armed 
private security personnel in consideration of pro
tecting both themselves and the pUblic. 
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Related Standards 

The following standards and goals may be applica-
ble in implementing Standard 1.8: 

1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.4 Employer Exchange of Information 
1.5 Equal Employment Opportunity 
1.6 Application of Employment 
1. 7 Availability of Criminal History Records 
2.3 Job Descriptions 

11.2 Registration Qualifications 
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INTRODUCTION 

Training is a vital determinant of job perform
ance. Yet, every major research project reviewed 
and every study conducted for this report point to a 
serious lack of personnel training at all levels of 
private security. This situation needs to be reversed 
if the industry is to assume a respectable and effec
tive role in crime prevention. 

Chapter 1 emphasizes the importance of personnel 
to the private security industry and outlines the steps 
necessary to select qualified personnel who have 
strong potential for providing security services effi
ciently and effectively. Although the selection of well
qualified personnel is crucial for the advancement 
of private security, equal emphasis must be given to 
the importance of training the selected personnel in 
order that they might be provided with the knowl
edge, skills, and judgment needed for effective per
formance. The aim of this chapter is to establish 
realistic standards that promote the development, 
implementation, and maintenance of training pro
grams for all private security personnel. 

As noted in the licensing and registration chapters 
of this report, private security regulatory agencies at 
the State level can play an important role in encour
aging and enforcing training. If States take the 
initiative to require training, they should be respon
sible for using whatever resources that are appro
priate to ensure that such training becomes available. 
As will be discussed later, two standards focus on 
the role of State participation in the administration, 
guidance, and delivery of private security training. 
However, the industry itself has a major role in seeing 
that training is provided. Private security companies 
should strengthen and expand their training programs 
and create new training opportunities. Cooperation 
among companies and personnel also can help ensure 
that a wide variety of training becomes available for 
all employees. 

In developing training programs, it is important, 
at the outset, to recognize that all levels of training 
are interrelated. Preassignment and basic training for 
operational personnel is, in and of itself, an impor
tant and progressive step. But the full potential of 

of such training cannot be realized unless supervisors 
and managers are trained to lead and motivate their 
personnel. Recognizing this relationship, Goal 2.1 
provides a framework for the standards that follow. 
Based on the great responsibilities assumed by private 
security personnel in both crime and noncrime situa
tions, the goal calls for training at all levels of the 
industry and stresses the need to allocate the re
sources necessary to make such training applicable 
and meaningful. 

To achieve this objective, the industry must do 
more than provide the most minimal of training 
services. Unfortunately, the attitude of a former con
tract guard supervisor illustrates that of many 
employers: 

Everyone wants trained guards. Untrained employees are 
. . . a cause for wasted money and lost business and a 
danger to themselves and others. But, the demand for man
power is so great, the wages and bids so low, that training 
standards have to be altered, with a little misrepresentation 
to salt it. (Institute for Local Self-Governmei1t, Private Secu
rity and the Public Interest, Berkeley, Calif.) 

If the industry is to improve its capacity for crime 
prevention and gain the respect and confidence of 
the public, these negative attitudes need to be re
placed through positive training measures. Although 
the problems of low wages and high training costs 
are recognized, the private security industry cannot 
afford to let these factors blum the overriding need 
for training at all levels. 

The 'professional certification programs outlined in 
Goal 2.2 can do much to promote training through
out the industry. These programs offer great potential 
for increasing the professionalism of the industry 
through training. However, in developing certifica
tion programs, the private security professional asso
ciations need to be aware that certification should 
be job related in order to have significant impact. 

Job-relatedness is essential for the success of any 
training program. In this respect, Standard 2.3 
stresses the importance of preparing job descriptions 
as the first step in developing meaningful training 
programs. Because private security personnel per
form extremely varied services, clear job descriptions 
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are invaluable tools for selecting and assigning per
sonnel and for developing training programs related 
to the specific [unctions of each type of security 
position. Once the activities and responsibilities of 
a iob are identified, the objectives and content of 
training programs fall readily into place and courses 
can be designed, presented, and evaluated, as out
lined in Standard 2.4. 

The second step in program development is estab
lishing standards for training. Standard 2.5 contains 
guidelines for preassignment and basic training. A 
minimum of 8 hours of preassignment training is 
recommended for all private security personnel, in
cluding investigators or detectives, guards or watch
men, armored car personnel and armed couriers, 
alarm system installers or servicers, and alarm re
spondents. In addition, during the first 3 months of 
assignment, these personnel should be required to 
complete a basic training course of a minimum of 
32 hours. 

Comments from the industry during the prepara
tion of the training standards indicate that Standard 
2.5 will provoke mixed reactions. Many individuals 
in the industry will accept and support it as a rea
sonable and viable standard. Some will argue that 
the requirements are overly optimistic and may cause 
financial hardship on smaller companies. Others will 
assert that the requirements are totally inadequate 
and should include extensive contact hours and a 
broader curriculum. These types of reactions were 
anticipated in establishing this standard. 

The private security industry performs a necessary 
and important function in our society, and it is not 
the purpose of this standard to set overly stringent 
requirements that would drive competitive companies 
from the business. But the compelling need to up
grade training throughout the industry cannot be 
ignored. Therefore, considering the present state of 
training, it is believed that Standard 2.5 provides a 
realistic starting point for improving the quality of 
private security services through the training of its 
personnel. It also is believed that, in the long run, 
the cost of training will pay for itself through greater 
efficiency and effectiveness. 

Disagreement exists in the private security indus
try over the need for, minimum training requirements 
for unarmed personnel, but there is no disagreement 
over the need to train armed personnel. Although 
it may never have to be used, an employee's firearm 
carries the potential for serious repercussions. Its 
misuse can result in difficult legal consequences, 
injury, or death. It is imperative that any armed 
employee know how, when, and where to use his 
weapon. Standard 2.6 specifies that all armed per
sonnel complete appropriate firearms training prior 
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to assignment and meet proficiency requirements at 
least once a year. A recommended course outline is 
presented in the standard. 

Preemployment and basic training provide opera
tional personnel with the basic knowledge, skills, 
and judgment needed to perform their jobs effec
tively. However, ongoing training is also needed by 
personnel to develop additional skills, to acquire 
added knowledge, and to guard against laxness in 
job performance. It is not recommended that pri
vate security companies establish a formal, inservice, 
classroom training program as is common in public 
police departments. Rather, as stated in Standard 
2.7, rollcall training, training bulletins, and other 
less formal methods should be used so that ongoing 
training is available when needed. 

Supervisory and managerial employees also need 
job-related training. Standard 2.8 addresses this need. 
It is not presently possible to clearly delineate the 
diverse nature of the duties and responsibilities of 
all supervisors and managers. Therefore, at present, 
employers should take the initiative to provide train
ing for supervisors and managers according to their 
specific functions. Appropriate prior training, educa
tion, and professional certificates should be acknowl
edged as fulfillment of training requirements for 
these personnel, and research should be undertaken 
to develop training methods best suited to meet their 
specific needs. 

As noted earlier, State regulatory agencies should 
become involved in encouraging and enforcing train
ing requirements. Standard 2.9 gives State regula
tory agencies the authority and responsibility for 
accrediting training schools, approving curriculums, 
and certifying instructors. Where in existence, a 
State private security regulatory agency could best 
manage these responsibilities. Standard 2.10 recom
mends that appropriate State regulatory agencies 
and boards also coordinate efforts to establish a 
delivery system for private security training pro
grams through optimum use of existing educational 
and vocational personnel and facilities. 

In summary, adequate training for private security 
personnel at all levels is a matter of immediate 
concern. If the industry is to meet the increasing 
demands placed on it because of rising crime and 
overburdened law enforcement agencies, it should 
concentrate on positive measures for advancement. 
One such measure-and a crucial one-is training. 
The steps outlined in this chapter offer a realistic 
approach to the development of solid, meaningful 
training programs for all private security personnel. 
The time and money spent to implement them will 
be a wise investment in the safeguarding of lives and 
property. 
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Goal 2.1 

Training in 
Private Security 
. The responsibilities assumed by private security 
personnel in the protection of persons and property 
require training. Training should be instituted at all 
levels to insure that personnel are fully prepared to 
exercise their responsibilities effectively and effi
ciently. 

Commentary 

The demand for private security services has 
reached new heights in the United States. Due to 
rising crime trends, the Nation is increasingly aware 
of the need for additional protection of life and 
property. Private security personnel are called upon 
more and more to fulfill this need, and in so doing, 
assume major responsibilities to employers and the 
pUblic. Many times, when performing their varied 
duties, security personnel are confronted with prob
lems that call for instantaneous action. The magni
tude of their responsibilities is clearly stated in The 
Police/Yearbook,1975: 

The huge numberical [sicl superiority of private guards 
working daily in the community makes it inevitable that in 
many instances concerning criminal or emergency situations 
a private guard will be the first concerned individual on the 
scene. His reaction to the situation could make the difference 
b~tween successfully protecting the lives and property or 
disaster. 

Clearly, private security employees should be 
trained in view of the serious consequences that 
could arise from misaction or inaction. Supervisory 
and managerial employees also need training to deal 
effectively with the problems of operational personnel. 
The decisions they make are no less important than 
those made at the operational level. Through train
ing, supervisors and managers can develop the 
ability to maximize security resources, and thereby 
improve the overall operations of the industry. 

Previous reseaTich has revealed that training for 
private security personnel is either minimal or non
existent. Recent studies support these findings. For 
example, a survey of members of the American 
Society for Industrial Security revealed that only 
68 percent of the respondents provided formal train
ing for new employees and only 48 percent required 
annual formal training. The results of the "Survey 
of Consumers of Private Security Services in the 
Greater Philadelphia Area" were even more dis
couraging: Only 18 percent of new security per
sonnel and 23 percent of supervisors received class
room training. Also, approximately 50 percent of 
the respondents answered "did not know" or failed 
to respond to the questions about training. Signifi
cantly, the same respondents ranked "inadequate 
training" as their most frequent and important 
problem. 

The important responsibilities of private security 
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personnel demand that this situation be changed. 
To make better use of private security resources in 
crime prevention and to protect consumers, em
ployers, and the public, as well as employees them
selves, training should be instituted at all levels of 
the private security industry. 

To attain this goal, all employers should allocate 
the necessary personnel and physical resources to 
make training relevant and meaningful. Security 
companies also should develop more cooperative 
effof's-for example, combined training would be 
cost effective and encompass a larger number of 
personnel. Finally, governmental agencies also should 
take an active role by setting progressive training 
requirements and taking a resF':msibility for delivery 
of training. 

Failure to reach the goal of increased training will 
have a serious detrimental impact on the credibility 
and reliability of the private security industry. 
Conversely, its attainment should lead to increased 
acceptance of the industry as a viable crime preven
tion force. 

Selected References 

1. KakaIik, James, and Sorrel Wildhorn. Private 
Police in the United States: Findings and Recom
mendations, Vol. I, R-869/DOJ, Washington, D.C.: 
Government Printing Office, 1971. 

2. Paulson, S. Lawrence (ed.). "Remarks by 
Thomas F. Jones," The Police Yearbook, 1975. 
Gaithersburg, Md.: International Association of 
Chiefs of Police, Inc., 1975. 

3. Pitchess, Peter J. (project director). Career 
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D.C.: Technical Assistance Division, Law Enforce
ment Assistance Administration, U.S. Department 
of Justice, June 1973. 

4. Private Security Task Force. "American So
ciety for Industrial Security (ASIS) Survey Results." 
(See Appendix 1 to this report.) 

5. Private Security Task Force. "Survey of Con
sumers of Private Security Services in the Greater 
Philadelphia Area." (See Appendix 3 to this report.) 

Related Standards 

The following standards and goals may be applica-
ble in implementing Goal 2.1: 

1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
2.2 Professional Certification Programs 
2.3 Job Descriptions 
2.4 Training Related to Job Functions 
2.5 Preassignment and Basic Training 
2.6 Arms Training 
2.7 Ongoing Training 
2.8 Training of Supervisors and Managers 
2.9 State Authority and Responsibility for 

Training 
2.10 State Boards to Coordinate Training Efforts 
3.1 Code of Ethics 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
4.5 Training and Instruction of Alarm Users by 

Alarm Companies 
6.1 Interaction Policies 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 

11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
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Goal 2.2 

Professional 
Certification 
Programs 

Professional associations should study the feasibil
ity of developing voluntary certification programs for 
private security managerial personnel. 

Commentary 

Certification programs can strengthen the role of 
private security personnel and increase the profes
sionalism of the ilidustry. In addition, such pro
grams encourage training and motivate career-minded 
employees. Other professional groups have used 
certification as a means of promoting personnel 
quality. Private sec! ,:ty professional organizations 
should follow their example. 

The benefits of certification to both employers 
and employees are apparent. Employers could use 
certification as an independent evaluation of a per
son's qualifications for employment and/or promo
tion. Employees would benefit, because, in effect, 
certification would be an endorsement of compe
tence, providing the opportunity for better positions. 

The industry has indicated support for pursuing 
the establishment of certification programs. The 
American Society for Industrial Security (ASIS) 
surveyed 5,000 of its members in the spring of 1975. 
Responses were received from 40 percent (2,031) 
of its members, with 91 percent (1,815) indicating 
that there should be a professional certification pro- . 

gram for security personnel. Additionally, 89 per
cent (1,657) indicated they would consider ~pply
ing for security certification, and 86 percent (1,697) 
responded in favor of ASIS having the responsibility 
for condm:ting the program. (See Table 2.1 for 
details of .h,,:; :..t:rvey.) 

The ci';;"'"c''Jpment of certification programs that 
will be accepted as valid and reliable is a recognized 
problem. To achieve validity and credibility, the 
legal, medical, and teaching professions have estab
lished a pattern that can be useful as a model. Their 
requirements incorporate three key concepts: (1) 
an appropriate educational background; (2) appro
priate examinations, developed through input from 
professional organizations; and (3) legal sanctions. 
From a practical and historical perspective, the legal 
sanction concept has been the key ingredient. Legal 
sanctions are not recommended as part of the pri
vate security certification programs. However, the 
remaining two components seem appropriate for a 
realistic private security certification program. 

Perhaps the most difficult problem in developing 
certification programs will be providing validated, 
job-related certificates that receive general recogni
tion. If, for example, an employer required certifica
tion as an employment prerequisite, the certification 
program administrators would have to be able to 
provide information indicating that the certificate 
is job related. If the certificate does not become a 
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Table 2,1. American Society for J Industrl'al Securit'" (ASIS) Survey Results on Need for Professional 
Security Certification 

Question 1. There should 

a 

be a professional security certification program for security personnel. 

e 
Strongly 

b 
Moderately 

agree 

467 

c 
Slightly 

agree 

122 

d 
Slightly 
disagree 

21 

Moderately 
disagree 

29 

f 
Strongly 
disagree agree 

1,226 

Total Agree .... 1,815 (91.6%) Disagree .... 

117 

167 (8.4%) 

Question 2. 

a 

ASIS should have the responsibility for con ducting a professional security certification program. 

Strongly 
agree 

b 
Moderately 

agree 

501 

c 
Slightly 

agree 

189 

d e f 
Slightly Moderately S~rongly 
disagree disagree disagree 

63 43 167 1,007 

Total Agree .... 1,697 (86.1 %) Disagree .... 273 (13.9%) 

Question 3. Upon establishment of a certification program, would you consider applying for Security Certification? 

a 
Strongly 

agree 

d e f 
b C Slightly Moderately Strongly 

Moderately Slightly disagree disagree disagree agree agree 

1,127 389 141 34 37 141 

Total Agree .... 1,657 (89.1 %) Disagree. . .. 202 (10.9 % ) 

Source: American Society for Industrial Security. "A Proposal to Establish a Program for Certification of Security Profes
sionals." Washington, D.C.: ASIS, 1975. 

generally accepted credential, it will serve no useful 
purpose. .. . 

ASIS through its ProfeSSional CertIficatIon Board, 
has dev~loped "A Propos~l to Establ.ish a ~rogr~m 
for Certification of Secunty ProfeSSionals, ~hlch 
should provide a useful guide for other prof~ssIO~al 
security organizations wishing to set ~p certific~tlOn 
programs. The requirements for testmg, expenence 
and education, and endorsement are as follows: 

II. TESTING REQUIREMENT 

A. Successful achievement of passing grades on ~ battelJ 
of eight (8) tests, each approximately fifty (50) mmutes .m 
length shall be necessary. This battery, chosen fro~ a list 
of nineteen (19) tests, shall include three (3~ r~qulre~ and 
five (5) optional tests on the theory and prmclples .m the 
following fields of security, protection and loss preventIOn: 
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1. MANDATORY SUBJECTS 

A. Security Management 
B Physical Security 
C. Investigations 

2. OPTIONAL SUBJECTS 

A. Legal Aspects of Security . 
B. Protection of Proprietary InforI?atIOn 
C. Transportation and Cargo Secunty 

D. Fire Resources Management . 
E. Restaurant and Lodging SecurIty 
F. Banking Security 
G. Educational Institutions Security 
H. Protection of U.S. Classified Defense Informa

tion 
r. Protection of Special Nuclear Materials and 

Facilities 
1. Retail Security 
K. Computer Security . 
L. Health Care Institutions Security 
M. Disaster Control 
N Public Utilities Security 0: Alcohol and Other Drug Abuse Control 
P. Credit Card Security 

B. Actual testing shall be accomplis~ed ~t le~st an
nually in each AS.I.S. region and in ~onJunctI?n WIth th~ 
annual national seminar of the AmerIcan Society for In 
dustrial Security. 

C. Certification fees shall be established, based upon the 
costs of the certification program. 

III. EXPERIENCE AND EDUCATION 
REQUIREMENTS 

A. An earned associate degree fro.m an accredited college 
and eight (8) years security expeflence, at least half .of 
which shaH have been in responsible charge of a secuflty 
function, or 
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B. An earned bachelor's degree from an accredited college 
or uniVersity and five (5) years security experience, at least 
half of which shall have been in responsible charge of a 
security function, or 

C. An earned master's degree from an accredited college 
or university and f(lur (4) years security experience, at least 
half of which shall have been in responsible charge of a 
security fUnction, or 

D. An earned doctoral degree from an accredited college 
or university and three (3) years security experience, at 
least half of which shall have been in responsible charge of 
a security function, or 

E. Ten (10) years security experience, at least half of 
which shall have been in responsible charge of a security 
function. 

F. "Responsible Charge" shall mean that charge exercised 
by an individual who makes decisions for the successful 
completion as to specific methods or techniques. An appli
cant need not have held a supervisory position, as long as 
the position(s) on which the application relies shall have 
included responsibility for independent decisions or actien. 

IV. ENDORSEMENT REQUIREMENT 

A Each applicant for certification as a Certified Pro
tection Professional shall be endorsed by either a member 
of the Professional Certification Board or a person who 
shall himself already have been certified as a Protection 
Professional. Endorsement of an application for certification 
shall signify that the person making the endorsement shall 
have satisfied himself that the statements made by the ap
plicant upon the application for certification are complete 
and accurate; and, that in the considered opinion of the 
person making the endorsement, the applicant is fully quali
fied for consideration for certification. 

Another certification program, which may be used 
for reference purposes, is that initiated by the Inter
national Association for Hospital Security to pro
vide basic training for operational hospital security 
personnel. A senior member of the International 
Association for Hospital Security must certify to 
the association's training committee that a person 
has completed the 40-hour basic course and recom
mend that person for certification. Russell Colling, 
co-chairman of the training committee, stated that 
21 persons had been certified and 130 enrolled for 
certification as of Jan. 1,1976. 

Other private security associations should initiate 
activities to develop similar programs for their di
verse operational and management people. The pro
fessional . associations that take the initiative and 
explore the feasibility of developing certification 
programs will provide positive leadership for the 
ultimate goal of professionalizing the industry. 

It is recognized that providing a validated and 
generally accepted certification program would re-

quire innovative planning and monetary resources. 
For example, the ASIS Professional Certification 
Board estimates expenditures of $90,000 for the first 
year, $53,000 for the second year, and $44,300 for 
the third. Persons responsible for the development 
of such programs can obtain assistance in budgetary 
estimates and developmental factors from organi
zations, such as the American Bar Association, 
American Medical Association, International Asso
ciation of Chiefs of Police, and others that have 
initiated certification programs. 

To achieve this goal, the concentrated efforts of 
a wide variety of private security interests is neces
sary. The leaders of professional associations and 
their members should coordinate their efforts with 
respected individuals in the security field to provide 
meaningful, validated, job-related certification pro
grams that receive general acceptance by all parties. 
The establishment of accepted certification programs 
could be a positive contribution to the profession ali
zation of the private security industry. 

Selected References 

1. American Society for Industrial Security. "A 
Proposal to Establish a Program for Certification of 
Security Professionals." Washington, D.C.: ASIS, 
1975. 

2. . "Charter for ASIS Program for Certi-
fication of Protection Professionals." Approved by 
ASIS Board of Directors, Sept. 8, 1975. 

3. International Association for Hospital Security. 
"Basic Training Certification." Chicago, TIl.: Mer
chandise Mart Station, P.O. Box 3776. 

Related Standards 

The following standards and goals may be applica
ble in implementing Goal 2.2: 
1.2 Commensurate Salaries 
2.1 Training in Private Security 
2.3 Job Descriptions 
2.4 Training Related to Job Functions 
2.7 Ongoing Training 
2.8 Training of SupervLors and Managers 
2.10 State Boards to Coordinate Training Efforts 
3.1 Code of Ethics 
3.4 Employer Responsibilities 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 
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Standard 2.3 

Job Descri ptions 
Private security employers should develop job 

descriptions for each private security position. 

Commentary 

Private security is a complex and diverse field, 
with personnel assigned to numerous kinds of secu
rity functions. Problems in selecting personnel and 
establishing training program curriculums arise unless 
employees, employers, and persons responsible for 
training have carefulIy prepared job descriptions as 
resource documents. 

The job description is a valuable asset to the 
private security executive. In the preemployment 
screening process, it provides a method of determin
ing if an applicant's qualifications match job require
ments. In the assignment process, it promotes prod
uctivity, by pladng thl~ right person in the right job. 
Finally, used in the training process, it ensures that 
curricLJlImS correspond to the jobs to be performed. 

Unfort,,;nately, many security positions currently 
do not have adequate job descriptions. A recent 
survey of the members of the American Society for 
Industrial Security inpicated that only 66 percent of 
the firms had job descriptions for all security job 
functions, 18 percent had descriptions for most func
tions, 6 percent had descriptions for a few functions, 
and 10 percent either had no job description or did 

94 

not respond. The survey did not ask respondents to 
submit copies of their job descriptions, but a cursory 
review of various job descriptions indicated that 
many are perfunctory. 

As a general guide, the data recorded in job 
descriptions should relate to two essential features 
of each position: (1) the nature of the work in
volved, and (2) the employee type who appears 
best fitted for the position. 

With respect to the nature of the job, the following 
data should be included: 

1. The job title; 
2. Classification title and number, if any; 
3. Number of employees holding the job; 
4. A job summary, outlining the major functions 

in one to three paragraphs; 
5. A job breakdown, listing the sequence of op

erations that constitute the job and noting the diffi
culty levels; 

6. A description of equipment used; 
7. A statement of the relationship of the job to 

other closely related jobs; 
8. A notation of the jobs from which workers 

are promoted and those to which workers may be 
promoted from this job; 

9. Training required and usual methods of pro
viding such training; 

10. Amounts and types of compensation; 
11. Usual working hours; and 

~--,~ .------~--,..--------

12. Peculiar conditions of employment, including 
unusual circumstances of heat or cold, humidity, 
light, ventilation, Of any others. 

With respect to the employee, the data generally 
available should include: 

1. Necessary and special physical characteristics; 
2. Necessary physical dexterities; 
3. Emotional characteristics, such as disposition, 

mood, introversion, or extroversion; 
4. Special mental abilities required; 
5. Experience and skill requirements. 
This outline is not intended to be all inclusive or 

all exclusive but is presented to highlight the depth 
to which job descriptions should be prepared if 
they are to be effective. It was noted, however, that 
some job descriptions reviewed included nonsecurity 
functions, such as running errands. This practice 
shquld be discouraged, because it detracts from the 
overall effectiveness and morale of private security 
personnel. 

In summary, the preparation of high quality job 
descriptions is a critical step in the personnel selec
tion, assignment, and training processes. Without job 
descriptions, the employer, employee, and person 
responsible for developing training programs are at a 
tremendous disadvantage. Further, the need to relate 
training to the job is vital if training is to carry more 
significance than mere hours spent sitting in a class
room. 
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3. Pitchess, Peter J. (project director). Career 

Development for Law Enforcement. Washi~gton, 
D.C.: Technical Assistance Division, Law Enforce
ment Assistance Administration, U.S. Department 
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Related Standards 

The following standards and goals may be ap
plicable in implementing Standard 2.3: 
1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.8 Minimum Preemployment Screening Qualifica-

tions 
2.1 Training in Private Security 
2.2 Professional Certification Programs 
2.4 Training Related to Job Functions 
2.5 Preassignment and Basic Training 
2.6 Arms Training 
2.8 Training of Supervisors and Managers 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
3.4 Employer Responsibilities 
3.5 Maintaining Data on Criminal Activities 
6.3 Policies and Procedures 
6.6 State Regulation of Private Security Uniforms, 

Equipment, Job Titles 
8.2 National Private Security Resource and Re

search Institute 
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Standard 2.4 

Training Related to 
Job Functions 

Private security employers should ensure that 
training programs are designed, presented, and evalu
ated in relation to the job functions to be performed. 

Commentary 

The purpose of training is to provide the trainee 
with the necessary skills, knowledge, and judgment 
to perform specific job functions. However, all too 
often training subjects are determined, lesson plans 
prepared, and tests given without any direct cause
effect relationship to actual job performance. In 
fact, private security employers, eager to place per
sonnel on the job, often are more concerned with 
successful completion of a course of instruction than 
with its content. As a result, much of the limited 
amount of security training that has been offered to 
date is largely haphazard, with little regard to the 
job to be performed. 

To be truly effective, as well as meaningful, train
ing must not occur in a vacuum. Instruction needs to 
be job related, not merely training related. Although 
theoretical discussions are interesting, private secu
rity personnel should be provided with information 
that they can directly apply to the performance of 
their duties. For example, training for guards in the 
subject of procedures for bomb threats should relate 
to the level at which the guards will be functioning 
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(i.e., movement of people from the area, who to 
notify when the threat is received), and not be 
limited to a theoretical discussion of how bombs 
are constructed and detonated. Unless the curricu
lum is geared to preparing personnel for their specific 
job assignments, the purpose of training will be lost 
in its mechanics. 

To ensure that training fulfills its purpose, several 
factors need to be considered in the process of its 
development. One key factor is the preparation of 
job descriptions. As discussed in Standard 2.3, job 
descriptions pave the way for training programs that 
are meaningful and relevant to the jobs to be per
formed. The following guide is provided to further 
assist in designing, presenting, and evaluating effec
tive training programs. 

Prior to Determining Curriculum 

1. Review job descriptions prepared for the posi
tions in which the students are or will be employed. 

2. Conduct a job analysis to provide a systematic 
and precise identification of the skill requirements 
of the various job categories identified through review 
of job descriptions. 

3. Determine the frequency and importance of the 
functions so that appropriate training time can be 
assigned to prepare the student for the job. 
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During Curriculum Preparation 

1. Ensure that each job function is identified in 
both the curriculum and individual lesson plans 
within the broad curriculum. 

2. Ensure that the teaching objective is to prepare 
the student for the job to be performed' and not 
simply to successfully complete the course's final 
test. 

3. Contact present employees who perform the 
functions, their supervisors, and others who can pro
vide input into the subject matter. 

During Curriculum Presentation 

1. Use audiovisual resources, practical exercises, 
and case studies to relate the subjects to the actual 
job functions students will be performing. 

2. At the conclusion of each section of the cur
riculum, develop a feedback mechanism to ensure 
that the students are prepared for the next phase of 
instruction. For example, in preparing the student 
to perform the job function of "controlling personnel 
access to a given location," the student could receive 
information in the following order: 

a: Legal and/or policy authority to restrict 
access, 

b. Techniques for gaining cooperation from 
others without the use of force, 

c. Use of minimal force to stop persons from 
gaining access, and 

d. Procedures to follow if someone has ille
gally gained access. 

During Curriculum Evaluation 

1. Ensure that the testing procedures are aimed 
at determining the students' understanding of the 
material, so that it can be applied to the job rather 
than being mere recitation of abstract facts. 

2. Allow students an opportunity to review their 
performance on the test and reinforce any training 
deficiencies through explanations or retraining, if 
needed. 

3. After the students are on the job, check their 
performance tlirough contact with them and their 
supervisors. 

4. As necessary, provide input at the appropriate 
place (i.e., curriculum preparation) to ensure that 
training remains job related. This is extremely im
portant because job functions change from time to 
time and training should adapt to these changes. 

The above guide is intended to serve only as an 
explanation of the broad scope of the standard. 
Obviously, implementation will be a more compli
cated process, involving a wide variety of resources, 

such as private security personnel, training consul
tants, psychologists, and others. Persons responsible 
for training are encouraged to build and expand 
training programs in response to the various job
related needs of personnel, remembering that job 
performance-not test performance-<ietermines the 
final effectiveness of any training program. 
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Guidelines for Police Performance Appraisal, Pro
motion and Placement Procedures. Washington, 
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4. The National Commission on Productivity. 
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on Productivity, 1973. 
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Calif.: The Commission on Peace Officer Standards 
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Related Standards 

The following standards and goals may be ap
plicable in implementing Standard 2.4: 

1.2 
1.3 
1.5 
2.1 
2.2 
2.3 
2.5 
2.6 
2.7 
2.8 
2.9 

2.10 
3.2 
8.2 

8.3 
8.4 

11.2 
11.3 

Commensurate Salaries 
Preemployment Screening 
Equal Employment Opportunity 
Training in Private Security 
Professional Certification Programs 
Job Descriptions 
Preassignment and Basic Training 
Arms Training 
Ongoing Training 
Training of Supervisors and Managers 
State Authority and Responsibility for Train
ing 
State Boards to Coordinate Training Efforts 
Conduct of Private Security Personnel 
National Private Security Resource and Re
search Institute 
Noncredit and Credit Seminars and Courses 
Degree Programs for Private Security 
Registration Qualifications 
Qualifications for Armed Security Personnel 
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Standard 2.5 

Preassignment and 
Basic Training 

Any person employed as an investigator or detec
tive, guard or watchman, armored car personnel or 
armed courier, alarm system installer or servicer, or 
alarm respondent, including those presently employed 
and part-time personnel, should successfully: 

1. Complete a minimum of 8 hours formal pre
a~signment training; 

2. Complete a basic training course of a minimum 
of 32 hours within 3 months of assignment. A maxi
mum of 16 hours can be supervised on-the-job train
ing. 

Commentary 

Other standards have highlighted the lack of 
training in the private security industry. This lack 
has inspired much criticism, most of it directed 
specifically at the failure of the industry to properly 
and adequately prepare its operational-level per
sonnel. The Other Police, a report on the Ohio 
private security industry, contains a section entitled 
"Training: Infrequent, Incomplete, and Misdirected." 
It points out that fewer than 25 percent of Ohio's 
guards hold training certificates from the Ohio Peace 
Officer Training Council and that training throughout 
the State is decreasing instead of increasing. 

Lack of private security training also tends to 
generate friction with public law enforcement agen-
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cies. For example, law enforcement officers, working 
in the same community with private security guards, 
investigators, and so forth, often look down on 
their abilities and question their judgments, because 
private security personnel are untrained. The public 
law enforcement sector has made tremendous prog
ress in the past decade in both adequacy of training 
and quality of courses, but the private security in
dustry has barely taken a step in this direction. 

A survey of members of the American Society for 
Industrial Security (ASIS) indicated a present range 
of 4 to 80 hours of training for newly hired per
sonnel. Table 2.2, from the RAND Report (Vol. II), 
further illustrates the wide range and general inade
quacy of initial training in a sample of 11 private 
security companies, 

Other findings from the RAND Report (Vol. II) 
indicate that a large percentage of private security 
guards do not know their legal powers to detain, 
arrest, search, or use force. Frequently, in fact, they 
lack understanding of the basic policies and proce
dures of their functions. The following comment from 
a former guard, who was beaten during a robbery, 
vividly illustrates the need for additional ti"aining: 

For $1.60 per hour I wouldn't stick my neck out again. 
Anybody who does is crazy. I stand around looking cute in 
my uniform. Don't let anybody tell you a guard doesn't 
need training. If I'd had it I might had known what the 
hell was going on. 
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Private security professionals do recognize the 
importance of training. The previously mentioned 
ASIS survey revealed that 76 percent of the respond
ents believed training standards were "very impor
tant"; 15 percent, "somewhat important"; and 1 
percent, "not important." Yet, until specific standards 
are required, private security training is not likely 
to improve. 

Pre assignment Training 

This standard recommends that training require
ments be initiated for all operational private security 
personnel. A RAND survey of private security per
sonnel in California revealed that 65 percent of the 
respondents had received no training prior to be
ginning work. Because the instruction received at 
this stage familiarizes the employee with the respon
sibilities of the job and establishes certain basic 
skills and concepts, it is recommended that every 
private security employee successfully complete 8 
hours of preassignment training before commencing 
work. 

Due to the complexity of functions performed by 
'private security personnel, the final determination 
of subject content for preassignment training wiII 
need to be made by employers and regulatory agen
cies; however, the following topical outline is rec
ommended as a general guide. It is based on a model 
originally prepared by the Private Security Advisory 
Council, included in their Model Private Security 
Licensing and Regulatory Statute, and designed for 
guards. Obviously, some additions in content were 
necessary to expand it to meet the broader spectrum 
of personnel included in this standard. 

Private Security 8-Hour Preassignment 
Training Course 

Section I-Orie!1tation: 2 hours that include the 
following topics: 

• What is security? 
• Public relations. 
• Deportment. 
• Appearance. 
• Maintenance and safeguarding of uniform and/ 

or equipment. 
• No1:etaking/Reporting. 
• Role of public law enforcement. 

Section II-Legal Powers and Limitations: 2 hours 
that include the following topics: 

• Prevention versus apprehension. 
• Use of force. 
• Search and seizure. 
• Arrest powers. 

Section III-Handling Emergencies: 2 hours that 
should include appropriate topics pertinent to the 
job functions to be performed by the employee: 

• Crimes in progress. 
• Procedures for bomb threats. 
• Procedures during fires, explosions, fioods, riots, 

and so forth. 
• Responding to alarms. 

Section IV-General Duties: 2 hours that should 
include the appropriate topics pertinent to the job 
functions to be performed by the employee: 

• Fire prevention and control. 
• Inspections. 
• Interviewing techniques. 
• Patrol. 
• Safeguarding valuable property. 
• Safety. 
• Surveillance. 

The following model preassignment training pro
grams are intended to explain how the program could 
be implemented for guards or watchmen or alarm 
respondents. Again, specific recommendations are 
not established because of the complexity of training 
needs, but the outline may prove helpful as a general 
guideline. The hour designation used in all training 
standards is a 50-minute block of instruction that is 
standard for training and education curriculums. 

Model Preassignment Training Program for a 
Guard or Watchman 

Section I-Orientation (2 hours) 

• What is security? 
• Public relations 
• Deportment 
o Appearance 
• Maintenance and safeguarding of 

uniforms and/or equipment 
• Notetaking/Reporting 
• Role of public law enforcement 

Section II-Legan Powers and Limitations 
(2 hours) 

.. l)revention versus apprehension 
• Use of force 
• Search and seizure 
• Arrest powers 

Section III-Handling Emergencies 
(2 hours) 

Minutes 

15 
15 
15 
10 

20 ' 
15 
10 

40 
25 
15 
20 

• Procedures for bomb threats 40 
• Procedures during fires, explosions, 

fioods, riots, and so forth 60 
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0 Table 2.2. Current Private Security Guard Training Programs 
0 

. Initial Prework Training Initial On-the-Job Training 

Talking 
with View Trained By By Total 

Super- Films/ on Super- Fellow Written Initial 

visors Read Slides Class Firearms Previous Total visor Employee Post Total Training 

Program (hours) Manual (hours) (hours) Test Range Job (hours) (hours) (hours) Orders (hours) (hours) 

Company A: Ih to II None None None None N/A None Ih to 1 8 to 16 None Yes 8 to 16 8;..2 to 
17 

Small Contract 
Guard Firm 

Company B: 1 to 2 Yes None None Yes Yes None 2;..2 1.0 8 to 16 None Yes 8 to 16 10;..2 to 

Small Contract 3V2 19 th 

Guard Firm 

Company C: 1 to 3 Yes 1;..2 None Yes Yes None 5 to 7 8 to 16 None Yes 8 to 16 13 to 23 

Medium Contract 
G'.lard Firm 

Company D: 1 to 2 Yes 2 None Yes Yes None 6;..2 to 1 to 8 None Yes 1 to 8 7;..2 to 

Large Contract 7;..2 15th 

Guard Firm 
(full- and part-
time) 

Company E: 1 to 2 Yes 2 40 to 80 Yes Yes None 46;..2 to 1 to 8 None Yes 1 to 8 47;..2 to 

Large Contract 87;..2 95;..2 
,.: 

Premium Guard 
Firm 

Company F: 
Large Contract 
Guard Firm 
a. Regular None Yes 1 9 None Yes None 12 1 to 8 None Yes 1 to 8 13 to 20 

b. Temporary 3 to 4 None 1 Nun~ None None None 4 to 5 ;..2 None None ;..2 4;..2 to 
5;..2 

Company G: 
Large Contract 
Guard Firm 
a. Regular None Yes None 10 Yes Yes None 11 Ih to 1 None Yes th to 1 10;..2 to 

11 

b. Temporary None None None 8 None None None 8 ;..2 None None ;..2 8;..2 

f!. ( ~ ct t C?, m . .",. ':t, ~ ..... 
"~ .. ~," h ~ ., .. ~ ... ~ ,..' 

~ ., ",;. ....... If ~ ~."'" ,...., ~ ..... ..!tr ~ .. ,1''' -
.-~ ..,." ... ",. '!I' _ .... f 1"~ ; • • ... If ~ "'!lit .,(10 .' .. • :... c_~ ,..~ -, ,:", ., /'" '; - .. 
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Company H: 1 to 2 None None None None Yes None 3 to 4 16 None Yes 16 19 to 20 
Small Contract 
Patrol Guard 
Firm 

Company I: 2 to 4 Yes None None None Yes Occa- 5 to 7 80 to 120 None Yes 80 to 85 to 127 
Inhouse sionally 120 
Guards (Bank) 

Company J: 1 to 4 Yes None None None N/A None 3 to 6 None 160 Yes 160 163 to 
Inhouse 166 
Guards (Research) 

Company K: lh to 1. Yes None None None N/A Manda- lh to 2 None 24 Yes 24 25lh to 
Inhouse tory 26 
Guards 
(Manufacturing) 

Source: Kakalik, James S., and Sorrel Wildhorn. The Private Police Industry: Its Nature and Extent. Vol. II, R-870/DOJ. Washington, D.C.: Government Printing 
Office, 1972, p. 33 • 
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Section IV-General Duties (2 hours) 

• Patrol 
• Fire prevention and control 
• Safety 

Model Preassignment Training Program 
for an Alarm Respondent 

40 
30 
30 

Section II-Legal Powers and Limitations 
(2 hours) 

• Parameters of operation 
We are not policemen or stationary 

guards 10 
Theory of bailment 10 
Use of selective force in defensive 

Section I-Orientation (2 hours) Minutes role 25 
• What is security? 
• Public relations 
• Deportment 
• Appearance 
• Maintenance and safeguarding of 

uniforms and/or equipment 
• Notetaking/Reporting 
• Role of public law enforcement 

Section II-Legal Powers and Limitations 
(2 hours) 

• Prevention versus apprehension 
• Use of force 
• Search and seizure 
• Arrest powers 

Section III-Handling Emergencies (2 hours) 

• CriPle in progress 
• Responding to alarms 

Section IV-General Duties (2 hours) 

• Interviewing techniques 
• Patrol 
II Safeguarding valuable property 

Model Preassignment Training Program 
for an Armored Car Guard 1 

15 
10 
10 
10 

30 
15 
10 

25 
25 
30 
20 

20 
80 

40 
30 
30 

Section I-Orientation (2 hours) Minutes 

• Protective transportation: 50 
History of armored car industry 
Basic elements of service 
Interface with the financial 

community 
• The company: 

History of employer 15 
Organizational structure 15 
Wages and benefits 20 

Driver/guard 
Messenger/guard 
Custodian/guard 

1 This model preassignment training program was pre
pared by the Training Committee of the National Armored 
Car Association at the request of the Private Security Task 
Force. 
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Weapons philosophy 25 
Physical force and its operational 

application 20 
Restraints in dissemination of 

confidential information 10 

Section III-Handling Emergencies (2 hours) 

• Emergency situations (an overview) 
Defining the threat 30 

Robbery 
On the sidewalk 
In customer's premises 
In the truck 

Political terrorists versus 
conventional criminal 70 

Extortion 
Abduction 
Ambush 
Bomb threats 

Section IV-General Duties (2 hours) 

• Fire procedures 25 
• Traffic ~ccidents 25 
• Rules and regulations 40 

Uniforms 
Equipment (familiarization) 

Armored truck 
Handtruck 
Seals and bags 
Terminals 
Vaults 
Security areas 

• Deportment 10 

In implementing the suggested preassignment 
. training programs, the following factors should be 

noted: 

1. All topics in Sections I and II should be cov
ered in some portion of the 2 hours assigned. 

2. Only pertinent topics in Sections III and IV 
need to be included in the 2 hours assigned. 

3. Supervised, on-the-job training cannot be used 
to meet preassignment training. 

4. Lectures, films, programmed learning, and 
other training methods can be used. 
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Busic Training 

Upon successful completion of preassignme?t 
training, the employee should be allowed to be.gm 
work, but training should not stop at this pomt. 
Additional training is needed to provide the skills, 
knowledge, and judgment necessary for efficient, 
effective job performance. Although the importance 
of this training cannot be overemphasized, it is recog
nized that the high cost of training may place a 
heavy economic burden on some employers. There
fore, a realistic minimum o~ 32 hours of basic train
ing is recommended in addition to pre assignment 
trai.ning. This training should be completed over a 
3-month time period and may include a maximum 
of 16 hours on-the-job training. 

Althqugh many may believe that the 32-hour 
training standard is totally inadequate, it is a. p~o
gressive step in terms of the amount of trammg 
presently provided. Admittedly, it is far short of the 
400 hours recommended in 1973 for sworn police 
officers by the National Advisory Commission on 
Criminal Justice Standards and Goals. It should be 
understood, however, that Federal, State, and local 
tax dollars support training for public law enforce
ment officers, but only limited monetary resources 
are available to provide training for private security 
personnel. Ultimately, a large portion of the cost 
would have to be borne by the consumer. Although, 
in some instances, employees are required to pay 
the cost of their own training, this practice is dis
couraged unless such training is personally sought 
by the individual to prepare himself for private secu
rity employment. The 32-hour minimum basic re
quirement is believed to be economically feasible 
for implementation by all; those employers finan
cially capable of providing additional training should 
surpass the 32-hour minimum. 

Basic training requirements, as stated in this stand
ard, should apply to both presently employed and 
part-time personnel. Because of the prevalent lack 
of training throughout the private security industry, 
many present employees are not adequately pre
pared for the responsibilities of their positions. Thus, 
they should be required to have the same training 
as newly hired personnel if uniform quality of per
formance is to be achieved. Part-time employees also 
assume the same responsibilities and need the same 
amount of training. 

By allowing 16 hours of the basic training to be 
completed on the job, employers can maximize the 
training effect. However, it is very important that 
close supervision is provided for employers to meet 
the intent of the standard. With appropriate super
vision, an employee can effectively relate classrool? 
instruction to the specific job performed. In thIS 

manner, training can take on added significance and 
reality. 

Responsibility for implementation of private secu
rity basic training would rest with employers and 
State regulatory agencies. As with preassignment 
training, these persons ultimately would have to 
determine the actual subjects presented in basic 
training. However, to provide general guidance in 
determining curriculums, the following topical out
line for a 32-hour basic course of training is offered: 

Private Security 32-hour Basic Training Course 

Section I-Prevention/ Protection 

• Patrolling. 
• Checking for hazards, 
• Personnel control. 
• Identification systems. 
• Access control. 
• Fire control systems. 
• Types of alarms. 
• Law enforcement/Private security relationships. 

Section II-Enforcement 

• SurveiIIance. 
• Techniques of searching. 
• Crime scene searching. 
• Handling juveniles. 
• Handling mentally disturbed persons. 
• Parking and traffic. 
• Enforcing employee work rules/regulations. 
• Observation/Description. 
• Preservation of evidence. 
• Criminal/Civil law. 
• Interviewing techniques. 

Section III-General emergency services 

• First aid. 
• Defensive tactics. 
• Fire fighting. 
• Communications. 
• Crowd control. 
• Crimes in progress. 

Section IV -Special problems 

III Escort. 
• Vandalism. 
• Arson. 
• Burglary. 
• Robbery. 
• Theft. 
• Drugs/Alcohol. 
• Shoplifting. 
• Sabotage. 
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• Espionage. 
• Terrorism. 

To allow flexibility for individual situations and 
yet provide reasonable controls, the following items 
should be considered: 

1. A minimum of 4 classroom hours should be 
provided in each of the sections. 

2. A maximum of 16 hours supervised, on-the
job training should be permissable. 

The following models explain how the basic train
ing course can be implemented: 

Modell. Maximum classroom hours 

Section 

• Prevention/Detection 
• Enforcement 
• General/Emergency 

services 
• Special problems 

Classroom hours 
Minimum Maximum 

4 
4 

4 
4 

16 
16 

16 
16 

Discussion: The maximum of hours in each sec
tion can be modified in any way that is appropriate 
to the training needs; however, 4 classroom hours 
should be provided in each section. For example, 
an alarm response runner could follow these courses: 

Section 

• Prevention/Detection 
• Enforcement 
• General/Emergency services 
• Special problems 

Classroom hours 
20 or 16 

4 or 5 
40r 5 
4 or 6 

(May use any combination provided a minimum of 
4 classroom hours are in each section and the total 
hours are 32.) 

Model 2. Minimum classroom hours 

Section Classroom hours 
• Prevention/Detection 4 
• Enforcement 4 
• General/Emergency services 4 
• Special problems 4 

(Should include 16 hours of supervised on-the-job 
training.) 

Discussion: In many cases needs can best be met 
by training the employee in the job setting after 
providing basic knowledge and skills. This model 
provides the necessary latitude for these situations. 

Model 32-bour Basic Training Course for 
Armored Car Guards 2 

Section I-Prevrmtion/ Detection 

"Prepared from model 32-hour basic training course pre
sented to the Task Force by the Training Committee of the 
National Armored Car Association. 
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(Operating procedures)--6 hours Minutes 

• Crew operations 100 
In the terminal 
On the street 
On customer's premises 

• Armored truck and equipment drills 50 
• Packaging 25 
• Receipting system 50 
• Reporting and forms preparation 25 
• Police liaison 50 

Section II-Enforcement (Robbery and 
loss)-4 hours 

• Case studies of attacks on men and 
equipment 

• Role playing 

Section III-General/Emergency services 
(Emergency response)-6 hours 

• Trauma treatment (1 O-minute 
medicine) 

Gunshot 
Explosion 
Burns 
Vehicle accidents 
CPR training 

• Basic firefighting techniques 
• Basic self-defense 
• Bomb threats 

Bomb recognition 
Vehicle inspection 
Tactical reaction to a bomb 
Bomb call threat to terminal 
Customer premises threat 
Suspicious device located 

On the vehicle 
In the terminal 
In customer's premises 

• Use of communications 

Section IV -Special problems 
(Emergency drivers)-4 hours 

• Defensive driving 
• Philosophy of offensive driving 

Counterambush 
Urban 
Rural 

• Night driving 
• Hands-on driver training 

50 
150 

Minutes 

100 

25 
75 
50 

50 

Minutes 

40 
30 

30 
100 

(Should include at least 12 hours of supervised on
the-job training to include examination and course 
evaluation.) (Note: A number of industry represen
tatives indicated that more than 12 hours of super
vised on-the-job training would be provided to meet 
employees' needs.) 
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Discussion: Because the vast majority of armored 
car guards are armed (and to meet the firearms 
training of Standard 2.6), the Training Committee 
of the National Armored Car Association included 
the following outline as part of the basic training 
program: 

Firearms Training 
Company and industry policy on use of 

weapons 
Legal limitations 
Firearms safety 
Care and cleaning 
Basic revolver training 

Combat firing 
Use of gunports 
Use of shotgun 
Qualification and certification 

The previous models provide the extremes of the 
standard. The 32 hours of training could be imple
mented in a variety of ways, with the following 
factors in mind: 

1. The total basic training program encompasses 
32 hours. 

2. The minimum classroom hours are 16. 
3. The maximum supervised on-the-job training 

is also 16. 
4. The ratio between the minimum classroom 

hours and the maximum supervised, on-the-job train
ing cap vary (e.g., 20 classroom hours and 12 on
the-job training hours). 

Several final points involving this training stand
ard are offered for purposes of clarity: 

1. The issue of an exemption from the require
ments of this standard-a "grandfather" clause
for all private security personnel was considered and 
rejected because the training standard is a basic 
minimum and all personnel should receive it. 

2. Formal or classroom training, both for pre
assignment and basic, can be lectures, films, slides, 
programmed instruction, and the use of other train
ingmedia. 

3. Supervised, on-the-job training means that per
sonnel receive close observation and supervision. 
Merely being assigned to a job cannot be called on
the-job training. 

4. The 3-month period to complete training is 
included to allow employers the flexibility to group 
personnel into training sessions that best meet the 
employers' and employees' needs, and also to mini
mize the econ.omic losses caused by training persons 
who leave after a short period of time. 

S. At least 1 hour for examinations should be 
included in the training curriculum and should be 
taken as a reduction in the supervised, on-the-job 
training hours. Depending on the delivery system, 

it may be advisable to have a testing block of time 
for each section. 

6. Part-time personnel means all personnel who 
work less than full-time and includes personnel listed· 
as temporary, half-time, and so forth. 

7. Some may view the 8-hour preassignment tram
ing as totally inadequate preparation before starting 
employment. More preassignment training, as appro
priate is encouraged. Many subjects in the basic 
course ',could be included in an expanded preassign
men! course. 

As stated earlier, many security professionalS 
would believe that the training recommended is mini
mal and that 'additional specialized training would 
be needed, depending on the skills, knowledge, and 
judgment required for certain assignments. For ex
ample, private investigators and detectives may re· 
quire more training than this standard specifies. The 
specific amount of time and course content would 
have to be determined on an individual basis. The 
following list is presented to illustrate the types of 
specific subjects that could be included in the addi· 
tional training: 

• Background investigation. 
• Civil court procedures. 
• Civil damage suits. 
• Criminal court procedures. 
• Collection and preservation of evidenct=. 
• Crime prevention. 
• Custody and control of property. 
• Fingerprints. 
• Followup investigations. 
• Identification of persons. 
• Industrial investigations. 
• Insurance investigations. 
• Interviews. 
• Investigation and security as a professionaa 

vocation. 
• Investigator's notebook. 
• Mock crime scene. 
• Modus operandi. 
• Motion and still cameras. 
• Obtaining information from witnesses. 
• Plaintiff investigations. 
• Preemployment investigations. 
• Preliminary investigations. 
• Preventive security. 
• Principles of investigation. 
• Purpose of private investigation. 
• Report writing. 
• Retail store investigation. 
• Rules of evidence. 
• Search and seizure. 
• Sources of information. 
• Surveillance and stakeout. 
• Taking statements. 
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• Testifying in court. 
• Undercover assignments. 

. Although many of these topics may seem more 
important to public law enforcement investigators, 
they are also relevant to private investigators. For 
example, many cases developed by private investiga
tors end up in civil court while others are filed in 
criminal court. Thus, the training of private in
vestigators should properly prepare them for this 
eventuality. 

Guards or watchmen, couriers, alarm system in
stallers or repairers, and alarm respondents may 
also require additiona l£ training, and similar, ex
panded subject outlines can be developed to provide 
the needed training. The use of investigators and 
detectives as one example should not be construed 
as an indication that they are the only categories of 
private security personnel who might need special
ized training. 
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Related Standards 

The following standards and goals may be appIicau 

ble in implementing Standard 2.5: 
1.2 Commensurate Salaries 
2.1 Training in Private Security 
2.3 Job Descriptions 
2.4 Training Related .to Job Functions 
2.6 Arms Training 
2.7 Ongoing Training 
2.8 Training of Supervisors and Managers 
2.9 State Authority and Responsibility for 

Training' 
2.10 State Boards to Coordinate Training Efforts 
3.1 Code of Ethics 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
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.Standard 2.6 

Arms Training 
All armed private security personnel, including 

those presently employed and part-time personnel, 
should: 

1. Be required to successfully complete a 24-
hour firearms course that includes legal and policy 
requirements-or submit evidence of competence 
and proficiency-prior to assignment to a job that 
requires a firearm; 

2. Be required to requaiify at least once e'Very 12 
months with the firearm(s) they carry while per
forming private security duties (the requalification 
phase should cover legal and policy requirements). 

Commentary 

Armed personnel are defined as persons, uni
formed or nonuniformed, who carry or use at any 
time any form of firearm. The serious consequences, 
for both employers and employees, when untrained 
personnel are assigned to jobs that require firearms 
are obvious. These consequences can be generally 
outlined as: 

1. Self-injury because of mishandling of the 
weapon; 

2. Injury to others, often innocent bystanders, 
because of lack of skill when firing the weapon; and 

3. Criminal and/or civil suits against both em-

ployers and employees resulting from the above 
actions. 

A 1974 study by the Institute for Local Self 
Government revealed that 45 percent of licensed 
California private security agency heads admitted to 
providing no formal preassignment instruction in 
firearms use, and 40 percent indicated a lack of 
weapons retraining. Even more revealing and dis
turbing, 55 percent of the employees surveyed said 
they sometimes carry firearms, but only 8 percent 
had received firearms training in their present jobs. 

The RAND Report (Vol. II) indicated that 49 
percent of private security personnel carried firearms, 
but only 19 percent had received any firearms train
ing in their present jobs. The following statement 
from the Philadelphia Magazine pointedly reveals 
one employee's feelings: 

One guard who shot two people within two weeks in 
Philadelphia complained that the detective agencies were 
"taking young jitterbugs off the street, putting guns in their 
hands and giving them no training. The companies are clean
ing up, man, and they ought to spend some of that money 
to train us." 

Statistics and reports, such as the above, empha
size the vital necessity of adequate training for all 
personnel who are to carry firearms in their private 
security duties, even if they are instructed never to 
use thein. Employers cannot ignore this need or 
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attempt to evade it, as was done in the following 
example: An article in the January 1973 issue of 
Police Weapons Center Bulletin reported that a Vir
ginia firm was manufacturing fake replicas of stand
ard police revolvers and marketing them to security 
agencies for issuance to guards. According to the 
article, 30 private security agencies had purchased 
these replicas to equip their guards, thus eliminating 
the problem of issuing real firearms to untrained or 
semitrained personnel. The consequences of this 
action could be tragic. No firearms should ever be 
issued to private security personnel, unless the 
weapons are authentic and employees are well trained 
in their use and legal implications. 

The intent of this standard is that employees 
should not be allowed to carry firearms while per
forming private security duties unless they can 
demonstrate competency and proficiency in their use. 
In attempting to construct an appropriate training 
course for firearms instruction, many existing courses 
were reviewed. The recommended course that follows 
is designed for persons armed with revolvers and may 
require modification for other weapons or for adap
tation to local situations. Dick Mercurio, training 
coordinator, Southwestern Illinois Law Enforcement 
Commission, indicated that persons were trained in 
1974 and 1975 with about a 90 percent successful 
completion rate by generally following this class
room-range outline. In genera;I, the recommended 
courSe includes 6 hours of, cla~sroom and 18 hours 
of range firing. 

CLASSROOM 

Topic I Legal and policy restraints-3 hours 
1. Rights of private security personnel to carry 

weapons and powers of arrest 
2. Statutory references 
3. Policy restraints 

Topic II Firearms safety and care and cleaning of 
the revolver-2 hours 

1. Nomenclature and operation of the weapon 
2. Performance of cartridge 
3. Safety pr..actices on duty and at home 
4. Range rules 
5. Care and cleaning of the weapon 

Topic III Successful completion of written examina
tion-I hour 

1. At least 20 questions on the above topics with 
a minimum passing score of 70 percent 

2. Should be designed so that persons .with other 
and/ or prior experience can demonstrate com
petence in the subject areas. 
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RANGEl 

Topic I Principles of marksmanship-2 hours 
1. Shooting stance 
2. Gripping and cocking the revolver 
3. Sighting 
4. Trigger control 
5. Breathing control 
6. Speeding loading and unloading techniques 

Topic II Single action course-8 hours 
• Distance: 25 yards 
• Target: silhouette 
• Rounds fired for qualification: 30 
• Minimum passing score: 18 hits (60 percent) 
• Stages of the course: 

1. Slow fire-consists of 10 shots fired in a 
total time of 5 minutes. 

2. Time fire--consists of two strings of 5 
shots each. Each string is fired in a time 
limit of 20 seconds. 

3. Rapid fire-consists of two strings of 5 
shots each. Each string is fired in a time 
limit of 10 seconds. 

• Courses fired: 
1. Slow fire practice-3D rounds 
2. Time fire practice-6 strings-3D rounds 
3. Rapid fire practice-6 strings-30 rounds 
4. Practice course-30 rounds 
5. Record course-3D rounds 

Topic III Double action course-8 hours 
• Distance: as outlined below 
• Target: silhouette 
• Rounds fired for qualification: 72 
• Minimum passing score: 43 hits (60 percent) 
• Stage of the course: 7 yard line-Crouch posi

tion 
a. First phase: 

-(1) load; draw and fire 1 and holster 
on the whistle command (6) 

(2) load; draw and fire 2 and holster 
on the whistle command (6) 

(3) repeat (1 ) and (2) , using weak 
hand (12) 

b. Second phase: 
(1) strong hand-time 30 seconds

load; draw on the whistle, fire 6; 
reload and fire 6 more (12) 

(2) weak hand-time 30 seconds-

1 The training hours for the range may seem excessive. 
However, it must be remf:mbered that many of the personnel 
may have had no previous firearms training. Other factors 
that cause delays, such as the number of shooting positions 
available in relation to the number of students, should also 
be considered. The outline for the range course was supplied 
by Dick Mercurio, training coordinator, Southwestern Illinois 
Law Enforcement Co,mmission. 
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load; draw on the whistle, fire 6; 
reload and fire 6 more (12) 

• Courses fired: The above courses will be fired 
fired 4 times in the following sequence: 

1. A practice course (72) 
2. Skip loading with 3 rounds each string 

(24) 
3. Preliminary record course (72) 
4. Firing for record (72) 

The purpose of range training is to ensure that 
private security personnel meet minimum proficiency 
requirements. If, for example, a student qualifies 
during the preliminary or practice rounds, it may be 
appropriate to remove him from the range course 
and give the instructor more time with students who 
are having difficulties. However, no person should be 
considered proficient, and assigned to a job that 
requires a firearm, unless he meets the minimum 
qualifications outlined. 

Although not specifically stated in the standard, all 
instructors should be qualified through the National 
Rifle Association or other comparable qualifications 
programs. 

In summary, the following requirements should 
be stressed for personnel carrying firearms: 

1. Competence in the classroom subjects (mini
mum score of 70 percent) and proficiency with the 
weapon (minimum score of 60 percent) should be 
met before assigning any personnel to jobs that re
quire firearms. 

2. Personnel should be trained in the use of any 
weapon they carry. 

3. They should meet the weapon proficiency re
quirements at least once every 12 months. 

One study, Private Security Survey and Ordinance 
for St. Petersburg, Florida, recommended a more 
stringent requirement for point three-retraining 
courses to be held at 6-month intervals. 

Employers also should consider preparation of a 
firearms policy form, including safety rules, policies 
regarding discharge of weapons, and other pertinent 
matters. Employees would be required to sign the 
form every 3 or 4 months, indicating they understand 
the policies. Their supervisors also would be required 
to sign the form. This system has been used for a 
number of years in the military services and has 
been an effective reminder of firearms policy. 

No amount of required training can guarantee that 
weapons abuses will be eliminated or that accidents 
will cease to occur. However, a firearms training 
program, as outlined, can reduce the incidence of 
these types of problems. The necessity of training 
is apparent; the risks are too great without it. The 

private security industry should immediately pro
vide training for all of its armed personnel. 
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Related Standards 

The following standards and goals may be ap-
plicable in implementing Standard 2.6: 

1.2 Commensurate Salaries 
2.1 Training in Private Security 
2.3 Job Descriptions 
2.4 Training Related to Job Functions 
2.5 Pre assignment and Basic Training 
2.7 Ongoing Training 
2.8 Training of Supervisors and Managers 
2.9 State Authority and Responsibility for Train-

ing 
2.10 State Boards to Coordinate Training Efforts 
3.1 Code of Ethics 
3.4 Employer Responsibilities 
8.2 National Private Security Resource and Re

search Institute 
8.3 
8.4 

11.2 
11.3 
11.4 
11.6 

Noncredit and Credit Seminars and Courses 
Degree Programs for Private Security 
Registration Qualifications 
Qualifications for Armed Security Personnel 
Permanent Registration Card 
Registration Renewal 
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Standard 2.7 

Ongoing Training 
Private security employers should ensure that 

private security personnel are given ongoing training 
by using rollcall training, training bulletins, and 
other training media. 

Commentary 

A survey of the members of the American Society 
for Industrial Security revealed information per
tine~t to this standard. To the question, "Do you 
reqUIre formal training on an annual basis for all 
security personnel?" 48 percent of the members 
responded '.'yes," 46 percent responded "no," and 
6 percent did not respond. It appears that less than 
half of the private security industry has taken the 
necessary steps to provide some form of ongoing 
training for its personnel. 

Preassignment and basic training standards con
tained in this chapter are designed to give private 
~ecurity personnel the basic skills, knowledge, and 
Judgment needed to perform their duties. But situa
tions and conditions change. Therefore, ongoing 
training also is needed to keep employees currently 
informed on issues, such as changes in company 
policies, legal aspects of their jobs, and technological 
improvements, relating to their job functions. Also, 
employees may forget certain important aspects of 
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their training aCId need to have their memories re
freshed. 

Several methods can be used to provide training 
on a continuing basis. One method that has been 
effective for public law enforcement agencies is roll
call training: Personnel receive 15 or 20 minutes of 
training at the start of a shift. The supervisor usually 
provides training through lectures, handouts, or other 
techniques meeting specific needs. The programs 
can be repeated the necessary number of times. 

Another useful ongoing training method is the 
training bulletin. Such bulletins can be read by per
sonnel. during free time, on- or off-duty, with the 
SupervIsor answering any questions later. These bul
letins can provide inexpensive ongoing training for 
pri~~te secu:jt~ workers. Other possible ongoing 
traInIng medIa Include slides, audio cassettes, video 
tapes, films, and correspondence courses. 

A unique training program in California provides 
constant updating via recorded training messages. 
By dialing a phone number, an employee can hear 
these messages at any time. The messages also are 
made available in printed form. 

Although not all inclusive, the above training 
methods show the scope of possibilities. Still other 
possibilities for providing ongoing training should 
be explored. The best ongoing programs will draw 
on . the strong points from all types of training 
delIvery systems. For exmple, a slide presentation 

could be prepared to illustrate a new report form, 
be supplemented by a training bulletin, and finally 
discussed at rollcall. 

To ensure that employees understand the content 
of ongoing training, a feedback system should be 
developed. Feedback can be provided by question
and-answer sessions after rollcall training, true-false 
or short-answer questions relating to training bulle
tins, practical exercises, specific responses for pro
grammed instruction courses, and other appropriate 
techniques. 

Ongoing training should not be confused with 
inservice training. There are certain basic differences 
between the two. Ongoing training, unlike inservice 
training, is not classroom-oriented, and does not 
require a specific number of hours during a specific 
timeframe. It is a flexible, continuous program that 
should be individualized. For example, if an em
ployee is efficiently and effectively performing all job 
functions on a routine basis, there is little need for 
training. However, if some aspects of the job are 
not performed routinely, the information received 
in preassignment or basic training should be rein
forced periodically. The main thrust of ongoing 
training should be to provide training on important 
subjects that are not part of the day-to-day routine. 

The structured formalized classroom nature of 
most in service training programs in terms of regu
lated subject selection and specified classroom hour 
requirements precludes the type of individualized 
instruction needed for private security personnel. 
For example, in a traditional inservice course, the 
subject of legal aspects of the job may call for 
classroom time of 2 hours. Depending on the secu
rity function being performed, this time require
ment may be too little, about right, or too great for 
an individual employee. Also, because of the struc
tured timeframe, the training may not be presented 
until after the employee has experienced an on-the
job need for the information. 

Inservice training is also considered impractical 
for private security personnel for the following 
reasons: 

1. Inservice training may not be economically 
feasible. 

2. Employees who are performing their services 
efficiently and effectively may not need formal in
service training. 

3. Formal inservice training often is used to avoid 
continuous ongoing training. 

In summary, the need for training is continuous. 
Rollcall training, training bulletins, and other train
ing media should be used on a continuous basis to 
provide private security pe-rsonnel with the neces
sary skills, knowledge, and judgment to perform 
efficiently and effectively. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 2.7: 
1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
2.1 Training in Private Security 
2.2 Professional Certification Programs 
2.4 Training Related to Job Functions 
2.5 Pre assignment and Basic Training 
2.6 Arms Training 
2.8 Training of Supervisors and Managers 
3.4 Employer Responsibilities 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 
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Standard 2.8 

Training of Superyi.sors 
and Managers 

Private security employers should provide effec
tive job-related training for supervisory and mana
gerial employees. Appropriate prior training, educa
tion, or professional certificati~n should be accepted 
to meet this requirement. 

Commentary 

Because the quality of an organization is deter
mined largely by personnel quality, all personnel 
should be well trained for their respective roles. 
Training should not stop at the basic level but should 
be available and encouraged at all levels. 

Private security supervisory and managerial per
sonnel perform important functions, yet there ~s a 
definite lack of advanced training for them. PreVIOUS 
private security training is not likely to have prepared 
them for the responsibilities they now face. 

The Police Manager states qualities of a success
ful police manager that are also applicable to pri
vate security supervisors and managers: 

1. Patience-the manager must be calm and steadfast, 
despite opposition to his beliefs, opinions, and attitudes. 

2. Wisdom-the manager must have the ability t~ judge 
fairly and equitably the behaviors and actions of hIS sub
ordinates. 

3. Virtue-the manager must show moral ex~elIe~ce, not 
only by word of mouth, but by his e~eryd.ay act~ons m deal
ing with department problems and his prIvate lIfe. 
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4. Empathy-the manager must learn to accept and 
understand the feelings of his subordinates, and he m?st 
constantly seek the positive features of those aroUl;d hIm. 

5. Kindness--the manager must attempt to be kmd and 
gentle in all of his dealings with his fellow man. . . 

6. Trust-the manager must develop confidence In his 
subordinates not just respect their position or knowledge, 
but he must allow them to achieve their personal goals, as 
well as those of the organization. 

7. Knowledge-the ma.'1ager must constantly attempt t? 
upgrade his knowledge about the technical aspects of his 
job, about the management theori~s being developed and 
implemented in government and Industry, and ~e. mu~t 
constantly be aware of the facts as they occur WithIn his 
own police department. 

8. Self-control-the manager must restrain his own 
emotions. 

Many of these qualities can be. d.evel~ped, ~r in 
some cases originated, through trammg. "upervlsors 
and managers need supervisory training if they are 
to have a positive influence on the personnel they 
direct. A recent study, "Survey of Cons.umers ?f 
Private Security Services in the Greater PhIladelp~la 
Area," contained questions designed to determIne 
current levels of training for supervisors. The survey 
results are summarized as follows: 

1. Only 23 percent of the supervisors received 
classroom training. 

2. Only 42 percent of the supervisors received 
on-the-job training. 

3. 26 percent of the respondents felt that the 
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amount of training supervisors receive is "inade
quate." 

Admittedly, the number of respondents to this 
survey (163) is small and the geographical area 
limited, but the results do illustrate the lack of 
supervisory training in the private security industry. 
It is encouraging to note that 59 percent'>:>f the 
respondents believed that the best security super
visors are persons who "have specialized training, 
education, or experience in security services." 

Defining the scope and depth of supervisory re
sponsibilities, as related to training, is not possible 
because of the wide variations of duties, assignments, 
and responsibilities. Some suggestions are: 

1. Private security supervisors and managers 
should perform line functions, such as organizing, 
directing, and controlling uniformed and nonuni
formed personnel. 

2. Supervisors and managers should include per
sons in an organization who have, as an assigned 
duty, the overall responsibilities for security services. 

3. All other supervisors and managers in an 
organization, regardless of their functions, should 
be familiar with the responsibilities and duties of 
private security supervisors and managers. 

4. The current lack of training for security super
visors and managers calls for employers to under
take the steps necessary to provide training oppor
tunities. 

5. At some future time, requirements for super
visors' and managers' training should be designed 
along lines simliar to those established for preassign
ment, basic, and firearms training. 

Although the private sel::urity industry offers few 
training opportunities for supervisors and managers, 
they are available from other organizations. The 
Traffic Institute at Northwestern University and the 
Southern Police Institute, Schoo! of Police Adminifl
tration at the University of Louisville, for example, 
provide excellent training programs. College and 
university credit and noncredit courses for super
visors and managers should be accepted as fulfilling 
the requirements of this standard. 

There is a definite need, however, for advanced 
training, specifically geared to the needs of private 
security supervisors and managers. Employers should 
actively seek such training for their personnel. 
Existing management training schools might be en
couraged to develop appropriate courses of study. 
In the meantime, employers should encourage their 
supervisors and managers to use existing training 
opportunities. 

Professional private security associations can also 
encourage training for supervisors and managers. 
For example, the certification efforts of the Inter
national Association for Hospital Security have made 
a significant contribution to the training of security 

personnel working in health care facilities; the 
American Society for Industrial Security, through its 
professional board certification program, has encour
aged high-quality training at all levels of the industry. 

The complexities of the problems related to private 
security supervisors and managers, from identifying 
who they are through enunciating their training 
needs, are beyond the scope of this report. Research 
is needed to determine curriculum issues, to design 
delivery systems for training, and to evaluate on
going training activities. However, at this time, 
employers should make every effort to give super
visors and managers the training they need, and 
employees themselves should seek any available 
training to increase their efficiency and effectiveness. 
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Standard 2.9 

State Authority and 
Responsibility for 
Training 

A State government regulatory agency should 
have the authority and responsibility to accredit 
training schools, approve training curriculums, and 
certify instructors for the private security industry. 

Commentary 

The importance of training, in the overall effort 
to improve the effectiveness and efficiency of private 
security personnel, requires specific placement within 
a state regulatory agency of authority and responsi
bility for overseeing and evaluating training activities. 
States that have a private security regulatory board 
should assign this authority and responsibility to that 
agency. 

It is recognized that it sometimes may be advisable 
to assign this authority and responsibility to the 
agency within the State responsible for accrediting 
schools, approving curriculums, and certifying in
structors for public law enforcement officers. How
ever, in such cases, it should be recognized that 
piivate security personnel have unique training needs. 
To place these personnel in public law enforce
ment courses is grossly inappropriate and does not 
comply with the intent of this standard. The few 
subjects that might be compatible are the exception, 
rather than the rule. For example, one of the most 
consistent criticisms of Ohio's private security train-

ing is that the approved course in that State is the 
same as that required for public law enforcement 
officers. 

Some assistance in developing a model for State 
regulation of training for private security personnel 
can be found by examining the statutory provisions 
in selected States concerning authority and responsi
bility for public law enforcement training. The fol
lowing excerpts from the Illinois police training act 
provide one. example: 

506. (Selection and certification of schools.) Section 6. 

The Board shaH select and certify schools within the State 
of Illinois for the purpose of providing basic training for 
probationary police officers, and advanced or in-service train
ing for permanent police officers, which schools may be 
either publicly or private owned and operated. 

507. (Rules and minimum standards for schools.) Section 7. 

The Roard shaH adopt rules and minimum standards for 
such schools which shaH include but not be limited to the 
foHowing: 

a. The curriculum for probationary police officers which 
shaH be offered by aH certified schools shaH include but not 
be limited to courses of ... 

b. Minimum courses of study, attendance requirements 
and equipment requirements. 

c. Minimum requirements for instructors. 
d. Minimum basic training requirements which a proba

tionary police officer must satisfactorily complete before 
being eligible for permanent ,employment as a local law 
enforcement officer for a participating local governmental 
agency. 

115 

l' 



r 

510 (Rules and regulations.) Section 10. 

The BOflrd may make, amend and rescind such rules and 
regulations as may be necessary to carry out the provisions 
of this Act. A copy of all rules and regulations and amend
ments or recissions thereof shall be filed with the Secretary 
of State within a reasonable time after their adoption. The 
schools certified by the Board and participating in the train
ing program may dismiss from the school any trainee prior 
to his completion of the course, if in the opinion of the per
son in charge of the training school, the trainee is unable 
or unwilling to satisfactorily complete the prescribed course 
of training. 

The record of State involvement in public law 
enforcement training is : 'pressive. California and 
New York, in 1959, led the States in enacting legis
lation to establish standards for law enforcement 
training. As of Jan. 1, 1976, 45 States had some 
form of legislation concerning training standards, 
and 40 States had mandatory training for recruit 
officers. Furthermore, State-legislated law enforce
ment training standards have been endorsed by 
groups, such as the International Association of 
Chiefs of Police and the American Management 
Association, in their efforts to professionalize the 
police. 

If similar State involvement was to occur in private 
security training, rapid upgrading of the profession 
would be achieved. In assuming the authority and 
responsibility for private security training standards, 
States should undertake the following: (1) accredi
tation of schools, (2) approval of curriculums, and 
(3) certification of instructors. States should inspect 
facilities before accreditation to ensure they are 
adequate, only job-related curriculums should be 
approved, and quality controls should be placed on 
instructors to promote maximum training effective
ness. The duration and content of the training pro
grams should be developed with the assistance of 
the private security industry. 

Although each of the above elements is recognized 
separately, they are interrelated. There is little value 
in modern, well-eql.lipped facilities if course content 
and instruction are poor. Nor can the best qualified 
instructors or the most relevant curriculums alone 
produce effective instruction. Without the proper in
teraction of these components, everyone is poorly 
served: The employee does not receive proper train-
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ing, the employer does not receive an appropriate 
return on the economic investment in training, and 
the public does not receive competent ~ervice. 

The capability of the State to set and maintain 
effective law enforcement training standards has been 
established in most States. The same approach could 
be followed regarding private security training. Each 
State should begin to set specific standards, appro
priate to State and local needs, to provide cost-effec
tive training for private security personnel. By doing 
so, States can help ensure that facilities, curriculums, 
and instructors are adequate to provide high-quality 
training for these personnel. 

Selected References 

1. Illinois Revised Statutes, chapter 85, secti.ons 
501-514. 

2. Leonard, V. A., and Harry W. More. Police 
Organization and Management (3d ed.). Mineola, 
N.Y.: The Foundation Press, Inc., 1971. 

3. The International Association of Chiefs of 
Police. The Police Yearbook 1975. Gaithersburg, 
Md.: International Association of Chiefs of Police, 
Inc., 1975. 

4. Wilson, O. W., and Roy C. McLaren. Police 
Administration (3d ed.). New York: McGraw-Hill, 
Inc., 1972. 

Related Standards 

The following standards and goals may be ap-
plicable in implementing Standard 2.9: 

2.1 Training in Private Security 
2.4 Training Related to Job Functions 
2.5 Pre assignment and Basic Training 
2.6 Arms Training 
2.10 State Boards to Coordinate Training Efforts 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 

11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
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Standard 2.10 

State Boards to 
Coordinate Training 
Efforts 

Appropriate State boards and agencies should co
ordinate efforts to provide training opportunities for 
private security personnel and pers~)Us interested in 
preparing for security employment, through utiliza
tion of physical and personnel resources of area 
vocational schools and colleges and universities. 

Commentary 

Research conducted for this report reveals that 
few States have coordinated efforts to make training 
available to private security and/or persons inter
ested in entering the field. This problem can be 
corrected by a statewide, coordinated effort to pro
vide such training, using the physical and personnel 
resources of area vocational schools, colleges, and 
universities, in addition to the training provided by 
private companies and proprietary schools. 

This standard may seem to conflict with Standard 
2.9, which proposes placement of the responsibility 
and authority to accredit training schools, approve 
curriculums, and certify instructors with State private 
security regulatory agencies. However, it is believed 
that both standards are appropriate and should be 
separate. Standard 2.9 provides guidance to ensure 
quality training; the main thrust of this standard is 
to provide a catalyst for the coordinated efforts of 
State boards and agencies in providing that training. 

Because no exemplary models are available, Figure 
2.1 illustrates the type of coordinated effort called for 
in this standard. 

As Figure 2.1 shows, various agencies should be 
responsible for the administration, coordination, and 
delivery of private security training. The private 
security regulatory board, which would include indi
viduals who are aware of training needs, should be 
in charge of administration. As stated in Standard 
2.9, this board should have the authority and respon
sibility for accrediting schools, approving curricu
lums, and certifying instructors. To maximize physi
cal and personnel resources, however, other agencies 
and boards should lend their expertise at the coor·, 
dination level. Their activities should include ensuring 
that private security training is available, eliminating 
duplication of training programs within geographical 
areas, and assisting in course scheduling, as wen as 
providing guidance to the private security regulatory 
board in certain administrative matters. For example, 
if such agencies and boards believe a given training 
school is not providing reliable and valid training, 
they should advise the private security regulatory 
board. 

Finally, at the delivery level, a wide variety of 
resources should be used. Colleges, universities, vo
cational schools, and law enforcement schools should 
act in concert with private security company and 
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proprietary schools in providing phsyical and per
sonnel resources for private security training. Basic
ally, these schools should provide opportunities for 
the following: 

• Preassignment Training. 
• Basic Training. 
• Firearms Training. 
• Supervisory and Management Training. 
• Ongoing Training. 
Consideration should be given to allowing pro

spective employees to enroll in preassignment, basic, 
and, if appropriate, firearms training to enable them 
to qualify for registration by the private security 
regulatory board before they enter the employment 
market. This action should benefit both the prospec
tive employee and employer. Because the prospective 
employee would have successfully completed the 
required training, the employer can assign him to a 
job immediately after completion of other registra
tion requirements. Considering the present high turn
over rate, low salary scales, and l\mited opportunities 
for career advancement, this concept may seem ideal
istic. However, until the opportunity exists, the con
cept of preparatory training should not be auto
matically rejected. 

The coordinated efforts of various State agencies 
and boards can significantly enhance the success of 
private security training. For government agencies 
to merely establish private security training standards 
and not fully use all available physical and personnel 
resources would be self-defeating. 

Selected References 

1. Bradel, Don. "Statewide Quality Control for 

Law Enforcement Personnel," The Police Chief, 
August 1975. 

2. Logan, John F. "Law Enforcement Education 
and the Community College," The Police Chief, 
August 1975. 

3. McManus, George P. (project director). 
Police Training and Performance Study. Washington, 
D.C.: Government Printing Office, 1970. 

4. Troy, Walter W. "A Practical Training Pro
gram for Security Personnel," Industrial Security, 
April 1963. 

5. Zlochower, Sol. "Delivery: Deliverance-New 
Method of Delivering Training in Southern Illinois," 
The Police Chief, August 1974. 

Related Standards 

The following standards and goals may be ap
plicable in implementing Standard 2.10: 

1.2 Commensurate Salaries 
2.1 Training in Private Security 
2.2 Professional Certification Programs 
2.4 Training Related to Job Functions 
2.5 Pre assignment and Basic Training 
2.6 Arms Training 
2.8 Training of Supervisors and Managers 
2.9 State Authority and Responsibility for Train

ing 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 
9.1 State Regulation 
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Chapter 3 
Conduct and Ethics 

--- ".-----~--..--------

INTRODUCTION 

It has been said that personnel are a business's 
most valuable asset. How they conduct their activi
ties, to a large extent, determines the success or 
failure of an enterprise. Competent personnel who 
perform their duties in a conscientious, ethical 
manner do much to promote a favorable image and 
build public confidence. On the other hand, dishonest 
or unethical personnel create a poor public image 
and destroy existing trust or confidence in an 
organization. 

Because private security personnel are entrusted 
with the protection of valuable assets and human 
lives, ethical standards and a high degree of integrity 
should be required. An analogy can be drawn with 
the medical profession. A person engaging the serv
ices of a doctor has a right to expect the doctor to 
exercise good moral and ethical conduct in protecting 
his life. The consumer of security services should 
be able to expect the same qualities in the protection 
of his property and life. Yet, when,as the medical 
profession and other groups entrusted with protect
ing life and property have formulated and adopted 
professional codes of ethics, the private security 
industry has made little· progress in this direction. 

As a logical starting point, Goal 3.1 recommends 
codes of ethics for both private security employers 
and personnel. Industrywide adoption and enforc~
ment of these codes can promote an awareness by 
employers and employees of their obligations to 
consumers and society and can add significance to 
their effective performance and sense of pride. The 
guides for conduct provided in a code of ethics 
also would allow private security personnel to carry 
out their duties with discretion and in a professional 
manner, thereby advancing the professionalism of 
the entire industry. 

Adoption and enforcement of a private security 
code of ethics would afford many additional benefits. 
Current personnel turnover rates (sometimes as high 
as 300 percent) need to be reduced if private secu
rity is to be a productive force in preventing crime. 
By promoting a climate of professionalism in which 

one can experience personal satisfaction and worth, 
a code of ethics can help the industry retain efficient, 
capable personnel, as well as attract new personnel 
of a higher caliber. Because a code of ethics is a step 
toward increased professionalism, public law enforce
ment agencies would view private security personnel 
with greater respect and trust, thus enhancing co
operative services between the two. 

This goal, a unifying code, encouraging attainment 
of professional status, furnishes a basis for the 
remaining standards in this chapter. The manner in 
which private security personnel perform their duties 
has a direct bearing on the attainment of professional 
status. Therefore, Standard 3.2 states that private 
security personnel should perform their security 
functions within generally recognized guidelines for 
the protection of individual rights. Incidents of 
excessive force, false arrest and detainment, illegal 
search and seizure, impersonation of a public officer, 
trespass, invasion of privacy, and dishonest or 
unethical business practices not only undermine con
fidence and trust in the private security industry, but 
also infringe upon individual rights. 

Although not bound by many of the formal legal 
restraints applicable to public law enforcement offi
cers, private security personnel have an inherent 
responsibility to uphold the basic principles of 
American personal liberties. Suspects should be 
civilly treated and informed of their rights. Security 
personnel should know the limits of their authority 
and not abuse these limits. Due to fundamental dif
ferences between the private security and public law 
enforcement areas, it is not recommended that pri
vate security personnel be required to conduct their 
activities within the same guidelines as public law 
enforcement officers. However, specific guidelines 
should be established to ensure the protection of 
individual rights and the elimination of abuses of 
authority. Employers should research areas that are 
subject to abuses of authority and develop appropri
ate policies and procedures to guide the conduct of 
their personnel in these areas. Because of the com
plex nature of the industry and varying State and 
local regulations, procedures may necessarily differ 
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according to the area in which security personnel 
are operating, possibly even within the same com
pany. But if guidelines are absent, certain personnel, 
through confusion or irresponsibility, may continue 
to abuse their authority. 

Another important aspect in ethically conducting 
private security operations is the reporting of crime 
(Standard 3.3). Existing da!a suggest that private 
security personnel do not report a large percentage 
of known and possible perpetrators to the appro
priate criminal justice agencies. Although private 
censure is sometimes more expedient, it is, in reality, 
unfair. Unless all criminal violators are reported to 
the criminal justice system and prosecuted, appro
priate reduction of crime is not likely. In addition, 
violations of individual rights are more apt to occur 
when a crime is not reported to the proper agency. 
Perhaps most importantly, use of the criminal justice 
system can serve as a common denominator to bring 
public and private crime prevention efforts together 
for increased efficiency and effecti.veness. 

Standard 3.4 focuses on the responsibilities of 
private security employers to provide their employees 
with suitable working conditions and adequate equip
ment. It is neither realistic nor ethical to assign 
workers to duties without supplying them the equip
ment and resources to perform their service,,> safely 
and efficiently. Even the best selected and trained 
employee is at a disadvantage if equipment and 
working conditions are not conducive to effective 
job performance. It is just as unreasonable to assign 
a guard to function effectively within a darkened 
building as it is to expect a surgeon to operate with
out proper lighting. 

All equipment issued should be the best available; 
productivity and safety cannot be sacrified for cost. 
This is particularly applicable to firearms. Unsafe 
or inoperable firearms are a danger to both the 
employee and those with whom he comes in contact. 
Firearms and other equipment should be periodically 
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checked to ensure safety and to protect against 
malfunctions. The employer who overlooks these 
responsibilities is also overlooking professional ethics. 

Finally, the industry has a responsibility to main
tain records of criminal violations if it is to make 
honest decisions about effectiveness. Private security 
management has a moral obligation to its clients to 
use every method available to effectively deter crime. 
A good records system is one such method. Used as 
a planning tool, records can predict future needs 
and allow efficient tactical and operational plans to 
be made. They can also pinpoint areas that need 
immediate attention so that increased surveillance 
and patrol can be allocated accordingly. 

Records are a yardstick of performance. Used to 
measure effectiveness, they can reveal whether the 
private security industry is meeting its goals and 
objedives. If achievement falls short in certain 
areas, every effort should be made to determine 
the cause and search for effective remedies. 

The priva.te security industry can serve as an 
effective complement to public law enforcement 
agencies, providing necessary crime prevention serv
ices that cannot be afforded by local governments. 
It has been estimated that one of every four retail 
corporations in the United States subscribes to some 
protective service. Untold numbers of small busi
nesses, individuals, and other agencief.> also use secu
rity services. Yet, numerous ills plague the industry. 
If the private security industry is to continue as a 
viable crime prevention resource and best serve its 
consumers and society, steps need to be taken to 
remedy these ills. Acceptance and enforcement of 
the standards in this chapter are a partial remedy. 
The professionalism to be attained from honest and 
ethical conduct should lead to better protection of 
both consumers and the public, while at the same 
time promoting a better working relationship with 
public law enforcement agencies in pursuit of the 
increasingly important goal of crime prevention. 
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Goal 3.1 

Code of Ethics 
A code of ethics should be adopted and enforced 

for private security personnel and employers. 

Commentary 

A code of ethics is a statement that incorporates 
moral and ethical principles and philosophies. It is 
a necessary prerequisite for any profession, provid
ing guidance to its members so that their activities 
can be measured against a standard of behavior. The 
need for a private security code of ethics is apparent. 
Private security personnel come into almost constant 
contact with human frailties and make decisions that 
can affect the welfare of many. For example, a pri
vate investigator may receive information that is 
unrelated to an investigation but damaging to a 
person's character and reputation. The investigator 
should keep the information confidential to protect 
the person. This ethical philosophy can be reflected 
in the code of ethics. 

The need for a code of ethics is supported by the 
American Society for Industrial Security (ASIS). 
In a recent study conducted for this report (Appen
dix 1), 51 percent of ASIS members rated an indus
trywide voluntary code of ethics as "very important" 
and i7 percent as "somewhat important." Additional 
support and justification for establishment of a code 
of ethics for private security employers and personnel 

are contained in the following excerpt from an arti
cle appearing in the July 1974 issue of Security 
Management: 

Without a code of ethics, a company will lose its most 
talented employees who will either become dishonest within 
the company or leave to find a better climate for personal 
achievement or growth. 

Without a code of ethics, every tough decision is agonized, 
and one must expend energies coping with crises on a 
treadmill rather than taking a real leap forward. 

Even worse, without a code of ethics you must spend 
yourself in self-defense, losing face and fortune, when you're 
finally caught. 

Most important for the security industry, however, is the 
fact that without a code of ethics for ourselves, our own 
work is an hypocrisy and we have no raison d'etre that would 
in any way contribute to the betterment of our communities. 
We would merely be automatons, reacting automatically to 
repetitive stimuli, unworthy indeed of ever achieving the 
status of a profession. 

Some private security associations have adopted 
codes of ethics. They include the American Society 
for Industrial Security, Council of International 
Investigators, National Council of Investigation and 
Security Services (draft), National Burglar and Fire 
Alarm Association, Inc., and World Association of 
Detectives, Inc. 

The Law Enforcement/Private Security Relation
ship Committee of the Private Security Advisory 
Council has developed and adopted the following 
codes for management and employees. The adoption 
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of the committee codes for private security manage
ment and employees is recommended. 

Code of Ethics for Private Security Management 

As managers of private security functions and employees, 
we pledge: 

I To recogmze that our principal responsibilities are, in 
the service of our organizations and clients, to protect 
life and property as well as to prevent and reduce crime 
against our business, industry, or other organizations 
and institutions; and in the public interest, to uphold 
the law and to respect the constitutional rights of all 
persons. 

II To be guided by a sense of integrity, honor, justice and 
mortality in the conduct of business; in all personnel 
matters; in relationships with government agencies, 
clients, and employers; and in responsibilities to the 
general pUblic. 

III To strive faithfully to ~nder security services of the 
highest quality and tc work continuously to improve 
our knowledge and skills and thereby improve the over
all effectiveness of private security. 

IV To uphold the trust of our employers, our clients, and 
the public by performing our functions within the law, 
not ordering or condoning violations of law, and en
suring that our security personnel conduct their as
signed duties lawfully and with proper regard for the 
rights of others. 

V To respect the reputation and practice of others in pri
vate security, but to expose to the proper authorities 
any conduct that is unethical or unlawful. 

VI To apply uniform and equitable standards of employ
ment in recruiting and selecting personnel regardless 
of race, creed, color, sex, or age, and in providing 
salaries commensurate with job responsibilities and 
with training, education, and experience. 

VII To cooperate with recognized and responsible law 
enforcement and other criminal justice agencies; to 
comply with security licensing and registration laws 
and other statutory requirements that pertain to our 
business. 

VIII To respect and protect the confidential and privileged 
information of employers and clients beyond the term 
of our employment, except where their interests are 
contrary to law or to this Code of Ethics. 

IX To maintain a professional posture in all business 
relationships with employers and clients, with others in 
the private security field, and with members of other 
professions; and to insist that our personnel adhere to 
the highest standards of professional conduct. 

X To encourage the professional advancement of our 
personnel by assisting them to acquire appropriate 
security knowledge, education, and training. 

Code of Ethics for Private Security Employees 

In recognition of the significant contribution of private 
security to crime prevention and reduction, as a private 
security employee, I pledge: 

I To accept the responsibilities and fulfill the obligations 
of my role: protecting life and property; preventing and 
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reducing crimes against my employer's business, or 
other organizations and institutions to which I am 
assigned; upholding the law; and respecting the con
stitutional rights of all persons. 

II To conduct myself with honesty and integrity and to 
adhere to the highest moral principles in the perform
ance of my security duties. 

III To be faithful, diligent, and dependable in discharging 
my duties, and to uphold at all times the laws, policies, 
and procedures that protect the rights of others. 

IV To observe the precepts of truth, accuracy and pru
dence, without allowing personal feelings, prejudices, 
animosities or friendships to infiuence my judgements. 

V To report to my superiors, without hesitation, any 
violation of the law or of my employer's or client's 
regulations. 

VI To respect and protect the confidential and privileged 
information of my employer or client beyond the term 
of my employment, except where their interests are 
contrary to law or to ~is Code of Ethics. 

VII To cooperate with all recognized and responsible law 
enforcement and government agencies in matters within 
their jurisdiction. 

VIII To accept no compensation, commission, gratuity, or 
other advantage without the knowledge and consent of 
my employer. 

IX To conduct myself professionally at all times, and to 
perform my duties in a manner that reflects credit upon 
myself, my employer, an~ private security. 

X To strive continually to improve my performance by 
seeking training and educational opportunities that 
will better prepare me for my private security duties. 

Employers, private security personnel, and profes, 
sional organizations should not stop at adopting and 
publishing these codes, but should seek to enforce 
the codes to the best of their ability through peer 
pressure, disciplinary procedures, and, as appropri
ate, criminal and civil actions. Indeed, a combined 
effort of all parties involved is required if the codes 
are to truly represent a standard of excellence for 
the industry. Employers should insist that all em
ployees perform in accordance with the principles 
stated in the code of ethics f('lr personnel. Both em
ployers and employees should adhere to the princi
ples themselves and exert peer pressure against their 
colleagues who may not be abiding by the codes. 

Under certain circumstances, if the codes are 
continually violated or if serious violations occur, 
enforcement can be referred to the courts. For ex
ample, if an employee is not just failing to protect 
equipment but is, in fact, stealing that equipment, 
the matter should be referred to the courts by in
voking the appropriate criminal statutes. Professional 
associations can also assist by requiring adherence 
to codes as a prerequisite for membership and by 
invoking appropriate sanctions against individuals 
who violate moral and ethical principles contained 
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in the code. Finally, the public can assist by report
ing unethical conduct to the appropriate persons, 
companies, agencies, or associations. 

The adoption of industrywide codes of ethics for 
private security employers and personnel is a neces
sary and worthwhile goal. It can be a significant 
advancement toward improved crime prevention, 
better protection of public rights, and professionali
zation of the industry. 

Selected References 

1. American Society for Industrial Security. 
"ASIS Code of Ethics." 

2. Association of British Investigators. "The Code 
of Conduct of the Association of British Investi
gators." 

3. Association of Investigators & Security Orga
nization of India. "Norms of Ethics and Conduct." 

4. Astor, Saul D. "Ethics and Professionalism in 
the Security Industry," Security Management July 
1974. ' 

5. Council of International Investigators. "Code 
of Ethics." 

6. International Association of Chiefs of Police. 
"Law Enforcement Code of Ethics." 

7. Mahoney, H. T. "The Bicentennial and the 
AS IS Code of Ethics," Security Management, Janu
ary 1976. 

8. National Burglar and Fire Alarm Association. 
"Code of Ethics." 

9. National Council of Investigation and Security 
Services. "Code of Ethics" (draft). 

10. Private Security Advisory Council Staff Con
sultants. "Private Security Codes of Ethics for Secu
rity Management and Security Employees," prepared 
for the Law Enforcement/Private Security Relation
ship Study Committee of the Private Security Ad
visory Council, April 1976. 

Related Standards 

The following standards and goals may be applica-
ble in implementing Goal 3.1: 

1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
1.3 Preemployment Screening 
1.5 Equal Employment Opportunity 
2.1 Training in Private Security 
2.2 Professional Certification Programs 
2.5 Preassignment and Basic Training 
2.6 Arms Training 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
3.4 Employer Responsibilities 
3.5 Maintaining Data on Criminal Activities 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
7.4 Private Security Advertising Standards 

11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
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Standard 3.2 

Conduct of Private 
Security Personnel 

Private security personnel should perform their 
security functions within generally recognized guide
lines for the protection of indiviclual rights. 

Commentary 

The development of a standard relating to the 
moral and ethical conduct of private security activi
ties and investigations is a complex problem. Most 
personnel are law abiding, and most activities per
formed are lawful and ethical. However, responsible 
persons acknowledge that there have been abuses; 
thus, the purpose of this standards is to set an objec
tive for the future. 

The RAND Report (Vol. IV), The Other Police, 
Private Security and the Public Interest, and other 
research reports plus numerous newspaper and maga
zine articles have graphically pointed out the exist
ence of abuses throughout the industry. It would 
serve no useful purpose here, therefore, to present 
a series of horror stories to emphasize the problems. 
However, accepting such accounts of abuse as prima 
facie evidence of a need for this standard should not 
be construed as support for the unfair generalization 
that all private security personnel perform their 
duties in an unethical or illegal manner. 

The job functions of private security personnel 
place them in a special position because their activi-
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ties and investigations affect many people. Private 
security personnel may have the authority and re
sponsibility to control the movement of people .a~d 
sometimes detain and arrest them. The opportumtles 
for abuses of authority are numerous. One clear 
example of potential abuse involves the interviewing 
of suspects. Public law enforcement officers are re
quired to read all suspects the Miranda Warning as 
follows: 

Custodial Interrogation (Miranda Warning) 

After each part of the following warning, the 
officer must determine the suspect understands 
what he is being told: 

1. You have the right to remain silent. You do not 
have to talk to me unless you want to do so. 

2. If you do want to talk to me, I must advise you 
that whatever you say can and will be used as 
evidence against you in court. 

3. You have a right to consult with a lawyer and 
to have a lawyer present with you while you are 
being questioned. 

4. If you want a lawyer but are unable to pay for 
one, a lawyer will be appointed to represent you 
free of any cost to you. 

Court cases cited in the RAND Report (Vol. IV) 
indicate that private security personnel are not con
trolled by the guidelines listed above unless (1 ) 
there is State involvement in the interrogation, or 
(2) security personnel are directly commissioned by 
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State, county, or local governments to act as police
men. Private .security personnel usually are free to 
interview suspects without warning about the possi
ble consequences resulting from information obtained 
during the interview. 

To protect individual rights in interviewing sus~ 
pects and all other activities, it has been suggested 
that private security personnel conduct their activi
ties within the same guidelines as public law enforce
ment officers. Howeve!, this approach ignores two 
significant differences: (1) private security person
nel do not, unless specifically authorized, have the 
same enforcement powers as public law enforce
ment officers, a.nd (2) their primary function is to 
protect private property, which has a different his
torical base for legal decisions. 

Guidelines for conducting investigations and other 
activities should be developed if individual rights are 
to be protected. Without such guidelines, continued 
improper actions could be accepted as permissable. 
This report, therefore, recommends that private secu
rity employers research the issues and develop rea
sonable performance guidelines to protect individual 
rights in all areas. Examples of areas needing re
search and guidelines follow: 

1. General private security functions: 
a. Arrest, 
b. Detention, 
c. Use of force (including firearms), 
d. Impersonation of' and confusion with pub

lic law enforcement officers, and 
e. Directing'and controlling traffic. 

2. Specific investigatory functions: 
a. Search and seizure of private property; 
b. Wiretapping, bugging, and other forms of 

surveillance; 
c. Access of private security personnel to 

public law enforcement information and 
procedures for the safeguarding of the 
information; 

d. Obtaining information from private citi
zens and safeguarding of the information; 
and 

e. Interrogation. 
This outline is intended as a frame of reference 

only. Conflicting State laws and varying civil and 
criminal court decisions prevent establishment of a 
universal set of guidelines to protect individual rights. 
Also, additional subclassifications may be necessary 
within any given area. For example, searc.h and seiz
ure of private property may require one set of guide
lines for an area within a plant that contains classified 
government documents and a different set of guide
lines for other areas of the same plant. Accordingly, 
the private security industry should research all areas 
where abuses may occur and develop guidelines as 
they apply to individual operations. 

If this standard is to succeed, all parties of interest 
need to do their part. Employers need to research the 
issues as they pertain to their operations; prepare 
written policies and procedures to insure compli
ance by employees; train employees; and, as appro
priate, initiate company disciplinary actions and/or 
court actions against employees who do not comply. 
Employees need to set an example for others by 
their own actions, invoke peer pressure against 
those who do not follow the guidelines, and cooper
ate with employers and agencies in the criminal 
justice system. The public has a responsibility to 
report violations to employers, to private security 
regulatory boards, or to law enforcement officials. 

In summary, privatb security personnel should 
conduct their activities within generally recognized 
guidelines for the protection of individual rights. It 
is recognized that there is no simple, universal ap
proach to defining this subject, but with adequate 
research of the issues, adoption of reasonable policies 
and procedures, and enforcement by all parties, this 
standard can significantly improve the moral and 
ethical conduct of private security personnel. In the 
final analysis, this standard can provide a positive 
caur.e-effect relationship toward the ultimate goal of 
crLne prevention. 
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Related Standards 

The following standards and goals may be applica-
ble in implementing Standard 3.2: 

1.4 Employer Exchange of Information 
1. 7 Availability of Criminal History Records 
2.3 Job Descriptions 
2.4 Training Related to Job Functions 
3.1 Code of Ethics 
3.3 Reporting of Criminal Violations 
3.5 Maintaining Data on Criminal Activities 
6.1 Interaction Policies 
6.3 Policies and Procedures 
8.4 Degree Programs for Private S<",curity 

11.7 Suspension .and Revocation 
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Standard 3.3 

Reporting of 
Criminal Violations 

AU felonies and serious misdemeanors discovered 
by private security personnel should be reported to 
appropriate criminal justice agencies. Private secu
rity personnel should cooperate with those criminal 
justice agencies in all subsequent actions relating to 
those crimes. 

Commentary 

It is generally recognized that the private sector 
does not report all criminal violations to appropriate 
criminal justice agencies. The following three ex
amples illustrate this point. 

The RAND Report (Vol. I) stated: 

Almost half of the respondents stated that there are some 
criminal activiti~s that are handled by the employer and not 
reported to the police. Of these, employee theft accounts 
for almost 60 percent, 8 percent involve shoplifting (recall 
that few respondents worked in retail security), 15 percent 
involve minor misdemeanors, and 17 percent are cases of 
fighting, ofteil involving drinking. 

"Survey of Consumers of Private Security Services 
in the Greater Philadelphia Area" (Appendix 3) 
revealed that 45 percent of respondents indicated 
that "certain types of criminal activities (employee 
thefts, loitering, assault, etc.) that security personnel 
encounter are not reported to public law enforce
ment agencies." 
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Private Security and the Public Interest, a study 
conducted in California, reported that "80 percent 
of the employers/supervisors indicated there were 
certain types of criminal incidents which were not 
reported to the police. These included petty theft, 
shoplifting, and assault." 

Considering the above information, it would ap
pear that a large percentage of criminal violators 
known to private security personnel are not referred 
to the criminal justice system. A logical conclusion 
would be that there is a "private" criminal justice 
system wherein employer reprimands, restrictions, 
suspensions, demotions, job transfers, or employ
ment terminations take the place of censure by the 
public system. 

It is recognized that most criminal incidents un
covered by private security' personnel occur on pri
vate property and management has certain rights 
and obligations to decide what actions should be 
taken. Also, in many instances private action is 
more expedient, less expensive, and less embarrass
ing to the company. Fear of lawsuits or protecting 
the offender from a criminal record may be impor
tant. However, violations of due process, right to 
counsel, and other individual rights are more likely 
to occur under such a system. The criminal justice 
system is established for the purpose of resolving 
criminal offenses and can be a viable resource for 
the private security sector in this regard. Perhaps 
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even more important, reporting incidents of criminal 
activity can be an important step toward coordinat
ing the activities of the private security and law 
enforcement sectors through a common denomina
tor-the criminal justice system. Employers should 
also be willing to support the process by compensat
ing employees, especially private security personnel, 
for the time they spend in preparing for and appear
ing in court. 

This standard aims at coordinating activities be
tween private and public law. enforcement agencies 
for the improvement of crime prevention. It is not 
within the purview of the private security industry 
to establish a microcosmic version of the criminal 
justice system. Management is ill equipped to pro
vide probation systems or comprehensive rehabilita
tion programs for persons convicted of crimes, but 
the criminal justice system does have those resources. 
Some companies have drug and alcohol rehabilita
tion programs, but these are limited in number and 
scope. In short, internal' handling of criminal punish
ment may resolve the immediate problem but offers 
no long-range benefit to the company, the individ
ual, or the public. If all felonies and serious mis
demeanors are reported to the appropriate criminal 
justice agencies, the criminal justice system can initi
ate appropriate actions and, thus, help reduce re
ported incidents. 

Although private security personnel should pro
vide the major resources in preparing cases for 
prosecution, public law enforcement agencies can 
help by offering technical expertise in such areas as 
fingerprints, preparation of crime scene diagrams, 
analysis of evidence, and so forth. They also can 
help locate witnesses and others who can provide 
valuable input into the cases. Of course, it is as
sumed that sufficient probable cause exists before 
individuals are referred to the criminal justice sys
tem. If all parties exhibit a cooperative spirit, pri
vate security companies and law enforcement agen
cies can work together toward a more effective 
process of crime reduction for both the private and 
the public sectors of society. 

Although some would view this standard as un
realistic, considering the backlogs in many courts 
and the general public attitude that the criminal 
justice system is failing in its responsibilities, the 

research indicates that the concepts of this standard 
have not been adequately tested. Therefore, until 
greater use is made of the criminal justice system, 
such generalizations cannot be considered valid argu
ments. This standard sets realistic parameters for 
that use. The vigorous application of this standard 
should result in increased crime prevention benefits 
through the result of cooperative efforts between the 
private security industry and law enforcement 
agencies. 
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Related Standards 

The following standards and goals may be applica-
ble in implementing Standard 3.3: 

1. 7 Availability of Criminal History Records 
2.3 Job Des~riptions 
3.1 Code of Ethics 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
6.1 Interaction Policies 
6.3 Policies and Procedures 
9.4 Regulatory Board Hearing Procedure 
9.6 Regulatory Board Access to Criminal Record 

Information 
10.8 License Denial, Revocation, or Suspension 
11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
11.7 Suspension and Revocation 
11.8 Sanctions 
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Standard 3.4 

Employer 
Responsibilities 

• 
Employers should provide a working environment, 

including adequate and serviceable equipment, 'con
ducive to the efficient performance of security 
functions assigned. 

Commentary 

Most occupations require a suitable working en
vironment and adequate equipment if their func
tions are to be performed satisfactorily. Employers 
must meet certain safety requirements in regard to 
personnel-i.e., hard hats for personnel in heavy 
equipment areas, facial protectors for welders, and 
so forth. Yet, safety n!lated to the mission and 
activities of private security personnel, who often 
face life-or-death situations, is often overlooked. 
Identification and recognition of the dangers inherent 
in the performance of security services are two 
primary steps the employer should take to protect 
his employees. 

The private security employer has a moral re
sponsibility to provide a safe working environment. 
For example, instances in which police officers have 
been attacked by persons using darkness for cover 
are well known. In one recent case, a police officer 
was kiIled by burglars hiding in a darkened area. 
A store had been burglarized on several occasions 
and yet the store owner, although knowing that the 
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officers were watching the area closely, discon
nected a mercury-vapor lamp at the rear of the 
store. This officer's life might have been spared had 
the store owner provided proper lighting of the area. 
The same principle would apply to private security 
personnel. 

The employer has an equal moral responsibility to 
provide safe equipment. This is particularly true for 
firearms. It is not intended here to infer that fire
arms are necessary in the performance of all private 
security assignments, but, if they are, firearms need 
to he adequate and serviceable in relationship to the 
security functions assigned. Several instances are 
recorded ill which private security personnel have 
been issued fake, inoperative, or model firearms. 
In some instances, the personnel were not even 
aware of this situation. 

Government reaction to this type of problem is 
reflected in the Pennsylvania Lethal Weapons Act, 
which was signed into law in October 1974. Section 
10 of the act states: 

Prohibited Act-No individual certified under this act 
shall carry an inoperative or model firearm while employed 
and he shalI carry only a powder actuated firearm approved 
by the commissioner. 

The complexity of security services precludes a 
detailed listing of all conditions and equipment neces
sary to perform diverse security functions, but one 
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example follows. If private security personnel are 
assigned to patrol a warehouse after dark, the em
ployer should provide ( 1) an adequately lighted 
building, (2) communications equipment necessary 
to make contact with other personnel in the area or 
with the police, and (3) emergency lighting equip
ment in case of power failure resulting from natural 
causes or an overt act. Safe vehicles, fencing, locks, 
alarm systems, and an adequate number of personnel 
to accomplish the mission are further examples of 
items requiring employer consideration. 

On a broader scale, the employer should provide 
the necessary training to enable private security 
personnel to react appropriately to routine and 
emergency situations. Along with this training, the 
employer should provide an officers' manual listing 
guidelines for handling all general and specific situa
tions. Finally, as indicated by a study of private 
security organizations in St. Petersburg, Fla., ade
quate supervision is needed to coordinate training 
and performance as new situations arise. 

Employers who provide a reasonable working 
environment and adequate equipment are directly 
affecting the ability of private security personnel to 
perform their assigned security services. Employers, 
employees, and citizens can only be adequately pro
tected when these conditions are met. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 3.4: 

1.1 Selection of Qualified Personnel 

1.2 Commensurate Salaries 

2.2 Professional Certification Programs 

2.3 Job Descriptions 

2.4 Training Related to Job Functions 

2.6 Arms Training 

2.7 Ongoing Training 

2.8 Training of Supervisors and Managers 

3.1 Code of Ethics 

5.2 Adequate Security Lighting 

6.S Mistaken Identity of Private Security Personnel 

6.6 State Regulation of Private Security Uniforms, 
Equipment, Job Titles 

8.4 Degree Programs for Private Security 
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Standard 3.5 

Maintaining Data on 
Criminal Activities 

The private security industry has a responsibility 
to maintain internal data on criminal activities to 
develop, improve, and assess effectiveness of crime 
redu~tion programs. 

Commentary 

The constantly increasing recorded crime rate in 
the United States has caused justifiable concern to 
government and to the American people. Many 
attribute the recent growth in private security serv
ices to a perceived or actual need by businesses for 
additional protection that public law enforcement 
cannot give because of limited resources. Also, 
citizens' perceived and actu:>1 fears about crime have 
led to increased concern for protection. The increase 
in numbers of home burglar alarm systems is prob
ably greatly a result of this concern. Nowhere has 
research indicated that private security assistance in 
crime prevention is not necessary. To the contrary, 
it is reasonable to assume that businesses would not 
expend funds for private security if it were not cost 
effective. However, the security industry has a re
spon~ibi1ity to maintain appropriate data to give 
management a basis for determining the value of 
private security services and to pinpoint specific 
needs. 

The importance of keeping accurate crime statis-
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tics by law enforcement agencies has long been 
recognized and was one of the fundamental princi
ples of the PeeHan Reforms written in 1829 by Sir 
Robert Peel, who organized the London Metropoli
tan Police Department. Peel wrote "Police records 
are necessary to the correct distribution of police 
strength." This principle is as ~rtinent today as 
when it was written. 

Accurate record systems are as important for the 
private security industry as for public law enforce
ment agencies. Records can asr.ist in determining 
patrol areas, work schedules, use of preventive 
measures, and other factors for the effective use of 
private security personnel and physical resources. 
For example, if accurate records point out a signifi
cant increase in thefts at a given location, surveil
lance measures and other special actions should be 
initiated. As another example, a large number of 
assaults occurring in a parking lot could be combated 
by assigning a roving patrol in the lot during the 
times employees are reporting to or leaving work. 
Imaginative planning, based on an accurate record 
system, can be an effective crime prevention tool. 
Public law enforcement agencies have developed 
crime analysis techniques that can be modified and 
adapted for use by private security firms. 

The main purpose for maintaining internal data 
on criminal activities is to develop, improw, and 
assess effectiveness of crim.e reduction programs. 
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It is not intended as a record system on individual 
employees but rather as a data base for proper 
management planning. The scope of the system 
could depend on many factors, such as size of 
facility, criticalness and vulnerability of resources 
being protected, and location of facility. The overall 
purpose of the data effort should be geared to meet 
a management objective rather than be an end in 
itself. 

In summary, accurate records of criminal offenses 
are essential to private security services for establish
ing a data base for assignment of personnel and 
physical resources and giving management a frame 
of reference to determine effectiveness. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 3.5 : 
2.3 Job Descriptions 
3.1 Code of Ethics 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
5.2 Adequate Security Lighting 
5.3 Computer Security 
5.6 Environmental Security in Comprehensive 

P1anning 
5.9 Crime Impact Forecast 
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INTRODUCTION 

<' Two persons out of every hundred are victimized 
by burglaries each year, The annual cost exceeds 
$1 billion. In the 5 years from 1969 to 1974, the 
number of reported burglaries in the United States 
rose by 53 percent. An average of 8,000 burglaries 
are committed daily. 

These are startling figures and many American 
citizens and businesses, seeking more protection 
than our criminal justice system can supply, have 
turned to alarm systems. Correspondingly, there has 
been a dramatic increase in the number of alarm 
system companies. It has been estimated that the 
alarm industry is expanding at a rate of 10 percent 
a year. 

Substantiated figures show that alarm systems do 
affect erime. In communities where such systems are 
used extensively, the burglary rate has been signifi
cantly reduced. Further, most insurance companies 
offer lower premiums to businesses that are pro
tected by alarm systems. Various federally insured 
institutions, such as banks, are required by law to 
install systems. 

Because alarm systems have become an irreplace
able tool in crime prevention and are a significant 
part of the private security industry, the standards 
in this chapter aim at developing guidelines for 
their most effective use. To better understand the 
intent ot the standards, a basic knowledge of alarm 
systems and their characteristics is needed. 

Def'lning Alarm Systems 

The use of alarm systems dates back to 390 B.C. 
and the Roman Empire when squawking g~ese 
alerted the Romans to surprise attack by the Gauls. 
Carl Kellem of the National Crime Prevention Insti
tute, Louisville, Ky., has adapted this historical ac
count to make physiological analogier. to geese in 
describing the three fundamental'parts of modern 
intrusion detection systems (alarm systems) (see 
Figure 4.1): 

-------~~-

1) Sensor-that function of the intrusion detection system 
which detects or senses a condition which exists or changes, 
be it authorized or unauthorized. This definition can be re
lated directly to the animal senses of touch, hearing, sight, 
smell and taste. This definition includes all actions that 
occur since the senses have no means of distinguishing 
authorized or unauthorized actions. This is easily pointed 
out in one of the most common and simplest sensory devices 
-the magnetic contact on a door. This device is activated 
each time the door is operated. and has no means of deter
mining whether the operation of the door is authorized. 
The next fundamental part is assigned that function. 

2) Control-that function of the intrusion detection system 
which provides the power, receives the information from the 
sensors, evaluates the information and transmits the required 
information to the annunciation function. 

The control function is related directly to the physiological 
functions of the brain and nervous system and also to the 
circulatory system. The nervous system collects and evalu
ates information from the various senses and transmits 
signals to the muscles for appropriate action. The circula
tory system provides the power source (Le., nutrients and 
oxygen from the blood) to maintain the ability of the system 
to function. 

3) Annunciation-that function of the intrusion detection 
system which alerts a human to initiate a response that will 
result in an investigation of the sensor environment. 

This could be bell, buzzer, light flashing, etc. This func
tion is analogous to the squawking of geese, barking of 
dogs or man calling for help. 

When these three fundamental parts are combined, 
they form an alarm system that, upon detection of 
an intrusion, transmits and articulates a message for 
help. Numerous types of alarm systems are avail
able-some simple, some highly complex. A user's 
choice of systems is limited only by the dollars he 
has available. 

Devices for the sensor function of an alarm system 
range from simple magnetic switches to sensitive 
ultrasonic Doppler and sound systems. Other avail
able equipment includes electronic, electromechani
cal, and photoelectric devices; microwave Dopplers; 
close~·circuit television cameras; and ionization de
tector systems. The more sophisticated devices are 
used' primarily in large industrial or business COffi

pleJ.!es; sii'npler devices are used in residences or 
sm(ill businesses. 

Incorporated in the control function is equipment 
n(cessary for power, energizing, signal transmission, 
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Figure 4.1. Burglary Alarm System (.;oncept 

Local Alarm Annunciator 

and circuitry. Depending upon the level of security 
desired, various devices are available for each com
ponent. For example, power to operate the alarm 
system can be supplied by either battery or public. 
utility electricity, but a combination of both is neces
sary if the system is to function during public power 
failures. Possible energizing equipment includes shunt 
locks, key-operated control panels, and time delays. 
Signal transmission may be accomplished through 
the interaction of such equipment as relays, switches, 
amplifiers, telephone dialers, and so forth. A choice 
of telephone lines, radio waves, or coaxial cables 
is available to channel information to the annuncia
tion system. 

There are four basic systems of annunciation: 
local alarm, central station alarm, proprietary al.arm, 
and police department alarm. All except local alarms 
function through either direct or indirect connections 
with the police. In the local alarm system, the alarm 
can be seen or heard only at the protected premises; 
police notification depends u:pon the presence of 
responsible persons in the vicinity of the alarm. Upon 
detection of an intruder, a device (bell, gong, horn, 
siren, flashing light) is activated, alerting anyone 
within hearing or seeing distance to initiate the re
sponse by notifying the police. 

The central station alarm uses an independently 
owned and operated monitoring facility. An alarm 
device is installed in a location and wired directly to 
the central station. When an alarm is received at the 
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I Alarm Data Transmission '-----------
Central Station 

central station, the signal is interpreted and appro
priate action taken, i.e., maintenance or police noti
fication. The monitoring facility also offers its sub
scribers services such as records of openings and 
closings, guard response, and key access, with 
charges corresponding to the number of services 
provided. 

Although similar to central station alarm systems, 
in proprietary alarm systems the monitoring facility 
is maintained by the owner of the protected property. 
A private guard force monitors the system and re
sponds to al! alarms. A guard notifies police when 
they are needed. 

The fourth type of a~nunciation system-police 
department alarm-initiates direct police responSe. 
There are two types of systems terminating in the 
police station: One is connected directly from the 
protected premises to an annunciator panel in the 
police station; the other is the telephone dialer. With 
the dialer, a signal is sent to the control, which dials 
a programmed number (law enforcement agency) 
and, when the phone is answereu, plays a pre
recorded message. 

Although multiple combinations of these compo
nents are possible, in its simplest form an alarm 
system depends upon a detection device, a source 

., of power, a means of interpretation, a method of 
transmission, and a means of articulating the alarm 
to someone who initiates a response. 
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The major goal of alarm systems is to prevent 
crime by reducing criminal opportunity. In many 
instances, the presence of an alarm system can 
serve as a psychological deterrent to crime-most 
would-be offenders stay away from premises they 
suspect are protected by alarm systems. Another 
goal is to reduce crime through apprehension of 
offenders. A reliable alarm system increases the 
likelihood of apprehension and prosecution of crimi
nals. In addition to protection against burglary, 
alarms can also provide protection against other 
criminal intrusions, as well as smoke, fire, and other 
Iife- and property-threatening hazards. In short, 
alarms provide a valuable, viable means of achiev
ing overall security. 

The Problems of Alarm Systems 

Although alarm systems have been proven effec
tive in deterring and apprehending burglars, they 
are subject to certain inherent problems. A tradi
tional and still-to-be-resolved problem is that of false 
alarms. From 90 to 98 percent of all alarms trans
mitted are said to be false. This high percentage can 
be basically attributed to three factors: (1) user 
error or negligence, (2) poor installation or servic
ing, and (3) faulty equipment. 

More than half of all false alarms are estimated 
to result from user error or negligence. Users often 
do not understand how to properly operate their 
systems. Commonly, alarms ,are set off by users 
who fail to lock doors or windows or who enter a 
secured area when the system is engaged. Alarm 
systems are also activated accidentally by workers, 
custodians, domestic help, or even pets. Added to 
these false alarms are those from improper use. For 
example, merchants have been known to use their 
alarm systems to summon the police to deal with 
bad checks or suspicious individuals. Some users 
even set off their alarms to time police response to 
their premises. 

The second factor leading to false al.arms is poor 
installation or servicing. In order to function as in
tended, an alarm system must be properly installed 
and maintained. Equipment that is installed in an 
inappropriate environment or improperly positioned, 
set, or wired produces false alarms. Likewise, if. 
equipment is not adequately maintained, the chances 
of false alarms increase. Too often installers and 
servIce personnel lack the necessary skills and knowl
edge for today's more sophisticated equipment. 

The third common cause of false alarms is faulty 
equipment. If equipment is electrically or mechani
cally defective, the alarm can be activated when, for 
instance, the equipment breaks or shorts out the 

circuit. The use of cheap, substandard equipment 
that is especially vulnerable to breakdown or can 
be easily set off by a variety of extraneous conditions 
leads to frequent false alarms, 

In addition to false alarms that can be traced to 
the above causal factors, there are a certain number 
of false alarms whose cause cannot be determined. 
Based on the results of various studies, roughly an 
average of 25 percent of all false alarms ~an into 
this unknown category. It is possible that they may, 
in fact, be the result of user error; faced with prob
able sanctions, a user may deny responsibility for a 
false alarm. Another possibility is that a burglary 
or other unauthorized intrusion may have been suc
cessfully prevented, leaving no visible evidence of 
intrusion or attempted entry. 

The continued high incidence of false alarms, 
whatever the cause, has led to other problems. In 
the use of automatic telephone dialer alarm systems, 
a large number of storm-caused false al~ms simul
taneously occurring ca.n tie up police trunklines and 
switchboards, seriously hampering police capacity to 
respond to genuine emergencies. Malfunctioning of 
such systems can lock-in police communications 
trunklines for considerable periods of time. Although 
telephone dialers offer effective, low-cost protection, 
these problems have created negative police reaction 
toward their use. 

Another problem is that of police attitudes toward 
alarm systems in general. Often the police, faced 
with repeated false alarms, tend to give alarms a 
low priority. The resulting significant response delays 
reduce the likelihood of apprehension and limit the 
value of alarms. Further, police officers, lulled by 
the high incidence of false alarms, may not conduct 
thorough on-the-scene investigations or be alert to 
the risks of valid alarms. 

In addition to the problems of attitude, many 
police departments have docu'l1ented the high costs 
of false alarms in terms of salaries, wear and tear 
on police vehicles, and loss of manpower for other 
activities. There is no question that false alarms 
waste valuable police resources wd often divert 
coverage from more important areas. However, it 
should be noted that whatever the nature of a police 
response, these same factors art! involved. The false, 
alarm would be no more costly, for example, than' 
checking out a disturbance call when there is no 
disturbance. 

A more serious problem. is that of the personal 
risks involved in false alarms. The high-speed re
sponse to false alarms unnecessarily endangers the 
personal welfare of policemen, as well as other 
drivers and innocent bystanders. False alarms often 
also bring to the scene alarm company respondents 
who are frequently armed, presenting a further 
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threat to personal life and safety. The gravity of 
such situations is apparent; the problem involved 
ma!}ifold. ' 

Another problem of false alarms is the burden of 
expense to the users of alarm systems. When a sys
~ern ;fal~e alarms, servicing is usually required, result
mg m mcreased costs that are eventually absorbed 
by the users. Further, some local governments di
rectly impose fines upon users whose systems re
peatedly produce false alarms. 

Alarm companies also are faced with cost prob
lems. Denied the special telephone rates granted 
to government organizations serving the public in
terest and faced with rapidly increasing circuitry 
costs, alarm companies find it difficult to provide 
alarrr~rOtection within the financial reach of small 
businesses and individuals. Also contributing to in
cre~sed costs is the introduction of new, ""'phisticated 
eqUIpment that requires both higher gr Je and more 
extensi~e. telephone lines to achieve reliability of 
transmISSIOn and reduce probability of false alarms. 
The alternative methods of transmission-radio and 
television frequencies-are so expensive that they 
are presently unaffordable. 

Cooperation all'!d Research 

As previously stated, alarm systems afford a 
valuable method of overall security. Their effective
ness in reducing crime provides a direct public bene
fit. They aid businesses by offeriri,' added protection 
ata cost lower than salaried secmity personnel and 
by cutting down on high insurance premiums. Private 
alarms also benefit public law enforcement officials 
by aidi!'g in the app:ehension of criminals and by 
enhancmg the effectIveness of police patrol and 
sutveiIlance. Considering these overall benefits the 
standards in this chapter call for the coope;ative 
efforts of all parties involved to overcome existing 
problems and the promotion of research to improve 
the efficiency and reliability of alarm systems. 

If the problems of alarm systems are to be solved 
t~e interrelationship of all factors should be recog~ 
mzed. A clear understanding of the roles of alarm 
system manufacturers, dealers, sales and service 
personr..el, public law enforcement, and users can 
serve to illustrate the interdependency and inter
action vital to increased reliability and effectiveness. 

First, alarm~~stem manufacturers need to develop 
dependable eqUIpment. Performance standards for 
both individual components and installed systems 
should be adopted by all manufacturers. Agencies 
such as Underwriters' Laboratories, Inc., have made 
great strides in mitigating the problem of defective 
equipment. By submitting equipment to Underwriters' 
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Laboratories for inspection, alarm manufacturers and 
compani~s not only enhance their sales but also may 
obtam dIscounts from insurance companies and re
duce frequent costly servicing of equipment prone 
to breakdown. 

Manufacturers and alarm dealers should undertake 
further research to develop systems that are more 
false alarm resistant. The need exists for a more 
reliable human-discriminating sensor as well as for 
the definition and development of n~w .alarm com
munications media. Because urban and suburban 
residents and small businesses cannot afford high
cost protection, new ideas also are needed for low
cost alarm designs. 

In li~ht of recent power shortages, manufacturers 
should mcorporate increased backup power in alarm 
system controls. This is especially important for 
alarm sy~tems that terminate at law enforcement 
agencies. Users of such systems have an added re
sponsibility to ensure continuous operation of their 
systems in the event of power outages. 

Alarm dealers who do not manufacture their own 
equipment should make certain that the equipment 
they lease or sell meets performance standards. If 
they lack the capacity to install and/or service the 
systems they sell, dealers have an obligation to dis
close where the user can obtain competent installa
tion and maintenance services. To further ensure 
the· effectiveness of the systems they sell or lease, 
alarm dealers should be required to instruct users 
and their employees in the proper operation of the 
system and the serious consequences of false alarms. 

. ~lthough . manufacturers have primary responsi
?Ihty for relIable equipment, the assistance of others 
IS _ ne~ded if that equipment is to be correctly and 
effectIvely used. Beginning at the sales level, per
s~mnel should be trained in the concepts and opera
tI?n of alarms. Often, because of inadequate tech
mcal knowledge or possibly th(!, desire to consum
mate a sale, sales personnel tend to either oversell 
?r u~dersell equi~ment, or they may sell equipment 
Ill-SUIted to users needs. Any of these errors can 
result in improper application of the system and 
subsequent seri?us functional problems. Similarly, 
alarm system Installers and servicing technicians 
need to. possess. adequate skills and knowkdge for 
pro~r mst~latIon and maintenance of a system. 
The: m~tallatIO~ and servicing of sophisticated spa.ce
prOtectIOn eqUIpment especially calls for up-to-date 
training for reliability to be achieved. 

. To p~event proble~s. arising from improper sales, 
mstallatIon, and servIcmg, it is recommended that 
a certified training program be established for all 
alarm system sales, installation and service person
nel. Such a program should stress basic skills and 
also should be oriented toward encouraging coopera-
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tion between sales and service personnel in an effort 
to reduce false alarms and to promote effective use 
of alarm syst~ms" In addition to providing needed 
training and coordination, a certification program 
can afford consumers a basis for choosing reputable 
alarm system dealers and reduce the number of 
fly-by-night sales and installation companies that 
undermine the reputation of legitimate firms and 
contribute to the false alarm problem. 

Assuming the use of dependable equipment in
stalled in a compatible environment by well-trained 
and well-qualified personnel, there remains another 
factor to be considered-user error or negligence. 
As mentioned earlier, most false alarms are attrib
uted to human error or carelessness. Through pur
chase or lease, users of alarm systems assume signifi
cant responsibility for proper operation and total 
effectiveness, yet often are unaware of essential 
operating procedures or the impact of false alarms. 
Properly educated by alarm dealers and/or installers, 
users should exercise every caution to ensure that 
correct operating procedures are followed and that 
systems are used only for emergency purposes. User 
cooperation is vital to any realistic hope of reducing 
false alarms. 

Clearly, alarm system manufacturers, dealers, sales 
and servicing personnel, installers, and users share 
a responsibility for guarding against false alarms and 
increasing the effectiveness of alarm systems. How
ever, their individual efforts to adopt measures for 
increased efficiency and reliability are limited with
out mutual cooperation. 

The cooperation of public law enforcement agen
cies also is needed for the problems of alarm systems 
to be overcome. To attain this cooperation, alarm 
companies and law enforcement agencies should 
develop a mutual understanding of each other's 
problems and work together toward resolving these 
problems. A common definition of the term "false 
alarm" should be developed, and false alarm rates 
should reflect the total alarm performance record, 
including both valid and false alarms. While alarm 
companies work toward developing more reliable 
equipment and ensuring its proper installation, use, 
and maintenance, law enforcement officials should 
make similar efforts to improve alarm response rates 
and to help educate users by making known the 
difficulties police face when alarms are falsely 
triggered. 

Finally, to solve problems of cost and transmis
sion, the joint efforts of many agencies are reqUired. 
Current extensive research aimed at developing new 
ideas for low-cost equipment and new means of 
transmission wiII be worthless unless facility rates 
are lowered. The Law Enforcement Assistance Ad
ministration has expressed an objective of encourag-

ing the use of alarm systems at a cost that can be 
afforded by small businesses and individuals. To 
achieve this abjective, the cooperation of telephone 
companies and reguiatory agencies, such as the Fed
eral Communications Commission and State Com
munications Commissions, is required. 

Government Control of Alarm Systems 

Government regulation becomes necessary when
ever the public interest or welfare must be guarded. 
Because false alarms affect the public welfare, it is 
believed that local governments should take part in 
developing mechanisms to control the number of 
false alarms. One way to reduce the likelihood of 
false alarms is periodic inspection of alarm equip
ment. Accordingly, it is recommended that local 
governments require all alarm systems to be in
spected annually. Alarm companies frequently are 
so busy with servicing problems that regular in
spection of equipment becomes lax. Also, users 
without regular servicing contracts may fail to real
ize the importance of periodic inspection. Therefore, 
mandatory annual inspection would lead to detection 
of mechanical failures or malfunctions that might 
otherwise go unnoticed until they resulted in false 
alarms. 

The recent crime rise has inspired the emergence 
of a number of disreputable companies who use fear 
of crime to make quick sales. Although most reputa
ble alarm dealers service the systems they sell or 
lease, often the "quick-buck" companies disappear 
before maintenance arrangements can be made, 
leaving purchasers with no means of obtaining serv~ 
ice for their equipment. To guard against this situa
tion, a di&,cIosure law should be enforced whereby 
sellers would have to make known prior to sales 
where alarm systems can be serviced. Further, if 
alarm systems are to terminate in law enforcement 
agencies, proof of servicing arrangements should be 
required in the form of legal agreements or contracts. 

Many localities have succ;:essfully reduced false 
alarms by requiring i:"Jarm user permits. Under such 
a system, the user normally is assessed a fine after 
a given number of false alarms. This report contends 
that local governments should require alarm user 
permits but suggests that the penalty for excessive 
false alarms should be revocation of the permit 
rather than monetary payment. In this way, false 
alarms can be discouraged without also discouraging 
the use of alarm systems through excessive costs. 
Additionally, in establishing a permit system, revo
cation of the permit should not be based on alarms 
caused by conditions over which the user has no 
control, i.e., earthquakes, hurricanes, tornadoes, and 
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so forth. The purpose of the per;mit should be to 
encourage user caution, not to penalize users for 
protecting their property. 

The problems of telephone dialer alarm systems 
have prompted some communities to seek govern
ment regulation regarding their use. The problems in 
this area and the advantages of government regula
tion are recognized. However, because telephone 
dialer systems provide valuable r·"tection to small 
businesses and others unable to afford more expen
sive alarm systems, serious consideration should be 
given to the consequences of government regulation 
before it is enacted. If the results of such legislation 
would force many users to discontinue alarm service, 
other methods of control would prove more advan
tageous. In no instance, however, should telephone 
dialer alarm systems be connected to a law enforce
ment agency's primary emergency telephone trunk
line. These lines must be kept available for citizen 
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emergency calls. Special trunklines should be in
stalled to handle all telephone dialer calls, reducing 
unnecessary interference with police communica
tions and improving police attitudes toward auto· 
matic dialer systems. 

Through regulation in the suggested areas, govern
ments can significantly help reduce the problems of 
false alarms. However, government ownership or 
operation of alarm systems should be discouraged. 
It is inappropriate for governments or law enforce
ment agencies to engage in the business of selling, 
installing, or servicing alarms. Governments compet
ing with private enterprise in selling goods or serv
ices is an infringement of private rights. Furthermore, 
government-operated business involves questionable 
liabilities and the opportunity for serious misuse of 
public authority. Ultimately, government operation 
of private alarm systems could lead to an abandon
ment of the field by private enterprise. 

{ l 

Standard 4.1 

Alarm Systems 
Research 

Appropriate research should ~ conducted t~ 
develop new methods and techmques to tr~~S!"lt 
alarm signals and enhance alarm systems capabilities. 

Commentary 

It is a proven fact that alarm systems deter 
crime and enhance criminal apprehension. How
ever, substantial research is needed to develop more 
cost-effective alarm transmission, to conserve re
sources, and to improve preventive capabilities. 

Considerable resources are required to undertake 
effective research. Because funds required to meet 
this standard are beyond the means of many co~
petent alarm systems manufacturers, government In

volvement is needed. As pointed out by the Small 
Business Administration's report to the U.S. Senate 
Select Committee on Small Business, there is a dis
tinct need for government to "sponsor a central point 
of contact for manufacturers to evaluate and encour
age research and development . . ." Such a facility 
could be especially beneficial in alarm systems 
research. 

Various other reports likewise have indicated the 
need for government support in the establishment 
of a research facility. The RAND Report (Vol. II), 
for example suggests the Federal Government fund 
a research ~enter to evaluate the effectiveness and 

costs of private security pl1lfsonnel and equipment. 
The Law Enforcement Standards Laboratory, in con
junction with the National Bureau of Standards, is 
to a limited degree doing such research, but no work 
is planned in the area of alarm transmissions. 

Sound advice in establishing a research facility is 
offered in a document by the Alarm Industry Com
mittee for Combating Crime. Among other things, 
it is suggested: "The clearing-house or priv~te secu
rity center should give due regard to practl~al and 
eCOi.1.omic considerations, as well as techmcal or 
hypothetical concepts, and should condu~t its activi
tie!; so that no competitive advantage is gIven to any 
person or org~n;7.11tion in the private sector." 

The need for research in alarm transmISSIon is 
apparent. It has been suggested, however, that at 
this time research should not be focused on new 
systems, methods, and techniques but, rather, on 
improving the application of those systems currently 
in use. Carl Kellem of the National Crime Preven
tion Institute has stated, "There is very little need 
for new technology excr.pt in the area of alarm 
transmission. Right now we are not using all the 
technology available." What Kellem means is that 
there is a sufficiency of detection devices being de
veloped, but, no matter how innovative the ~et~c
tion device, it must rely on the same transmISSIon 
methods as all previous systems. These are wire, 
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cable, or radio frequency. Realistically, there are 
probably no other plausible transmission methods 
except laser applications. 

Use of the FCC-allocated 950-96MHz band may 
offer improved alarm transmission signals. As stated 
by Anthony Grosso, vice president of engineering 
of ADT Security Systems, "The costs have reached 
the point where ADT and possibly others feel the 
frequencies can be used for some applications." 
There appears to be interest, Grosso points out, in 
using lower range frequencies because of broader 
applications and because the equipment required 
would be less expensive. Grosso also indicates that 
some technical development by telephone companies 
in the alarm transmission field might be appropriate. 

Another view, in regard to the use of radio fre
quencies, is that of Harold Gray, vice president and 
general manager of Pacific Fire Extinguisher Co.: 

The complications of security alarm systems have, over 
these many years, involved all system components. More 
recently, the major problem has been the communication 
link between the protected premises and the central station, 
and/or the police communications center. With the low cost 
metallic circuits being withdrawn from service, by the na
tionwide telephone system, it has become necessary for other 
methods of transmitting signals to be applied. These applica
tions are primarily in the area of multiplexing. The re
sultant investigation into this area of communication signal
ling has brought to light the possibility of using radio. The 
FCC over the past ten years has recognized the need for 
use of radio frequencies for alarm company use. They first 
allocated clear channel frequencies in the 450 MHz band 
for voice communication, and then subsequently allocated 
frequencies in the 960 MHz band for point-to-point signal
ling. Once these frequencies were available, the industry 
began to extend their research and development into this 
area. Today the various multiplexing and scanning systems 
are all designed to operate over either the telephone carrier 
system or over clear channel radio frequencies. 

It is absolutely imperative that the use of radio frequencies 
be foremost in all consideration of future alarm signalling. 
All relative governmental agencies, such as FCC, LEAA, 
etc., should be aware of the need for these communication 
links. 

Other alarm transmission methods developed by 
central alarm stations use a computer. One such 
method was described in Security WorId magazine. 
Thl~ article reported that, because multiplexing is 
still relatively new, the older McCulloh Loop con
figuration has been altered to tie in with a com
puter. "The computer is 'writing out' an alarm 
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ticket giving the location of the alarm, specific point 
and kind of alarm, appropriate authority to notify, 
name of firm," and so forth. A second method for 
possible future development mentioned in the Secu
rity World article was direct-dialer communication 
to a computer. 

Cable television also should be mentioned as a 
medium for alarm transmission. An unused channel 
could be leased from the cable television operator 
by the alarm company and subleased to the indi
vidual alarm subscriber. 

As initially stated, research to develop new meth
ods or techniques to transmit alarm signals should 
be encouraged. Past efforts in this area have been 
fragmented or have come about by driving neces
sity. Personnel, money, and facilities exist to achieve 
success in this field: They need to be combined to 
initiate research. 
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Related Standards 

The following standards and goals may be ap
plicable in impiementing Standard 4.1: 
4.4 Compatibility of Sensors 
4.6 Joint Cooperation to Reduce Transmission 

Costs 
8.2 NatiGnal Private Security Resource and Re

search Institute 

Standard 4.2 

Backup Power 
for Alarms 

All alarm systems terminating at a law enforce
ment agency should be equipped with a standby 
power source. 

Commentary 

Installation of a suitable backup power source 
for alarm systems operating on publicly supplied 
power and terminating at a law enforcement agency 
is the aim of this standard. The concern is not with 
law enforcement agencies-virtually all have some 
type of emergency power-or with wholly battery
operated systems or systems not connected directly 
to a law enforcement agency. This standard is 
directed at alarm users whose systems are wired 
directly into a law enforcement agency for moni
toring service. These users should ensure that their 
systems have the capability to function continu
ously, even under the most adverse power conditions. 

Proprietary and local alarm systems also have a 
need for backup power, but those systems termi
nating at a law enforcement agency have been 
identified in this standard, because, in most cases, 
public law enforcement officials receive criticism 
from citizens when alarms are activated, or not 
activated, as a result of a power failure. Aiso, in the 
case of alarm activation, law enforcement agencies 
have an immediate problem in determining if an 

-, 

officer is needed to respond to the location of the 
alarm. Many leaders in both the alarms industry 
and law enforcement have expressed concern regard
ing these matters. 

A review of recent literature on security systems 
reveals a widespread awareness of the need for 
backup systems. Richard J. Scarvaci, chief engineer, 
special products, Globe-Union, Inc., accurately and 
succinctly summarized the situation: 

Standby emergency power for security systems has become 
increasingly important in the past few years as power black
outs have highlighted shortcomings in what were previously 
thought to be highly reliable power systems. 

Even momentary outages and voltage dips can be 
troublesome as sophisticated, less tolerant electronic equip
ment is added to security systems. 

Two articles in Security World, Vol. II, No.3, 
point out the backup power problem in regard to 
fire and burglar alarm systems. The first, written by 
James C. Shanahan, vice president of marketing of 
Gamewell, advocates reapprasial of existing backup 
power supply codes: 

The electrical utilities in New York and New England 
have announced voltage reductions of a minimum of 5%. 
These same utilities have indicated that they anticipate 
they have to program intentional power blackouts in various 
communities at various times ... this may be the time to 
begin thinking of revisions to both the NFP A standards 
and the UL standards for burglar alarm systems. 
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If there are going to be intentional, repetitive power 
failures, dry cell batteries which are not rechargeable will 
become less reliable for burglar alarm systems and there 
will be many schools, nursing homes, etc., without an auto
matic fire alarm system during these periods of power 
blackouts. 

... a storm in New England ... caused power failure 
in the Boston Metropolitan area that affected approximately 
80,000 subscribers. The power was out in the Boston area 
up to 36 hours. Power was not available for many sub
scribers in the Hartford, Connecticut area for as long as 
five days. 

The second article, written by Roy Longworth, 
general manager of fire and security group, Johnson 
Service Co., is primarily concerned with fire alarm 
systems backup power codes, but the same holds 
true for burglar alarms: 

There is presently no national code requmng backup 
power sources, although some local codes require them for 
institutional, commercial, and industrial structures, in the 
event of a brownout or blackout, therefore, fire alarm sys
tems in many buildings will fail unless a battery backup 
system has been installed. . . . 

Observations from a survey by F. C. Heckman 
of security alarm systems further emphasize the 
need for backup power supplies: 

... a good security control should have ample power 
supply reserves to run the entire system both on a con
tinuous basis where comparatively little current is drawn, 
and on an alarm basis where heavy currents are drawn. 

In addition, it is most advisable that the control have 
automatic switch over to standby power capabilities. Standby 
power can be in the form of dry cells or continuously 
charged standby batteries. 

Certain problems may be encountered in upgrading 
current alarm systems to meet these needs. The 
quoted authors have not overlooked these problems. 
For instance, Longworth discussed the problem of 
battery life: 

Batteries, however, must be checked on a regular basis 
to be sure they will function properly during a crisis. Battery 
life should be determined, and if batteries are nearing the 
end of their useful life, they should be discarded and re
placed. Batteries should also be tested from time to time 
to be sure they will run through the required standby period. 

Shanahan's article mentioned another problem 
area-obtaining a reliable system at a reasonable 
cost: 

The problem with upgrading the fire alarm and security 
systems will be to determine the compromise required to 
supply a system at an economical price and still cover most 
pO'Yer outages. It is not reasonable to assume that the 
standby power should be capable of handling a system for 
as much as five to seven days; however, 60-72 hours may 
be a very good compromise. 
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Such problems need to be met in order to provide 
a reliable backup power source for alarm systems 
terminating at a law enforcement agency. 

Requirements to ensure the continued operation 
of law enforcement agency-linked alarm systems in 
the event of power lapses or failures should be 
established. Underwriters' Laboratories, Inc., states 
the following specific requirements for standby bat
tery power in their standard entitled "Police Station 
Connected Burglar Alarm Units and Systems": 

If a power supply with standby battery is provided, the 
battery shall have sufficient capacity to operate the system 
for periods as follows: 

A. Bank alarms-72 hours. 
B. Mercantile alarms in areas served by power facilities 

shown by experience to be dependable--4 hours. 

Technical standards being prepared for model legis
lation for the International Association of Chiefs of 
Police include an identical backup power source 
standard. 

Recent energy problems tend to indicate consid
erations of a longer backup capacity for mercantile 
alarms. But before any move to increase present 
requirements, consideration should be given to 
whether heightened requirements may lead to unit 
price increases that might, in turn, decrease the 
demand for alarm systems. If this should happen, 
increasing backup power capacity would be self
defeating. 

Maintenance is naturally a concern with a backup 
system. The alarm servicing companies should budget 
more time and personnel for routine inspection of 
backup power equipment and battery replacement 
and recharging. The costs of this service would 
probably increase the servicing contract but can be 
held down if all users are required to have backup 
power. 

Public power sources will probably continue to 
be unreliable through the 1980's. Because of such 
energy problems, backup power supply has become 
a serious issue calling for immediate action. Shana
han points out: 

Revisions to standards require many months-sometimes 
several years-to accomplish, due to the economic impact 
on manufacturers, suppliers, and end-users. Therefore, the 
time has arrived when we should start to upgrade the standby 
power capability of both local fire alarm and security alarm 
systems. 
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Related Standards 

.The f~ll~wing standards and goals may be ap
plIcable In Implementing Standard 4.2: 

4.8 Annual Alarm Impection 

7.1 Consumers Responsibility for Selection of 
Security Services 
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Standard 4.3 

Certified Tra.ining of 
Alarms Sales and 
Service Personnel 

There should be a certified training program for 
alarm sales personnel and alarm service technicians. 

Commentary 

A major cause of problems involving alarm sys
tems can be traced back to inadequacies of the 
person selling, installing, or servicing the system. 
The alarm committee of the Private Security Ad
visory Council found: 

Too often, individuals or companies attracted into the 
alarm industry because of constant publicity given to the 
crime problem, have little understanding, knowledge and 
experience of the specifics required in properly sustaining an 
alarm business. This may lead to improper selection of 
components to accomplish specific tasks, or improper in
stallation, either of which may lead to frequent false alarms. 

A contributing factor to the problem of inadequacies 
in alarm sales and servicing is the lack of effective 
codes, guidelines, or starldards to ensure competence 
in these careers. Almost 'lny individual can open an 
alarm systems business with no test required of his 
knowledge or ability to operate such a business. 
Although the system he sells may be reliable, he may 
have no experience or knowledge concerning correct 
installation and servicing, nor be able to obtain 
proper training in such matters through on-the-job 
activities. 
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Many basic arguments support establishment of 
a certified tmining program for installation, sales, 
and service personnel. First, new alarms are being 
installed every day. Installers have varying degrees 
of skill, depending on company training. Many are 
not knowledgeable of installation methods required 
for the more sophisticated systems on the market; 
many may even lack the necessary basic skills. This 
lack of training or skill not only results in ill will 
on the part of consumers and law enforcement agen
cies but also creates problems for alarm companies 
and manufacturers of alarm equipment. Norval 
Poulson of Certified Burglar Alarm Systems, Inc., 
described this problem as follows: 

The equipment now being installed by many alarm com
panies is quite technical and far more sophisticated than 
the alarm system of the past 30 to 40 years. Many of the 
old-time employees are not trained--or are untrainable--on 
the new equipment. This is a serious problem facing both 
the alarm companies and the manufacturers of alarm equip
ment. Frankly many alarm companies are not purchasing 
newly-developed equipment because they realize they do 
not have the personnel, either in management or their serv
ice department, who can properly maintain and properly 
diagnose trouble in these sophisticated systems. 

Alarm sales personnel, too, need to keep abreast 
of newly developed equipment, as well as possess a 
technical knowledge of the systems they sell. Many 
salesmen tend to be more sales oriented rather than 
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technically oriented, but the consumer depends on the 
salesman's advice regarding which system to buy. If 
the salesman, through lack of technical knowledge, 
sells the wrong type of device, no amount of skilled 
servicing can make the system work properly. 

Carl Kellem, instructor at the National Crime 
Prevention Institute and an electrical engineer, sug
gests that alarm dealers should be trained in security 
concepts, risk management, capabilities and limita
tions of protection devices, and seriousness of false 
alarms. For alarm installers and servicemen, he 
recommends minimum training in electrical funda
mentals, seriousness of false alarms, and sensitivity 
of the proprietary equipment and information. He 
also believes that sales, installation, and service 
personnel should be encouraged to work together in 
order to build a better understanding of each other's 
jobs. 

Another argument for certified training is that 
consumers need clear and understandable guidelines 
for selection of a reputable alarm company. Certifi
cation of alarm company personnel to a minimum 
level of training increases the ability of consumers 
to choose reliable companies to sell, install, and 
service their alarm systems. 

A final argument in favor of a certified training 
program for alarm company personnel is that such a 
program would upgrade the industry's public image. 
This is an important consideration in today's market
place. 

A complex question in establishing a certified 
training program in the alarm systems field is who 
will implement it and how. One possibility would be 
government implementation and certification. An al
ternative to government certification is for the alarm 
industry to develop its own program and implement 
it on a local, State, or national level at a pace best 
suited to existing business conditions. Or the gov
ernment regulatory agency involved might invite 
experts in the alarm industry to drait minimum 
guidelines for training. An alarm company applying 
for a business license or renewal would have to file 
a training program outline meeting these minimum 
drafted guidelines. By this method, the company, 
rather than the individual, would be certified, and 
occasional field inspection would be made to ensure 
compliance. 

Representatives of the alarm industry were asked 
their opinions on a certified training program. Their 
responses were mainly negative. In their opinion, 
there already is enough licensing and certification, 
and the cost of such a program could be a threat to 
their business life. Without concrete proposals on the 
length, content, and cost of such a program the alarm 
industry is not likely to lend its support. ' 

Another approach to training could be through 
independent individual action. Certain standards for 
alarm sales, servicing, and installing personnel could 
be developed and ( 'fered as courses at local voca
tional or junior c_.leges. Persons completing the 
course work would possess more marketable skills 
and be an asset to the company hiring them. 

The need to upgrade the' level of skill of some 
alarm companies' sales, service, and installation per
sonnel is evident, even though many highly profes
sional alarm companies already have training pro
grams that would surpass any minimum recommen
dations. It should also be noted that some training 
may be inappropriate for alarm companies that deal 
solely wtih specialty devices. But for the overall 
good of the public the alarm industry serves, a pro
gram of certification requiring minimum training 
should be adopted for alarm systems personnel. 
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Related Standards 

The following standards and goals 
plicable in implementing Standard 4.3: 

may be ap-

2.1 Training in Private Security 

2.5 
2.8 

2.9 

Preassignment and Basic Training 

Training of Supervisors and Managers 

State Authority and Responsibility for Train
ing 

2.10 State Boards to Coordinate Training Efforts 

3.1 Code of Ethics 

4.5 Training and Instruction of Alarm Users by 
Alarm Companies 

8.3 Noncredit and Credit Seminars and Courses 

8.4 Degree Programs for Private Security 

11.2 Registration Qualifications 
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Standard 4.4 

Compatibility 
of Sensors 

Alarm companies and alarm users should only use 
those sensor devices in alarm systems that are 
operationally compatible with the area in which the 
system is located. 

Commentary 

Of the numerous types of alarm devices available, 
those referred to as sensors are cited because of the 
many problems that may occur with their use. For 
the purpose of this standard, sensors generally can 
be defined as detection devices for space protection 
and include those that work on the Doppler, ultra
sonic, optical, or stress principle. This type of equip
ment is far more complex in makeup than simple 
contacts and switches, and a higher degree of skill is 
required for proper installation of such equipment. 
Thus, sensors are more susceptible to false alarming. 
However, George Lippert of Morse Products Manu
facturing suggests in Security Distributing and Mar
keting that the problem of false alarming usually can 
be prevented by proper application and installation 
of the equiment. 

For sensing equipment to fUnction properly, the 
environment in which it is to be installed must be 
carefully studied first. Overlooking certain environ
mental factors at the time of installation could render 
the system useless. For example, installing vibration 
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detectors in a bank vault located above a subway 
would be futile. Factors such as the state of repair of 
a building a.nd the type of heating (radiators, air 
currents, and so forth) can affect the successful 
operation of sensory equipment. Table 4.1, as de
veloped by F. C. Heckman, lists factors having a 
causal effect on the triggering of sensors. This list 
should be updated and used as an application guide 
for salespersons, installers, and purchasers of alarm 
systems. 

Heckman states that security engineers contacted 
believed that, "through conservative design and 
utilization of only the best components, the sensitive 
amplifiers used in space intrusion detectors can be 
brought to a point where they will be as stable as the 
current state of the art will permit." 

Improper installation is another factor that must 
be seriously considered with respect to sensor appli
cations. As stated by Carl Kellem of the National 
Crime Prevention Institute, "The major problem we 
are having naw with sensors and will in the future is 
the individual installing the system. He needs to have 
the knowledge to evaluate the capabilities and limi
tations of the system." Norval Poulson, in an article 
dealing with false alarms, broadens this definition, as 
follows: 

...... 

, 

• 

Table 4.1 False Alarm Evaluation 

Will Tend to Falsely Trigger 

Radio 
False alarm causing Phenomena Frequency Ultrasonic Sonic Infrared Stress 

Lightning Yes No No No No 

Intermittent power failure Yes No No No No 

Intermittent power switching Yes No No No No 

AC sparks from switches and contacts Yes No No No No 

Shortwave transmitters (police, cabs, etc.) Yes Yes No No No 

Hot and cold air currents No Yes No No No 

Rotating machinery (fans, etc.) Yes Yes Yes No No 

Randomly moving objects (chandeliers, blinds, 
curtains, trees) Yes Yes Yes No No 

Small animals Yes Yes Yes Yes No 

Noises (telephones, radiators, etc.) No Yes Yes No No 

Structural member flexure No No No No Yes 

Wavering in large metal surfaces (walls, roofs, air 
and heating ducts) Yes Yes Yes No No 

Random heat sources (lights, radiators, sunlight) No No No Yes No 

Source: F. C. Heckman. "A Survey of Security Alarm Systems and Their Operational Characteristics." Unpublished master's 
thesis, Michigan State University, East Lansing, 1973, p. 33. 

Improper installation includes poor workmanship, proper 
equipment improperly installed, and installation of equip
ment unsuitable for the specific application. 

Further concerns of Poulson are described in the 
same article: 

Another cause is what I call "over-extension of equip
ment." For example, a manufacturer may sell a photo
electric beam system with the claim that it is effective for 
300 feet. Under ideal conditions, it may be, but under 
normal everyday working conditions, 300 feet is "over
extending" the equipment to the point where it will cause 
false alarms. A corollary of "over-extension" of equipment 
is the use of the "next best thing" when protecting problem 
areas for which there is no equipment available to do a 
proper job; "the next best thing" is sometimes a good 
source of false alarms. 

An "economy" that is sometimes resortl~d to in order to 
offer the most competitive price is to ignore Underwriters' 
Laboratories specifications when making installations which 
do not require UL certification. By skimping here and there 
to be competitive an installation is produced which will in the 
long run be a source of false alarms. 

Thomas M. Lewin agreed with Poulson in an 
article in Security World magazine: "Equipment 
should be operated within its design limitations. The 
limits of rated photo-electric beams and motion 
detection equipment, for example, are clearly de
fined. Stretching their coverage ra:qge invites false 
alarms." Lewin warned the alarm companies of an 
additional problem: 

Insurance company underwriters may unintentionally 
create these same problems when they specifically request 
installation of certain types of alarm equipment. Physical 
conditions of the building or the eqiupment itself may render 
such systems extremely susceptible to false alarms. The 
insurance industry should make it a ,oint to consult with 
operating alarm companies, and it is the responsibility of 
the alarm companies to keep insurance carriers informed 
about changes in protected premises and in the alarm systems 
protecting them. 

The missapplication of sensor systems has resulted 
in various studies and reccimmendations by profes-
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sional gr . .)u'ps and resea.rch t.eams. O~e example of 
corrective recommendatlOns IS found m the RAND 
Report (Vol. I): 

The sensitivity adjustment of the sensory mechanism shall 
be so as to suppress false alarms as a result of short flashes 
of light, wind noises, vehicular noises, or other forces un
related to genuine alarms. 

In an attempt to alleviate application problems, 
the standards' subcommittee of the Alarm Industry 
Committee for Combating Crime prepared the. fol
lowing model legislation secti.on for the InternatIOnal 
Association of Chiefs of Pollce: 

Electronic Protection Units 

4.10 Electronic intrusion-detection equip~ent inc1~de~ a 
variety of operating principles that are used m combmatlon 
with or in lieu of other protection forms .. Inc1ud.ed are ~uch 
devices as photoelectric beams, ultrasomc deVices, mlcr?
wave devices and sound detector systems. False alarms wI!1 
be minimized by strict adherence to. the manufacturer s 
application and operation recommendations. (12.1) . 

4.11 Systems of invisible radiation, and sound and vibra
tion detection systems, shall be acce~table only when the 
protected area is provided with a phYSical boundary. (12.4) 

4.12 When a sound detection system is u~ed to protect 
a premises, the following conditions and reqUirements shall 
apply. (12.10) b 'ld' f 

4.13 All such systems shall be limit~d to UI mgs 0 

substantial construction in which a forCible entry through 
ceiling, roof, walls, or floor will crea,te a significant amount 
of sound energy. Also, the constructIOn shall be such as to 
reduce extraneous outside noise. (12.11) . 

4.14 The preceding paragraph is intended to restnct 
applications of such systems to buildings or areas constructed 
of masonry, metal, and glass. (12.12) 

There is no question that a properly insta~led 
alarm system using sensors can greatly benefit cnme 
prevention. Yet, until manufacturers. can pr~duc~ 
sensors with improved ability to dIscern stImulI 
correctly and until alarm sales and in~tal~ation p.er
sonnel upgrade their knowledge and skIlls III workmg 
with sensors, false alarm problems caused by errant 
sensors will continue to plague law enforcement 
officials, alarm users, and the alarm industry. 
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Related Standards 

The following standards and goals may be ap
plicable in implementing Standard 4.4: 

4.1 Alarm Systems Research 

4.8 Annual Alarm Inspection 

4.10 Alarm User Permit Systems and the False 
Alarm Problem 

7.1 Consumers Responsibility for Selection of 
Security Services 

7.2 Consumer Assistance Committees 

7.4 Private Security Advertising Standards 

----.~ .. -----------

Standard 4.5 

Training and 
Instruction of 
Alarm Users by 
Alarm Companies 

Companies and others installing a~arm systems 
should be required to instruct or train users and 
their employees in the proper operation of the 
systems and to provide continued guidance when 
needed. 

Commentary 

The responsibilities inherent in the use of an 
alarm system do not end with proper selection and 
correct installation. A user must understand the 
system's operation, as well as the problems and 
dangers inherent in a false alarm. The problem of 
false alarms due to user error emphasize the need 
for improving user responsibility. A study in Cedar 
Rapids, Iowa, documented that 76 percent of all 
false alarms during the study period were the result 
of error or negligence on the part of the alarm owner. 

Several other studies of false alarms have also 
documented the common problem of user error. 
One, entitled "Feasibility Demonstration of the 
Citizen's Alarm System," conducted by the Aero
space Corporation, found that alarm user error 
totaled 33.5 percent of all hlse alarms received at 
one central station in a 6-month period. Further, 58.4 
percent of these false alarms were of unknown origin, 
and it can be safely assumed that some portion of 
that figure could be assigned to alarm user error. 

An extensive studv of false alarms was conducted 
by the Alarm Indu~try Committee for Combating 
Crime (AICCC). Involved in a 1-month pilot study 
were 178 central alarm stations servicing 152,425 
alarms. During that period there were 35,992 false 
alarms. Forty-four percent, or 15,994 false alarms, 
were labeled internal alarms, defined as any alarm 
initiated from the protected premises and caused by 
anything other than equipment failure. Of this figure 
66.5 percent, according to the AICCC, were caused 
by alarm user error. An additional 20 percent, or 
7,212 unknown alarms, were logged by the central 
alarm stations during the. study period. A portion of 
these alarms may be assumed to have been caused 
by alarm user error. 

Another research report by the National Crime 
Prevention Institute, entitled "False Alarm Study," 
indicated that 61 percent of all false alarms of a 
selected bank's branches were caused by alarm user/ 
employee error. The report further cited a survey of 
false alarms from general businesses and residences 
in which a 50 percent alarm-user-error rate and a 
9 percent unknown-reason rate were discovered. 

Data on the percentage of false alarms from un
known causes reported by various studies has been 
included, because alarm industry professionals have 
suggested that users may deny responsibility for false 
alarms in order to avoid sanctions imposed by local 
government authorities or central alarm stations. 
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Thus, it is probable that a portion of false alanns 
whose causes are listed in the unknown category 
are attributable to user error. 

Assuming the figures on user error resulting in 
false alarms are correct and in view of the exceed
ingly high percentage of false alarms attributable 
to user error, the causes that contribute to these 
high percentages should be more closely examined. 
This 'was done by the AICCC in their study of 
false alarms: 

Percent 

Failure to lock doors and windows 21.2 
Custodial or other personnel improperly 

I:mtering security areas 17.8 
Improper operation by user 14.8 
Failure to notify alarm company of 

o::hange in procedure 12.7 
Total percent of internal causes 66.5 

This breakdown reflects that user-generated false 
alarms are caused by a lack of training and occa
siona:! negligence in the operation of the system. 
It also reflects the need for an ongoing training and 
communication program between the alarm company 
or central alarm station and alarm users. 

Rel::ognition of the need for proper training is 
cited by the Small Business Administration. In a 
report entitled "Crime Against Small Business," 
they recommend: 

... that attention be directed to abatem'!nt of the serious 
operational problems of alarm systems including: 

training of businessmen and their employees on procedures 
to reduce the number of false alarms caused by human 
errors. 

The alarm companies are also aware of the need 
for user training. The previously mentioned AICCC 
study of false alarms stated: 

An intensive study of the largest category, "Internal 
Alarms" has shown that a substantial portion of those alarms 
could very likely be eliminated with improved cooperation 
between alarm users and the alarm company. 

In an attempt to deal with alarm user error, AICCC 
has recommended that central alarm stations initiate 
educational programs with their subscribers and 
report to AICCC on the success of their efforts .. 

When an individual or business concern deCIdes 
to acquire an alann system, the main .concern ~s 
protection of the home or place of busmess. It IS 
unlikely that the user truly understands the opera
tion of the system or the effect it has on police, the 
alarm company or central alann station, and fellow 
citizens. Therefore, at the time of installation, it is 
imperative that the proper attitudes and operating 
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skills be instilled in the alarm user. Accordingly, all 
companies and others installing alarm systems should 
be required to provide adequate instruction and 
proper training on the operation of the system. 

In addition to instruction on the basic operations 
of the alarm system, all users should know the effect 
the system can have on others, particularly that a 
false alarm results in a serious loss of law enforce
ment coverage in the community. One example of 
the effect false alanns have on law enforcement 
coverage can be found in a study entitled Private 
Security and the Public Interest. According to the 
study, the false alarm rate in 1972 in Los Angeles, 
Calif., was 97 percent, or nearly 32,600 false alarms 
out of 33,600 alarms. Based on 40 man-minutes 
per call, the rates resulted in a loss of 22,400 m.an
hours that year, the equivalent of losing 11 full-time 
law enforcement officers. 

Another negative effect false alarms have on law 
enforcement officers is building complacency in 
alarm response. This results in a lowering of priori
ties of the alarm response, increasing the danger to 
the officer, and decreasing the chance of apprehen
sion of the suspects and recovery of property and 
goods in an actual criminal attack. But, even more 
important, it can lead to such tragic re~ults .as the 
Greenwood Bank incident of 1955, CIted III the 
"False Alarm Study" of the National Crime Preven
tion Institute. Three officers responded to an alarm. 
The result-one officer killed and two officers 
wounded by the gunmen inside the bank. Com
placency may well have been a cause of this tragedy. 

Another danger involved in false alarms is the 
possibility that a law enf?rcement. vehicle m.ay be 
involved in a serious aCCIdent whIle attemptmg to 
respond promptly to the scene. Figures cited in the 
"False Alarm Study" show that: 

In any case, alarms do result in vehicles trying to "get 
there" as fast as safely possible. With as many as 8,000 
false alarms annually, every officer's safety is probably 
endangered many times. False alarms unnecessarIly place 
his life and lives of other drivers in jeopardy. If such calls 
were valid calls for help, this overall response would be 
justified-but that is not the case. 

From January through July, 1971, 37 SPD vehi~le ac
cidents occurred during "emergency responses" of which 17 
were ruled "preventable" by the Accident Review ~oard. 
These incidents involved 23 % of the 157 SPD aCCidents 
recorded during this period, and tllis compares favo~a~ly to 
1970's figure of 37%. There are no available statistIcs of 
how many of these responses involved actual alarms. 

Alarm users need to be informed that false alarms 
may result in the alarm company or central alarm 
station sending out a serviceman or, in some cases, 
an anned agent of the company. This response 
means increased costs for all alarm users and, III the 
case of armed alarm respondents, can pose a threat 

- --~-~ .. ------~--...,....---------

to life should confusion develop at the scene involv
ing customers, police, and respondents. 

As a part of their service, alarm companies or 
other installers should provide not only instruction 
at the time of installation but also continued guidance 
or training in the use and operation of the system 
as needed. Over the months or years following the 
purchase of an alarm system, the principal user 
may forget all he was taught at the time of purchase. 
Additionally, the third of fourth generation employee 
may receive inadequate training from the user in the 
operation of the alarm system. The user ~lso m~y n~t 
be able to instill the proper mental attItude III hIS 
third or fourth generation employee toward alarm 
system procedure. 

When this point is reach (it will be obvious because 
of frequent employee-actuated false alarms), the 
principal user should call the alarm company to re
quest assistance. In response, the company should 
send a representative to provide a refresher course 
to the user and employees. This training should be, 
and is in many cases, provided free. If such service 
is now unavailable, capability to deliver it should be 
developed. If it is not feasible for an alarm company 
to provide this service free of charge, it should be 
included in the servicing arrangement at a minimal 
cost. 

It is clear that if the problem of false alarms is 
to be effectively dealt with, alann companies and 
others who install alarm systems need to take an 
active role in educating users in the proper use and 
operation of their systems. Glen D. King, executive 
director of the International Association of Chiefs 
of Police, summarized the role of alarm companies 
in a speech delivered to the National Burglar and 
Fire Alarm Association: 

Your own part in this, it seems to me, lies in educating 
your customers about the system he has purchased and in 
making sure he understands what he has been told. You 
can't, of course, insure that the customer will communicate 
his knowledge of the system to employees who must come 
in contact with it, but you can stress the importance of this 
to the customer and even proviue him with instructions that 
he can distribute to his workers. . . . 

What I am proposing is that the alarm industry undertake 
a campaign to make users more aware of the need to prevent 
false alarms. The campaign should stress the fact that false 
alarms are not merely an annoyance for the police. 

They are expensive in terms of wasted manpower. They 
cause telephone and radio congestion. They can contribute 
to a high accident rate because of emergency response to 
alarms. And, ultimately, they hurt the business with properly 
functioning alarm equipment. 

Such a program would not have to be costly or elaborat~. 
What I am suggesting is principally an increased emphaSIS 

on educating the buyer of alarm equipment on ways to avoid 
false alarms. 

Initial training as well as refresher and/ or re~ 
training programs could be implemented in a rela
tively short timespan by the alarm industry. The 
customer, although bearing final responsibility f?r 
the system, only understands the system and Its 
implications to that degree to which he was initially 
trained. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 4.5 : 
2.1 Training in Private Security 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
4.10 Alarm User Permit Systems and the False 

Alarm Problem 
7.1 Consumers Responsibility for Selection of Se

curity Services 
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Standard 4.6 

Joint Cooperation 
to Reduce Alarm 
System Costs 

Governmental agencies such as the Law En{ufce-
t Assistance Administration; Federal, State, amI 

men <". I . d stry. law local regulatory agencies" the a arm lD u '. 
enforcement agencies; and the telephone co~p~mes 
should work together to reduce the cost. 0 • ~ arm 
systems and improve. th.e efficiency and reliabilIty of 
operation and transmission. 

Commentary 

Alarms offer a proven method for crime reducti~n 
and criminal apprehension. Unfortunately, at t ~ 
same time as crime is rlsing, the costs conne~te 

<th the provision of alarm systems and serVIces 
~~o are steadily increasing. If alarm systems becoI?e 
so costly that only the wealthy and large co~pames 
can afford alarms for their homes a~d busmess~s, 

t' 'ly the poor and small busmessman wIll respec I\C , . h tonged 
suffer a serious injus~ice. T~ achIeve t.e wo-pr the 
b· . of deternng cnme and mcreasmg o. Jectlve d< ps 

availability of alarm systems, many lVerse g:ou 
will have to join together to search for meanmgful 
approaches to reduce the cost of alarm systems. 

The goal of reducing the cost of .al~rm systems 
and improving reliability of transmIs~IOn ~ppear~ 
to be hampered by the economic consIderatIOns. 0 

both telephone companies and central alarm statIon 
operators. The problem from the telephone com-
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panies' point of view is that provision of high-.grade 
metallic transmission lines to alarm operators .IS not 
cost effective. Telephone companies are ~ovmg f to 
overcome this problem by incr~asing theIr. fees . or 
this category of service. To Illustrate thI.S p~mt, 
Anthony J. Grosso, vice president of engmeenng, 
ADT Security Systems, poiqted out that between 
1972 and 1975 a rate increase of 300 percent .oc
curr'ed for metallic facilities used by alarm servl~es 
in Florida. He further noted that 100 percent mci 
creases were imposed in Ohio, New York, an 
North Carolina. . 

Alarm operators are seeking rates comparab~e t~ 
those assigned to common carriers. Grosso pomte 
out that one telephone company agreed to a 25 
percent reduction in local facility ta:iffs for co~mon 
carriers, but because alarm cOI?pames are. not mt~~ 
state common carriers, they dId not qualIfy for 
reduction. . d b 

Cost problems sometimes are accompame y 
unsatisfactory alarm transmission. No~val ~oulson 
of Certified Burglar Alarm Systems. Clt~S mdustry 
problems with the ~el~phone compames m terms of 
reliability of transmISSIon: 

For many decades alarm companies ~av.e used ':signal 
" t Ie hone lines for alarm transmls~lon. The:e. are ft~ae~eof ae lo~er grade not satisfactor~ for vOice transT~:sl~~~ 

While signal grade lines were en~lr~ly adequ~te 
older alarm systems, the new sophistIcated eqUIpment . . . 

is not always compatible with the lower grade line-and 
more false alarms occur. 

the FCC, and monthly meetings between the two 
organizations have been set up. 

Poulson further observed that telephone company 
personnel working on the lines sometimes interfere 
with the tagged alarm lines, resulting in false alarms. 

The alarm industry is att~mpting to o,'ercome 
some of these problems. The AC multiplex system 
was developed to take advantage of the more readily 
available voice-grade facilities. In 1969, Bell Lab
oratories, with alarm industry encouragement, began 
work on equipment that hopefully will provide low
cost McCulloh-type service. However, for alarm 
company operators to adapt their systems and equip
ment to a type using the less expensive telephone 
lines 1akes time and money< For the near future, 
alarm companies require lower line rates if they are 
to continue to provide affordable services. To obtain 
these Jower' rates, the full cooperation of telephone 
companies is needed. 

Grosso, acting on behalf of the alarm industry, 
developed the following list of activities where LEAA 
assistance could be used: 

To achieve the objective of low-cost, efficient, and 
reliable alarm systems the assistance and coopera
tion of more than telephone companies and 3larm 
station operators is needed. The Federal Communi
cations Commission (FCC) also should become in
volved, because it regulates the telephone compani~s 
and radio and television frequencies-alternates to 
leased telephone lines. 

Although the relationship between the FCC and 
the alarm industry dates back 15 years, only recently 
has the FCC displayed an understanding of the alarm 
industry's problem. In a pamphlet entitled "Alarm 
Systems, the FCC, and You," by Jeremiah Courtney, 
credit is given to the Central Station Radio Commit-
tee and Frequency Advisory Committee for bringing 
about FCC understanding and obtaining the alloca
tion of "five pairs of mobile radio service frequencies 
and a supply of microwave frequencies for alarm 
circuit use ... allocated to central stations .... " 
Also, FCC cable accessed television rules may allow, 
as early as 1977, unused CATV channel for non
voice return alarm system service. 

The Law Enforcement Assistance Administration 
(LEAA) is also involved with the alarm industry. 
Because various statutory mandates assigned to 
LEAA under the Omnibus Crime Control and Safe 
Streets Act of 1968, as amended, provide assistance 
to projects that prevent crime, the agency has a 
logical involvement in crime prevention systems. 

1. Encouraging availability of telephone lines. 
2. Encouraging reduction in the cost of telephone 

facilities. 

3. RedUcing the time required by telephone com
panies to provide new facilities and repair existing 
facilities. 

4. Encouraging technical development by the tele
phone company. 

5. Assisting in procurement of new frequencies 
from the FCC. 

6. AS'>isting in avoiding the imposition of costly 
technical restrictions by the FCC. 

LEAA interaction with the FCC has not, as yet, 
involved the~e issues. However, there are indications 
that, in the near future, LEAA will move into a 
more active role with FCC and the alarm industry. 

Not ali problem areas have been presented, nor 
has every viewpoint involved in the goal to improve 
transmission capabilities at a reduced cost been 
covered in depth. Such a presentation is beyond the 
scope of this report; it would require legal and 
technical analysis of complex issues. 

Although not all inclusive, this standard recog
nizes the multifaceted problem of achieving alarm 
system transmissions at reduced costs. Considera_ 
tions of the several positions have been presented. 
Efforts by individuals and organizations in terms of 
time, money, and hard work have brought about a 
promising situation-a climate where reconciliation 
of problems is possible if appropriate executives can 
sit down in a neutral atmosphere and engage in 
formal and/or informal negotiations. Through such 
joint efforts, progress toward reduced costs and im
proved reliability of transmission should occur. 

Selected References 

1. Courtney, Jeremiah. "Alarm Systems, the FCC, 
and You." Central Station Electrical Protection As
sociation, 1972. 

2. Grosso, Anthony J. "Central Station Signal 
Transmission Methods." Address before the City
Industry Alarm Task Force of Dallas, Tex., 1975. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 4.6: 
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4.1 Alarm Systems Research 

8.2 National Private Security Resource and Re
search Institute 

- --.... --------....... ---~-----

Standard 4.7 

Special Trunklines Into 
Law Enforcement 
F acirities and 
Automatic Dialers 

Consistent with existing technology, automatic 
telephone dialing services that are connected to alarm 
systems should not be keyed or interconnected with 
emergency law enforcement agency telephone lines. 

Commentary 

Telephone dialer systems are alarm systems that 
upon activation, normally use existing telephone 
lines to relay recorded messages to police or fire 
stations. In a master's thesis by F. C. Heckman, the 
following simple operational explanation of the auto
matic dialer system is given: 

. . . an automatic dialer is connected, usually through a 
telephone coupler which is rented from the phone company, 
to an existing regular telephone line. The dialer contains a 
tape cartridge which is programmed to dial a series of 
telephone numbers in the event the dialer is triggered. In 
addition to dialing the programmed numbers, the dialer also 
gives a prerecorded message.. . Some use double channel 
tapes whereby separate rate calls and messages can be made 
in event of fire or burglary. 

The telephone dialer system can provide a busi
ness with an alarm service at a cost lower than a 
central alarm station or a police department alarm. 
However, for various reasons, many police depart
ments and municipalities have become disillusioned 
with the dialer. A proposed ordinance in Washing-

ton, D.C., would require dialers to go through tele
phone answering services; attempts have been made 
in other localities to ban dialers altogether. 

It is the manner in which the automatic dialer 
transmits the alarm message that so disturbs law 
enforcement officials. When activated, the dialer 
plays a pretaped message to the number dialed. Thus, 
the system can tie up police telephone lines until 
the dialer completes its program, or until someone 
at the scene resets the system. Telephone communi
cation can be disrupted considerably when several 
dialers attempt to deliver their messages simultane
ously or when a malfunction ·occurs. The RAND Re
port (Vol. II) cited an example of one dialer mak
ing 22 calls to the Los Angeles police communica
tions center in one day. Also, police communications 
officers experience frustration when they are not able 
to question the pre taped message in order to learn 
additional details regarding the emergency. 

In an effort to counter this problem with the 
telephone dialer system, the RAND Report (Vol. 1) 
made a recommendation consistent with this stand
ard: 

No automatic protection device shall be keyed to a 
primary or secondary telephone trunk line to the public 
police department, i.e., such devices should be keyed to a 
special trunk line. 
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It is essential that the law enforcement agency's pri
mary trunkline and special emergency lines be kept 
available for the fastest possible handling of person
to-person calls. 

Various cities throughout the country have 
adopted some variation of the above recommenda
tion. Excerpts from existing telephone dialer system 
ordinances are: 

Dallas, Tex.: 

Sec. 15C-2. Automatic protection devices-restrictions on 
keying. 

(a) No automatic protection device that is installed after 
the effective date hereof by any person on premises of any 
kind in the City of Dallas shall be keyed either to a primary 
or secondary trunk line. 

(b) After the effective date hereof, any alarm equipment 
supplier who installs automatic protection devices in the City 
for the purpose of sending pre-recorded emergency messages 
directly to the Fire Department or the Police Departmr;nt 
shall first obtain necessary instructions, including a desig
nated telephone number, from the particular Department 
concerned with the type of messages, in order to key such 
devices to a special trunkline into that Department. 

(c) Within sixty (60) days after the effective date hereof, 
all automatic protection devices in the City that were keyed 
on that date to a primary or secondary trunkline shall be 
disconnected therefrom. The owner or lessee of any such 
device shall be responsible for the disconnecting of it 

(d) An owner or lessee of an automatic protection device 
who has it disconnected as required by (c) of this Section, 
may authorize an alarm equipment supplier who has a 
temporary permit or a license, as required by this Chapt'!r, 
to key the automatic protection device to a special trunkline 
into the Fire Department or the Police Department, providl!d 
that the device meets operational requirements, as set forth 
in this Chapter. 

Sec. 15C-6. Same-operational requirements. 

Automatic protection devices installed on premises of any 
kind in the City that are keyed to a special or operator 
trunkline shall meet minimum operational requirements, as 
determined by the Director, as follows: 

(a) The content of the type of recorded message to be 
transmitted by such device must be intelligible and in a 
format approved by the Chief of the Department concerned 
as appropriate for the nature of the alarm. 

(b) No recorded message shall be delivered to the Police 
or Fire Department more than three times as the result of 
a single stimulus of the sensory mechanism. 

(c) The length of time for transmitting the recorded mes
sage must not exceed fifteen (15) seconds. 

(d) The time gap between delivery of each recorded 
message must be in the range from ten (10) to twelve (12) 
seconds. 

(e) Such device must be capable of transmitting an alarm 
message to two or more recipients, so that upon installation, 
any message will be sent not only on a special or operator 
trunkline, but also on the line of an authorized person having 
a key to the premises who is available to respond to an 
emergency. 

(f) The sensory mechani5m used in connection with such 
devices must be adjusted to suppress false indications of fire 
or intrusion, so that the devices will not be actuated by im
pulses due to transient pressure changes in water pipes, short 
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flashes of light, wind noises such as the rattling or vibrating 
of doors or windows, vehicular noise adjacent to the in
stallation or other forces unrelated to genuine alarms. 

(g) All components comprising such a device lUust be 
maintained by the owner or lessee in good repair to assur.:' 
reliability of operation. 

Tenafly, N.J.: 

B. Equipment~No dial alarm devices shall be finally 
registered until a test alarm has been made by the owner 
in conjunction with the Chief of Police or his representatives; 

C. No dial alarm devices shall be permitted unless of a 
type approved by the Board of Police Commissioners in 
accordance with the rules promulgated under Section 10 
of this Ordinance. Any such equipment must have the ap
proval of the New Jersey Bell Telephone Company or its 
successor; 

D. All dial alarms shall be coded to dial a special separate 
number which number can be obtained from the Chief of 
Police, and no dial alarm shall be coded to dial the number 
of the general police switchboard of the Borough to Tenafly; 

E. Any dial alarm device sIJall be coded as well to 
notify a relative, neighbor, or other third party who will be 
disclosed in the registration of said equipment as required 
by this Ordinance; 

F. All dial alarm devices shall be capable of disconnect 
to enable the owner to call the Police switchboard to indi
cate that a false alarm has occurred; 

Ladue, Mo.: 

Automatic dialers must be installed on a separate tele
phone line unless the device incorporates equipment capable 
of seizing the telephone line and a method to abort a false 
alarm. Automatic dialers cannot be keyed to the trunkline 
of the police department. 

International Association of Chiefs of Police (lACP): Model 
ordinance 

Section 12. Automatic dialing device-interconnecting to 
prim.lry trunk lines. 

(a) No automatic dialing device shall be interconnected 
to a primary trunkline after the effective date of this or
dinance. 

(b) Within (90) days after the effective date of this or
dinance, all automatic dialing devices interconmcted to a 
primary trunkline shall be disconnected therefrom. The 
owner or lessee of such device shall be responsible for hav
ing the device disconnected within the (90) -day time period. 

(c) Automatic dialing devices designed to transmit signals 
directly to the (police department) may be interconnected 
to a special trunkline into the department. Before such a 
device is interconnected to a special trunkline, the person 
performing this operation shall first obtain instructions from 
the (police department) concerning the procedure to be 
followed. The (police department) shall designate the 
number to be used for this purpose. 

Further, the IACP model ordinance lists standards 
for automatic dialing services: 

Section 15. Automatic dialing device-standards. 

Automatic dialing devices installed on any premises within 
the (city) which are interconnected to a special trunkline 
transmitting signals into the (police department) or to a 

telephone line directly serviced by telephone company opera
tors that will be responded to by members of the (police 
department) shall meet the following minimum standards, 
as determined by the (police chief) : 

(a) The contents of the recorded message to be trans
mitted by such device must be intelligible and in a format 
approved by the (police chief) as appropriate for the type 
of emergency being reported. 

(b) Upon a single stimulus of the alarm device, an 
automatic dialing device may place two separate calls to 
the (police department) via the special trunk line. No such 
call shall be longer than one minute and fifteen seconds in 
duration. There must be at least three minutes between the 
completion of the first call and the initiation of the second, 
and the second call must be clearly identified as a second 
call. 

(c) Messages transmitted during such calls, stating the 
location and nature of the alarm condition, shall not exceed 
fifteen (15) seconds in length. 

(d) The time gap between delivery of messages must be 
less than five (5) seconds. 

(e) All such devices shall be capable of transmitting an 
emergency message to two or more separate locations, so 
that upon activation any message may be sent not only on 
a special trunkline or a telephone line serviced directly by 
telephone company operators, but also to a location where 
an authorized person is available to respond to the emer
gency message, and to open the premises on which the 
device is installed. 

(f) The sensory apparatus and hardware comprising such 
devices shall be maintained by the owner or lessee in such 
physical condition that false alarms will be minimized. 

(g) This Section shall apply only to those automatic 
dialing devices interconnected to the communication center 
of the (police department), any other municipal office or to 
telephone company operators. 

These ordinances represent a positive response to 
difficulties encountered by the police with telephone 
dialer systems. Thus, if a tremendous natural dis
aster, such as an earthquake, occurs or a single 
dialer malfunctions, only the special trunkline wiII 
be tied up. 

Another feasible alternative involves sending the 
pretapcd messages from all automatic dialers to 
central stations or answering services for routing to 
law enforcement agencies. This method may provide 
a workable alternative to totaJ prohibition of dialer 
alarms by localities as a result of the concern over 
overburdened law enforcement communication facil
ities. 

Before law enforcement officials or government 
authorities initiate any action involving automatic 
telephone ejIalers, consideration should be given to 
the result their actions may have on overall crime 
prevention in the community, especially the cost 
trade-offs between handling an automatic dialer 
alarm or investigating a burgJary. 

Selected References 

1. "Alarm Ordinance." La.due, Mo. 

2. City of Dallas. "Ordinance #13139, Emer
gency Reporting Equipment and Procedures." Dal
las, Tex., 1971. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 4.7: 

4.2 Backup Power for Alarms 

4.8 Annual Alarm Inspection 

4.10 Alarm User Permit Systems and the False 
Alarm Problem 

7.1 Consumers Responsibility for Selection of Se-
curity Services . 
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Standard 4.8 

Annual Alarm 
Inspection 

Local governments should require all alarm sys
tem users whose systems ordinarily result in a law 
enforcement response to have their systems inspected 
at least once each year. 

Commentary 

False alarms not only reduce the efficacy of using 
alarm systems as a primary crime prevention tool, 
but also are a threat to both citizens and law en
forcement officers. Users of alarm systems that alert 
other citizens or law enforcement officers to a rrimi
nal attack should do everything possible to ensure 
their systems will not false alarm due to mechanical 
failure or malfunction. In the absence of a servicing 
and maintenance contract, the user should arrange 
for annual inspection service. 

Underwriters' Laboratories, Inc. (UL) has in
cluded an annual system inspection requirement in 
many of its standards; some UL standards even 
require inspection more frequently than once a year. 
UL standards require inspections of police station 
connected burglar alarm units, local burglar alarm 
units, central station burg!ar alarm units, holdup 
alarm units, mercantile and bank burglar alarm sys
tems, and proprietary burglar alarm system units. 
~ 

A representative example of the language used in 
UL standards requiring inspection follows: 
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43.1 All alarm installation and alarm receiving equip
ment shall be maintained under contract by the open/ting 
company and shall be inspected at intervals sufficiently fre
quent to insure continuously reliable service. In no case 
shall the interval between regular maintenance inspections 
exceed 1 year. (UL Standard 365, Police Station Connected 
Burglar Alarm Units and Systems, March 1975) 

A document prepared by the Alarm Industry Com
mittee for Combating Crime provides a sample of 
the language found in servicing and maintenance 
contracts: 

The company agrees to install and maintain during the 
term of the agreement all necessary transmitters, wire con
nections and instruments necessary to convey signals from 
the subscriber's premises to the alarm company (to the police 
communications center) (or in the case of local alarm sys
tems for proper operation of the system) and all sensing 
devices, appliances, cabinets, cables, conduits, foils, screens, 
springs, tubing, switches, wire and all other materials speci
fied in the schedule of protection (the schedule of protection 
is part of the contract and it spells out the nature and extent 
of protection provided by the alarm company) and the alarm 
company will maintain such system in good working order. 

The Texas Municipal League's "Burglar Alarm 
Code for Texas Cities" extensively incorporates the 
standards of the Underwriters' Laboratories, Inc., 
and the American National Standards Institute. The 
League's code mandates annual inspection of alarm 
systems. 

-----------------------------------------~---------------------,-----~ 

. The. International Association of Chiefs of Police 
m ~heir m?del burglar and holdup alarm syste~ 
~rdmance, mcludes a requirement of yearly inspec
tIon of alarm systems for annual renewal of the 
ala~m user permit. Section 26, 2, D of this model 
ordmance states: 

~very alarm ~ser licensed under this Section shall be re
qUIred to ~ave Its alarm system inspected at least once a 
yea~ ?y a h~ensed alarm business, and post a certificate of 
sue, l1~spectlOn on the premise where the alarm system l'S 
mamtamed. 

The a,Jarm industry, law enforcement agencies, 
and an mdependent testing laboratory support an 
annual alarm system inspection. However, the alarm 
systet;n user would have to pay for the annual in
spectlO? The. cost of annual inspection should be 
determmed wI~h exte?sive citizen input. If the cost 
of an annual InSpectIOn is kept low and the user 
u~derstands the reas~ns for inspection, this standard 
WIll enhance the cnme prevention capabilities of 
alarm systems. 

Selected References 

!. Alarm Industry Committee for Combating 
Cn~e. Correspondence in response to the working 
outlIne of Task Force Report, Aug. 1, 1975. 

2. International Association of Chiefs of P r 
Legal Research Section, Research Division ,,~~ei 
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3 .. Private .Security Task Force, Committee C 
Meetmg, LOUIsville, Ky., Aug. 14-16, 1975. 
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Related Standards 

Th~ f?l1owing standards and goals may be appli
cable In Implementing Standard 4.8: 

4.2 Backup Power for Alarms 

4.4 Compatibility of Sensors 

4. 7 Sp~~ial Trunklines Into Law Enforcement Fa
CIlItIes and Automatic Dialers 

4.9 Alarm Systems Servicing Capability 

7.1 Co~sumers Responsibility for Selection of Se
cunty Services 
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Standard 4.9 

Alarm Systems 
Servicing Capability 

Every jurisdiction should have a disclosure law 
requiring persons in the business of alarm systems 
sales to make known prior to a sale where the 
alarm system can be serviced or where a service 
arrangement can be obtained. Proof that a servicing 
arrangement, such as a contract or agreement, is in 
existence should be submitted to a law enforcement 
agency by persons desiring to transmit alarm signals 
to that agency. 

Commentary 

The recent rise in burglaries across the country 
has brought a corresponding rise in the business of 
alarm systems sales.1 A major problem confronting 
users of these systems is obtaining adequate servic
ing. When alarm systems malfunction, owners often 
discover that no servicing is available through either 
the original dealers or other concerns, thus rendering 
the systems virtually useless. Further, if an alarm 
company goes out of business, large numbers of 

1 Alarm system sales-any person, firm, or corporation 
that sells or leases and I or installs automatic protection de
vices that transmit over regular telephone lines; the alarm 
system being any assembly of equipment, mechanical or 
electrical, arranged to signal the presence of illegal entry or 
activity requiring urgent attention and to which police are 
expected to respond. 
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subscribers may be left with no means of maintain
ing their systems. 

In order to protect consumers and prevent disrup
tion of the important crime-deterring effect of alarm 
systems, persons selling alarm systems should be 
required to disclose whether a service capability 
exists for the systems sold. If sellers cannot service 
the equipment, consumers should be informed where 
such servicing can be obtained so that service ar
rangements can be made at time of purchase. 

The need for prearranged servicing becomes ap
parent when the alarm user attempts to obtain repair 
or maintenance service from a company other than 
the original dealer or installer. Some of these diffi
culties that arise have been pointed out by members 
of the Alarm Industry Committee for Combating 
Crime: 

When we get calls from people . . . how do we make a 
determination as to whether we want to service them or 
not? ... We will not repair an alarm system where we 
don't know who installed it and how that man worked .... 

... You must remember that an alarm system is not like 
a refrigerator or automobile where people know what to 
expect. You can go into a residence and find that the men 
who did the installation improvised in every possible way. 
There is no way we can figure out how the circuit went, 
particularly if the wires are concealed within the walls .... 

There are reasons other than technical difficulties 
cited by the above for the reluctance of alarm com-
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panies to service equipment other than their own. 
Carl Kellem of the National Crime Prevention Insti
tute points out that to service other companies' sys
tems requires available spare parts, and most com
panies are not willing to bear this additional ex
pense. Therefore, unless the owner agrees to an 
extensive service and maintenance contract allowing 
replacement of most of the original equipment, alarm 
companies usually will refuse to service an alarm 
system they did not sell or install. KeHem points out 
that reputable alarm companies do not wish to 
service equipment sold or installed by other com
panies, because they do not wish to encourage alarm 
systems sales by companies that cannot or will not 
provide maintenance. 

Reputable alarm companies believe that servicing 
marginal alarm systems sold by less creditable firms 
that neither have nor intend to develop servicing 
capability only helps to keep these sellers in business 
and encourages formation of new fly-by-night com
panies. Some of the problems posed by less credita
ble alarm companies are described in an article in 
Security Distributing and Marketing magazine: 

About a dozen New Jersey burglar alarm installation 
companies will try and tighten up their own future security 
by creating intra-industry standards to thwart "fly-by-night" 
electronic entrepreneurs allegedly undermining the integrity 
of their firms. 

An unexpected development from the two-hour session 
was a consensus expressed by the officials that something 
should be done to curb a proliferation of "shady fly-by
nights" trying to cash in on the present sales boom in 
residential burglar alarms and their installation by giving 
shoddy, cheap equipment, little, if any, service or mainte
nance, and a black eye to the legitimate firms. 

. . . those companies "often open and close in the space 
of about three or four months and keep the security keys 
(a series of trade keys able to turn alarm systems on or off) 
which can open anybody's (system)." 

"The traits are poor equipment-though you don't know 
it immediately-poor installation, a 'disappearing act' at 
service time, alJ.d high pressure sales pitches in high-crime 
areas." 

The initial recommendation of this standard-a 
disclosure law-would protect both buyers and sell
ers of alarm systems from disreputable practices, as 
well as ensure continuous alarm service. Various 
community or governmental organizations should do 
their part by informing the consumer of possible 
servicing problems. Then, prior to sale, an alarm 
system company should inform the consumer of its 
servicing capabilities. If these steps are taken, a 
much more favorable climate will develop between 
the alarm industry, the purchaser of alarm equip
ment, and law enforcement officials. 

This standard also recommends that proof of serv
icing capability for an alarm system intended to 
terminate at a law enforcement agency be required 

prior to connection of the system. This requirement 
is based on the belief that a citizen who desires 
additional protection, such as that provided by a 
direct connection to the police department, accepts 
an additional responsibility. 

It appears that there is constitutional support for 
a standard requiring a service capability for systems 
connected to law enforcement agencies. The Ne
braska case of United States Brewers' Association, 
Inc. v. State addresses police powers to make such 
a requirement: 

The exercise of the police power must be directed toward 
and have a rational relation to the basic interest of society 
rather than the mere advantage of particular individuals .... 
A police regulation cannot arbitrarily invade private property 
or personal rights. There must be some clear and real con
nection between the assumed purpose of the law and its 
actual provisions. . . . 

Actual examples of ordinances requmng service 
capabilities of alarm systems do exist. For example, 
a Dallas, Tex., ordinance requires alarm companies 
to ensure 24-hour-a-day, 7-day-a-week servicing 
capability, and to provide a maintenance manual and 
schematics to the purchaser of the alarm system 
and the director of public utilities. Similarly, a La
due, Mo., ordinance states that all suppliers leasing, 
selling, or installing alarm systems must be able to 
repair the systems and provide purchasers with 
written material on how the device:> operate. 

In summary, a servicing disclosure law is neces
sary to reduce problems arising from lack of knowl
edge about the need for servicing, to help eliminate 
dealers capitalizing on the fear of crime to seH faulty 
or poor-quality alarm equipment, and to reduce un
necessary burdens on law enforcement agencies. 
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Related Standards 

Th~ f?l1owing standards and goals may be appli
cable III Implementing Standard 4.9: 
4.8 Annual Alarm Inspection 
7 .1 Co~sumers. Responsibility for Selection of Se

cunty ServIces 
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Standard 4.10 

Alarm User Permit 
Systems and the 
False Alarm Problelll 

Local governments should establish and enforce 
an alarm user permit system to regulate and reduce 
false alarms. Verified excessive false alarming ordi
narily resulting in a law enforcement response should 
be grounds for permit revocation, suspension, and 
other appropriate penalties. 

Commentary 

The most common problem with all types of alarm 
systems is false alarms. This drawback has lessened 
the alarm systems' role in crime prevention. But it 
is not a problem without a remedy, because experi
ence has demonstrated that where strict control by 
municipal government over alarm users exists statis-. ' tICS show a reduction in false alarming. 

The sanctions exercised by governments over 
alarm users should focus on control of false alarm
ing. The goal of the permit system is to bring about 
more effective crime prevention. 

False Alarm Definition 

To understand the advantages and desirability of 
the alarm system permit, there first must be com
prehension of the false alarm problem. In the case 
of "false alarms," it is difficult to develop a simplistic 
definition of the problem. Bernard Beerman, counsel 

for the Alarm Industry Committee for Combating 
Crime (AICCC), states: 

The. most. volatile issue that affects the alarm industry 
today IS the Issue of false alarms. We believe that any report 
on private security must address itself to standards and 
goals on this issue. . . . A primary question which is raised 
and seldom definitively answered is, what is a false alarm? 
The alarm industry believes that the mere use of the term 
"false alarm" is inherently misleading. 

There is no single definition of false alarms that 
is accepted by the various entities involved in or 
affected by alarm systems. This lack of an accepted 
definition makes discussion of the problem difficult 
among law enforcement personnel, alarm industry 
representatives, and alarm users. The sampling of 
definitions that follows illustrates how confusion may 
result when referring to false alarms: 

T?e definition used for this study is: any alarm signal 
received that was not caused by a burglar is a false alarm. 
(Cedar Rapids Second Year Report) 

While clearly it is possible to define a false alarm as 
one where. an investigation indicates no criminal activity, 
the ~larm mdustry believes such a definition is grossly mis
leadIng, . . . (Alarm Industry Committee for Combating 
Crime, False Alarm Study) 

False al~rm means an alarm signal necessitating response 
by the police department where an emergency situation does 
not exist. ... (Multnomah County, Oreg., Alarms Ordi
nance) 
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A false alarm is an emergency alarm activated by inad
vertence negligence or unintentional acts to which the city 
police dr fire department responds, including malfunction 
of the alarm system. The definition excludes alarms caused 
by: malfunctions of the indicator at the police station; 
testing or repair of telephone equipment or lines; acts of 
God such as earthquake, flood, windstorm, thunder or 
light~ing; an attempted illegal entry of whi.ch there. is 
visible evidence: the resident acting under a smcere bebef 
that a need exists to call the police or fire department; a call 
to police cancelling the alarm by giving proper code num
ber, prior to arrival of the police or fire department: If a 
doubt exists as to the cause of a false alarm, the Chief of 
Police shall resolve it in favor of the alarm user. (Ladue, 
Mo., Alarm Ordinance) 

"False alarm" means activation of an alarm system 
through mechanical failure, malfunction, improper installa
tion or the negligence of the owner or lessee of an alarm 
syst~m OJ" of his employees or agents. Such termi?ology 
does not include, for example, alarms caused b:1 hUrricanes, 
tornadoes, earthquakQs or other violent conditi0l!s or ~cts 
of God. (Alarm Industry Committee for Combatmg Cnme 
and Texas Municipal League) 

Falsc alarm-an alarm signal transmitted in the absence 
of an alarm condition. These may be classified a.:cording to 
causes. (Law Enforcement Assistance Administration) 

The problem of definition is acutely encountered 
when attempts are made to establish monetary fines 
for false alarms. In monetary fine :;ystems, the rea~ 
sons for false alarms can be attributed to causes 
beyond the user's control, but, when no one on the 
scene of an alarm is capable of making an accurate 
assessment of cause, the usual practice is for police 
officers to list the cause as user error. Before any 
permit system is implemented, it is important that 
a definition of false alarm is agreed upon by all those 
who will be affected. 

Because resolution of the controversy over what 
constitutes a false alarm is so difficult for law en
forcement agencies, alarm companies, and alarm 
users, perhaps the word "fault" should be used to 
replace the term "fa.lse alarm." "Fault" seems to be 
a more suitable and useful label, because the dis
agreement over definition invariably leads to a dis
cussion over what physical effect constitutes a legiti
mate initiating source. Stated another way, "whose 
fault is it that the alarm system functioned correctly 
at the wrong time?" An AICCC document lists four 
causes of alarms that bring clarity to the concept of 
allocation of "fault": 

It was almost the universal consensus of the people in the 
industry that there are four major causes of alarms. 

1. Actual Alarms. Any actual or attempted entry from 
anyone not in the employ of the alarm user; or damage to 
the property from any cause detected by the alarm system. 

2. External Alarms. Any alarm initiated in a place other 
than the premises protected. For example: telephone line 
:problems. 

3. Internal Alarms. Any alarm initiated from the pro-
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tected premises caused by anything other than equipment 
malfunction. 

4. Equipment Alarms. Any malfunction of alarm equip
ment causing an alarm. 

The term "false alarm rate" also needs examina
tion and clarification. When the term is used, the 
alarm industry reacts negatively. The false alarm rate 
refers to the number of alarms that are not provable 
criminal attacks out of the total number of alarms 
received in a given period. For example, if there 
were one alarm in one month and it was false, the 
false alarm rate is 100 percent. This one false alarm 
may have come from one alarm system out of a 
thousand systems operating in a given location. Us
ing the term without proper qualification and agree
ment will not foster cooperation and good will be
tween law enforcement agencies and the alarm 
industry. 

Need for Alarm User Permit 

The justification for government control over 
alarm systems arises primarily from the thousands of 
man-hours and law enforcement dollars wasted in 
answering false alarms. Examples from the com
mentary of the Texas Municipal League's model 
ordinuHce vividlv illustrate the cost of false alarms: 
In a 9-month period the Waco, Tex., Police De
partment handled 2,088 false alarms, expending 
1,120 man-hours, at a cost of $7,100. In a 6-month 
period, the Corpus Christi, Tex., Police Department 
handled 2,300 false alarms, expending 2,320 man
hours, at a cost of $21,850. An article appearing in 
Security Systems Digest stated that the false alarm 
problem in Washington, D.C., was costing the city 
more than $100,000 a year. This sample of selective 
data suggests that municipalities across the country 
expend vast sums of money and valuable man-hours 
on false alarms. 

The size, scope, and nature of the false alarm 
problem provide the rationale for the need for regu
lation. The alarm user permit system can provide a 
degree of control. 

As an illustration of what an alarm user permit is 
and what it includes and provides for, the user per
mit section of the International Association of Chiefs 
of Police (IACP) model burglar and holdup alarm 
ordinance is presented in its entirety: 

Section 26. Alarm User Permits. 

(a) Permit-Within (90) days after the effective date of 
this ordinance, every alarm user shall obtain an alarm user 
permit for each alarm system he operates within this (city) 
from the (police chief). This paragraph does not reqUire 
that licensed alarm businesses obtain a permit under this 
Section when it leases or provides services to alarm system 
users. If a licensed alarm business does, however, use an 
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alarm system to protect its own premises, it shall obtain a 
permit for such system as required in this Section. 

(b) Alarm User Permit Application-
(1) The alarm user applying for the permit required in 

paragraph (a) of this Section, shall state on a permit ap
plication form to be prepared by the (police department) 
and approved by the city attorney: his name, the address 
of the residence or business or businesses in or upon which 
the alarm system has been or will be installed, his tele
phone number, the type of alarm system (local, direct 
connect, central station, etc.), the alarm business or busi
nesses selling, instalIing, monitoring, inspecting, responding 
to and/or maintaining the alarm system and the name and 
the telephone number of at least one other person (in the 
case of a corporate alarm user applicant, at least two other 
persons) who can be reached at any time, day or night, 
and who is authorized to respond to an alarm signal and 
who can open the premises in which the system is in
stalled. 

(2) Any alarm user who installs a system (90) days or 
more after the effective date of this ordinance must submit 
with the application a certificate of a licensed alarm 
business stating that in the opinion of such business the 
alarm system complies with Section 21 of this ordinance. 
Such certificate shall satisfy the requirements of paragraph 
(d) (1) of this Section for the year in which the alarm 
permit is first obtained. 
(c) Alarm User Permit Fee-

(I) There shall be a ($5) permit fee for the first year. 
(2) There shall be an annual renewal fee of ($2). 

(d) Every alarm user licensed under this Section shall be 
required to have its alarm system inspected at least once a 
year by a licensed alarm business, and post a certificate of 
such inspection on the premises where the alarm system is 
maintained. The certificate shall state that in the opinion of 
the alarm business: 

(1) the alarm system complies with the applicable pro
visions of Section 21 of this ordinance if the system was 
installed (90) days or more after the effective date of this 
ordinance, or 

(2) the alarm system is safe and reliable if it was in
stalled prior to (90) days after the effective date of this 
ordinance. 
(e) An applicant for an a~arm user permit may file a 

request with the (police chief. requesting that he tempo
rarily waive the requirements of paragraphs (c)(2) and 
(d) (1) of this Section in circumstances in which the public's 
safety, health or welfare is involved. 

(f) The information contained in an alarm user permit 
application required by this Section and other information 
received by the (police chief) through correspondence or 
communications with an alarm user shall be securely main
tained and restricted to inspection only by the (police chief 
or certain officers or city employees specifically assigned the 
responsibility for handling and processing alarm user per
mits) in the course of official duties. If the (police chief or 
any employee of the city) is found to have knowingly or 
willfully revealed the information contained in an alarm 
user permit application or in correspondence or communi
cations with an alarm user to any other person for any 
purpose not related to this ordinance or official law enforce
ment matters and without the express written consent of the 
alarm user supplying such information, (the police chief or 
the city employee) shall be guilty of a misdemeanor as set 
forth in (refer to appropriate section of the municipal code 
or applicable state law). 

(g) Any alarm system user Who operates an alarm system 
without first obtaining a permit as required by this Section, 

or who, after having a permit revoked, or suspended, and 
after exhausting his rights to hearing and appeal fails to 
disconnect his alarm system, shall be in violation of this 
ordinance. 

Enforcement of Alarm User Permit 

Enforcement of a permit system is the most per
plexing problem. Any sanction incorporated in a 
user permit system should be aimed at the control 
of false alarms, not designed to punish the user. 
Punishment of a householder trying to protect his 
home or a businessman seeking to safeguard his 
factory will not serve to promote the goals of crime 
prevention. 

Many user permit systems incorporate monetary 
penalties for false alarms. However, monetary pen
alties are not believed to be the best way to enforce 
a permit system for the following reasons: 

1. Lacking a proper definition of false alarm, it 
is not proper to impose fines. 

2. The person making the determination of the 
cause of the false alarm may be unqualified. 

3. Fines may force a smaIl businessman to give 
up his alarm system but not affect a large corpora
tion. 

4. Fines may cause a reduction in new alarm 
systems. This is contrary to the goals of crime pre
vention, i.e., as many systems in operation as possi
ble. 

5. No data exist proving user permit systems 
imposing monetary fines are any more effective than 
systems relying on suspension or revocation. 

Revocation and suspension of permits used as an 
enforcement system to control the false alarm prob
lem without forcing users into giving up their alarm 
systems is superior to the monetary fine approach. 
The punishment cost under this method is the price 
of a new permit after a given number of false alarms 
has been reached and the permit revoked. This con
cept appears agreeable to the alarm industry, pro
viding the definition of false alarms is limited to 
those over which the alarm user has some control, 
e.g., false alarms caused by mechanical failure, mal
function, improper installation, or the negligence of 
the owners or lessees of alarm systems or of their 
employees or agents. Excluded from causes leading 
to revocation would be alarms caused by hurricanes, 
tornados, earthquakes, or other violent conditions or 
acts of God. 

The examination of several user permit systems 
imposing revocation and suspension sanctions re
vealed that they allow an average of 3.75 free false 
alarms before action is taken against a user. Three 
of the four systems recommend notification of revo
cation/suspension by mail, with 15 days to file a 
report on corrective actions taken. All have an ap
peal procedure to continue use of the alarm system. 
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The Multnomah County, Oreg., ordinance re

quires a charge of $180 for the third suspension of a 
user's permit. The IACP model ordinance provides 
a penalty of up to $200 a day for continuing to use 
a system on a revoked permit. These stiff monetary 
penalties reflect the severity of the problem as seen 
by the authorities. 

The revocation and suspension sanction method 
chosen for the IACP model ordinance was worked 
out over 2 years of negotiation and discussion be
tween the alarm industry and IACP. Although ac
ceptance was not by any means unanimous, IACP 
and the alarm industry have agreed to proceed with 
this system of sanctions as an initial model. 

Many reasons l1tive led various cities to adopt 
permit systems. However, regardless of the nature 
of the causitive reasons, positive results generally 
have been achieved with the application of closely 
monitored permit systems. An article in the July 
1975 issue of Police Chief pointed out: 

After two years of experience, Pasadena, California, police 
personnel are delighted with the dramatic results of the 1972 
Burglary and Robbery Permit Ordinance passed by the city 
council. In the five-month period between November, 1974 
and April, 1975, there were only 786 false alarms (5.25 
daily) as compared to 1,941 (12.85 daily) during a five
month period prior to the ordinance. This 60 percent reduc
tion represents approximately $10,178 worth of police re
sources conserved. It is worth noting that during the 12-
month period from April, 1974 to 1975, the number of 
alarm systems in use increased 27 percent. 

The alarm industry, like any other industry, wants 
minimum regulation and would prefer to accept the 
user permit systems only after attempts to achieve 
low false alarm rates through the cooperative efforts 
of all involved have failed to resolve the problem. 
The alarm industry is also on record as opposing a 
system of fines, except as a last resort. 

Steven Watts, Multnomah County, Oreg., Police 
Department, in a speech to the Western Burglar and 
Fire Alarm Association, stated the case for permit 
systems: 

I strongly believe that a program which brings the alarm 
industry and law enforcement together, and which incorpo
rates a functional alarm ordinance into the community will 
cause the following to occur: 

1. Total number of false alarms will decrease. 
2. The inordinate number of police man hours expended 

in responding to false alarms will decrease. 
3. The quality of alarm systems and companies will in

crease causing the number of arrests for burglary to increase. 
4. The opportunity for crime to be committed will de

crease. 

The user permit system appears to be a necessity. 
It is the only effp.ctive tool for weeding out alarm 
systems that are improperly installed, inadequately 
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maintained, and improperly operated. Without an 
alarm user permit system, a cycle can emerge where 
the law enforcement officer or agency reduces the 
priority of the response, resulting in less likelihood 
of capture of a suspect and an increased number 
of alarms that appear false. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 4.10: 
4.2 Backup Power for Alarms 

4.4 Compatibility of Sensors 
4.5 Training and Instruction of Alarm Users by 

AlarIP Companies 
4.7 Special Trunklines Into Law Enforcement Fa

cilities and Automatic Dialers 

4.8 Annual Alarm Inspection 

7.1 Consumers Responsibility for Selection of Se
curity Services 

7.2 Consumer Assistance Committees 

9.1 State Regulation 
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Standard 4.11 

Ownership and 
Operation of 
Alarm Systems 

Ownership or operation of alarm systems should 
be the province of private enterprise, and govern
ment ownership or operation of alarm systems should 
be discouraged provided, however, that government 
should not be pt'ecluded from: 

1. Operating such systems in temporary or emer
gency situations; 

2. Owning or operating alarm systems that are 
located in publicly owned or leased buildings, an
nunciate in the same or other government buildings, 
and are responded to by government employees; 

3. Providing private individuals and businesses 
with funds for the acquisition of crime prevention 
devices provided that such devices are purchased on 
the open market and remain the property of the 
consumer.l 

Commentary 

Almost all of the standards in this chapter en-

1 The National Advisory Committee on Criminal Justice 
Standards and Goals adopted a fourth exception, to wit: 
"Government ownership or operation of alarm systems is 
appropriate when the cost of a private alarm system puts 
it out of reach of a significant number of potential cus
tomers in an economically depressed, high-crime area." 

In addition, some members of the National Advisory 
Committee objected to the standard in its entirety as ex
pressing an economic and social philosophy, rather than 
criminal justice policy. 
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courage some degree of positive government involve
ment in the alarms industry. Government involve
ment is appropriate and needed to bring uniformity 
of regulation to the industry, to ensure the mainte
nance of a certain level of professionalism, to share 
the cost of research on alarm equipment and trans
mission methods when such activities would be of 
mutual benefit, and, in general, to further and foster 
a cooperative relationship between persons employed 
in the public and private sectors. This standard, a!
though couched in negative phrasing, has a positive 
purpose in seeking to ensure that government re
frains from providing alarm service in competition 
with the private sector. Such competition ultimately 
would result in the demise of the private sector's 
role in the alarm system field. 

Chapter 6 states a similar concept in regard to 
prohibiting law enforcement personnel from holding 
certain private security jobs. Employment of a law 
enforcement officer as a private detective is prohih· 
ited because implicit conflicts are inherent in that 
job. The same is true of local governments providing 
alarm services, because the nature of such an ar
rangement leads directly to conflicts with private 
business and results in inappropriate use of tax 
dollars. This practice has occurred in the past, and 
all involved parties have become wiser from the 

• experience. Governments should not continue or 

start this activity but should move on to the positive 
areas of involvement outlined in this chapter. 

Concerlling the question of government ownership 
of alarms, all parties agree on one point-there are 
valid exceptions to the rule. The first exception is 
a temporary and emergency situation that might 
require government involvement with alarms. In this 
regard, this standard is in agreement with the follow
ing position of counsel for the Alarm Industry Com
mittee for Combating Crime (AICCC): 

In situations where crime has reached critical and un
manageable levels, where national security is involved or 
where vital industries are threatened, there may be emer
gency justification for l;mited and temporary governmental 
involvement with t:.larm systems. 

Also included in this area are portable tactical 
alarms (stakeout alarms) employed by many law 
enforcement agencies for temporary use in small 
businesses located in high-crime areas or warehouses 
suffering frequent criminal attack. Because these 
alarms are not permanent installations, they are ex
cluded from the prohibition rule. In fact, these 
installations may inspire the person whose property 
has been protected to acquire an alarm system. 

The second exception is the use of government
owned and -operated alarm systems located in pub
licly owned buildings that annunciate in the same or 
different building, resulting in a government em
ployee response. This would protect existing prac
tices by the General Services Administration and 
military installations, for example. 

The third exception would allow cities to accept 
grants for experimentation when adequate and fair 
provisions are spelled out for disposition of the 
equipment and subscribers at the conclusion of the 
grant. Giving grants and providing funds to small 
businesses and citizens in high-crime and economic
ally depressed areas for the purchase of protection 
devices would come under this exception. Allocation 
of government funds to private citizens for the pur
chase of alarm systems would be contingent on their 
acquisition from the public marketplace. 

The International Association of Chiefs of Police 
(IACP) has gone on record as opposing govern
ment involvement with alarm system ownership and 
operation. At their 1975 annual meeting in Denver, 
Colo., the following official association position was 
presented: 

Resolution 

Police Involvement in the Alarm Industry 

WHEREAS, There has been an increasing involvement of 
public law enforcement agencies in the security alarm in
dustry, and 

WHEREAS, The involvement of public agencies in com
petitioa with private enterprise is an infringement by gov
ernment on the free enterprise system, therefore, be it 

RESOLVED, That the installation, maintenance, and 
servicing of security alarms on or in private establishments 
is a service to be provided by private enterprise, and, be it 
further 

RESOLVED, That the police role is to respond to such 
alarms and not to get into the business of providing security 
equipment or services that can be obtained from reputable 
private dealers, and, be it 

FURTHER RESOLVED, That this resolution be recorded 
in the minutes of the Associaiion and forwarded to the offi
cers of the National Burglar and Fire Alarm Association 
for distribution to their membership. 

What is important to note about the resolution is 
that the alarm industry and law enforcement agen
cies are in agreement oli the issue because they 
realize that where competition exists genuine coop
eration is impossible. 

Other groups and individuals have come out 
against government ownership and operation of 
alarm systems. Among these groups is the Alarm 
Committee of the Private Security Advisory Council. 
This group of practitioners has taken a position 
similar to the IACP resolution: 

Each of the Committee members and, indeed, we believe 
we speak for all of the people in the Private Security Sec
tor, believes municipal operation of alarm systems under the 
guise of attempting in some way to control crime by more 
effective detection devices is totally inappropriate .... The 
Alarm Committee believes that it would be totally counter
productive to engage: Government departments or agencies 
in such matters as sales solicitations, engineering, installation 
and servicing of alarm systems, maintaining keys and the 
host of other functions provided by the Private Security 
Sector. Wholly apart from financial considerations involved 
in adding thousands of people to municipal payrolls, prob
lems relating to discriminatory treatment of customers of 
municipally sponsored systems would bog down the effective 
thrust of Government support in attacking crime to a degree 
that is clearly unwarranted. To involve municipalities in the 
operation of central stations or in the ownership of local or 
direct connect companies, would clearly be a step back
ward. The position of the Alarm Committee is that. they are 
unequivocally opposed to municipal operation of central 
station systems. 

Having recognized the valid areas of government 
involvement in alarms, it should be remembered that 
this standard's primary focus is on avoiding perma
nent government competition in the alarm business. 
Although recognizing the contribution tl) law enforce
ment alarm systems provide, this standard recom
mends that government should not attempt to pro
vide services the private sector has proven they can 
adequately provide, and funds that would be allo
cated to purchase alarm systems that compete with 
private alarm companies should be applied to im
provements of a more appropriate nature in the field 
of law enforcement. 

In the preparation of this standard, points of 
conflict between the public and private sectors were 
identified and examined. But more importantly, 
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points of agreement were likewise reviewed. On the 
question of government operation of alarms in com
petition with private alarm businesses, both a point 
of conflict and of agreement were found to exist. In 
its stand against the practice of government opera
tion of alarm systems, the alarm industry was sup
ported by the IACP. 

This agreement is further evident in the Private 
Security Advisory Council's "Model Burglar and 
Hold-up Alarm Business Statute" (see Appendix 
10). This document is the result of the public and 
private sectors working together to attain the types 
of industry improvements advocated in this chapter. 

Among the industry groups opposing government 
ownership is the Alarm Industry Committee for 
Combating Crime (AICCC). This group is made 
up of representatives of national companies and 
associations of small regional companies providing 
alarm systems sales installation and service. In 1974, 
the AICCC (then composed of the Central Station 
Electrical Protection Association; National Burglar 
and Fir(' Alarm Association; American District Tele
graph C,.npany; Burns International Security Serv
ices, Inc.; Diebold, Inc.; Holmes Protection, Inc.; 
Mosler Safe Company; and Wells Fargo Alarm 
Services) expressed their opposition to government 
ownership of alarm businesses in a position paper: 

The Alarm Industry Committee for Combating Crime 
believes that it is not in the public interest to permit govern
ment ownership of alarm system detection devices on private 
premises; that it is not .in the public interest to establish 
governmental businesses subsidized to the extent of the cost 
of that equipment in competition with private enterprise; 
and that it is not in the public interest to permit govern
mental units or public bodies to sell goods or services to the 
public in competition with or to the exclusion of private 
enterprise for the following reasons: ... 

The AICCC listed reasons for their opposition, 
among them, the use of unofficial authority to sell 
the government's system, the selective allotting of 
alarm systems paid for by tax dollars, and the unfair 
competition created when government provides lower 
installation line, servicing, and maintenance costs 
than are available to industry. Further, the AICCC 
has certain philosophical and practical objections to 
government involvement in the alarm business in 
any but temporary emergency situations. Among 
these objections is the erosion of the principle of 
sovereign immunity. Private companies currently can 
be held liable in suits where an alarm system failed 
during a burglary. The AICCC asks whether the 
taxpayer would have to cover the judgment in a 
lawsuit against a government-owned alarm business. 
Another question posed is whether government
owned alarm system businesses would be subject to 
the same sanctions as nongovernmental businesses 
for excessive false alarming. 
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Also siding with opposition to government owner
ship is the monthly security publication Security 
Distributing and Marketing. A 1972 editorial dis
cussing a federally funded alarm system project in 
Cedar Rapids, Iowa, took the following position: 

On the surface, however, it certainly seems to us that the 
Committee [AICCC] has a point. . . . in fact, several of 
them. We agree wholeheartedly that (1) "the best interests 
of the public are not served when a municipality enters into 
a service business," and (2) that "the private alarm industry 
cannot survive if federally-funded alarm projects are aban
doned to municipal ownership . . ." as was the case in 
Cedar Rapids. 

Exactly 2 years later, a second editorial on the 
topic of government involvement bemoaned the fac:t 
that: 

Of late, more and more cities appear to be . getting into 
the act with city-owned and operated burglar alarm sys
tems .... 

Granted, the private alarm industry has its problems ... 
with unscrupulous operators, high false alarm rates, lack of 
total direction and organization, etc. Federal grants aimed 
in the direction of clearing up these problems, I am sure, 
would be we1com(~ by all. 

But to see th(~ taxpayer's hard-earned dollars being 
pumped into systems that appear to do nothing more than 
create favored special interest groups goes against the grain 
of every manufacturer and dealer installer trying to make a 
go of it. 

In this editor's opinion, the competition within the indus
try is tough enough without making it worse by granting 
municipalities Federal funds for the purpose of putting 
these municipalities into direct competition with established 
alarm companies which have forgotten more about alarm 
systems than any police department will ever know! To do 
so is directly opposed to the concept of the American free 
enterprise system. 

Three examples of what has occurred when gov
ernment has gone into the alarm business are cited 
here to highlight some of the possible pitfalls. 

Perhaps the oldest example is found in an AICCC 
counsel document. In the early 1930's, the Atlanta, 
Ga., Police Department not only installed annunci
ator panels for receiving alarm signals, but also 
began to provide citizens with alarm systems and 
service. Police encouragt~d a potential burglar alarm 
customer to send police headquarters a letter re
questing installation of a system. It is AICCC Coun
sel's understanding that police officers engaged in 
the actual sale and installation of systems to citizens 
and that the citizens paid the officers directly and 
individually for their labor and for equipment costs. 
After the systems were installed, the city charged 
each user $7.50 a month to respond to alarms and 
to maintain and service the systems. Subsequently, 
after pressure from alarm companies, that fee was 
raised to $15 a month. Limitless witnesses from 
the private sector were available to testify that there 
was no way any entity could recover its costs in 
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maintaining and SerVICIng a substantial number of 
even the most simple and rudimentary alarm systems 
at the rate of $15 a month. It appears that the City 
of Atlanta had subsidized alarm systems to the pri
vate benefit of individual members of the police 
force at taxpayer expense. 

A more recent example of what can happen when 
cities go into the alarm business can be found in a 
series of articles appearing in The Louisville Times 
in 1971. The following summarizes the main points 
of the articles as they relate to the alarm system 
operated by the Louisville, Ky., Police Department: 

1. The high incidence of false alarms due to faulty 
alarms caused businessmen to unplug their alarm 
systems. 

2. Cost overruns and disputes with the installing 
firm resulted in only 48 of 233 hookups being 
completed. 

3. There were many problems with obtaining re
pair service. 

A third example occurred in 1968 when a Federal 
grant was awarded to the city of Cedar Rapids, 
Iowa. It provided for the acquisition of an alarm 
system and subsequent study of the crime prevention 
effectiveness of burglar alarms. Although the results 
gained from the project were a worthwhile con
tribution to the growing body of knowledge about 
alarm systems, the low-cost competition (in the 
form of reduced transmission rates not available to 
private business) and the eventual disposition of 
this alarm system to the municipal government cre
ated a controversy. This controversy sparked the 
alarm industry to united action on the issue of 
government ownership. 

L~doption of this standard has two major advan
tages to both law enforcement agencies and the 
private security industry. First, it sets a coopera
tive rather than a competitive relationship between 
the parties of interest. Second, it recognizes that 
there are situations in '{.hich public law enforcement 
agencies can reasonably, and in the public interest, 
actively participate in providing alarm services. 
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INTRODUCTION 

Despite the efforts of upgraded and expanded 
agencies of the criminal justice system, crime in the 
United States continues to rise both in numbers and 
in seriousness. Even the value of ~,)lice as a crime 
deterrent seems to be in question. The existing prac
tices aimed at rehabilitation of offenders are not 
producing meaningful accomplishments. To find ap
proaches with high potential for success for a reso
lution of the crime problem, criminal justice pro
fessionals are turning to new areas and to new 
technologies. 

One approach developed through scientific re
search impacts crime through adjustment of the 
environment. Called by some as environmental se
curity, this embryonic field applies various tech
nologies to either structure the environment to dis
courage crime or to deter and prevent crime from 
occurring. Although most people are familiar with 
the use of locks and bars as a means to prevent 
crime, newer and more sophisticated environmental 
security techniques have been developed. These tech
niques involve placement of buildings on project 
sites, introduction of specific types of business cstab
Iishments and community programs to certain neigh
borhoods, using theories regarding human behavior 
to determine which categories of people can best 
live in proximity to other groupings, and a myriad 
of other environmental management approaches. 

One approach that has recently gained attention 
and consideration throughout the country is known 
as crime prevention through environmental design 
(CPTED). The basic aim of CPTED is to anticipate 
and prevent crime through physical and environ
mental planning. It seeks the cooperation of private 
security and public law enforcement sectors to assist 
planners, architects, builders, and other local offi
cials to identIfy and eliminate points of criminal 
opportunity before they are built into a community. 
CPTED also seeks to identify positive structural and 
layout designs that can be incorporated into build
ings and projects to discourage would-be criminals. 
Within this framework, CPTED uses physical secu-
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rity measures and community awareness to provide 
a safer atmosphere. 

Although integrally related in nature, the privaie 
security industry has not become involved with the 
concept of CPTED. Most of the standards in this 
chapter were developed to initiate such involve
ment. The following overview of the development of 
CPTED provides added meaning for the standards. 

Development of CPTED 

CPTED as a concept is a recent development, 
although its roots extend back to the early 1960's. 
It has evolved from the work of individuals who 
recognized certain relationships between the environ
ment and people. They studied these relationships 
and hypothesized about their general applicability. 

Among the earliest contributors to the body of 
knowledge forming CPTED was Elizabeth Wood. 
Her background work in Chicago's public housing 
prompted Wood to develop a "Social Design The
ory," which stressed the importance of physical de
sign considerations in achieving social objectives. 
Recognizing the need for both privacy and commu
nity involvement, Elizabeth Wood recommended that 
public housing facilities be designed both inside and 
outside with areas for exercise, play, and loitering 
that would be private yet allow for surveillance by 
the tenants. To encourage a sense of community, she 
advocated the inclusion of meetingplaces, stores, 
churches, and pub-type establishments on project 
grounds. 

Jane Jacobs, a contemporary of Wood, was 
interested in making the streets a safe part of the 
environment. Throughout her career as a journalist, 
she pointed out that because streets were for every
one it was necessary for everyone to feel that anti
social acts would be observed and reported or coun
tered by those present on the street. Like Elizabeth 
Wood, Jane Jacobs was aware that a sense of com
munity was necessary for a safe environment. She 
suggested that store owners, whose businesses 
brought people out on the streets should be active 
in ensuring the security of persons on the street 
through surveillance. She endorsed street play for 

175 

----- , 



children based on the theory that mothers watching 
the street provided added protection for the streets 
and that passers-by on the street would increase the 
children's safety. She also emphasized the benefits 
to be gained ffOm short blocks and the need for 
clear delineation between public, semipublic, and 
private use areas. 

In early 1968, Shlomo Angel did a study of crime 
occurring on the streets of Oakland, Calif. He the
orized that high-density-use areas had more. potential 
witnesses and otller elements for likelihood of ap
prehension-thus lower crime rates. Lower crime 
rates also appeared in low-density areas that theoret
ically did not provide enough potential victims and 
had inadequate crime targets. It was the intermediate 
or critical-intensity zone that Angel believed was 
most susceptible to crime. 

To reduce this crime potential, Angel proposed 
"evening squares" which would serve as commercial, 
self-contained oases. These sections would have no 
access to adjacent areas and would be located on 
main thoroughfares, provide directive pedestrian 
routes maximize surveillance capabilities, and re
quire ~ctive law enforcement coverage. Although his 
ideas were geared to the design of the City of Oak
land and were not universally applicable or desirable, 
his work was important because it contained the 
embryonic use of design, citizen involvement, and 
law enforcement coverage to create a safe and secure 
environment. 

In 1964 at St. Louis, Mo., two architects, Oscar 
Newman and Roger Montgomery, and two sociolo
gists, Lee Rainwater and Roger Walker, met with 
members of the St. Louis Police Department to dis
cuss the infamous Pruit-Ingoe housing project. From 
this meeting evolved the concept of defensible space. 
When this hypothesis is implemented it fosters terri
torial recognition through design; maximizes surveil
lance through hardware, design, and routing; reduces 
fear and crime; enhances the safety of adjoining 
areas; and reduces the stigma of public housing. 

Not until 1970, with the aid of a Law Enforcement 
Assistance Administration (LEAA) grant and exten
sive preparatory work, was Oscar Newman able to 
conduct a major defensible space study. From this 
work, two New York housing projects were revital
ized-Clason Point Garden and Bronxdale. The Na
tional Institute of Law Enforcement and Criminal 
Justice (the research arm of LEAA) was so encour
aged by Newman's thesis that the Institute moved to 
expand its commitment to studying the relationship 
between design of the environment and crime. 

Various LEAA-funded studies have resulted in 
specific recommendations for increasing security in 
existing structures and for design considerations for 
new structures. The purpose of these recommenda-
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tions is to affect social behavior in such a manner as 
to reduce crime and the fear of crime. LEAA has 
published these studies to assist citizens, community 
leaders, builders, State and local government officials, 
architects, urban planners, and law enforcement per
sonnel to understand the concept of crime reduction 
through environmental design. 

With the development of a body of knowledge on 
how design can affect social behavior and perception 
of crime, it became possible to develop a new, total, 
social engineering strategy. The new strategy evolved 
as crime prevention through environmental design 
(CPTED). 

LEA A funded a study by the Westinghouse Elec
tric Corporation, entitled "Elements of CPTED." 
The report staff was comprised of experts in the fields 
of criminology, psychology, architecture, urban de
sign, engineering, sociology, and others. The results 
of this study indicate that a CPTED program has the 
capability of raising the level of personal security and 
the quality of urban life through a reduction of com
mon, predatory, stranger-to-stranger crime. The 
CPTED methodology developed by Westinghouse 
includes the following steps: 

1. The identification of the crime-environment 
problem of a specific design mode; 

2. The design of a strategic model (containing a 
set of coordinated and interrelated design strategies) 
that appropriately responds to the identified crime 
problem through pertinent design concepts; 

3. Adaptation of the strategic model to a specific 
site, resulting in a tactical model (containing a set of 
coordinated and interrelated design directives that 
identify the environmental elements to be manipu
lated) ; 

4. The implementation of the tactical .model; and 
5. The evaluation of the model. 

To evaluate the effectiveness of this concept, 
LEAA has since funded CPTED projects in several 
locations. Hartford, Conn., is the site for testing the 
residential mode; Portland, Oreg., is testing the com
mercial mode; and Broward County, Fla., is the site 
for a test of the school mode. 

Where these projects have been undertaken, the 
interdisciplinary team has worked together with local 
government officials and law enforcement agencies
each lending their expertise to solve a particular area 
of the total problem. The role of the architect has 
been illustrated through the work of Newman and 
Montgomery; however, other roles are equally im
portant. The urban planner considers the wisest allo
cation of resources, law enforcement agencies pro
vide public security forces, builders supply the 
materials, and government obtains citizen participa
tion and coordinates and oversees the entire program. 

- , ... ------

In sum, CPTED is many disciplines brought to
gether under one new label, with their focm on crime 
prevention. The existence of CPTED was made pos
sible by the additions to the knowledge about design 
effects on crime. As yet, there is no well-defined dis
cipline that is CPTED, and perhaps there never will 
be. It is not solely defensible space. It is not solely 
urban planning. It is not solely the aipplication of 
private security know-how to crime' prevention. 
CPTED represents the application of multidisciplin
ary skills and knowledge in a unique, new configura
tion supported by responsible research dir.;:cted at the 
reduction of crime in a community. 

Private Security Involvement with CpIED 

In the preparation of the standards in this chapter, 
it was necessary to examine the CPTED concept for 
the purpose of identifying the role of the private se
curity industry in its past and/or future development. 
A ;:eview of existing literature revealed very few 
references to any relationship between the security 
industry and CPTED, either direct or indirect. One 
fact became clear: Here was a developing concept 
with a goal of crime prevention and reduction that 
was leaving out one of the largest sources of crime 
prevention knowledge-the private security industry. 

By not including the security profession in the 
early development of CPTED projects, probler..1s in 
practical implementation may occur. The pr'ivate 
security field can play an important role in the suc
cessful application of CPTED concepts. For maxi
mum effectiveness, this role should be developed 
through the security industry's involvement in the 
following areas: 

Direct involvement: 
• Introduction to CPTED concepts, 
• Participation in CPTED total plans, 
• Advising others, and 
• Teaching CPTED. 

Indirect involvement: 
• Advising and practicing with others. 

The starting point for increased involvement, of 
course, is becoming knowledgeable about the con
cept of CPTED. The private security industry should 
avail itself of every opportunity to increase its under
standing of CPTED. Through literature, confer
ences, and meetings with experts in CPTED's disci
plines, valuable insights can be gained. An annotated 
bibliography of interdisciplinary materials related to 
CPTED is available through Westinghouse Electric 
Corporation for reference purposes. Also, the Private 
Security Advisory Council of LEAA has a standing 
committee on environmental security that meets regu-

larly. In addition, many capable individuals working 
with these concepts would be willing to explain to 
small informal meetings how their disciplines relate 
to CPTED. 

Another step toward increased involvement is par
ticipation in the planning stage of CPTED programs. 
If invited to participate in a CPTED program, pri
vate security representatives should comply; if not 
invited, they should ask to participate. CPTED plan .. 
ners should use the knowledge of the private security 
industry regarding crime prevention techniques be
cause this area is an important consideration in de
veloping the total design. Further, if the security in
dustry does not participate in CPTED planning, it is 
conceivable that private security executives will have 
to face a rise in crime through displacement as 
CPTED is applied in nearby areas. 

Once private security experts have developed a 
working knowledge of CPTED and have some prac
tice in using CPTED methodologies, they will be in a 
position to offer advice on CPTED on a consulting 
basis. This activity would ensure that the security 
industry's voice is heard in CPTED planning, which 
would benefit the total crime prevention efforts of the 
community. 

Private security personnel also should be involved 
in teaching security methods used in business and in
dustry. Schools of architectural and urban planning 
should seek to contract with them as instructors for 
the purpose of introducing students to the concepts 
and practices of the security industry. In this way, 
future architects and planners can be prepared to 
give adequate consideration to security measures in 
their designs and practices. 

The indirect relationship between the private se
curity industry and CPTED is characterized by in
formal involvement and advice to others. Informal 
involvement includes practices such as the employ
ment of surveys to ascertain the applicability of 
CPTED-related strategies to standard security meas
ures. Informal advice to others is the passing along 
of CPTED concepts in professional meetings with 
peers or employers. Word of mouth carries great 
weight when it comes from respected individuals or 
professional soc'iet~s with which the security execu
tive is familiar. 

CPTED is an emerging discipline. In order to be 
fully effective, it will require that private security 
executives keep pace with new study results and de
veloping programs. It is a new concept that builds on 
the strengths of older proven disciplines. 

The standards in this chapter encourage govern
ment, businesses, and citizens to become more aware 
of crime prevention techniques through physical de
sign. They emphasize specific need for improvements 
in such areas as door and window security, lighting, 
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and computer security, as well as stress the impor
tance of incorporating considerations for CPTED into 
planning, education, and regulation. These standards 
do not represent the only aspects of private security 
involvement with CPTED. They do represent what is 
believed to be the most immediate needs of the pri
vate security field in relation to CPTED concepts. 
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Standard 5.1 

Improvement of Door 
and Window Security 

Governments should examine those standards 
developed for protection of doors, windows, and 
other openings. Those standl;lrds that provide the 
most economical level of effective protection and 
deterrence should be considered for incorporation 
in~o building codes. ' 

Commentary 

Physical security measures play an important role 
in preventing many crimes. Nationally, crime against 
property averages 90 percent of all reported crime. 
By determining likely points of attack, action can be 
taken to physically secure or harden these points. 
Estimates indicate that in the majority of all bur
glary cases entry was gained through doors or win
dmvs. 

The Texas Municipal League, quoting Underwrit
ers' Laboratories' "Field Service Record" for 1967, 
showed doors and windows as the points of attack in 
66 percent of the surveyed burglary attempts. In the 
1974 "Field Service Record" survey, the figure 
jumped to 80 percent. A 1973 Dallas, Tex., study of 
burglaries of businesses showed an 85 percent rate 
of entry through doors and windows. In Scarsdale, 
N.Y., approximately 89 percent of burglaries re
ported between 1967 and 1971 involved doors or 
windows as the points of attack. 

In addition to knowing the likely target, it is help
ful to have some knowledge of the potential burglar. 
It is generally believed that more than half of all 
burglaries are committed by persons under the age 
of 25, within a half mile of their homes. These bur
glars use simple hancltools to overcome barriers as 
quietly and as quickly as possible. Many youthful 
burglars simply search for an unlocked door or open 
window. 

Knowing the modus operandi of these burglars 
provides a solid basis for taking measures designed to 
foil or frustrate entry attempts. The Texas Municipal 
League's model code points out that a burglar de
layed only 4 minutes generally gives up the attempt. 
Coupling this information with the high probability 
that the would-be burglar will attempt entry through 
either a door or a window, it is apparent that if in
creasingly high burglary rates are to be curbed, door 
and window security needs to be improved. Citizens 
and businesses should be informed by government of 
proper door and window security measures and urged 
to reduce this oppo[l:unity fol' crime. 

Door and window security is a sound, simple, 
proven way to make a facility more secure; yet, 
builders consistently use inferior low-security hard
ware and materials, manufacturers continue to make 
locks that can be easily and quickly opened, and 
citizens do not voluntarily act to make their facilities 
more secure. Because of low security standards by 
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builders and widespread public indifference, society 
must pay an Iwer-growing law enforcement services 
bill; the costs in handling the over three million bur
glaries a year contribute significantly to the overall 
cost of police protection. Further, the quality of life 
in this society is significantly lowered by fear of 
crime. 

Establishment of door and window security stand
ards can provide a positive step toward increased 
security at lower costs for all involved. In light of the 
failure of individuals, organizations, manufacturers, 
and others to take voluntary measures, local govern
ments should examine security standards for doors, 
windows, and other apertures and select those most 
burglar resistant and cost effective for incorporation 
into building codes. 

The following examples of building security code 
contents can assist government agencies interested in 
enacting door and window security requirements. It 
is not suggested that these examples represent the 
best; they are presented as a source of useful refer
ence for governments wishing to move forward in 
this area. 

The "Commercial Burglar Prevention Ordinance" 
of the City of Oakland, Calif., (now available in 
pamphlet form) was the first security code of its type. 
The new pamphlet contains an overview of the ordi
nance in layman's language, the formal wording of 
the ordinance, a security checklist to determine com
pliance, and an example depicting the ordinance 
requirements as applied to a small business estab
lishment. City officials indicate that the code has con
tributed sigtlificantly to reduction in crime in Oak
land, leading to a 4.4 percent decrease in burglary 
between 1969 and 1973 compared with the 38 per
cent national increase between 1969 and 1974. 

The Texas Municipal League's "Building Security 
Code" contains a discussion of the burglary problem, 
legality of security codes, and the text of the model 
code. Also, its extensive bibliography would interest 
persons working on an ordinance or desiring to in
crease their knowledge of protection. 

Several other publications that contain helpful in
formation for those considering the establishment of 
building security codes are available. Security Plan
ning for HUD-Assisted Multifamily Housing is pub
lished by the U.S. Department of Housing and Urban 
Development. Chapter 4 of this booklet presents 
commonsense information on target hardening that 
could be transposed into ordinance form. 

A National Institute of Law Enforcement and 
Criminal Justice publication entitled "Federal Secu
rity Code" is a model ordinance covering antibur
glary measures for commercial, single-family residen
tial, and multiple-family dwellings (including hotels 
and motels). A most signiJicant part of the document 
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provides a cost estimate guide for the recommended 
security features. The individual can use these gen
eralized guideli.ne figures when considering the pur
chase of more security. 

Another useful reference source is the volunta,ry 
national standard for physical security of door as
semblies and components prepared by the Law En
forcement Standards Program of the Law Enforce
ment Assistance Administration. Included in this 
report are tests for doors and assembly components 
that can be replicated locally. The requirements are 
fully delineated. 

Other standards for doors, windows, and locks 
have been or are being prepared by various inde
pendent testing laboratories. The following list is a 
mixture of recommendations from existing literature 
for target-hardening of doors and windows. A com
bination of the standards and recommendations 
should be utilized for more effective door and win
dow security for both residences and businesses. 

Door frames: 2-inch-thick wood or metal with a 
rabbeted jamb or hollow metal with a rabbeted jamb 
filled with a solid material able to withstand spread
ing. 

Doors: 2-inch-thick solid wood or covered with 
16-gauge sheet steel if wood is 1 % inch or less or 
24-gauge steel bonded to kiln-dried wood core; mini
mum of 60-watt illumination above doors. 

Door Jocks: dead bolt or dead latch type with a 
I-inch throw and anti wrenching collar or secondary 
dead bolt with a I-inch throw or minimum lh-inch 
throw for residential protection, pick-resistant cylin
der and antiwrenching collar. 

Windows: display windows should be of burglary 
resistant material plainly labeled as such; side and 
rear windows should be painted over and protected 
by lh-inch round steel bars 5 inches apart or 1- by 
% -inch steel flat bars 5 inches apart, the bars being 
secured in 3 inches of masonry or 1/s-inch steel wire 
mesh no larger than 2 inches square bolted over the 
window; where windows are not used for ventilation 
glass brick should be used; windows should not be 
able to be lifted out of the frame. (Applies to win
dows up to 18 feet above ground level or within 40 
inches of an interior door handle.) 

Window locks: clam shell (crescent) thumbscrew 
pin in hole or as applicable to the type of window. 

Other doors: sliding doors, garage, and loading 
dock doors should be considered. 

Other openings: any opening larger than 96 square 
inches should be covered by steel bars or mesh 
screen. 

Because statistics show doors and windows are the 
most frequent points of attack in a burglary, the ordi
nances, models, and standards that do exist generally 
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concentrate solely on these two areas. In the available 
reference materials, the protection of other openings 
has not been given enough emphasis. Any opening 
to a structure should be considered as a potential 
entry point and, as such, rrotected. Authorities con
cur that all openings of 96 square inches or larger 
need protection. Examples of these potential points 
of entry are skylights, hatchways, air ducts and vents, 
and elevators. Excerpts from various ordinances and 
studies on the protection of other openings follow: 

Skylights: best protection is installation of metal 
bars, grills, or mesh; bars should be. steel not less 
than % inch in diameter not more than 5 inches 
apart; mesh should be at least 1/s inch thick with 
spaces no larger than 2 inches, secured firmly by 
machine or roundhead bolts that cannot be removed 
from the outside; or special burglary resistant glass 
should be used. 

Elevators: where feasible an elevator operator 
should be used; CCTV, continuous open listening 
device connected to a security control station, or spe
cial keys or cards held only by those requiring access 
can be used. 

Hatchways: if good, cover with 16-gauge steel 
screwed to wood, secure with slide bars or boIts from 
the inside or padlock. 

Air ducts and vents, transoms: those more than 8 
by 12 inches on roof side or rear should have round 
or flat iron or steel bars secured by nonremovable 
bolts. 

Note-all the above can be protected by various 
electrical and mechanical alarm devices. 

Governments considering incorporating security re
quirements into building codes should carefully study 
local needs to ensure that adequate protection would 
be afforded at a reasonable cost. The expense of 
implementing these measures is small compared to 
the potential loss to the individual, the community, 
and society from criminal attack. 

Selected References 

1. City of Oakland Police Services. "Commercial 
Burglary Prevention Ordinance." Oakland, Calif.: 
City of Oakland Police Services. 

2. Gray, Donald. "Direct Connection of Alarm 
Systerr.5 t.::: Policz Departments-Problems and Ad-

vantages." Address to the National Burglar and Fire 
Alarm Association, San Francisco, Calif.: 1973. 

3. Law Enforcement Assistance Administration, 
U.S. Department of Justice. Physical Security of 
Door Assemblies {lnd Components. Washington, 
D.C.: Government Printing Office, 1975. 

4. National Institute of Law Enforcement and 
Criminal Justice. "Federal Security Code with Mini
mum Building Security Guidelines and Cost Esti
mates for the Security Features," initial draft Wash
ington, D.C.: Law Enforcement Assistance Adminis
tration, 1971. 

5. National Sheriffs' Association. "National Neigh
borhood Watch Program." Pamphlet funded by a 
grant from the Law Enforcement Assistance Admin
istration, Washington, D.C., n.d. 

6. Texas Municipal League. "A Building Security 
Code for Texas Cities," Austin, Tex.: Texas Munici
pal League, 1975. 

7. Tien, J. M., T. A. Repetto, and L. D. Hanes. 
"Elements of CPTED." Arlington, Va.: Westing
house Electric Corporation, 1975. 

8. Underwriters' Laboratories, Inc. "1974 Field 
Service Record Certificated Central Station Type 
Burglar Alarms." Burglar Protection and Signaling 
Department, Bulletin #35, 1974. 

9. U.S. Department of Housing and Urban Devel
opment. A Design Guide for Improving Residential 
Security. Washington, D.C.: Government Printing 
Office, 1973. 

10. . Security Planning for HUD-As-
sited Multifamily HOllsing. Washington, D.C.: Gov
ernment Printing Office, 1974. 

Related Standards 

The following standards and goals may be applica
ble in implementing Standard 5.1: 
5.6 Environmental Security in Comprehensive Plan

ning 
5.8 Inclusion of Crime Prevention Measures into 

Existing Codes and the Consideration of Build
ing Security Codes 

7.1 Consumers Responsibility for Selection of Se
curity Services 

8.2 National Private Security Resource and Re
search Institute 
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Standard 5.2 

Adequate Security 
Lighting 

. rt should be adequately 
Where appropnate, pr.op.e i activity and enhance 

lighted to discourage cnmma 
public safety. 

Commentary 
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areas, and property crimes tended to shift to the 
daytime. The National Institute of Law Enforcement 
has pointed out that the newer types of lighting may 
affect the rest habits of individuals living in apart
ment buildings or houses located close to the street. 
The defensible space committee of the Private Secu
rity Advisory Council has suggested that lighting 
may conflict with aesthetic values; various citizen 
groups have registered opposition to the golden
yellow glow given off by sodium-vapor lamps. 

Both the crime prevention benefits of improved 
lighting and the possible secondary problems should 
be considered by local officials when relighting pro
grams a.e in the planning process. In particular, 
crime displacement problems should be anticipated 
and appropriate actions taken. Richard Rau of 
LEAA advise~, "To avoid spill over into areas 
adjacent to lighted 'corridors' lighting must be on a 
neighborhood basis, not a street basis." Certain 
changes in previous law enforcement patrol proce
dures and tactics also should be 'considered as pos
sible methods of dealing with any displacement·. 

The impact of lighting programs upon citizens 
also should be considered. The National Advisory 
Commission on Criminal Justice Standards and Goals 
stated, "Wishes of the residents and property owners 
should be considered at the outset." Citizens need 
to accept the program and be willing to play their 
role in its implementation. If a citizen observes sus
picious criminal activity because of improved light
ing but is afraid or unwilling to report it, then little 
has been accomplished. Public education, including 
the positive and negative aspects of lighting pro
grams, can help gain citizen cooperation and input 
for effective and equitable lighting improvements. 

Although major relighting efforts fall into govern
ment's realm of responsibility, the private sector 
should be aware of their obligation toward creating 
a safer environment through lighting. In addition to 
the moral and societal obligation, certain legal 
responsibilities may exist. To iHustrate, Criminal 
lustice Impact reported that in a recent Illinois case 
(Fancil v. Q.S.E. Foods, Inc.) a police officer's 
widow won a wrongful-death suit. The store owner 
had disconnected his back door light despite the fact 
he had been burglarized several other times and 
was aware that law enforcement personnel checked 
his store in the evenings. The police officer was shot . 
by a burglar concealed in the darkened area. In this 
instance, the store owner was found to be guilty of 
negligence through his failure to provide adequate 
lighting. 

What is adequate lighting? The Design Guide for 
Improving Residential Security states adequate light
ing should provide adequate visibility and surveil
lance. It should not create excessive glare or gener-

ate heavy shadows. Construction and installation 
should be of a vandalism resistant nature. Useful 
information on areas that should be adequately 
lighted is included in the following excerpt from the 
Oakland commercial burglary prevention ordinance: 

Three out of four commercial burglaries are committed 
against buildings that either have no lights or inadequate 
lighting. 

The interior of a store, especially the area near front 
windows, should be well lighted so as to be visible from the 
street. 

All exterior doors as well as the rear of your store should 
have adequate overhead lighting with vandal-proof cover
ings. 

The benefits to be gained from improved lighting 
are shared by everyone. Lighting not only creates an 
effective physical barrier against criminal acts, but 
also provides increased surveillance opportunities. 
Adequate lighting is a form of self-defense that can 
be employed by everyone from apartment dwellers 
to major manufacturers and corporations to prevent 
crime and promote public safety throughout the 
Nation. Although the private security industry has 
long recognized the crime prevention benefits of 
effective lighting for businesses and factories, the 
industry should educate itself to better understand 
the crime displacement effect of localized adequate 
lighting and should involve itself in community and 
government planning for effective lighting crime
prevention programs. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 5.2: 

3.4 Employer Responsibilities 
3.s Maintaining Data on Criminal Activities 
5.6 Environmental Security in Comprehensive 

Planning 
5.8 Inclusion of Crime Prevention Measures into 

Existing Codes and the Consideration of Build
ing Security Codes 

7.1 Consumers Responsibility for Selection of Secu
rity Services 

Standard 5.3 

Computer Security 
Possessers of computers should have a compre

hensive protection plan for both physical site and 
data, regardless of whether the computer is used 
solely for their own needs or for providing computer 
services to others. 

Commentary 

More and more, computers are becoming part of 
our everyday environment. There are 140,000 com
puter systems currently in use in this country. 
Introduction to Security by Gion Green and 
Raymond C. Farber cites a study that states 7 per
cent of the United States work force of 84 million 
work directly with computers and an additional 
15 percent work indirectly with them. It is projected 
that by 1980 computers and their related fields will 
represent 14 percent of the gross national product. 

One of the largest computer users is the Federal 
Government. Computers are used in nearly every 
aspect of its operation, from simple bookkeeping 
procedures to complex space technology. Data collec
tion on individuals alone demands tremendous com
puter capacities. A 3-year study by a subcommittee 
of the Judiciary Committee of the U.S. House of 
Representatives found 854 data banks in 54 agen
cies with more than 1.25 billion files on individuals. 
The Pt-rsonal data include police and military rec-

ords ~nd tax, intelligence, job, political, and religious 
inforillation. 

Other major computer users inciude banks and 
large public and industrial corporations. More than 
60 percent of all banks are computerized, and large 
corporations, such as A.T. & T., Standard Oil, U.S. 
Rubber, and so forth, rely heavily on computers for 
their efficient overall operations. In addition, count
less smaller private and public organizations use 
computers daily. 

Computers represent a large investment for gov
ernments, banks, and other users. The following 
breakdown presented by Richard Cross, vice presi
dent, the Bank of New York, gives an idea of the 
extent of the fiscal investment of one corporation: 

Equipipent value 

Tape replacement 

Monthly rental for backup time 
for minimal operations 

$3,150,000 

105,000 

550,000 

Considering the enormous number of computers 
now in use, their importance to operational proce
dures, and their huge financial investment, the need 

~ for a comprehensive protection plan for both physi
cal site and computer data is apparent. 
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Introduction to Security, points out that com
puters are vulnerable to many problems, including 
embezzlement, programing fraud, program penetra
tion, operator error, input error, program error, theft 
of confidential information, simple carelessness, fire, 
riot, flood, and sabotage. Despite the apparent need 
for computer security, many agencies and businesses 
do not take adequate measures to protect their in
stallations. Not only is physical security inadequate 
but also, in many cases, data is vulnerable to crimi
nal attack and misuse. Dr. Ruth Davis, director of 
the National Bureau of Standards' Institute for Com
puter Sciences, lists an additional problem found in 
Federal Government computer operations. Dr. Davis 
advises that the "overwhelming majority ... do not 
possess the security to meet data confidentiality con
ditions required by law." (Security Systems Digest) 

With the lack of sufficient security, computer
related crimes are prevalent. Brandt Allen, in bis 
article "Embezzler's Guide to the Computer," pointed 
out two very interesting facts about committing 
crimes with computers-it is relatively safe, and 
those who are caught usually are uncovered by 
chance or accident. To illustrate, he cites the case 
of a welfare department data center employee who 
stole $2.75 million in a 9-month period by issuing 
checks to fictitious persons. The scheme was un
covered "when a policeman discovered a batch of 
over a hundred of the fraudulent checks in an over
due rental car he found illegally parked." Brandt 
also includes the case of a "15-year boy who com
pletely cracked the security system of a major 
London computer time-sharing service. . . . He used 
no special technical gadgets and started with no 
special knowledge of the computer's inner workings 
-instead he relied only on ingenuity and a teletype 
terminal in his school." 

To effectively deal with such crimes, data security 
capabilities need to be strengthened and developed. 
Data security training programs should be set up 
for both public law enforcement and private security 
personnel. All available expertise should be called 
upon to develop materials and techniques that lead 
to maximum protection of security sites and data. 

Assistance in security planning is available from 
the personnel and publications of large computer 
companies. IBM defines data security as "the pro
tection of information from unauthorized disclosures, 
modification, or destruction whether accidental or 
intentional." IBM 15tates that the keys to data secu
rity are reducing exposure to an acceptable level 
and ensuring a recovery capability. 

The following points apply to security of the com
puter site and should be developed and expanded in 
training and practice: 
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1. Physical Security: 
Site selection, 
Fire and other damage controls, and 
Access control. 

2. Controls and Procedures: 
Audit for security, 
Separation of responsibilities, and 
Machine room policies. 

3. Recovery and Backup: 
Record protection, 
Disaster provisions, and 
Installation backup. 

4. Computer Hardware and Software Facilities: 
Identification devices, 
Programmed devices, and 
Software integrity. 

Law enforcement agencies are becoming increas
ingly aware of the growing need for expertise in 
combating computer crimes. Examples of training 
law enforcement personnel in this area are pointed 
out in Datamation, a computer journal. One in
volved computer training for the Los Angeles County 
district attorney's major-fraud-section personnel. A 
second example was a 2-week computer security 
program implemented by the FBI at Quantico, Va. 
This program consisted of two separate courses
one aimed at agents presently in the field and the 
other offered as an elective at the FBI national 
academy. There is a need for expanding programs 
like this to make them available to private security 
personnel as well as public law enforcement person
nel. More courses, such as those discussed, are 
needed as a starting point for improved computer 
security. 

In the private sector, some courses also are 
offered. The American Society for Industrial Secu
rity, several colleges and universities, companies such 
as IBM, and various privately operated programs 
have presented various aspects of computer security 
in workshops, seminars, and conferences. Class 
offered at local educational institutions and discus
sions with computer programmers and operators can 
teach security executives the principles, languages, 
and methods of computers. Following, >, they can 
search the literature to ascertain types of crimes in
volving computers and to find additional information 
about current developments in computer security. 
Security executives could become involved in ad
vance computer training concerned with data pro
tection. Development of competency in computer 
usage and security is perhaps the most valuable 
protective function security professionals could per
form for clients possessing computers. 

The expanding use of computers places responsi
bility on users to provide a comprehensive protec-

f .. \ 

tion plan for both the physical site and the com
puter data. This commentary gives ample evidence 
that disregarding computer security is inappropriate 
and often causes difficulties for persons with no con
trol over the situation. Also, law enforcement agen
cies should increase their knowledge and activity for 
protecting against computer crimes. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 5.3: 

3.5 Maintaining Data or Criminal Activities 

5.5 Development of Environmental Security 
Expertise 
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Standard 5.4 

Crime Prevention 
in Design 

Architects, builders, and/ or their professional 
societies should continue to develop performance 
standards of crime prevention in design with advice 
from law enforcement agencies and tiie private 
security industry. 

Commentary 

In 1973 the National Advisory Commission on 
Criminal Justice Standards and Goals, in its book 
Community Crime Prevention, made the following 
recommendation: 

The Commission recommends that agencies and profes
sions involved in building design actively consult with and 
see~ the advice of law enforcement agencies in physical 
design to reduce the opportunity for the commission of 
crime. These agencies and firms should make security a 
primary consideration in the design and construction of new 
buildings and the reconstruction or renovation of older 
structures. Interaction with law enforcement agencies and 
s~curity experts should be sought during preliminary plan
mng and actual construction to determine the effects of 
architectural features and spatial arrangements on building 
security and security costs .... 

In its report to the U.S. Senate, entitled Crime 
Against Small Business, the Small Business Adminis
tration made a similar recommendation: 

We recommend that the architectural profession develop 
standards of security in design. In doing so, they should 
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draw upon the experience of the commercial central stations, 
the manufacturers of security. devices, the police, the con
struction industry and building code officials, and other rele
vant agencies at all levels of government. 

One example of what has been accomplished by 
architectural practitioners is illustrated by Oscar 
Newman's study, Defensible Space, published in 
1972. In this study of New York's public housing, 
Newman set forth ideas and applied strategies for 
"getting persons to and from their living quarters 
without the fear (or occurrence) of crime or harass
ment." (Progressive Architecture, October 1972) 
Newman's work has led to an awareness of the 
relationship between physical design and crime. 

Progress has also been made by the Westinghouse 
Electric Corporation. in 1975 Westinghouse estab
lished a methodology for planning crime prevention 
that included the use of strategies based on inter
disciplinary fields, such as architecture, law enforce
ment, and sociology. This methodology is presently 
being evaluated by the Law Enforcement Assistance 
Administration (LEAA) in four test areas-schools, 
transportation, commercial business, and residential 
housing. 

The Westinghouse and Newman studies discuss 
examples of what can be done when architectural 
and crime prevention concepts are combined in 
environmental design. Since the early 1960's, this 
body of knowledge has grown, culminating in the 

---- .-------~---....--------
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concepts of defensible space and crime prevention 
through environmental design (CPTED), as dis
cussed in the introduction to this chapter. Others 
contributing to the development of these concepts 
include Jane Jacobs, Elizabeth Wood, John G. Kerns, 
and Schlomo Angel and agencies, such as LEAA, 
National Bureau of Standards, Southern California 
Association of Governments, and the Environmental 
Security Committee of the Private Security Advisory 
Council. 

The concepts of crime prevention in architecture 
and design need to be disseminated to all involved 
with planning, design, and construction. Because 
materials on CPTED have not yet fully evolved, 
evaluations of these concepts are lacking. A sub
stantial investment of money and time is needed to 
evaluate all new crime prevention concepts and 
security hardware. As the art of CPTED advances, 
evaluations and appropriate modifications should 
be made. 

An important part of the CPTED concept involves 
the assistance of both public law enforcement and 
private secnrity experts when architects, govern
ments, and businesses are planning, designing, or 
building new works. Their knowledge of crime 
activity and preventive measures is essential to 
successful CPTED applications. 

Although previously uninvolved with environ
mental design, the private security industry has 
undergone considerable upgrading and specialization 
in the last 20 years. The security industry, along with 
law enforcement agencies, has been developing ad
ditional knowledge about types of crimes and their 
perpetrators. Much of the knowledge, skills, and 
specialization is not yet known outside of the career 
field; thus, the average urban planner, architect, and 
builder is unaware of the security industry as a 
resource in CPTED planning. Only through the re
cent effol\s of the LEAA has some of this knowledge 
become available to the public. This knowledge can 
contribute significantly to CPTED activities and the 
private security industry should be consulted 
regularly. 

In addition to the role and services private security 
directors and contract companies can provide, 
specific situations may indicate a need for a security 
consultant. Hollis DeVines, director of Schlage Secu
rity Institute, Schlage Lock Company, explains his 
criteria for a security consultant: 

In selecting hardware, a security consultant should be 
called-that is, a consultant who has credentials to prove 
his ability .... I see too many "security consultants" spring
ing up suddenly, and many of them do not seem to know 
what they are doing. When an architect designs a building, 
security measures would be considered at the very beginning 
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-and he always engages the services of other engineers. 
These men have proved their efficiency, and I feel a security 
consultant should qualify in the same category. 

Some security problems get to be quite monumental, and 
there is a need for a person who keeps abreast of what items 
are on the market. Also he must have a good knowledge of 
the criminal and the way the criminal operates. This is the 
man I am referring to as the "Secudty Consultant." 

The assistance of security consultants should be 
obtained for more specialized areas, depending on 
specific local needs. A list of areas in which private 
security and/or law enforcement representatives can 
provide expertise foHows: 

• Alarm systems. 

• Antiburglary strategies. 

• Antirobbery strategies. 

• Crime displacement. 

• Employee theft control. 

• Law enforcement/security force in support of 
design. 

• Personnel control techniques and systems. 

o Security hardware for access points. 

• Security lighting techniques. 

s Shoplifting control design. 

• Special security needs (i.e., computers). 

Much has been done, in a relatively short time, 
by architects and builders to develop new strategies 
for the war on crime. Their efforts should be com
mended. It is hoped that others in these professions 
and their associations will join the effort to counter 
the rising crime rate. By becoming more knowledge
able about crime prevention, they c:an contribute to a 
safer environment for all. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 5.4: 
5.6 Environmental Security in Comprehensive 

Planning 
,I 
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5.10 Crime Prevention Courses as a Job Require

ment 

8.2 National Private Security Resource and Re
search Institute 
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Standard 5.5 

Development of 
Environmental 
Secu rity Expertise 

Those companies selling security services should 
develop the expertise necessary to offer environmental 
security planning services. 

Commentary 

Security companies often provide a variety of 
services-everything from guard service to security 
planning encompassing internal/external loss preven
tion plans made up of human and mechanical de
terrents. However, a review of the National Institute 
of Law Enforcement and Criminal Justice publica
tion, Directory of Security Consultants, and the litera
ture of security service companies shows that very 
few offer services incorporating the concept of crime 
prevention through environmental design (CPTED). 

Security service companies are not at fault, be
cause it is a relatively new concept. Although its 
roots were established in 1961 in Jane Jacobs' book, 
The Death and Life of Great American Cities, not 
until the early 1970's did CPTED begin to take shape 
in viable conce;pts. Today, alarming increases in 
crime and strong public concern for safety have led 
more and more researchers and planners to look 
at CPTED in the search for new and better methods 
of protection. In fact, the Law Enforcement Assist
ance Administration currently is funding four major 
projects to test its effectiveness in different areas. 

Although meaningful, evaluative results are not 
readily available because of the youth of CPTED 
projects, early reports indicate the significant crime
reduction potential of CPTED. For example, the 
article "Security: A 24-Hour, Seven-Days-A-Week 
Affair" discusses the benefits of the planned com
munity of Deerwood, Fla. Included within its security 
system are a variety of mechanical devices, a security 
guard force, liaison with law enforcement agencies, 
and citizen involvement. The article indicates that the 
community so far has been successful in keeping 
crime out, with the resulting dividend that "The 
excellent security record of the Deerwood com
munity has, of course, been a major sales factor for 
the condominiums." 

If such inaicators are correct, the concept of 
CPTED likely will be used more and more in both 
govemment and private planning. Companies selling 
security services should, therefore, develop the neces
sary expertise to offer environmental security plan
ning services. This would not only increase the 
salability of services but also ensure viable crime 
prevention techniques in new communities and busi
ness developments. The developbz environmental 
security expert will know the special problems relat
ing to private security services and will be able to 
offer advice to other members of the interdisciplinary 
team, thus reducing risks for private security guards 
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and police officers, and providing for better consumer 
protection and greater public safety. 

Expertise in environmental security could be 
offered not only for design but also for site selection. 
A crime impact statement could be prepared evaluat
ing the impact of the new site in terms of crime 
attraction, displacement, types of crimes, and so 
forth. It should include proposals to involve the com
pany and contiguous citizens and businesses in crime 
prevention programs. 

All security executives should study CPTED 
concepts for application to their own situations. 
Companies providing security services should con
sider hiring an architect, urban planner, or sociolo
gist/criminologist to be resonsible for CPTED. The 
development of CPTED expertise in this manner 
would considerably enhance the level of security 
services offered and contribute to safer environments 
for everyone. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 5.5: 

5.3 Computer Security 

5.4 Crime Prevention in Design 

5.7 Crime Prevention Courses in Schools of Archi
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5.9 Crime Impact Forecast 
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Standard 5.6 

Environmental 
Security in 
Comprehensive 
Planning 

Environmental security should be a part of com
prehensive planning from the rlesign phase to the 
completion of construction projects. 

Commentary 

What do mud houses in Sudan, Neolithic settle
ments in Turkey, and rowhouse streets in 19th cen
tury American cities have in common? As Oscar 
Newman explains in his book Defensible Space, they 
all employ elements of security through building 
design. Man has learned, through the ages, numerous 
ways to protect his being and belongings-building 
design is one basic way. 

The lessons learned over the years can now be 
applied on a more professional and advanced level. 
As discussed in Standard 5.4, the concept of crime 
prevention through environmental design is emerg
ing as an effective tool in crime prevention. As a 
result of pilot projects and indepth research, new 
technology and information is becoming available 
for incorporation into building design. Standard 5.5 
encourages the private security industry to gain ex
pertise in environmental security. The objective of 
this standard is to recommend ways in which this 
expertise can be used for the maximum benefit of 
all concerned. 

The proprietary security executive whose employer 
is planning a new facility should involve himself in 
the pmject from the planning and design stage to the 
end 0:( construction. If not specifically asked (or in 
the case of consultant or contract security company, 
not hired) to function as part of the planning team, 
he should request that his 3 put be considered; it 
is at this point that basic dec.k .• 0ns are made and the 
involvement of security is clearly established. The 
goals and objectives established in the planning stage 
provide direction for all remaining phases of the 
project. At this stage, the security executive needs 
to familiarize the planning team with past security 
problems of the locale, offer methods to overcome 
these problems, point out the benefits of the expected 
results, and estimate what resources are required to 
attain the desired security objectives. 

In the next step of the planning process-selection 
of the building site-the security executive's input 
again is needed. As pointed out by Richard B. Cole, 
president of Loss Prevention Diagnostics, Inc., " ... 
security in design can assume new dimensions when 
it is considered in site selection." The security execu
tive should consider the proposed site based on area 
crime statistics obtained from the local law enforce
ment agency. He should then conduct informal talks 
with other security executives in the area of the 
proposed site, and, finally, should visit the proposed 

193 



.~~~-- - - - --

site to contribute his personal expertise in the evalua
tion of its crime potential. 

Once a final decision has been made regarding 
the site, the design phase allows the security execu
tive to recommend parameter barriers and internal 
controls for the protection of equipment, inventory, 
and personnel. This phase can be accomplished by 
reviewing past criminal confrontations and consider
ing how design might have deterred them. The secu
rity executive should then present a proposed list of 
security hardware necessary for protection of the 
new facility, with appropriate justification. 

In some instances, security equipment can be 
effectively incorporated with other necessary equip
ment. For example, if management is considering 
an electronic control center for the facility's environ
mental process (heating, air conditioning, fire sys
tems, and so forth), the security executive should 
point out that electronic control systems are avail
able which incorporate the monitoring of separate 
environmental, manufacturing, and security proc
esses into one control center, thus lowering initial 
costs and future maintenance requirements. Among 
the many advantages of these systems is the long
term reduction in security and maintenance person
nel achieved through the use of computers and 
electronics for manpower. 

Careful consideration of security needs in the 
design phase of a building will also provide more 
effective security at lower cost in the long run. As 
pointed out by Al Buckner in his article, "Designing 
Security into Retail Facilities": 

Security can be built in at little or no additional cost if it 
is considered prior to construction. The construction alone 
can provide your security staff the tools which will enable 
them to multiply the effectiveness of their function-many 
times over. 

Buckner further points out that careful design of a 
facility can cut back on manning requirements. This 
can be a powerful argument in favor of acquiring the 
latest hardware when a guard's salary, insurance, 
benefits, and retirement fund for a 20-year period 
are considered against an initial capital investment. 

When the project is in the construction phase, the 
security executive should visit the site and reevaluate 
and refine the proposed security system, in addition 
to traditional construction security measures. Also 
during construction, the security executive should 
prepare training materials for all personnel encom
passed by the total security plan. Selection and train
ing of security personnel should occur during con
struction so that employees can be familiar with the 
security measures incorporated into the design. Such 

194 

training might include instruction about which route 
to use when entering and leaving the building, where 
various devices are located for summoning security 
personnel and how they work, use of elevators, and 
how th·.:: design can assist in surveillance and create 
territoriality that results in immediate identification 
of a person as an intruder. 

When construction is finished, security personnel 
should be the first group to enter the site to provide 
implementation of the incorporated security meas
ures. Additional security measures should be imple
mented to relate to those construction activities not 
as yet completed. Finally, if necessary, security 
training should cover any changes in procedures 
needed as a result of modifications in construction or 
equipment. 

There is no guarantee that security principles ap
propriately applied during the planning, design, and 
construction phases will ensure a crime-free environ
ment. However, when security is an integral com
ponent in the planning site selection, design, and 
construction phases of a new facility or community, 
coupled with a well-trained security ~orce and 
security-minded employees or residents, the final 
results will cause a lowered incidence of external and 
internal crime, increased profits for the business, and 
a more satisfactory quality of life for the community. 

Selected References 

1. Buckner, AI. "Designing Security into Retail 
Facilities," Security World, Vol. 4, No.8, September 
1967. 

2. Cole, Richard B. "Designing for Security," 
Progressive Architecture, November 1970. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 5.6: 

3.5 Maintaining Data on Criminal Activities 
5.1 Improvement of Door and Window Security 
5.2 Adequate Security Lighting 
5.4 Crime Prevention in Design 
5.8 Inclusion of Crime Prevention Measures into 

Existing Codes and the Consideration of Build
ing Security Codes 

5.9 Crime Impact Forecast 
5.10 Crime Prevention Courses as a Job Require

ment 

--<.!.,. 

Standard 5.7 

Crime Prevention 
Courses in Schools 
of Architecture and 
Urban Planning 

Schools offering COurses in architecture or urban 
planning should include in their curriculums courses 
on architectural design for crime prevention. 

Commentary 

"Attention by the profession of architecture to 
designing security into plans and specifications is 
virtually nonexistent" concluded the Small Business 
Administration in its report, Crime Against Small 
Business. If schools of architecture had included 
courses in crime preventive techniques in their cur
riculums, this statement would not have been made. 
This same admonition could be applied to urban 
planning. 

In the past, little relationship has existed between 
the fields of architecture and/or urban planning and 
the field of security services. However, as increas
ing numbers of citizens and businesses have become 
the victims of crime, experiencing serious losses and 
personal fear, the need for additional protection has 
become both vital and critical. The demand for a 
safer environment is being voiced throughout the 
Nation and, as a result, the involvement of physical 
security in structural design is receiving special em
phasis. Architects and urban planners, heretofore 
unfamili~r and unconcerned with security measures, 
now need to consider them in building design and 
community planning. 

-- .. ----~ 

Schools teaching architecture or urban planning 
should assist in familiarizing these individuals with 
security requirements by offering courses in archi
tectural design for crime prevention. These courses 
should cover the historical development of crime 
prevention in design up to crime prevention in en
vironmental design (CPTED) and defensible space. 
The following points, suggested by the National In
stitute of Law Enforcement and Criminal Justice, 
should be included in the course of study: 

1. Promoting opportunities for surveillance, 
2. Strengthening the differentiation of private 

from public space, 
3. Fostering territoriality, 
4. Controlling access, 
5. Separating incompatible activities, 
6. Providing alternative outlets for potentially 

delinquent and criminal energies. 
The curriculums should also include a study of the 

effect of architecture on deterrence and displacement 
of crime. To bring about the broadest perspective 
possible, these subjects could be team-taught, using 
a combination of architects, urban planners, 
sociologists, criminologists, psychologists, law en~ 
forcement officers, and private security consultants. 
Course content for the study of crime deterrence 
should include specific tactics, alarm systems, bar
riers, lighting, and security patrols-all traditional 
and proven protective devices. 
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Course content for the study of crime displace
ment would be more difficult to quantify because 
little data are available; nevertheless it is an im
portant and necessary subject for the architecture 
or urban planning student. If, through design, certain 
crime is prevented, will some even more heinous 
crime take its place? Will persons coming to and 
from the site or building now be subject to a greater 
level. of criminal attack because of displacement, 
causmg people not to use the site or building? Ques
tions such as these should be confronted in archi
tectural and urban planning courses. These subjects 
traditionally have been in the purview of the 
criminologist, law enforcement officer and sociolo
gist; now students of architecture and ~rban planning 
also must understand and be able to work with them. 

Various divisions of the U.S. Department of Jus
tice have been instrumental in publishing mono
graphs and studies dealing with subjects ranging 
from target hardening to Oscar Newman's defensible 
space efforts with New York City's public housing. 
A review of these publications would prove helpful 
in crime prevention courses. Individual buildings and 
residential developments that have incorporated 
security-in-design concepts should be used for case 
studies, and law enforcement and private security 
personnel should be used as guest lecturers or 
instructors. 

Standard 5.10 recommends that a certified course 
in CPTED be provided for architects or urban 
planners as a job prerequisite or as partial prepara
tion for a license. Educators can ensure their students 
meet this requirement by making CPTED courses a 
degree requirement. Another approach would be to 
make these courses mandatory for accreditation 
of schools of architecture and urb'ln planning. 

To avoid charges such as that leveled by the Small 
Business Administration, crime prevention concepts 
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need to be given general exposure in urban planning 
and architectural schools, perhaps as a required 
interdisciplinary course. If educators fail in imple
menting this measure, increases in human misery 
and economic loss will continue as a direct result 
of their oversight. Further, the security executive 
will have the continuing burden of attempting to 
convince planners and architects of the & .... le lessons 
over and over again. 

Selected References 

1. Fielding, Byron. "Safety and Security in 
Multiple Family Complexes," Journal of Housing, 
No.6, June 1971. 

2. National Institute of Law Enforcement and 
Criminal Justice, Law Enforcement Assistance Ad
ministration, U.S. Department of Justice. Residential 
Security. Washington, D.C.: Government Printing 
Office, 1973. 
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Related Standards 

The foRowing standards and goals may be appli
cable in implementing Standard 5.7: 
2.8 Training of Supervisors and Managers 
5.5 Development of Environmental Security Ex

pertise 
5.10 Crime Prevention Courses as a Job Require-

ment 
6.1 Interaction Policies 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 

] 
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Standard 5.8 

Inclusion of Crime 
Prevention Measures 
In Existing Codes and 
the Consideration of 
Building Security 
Codes 

Crime prevention measures should be an identifi
able part of existing or proposed regulatory codes. 
Building, fire, and safety code should be reviewed 
by regulatory bodies and private security repre
sentatives to avoid conflict with implementation of 
effective crime prevention measures. 

Commentary 

Throughout the 50 States there exists a myriad of 
codes and regulations at the local, State, and national 
level covering fire, building, and safety. They spell 
out "dos and don'ts" that affect the lives of every
one. Often provisions within these codes conflict; 
occasionally they complement one another. For ex
ample, San Francisco currently adheres to four 
different electrical codes relating to alarm systems. 

The latest development in regulations and codes 
is to draft building security codes. Some successes 
in crime reouction have been documented where 
security codes have been implemented. However, it 
is preferable to incorporate crime prevention meas
ures into existing building, fire, and safety codes. 
Additional codes only create another bureaucratic 
burden for the businessman and the citizen. Further, 
it appears likely that the future direction of build
ing codes is toward developing a single code covering 
building, fire, safety, and possibly other environ
mentally related topics. 

There are two very serious concerns to consider 
when discussing the incorporation of security pro
visions into existing codes. The first concern is the 
fear that crime prevention measures would become 
a stepchild among the traditionally strong fire, 
electrical, and plumbing provisions and be lost in 
the verbal folia.ge of the code. The second concern 
is the problem of conflict between crime prevention 
measures and fire, building, and safety codes. For 
example, security principles may clash with various 
safety code tenets and may generate construction 
expenses in excess of estimated budgets and 
aesthetics that do not correspond to conventional 
building codes. Also, as any security executive 
knows, the principles of good security frequently 
run counter to fire regulations. The Howard Johnson 
sniper case that occurred in New Orleans, La., in 
January 1973 illustrates this conflict. A gunman 
gained entry to a motel through a door that connects 
the building's garage with the upper-story guest room 
area. As required by fire regulations, as an emergency 
exit from a building-connected garage, the door was 
equipped with a crash bar that allowed access to 
the motel fire stairwell. If the crash bar designed to 
allow exit from the garage in the event of fire had 
not been used, the sniper may have been prevented 
from reaching the guest area. 

The establishment of a review body should enable 
such conflicts to be reasonably and rationally re-
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solved and should dispel the concern of those who 
envision security measures facing in impact by the 
terminology of the code. This review body should 
be established by local government and be re
sponsible for reviewing current fire, building, and 
safety codes and mediating any conflicts created by 
the incorporation of crime prevention regulations. 
This body would also ensure that the wording of the 
code clearly identifies each requirement. Member
ship of the review body should consist of representa
tives from each of the areas being regulated and 
include private security representatives. 

The private security members should be selected 
by screening the area's firms to find those individuals 
with the greatest expertise in current security hard
ware, alarms, and crime prevention techniques. 
These representatives would be able to identify 
current prevention techniques that might conflict with 
fire, safety, and building codes. Further, the private 
security representative could give advice on new 
developments in security hardware, as well as sug
gesting techniques that would be compatible with 
other code provisions. 

Through this interaction with government, private 
security's expertise can be used to benefit the public. 
Participation of the private security industry in 
activities, including reviewing fire, building, and 
safety codes, would help develop mutual respect and 
cooperation between government bodies and the in
dustry. When conflicts between proposed security 
measures and existing building, fire, and safety codes 
occur, the presence of a private security expert 
would tend to ensure a fair crime-prevention repre
sentation in the evaluation of the conflicting preroga
tives. 

Although incorporating crime prevention measures 
into existing fire, building, and safety codes is fa
vored, this may be thought impossible in the imme
diate future for some jurisdictions. In these juris
dictions, a separate crime prevention or security 
code should be enacted. 

The drafting of such a document does not present 
an insurmountable problem. In 1975, at least one 
State (California) and nearly two dozen cities in 12 
States became involved in developing or implement
ing building security codes, the purpose of which 
was to safeguard buildings and occupants against 
vulnerability to crime. Sample codes are available 
for reference from these communities. Additional 
guidance can be obtained from A Building Security 
Code for Texas Cities, p1.1blished by the Texas Muni
cipal League. According to the League, security 
building codes are legal documents developed "to 
require construction methods that result in increased 
security and the addition of security hardware and 
other protective devices which make a structure less 
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vulnerable." They also point out that security build
ing codes have their roots in "building and related 
codes (i.e., fire, life safety, etc.) that have been 
operative for decades." Building security codes also 
have been advocated by organizations, such as the 
National Institute of Law Enforcement and Criminal 
Justice and the SChlage Security Institute. 

Existing security codes vary in their explicitness 
of definition and requirement for security hardware 
and its application, particularly regarding doors, 
windows, and locks. Some building security codes 
specify lighting requirements. Others offer detailed 
specifications for construction of doorframes. 

The scope of security building codes also varies. 
Hollis De Vines, director of the Schlage Security 
Institute, points out two examples: In Indianapolis, 
Ind., single-family dwellings are included in tt,e secu
rity building codes; in Montgomery County, Md., 
the code is retroactive for motels, hotels, and multi
family dwellings. Other codes specify only commer
cial buildings. The National Institute for Law En
forcement and Criminal Justice's Federal Security 
Code has provisions that are so broad that they apply 
"to all existing and future buildings or structures." 

Although buiiding security codes vary as to types 
of buildings included and types and applications of 
security hardware required, the drafting bodies have 
had a common characteristic-lack of private secu
rity representation. Not even the National Advisory 
Commission on Criminal Justice Standards and Goals 
in their recommendation, "9.2 Security Require
ments for Building Codes in Community Crime Pre
vention," included private security experts in the list 
of persons to be consulted in preparing building 
security codes. The private security industry's evt~ry .. 
day business is crime prevention. To exclude these 
professionals from groups drafting building security 
codes is a grave oversight. 

Crime prevention measures should be incorporated 
into existing building, fire, and safety codes to 
reduce crime and serve the common good of the 
community. By including private security repre
sentatives in the development of regulations, the 
government allows those with expertise in crime pre
vention to exercise their civic responsibility. 

Selected References 

1. City of Oakland Police Services. "Commercial 
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and Crime Proceedings of a National Institute of 
Law Enforcement and Criminal Justice Seminar, 
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April 12 and 13, 1973. Washington, D.C.: U.S. 
Department of Justice, Law Enforcement Assistance 
Administration, 1973. 

3. National Advisory Commission on Criminal 
Justice Standards and Goals. Community Crime Pre
vention. Washington, D.C.: Government Printing 
Office, 1973. 

4. National Institute of Law Enforcement and 
Criminal Justice. "Federal Security Code with Mini
mum Building Security Guidelines and Cost Esti
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ington, D.C.: Law Enforcement Assistance Adminis
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Related Standards 

The following standards and goals may he appli
cable in implementing Standard 5.8: 
5.1 Improvement of Door and Window Security 
5.2 Adequate Security Lighting 

5.6 Environmental Security in Comprehensive 
Planning 
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Standard 5.9 

Crime Impact Forecast 
Crime impact statements should be included in 

the planning phase of all new public and private 
building and development projects. 

Commentary 

The crime impact forecast is a new concept. Its 
development and use stem from the environmental 
design approach to crime prevention. As envisioned, 
the forecast will be a planning instrument used to 
determine what changes in crime patterns may result 
from building and development projects. Its use can 
ensure that government and private business give 
consideration to public protection when planning new 
building projects. Crime impact forecasts should be 
included in the planning phase of all new public and 
private building and development projects. 

The crime impact forecast is a written statement 
that projects expected results of a new building or 
development project in terms of criminal activities. 
As suggested in a Westinghouse Electric Corpora
tion study, "Elements of CPTED" (crime preven
tion through environmental design), it should include 
the following projections: 

1. Time of crime, 
2. Tactics of crime, 
3. Target of crime, 
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4. Place of crime, and 
5. Type of crime. 

Other equally important points that !>hould be 
covered in the statement are those outlined by 
Michael B. Barker, chairman of the Environmental 
Security Committee of the Private Security Advisory 
Council: 

. . . should include additional information which would 
be of use to local decision-makers. For example, 1) the im
pacts on the use of public spaces in the vkinity of the 
proposed facility; 2) the expense to local government to 
offset any adverse impacts (against which any tax benefits 
shou.ld be measured); 3) the adequacy of the public infra
structure with respect to security, i.e., police access, street 
lighting, etc.; 4) the extent of private security services which 
the owner himself will supply, arid their relationship to the 
pertinent public security agencies. 

Further, justification for the crime impact -forecast 
'is the present lack of understanding by the architect 
or urban planner in the elements of design that can 
deter or prevent crime. This factor is discussed in 
Sta.ndard 5.7. 
. Certain design elements may require modifications 
In order to best protect the residents and/or busi
nesses of the surrounding area and to ensure the 
protection of the new building or development. Such 
changes should be made at a point that would re
quire little or no additional expenditures; therefore, 

--,-~-----
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it is important that the crime impact forecast be 
prepared for the design phase of planning. 

Crime is committed by humans, not laboratory 
specimens under controlled environmental conditions. 
It is not possible to accurately predict which person 
will commit what crime and when. But, enough is 
known about crime so that reasonable projections 
can be made as to what generally will occur when 
the environment is altered. A crime impact forecast 
can be made, but it is just that-a forecast. Because 
of the nature of crime, there should be no attempt 
to attac~ legal significance to the crime impact fore
cast or liability to those preparing it. 

The responsibility jor drafting the impact state
ment would vary, depending on whether the forecast 
is for public or private building or development 
projects. If the project concerns public buildings or 
developments, the local law enforcement agency 
would be the appropriate body to prepare the crime 
impact forecast, with input from urban planners. In 
the case of private buildings or developments, private 
security people should prepare the forecast. 

Because the crime impact statement for public 
projects would be ari extension of government's 
responsibility to provide its citizens a safe environ
ment, it should be open to public scrutiny. Consider
ing the highly emotional issue crime presents, the 
forecast could become a controversial community 
issue. The crime impact forecast could be used to 
rally community opposition to a public building or 
development to achieve some personal gain. Thus, a 
needed project whose benefits would outweigh other 
considerations could be forced aside because of nega
tive community response. Persons interested in local 
political offices could use the forecast as a stepping
stone for their ambitions by attracting attention to 
themselves through raucous opposition to a project. 
Therefore, before government undertakes any con
struction, it should ensure that satisfactory responses 
are ready for each problem posed by the crime impact 
forecast. In this way, when the first shovelful of dirt 
is turned, law enforcement officials would be able to 
begin implementing new tactics to counter changes 
in crime patterns. 

Private business should use its crime impact fore
cast as a planning tool. :rhe forec.ast should be drafted 
to assure that the safety of the public and employees 
and the business's profits and inventories are pro
tected through effective crime prevention measures. 

In drafting a private business's crime impact fore
cast, the security executive should consult with local 
law enforcement agencies to develop a plan that 
would protect employees and neighborhood resi
dents equally, so that the public interest is served. 

In time, the crime impact forecast will become part 
of all new building and development projects. How
ever, immediate efforts of private security and law 
enforcement personnel, architects, and urban plan
ners are necessary if that goal is to be reached. Ques
tions regarding content, applicability, controls, and 
other areas need to be resolved through the coopera
tive efforts of all these professionals. A few such 
questions are offered for consideration: 

1. For what types of planned construction would 
the crime impact forecast be applicable? 

2. Should the crime impact forecast be incor
porated into existing environmental impact statements 
at the State and Federal levels? 

3 .. What type of sanctions would be used to ensure 
that the crime impact forecast was made? 

4. Would requiring forecasts result in a new breed 
of experts and consultants who would perform this 
service for private business, and would they need to 
be licensed and regulated? 

Selected References 

1. Barker, Michael M. Written correspondence 
with Clifford W. Van Meter, Oct. 3, 1975. 

2. Tien, J. M., T. A. Repetto, and L. F. Hanes. 
"Elements of CPTED." Arlington, Va.: Westing
house Electric Corporation, 1975. 

Related Standards 

The following standards may be applic:able in 
implementing Standard 5.9: 

3.5 Maintaining Data on Criminal Activiti~:s 

5.5 Development of Environmental Security Exper
tise 

5.6 Environmental Security in Comprehensive 
Planning 

6.3 Policies and Procedures 
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Standard 5.10 

Crime Prevention 
Courses as a 
Job Requirement 

Architects and urban planners should be encour
aged to attend seminars or classes in crime pre
vention through environmental design (CPTED). 
Proof of successful completion of a CPTED seminar 
or course could then become a necessary prerequisite 
for employment or the obtaining of a license. 

Commentary 

Since the early 1960's, a quiet evolution has been 
taking place in the field of crime prevention. It 
emerged from the work of individuals who recog
nized certain relationships between the environment 
and people and who studied this relationship and 
hypothesized about its general applicability to the 
prevention and reduction of crime. 

Early activities in the field include the defensible 
space efforts of Oscar Newman and George Rand 
with the New York Public Housing Authority, a 
Westinghouse study entitled "Elements of Crime 
Prevention through Environmental Design," numer
ous professional papers, and Law Enforcement 
Assistance Administration publications on the effect 
of design on crime. 

In addition to numerous texts, articles, and reports 
on crime prevention through modification of the 
environment, the Federal Government has an En
vironmental Security Committee as a standing com-
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mittee of the Private Security Advisory Council. And 
there have been seminars conducted in several States 
for the purpose of making these new concepts avail
able to architects and urban planners in the field. 

The urgency for activating all available weapons 
against crime makes it essential that architects and 
urban planners become versed in these concepts. 
Acquisition of this knowledge can be achieved by 
making it a requirement for obtaining or renewing 
a license or as a prerequisite for a job as an architect 
or urban planner. 

This requirement would necessitate that the archi
tect or urban planner successfully complete a course 
in CPTED. The precise content of that course should 
be designed by professionals in the various fields. 
The selected references in this chapter, as well as the 
CPTED annotated bibliography by the Westing
house Corporation should be consulted for source 
material. 

The first courses and seminars should concentrate 
on informing architects and urban planners regard
ing the new CPTED concepts. When schools and 
universities have incorporated this material into their 
curriculums, the scope of the courses and seminars 
could be broadened with the inclusion of extensive, 
crime-related materials. The immediate goal of this 
standard, however, is to rapidly bring the basic 
CPTED concepts to the architects and urban plan
ners already working in the field. 

~ .. Selected References 

1. Newman, Oscar. Architectural Design for 
Crime Prevention. U.S. Department of Justice, Law 
Enforcement Assistance Administration. Washington, 
D.C.: Government Printing Office, 1973. 

2. Tien, J.M., T.A. Repetto, et al. "Crime Pre
vention Through Environmental Design (CPTED) 
Annotated Bibliography." Arlington, Va.: Westing
house Electric Corporation. 

3. Tien, J.M., T.A. Repetto, and L. F. Hanes. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 5.10: 

5.4 Crime Prevention in Design 

5.6 Environmental Serurity in Comprehensive 
Planning 

5.7 Crime Prevention Courses in Schools of Archi
tecture and Urban Planning 

8.4 Degree Programs for Private Security 
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Part 4 
Relationship of 
the Industry 
with Others 

Chapter 6 
Law Enforcement 
Agencies 

-- .. ----~~..------~ 

I. 

INTRODUCTION 

The recent escalation of crime in the United 
States and the resultant fear of personal harm, loss 
of property, and public disorder have caused con
siderable resources to be directed to law enforce
ment activities. In response to mounting demands 
for mope and better protection, total FederaL State, 
and local expenditures for police services climbed to 
more than $6.5 billion in 1973 and are continuing 
to increase. 

Clearly, Americans are experiencing a growing 
concern for personal and public safety. Just as 
clearly, already strained government budgets alone 
cannot provide the resources necessary to effectively 
deal with the upward trend in crime. In New York, 
Detroit, and many other cities, police manpower is 
being reduced because of community budgetary limi
tations. In other locales, planned increases or expan
sions of services are being halted. Police expenditures 
now constitute the largest single item in many 
municipal budgets. 

A grave dilemma is arising across the Nation. In 
the face of ever-rising crime rates, communities are 
finding that the limits of their fiscal resources have 
been reached. Additionally, it is now apparent that 
police alone cannot control crime. As aptly pointed 
out by Louis Radelet, Michigan State University 
professor of criminal justice, in the Dec. 8, 1975, 
issue of Crime Control Digest, "The police alone 
are futile in the prevention of crime .... They need 
to work in partnership endeavors with community 
forces." One such force possessing the potential to 
significantly contribute to the reduction of national 
crime is the private security industry. 

Considering the mutual interests and common 
linkages between the public law enforcement and 
private security sectors, a close working relationship 
could enhance the efficiency and effectiveness of both 
forces, adding impetus to the efforts to curb crime 
in our society. 

The crime preventive role of the private security 
industry, and the benefits it provides to both the 
private and public sectors, have been recognized by 
the Law Enforcement Assistance Administration and 

serve as the catalyst for this report. The purpose of 
this chapter is to serve to promote increased coopera
tion and the development of mechanisms to improve 
working relationships between public law enforce
ment agencies and the private security industry in 
their mutual objective of crime prevention. 

If this objective is to be realized, interaction be
tween the two agencies must be strengthened. As 
stated in Goal 6.1, "Effective interaction between 
the private security industry and law enforcement 
agencies is imperative for successful crime preven
tion and depends to a large extent on published clear 
and understandable policies developed by their ad
ministrators." In examining the existing interaction 
between the two forces, very limited interaction was 
found, with the exception of informal contacts at the 
upper supervisory and management levels. If the 
public law enforcement and private security spheres 
are to work in unity and not at cross-purposes, inter
action is required at all levels. 

Significantly, research has indicated that most 
public law enforcement agencies believe that the 
establishment of close, well-defined working relation
ships with private security agencies would be valu
able. Clear written guidelines aimed at improved 
understanding and cooperation on the part of both 
agencies are ne~ded to promote and maintain effec
tive interaction. 

In order to aid interaction, public law enforce
ment personnel need to be knowledgeable of private 
security operations within their jurisdiction. To this 
end, law enforcement agencies should survey private 
security components within their jurisdiction and 
designate at least one officer as liaison to provide 
guidance and to coordinate services (Standard 6.2). 

The exchange of information resulting from such a 
liaison would not only aid reciprocal cooperation but 
also provide a framework for the subsequent estab
lishment of written policies and procedures covering 
the delineation of respective roles, interchange of 
information, and cooperative actions. As outlined in 
Standard 6.3, the formulation of such policies and 
procedures can eliminate the confusion and uncer
tainty that act as barriers to improved understand
ing and cooperation. For example, police adminis-
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trators are often unaware of how private security 
services can assist them. Similarly, private security 
firms do not know how to obtain specific assistance 
from law enforcement agencies. Clear policies and 
procedures can provide the sense of direction neces
sary for decisive judgments and improved interaction 
between private security and law enforcement agen
cies. 

Another area that can strengthen the bond be
tween the two fields is education. Misunderstanding 
of the respective roles of law enforcement officers 
and private security personnel often leads to I:l. lack 
of acceptance or respect of one another. Standard 
6.4 proposes a multilevel training program for pub
lic law enforcement officials, covering the respective 
roles of the two agencies and the nature of their 
mutual contacts. This training can provide a basis 
for future cooperative actions, as well as dispel com
mon stereotypes and misconceptions. 

Those first four standards are aimed primarily at 
establishing the administrative groundwork for a 
close working relationship between the private secu
rity and public law enforcement sectors. The remain
ing five standards in this chapter deal with eliminat
ing possible sources of conflict that may serve as 
barriers to professional interaction. 

One source of conflict is the use by private secu
rity of title terms, verbal representations, and visual 
items that cause the public to mistake ti::,ir person
nel for law enforcement officers. A:ih'l..!gh private 
security personnel often are uniformed and may be 
armed, their powers differ significantly from those 
of public police. Therefore, for the protection of 
the public and security officers, private security com
panies and organizations should ensure that their 
personnel and equipment are easily distinguishable 
from public law enforcement personnel and equip
ment. Too close a resemblance to public police not 
only causes confusion for the public and resentment 
from public law enforcement agencies but also may 
lead to the imposition of liability from practices, 
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such as "impersonating a public police officer." 
Therefore, it is recommended that each State develop 
regulations on the use or wear of private security 
uniforms, equipment, company names, and personnel 
titles that avoids any possible conflict with those of 
public law enforcement forces. 

An area that has created much controversy and 
has suppressed interaction between public law en
forcement and private security agencies is the prac
tice of public law enforcement officers moonlighting 
in private security jobs. As the demand for increased 
protective services has continued to grow, especially 
in the industrial area, many public law enforcement 
officers have turned to private security activities for 
secondary employment. This practice has created 
many problems, including the private security in
dustry's belief that such a situation creates unfair 
competition. 

Other problems associated with moonlighting are 
discussed in detail in the last three standards of this 
chapter. To guard against situations in which moon
lighting may generate unfair competition, involve 
the use of public resources for private gain, or create 
serious conflicts of interest, it is recommended that 
public law enforcement officers be restricted from 
employment in certain types of private security activi
ties, such as private investigatory work where such 
improper actions are almost inevitable. It also is 
suggested that law enforcement administrators de
velop and enforce clear policies limiting secondary 
employment for law enforcement personnel to posi
tions that do not create conflicts of interest or in
volve the misuse of public property. 

In summary, closer unity of private security serv
ices and public law enforc·ement agencies offers the 
potential for improved crime preventive measures 
that will greatly benefit society. In order to form a 
mutually productive working relationship, increased 
cooperation and opportunities for interaction should 
be exhibited by both forces. 
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Goal 6.1 

Interaction Policies 
Effective interaction between the private security 

industry and law enforcement agencies is imperative 
for successful crime prevention and depends to a 
large extent on published clear and understandable 
policies developed by their administrators. Policies 
should be developed to serve as guides for modifica
tion by appropriate agencies. 

Commentary 

Over the past decade, the resources devoted to 
both public law enforcement and the private security 
industry have increased as the awareness of the need 
for greater crime prevention and control has grown. 
National leaders have called upon every private 
citizen, institution, and business to join their efforts 
with the criminal justice system to prevent crime. 
Although a closer cooperation between the private 
security and public law enforcement spheres offers a 
special opportunity for improved crime prevention, 
the relationship has often been ignored, overlooked, 
or restrained. 

Recently, however, the potential of a meaningful 
working relationship between law enforcement and 
private security personnel has been recognized. To 
promote a positive, ongoing relationship, formalized 
open interaction between the two agencies needs to 
be developed. On the national level, the International 

Association of Chiefs of Police and the American 
Society for Industrial Security (ASIS) have taken 
significant steps to provide a forum for such inter
action. And in the fall (if 1974, the Private Security 
Advisory Council formed a standing committee to 
study the law enforcement-private security relation
ship. Some of the goals and objectives of this stand
ing committee are reflected in its minutes of March 
7, 1975: 

Goal 2. Outline proposals to improve understanding and 
cooperation between Private Security personnel and public 
law enforcement officers. 

Objective 2-2. Develop guidelines for cooperation be
tween private security and public law enforcement. 

A study of the existing interaction between the 
private security industry and public law enforcement 
agencies reveals the need for clear guidelines. Sur
veys conducted by both the RAND Corporation and 
the Institute for Local Self Government, Berkeley, 
Calif., indicated that fewer than 25 percent of 
responding private security personnel had contact 
more than once or twice a year with law enforcement 
agencies. However, a third survey, recently com
pleted by ASIS, is in direct opposition to these 
findings. The results of the three surveys are shown 
in Table 6.1. 
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Table 6.1. Interaction of Private Security and Public Law Enforcement 

Frequency of Contact with Law Enforcement Rand 
Agencies 1972 

% 

Daily 

Once or twice a week 7 

Weekly 

Once or twice a month 14 

Monthly 

Once or twice a year 30 

Whenever necessary 15 

Never 27 

Declined to answer 

Do not know 

Unaccounted for 7 

Institute 
1974 
% 

5 

17 

23 

10 

29 

16 

ASIS 
1975 
% 

47 

24 

10 

11 

1 

7 

Source: Private Security Task Force, "American Society for Industrial Security (ASIS) Survey Results." (See Appendix 1 to 
this report.) Institute for Local Self Government, Private Security and the Public Interest. Berkeley, Calif.: 1974. The 
RAND Report, Vols. I and II, Washington, D.C.: Government Printing Office, 1972. 

The contrast between the results of the first two 
surveys and the ASIS survey can be explained by the 
fact that respondents to the latter were from upper 
supervisory and management levels. The contacts 
they frequently mentioned were informal meetings 
with law enforcement personnel at the local clubs, 
associations, luncheons, and so forth, and indicate 
interaction primarily at the upper management level. 
Although these interactions are higher desirable, the 
results of such contacts should be formulated into 
clear policies that increase interaction between 
security guards and law enforcement officers at the 
lower levels of the two fields. Because the ultimate 
missions of the two fields are parallel and, to some 
degree, overlap, effective interaction at all levels 
should be sought. 

To achieve this interaction, certain obstacles need 
to be overcome. One such obstacle-the problem of 
lack of mutual respect-was discussed at a meeting 
of the Private Security Advisory Council's Law 
Enforcement/Private Security Relationship Com
mittee. Some of the concerns discussed at this meet
ing follow: 

1. Private security believes: 
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a. Law enforcement does not respect them, 
b. Law enforcement is primarily concerned 

with arrests and not with crime preven
tion. 

2. Law enforcement believes: 
a. Private security is nonprofessional, and 
b. Private security is client-oriented and not 

society-oriented. 

What is important here is that, as long as lack 
of respect for each other's profession exists, effective 
interaction remains an untapped resource. But the 
frank and open discussion that took place at the 
committee meeting is a significant step toward solu
tion of the problem. Identification of weaknesses 
and areas of misunderstanding are the necessary 
initial steps to achieving greater mutual respect and 
cooperation. For example, some comments disclosed 
that law enforcement lack of respect is directed pri
marily at the lowest level of private security per
sonnel. A major portion of this lack of respect is 
based on a substantial difference in salary levels. 
Therefore, general upgrading of private security 
training and salaries may offer one means of in
creasing respect. 

Another obstacle to the development of inter
action can be attributed to existing laws. Laws often 
hinder the degree to which law enforcement agencies 
and the private security industry can interact, partic
ularly in the area of exchange of information. Law 
enforcement and private security agencies need to 
voice the need for changing such laws. Their respec
tive legal staffs should meet with others in the 
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Table 6.2 American Society for Industrial Security (ASIS) Survey Results Regarding Access to Criminal 
Justice Records 

Question 22: With what frequency do you utilize public criminal justice record systems? (i.e., license check, 
arrest records, etc.) 

Never 
Daily 
Weekly 
Monthly 
Yearly 
No response 

Percentage 

16 
27 
30 
18 
4 
5 

Question 23: Indicate your accessibility to public criminal justice records for private security business. 

No response 7% 

2 
Level 

3 4 5 

Not accessible 19% 18% 26% 14% 16 % Very accessible 

Question 24: Indicate the types of information you need to know from the criminal justice system. 

a. Arrest verification 
b. Conviction verification 
c. Alleged misconduct 
d. Driver license check 
e. Vehicle check 
f. Other 

No 
Yes No response 
% % % 

74 
84 
49 
57 
65 
10 

11 
4 

20 
18 
13 
o 

15 
12 
31 
25 
22 
90 

Source: Private Security Task Force, "American Society of Industrial Security (ASIS) Survey Results." (See Appendix I of 
this report.) 

criminal justice system to define and resolve the legal 
constraints on information interaction. 

Specifically, private security firms should have 
appropriate access to criminal justice information 
and statistic systems. The information in Table 6.2, 
taken from the ASIS survey, indicates the need for 
such information. 

Obstacles to interaction between the two fields are 
not limited to laws and lack of respect. Other ob
stacles exist. Through positive interaction, all such 
obstacles can be identified and policies developed to 
help surmount them. Only through the formulation 
of clear, understandable policies can effective co
operation occur. 

One area in serious need of formal guidelines to 
promote effective interaction is that of crime report
ing. In this respect, several questions are raised. 
Should private security personnel be required to 

report crime like ordinary citizens? Should they 
report all crime to police? Who should be given 
credit for an important arrest, the law enforcement 
or private security party? These are questions that 
need to be resolved through the mutual efforts of 
the law enforcement and private security sectors. 

A significant figure from the "Survey of Consum
ers of Private Security Services in the Greater Phil
adelphia Area" highlights the lack of interaction 
between the private security industry and law en
forcement agencies in regard to crime reporting. 
(This survey was the first major attempt to docu
ment user-reactions to the private security industry.) 
In the survey, question 19, asking if criminal activi
ties were unreported to law enforcement agencies, 
drew a 45 percent affirmative answer. 

In some areas, existing interaction has brought 
about desirable results. In one Virginia community, 
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for example, law enforcement and private security 
professionals meet monthly to discuss topics of 
mutual concern. A list of cooperative actions appear
ing in the RAND Report (Vol. 1) included: 

1. Call-in service for guards; 
2. Shoplifter bulletins; 
3. Installation of alll,rms in police stations; 
4. Providing law enforcement information, and 
5. Serving as law enforcement's added eyes and 

ears. 
In an article in The Police Chief, Raymond M. 

Atherton, chief, special agent, Standard Oil Co. of 
California, mentions a study that "identifies 39 types 
of businesses, educational, and industrial organiza
tions having plant protection, security, or other 
specialized units responsible for maintaining liaison 
with law enforcement agencies." In the same issue 
of The Police Chief, an article by Thad F. Brown, 
deputy chief, Los Angeles Police Department, identi
fies some 40 areas of assistance that private security 
personnel can provide to law enforcement agencies. 
These citations indicate that the number of complex 
interrelationships of services and agencies, alone 
justifies the need for development of clear interaction 
policies. 

Although the positive efforts and good will of 
those employed in law enforcement and private 
security will promote some level of interaction, there 
is still a need for clear policies to provide an ethical, 
legal, and professional framework to channel such 
interaction. Henry Armstrong, in his article in 
Security Management, sums up the situation well: 

First of all we should reach an acceptable understanding 
as to who and what industrial security men are, then we 
should consider appropriate ways of improving the liaison 
between police and industry officers. Finally, we should 
recognize how effective liaison between the two groups can 
help the individual communities . . . 

Law enforcement and private security sectors 
working together enhance each other's role and 
ability. Citizens indirectly benefit through more 
"eyes" on the streets, better and faster handling of 
persons committing criminal acts, and closer observa
tion of those persons who may intend to commit 
criminal acts. In short, effer:tive interaction can pro
duce a greater degree of safety and security for the 
community. 
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Related Standards 

The following standards and goals may be ap
plicable in implementing Goal 6.1: 
2.1 Training in Private Security 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
5.7 Crime Prevention Courses in Schools of Archi-

tecture and Urban Planning 
5.9 Crime Impact Forecast 
6.3 Policies and Procedures 
6.4 Multilevel Law Enforcement Training in Pri

vate Security 
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Standard 6.2 

Survey and Liaison 
With Private Security 

Law enforcement agencies should conduct a sur
vey and maintain a current roster of those private 
security industry components operating in the 
agencies' jurisdictions and designate at least one 
staff officer to serve as liaison with them. 

Commentary 

Existing relationships between the public law 
enforcement and private security sectors range from 
close working arrangements to limited and sometimes 
strained contacts. Often law enforcement agencies 
are unaware of the extent or nature of private secu
rity operations within their jurisdictions. Many times 
private security services are unaware of correct crime 
reporting procedures or do not know the proper 
agency to contact for ~ssistance. Regular liaison be
tween law enforcement and private security agencies 
within a jurisdiction can eliminate these problems 
and lead to a mutually prnductive working environ
ment and, further, to greater crime prevention and 
reduction capabilities. 

For law enforcement agencies, the: benefits of the 
establishment of formal liaison enhance the delivery 
of police services. Through liaison, the potential for 
positive cooperative measures can be explored, and 
those that are found to be feasible can be imple
mented to obtain greater law enforcement effective-

-------- ,-----------~-----' 

ness. The private security sphere would also benefit 
from the increased guidance and flow of information 
resulting from regular liaiscn. The Institute for Local 
Self Government stated in their report on the Cali
fornia private security industry, "Lacking the pre
rogatives of full police power, many private security 
operations find public law enforcement liaison to be 
an absolute necessity." 

Recognizing the important potential benefits of 
intercommunication between law enforcement agen
cies and the private security industry, this standard 
recommends that law enforcement agencies conduct 
periodic surveys of the nature and extent of private 
security operations in their jurisdictions. These sur
veys would be a first step toward effective liaison. 
Because inwme areas, such as New Orleans, St. 
Louis, and Cleveland, public law enforcement per
sonnel are outnumbered by private security personnel 
four to one, it is suggested that law enforcement 
agencies conduct the surveys to detennine the amount 
of private security resources available to assist them. 

The suggested survey would be uncomplicated and 
inexpensive. Companies selling private security serv
ices and equipment would be identified by consulting 
the Iccal telephone book, chamber of commerce, and 
so forth. Identification of stores, factories, and build
ings with their own private security systems poses 
more of a problem. However, time and legwork can 
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yield identification of all private security operations 
in the jurisdiction, and a rOl,ter can be prepared and 
updated periodically. 

Private security associations could perform a simi
lar activity. They could prepare a roster of all local, 
State, and Federal law enforcement agencies oper
ating within the jurisdiction, including phone num
bers and persons to be contacted for assistance or 
information, and distribute this roster to all local 
private security operations. 

Depending upon the size of the jurisdiction, at 
least one staff officer should be designated by law 
enforcement agencies to act as liaison with private 
security concerns. This officer would be responsible 
for conducting the survey, as well as establishing and 
maintaining an open line of communication with all 
private security operations in the jurisdiction. Such 
action is in line with the recommendations of the 
Institute for Local Self Government for improving 
law enforcement-private security relationships: 

Local law enforcement agencies having private security 
activity within their jurisdiction should establish an author
ity (either a mini bureau or an individual security coordi
nator, depending on size) for reviewing private security 
activities. 

Much of the success or failure of law enforce
ment/private security relations in a given area de
pends on the selection of liaison personnel. For this 
reason, the individual assuming this duty should 
possess certain skills and knowledge. As private 
security liaison, a law enforcement officer should be 
able to deal with owners of private security com
panies or representatives of national and/or inter
national private security operations. The officer 
should, therefore, be of a high enough rank to be 
on an equal footing with the private security con
tacts. Private security executives may hesitate to 
confide in a patrol officer, regardless of competence, 
simply because they feel the officer is at too low a 
level in the power structure to effect any action. 

The law enforcement officer selected for liaison 
also needs to be knowledgeable about the functionc-

ing of the private security industry. This represen
tative should not only develop a working knowledge 
of alI laws and registration requirements applicable 
to private security operations, but also understand 
the workings of a contract guard company, an ar
mored car company, an alarm company and central 
station, and their related technical problems, as weIl 
as be familiar with the operations of proprietary 
security organizations. 

One other realistic consideration should be given 
to the selection of the law enforcement officer re
sponsible for liaison. The job should be given to an 
officer in midcareer who is aware of his or her ad
vancement potential in the agency. An individual 
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near retirement or near the highest probable level of 
advancement may be inclined to accept a position 
with a private security operation desiring the con
tacts, knowledge, and skill the officer can offer. 

The exact duties of the liaison officer and the 
amount of time required can be more clearly dis
cerned after contact with the private security industry 
yields an awareness of their local needs. Initially, 
however, the officer should prepare, with direct 
input from the chief law enforcement official, long
and short-term goals for liaison and procedures to be 
followed to achieve them. In developing these goals, 
the chief and the liaison officer should discuss and 
determine what the agency can and cannot do to 
aid the private security industry. 

Private security operations also are encouraged 
to select at least one individual to work in a liaison 
capacity ",!th law enforcement agencies. Here again 
a great degree of care should be exercised in the 
selection of liaison personnel. If mutual trust and 
rapport are to be achieved, the person selected should 
be knowledgeable about phases of the private 
security operation and have a working knowledge of 
law enforcement activities and operations. The liai
son representative should use restraint in requests 
for assistance from law enforcement personnel as 
a measure to avoid withdrawal of the agency from 
the program. 

When the law enforcement liaison officer and 
agency are ready [0 begin the survey of private 
security operations, three objectives should be met: 
(1) gather together alI available information on 
private security resources operating in the jurisdic
tion; (2) prepare an inventory of police services 
available to private security concerns and methods of 
obtaining them; and (3) determine how the survey 
is to be conducted. 

In small jurisdictions, a survey of private security 
elements would involve little more than picking up 
the phone and calling the local private security 
agencies and proprietary security operations to invite 
their administrators into the station for an informal 
meeting. An actual example of this was noted in a 
law enforcement agency response to a question 
posed in a Task Force survey as to whether it had 
conducted a survey. The answer was "yes," with the 
qualifier that the town was so smaIl that they per
sonnalIy knew alI the private security operations. 

In larger jurisdictions, such as New York, Chicago, 
or Los Angeles, more elabora.te survey preparations 
may be necessary and a more detailed survey instru
ment desirable. One method would be for law en
forcement agencies tc:; enlist the aid of various local 
private security organizations in developing a list 
of all private security operations in the jurisdiction. 

Regardless of the method chosen for conducting 

" 

~~ 

r," -. 

" 
I ~ 

J 
~~, 

~ 
II 
\i I. 
" , 
" 

M 

'" It 
)) 
~:: 

It 
" n-
" 
/J 
l[ 

.~ 

1\ 
I} 
L 
It 

,i 
(j 
\:! 

" 

'.-

the survey, the following data should be obtained: 
(1) type and size of security operations, (2) whether 
security personnel are armed, (3) a list of all client 
services, (4) a list of key company personnel, and 
(5) special services needed from law enforcement 
agencies. 

Other information that can be gained in the course 
of a survey was outlined by Robert L. Parsons in 
his master's thesis on law enforcement and retail 
management cooperative efforts: 

The administrators of each respective agency must begin 
to learn from each other: (1) their own respective problems' 
(2). their actual operational set-up; (3) areas in which 
recIprocal advantage can be obtained by cooperative efforts 
al~d .(4) the actual effects of the shared problem-the com~ 
~lsslOn of burglary and robbery-against their own opera
tIons. 

When the survey is completed and the data 
analyzed, the law enforcement agency should arrange 
channels of communication. These activities might 
include a meeting between the law enforcement and 
private security agencies. This meeting might include 
several persons and an address by the chief law en
forcement official or might simply be an individual 
meetin~ of tIl: liaison officer and private security 
execu~Ive. at hIS place of business. Private security 
orgal11zatIons could similarly organize an informal 

or formal meeting with law enforcement personnel, 
possibly including addresses by various executives of 
the private security industry. When this step is com
pleted, the groundwork will have been laid for inter
action, cooperation, and increased protection of the 
community. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 6.2: 
6.1 Interaction Policies 
6.3 Policies and Procedures 
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Standard 6.3 

Pol icies and 
Procedures 

For law enforcement agencies and the private 
security industry to most effectively work within the 
same jurisdiction, policies and procedures should be 
developed covering: (a) the delineation of working 
roles of jaw €r~~r-zi!-m:tr.t offit"r5 and jll'h'ste 'security 
personnel, (b) the continuous prompt and responsible 
interchange of information, and (c) cooperative ac
tions between law enforcement agencies and the 
private security ~i~dustry. 

Commentary 

Policies provide the necessary guidance for 
achievement of an organization's goals and objec
tives. Effective management calls for the establish
ment of a sense of direction; written policies provide 
this direction. Without established policies, confusion 
and uncertainty arising will hamper progress and 
desired objectives are not met. 

Procedures provide further direction. Policies con
cern broad performance directives; procedures 
furnish specific guidelines for performance. Policies 
and procedures are the steps necessary to achieve 
objectives. For example, with the objective of in
creasing arrest rates, a police agency would adopt 
a policy of providing prompt response to all calls. 
Several procedures would then be established to 
ensure prompt response. These procedures might 
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include the use of deployment forces, personal 
alarms, computerized data retrieval, and so forth--:
all these steps provide prompt responseauo, at the 
same tim.!!" a,chie'l/~ t..lle aC3ired objective of increas
ing arrest rates. 

In this standard, the desired objective is closer 
unity between law enforcement and private security 
forces. The realization of this objective relies on the 
development of clear policies and procedures of 
operation. These policies and procedures need to 
cover the aspects of respective roles, interchange of 
information, and other cooperative measures be
tween law enforcement and private security agencies. 
Once clear policies and procedures are provided in 
these areas, both law enforcement and private 
security personnel can better understand their overall 
commitment, and prescribed action& can be taken 
to promote coordination of efforts. 

Although good working relationsh1.ps have been 
found to exist at certain levels in the private security 
and law enforcement areas, (see ASIS survey, Ap
pendix 1), the need for closer unity and increased 
interaction will always be present. ,Government 
officials, private security personnel, and researchers 
have voiced the need for establishing policies and 
procedures that provide a framework for interaction 
between these two entities. One of the primary 
recommendations of the RAND Report (Vol. I) 
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was that, "There should be a predetermined clear-cut 
policy for public/private police interaction." 

Numerous other reports and surveys have also 
recognized the importance of establishing policies 
and procedures covering various aspects of the pri
vate security/law enforcement relationship. The 
Other Police reported that results of a survey of 
municipal officials working in 17 communities in 
the Cleveland, Ohio, area showed that these officials 
most frequently indicated (in agreement with the 
RAND report quoted above) that "There should be 
a predetermined, clear-cut policy for municipal
private security interactions." 

A survey conducted by Dr. Richard Post, former 
chairman of the Department of Criminal Justice, 
University of Wisconsin, Platteville, indicated that 
82.6 percent of the law enforcement officials re
sponding believed that the establishment of a close, 
well-defined working relationship with the private 
security industry would be valuable. In his article, 
"Relations with Private Policy Services," Dr. Post 
concluded that "Policy must be developed at the 
municipal and county level to insure a clear under
standing of the role and responsibilities of private 
protective services in the protection of the individual 
and his property." 

The Institute for Local Self Government in its 
report, Private Security and the Public Interest, gives 
further support to the development of policies and 
procedures. The Institute recommends: 

Local law enforcement agencies should coordinate their 
activities with private security services operating within their 
jurisdiction. Extensive study should be made of the possible 
ways their services might assist the police in suppressing 
criminal activity. 

There should be a predetermined policy as to the mutual 
cooperation between public and private security forces; 
definite policy interactions should be established and main
tained; procedures for crime reporting should be established 
to insure total reporting. Mutual cooperation between public 
and private forces should be sought. 

Private security guard, watchmen and patrol agencies 
should be required to maintain around the clock communi
cation links with the local law enforcement agency. 

Just as various reports and studies point out the 
need for policies and procedures for relatiom;hips 
between law enforcement and private security 
agencies, other research indicates the lack of exist
ing written policies and procedures. Vernon G. Jabr, 
in his master's thesis entitled "The Relationship be
tween Law Enforcement and Industrial Security," 
found that approximately 60 percent of the re
spondents to his questionnaire stated their companies 
did not have formal written policies regarding rela
tionships with law enforcement agencies, and the 
same 60 percent believed there is a need to establish 
more definitive policies regarding interaction. 

Further, another of his survey questions revealed that 
96 percent of the respondents favored cooperative 
liaison with law enforcement agencies. 

Responding to questions posed by J ahr during the 
data collection process for his thesis, 30 law enforce
ment agencies in 30 States provided the following 
information: 

• Eight of 30 had policies and/or procedures for 
defining the working roles of law enforcement agen
cies and private security services. 

• Seven of 30 had policies covering interchange 
of information with the private security industry. 

• Six of 30 had procedures for cooperative ac
tions with the private security industry. 

Clearly the need for interaction between the 
private security and law enforcement spheres is 
acknowledged by professionals in both fields. In 
developing the necessary policies and procedures for 
the most effective working relationship, all possible 
duties, responsibilities, and interrelationships of the 
public and private agencies involved should be con
sidered in order to provide written directives cover
ing all areas of operation. 

Thad F. Brown, deputy chief, Los Angeles Police 
Department, in his article, "Types of Assistance 
Available," listed 40 types of servi,ce the private 
security industry could provide law enforcement 
agencies-for exampie, accident data, baggage in
formation, credit card information, fugitive leads, 
inplant surveillance, and property identification. In
teraction on these items can lead to not only a 
better relationship but also a potential for indepth 
security, because private security and law enforce
ment professionals share a common enemy. 

Although the ultimate responsibility for the de
velopment of policies and proc1!dures rests with 
management personnel, input frorn all levels should 
be encouraged and evaluated. This input can be 
gathered through surveys conducted by both fields 
during the liaison phase. Further, a law enforcement 
liaison officer with a good understanding of private 
security operations can hasten the process of de
veloping goal-oriented policies and procedures that 
are understandable and acceptable to both sectors. 

Delineation of Roles 

The roles of both law enforcement officers and 
private security personnel should be clearly defined. 
A clear understanding of duties, responsibilities, and 
limitations is essential to goal-directed performance. 
In the absence of r"'licies and procedures, the in
dividual may be forced to develop a personal policy 
that differs from what is expected or desired. Clearly 
written policies and procedures clarify the delinea
tion of roles and lead to unity of purpose and co
ordination of effort at all performance levels. 
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To achieve a delineation of roles, law enforce
ment and private security administrators within a 
jurisdiction should inventory and develop the services 
they are capable of delivering. This process should 
be done at the executive level, where decisionmaking 
power rests. Executives from both fields should 
examine this inventory for: 

1. Duplication of services, 
2. Crime prevention and deterrent activities, 
3. Crime detection and investigatory services, 
4. Jurisdiction and authority, and 
5. Areas lacking the needed law enforcement 

and private security services. 
Duplication of services is not in itself negative 

when referring to protection. It does, however, pose 
a question as to whether duplication can be elimi
nated without the public or private entity suffering 
a decrease in crime-prevention or other services. 

Crime prevention and deterrent activities have 
long been the dominion of the private security in
dustry. Law enforcement agencies have only re
cently entered this area, offering programs such as 
the marking of property, and providing residential 
security inspections. Police administrators should 
evaluate the prevention and detection programs 
operated by the jurisdiction's private sector to ascer
tain if these programs have caused displacement of 
criminal activities requiring reassignment of law en
forcement personnel, and if police cooperation in 
these programs would ensure greater success. 

Local crime detection and investigatory services 
should be inventoried to determine if there are local 
agencies posselising detection or investigatory cap
abilities that could complement law enforcement 
criminal investigations, particularly in areas such as 
securities, computers, or multistate offices. Likewise, 
law enforcement agencies should provide informa
tion or supply supportive services (such as use of 
crime laboratories) if such cooperation would result 
in the arrest of persons suspected of committing 
crimes against the public (as opposed to aid in 
private cases such as divorce). 

Jurisdiction and authority limitations should be 
determined and made known to line officers as 
rapidly as possible. Law enforcement officers often 
must carry out duties on private property, and they 
need clarification of legal issues when that property 
is protected by private security systems and whim 
private security personnel initiate the call for servke. 
The issue is further complicated in States where 
private secnrity officers hold quasi-legal status. 

When the inventory of services is completed, a 
comprehensive overview should make it clear as to 
who is handling what situations and how they are 
to be handled. Police and security executives should 
then ask: Where are the weak spots? What addi
tional services should be offered? Who can best fill 
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in the weak spots in the battle against crime? When 
the answers to these questions are ascertained, 
policies and procedures understandable by all parties 
should be formulated. 

Interchange of Information 

Because crimes often are solved by a good in
formant or a vital piece of data on a particular modus 
operandi, a two-way flow of information needs to 
be initiated in the interests of cooperative action. 
Every law enforcement officer is aware of suspects 
who are set free because the information necessary 
to place or sustain charges was not available. There 
also are tragic stories of citizens shot by private 
security guards hired and armed by employers un
aware of previous convictions against the guards for 
offenses such as assault with a deadly '.'leapon or 
even murder. In a climate and at a time when 
sources of information and intelligence are being 
shut off by legislation, it has become urgent for law 
enforcement and private security agencies to pool 
their efforts to ensure an ongoing and useful inter
change of information. 

In an address to the Greater Atlanta chapter of 
the American Society for Industrial Security, Chand
ler Eavenson, manager of corporate security, Rich's, 
Inc., pointed out, "As of June 1975 there were some 
80 pieces of legislation relating to various aspects 
of privacy pending in the U.S. House and nine in the 
Senate. Since then some 30 additional bills have been 
introduced." Enactment of many of these bills would 
gravely threaten interchange of information. Private 
security and law enforcement interests should initiate 
necessary actions to ensure this vital information 
exchange is maintained. 

Information and intelligence are of primary im
portance to the operation of any law enforcement or 
security agency. The American Society for Industrial 
Security survey (see Appendix 1) showed that 75 
percent of the respondents used public criminal 
justice records at least monthly and 84 percent stated 
a need for conviction data, 74 percent for arrest data, 
57 percent for driver license checks, and 65 percent 
for vehicle checks. 

Because the law enforcement and private security 
fields generally provide services and not tangible 
products, it is very important that they maintain 
an adequate information gathering and processing 
system. Such a system is valuable not only for show
ing the public or employer what has been accom
plished but also as a valuable tool for planning and' 
future allocation of resources. Results of good in
formation gathering can provide an overall crime 
picture, and adjusted crime occurrence map of the 
jurisdiction, an indicator of real versus perceived 
enforcement requirements, and a management tool 
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for both law enforcement agencies and private 
security services that could be helpful in obtaining 
additional manpower, funding, citizen participation, 
and specialized training. 

The private security industry currently considers 
the area of intelligence to be primarily a one-way 
transaction, with law enforcement agencies as the 
recipients. Because of the controls under which law 
enforcement agencies operate, the situation is not 
by choice. The degree of intelligence information 
passed to the private sector should actually depend 
on the intelligence needs of the specific private 
security functions in the jurisdiction. When these 
needs are determined in a survey (as proposed in 
Standard 6.2), the chief law enforcement official 
and the agency's attorney should carefully study them 
to determine to what extent these needs can be 
lawfully met. In no instance should law enforcement 
agencies expect or request intelligence from private 
security firms that would put both groups in the 
position of breaking any existing laws. 

Finally, as suggested in Standard 5.9, law en
forcement and private security functions should work 
together to draft crime impact statements. This action 
would provide a good exercise in jointly working on 
combined information toward a specific goal. 

Cooperative Actions 

The relationship between the private security in
dustry and law enforcement agencies has been 
hampered by certain existing SuspICIOns and 
prejudices held by both. As outlined by the Law 
Enforcement/Private Security Relationship Com
mittee of the Private Security Advisory Council, 
some of these prejudices include the following: 

1. Private security believes: 
a. Law enforcement stops at property lines. 
b. Law enforcement accepts a one-way com

munication from the private security in
dustry but does not reciprocate. 

2. Police believe: 
a. Private security will not prosecute. 
b. Private security is just trying to use law 

enforcement. 
These problems are not common to all jurisdic

tions, but wherever they exist, in total or in part, 
they restrict cooperative efforts. Development of 
policies and procedures for cooperative actions 
should help destroy these existing misconceptions. 
Further, increased understanding brought about 
through cooperation can lead to the greater efficiency 
and effectiveness of each agency's operations. 

The exact nature of the policies and procedures 
to be developed depend on local circumstances. 
Dennis T. Brennan, in his book, The Other Police, 
outlines some of the types of cooperative arrange-

ments found in the Cleveland area. A listing of these 
programs is offered for illustrative purposes. 

Municipal Police 

• Respond to calls for aid. 
• Permit instaUation of direct dail or central sta

tion alarms. 
• Exchange information. 
• Complete private security investigations. 

Private Security Forces 

• Report suspicious persons and circumstances. 
• Assist in traffic control around private property. 
• Act as extended "eyes and ears" of police. 
• Assist in making arrests. 

An inherent fact in these cooperative efforts is 
the meeting of private security and law enforcement 
personnel to work out a meaningful commitment for 
the common goal of crime reduction. This positive 
interaction means that law enforcement administra
tors have made a decision to assist private security 
concerns. Such cooperation and interaction would 
result in increased protection provided to the in
dividual being serviced and also greater security for 
the community. When the private security sector 
agrees to cooperate with law enforcement agencies, 
it reflects a willingness to take on a secondary obliga
tion other than the client for no monetary reward. 

Once a course of cooperative action is decided 
upon by private security and law enforcement ad
ministrators (whether the activity involves investiga
tions, arrests, alarm responses, or surveys), lower 
echelon personnel on both sides should receive 
policies and procedures in understandable, concise 
form. Further, as a part of building jointly coopera
tive efforts, education in each other's role is most 
important. Middle-level supervisors can assume the 
important role of ensuring that cooperative efforts 
are understood and carried out. 

As Glen D. King, executive director of the Inter
national Association of Chiefs of Police, told the 
28th annual convention of the National Burglar and 
Fire Alarm Association, "Greater cooperation be
tween law enforcement and local security profes
sionals can greatly enhance the effectiveness of this 
law enforcement team." Cooperative efforts are only 
limited by the imagination, good will, and innova
tiveness of law enforcement agencies and the private 
security industry. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 6.3: 
2.3 Job Descriptions 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
5.9 Crime Impact Forecast 
6.1 Interaction Policies . 
6.2 Survey and Liaison with Private ~e.cun!y . 
6.4 Multilevel Law Enforcement Trammg ill Pri-

vate Security 

'" 

Standard 6.4 

Multilevel Law 
Enforcement Training 
in Private Security 

There should be multilevel training programs for 
public law enforcement officials, including but not 
limited to: 

1. Role and mission of the private security 
industry, 

2. Legal status and types of services provided 
by private security companies, 

3. Interchange of information, crime reporting, 
and cooperative actions with the industry, and 

4. Orientation in technical and operating proce
dures. 

Commentary 

The "American Society for Industrial Security 
(ASIS) Survey Results" (Appendix 1) indicates 
that 83 percent of the respondents believed that 
a set of standards was needed for the formaliza
tion of law enforcement/private security rela
tionships. However, the Private Security Advisory 
Council's Law Enforcement/Private Security Re
lationship Committee determined that law enforce
ment agencies often are not informed of the role, 
mission, and nature of the private security indus
try. If there is to be formalization of any type of 
relationship, the first step should be a training 
program that reaches all ranks of law enforcement 

and private security personnel. The program 
should define the respective roles of each group, 
as well as their contacts with each other. 

To provide the optimum dissemination of infor
mation about private security functions, training 
requires a multilevel approach. Law enforcement 
personnel at various responsibility levels have dif
fering informational needs. A model training pro
gram on private security should consist of recruit
and supervisory-level instruction, and ongoing 
instruction for all law enforcement ranks. 

The goal of recruit training is to provide a general 
familiarization with private security services. The 
length of this training should be tailored to the 
local situation, with time allotted, as necessary, to 
ensure adequate coverage of all subjects. 

Recruit-level training generally should provide 
data explaining the role, mission, and function of 
the private security industry. Particular emphasis 
should be placed on industry components within the 
law enforcement agency's jurisdiction. Training 
should include information on State and local laws 
applicable to private security, such as jurisdiction 
and authority. In this respect, the Institute for Local 
Self Government, in it!; study Private Security and 
the Public Interest, recommends instruction on pri
vate security's rights, privileges, and duties and, most 
importantly, on its limitation of authority. 

A format for development of instructional areas 

219 

l 



that should be covered in recruit training follows. 
Instruction subareas can be developed as appropriate. 

• The private security industry: Who and what 
it is. 

• Role and mission of the security industry. 
• State and local laws affecting the security in

dustry. 
• Authority of private security personnel. 
• Field-level relationships with private security 

personnel. 
When this phase of instruction is completed, the 

law enforcement patrolman wiII be able to deal more 
effectively with private security personnel encoun
tered during daily duties. 

The goal of training in private security for law 
enforcement supervisors is to prepare them to deal 
with security management counterparts or execu
tive-level private security personnel, as well as to 
handle private security request and referral activities. 
Training for law enforcement supervisors should 
enhance the knowledge already gained in recruit-level 
training. Law enforcement supervisors and detectives 
would be working with upper-management-Ievel pri
vate security personnel and need to know how to 
relate to these individuals and' their needs. They 
must be prepared to handle requests for information 
interchange, crime reporting on requests for inves
tigatory services, and cooperative actions. These 
topical areas should adequately meet day-to-day, 
operational interactions of local law enforcement 
and private security personnel. 

A format for supervisory instruction follows. Only 
general headings are given, because development of 
various subheadings may vary for specific jurisdic
tion. Much of the course content also may depend 
on the developed policies and procedures of a 
particular law enforcement agency relating to private 
security services. 

• Interchange of information. 
o Crime reporting aua channeling. 
• Cooperative actions. 
• Role and mission of the private security in

dustry. 
& Management-level relationships with private 

security personnel. 
Interchange of information is a course designed 

to improve the flow of information between law 
enforcement and privatle security agencies. The 
course should inform law enforcement supervisors 
about the types of information obtainable from 
private security sources and the information law 
enforcement agencies can legally make available to 
private security services. 

Crime reporting and channeling refers to activi
ties reported to law enforcement agencies by private 
security sources. This area is both important and 
delicate, because most private security personnel 
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want to protect their employer's reputation. Busi
nesses may have policies that pertain to the 'report
ing of crime. Where legal and possible, law enforce
ment agencies should honor these policies. Instruc
tion in this area, among other things, would cover 
how to properly give credit for reported criminal 
activities and the procedures for reporting criminal 
activities to the appropriate criminal justice system 
section for action. 

Instruction in cooperative action could be com
bined with material covering management-level rela-

. tionships. The two areas are closely related but do 
have basic differences. Cooperative action should 
primarily outline department policy on the extent to 
which ,the agency could jointly work with private 
security operations. Successful examples of coopera
tive actions, and suggestions for locally implementing 
those actions, could be included. Management-level 
relationships, on the other hand, should cover joint 
planning, ethics, and other appropriate subjects. 

Role and mission of the private security industry 
should expand the general informational course 
offered at the recruit level. It would serve as a re
fresher course for the supervisor and should develop 
in greater detail the specific private security opera
tions within the jurisdiction. 

The goal of orientation in technical and operating 
procedures is to provide a necessary, although 
limited, understanding of the types of security equip
ment currently used in the jurisdiction and of some 
fundamentals on how private security systems op
erate. All law enforcement officers should receive 
this training. The depth of course content should be 
limited to orientation in the type of alarm systems 
and other security systems the law enforcement offi
cer may be reasonably expected to encounter. Fur
ther, the training should impart a general knowledge 
about private security operating procedures, i.e., if 
an alarm sounds, does the alarm company respond 
to it? This portion of the training should not attempt 
to disclose all procedures of all private security oper
ations within the jurisdiction, because such disclosure 
conceivably could imperil the security of various 
businesses and companies. 

Ongoing training refers tc nonformal, nonclass
room training for all law enforcement personnel 
who are active in day-to-day operations. The areas 
selected for ongoing instruction dealing with private 
security should include the impact on law enforce
ment of (1) new laws pertaining to private security 
services, (2) new private security technology, and 
(3) new private security procedures. Instruction in 
these areas can be achieved by rollcall training, 
special order, training bulletins, or monthly com
mander's call. 

A training technique that should be maximized 
at all levels is the use of private security personnel 
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as instructors. in addition to the use of existing 
expertise, this practice can enhance law enforcement 
officers' perception of their counterparts. Also, for
mal presentations by private security personnel 
should be followed by informal learning situations, 
giving all levels of personnel from both sectors a 
chance to get to know each other on a less restricted 
basis and to freely exchange ideas. Finally, law 
enforcement should consider including private secu
rity personnel as students where feasible and per
missible. Face-to-face encounters between private 
security personnel and law enforcement officers can 
help enhance the relationships at ail levels within 
a jurisdiction. 

The multilevel approach of training law enforce
ment personnel to understand the work of the pri
vate security industry is very important. By removing 
common misconceptions and stereotypes, the two 

forces can achieve the understanding necessary for 
coordinated crime-reduction efforts. 
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Related Standards 

The foHowing standards and goals may be ap
plicable in implementing Standard 6.4: 
6.1 Interaction Policies 
6.3 Policies and Procedures 
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Standard 6~5 

Mistaken Identity of 
Private Security 
Personnel 

Title terms, verbal representations, and visual 
items that c:lluse the public to mistake private secu
rity personnel for law enforcement officers should 
be eliminate!d; security employers should ensure 
that their pe'rsonnel and equipment are easily dis
tinguishable irrom public law enforcement personnel 
and equipmeillt. 

Commentaq( 

Citizens seldom realize that their own powers 
of arrest and detention are equal to those of secu
rity officers. Uniforms give security officers the 
appearance of authority, which often gains the con
sent and cooperation of others. But this raises a 
question: Does wearing a uniforiil imply authority 
of a privately employed agent of a private entity or 
the authority of a uniformed agent of a governmental 
agency? 

Arguments for uniforms are as numerous as 
those against them. The RAND Report (Vol. I), 
discussing the pros and cons of uniforms, states: 
" ... when a uniform is an aid to obtaining volun
tary compliance with legitimate requests, as it is for 
a plant guard, it serves a very useful security purpose 
and should be permitted." This report further points 
out that uniformed private security personnel benefit 
by the "confusion derived from the psychological 
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advantage of a uniform or badge in deterring illegal 
acts such as shoplifting or in obtaining obedience 
to commands much more readily in those situations 
where the officer is entitled to obedience, such as 
when expelling trespassers." 

Additional support for the use of uniforms by 
private security personnel can be found in Private 
Security Survey and Ordiriance for St. Petersburg, 
Florida by Public Systems, Inc. It stated, " ... uni
forms are very necessary as they signify authority, 
which is sometimes needed in situations confronting 
private security personnel." The same report also 
stated that "a uniform is an aid in ob~aining volun
tary compliance with legitimate requests." 

There can be no doubt that uniforms are necessary 
to private 'security personnel. However, the use of 
unifOl'ms, badges, insignias, titles, vehicles, and other 
equipment similar to those used by law enforcement 
agencies has often caused problems of mistaken 
identity. These problems usually can be traced to 
four causal factors. First, the public fails to closely 
examine or educate themselves in the identity of 
uniformed persons and equipment and who they 
represent. The public often cannot differentiate be
tween local law enforcement uniforms and equipme!'lt 
purchased with their own tax dollars and prh'-atdy 
uniformed and equipped security guards. A second 
factor adding to confusion is caused by public law 
enforcement practices. Law enforcement agencies 
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have consistently purchased uniforms that differ from 
jurisdiction to jurisdiction. The sole exception is the 
State law enforcement agencies. Third, the private 
security industry contributes to mistaken identity 
problems by using uniforms and equipment similar 
to those used by local law enforcement. The industry 
realizes the effect of uniforms on the public and, 
therefore, imitates as closely as possible local law 
enforcement uniforms. Finally, the problem of mis
taken identity is magnified by unscrupulous security 
personnel and private detectives~nd investigators 
who impersonate and misrepresent themselves to 
the public. 

Several investigatory reports have touched upon 
the problems created when private security personnel 
wear uniforms similar to those of public law enforce
ment officers, or when they operate vehicles of a 
similar color bearing a similar logo. The Private 
Security Industry of Virginia stated " ... guards 
typically are clothed in uniforms of policeman blue 
or gray, carry guns, wear badges and shoulder 
patches. This camouflage technique has an appro
priate title: 'Scarecrow in Blue.''' Continuing in 
this vein, the Report on the Private Security Industry 
in Florida, prepared by the Florida Senate JUdiciary 
Committee staff, held, "Almost every agency stated 
that ~heir guards wore a police-type uniform with a 
metal badge. This may explain at least partly why 
impersonating a police officer is one of the most 
frequently recurring problems in the security guard 
industry." Finally, the RAND Report (Vol. I) cited 
improper uniform or identification as the second 
most commonly reported complaint made to State 
private security regulatory agencies. 

In the effort to reduce identity problems, many 
municipaIiities across the Nation have developed 
ordinances that attempt to establish specific guide
lines for private security uniforms, items of equip
ment, and titles or words conflicting with local law 
enforcement standards. Some examples of local 
ordinances follow: 

City of St. Louis, Mo. 

XII. UNIFORMS 

A. A complete and distinct uniform in the formal sense is 
not required, but if and when. such a formal uJ;liform is worn 
it shall not be of such a cut, design, color, or decoration as 
to allow the wearer to be mistaken for a St. Louis police 
officer. 

B. The Commander, Watchman Division, has the author
ity to exempt a licensed watchman, upon written applica
tion from the wearing of a uniform andlor the insignia 
pro~ided by the Board when the wearing of such insignia is 
not conducive to the efficient performance of the duties of 
the watchman, or wh.en compelling and unusual circum
stances require the watchman to perform his duties in ordi
nary civilian clothes. 

C. At the discretion of the commander or acting com-

mander of The Watchman Division, licensed private watch
men performing beat duties may be allowed for limited 
periods to wear plain clothes or other ordinary civilian att;ire 
for outside duties. For such limited periods, exemption by 
the Board is not necessary. 

D. THE USE OF A COMPANY BADGE IS PROHIB
ITED TO THOSE AGENCIES PERFORMING THEIR 
SECURITY SERVICES AT MULTIPLE LOCATIONS 
AND PREMISES IN THE CITY OF ST. LOUIS. SUCH 
AGENCIES ARE RESTRICTED TO WEARING THE 
BADGE ISSUED BY THE WATCHMAN DIVISION OF 
THE ST. LOUIS METROPOLITAN POLICE DEPART
MENT. 

City of Chicago? DI. 

II. POLICY 

Members will take enforcement action against persons whCl, 
while in the uniform of a guard service or other securit.v 
agency; 

A. Wear the Chicago flag shoulder patch on shirts or 
coats. 

B. Display the chec.kered pattern in any color on the hat 
or attached to the hat or cap. 

C. Display the words "Chicago Police" or "Chicago Pa
trolman" or any other combination of such words on any 
shoulder patch or other part of the uniform. 

III. CITY ORDINANCES CONCERNING THE OFFI
CIAL UNIFORM 

A. The Municipal Code of Chicago, Chapter 11, Section 
47 states: 

"No person shall falsely assume or pretend to be a police
man or a member of the Department of Police of this city, 
or, without being a member of the Department of Police of 
this city, wear in public the uniform adopted as the police 
uniform. 

No person shall counterfeit or imitate, or cause to be 
counterfeited or imitated, any bedge, sign, signal or device 
adopted by the Department of Police. Nor shall any person 
use or wear any badge, sign, signal or device adopted or 
used by said Department or any similar in appearance, with
out authority to do so from the Board." 

B. Chapter 173, Section 9 of the Municipal Code of 
Chicago forbids any special policeman to wear any insignia, 
cap, device, button, or uniform unless approved by the 
Superintendent of Polfce. 

Lake Oswego, Oreg. 

Section 12. The Lake Oswego Code is amended by the addi
tion of the following section: 

14.675 Uniforms and vehicles 
Uniforms and vehicles used by a licensee or permit holder 

shall not be the same as or deceptively similar to those used 
by the Lake Oswego Police Department or any other public 
law enforcement agency in the area. All uniform and vehicle 
designs and identifying marks shall be approved by the Chief 
of Police prior to use. 

Bakersfield, Calif. 

7.14.180 UNLAWFUL TO WEAR UNIFORM SIMI
LAR TO POLICE OR FIREMEN-APPROVAL OF UNI-

223 



------- -~ 
----------- ---- - -

- ,- - -- - - -- ---

FORM. It shall be unlawful for any person to wear, or 
cause or permit to be worn, any uniform in the operation of 
a private patrol system that is similar to the uniform used by 
the Bakersfield Police or Fire Departments, and no uniform 
shaH be worn unless the same shaH have been first approved 
by the Chief of Police. 

7.14.190 UNLAWFUL TO WEAR BADGE SIMILAR 
TO POLICE OR FIREMEN-APPROVAL OF BADGE. 
It shaH be unlawful for any person to wear or display, or 
cause to be worn or displayed, any badge or insignia similar 
in design to that used by the Bakersfield Police or Fire De
partments, and no badge or insignia shall be worn, displayed 
or used in any manner unless the same has been first ap
proved by the Chief of Police. 

7.14.200 RANK AND INSIGNIA. It shall be unlawful 
for any person to use, wear or exhibit any rank or insignia 
of rank, or cause or permit to be used, worn or exhibited 
any rank or insignia of rank, by any person operating, or 
employed by a person operating a private patrol system, 
except such as may be approved in writing by the Chief of 
Police. • 

7.14.201 COLOR SCHEME AND INSIGNIA ON VE
HICLES. It shall be unlawful for any private patrol opera
tor to paint any vehicle used in his operation with such a 
color scheme that is similar in design or color of vehicles 
used by the Bakersfield Police Department, the California 
Highway Plltrol, or the Kern County Sheriff's Department. 
No painted badges, starts or decalcomania of badges, stars 
or. other insignia will be affixed on such vehicles used by a 
prIvate patrol operator unless such badges, stars or insignia 
have first been approved by the Chief of Police. 

One interesting feature that the above ordinances, 
and many others, have in common is that the chief 
of police is the official who determines what uni
form, equipment, and accessories private security 
personnel can wear in the jurisdiction. Given the 
concern for the problem, the number of abuses cited 
in reports and by the media, suggests that this pre
rogative is not being exercised by local chiefs of 
police. It appears that too much latitude is being 
given to private security services in terms of similar 
uniforms, titles, and markings, or that perhaps en
forcement of these laws is lax or ineffective. 

It is recommended that verbal and visual items 
causing mistaken identity be eliminated. The intent 
is not to take private security guards out of uniform, 
but simply to replace those items creating problems 
with others that would not create problems. Some 
specific suggestions for distinguishing private security 
forces without causing confusion follow. 

Security personnel should be required to wear 
name tags for two reasons. First, when a citizen is 
confronted by a uniformed individual, establishment 
of the identity of this individual in the clearest pos
sible fashion is a basic premise supported by all 
professionals. A name tag clearly identifies a uni
formed person otherwise indistinguishable from 
others similarly attired. Second, a uniformed indi
vidual is less likely to misrepresent himself if re
quired to wear a tag bearing his true name. Private 
security personnel not wearing name tags would 
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become suspect of attempting to conceal their 
identity. 

Another way to clearly identify persons in uni
form is to require shoulder patches of a uniform 
color, size, and design. The wording on the patch 
should be limited to the name of the private security 
employer. No design should be allowed. In the past, 
certain companies have used on shoulder patches 
words such as "police" or the name of the com
munity in which they do business. Designs similar 
to State or city seals have been used. These prac
tices tend to confuse the public, because law enforce
ment officers wear similar patches. 

In regard to equipment, private security vehicles 
should bear no resemblance to those used by law 
enforcement agencies within the same jurisdiction. 
Similar colors and color patterns, emergency light 
arrangements, and positioning, shape, and wording 
of any company logo should not resemble those 
used by local law enforcement agencies. All other 
equipment should be evaluated for possible conflicts. 

One other item necessary to the private security 
uniform is a tag that clearly indicates the individual's 
capacity, such as "security officer," "security techni
cian," and so forth. When a title is spelled out on 
the uniform, little doubt remains as to the status of 
the uniformed individual. 

The terms "police," "law enforcement," "special 
police," and the name of the local city, county, or 
State should not appear on uniforms, insignias, or 
vehicles of a private security company. 

These changes would hopefully make private secu
rity personnel readily distinguishable from law en
forcement officers, thus reducing public confusion 
and other problems resulting from mistaken identity, 
and improving the relationship between law enforce
ment and private security agencies. 
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Related Standards 

The following standards and goals may be ap.
plicable in implementing Standard 6.5: 
3.4 Employer Responsibilities 
6.6 State Regulation of Private Security Uniforms, 

Equipment, Job Titles 
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Standard 6.6 

State Regulation of 
Private Security 
Uniforms, Equipment, 
and Job Titles 

Each State should develop regulations covering 
use and wear of private security uniforms, equip" 
ment, company names, and personnel titles that do 
not conflict with those in use by law enforcement 
agencies within the State. 

CommL';1tary 

Standard 6.5 establishes guidelines for the private 
security industry regarding the use of uniforms and 
other visual and verbal items that may lead to mis
taken identity of their personnel. This standard 
recommends that States develop regulations to con
trol the use of these items so that they do not con
flict with those items used by public law enforce-
ment agencies. 

Because the responsibilities and powers of private 
security and law enforcement agencies significantly 
differ, the public should be able to clearly distinguish 
between private security personnel and law enforce
ment officers. When uniforms, metal or metal-like 
badges, titles, equipment, and other items of identi
fication are so similar that confusion results, the 
public interest cannot be best served. Furthermore, 
this situation is detrimental to the relationship be
tween the private security and law enforcement 
sectorp. The Law Enforcement/Private Security 
Relationship Committee of the Private Security Ad
visory Council described the problem as follows: 
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Public law enforcement is . . . disturbed by the feeling 
that private security personnel attempt to imitate public 
police officers. The uniforms of private security personnel 
are often similar to those of the public law enforcement; 
the private security officer wears a metal badge which in 
many respects is similar to that worn by a police officer; 
and vehicles used by private security are marked in such a 
way that they are similar to police cruisers. This "intended" 
imitation is seen as creating confusion on the part of the 
public who find it difficult to distinguish between public and 
private officers. This fact tends to irritate the police officer. 
The police officer considers himself a professional and does 
not want private security officers mistaken for the police. 

Presently, where State and local ordinances exist 
on the subject of private security uniforms, badges, 
titles, and so forth, considerable variation and appli
cation has been noted. In the study Private Security 
and the Public Interest, by the Institute for Local 
Self Government, 17 regulatory agencies from dif
ferent States reported the breakdown shown in 
Table 6.3. 

Although it appears there is adequate regulation, 
a survey of California law enforcement officers 
showed that about one-third were bothered by "mis
identification of private security activities for public 
police actions," "uniform and badge similarity," or 
"playing cop." Further, regulation and licensing per
sonnel surveyed for the Institute's study mentioned 
improper uniforms or badges as one of the most 
frequent problems. 

.1 
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Table 6.3. Ordinance Survey: l1~~iform, Badge, Vehicle, and Insignia Regulation 

Category 

Uniforms 

Uniforms and badges 

Percent 
RegUlating 

Uniforms, vehicles, and badges 

Uniforms, badges, vehicles, and insignia 

Uniforms, badges, and rank 

16 

14 

9 

9 

4 

Uniforms, badges, and titles 

Uniforms, badges, and insignia 

Uniforms and vehicles 

Uniforms and insignia 

Uniforms, badges, vehicles, i.1]signia, and rank 

Vehicle and insignia 

4 

4 

4 

3 

3 

1 

Uniform and rank 1 

Not cited 28 

Breakdown by single category 

Uniforms 

Badges 

Vehicles 

Insignia 

Rank 

71 

47 

26 

20 

9 

Source: Institute for Local Self Government P . Self Government, 1975. . "vate Security and the Public Interest. Berkeley, Calif.: Institute for Local 

The. I~stitute for Local Self Government is not 
alone In Its findings. In a random sampling o!" law 
enforcement agencies conducted for this repor~ 20 
of .29 respondents stated they had received ~om
plaIn~s from the public about mistaking private 
secUrIty per~onnel for law enforcement officers. A 
~,tudy. of pnvat~ security in Florida revealed that 
... ImpersonatI-?g a police officer is one of the most 

~requently recurnng problems in the security guard 
md~stry." Two Virginia studies came to similar con
~Ius!Ons .. A 1972 study of private security opera
tIOns pOInted out that, "Common observation attests 
to the l~x enforcement of these provisions" (State 
laws ~n Impersonation of a law enforcement officer) 
and cI.te~ ~he case of a Richmond guard firm using 
the VIrgInIa State seal in violation of the law A 
secon.d ~tudy conducted 2 years later by a pri~ate 
securIty Industry task force found: 

. A poten~ial problem that has been brought out is that of 
u;wersonatlOn of a public police officer by a private security 
o .cer. The Code of Virginia prohibits the wearing of any 
umf~rm of the s~ate police or the use of the state seal or the 
wean~~ of a umform which might "deceive the casual ob
server. by any person who is not a public police officer- how
ever smce som~ ~ecurity companies design their uniforms 
:::t bthadgtestSot s!mdar ~o. those of public police, it is apparent 

e s a u e IS not ngIdly enfotced. 

In contrast to these findings, 80 percent of the 
res~ondents to a survey conducted by the American 
SOCIety for Industrial Security stated that from sel
dom. to ~ever were their personnel mistaken for 
publIc pol~ce. To the question, "To differentiate pri
vat~ secunty personnel and public police personnel 
WhICh of the following do you prefer?" its respond~ 
ents answered as follows: 
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Style of uniform 

Color of uniforms 

Cloth badges 

No response 

Distinctive color of hat 

Other 

Multiple responses 

Percentage 

19 

23 

5 

5 

1 

10 

37 

Becaus~ of the many problems arising from the 
close similarity of private security and public law 
enforcement uniforms, badges, titles, and so forth I 
many individuals and organizations have recom
mended that State regulation be required and strictly 
enforced to reduce public confusion and to eliminate 
abuses. For example, in its model licensing and regu
latory statute, the Private Security Advisory Council 
advocates "security officer" name tapes. Square 
patches mstead of badges are recommended for 
private security unii'orms in St. Petersburg, Fla. Also, 
a mandate for cloth badges is recommended for 
improvements iii private security services in The 
Other Police. 

Other recommendations include those made in a 
California report, Private Security and the Public 
Interest, by the Institute for Local ~elf Gover~me~t 
and those included in a study of prIvate secunty III 

Florida by its Senate Judiciary Committee. T.he 
California report recommends, "Statutory proscrIp
tions should be adopted by local jurisdictions regu
lating the allowable color and type of uniform, 
insignia, and vehicles, and the use of public pol~ce 
titles." The Florida study proposes a regulatory bill: 

... trade names or designations, badges, or uniforms that 
could be confused with law enforcement in the vicinity are 
forbidden under the bill. The words "police," "sheriff," "dep
uty sheriff," and the use of the: official seal or a facsimile of 
any governmental entity is forbidden. 

The following is part of a San Mateo, Calif., ordi
nance that incorporates many of the above recom
mendations: 

Article V. USE OF OFFICIAL POLICE TITLES AND 
SIMILAR SUBTERFUGES. 

No person shall in connection with any private business, 
employment or activity use the title "Chief of Police," 
"Police Chief," "Chief of Detectives," "Detective" or any 
other t!tIe or description whatsoever tending to indicate any 
official connection with any other governmental agency, 
unless accompanied by additional language clearly displaying 
with the initials or symbols the identity of the private agency 
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or employer on whose behalf the user, of the title or descrip
tion is acting or purporting to act. 

Ariicie Vi. REPRESENTATIVE OF 'tHE POLlCE DE
PARTMENT -PROHIBITED. 

No person, other than regular police officers of the city, 
shall, for any purpose whatsoever, represent hims7lf, or 
falsely represent another, to be a member of the polrce de
partment of this city or use any sign, word, language, or 
device calculated to induce a false or mistaken belief that 
he is acting or purporting to act on the behalf of the police 
department of this city or within the scope of any purported 
duty thereof. 

Article VII. BADGES AND REPRESENTATIONS. 

No person other than a regular police officer of this city, 
acting within the scope and course of his official duties, shall 
use any sign, badge, title or description, or make any express 
or implied representation, particularly in connection with any 
activity direc:~d toward the collection of any money or debt 
or the repoh~ :'sing, recovering, or taking of anything of 
value, or for ~he purpose of any private gain whatsoever, 
calculated to induce the belief that he is a member of the 
police force of the city, or connected therewith in any way. 

Article VIII. UNIFORMS. 

No person shall wear any uniform designed to resemble 
so closely the uniform worn by the San Mateo police depart
ment, San Mateo County Sheriff's Office, or the California 
Highway Patrol as to reasonably induce the belief that he 
represents or is employed by the police department, the ~,ner
iff's office or the California Highway Patrol. 

Article IX. VEHICLES. 

No person shall use any vehicle which is colored or has 
affixed thereon any sign, badge, title, or device that would 
reasonably induce the belief that said vehicle was being oper
ated by the police department, sheriff's office, California 
Highway Patrol or any agency of local, state or federal gov
ernment. Private patrol or security service vehicles shall have 
a sign displayed ill a (:oospkuous place on the left and right 
hand side of the vehicle showing the name of the company 
or the operator of the private patrol or security services and 
the business telephone number. The letters shall be no less 
than two and one-half inches in height and shall be, in con
trast to the color of the background, and plainly affixed 
thereto. 

The State of Michigan has one of the best regula
tions covering uniforms, badges, and so forth, for 
private security personnel. The State police handle 
the administrative and enforcement duties. Excerpts 
from that act state: 

Sec. 16. A person shall not manufacture a badge or 
shield which purports to indicate that the holder is a licensed 
alarm system contractor, alarm system agent, private security 
guard or agency, or any of those persons as listed, in section 
2. A person shall not display for sale a badge, shield, identi
fication card, or certificate ,')f licen~e, by which the holder 
might mislead the public into thinking that the holder is a 
licensed alarm system contractor, alarm system agent, or 
private security guard, or agency. A person, firm, company, 
partnership, or corporation shall not distribute an identifica-
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tion card or certificate of license in this state except as pro
vided by this act. A person shall not knowingly buy or re
ceive from a source a form of spurious identification as an 
alarm system contractor, alarm system agent, ot a private 
security guard or agency. A violation of this section is a 
misdemeanor, and an unauthorized identification card or 
certificate of license shall be confiscated by a law enforce
ment officer of the state. Each day the violation continues 
shall constitute a separate offense. 

Sec. 19. (1) The particular type of uniform and insignia 
worn by a licensee or his employees, must be approved by 
the department and shall not deceive or confuse the public 
or be identical with that of a law enforcement officer of the 
federal government, state, or a political subdivision thereof 
in the community of the license holder. Shoulder identifica
tion patches shall be worn on all uniform jackets, coats, and 
shirts and shall include the name of the licensee or agency. 
Shoulder identification patches or emblems shall not be less 
than 2 inches by 3 inches in size. 

(2) A badge or shield shall not be worn or carried by an 
alarm system agent, private policemar:, special policeman, 
watchman, or employee, or licensee of an alarm system con
tractor, patrol service agency, or private security guard 
agency, unless approved by the director of the department of 
state police. 

(3) A person licensed as an alarm system contractor, 
alarm system agent, or a private security guard or agency is 
not authorized to carry a deadly weapon unless he is licensed 
to do so in accordance with the laws of the state. 

The Michigan act further specifies that the State 
seal must not be used on cap ornaments, that badges 
must not be issued to private detectives, and that 
any badge worn on the chest must be approved by 
the State police. The name for an agency or an 
advt:rtisement may not be used on vehicler, nor can 
emblems that are likely to deceive the public be 
used on vehicles. Letterheads and so forth must be 
approved by the State police. The Michigan statute 
provides a model for solving the problems of mis
taken or misrepresented identity. 

This report recommends that the following actions 
be initiated to deal with these problems: 

1. States should deny the use of advertisements 
that are designed to mislead or confuse the public 
and in which personnel titles or job or agency func
tions could be confused with those of law enforce
ment agencies. 

2. All private security uniforms that are not cut 
along civilian clothing patterns shOUld be of a color 
designated by the State. The color should be dif
ferent from law enforcement colors. This stipulation 
may necessitate a change in uniform color by some 
law enforcement agencies. 

3. Private security personnel should have a patch 
of designated size, shape, and color bearing only 
the name of the employer. This patch should be 
affixed to both shoulders uf any coat, shirt, or jacket. 

4. A tape identifying the security function per
formed bv the individual should be Worn on the 
uniform. Thi8 tape should match the color or the 
shoulder patches. 

5. All security personnel in uniform should wear 
name tags matching the color of shoulder patches 
and job description tapes. 

6. In no case should the word "police" or the 
name, emblem, or seal of a State, county, or city 
appear on any uniform item or commercial paper, 
with the exception of proprietary operations where 
such a name belongs to the company or corporation. 

A most important consideration involves badges 
worn by private security personnel. Metal or metal
like badges are used by law enforcement officers as 
a readily understood symbol of authority and power, 
clarifying the right of the officer to act ;n various 
situations. The metal badge further identifies the 
law enforcement agency that the bearer represents. 
When private security personnel also wear metal or 
metal-like badges, the false impression is created 
that their authority is equal to that of public law 
enforcement officers. For this reason, no metal or 
metal-like badge should be issued to private security 
personnel. 

If, however, private security represt:\l'i:atives main
tain that metal badges are intrinsic to their func
tion, any metal badges permitted should be of a 
configuration unlike those used by law enforcement 
officers. If badges are worn, they also could be made 
of cloth. 

Perhaps the shape of the badge could correspond 
to the amount of training received. For example, at 
the completion of basic classroom training, the 
badge worn could be a large Roman numeral I. 
Classroom and appropriate on-the-job training would 
merit a badge in the shape of a Roman numeral II. 
Completion of classroom, on-the-job, and super
visory training would merit a large Roman numeral 
III. The benefits of a system of this type would be: 

1. Immedjate identification of the individual's 
amount of training: 

2. Avoidance of confusion with law enforcement's 
use of military rank; 

3. Avoidance of conflict with any known law 
enforcement metal or metal-like badge or shield; 

4. Further identification of the wearer by the 
marking of a control number; and 

5. An incentive for achievement by the private 
security employee, i.e., desire to hold a II or m 
badge. 

229 

............. -----~-------~-



----- ----

Total configuration of the recommendations for 
private security uniforms could appear as shown in 
Figure 6.1. 

Figure 6.1. suggested Private Security 
Uniform Configuration 

Total Configuration of Recommendations 
Would Appear: 

Optional 

.- Cloth Patch Identical 
to Shoulder Patch 

Shirt, Coat, Hat, Pants, and Jacket 
all of a Designated Color Scheme. 

A State uniform regulation for private security 
personnel should. be aggressively enforced and should 
be backed by appropriate penalties for those private 
security firms and individuals not in compliance 
after the expiration of a grace period. A period of 
sufficient length (perhaps 24 months) should be 
given for the phasing out of uniforms and equip
ment not in compliance. In time, this type of regu
lation would eliminate public confusion and possi
bly spark law enforcement into adopting similar 
guidelines for their dress. The ideal result would be 
to ensure the type of uniformity existing in England 
and Scotland, where an individual can travel from 
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John-O-Groats (northernmost Scotland) to Dover 
(southernmost England) and find law enforcement 
officers dressed in the same uniform, leaving no. 
doubt as to identity. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 6.6: 
2.3 Job Descriptions 
6.5 Mistaken Identity of Private Security Personnel 
9.1 State Regulation 

Standard 6.7 

Law Enforcement 
Personnel Secondary 
Employment 

Law enforcement administrators should ensure 
that secondary employment of public law enforce
ment personnel in the private security industry does 
nf)t create a conflict of interest and that public re
sources are not used for private purposes. 

Commentary 

Secondary employment (commonly referred to as 
moonlighting) by law enforcement personnel is one 
of the foremost problems facing the contemporary 
law enforcement administrator. Yet, as common as 
it is, the extent of secondary employment is virtually 
impossible to accurately measure. Only a limited 
number of studies, in isolated areas, have been 
undertaken to determine the number of policemen 
moonlighting. An early study, cited in The Police 
Chief, gives some idea of the problem: 

A 1956 survey of 11 cities found an average of 24 percent 
of the police working at outside jobs. The more definitive 
and recent studies of the Bureau of Labor Statistics sets the 
police percentage at 14.2. This is well above the 1963 rate 
for the nation as a whole, 5.7 percent. Thus, it would seem 
that except where controls or enforced prohibitions exist, 
more than a few policemen are exposing their departments 
to potential embarrassment if not censure. 

A more recent survey, cited in The Other Police, 
found that in the county containing Cleveland, Ohio, 

between 20 and 35 percent of the municipal and 
county peace officers (or 830 to 1,450 of the total 
4,150) alone hold secondary jobs in the private 
security industry. 

The problem of accurately measuring the number 
of law enforcement personnel who moonlight was 
stated by Dennis T. Brennan in The Other Police: 

A 1970 study done for the United States Justice Depart
ment asserts that any survey of public police agencies about 
moonlighting would almost certainly underestimate its extent 
due to non-reporting by policemen disobeying departmental 
regulations. 

In spite of the lack of statistical data setting out 
the specific number of law enforcement personnel 
who have secondary employment across the Nation, 
there seems to be no question that a large percent
age of police officers do in fact moonlight and that 
many problems arise because of this activity. 

General Problems of Secondary Employment in 
Any Position 

. Initial problems associated with moonlighting arise 
because of law enforcement officers' primary obliga
tion to their departments. Circumstances may de
velop in secondary employment that would prohibit 
officers from giving their full time and energy to 
the department. An officer employed in a secondary 
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occupation may be unavailable in a public emer
gency, thus breaching his or her official oath and 
creating a serious problem. 

Dividing loyalties between the police department 
and a secondary occupation may affect a moon
lighting officer's obligation to the department. A law 
enforcement officer's job is important and delicate 
and demands alertness at all times. Sec~ndary em
ployment can have an pdverse effect on an officer's 
obligation to the department and to the public. 
Aler~ness may be jeopardized by lack of adequate 
physIcal and mental rest between shifts. Impaired 
judgment and reflexes brought on by months of 
16-hour work days can jeopardize the lives of law 
enforcement partners and feliow officers. The public 
may also be placed in danger if the officer has not 
?ad sufficient rest time to be alert for his primary 
Job-law enforcement. 
. Finally, a law enforcement officer has an obliga

tIOn to help upgrade the department's image. 
Secondary employment in certain areas-for ex
ample, a business associated with alcohol-could 
have a degraaing effect on the law enforcement de
partment's image. 

The second set of general problems deal with the 
question of liability. If a law enforcement officer is 
injured while moonlighting and is unable to function 
in his or her primary occupation, a question arises 
as to who would pay compensation-the law en
forcement agency, the secondary employer or both. 
It is unfair to expect taxpayers to help cdmpensate 
for an injury sustained during off-hours employment. 

A question also arises over who is liable for a 
law enforcement personnel's actions against persons 
or property of others during moonlighting time. 
Because a law enforcement officer may take an oath 
to perform 24-hours-a-day duties, some argue that 
the municipality and law enforcement agency may 
be held liable for the officer's acts. 

Serious Problems Created by Secondary Employment 
in Private Security . 

M~re serious problems may occur when private 
secUrIty work becomes a moonlighting law enforce
m~nt em~loye~'s secondary job. These problems also 
mIght arIse WIth other secondary occupations but 
~an best. be discuss.ed by referring to examples found 
m the prIvate securIty industry. 

One of the more serious problems is created by the 
temperament and training of law enforcement offi
cers. A study by the American Justice Committee 
cited in The Other Police, gives an example: ' 

Ther~ may be problems of misundcr~";:H~r:!jng of crime 
pr~ventlOn work by police moonlighters not tempermentally 
sUIted to SUC? relatively passive work. No longer riding in a 
patrol car WIth a partner trained in criminal apprehension, 
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some ,POlicemen moonlighting at fixed posts admit to feeling 
espeCIally vulnerable to armed criminals. According to an 
f\JC compilation of official 1974 CUyahgga County homicide 
Information, five off-duty Cleveland policemen-all moon
lighting in private security-were recorded as assailants, 
whereas only four on-duty policemen (three Cleveland and 
o?e. East. Cleveland) were recorded as assailants. The on-duty 
kIllIngs In 1974 by policemen represent roughly four times 
greater t.ot.al manhours, and thus a far lower frequency of 
use. of kI!hng force than the police moonlighters. (For com
panson, It should be added that two private security persons 
were recorded as a~sailants and that one on-duty policeman, 
~~ :veil as one prIvate security person, were recorded as 
vIctIms.) 

Other problems arise when two job fUnctions have 
to be performed at the same time. This conflict be
tween obligations might occur when a law enforce
ment officer has an oath to uphold the law 24 hours 
a day. For example, an off-duty law enforcement 
officer wi~h a ~econdary job requiring that he pro
tect certaIn prIvate property may observe a public 
wrong being committed across the street. He must 
then decide whether to disregard his obligation to his 
s.econdary employment or forget his primary obliga
tIOn as a law enforcement officer. Whatever decision 
is made, one employer is not receiving the job per
formance the officer is paid for. 

A third serious problem arises because of the 
appearance of law enforcement officers as authori
tari.an figures and is particularly prevalent when a 
polIceman moonlights in private security work. 
Normally, private security personnel have the same 
legal powers as do ordinary citizens. Off-duty law 
e.nfo~cement officers are often hired for private secu
fIty Jobs because their appearance, with their law 
enforcement equipment, badges, and uniforms, indi
cate they are vested with greater powers than ordi
nary guards. Thus, the public is led to believe that 
the company rules and regulations enforced by an 
off-duty law enforcement officer are supported totally 
by local laws. 

A similar image problem arises because law en
f?rcement offic~rs per~orming private security func
tIons ~ay subject theIr departments to public de
gradatl~n and unnecessary criticism. For example, 
taxpayers may see uniformed law enforcement offi
cers .directing. traffic or checking personal property 
at prIvate bus messes, such as quick-order restaurants 
discount shopping centers, or banks and believe that 
their taxes are being used foroffic~rs to' aid private 
business and not the public. 

The fourth major problem dealing with incom
patible private security employment of law enforce
~ent per~onnel is that the possibility of direct con
ilIcts of Interest are more likely to arise. A docu
ment prepared by the Private Security Advisory 
<?oun~II's Law Enforcement/Private Security Rela
tIOnshIp Committee pointed out how this conflict 
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of interest can affect competition in the private 
marketplace: 

The public law enforcer utilizes his uniform, equipment, 
and experience for those "after hours" assignments that he 
chooses to pursue. The competition angle is obvious, the 
mere fact that the public law enforcer has "public" assets to 
utilize makes him a more desirable investment for industry 
to employ, thus stepping on the toes of the private sector. 
Besides accepting these moonlighting details, a number of 
public law officers have actually formed guard businesses of 
their own. 

The problem of unfair competition is not only 
limited to private security businesses. It also places 
private citizens seeking employment as private secu
rity guards at a distinct disadvantage. 

It should be noted that there is one possible excep
tion to the rules governing unfair competition: situa
tions in which private security guard services are 
locally unavailable because of geographical or eco
nomic considerations. r n such cases, citizens may 
need to turn to a law enforcement agency to provide 
off-duty private security services. In this case, the 
chief law enforcement officer should evaluate the 
request and act accordingly. 

A situation in a midwestern community points out 
the serious conflicts of interest that can occur when 
law enforcement personnel moonlight in private 
security work. In August 1975 at a city council 
meeting, a local law enforcement officer recom
mended that the community's industrial park be 
required to meet specific security requirements he 
had drawn up in his official capacity. Some time 
after the requirements were presented, it was dis
covered that only one company could provide the 
level of security necessary to meet the officer's stand
ards. The officer was found to be co-owner of that 
company . 

Another serious problem is that of the temptations 
for public law officers to engage in official miscon
duct. Disclosure or exploitation of confidential infor
mation is a security problem facing any law enforce
ment department. The problem is even more serious 
when law enforcement personnel are also working 
for private businesses that could use the same 
information. 

Law enforcement agencies are daily practicing a 
form of financial brinksrnanship with tax dollars by 
allowing their personnel to take secondary private 
security employment. Unless questions concerning 
liability for false arrest, injury, or death are resolved 
before a law enforcement officer accepts a private 
security position, the taxpayer may end up under
writing the cost of a damage award against a law 
enforcement agency stemming from an incident 
occurring in the course of the law enforcement 
officer's secondary employment. 

A law enforcement officer's secondary private 

security employment should be divorced from any 
relationship with his official law enforcement capac
ity. Where States and municipalities have licensing 
and registration requirements pertaining to private 
security services, they should be adhered to by law 
enforcement personnel. In this way, tIlere can be 
little likelihood that the officer's agency, and indi
rectly the taxpayer, could be held liable for damages 
resulting from the officer's misconduct during the 
secondary employment. 

The best way to deal with the liability question is 
through ordinance or statute-i.e., no law enforce
ment officer shall be insured against false arrest or 
general liability by the law enforcement agency while 
secondarily employed off duty; a law enforcement 
officer shall be considered as having only those 
powers of arrest and detention accorded to any other 
citizen while off duty. Wording such as this would 
eliminate liability on the part of the law enforcement 
agency for the actions of its officers who are also 
employed in private security work. Finally, it would 
clearly spell out to the law enforcement officer 
where liability rests for his acts. 

Steps should be taken by law enforcement admin
istrators, government bodies, and citizens to ensure 
that they would not be liable for actions of law 
enforcement officers while eI:1gaged in secondary 
employment. These steps should include eliminating 
practices that endanger tax dollars, passing correc
tive ordinances or statutes, and voicing objections to 
questionable law enforcement practices. 

The case of Burke v. State, 47 S.E. 2d 116 (1957) 
reaffirms that it can be considered a breach of law 
enforcement duties to serve private clients, investi
gate private disputes, and support a client's case in 
or out of court. The law enforcement officer cannot 
serve two masters, and the information obtained as a 
law enforcement officer should not be disclosed to a 
private client, or vice versa. 

The serious problems inherent in moonlighting, 
particularly in the field of private security, were aptly 
recognized by Sydney Cooper, a New York City 
police commander, when testifying before the Knapp 
Commission's hearing on police corruption: "The 
'rent-a-cop' business is a growing and corruptive 
influence on many metropolitan police forces around 
the country." 

Solutions to the Problem 

Although very few specific State statutes restrict 
law enforcement personnel from moonlighting, Con
necticut and Kansas specifically deny a private secu
rity license to a person vested with police powers. 
These States have recognized the many problems 
inherent in allowing such moonlighting. 

Even though other States do not specifically 
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restrict law enforcement personnel from moon~ 

lighting in private security work, many private secu
rity regulatory statutes do not gr'ant special status to 
law enforcement personnel. A~Gording to a 1975 
survey of legislation (Appendix 6), 33 States regu
late some aspect of the private security industry. 
Of these, 32 States do not treat off-duty law enforce
ment officers differently from anyone else. The private 
security legislation concerning law enforcement offi
cers and private policing is similar to that found in 
Illinois, where an off-duty law enforcement officer 
who desires work as a guard or detective must 
obtain a certificate of registration in the same manner 
as any citizen. 

The courts also have recognized the problem in
herent in moonlighting and have upheld the validity 
of regulations prohibiting off-hours employment that 
would conflict with a law enforcement officer's duties 
or WOpl'; otherwise be incompatible with the officer's 
prim& / employment. Flood v. Kennedy, 12 N.Y. 2d 
345 (1961), upheld a municipal rule of New York 
City that precludes policemen from engaging in out
side occupations except when suspended without pay 
or on vacation or other leave. Chief Judge Desmond's 
opinion states that "the rule is essential or at least 
appropriate to implement the Commissioner's control 
of a tightly disciplined group of employees with spe
cial duties and obligations to protect the safety and 
order of the city and to be available to cope with 
emergencies." 

State v. Denny, 118 Ind. 449 (1963), points out 
that the chief function of the police officer is to aid 
in the enforcement of local police regulations and 
that they are paid for such services by local tax
payers. The case also held that police powers and 
equipment were not to be used for any purpose other 
than municipal use. Other cases concerning this 
problem include Hopewood v. Paducah, 424 S.W. 
2d 134(1965), which limits the total number of 
hours that a policeman can work during one week, 
and Jurgens v. Davenport, 249 10. 711(1958), 
which upheld a restriction against outside employ
ment and a city ordinance that stated a police officer 
could not receive compensation from any outside 
source. There are countless other cases that directly 
or similarly relate to those cited. 

A 1964 opinion rendered by the Iowa Department 
of Public Safety also condemns and restricts public 
law enforcement officers from moonlighting in the 
private detective business. In addition, the opinion 
does not allow the use of police equipment, police 
uniforms, or of similar uniforms in the business of 
private security. A Michigan a1rt:orney general's opin
ion concurs with this second point. 

Associations, such as the National Council on 
Crime and Delinquency, believe that law enforce
ment officers should not be authorized to engage in 
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the private security sector. The Other Police sug
gests that State legislation should be enacted or re
vised to determine and set nonovertime law enforce
ment wage scale; to limit total hours poliCe officers 
may work in outside employment; to have moon
lighting police officers controlled by the private 
employer, who should also provide private legal 
defense and liability insurance; to mandate the local 
safety director to specify what types of law enforce
ment equipment and assignments are unacceptable 
when moonlighting; and to make the law enforce
ment administrator responsible for ensuring that no 
police officer works in an area incompatible with his 
public police duty. 

An article in The Police Chief illustrates how one 
law enforcement agency-the Seattle, Wash., Police 
Department-handles this problem: 

A recently revised general order requires a Seattle officer 
to apply for permission to work outside the department. A 
standard form is submitted to the individual's division head 
for initial approval. If the applicant has an adequate work 
record, the request is forwarded to the Staff Division for final 
approval or disapproval. One of the prime considerations at 
this point is the man's sick leave record. An above average 
incidence of sickness may result in disapproval. 

A permit authorizes only the employment specified and 
under conditions listed. Compensation and hours are scruti
nized. Permits are valid for only one year or less. 

In all cases, an officer remains primarily obligated and 
responsible to the Department. This means that police action 
must be taken by an officer even while engaged in off-duty 
employment if a situation arises which requires such a 
course. Further, all police duty, including additional assign
ments on days-off and after hours, takes total precedence 
over a second job .... 

The Seattle Department further requires assurance that the 
applicant will be defended and insured against all law suits 
stemming from police action he might take while working at 
an extra job. Two forms are acceptable. The employer can 
agree in writing to defend the officer and to assume liability 
for any judgment or the officer may substitute proof that he 
has $100,000 work of false arrest insurance which covers 
off-duty employment. 

Finally, a limit is imposed on the number of hours a 
&attle policeman may work during a week. The total hours 
on regular assignment and outside employment cannot ex
ceed 64. 

AlI law enforcement administrators haW' an obli
gation to develop and maintain controls over the 
behavior of their personnel. Clear policies should 
be developed concerning secondary employment. 
Law enforcement administrators should formulate 
and enforc~ policies that provide appropriate restric
tions and regulations covering secondary employment 
in private security wo:-k by their department per
sonnel. Specifically, controls should be exercised in 
regard to law enforcement personnel employed as 
guards, principals, or managers of private security 
operations. Chief law enforcement officers must 
ensure that none of their personnel is performing 
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private investigatory functions. By taking active steps 
in this direction, law enforcement administrators 
would be protecting the public interest, as well as the 
law enforcement department and its emplQyees. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 6.7: 

6.8 Law Enforcement Officer Employment as a 
Private Security Principal or Manager 
Private Investigatory Work 6.9 

10.1 
11.1 

Licensing of Security Businesses 
Registration of Private Security Personnel 
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Standard 6.8 

Law Enforcement 
Officer 
Employment as a 
Private Security 
Principal or Manager 

No law enforcement officer should be a principal 
or manager of a private security operation where 
such association creates a conflict of interest. 

Commentary 

Law enforcement officers who are principals or 
managers of private security operations may impede 
the improvement of the law enforcement/private 
security relationship by creating unfair competition 
and conflicts of interest. Law enforcement officials 
with secondary employment in these positions can 
easily upset the balance between the law enforce-

. ment and private security sectors that is necessary 
for cooperative efforts, interchange of information, 
and delineation of roles. Because the scope and 
potential for behavior damaging to the puhlic are 
much greater in such employment than, for example, 
with an individual law enforcement officer working 
as a private security guard, this question merits 
special scrutiny. 

More than just the questions of use of a duty 
uniform and/or service weapon or the exercise of 
police powers is involved when a law enforcement 
official becomes a principal or manager of a private 
security operation. Every on-duty decision made by 
the official needs to be examined for any indication 
of improper motives. If an official acts in a manner 
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appropriate with the facts in a given situation, but 
is later questioned because of his private security 
interests or position, the reputation of both the indi
vidual and the employing law enforcement agency 
may be irreparably damaged, despite the fact that 
the official acted in genuine good faith as a law 
enforcement officer. 

The Private Security Advisory Council's Law 
Enforcement/Private Security Relationship Com
mittee, discussing those items hindering the develop
ment of the most productive possible relationship, 
cited the following: 

· .. a number of Pllblic law officers have actually formed 
guard businesses of their own. Problems that are created by 
this new venture are numerable: 

• Dual roles are not separated. Their use of official uni
forms creates an "on duty" look. There. is no indication that 
they are in fact off duty and working special duly. 

• Misunderstanding of crime prevention work. 
• Confl:<;ting interest. 
.. Temphtlon to perform his public police task so as to 

conform less to justice's requirements and more to his off
duty work schedule. 

• Temptation to disclose or exploit confidential poliCe in
formation. 

• May use his official position for personal gain. 
• Insurance complications. 

A review of several specific problems concerning 
the propriety of law enforcement officials acting as 

( . 

( . 

principals in private security operations illuminates 
those areas in which unfair advantage and conflict 
of interest lie. 

First, law enforcement officials who are principals 
or managers of private security operations may be 
tempted to use law enforcement resources in their 
private business activities. Among these resources 
would be criminal justice information, law enforce
ment technical services (e.g., crime lab, ballistics), 
clerical assistance (e.g., typing, reproduction, case 
preparation), and, on a larger scale, as mentioned 
in the previous standard, law enforcement equipment. 

Law enforcement officials who are principals or 
managers of private security operations may be 
tempted to withhold law enforcement services, may 
fail to act, or may act in such a manner as to favor 
their private security interests. An example of with
holding services or failing to act would be the law 
enforcement official who, when notified by a firm of 
a suspected embezzlement, informs the finn that the 
law enforcement department does not make that 
type of investigation and recommends the private 
security operation. An example of acting to favorably 
affect the private security interest could occur when 
a law enforcement officer at a policy or decision
making level governs law enforcement action to best 
serve the private interest. 

An atmosphere of unfair advantag\'! is often en
gendered by the law enforcement official's use of 
his police identity to generate more private business. 
When prospective clients learn that one or all of the 
principals and/or managers of a private security 
operation are off-duty law enforcement officials, they 
may get the impression that they will rec~i'"e the 
attention of the private security staff plus the re
sources of the public law enforcement agency. 

Finally, a law enforcement official who is a prin
cipal or manager of a private security operation 
could solicit business from victims of crime. In an 
attempt to prevent a recurrence, these victims may 
ask law enforcement officials how to better protect 
themselves. The law enforcement officer with private 
security connections could then recommend the 
private operation at interest. 

These examples are areas in which the problems 
of conflict of interest or unfair competition can be 
created. These problems are potentially more dam
aging to law enforcement agencies and the public 
than are the problems created when law enforcement 
personnel merely work as employees of private 
security firms, unconcerned about the firm's profit 
levels. These types of acts contribute to the growing 
climate of mistrust, loss of faith, and disrespect for 
public institutions. Police executives must act in a 
manner that ensures that such cases do not occur. 

Selected References 
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Related Standards 

The following standards may be applicable in 
implementing Standard 6.8: 
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ployment 

6.9 Private Investigatory Work 
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Standard 6.9 

Private Investigatory 
Work 

Law enforcement officers should be strictly for
bidden from performing any private investigatory 
work. 

Commentary 

One 'partic~lar job .within the private security in
dustry IS consIstently Inappropriate for law enforce
m~nt pe~sonn~l to hold as secondary employment: 
prIvate InvestIgator. It is almost impossible for a 
l~w enforce~ent officer to perform private inves
tIgatory functIons as secondary employment without 
creating a conflict of interest. 

A study by the Institute for Local Self Govern
ment, Private Security and the Public Interest 
reached the same conclusion. The study specificalI~ 
s.tate~: "There should be a prohibition against moon
lIghtIng by public law enforcement personnel. Active 
public police officers should be prevented from 
functioning as private detectives." 

An ~xp~anation of successful investigatory work 
clearly IndIcates why it is such a highly objectionable 
secondary job for law enforcement officers: Good 
investigators must be able to gather information. 
They ne~d to de~eIo? sources. Sources can be people 
or agencies and InstItutions. Good investigators need 
to be resourceful when obtaining needed information. 

Information available to a private investigator 
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depends on the individual's ability to ferret out facts 
from all possible sources. A good investigator will 
try to develop a contact inside a law enforcement 
agency to obtain arrest and conviction data informa-. ' tIon from field investigations, fingerprint checks or 
National Crime Information Center checks. A 'law 
enforcement officer working off-duty as a private in
vestigator might be tempted to use law enforcement 
information and, thus, would be able to deliver better 
service than a private investigator without access 
to such information. This action would be both im
proper and unprofessional. 

. Other asp~cts of good private investigatory work 
mclude surveIllance and undercover work. The public 
nature of law enforcement appears to make private 
surveillance by a public law enforcement officer 
inappropriate. A citizen might file a defamation-of
character suit against a city, law enforcement agency, 
or officer by claiming that surveillance conducted by 
an off-duty law enforcement officer workip<>: as a 
private investigator gave others the impression he 
w~s the target of a law enforcement criminal inves
tigation. 

With regard to undercover work, a solid case 
might be lost because an officer, in pursuit of public 
duties, by chance comes into contact with those per
sons he has been deceiving during his off-duty time. 
A case might be lost in the courts because the re-
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quirements for adequate safeguards of an individual's 
rights were not adhered to by the officer, believing 
that, because he was acting in a private capacity, 
they need not apply to him. 

A situation especially subject to conflict of interest 
is created by private investigators' use of informants. 
Informants are as necessary a tool to a private inves
tigator as they are to a law enforcement officer. A 
law enforcement officer moonlighting as a private 
investigator would certainly be tempted to use his 
law enforcement informants, because the cultivation 
of an informant is a lengthy and expensive process. 
'In his private work the law enforcement officer 
would have neither the time nor the money to 
develop a second set of informants. 

Because of these potentials for conflicts of inter
est, States, such as Connecticut and Kansas, have 
disallowed by statute those persons empowered with 
law enforcement authority from obtaining private
investigator licenses. In other States, the practice has 
been banned on the basis of an attorney general's 
opinion. For example, in Iowa, where just such a 
question was asked, an assistant State attorney 
general responded: 

Finally, you have asked whether or not the Department of 
Public Safety may issue a private detective license to a per
son holding a special police commission or a special deputy 
sheriff commission. 

In answering this question, it is well established that the 
duties of a special policeman or special deputy sheriff are to 
maintain law and order, prevent and detect crime, and en
force the law. Burke vs. State, 47 S.E. 2d, 116, 76 Ga. App. 
612. But a detective agency license would authorize the po
liceman or deputy sheriff to serve private c.lients, investigate 
private disputes, and support his client's case, in or out of 
court. This investigation, <,Us closure of confidential facts, 
and assistance to his client WOUld, in many cases, be a 
breach of his duties as a policeman or deputy sheriff. The 
polkeman cannot serve two masters; and the information 
obtained as a policeman should not be disclosed to a private 
client, or vice versa. Accordingly, it is my opinion that the 
offices of a private detective agency and of a policeman are 
incompatible and that a policeman should not be licensed or 
authorized to engage in the private detective business. 

One encouraging example is that of a law enforce
ment administrator who has taken action to elimi-

nate this practice. The Houston (Texas) Chronicle 
reported that the acting chief of police was attempt
ing to force at least 10 of his personnel to give up 
their private security businesses. Among those was 
an officer operating as a private investigator who, 
because he handled missing persons cases while on
duty, might have a conflict of h:terest. 

Law enforcement officers should not be denied 
secondary employment in any jobs where a conflict 
of interest or unfair competition are not created. 
Private investigatory work is one of the few jobs 
where conflict of interest is present because of the 
nature of the job and is, therefore, inappropriate 
for a law enforcement officer. The only effective 
way to ensure that the integrity of law enforcement 
agencies and law enforcement officers is maintained 
and citizens' rights protected is to ban law enforce
ment officers from employment as private investi
gators. 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 6.9: 

6.1 Interaction Policies 
6.7 Law Enforcement Personnel Secondary Em

ployment 
6.8 Law Enforcement Officer Employment as a 

Private Security Principal or Manager 
11.1 Registration of Private Security Personnel 
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Chapter ~r 
Consume~rs of 
Security Services 

INTRODUCTION 

As the incidence of crime in the United States 
continues to rise, the need has become evident for 
citizens, acting individually or collectively, to par
ticipate in the creation of a safer environment. This 
view is supported by the Administrator of the Law 
Enforcement Assistance Administration (LEAA), 
Richard W. Velde, who would ideally unite all 
forces in the public and private sectors in a partner
ship to reduce crime. Velde views the potential 
role of the citizen as a security resource that must 
be nurtured: 

consumers can help effect improvements in those 
products and services, leading to more effective crime 
reduction results for both themselves and the public. 

Because their choice of security services affects 
the safety and well-being of the public, consumers of 
private security services have an added responsibility 
to seek high-quality services and to carefully evaluate 
alternative systems and services prior to acquisition. 
Quality and performance standards should not be 
sacrificed for cost if inferior private security services 
are to be discouraged and the goals of crime preven
tion attained. 

Another major area that can and must be tapped for crime 
control and prevention i~, of course, the individual. The 
citizen can have a significant impact on crime either through 
his institutions or organizations, national or local, or as a 
home OWner who leaves his garage door open or a car owner 
who leaves the key in his automobile. 

When we talk about law enforcement, we should not con
fine Our discussions only to what We as law enforcement 
officials can do for the citizen. We also should ask: What 
can the citizen do for law enforcement? In my view, the 
citizen has a great potential for preventing crime and that 
potential can be drawn on through an effective community 
crime prevention program.' 

Consumers of private security goods and services are 
one part of society that can play a major role in 
combating crime. 

Alert and concerned consumers can play an im
portant role in improving the quality of products 
and services in the marketplace. More than ever 
before, the consumer's voi.;e is having a forceful 
impact upon American businesses. Consumer move
ments have produced tangible refJults in the form 
of government legislation, consumer protection 
offices, and various consumer education programs. 

The purpose of this chapter is not to generate new 
consumer-oriented legislation but rather to stimulate 
greater consumer responsibility in the selection and 
acquisition of private security products and services. 
By assuming a more positive and constructive role, --

I Velde,' Richard W., address at the annual meeting of the 
International Association of Chiefs of Police, Denver, Colo., Sept. 16, 1975. 

As is true of the relationship between private 
security and public law enforcement sectors, a two
way communication between the private security 
industry and its consumers is necessary for maximum 
productivity in crime prevention. It is urged that the 
expertise and assistance of private security profes
sional associations and organizations be applied 
toward this goal through their development of Con
sumer assistance committees. These committees 
could collect and disseminate data concerning private 
security products and services, handle consumer in
quiries, and perform other public services. 

The goal of promoting increased consumer respon
sibility in the selection and acquistion of private 
security products and services also can be enhanced 
through the as~istance of private and governmental 
consumer agencies, such as consumer protection 
bureaus and better business associations. By develop
ing private security expertise, these agencies can 
provide valuable services to consumers in a variety 
of areas, including the development of comparative 
data on private security systems and services, the 
establishment of complaint referral procedures, and 
the review of private security legislation. 

Finally, in order to strengthl'u the relationship 
between the private security industry and its con
sumers, it is recommended that the security industry 
set standards for advertising that accurately portray 
to the public the nature and quality of services pro
vided. Advertising by private security businesses 
should include the business license name, specify 
training levels of personnel, indicate the amount of 
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supervision lsecurity personnel will receive, re~ect 
compliance with insurance and re~ulato.ry req~llre
ments, and other items. Through this aCti.on, pnv~te 
security businesses can assist co?sume~s m sele~tmg 
the service, that will best fit theIr particular pnvate 
security needs. Honest and inform~ti~e advert~sing 
is an effe,ctive, positive tool for buIldm~ a rehab~e 
image. and fos!fering credence .for t?e mdust'!'. m 
the marketplace. Dishonest or mlsleadmg advertlsmg, 
on the other hand, only succeeds in degr~ding the 
industl;y as a whole and may lead to mcreased 
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government regulation of private security ~dve.rtising. 
The standards in this chapter offelf dIrectIOn for 

positiv~ int~raction betwee~ the J?rivate. s~cu~ty 
industry and consumers of ItS. services. Actl~e m
volvement by consumers has produced des~r~ble 
results in other areas of the marketplace; slIDllar 
results are possible in the private security se~tor. 
Clearly, it is in the best interest of both the pnva~e 
security industry and consumers ~o execute their 
respective responsibilities in an environment of mu
tual aid and cooperation. 

\'-, 

Goal 7.1 

Consumer 
Responsibility for 
Selection of 
Security Services 

Tille consumer of private security services has a 
responsibility to evaluate systems and services prior 
to acquisition in crder to ensure the best crime 
reduction results for himst:1f and other members of 
the public affected by those systems and services. 

Commentary 

In today's marketplace, the consumer is better 
able to select the correct lawnmower than obtain 
the proper private security services. To select the 
correct lawnmower, the consumer can refer to any 
one of a half-dozen consumer magazines, government 
consumer publications, or a neighborhood hardware 
store. Should this same consumer desire private 
security services, the task of making aQ informed 
choice is both more complex and difficult. 

The roadblock to making an informed choice is 
the scarcity of consumer information on private secu
rity. Few consumer magazines have carried articles 
on how to select security services. Even the two 
or three national security publications have 'Published 
only a few dozen articles over the past' 10 years 
aimed at assisting consumers. A search foll' govern
ment publications dealing with selection of security 
services would prove fruitless, with one exception~ 
the recently published Director of Security Consul-

tants. And there is no neighborhood security dealer 
to offer friendly advice. 

The lack of informative data does not diminish 
consumer responsibility in the choice of security 
services. There can be no lessening of this responsi
bility, because the consumer's decision affects the 
public's safety and general well-being. Ensuring that 
the consumer is able to properly and adequately 
meet that responsibility is the purpose of this and 
other standards in this chapter. 

Checklists for obtaining security services are pre
sented that should serve to encourage further work 
in expanding the material presented and in develop
ing additional viable, extensive, and cost-effective 
guides. These checkHsts are targeted on the acquisi
tion of guard and alarm services and home protec
tion. The consumer considering the purchase of 
security services should find these lists a helpful 
starting point. 

Some preliminary considerations need to be men
tioned before the checklists are given. First} the 
decision to acquire security services should be fol
lowed by the consumer's evaluation of his personal 
needs. Based on the responses to a study prepared 
for this report (Appendix 3), the five main reasons 
for engaging security services are: 

1. To prevent (and detect) potential criminal 
activity, 
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2. To protect property, 
3. To detect fire and safety hazards, 
4. To check entry and exit of personnel and 

vehicles, and 
5. To reduce actual criminal activity. 
Robert Schurr's article? "The Guard Force (D~rect 

Hire or Contract) ," outhnes several relevant pomts. 
To determine the need for and the size of a guard 
force, he suggests the consumer consider the follow
ing factors: (1) what is to be protected, (2) to 
what degree must it be protected, (3) how much 
can be spent, and (4) what are management's exp~~
tations. These suggestions also apply to the acqu1S1-
tion of protective devices and alarm services. 

Acquiring Alarm Systems 

When considering the acquisition of alarm system 
protection or other protective-device systems, the 
consumer should attempt to become as familiar as 
possible with available systems. This can be acco~
plished by: (1) contacting a secu.rity consult~nt~ (2) 
cOil~ulting security and general mterest perIOdICals, 
(3) reviewing books on the physical security and 
alarm systems industry, (4) obtaining brochures 
from alarm sales companies, and (5) contacti.ng 
organizations, such as the National Burglar and Fue 
Alarm Association (NB&FAA). 

The NB&FA.A has published a consumer guide, 
entitled Considerations When Looking for a Burglar 
A larm System. This pamphlet outlines a good pro
cedure for the consumer to follow once familiar with 
available alarm systems. When the consumer has 
educated himself as much as possible, a procedure 
primarily consisting of the NB&FAA prescribed 
process should be followed: 

1. Locate reputable alarm companies by contact-
ing: 

a. Local law enforcement agency, 
b. Underwriters' Laboratories, Inc., and 
c. NB&FAA. 

2. Set appointments with reputable dealers for: 
a. Visit between the sales representative and 

appropriate management personnel, and 
b. Visit between the sales representative and all 

appropriate members of the family, and 
c. Conduct a security survey to determine alarm 

needs. 
3. Consider all available systems to determine: 

a. Type of alarm devices required, and 
b. Type of total alarm system required. 

4. Check local laws for: 
a. Type of alarm systems permissable,. 
o. Length of time an alarm can sound, and 
c. Penalties for false alarms. 

5. Study any contract or sales agreement prior 
to purchase for: 
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a. List of points of protection, 
b. Itemization of equipment to be installed, and 

is: 

c. Service arrangements and fees. 

6. Consumer role in the use of an alarm system 

a. Thorough working knowledge of the system 
by all persons in contact with it, and 

b. Responsibility for ensuring that public law 
enforcement officers are not endangered by im
proper use. 

A consumer of alarm systems protection following 
the procedure outlined would greatly reduce the 
likelihood of falling prey to the less-than-reputable 
alarm companies that are a problem in the industry. 
Further, the consumer's dollar will have been spent 
on a reasonably cost-effective system, with no over
selling'or underselling of the acquired system. 

Acquiring Guard Services 

In some situations, guards may be more appro
priate than a mechanical detection device. How
ever, the consumer faces a different set of problems 
when acquiring guard services. Among these prob
lems is the question of whether to employ a guard 
or contract for this service. Consumers in the study 
conducted for this report (Appendix 3) were fairly 
split: 51 percent hired contract guards, 30 percent 
employed their own guards, 19 percent used both 
contract and proprietary guards, and 44 percent had 
changed their source of guard services. 

In the consumer's quest for guard servi~es, .a 
review of available literature on these servIces IS 
necessary for familiarization. Security periodicals, 
various studies listed in this report, local law enforce
ment agencies, better business bureaus, and books on 
security will provide valuable background data that 
can influence the consumer's decision on guard 
services. 

Among the problems a consumer can anticipate 
with a guard force, either employed or contracted, 
are the complaints and criticisms Iiste~ in t~o 
studies: the Private Security Task Force PhIladelphIa 
Study (PSTF Philadelphia Study) (Appendix ~) ~nd 
a survey of the California Peace Officers A~SOCIatlOn, 
contained in Private Security and the Publzc Interest. 
The top five criticisms from each study follow: 

PSTF Philadelphia Study 

1. Inadequate training, 

2. Poor wage scale, 

3. Undependability of personnel, 

4. Inadequate supervision, and 

5. Inadequate background checks on personnel. 
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Private Security and the PlubUc Interest 

1. G€)nerally inadequate training, 
2. Generally unqualified personnel, 
3. (Inadequate) initial screening and background 

check, 
4. Low wages, and 
5. "Playing cop" or misuse of a:uthority. 

Of her frequently occurring problems, cited in 
Private Security and the Public Interest, are failure 
to perform services as agreed, unlicensed services, 
and impersonation of law enforcement personnel. 
The study also determined that, of the complaints 
placed against regulated private security activities, 
60 percent were opposed to private investigators, 
35 percent were opposed to private patrol operators, 
and 5 percent were opposed to private patrol em-
ployees. . 

When the consumer has completed the familiari
zation process, and has perhaps received a security 
consultant's recommendations on manning require
ments, the question of whether to contract for secu .. 
rity guard services or to create a proprietary guard 
force must be resolved. To aid the consumer in this 
task, some of the positive and negative aspects of 
contract and proprietary guard services, based on 
the Schurr article and an article entitled "Company 
Guards vs. Subcontractor Guards," are listed below. 
They are neither comprehensive nor intended to 
favor either of the choices. 

Advantages of Contract C;uard Services 

1. Selectivity--employer retains only those per
sons personally approved. 

2. Flexibility-more or fewer personnel, as re
quired. 

3. Absenteeism-replacement of absentees on 
short notice. 

4. Supervision-supplied at no cost to the client. 
5. Training-supplied at no cost to client; may 

be superior to inhouse training program. 
6. Objectivity-judgment not clouded by per

sonalities. 

7. Cost-20 percent less than inhouse, not count
ing administrative savings (e.g., insurance, retire
ment pension, social security, medical care). 

8. Quality-may be of higher caliber than an 
inhouse guard. 

9. Administration and budgeting-brunt borne by 
guard company. 

10. Unions-very little problem, because con
tract guards are usually not unionized. 

11. Variety of services and equipment-guard 
company may be specialists in various criminal jus
tice skills or expensive equipment unavailable to in
house security. 

12. Hiring and screening costs-borne by guard 
company. 

13. Better local law enforcement contacts-may 
know more law enforcement personnel. 

14. Sharing expertise and knowledge-may have 
developed security skills, as a result of many jOf.lS, 
that can be shared with the client. 

Disadvantages of Contract Guard Services 

1. Turnover--extremely high industrywide. 
2. Divided loyalties-serving-two-masters quan

dary. 

3. Moonlighting-low salary for guards may force 
them into secondary jobs, resulting in tired and un
alert personnel. 

4. Reassignment-some agencies send in the best 
men at inception of contract, and then replace with 
others as new contracts open. 

5. Screening standards-may be inadequate. 
6. Insurance-determining liability and ensuring 

individual guards are bonded and insured. 

Advantages of Proprietary Guard Forces 

1. Loyalty-a positive quality. 
2. Incentive-promotion possibilities within the 

c:rcire company structure. 

3. Knowledge-of operation, products, personnel 
of the company because of permanent employment. 

4. Tenure-less turnover than contract guards. 
5. Control-stays inside company structure . 
6. Supervision-stays inside company structure. 
7. Training--can be specifically geared to the job 

performed. 

8. Company image-may bec~me a status symbol. 
9. Morale-a hoped-for state maintained by secu

rity manager. 

10. Courtesy--can render courtesies to VIP's be
cause of familiarity with company personnel. 

11. Better law enforcement liaison-security man
ager can informally develop law enforcement liaison 
with less conflict. 

12. Selectiou-company selection procedures can 
apply. 

13. Better communication-more direct. 

Disadvantllges of Proprietary Guard Forces 

1. Unions-may go out with the company union, 
refuse to cross picket line&, and so forth. 

2. Familiarity-may become too familiar with 
personnel to be effective on the job. 

3. Cost--expensive (salary, benefits, Workmen's 
Compensation, social security, liability insurance, 
work space, equipment, training). 

4. Flexibility-hard to replace absent personnel. 
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5. Administrative burdens-mmlt develop an 
upper-level staff to handle these personnel. 

If the decision is made to hire a contract guard 
service, based on the consideration of criteria such 
as those above, the next step is to ensure that the 
contractor selected is reliable. To aid in this judg
ment, 12 points, based on thos~ presented in an 
article entitled "To Make an Informed Choice of a 
Security Contractor," are listed: 

1. Is the security contractor licensed and bonded, 
as required by law? 

2. Is there proof of adequate insurance to protect 
the client? 

3. Can the contractor show a positive relationship 
with law enforcement? 

4. Can the contractor provide multiple services? 
5. What is the background and experience of the 

security contractor's staff? 
6. Can the contractor provide a list of past and 

present clients? 
7. Does the contractor have a specific evaluation 

process of client's problems? 
8. What minimum personnel standards does the 

contractor maintain? 
9. Does the contractor have formal and periodical 

training of personnel? 
10. Does the contractor have supervisory person

nel available on an immediate 24-hour-a-day basis 
and offices in each locality where business is solicited? 

11. What type of reporting procedures are used 
to keep the client informed? 

12. 'Is the contractor able to provide free in
formation on costs of specific services? 

After ascertaining the answers to these and other 
questions, the consumer should invite bids from those 
security firms considered finalists. Then, once the 
choice is made, a contract as favorable as possible 
to the consumer should be drawn up. Points to con
sider in a guard service contract could include, but 
not be limited to, those appearing in The Other 
Police, Private Security and the Public Interest, and 
an article by Charles Schnabolk, "Protection against 
a Guard Force": 

1. Clients should be discouraged from using armed 
personnel unless absolutely necessary for personal 
safety. 

2. Clients should be encouraged to incorporate 
training requirements into their contracts and to at
tend initial training sessions. 

3. Clients should be advised of the quality of 
personnel received for the amount of money ex
pended (i.e., a guard service receives $2.25 per hour 
from the client; the guard will receive, at maximum, 
only about 70 percent of this amount). 

4. The contract document should clearly spell out 
the definition of each category (of personnel), and 
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the client must be careful in describing the functions 
required. 

5. A client copy of the guard's employment back
ground and a reference check with at least one 
previous employer should be required. 

6. Moonlighters should be accepted only if their 
total weekly work hours do not exceed 65 hours. 

7. A thorough medical checkup of acceptable 
guards should be required. 

8. Make sure all Federal and local civil rights 
regulations are followed. 

9. The contractor must replace any guard within 
12-hours notice. 

10. The service may be terminated on a 30-day 
notice. 

11. Agency must designate a detail supervisor 
who shall submit regular reports to the client's repre
sentative concerning his supervisorj check on as
signed guards and concerning any unusual circum
stances reported in writing by guards. 

12. Consumer can specify some components of 
employee preassignment and .ongoing training that 
are appropriate to the consumer's facility. 

13. Client may view results of graded training 
(both preassignment and ongoing). 

14. Minimum and maximum total hours per day 
and per week should be determined for each guard 
to ensure post familiarity, as well as employee effi
ciency. 

15. All weapons used should be the property of 
the contract agency. 

16. All weapons used should be approved by the 
client. 

The contract should ensure that no arrests, deten
tions, or complaints in the client's name take place 
without prior consultations. 

If agreeable arrangements can be .achieved be
tween the consumer and the contract security firm 
(as a result of the entire acquisition process outlined 
here), the consumer stands a good chance of getting 
the most for dollars spent, while ensuring that his 
obligations to public safety have been met. 

Acquiring Residential Protection 

Perhaps the area where the consumer is best able 
to make effective decisions on obtaining security is 
that of residential protection. A large body of litera
ture on this subject exists in physical security books, 
periodicals of all types, government publications, 
and pamphlets by business and industry. Almost all 
of this data are hardware oriented. Residential secu
rity consists primarily of hardening of doors, win
dows, and walls and installation of alarms, secure 
locks, special glass, adequate lighting, and appro
priate landscaping. The material available for secur
ing a residence is so voluminous that, rather than a 
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specific checklist, a bibliography of selected resources 
follows: 

Pamphlets 

1. "Considerations When Looking for a Burglar 
Alarm System." National Burglar and Fire Alarm 
Association Inc., 1730 Pennsylvania Ave., N.W., 
Washington, D.C. 20006 (June 1975). 

2. "How to Buy a Lock." Schlage Lock Company, 
P.O. Box 34186, San Francisco, Calif. 94134 
(1972). 

3. "How to Protect Your Home against Burglary 
and Robbery Plus Important Facts about Rip-Off 1 

Protection Federal Crime Insurance." Department of 
Housing and Urban Development, Federal Insurance 
Administration, Washington, D.C. 20410. 

4. "Ives ABC's of Protection for Your Family 
and Home." The H. B. Ives Company, 50 Ives Place, 
New Haven, Conn. 06508. 

5. "National Neighborhood Watch Program, How 
to Protect Your Home." The National Sheriffs' 
Association funded by a grant from the Law Enforce
ment Assistance Administration, U.S. Department 
of Justice, Washington, D.C. 

6. "Residential Burglary and What to Do About 
It." California Council on Criminal Justice, Attorney 
General, State of California, Sacramento, Calif. 

7. "Safe at Home?" Master Lock Company, 
Alarm Products Division, Milwaukee, Wis. 53210 
(1975). 

8. "Wanted" Citizens Who Care Enough to Stop 
Commercial Burglary in Oakland." Oakland Police 
Department in cooperation with Citizens Crime Pr~
vention Committee, 455 Seventh, Oakland, Calif. 
94607. 

9. "Your Home Is Secure ... Isn't It?" Schlage 
Security Institute, P.O. Box 3324, San Francisco, 
Calif. 94119 (1971). 

Government Publications 

1. National Sheriff's Association. "National Neigh
borhood Watch Program Phase III." Pamphlet 
funded by a grant from the Law Enforcement Assist
ance Administration, Washington, D.C. 

2. "Residential Security" (monograph). A staff 
report funded by the National Institute of Law 
Enforcement and Criminal Justice, Law Enforce
ment Assistance Administration, U.S. Department 
of Justice. Washington, D.C.: Government Printing 
Office. December 1973. 

3. ' U.S. Department of Housing and Urban Devel
opment. "A Design Guide for Improving Resid~n~ial 
Security." Washington, D.C.: Government Pnnting 
Office, 1973. 

Films 

1. "No Place to Rest His Head." Director, Archi
tecture and Engineering Division, U.S. Department 
of Housing and Urban Development, Washington, 
D.C. 

2. "Horizon-Defensible Space." For information 
-Regional Office, Law Enforcement Assistance 
Administration. 

Magazines 

Back issues of general category periodicals. 

Books 

1. Kingsbury, Arthur A. Introduction to Security 
and Crime Prevention Surveys. Springfield, ill.: 
Charles C. Thomas, 1973. 

2. Lipman, Ira A. How to Protect Yourself from 
Crime. New York: Atheneum, 1975. 

3. Nonte, George C. Jr. The Complete Guide 
to House, Apartment and Property Protection. 
S. Hackensack, N.J.: Stoeger Publishing Company, 
1974. 

The content of this report should form a good, 
basic document for consumer review, because the 
standards and goals highlight many significant points 
relating to private security ser.vices. 

The consumer is expected to exercise care in 
any marketplace where the credo is "let the buyer 
beware." A consumer needs to take more care when 
searching for security services for a business or resi
dence than when seeking services that affect only 
himself. The consumer's selection of security serv
ices can affect any person coming in contact with 
the service. However, until private and public con
sumer agencies and professional security organiza
tions and associations fill the information gap, the 
consumer selecting private security services will en
counter difficulties meeting his responsibility. The 
information contained in this standard should assist 
the consumer in meeting his responsibility in the 
selection of security services and serve as a spring
board for development of useful guides and in
formation. 

Selected References 

1. Brennan, Dennis T. The Other Police. Cleve
land, Ohio: Govern~ental Research Institute, 1975. 

2. Davis, Albert S. "Company Guards vs. Sub
contractor Guards," Industrial Security, Vol. II, No. 
6, January 1976. 

3. Institute for Local Self Government. Private 
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Security and the Public Interest. Berkeley, Calif.: 
Institute for Local Self Government, 1975. 

4. National Burglar and Fire Alarm Association, 
Inc. Consideratio1)s When Looking for a Burglar 
Alarm System. Washington, D.C.: National Burglar 
and Fire Alarm Association, Inc., 1974. 

5. Private Security Task Force. "Survey of Con
sumers of Private Security Services in. tbeGreater 
Philadelphia Area." (See Appendix 3 to this report.) 

6. Schnabolk, Charles. "Protection against a 
Guard Force," Security World, Vol. 8, No.5, May 
1971. 

7. Schurr, Robert.' "The Guard Force (Direct 
Hire or Contract)," Security Management, Vol. 19, 
No.6, January 1976. 
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8. "To Make an Informed:' Choice of it Security 
Contractor." (~ource unknown.) 

Related Standards 

The following standards and goals may be appIica
, bIe in implementing Goal 7.1 : 
5.2 .,Adequate Security Lighting "', 
5.5 Jpevelopment of Environmental Security Exper- 0 

tise 
.?7 Crime Prevention Courses in Schools of Archi

tecture and Urban Planning 
''?:i Consumer Assistance Committees 
7.3 Development of Expertise by Private and.,GO'I!-

ernmental Consumer Agencies (Ji ~ 
7.4 Private Security Advertising Standards . \ 

'j" 

t 
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Standard 7.2 

Consumer Assistance 
Committees 

Private security professional associatio,ns and orga
nizations should form permanent committees or sec
tions to develop useful guides for the evaluation and 
acquisj(ion of g()Qds and services and to provide 
clearinghouses for professional response to consumer 
inquiries. 

Commentary 

Mrs. Virginia Knauer, Special Assistant to the President 
for Consumer Affairs, says she receives some 4,000 letters of 
complaint a month, out of a total of 12,000 letters .... 

The New York State Consumer Frauds and Protection 
Bureau, for example, handled more than 200,000 complaints 
and recovered more than 1.5 million dollars for consumers 

! in a six-month period .... 
... the New York City Department of Consumer Affairs 

opened what is believed was the ntltion's first government
financed neighborhood consumer complaint office. In the first 
two months of operation it reportedly processed 450 com
plaints from consumerS, recovered $7,000 in refunds and 
uncovered five cases of fraud termed "important." 

These quotes, from Goody L. Solomon's book, 
The Radical Consumer's Handbook, points to a 
trend in American society-the active and concerned 
consumer. These figures indicate that consumers will 
no longer tolerate being "taken" in the marketplace. 
They also highlight the need for consumer-oriented 
data that is accurate, unbiased, and, above all, help-

ful for arriving at an intelligent choice of goods and 
services. 

Contributing to the volume of consumer com
plaints are the realities that the consumer is fre
quently unable to achieve adequate prepurchase 
familiarization of materials and that some businesses 
providing goods and services have inadequate con
sumer inquiry and complaint procedures. The private 
security industry is not free of these types of prob
lems. A study conducted for this report of consumers 
of private security services (Appendix 3) found 
that 44 percent of the responden.ts had changed their 
source of security services. An average of 29 percent 
of the respondents did not know if the security work
ers and supervisors had any training for the jobs 
they performed. Overall, 72 percent of the consumers 
indicated that they would be willing to invest addi
tional funds if qualifications of personnel and/or 
quality of services were improved. 

These figures point to the need for private security 
associations and organizations to become active in 
the field of consumer assistance. These associations 
and organizations have the expertise and ability 
within their membership to render an invaluable 
aid to society through the development of a consumer 
assistance capability. However, ~ very strong caution 
is given: To avoid possible violations of any antitrust 
regulations, associations and organizations should 
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obtain legal advice both prior to, during, and after 
development and operation of consumer assistance 
programs. One taboo to avoid is the creation of 
standards that force membership in the association 
by business entities in order to obtain association 
approval of and recommendation to consumers of 
their private security goods and services. Private 
security groups should take care to' impartially 
examine the goods and services provided by all 
business entities, members and nonmembers alike. 
Positive recommendations to consume·rs should not 
be reserved for members only. With these cautions 
in mind, a review can be made of the composition 
of consumer assistance committees and of the types 
of actions these committees can take to aid consumer 
selection of private security goods and services. 

An important consideration in formulating a con
sumer assistance committee is that such a committee 
be permanent. This is the only way to demonstrate 
genuine commitment. The members of the committee 
should represent a cross section of the association or 
organization, in terms of geographical location and 
size of busine:ss operations served. Moreover, its 
members should be recognized by their peers as 
experts, respected both inside and outside of the 
association, and capable of dealing with and relating 
to people. 

When ready to proceed, the committee members 
should establish communication links with consumers 
in order to be truly effective, because committee 
objectives will depend largely upon consumer needs. 
These needs can only be directly learned from the 
consumer. Three methods are suggested to gather 
necessary data: 

1. Surveys. Survey instruments could be develop~.d 
that indicate consumer problems and needs. Quffi,· 
tionnaires could be sent to users of security goods 
and services, based on customer lists supplied by the 
membership of the association or organization. 

2. Personal Meetings With Consnmers. Consumer 
assistance committees could learn firsthand of the 
problems, needs and questions of consumers by 
holding meetings with past and present clients of the 
membership. These meetings also should be publicly 
advertised to attract potential consumers. 

3. Government and Private Data on Consumer 
Complaints. Data from government consumer bur
eaus, better business bureaus, and prosecuting of
ficials could help determine the nature of consumer 
complaints about the goods and services provided by 
the association or organization members. 

When the data collection process is complete, 
goals and objectives of the committee can be 
formulated. 

One objective of the committee should be prepara
tion of some type of printed material concerning the 
goods and services provided by the membership. 
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A sample checklist of items for inclusion follows: 
1. Information about associati!(ln or organization. 
2. The goods and services provided. 
3. Discussion of why the goods and services are 

needed. 
4. What the goods and services can reasonably 

be expected to do. 
5. How to properly obtain goods and services. 
6. How to determine what is receiVed for the 

amount being paid and information on costs and 
expenses that can be anticipated after acquisition. 

7. What to do and who to contact if goods and 
services are unsatisfactory. 

8. Consumer's role, responsibility, and obliga
tion in the acquisition of goods and services. 

9. Who to contact in the association for further 
information. 

When a draft of the consumer material is com
pleted, two actions logically follow. First, the draft 
should be distributed to the association or organiza
tion membership for review and approval. Interested 
and knowledgeable persons outside of the associa
tion or organization might also be given a draft for 
their reactions. Second, when the material is pub
lished, steps should be taken to ensure its dissemina
tion. Quantities of the publication should be distri
buted to the association or organization member
ship for display and distribution at their business 
locations. Moreover, the publication, and where it 
can be obtained, should be well advertised. 

Another objective of the consumer assistance 
committee should be the development of a capability 
to handle consumer inquiries. A committee member 
or an association staffer should be designated to 
handle all written correspondence from consumers. 
The committee might recommend the designation 
of consumer representatives from the association or 
organization membership to service the geographical 
area covered. The duties of the consumer representa
tive could range from handling consumer complaints 
against association or organization members to 
speaking to groups about the nature and role of 
private security in crime prevention. The level of 
resources allocated to providing response to the 
needs and inquiries of consumers should not, how
ever, surpass the need indicated in the consumer 
surveys. 

Private security professional associations and or
ganizations have great potential to provide an im
portant service to the consumer. Several private 
security associations and organizations already have 
put both time and money into programs and publica
tions to educate, inform, and assist consumers. The 
everyday business of the private security professional 
is the prevention, detection, and deterrence of crime. 
The professional, through his association and or
ganization memberships, can be of great assistance 
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in ~elping consumers select the proper goods and 
ser~lces fr0':ll. t~e private security industry. This 
assistance Will, 10 turn contribute to greater public 
safety. 

Seleded References 

1. Private Security Task Force. "Survey of Con
sumers of Private Security Services in the Greater 
Philadelphia Area." (See Appendix 3 to this report.) 

2. Solomon, Goody L. The Radical Consumer's 

Handbook. New York: Ballantine Books, 1972. 

Related Standards 

The following standards and goals may be appli
cable in implementing Stanct.f)rd 7.2: 
7.1 

7.3 

Consumers Responsibility for Selection of 
Security Services 

Development of Expertise by Private and Gov
ernmental Consumer Agen:cies 
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Standard 7.3 

Development of 
Expertise by Private 
and Governmental 
Consumer Agencies 

Governmental consumer protection bureaus, 
better business associations, and private consumer 
groups should develop sufficient knowledge ~f t~e 
private security industry to enable them to mtellI· 
gently evaluate complaints and advise consumers. 

Commentary 

In a review of the history of the consumer move
ment, Goody L. Solomon points out, in The Radical 
Consumer's Handbook, that the late President John 
F. Kennedy created a national Consumer AdvisolY 
Council and issued a buyer's "Bill of Rights." The 
bill included the following: 

1) The Right to Safety: "To be protected against mark~t
ing of goods which are hazardous to health or life." 

2) The Right to Be II\;,rmed: "To be protected against 
fraudulent deceitful, grossly misleading information, adver
tising, lab~ling, or other practices, and to be given the facts 
to make an informed choice." 

3) The Right to Choose: "To be assured, wherever pos
sible, access to a variety of products and services at compet!
tive prices and, in those industries in which competition IS 

not workable and government regulation.',5 substituted, to be 
assured satisfactory quality and service at fair prices." 

4) The Right to Be Heard: "To be assured that consumer 
interests will receive full and sympathetic consideration in 
the formulation of government policy, and fair and expedi
tious treatqlent in its administrative tribunals." 
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The work of this Council laid the cornerstone for 
private consumer action committees and State and 
local government consumer bureaus. 

For continuing support of this mandate, public and 
private consumer age~cies shoul~ develo~ e~pertise 
in the private security mdustry as It gr?ws III SIze an~ 
importance. A study by AI1thur D. LIttle, Inc., estI
mated 1975 revenues of $3 billion for "security 
products and services," based upon a growth rate of 
12 percent per year. A study by Frost and Sullivan, 
Inc., estimated revenues of $2.5 billion in 1974 for 
"loss prevention products and services." Based upon 
their projected growth rate of 10 percent annually, 
1975 revenues would have been $2.8 billion. Figures 
of this magnitude indicate that the private security 
field is indeed big business and, as such, can affect 
many people's lives. 

There are three relevant areas concerning the 
development of private security expertise that would 
~nhance the role and mission of government and 
private consumer bureaus and associati~ns: con
sumer information, complaint referral actIOns, and 
legislation. Consumer information .should b~ . de
veloped providing prepurchase advIce and I.Istm?S 
of reliable private security firms. Expertise. m 
methods of civil and legal recourse for complamts 
against private security firms sh0uld also be de
veloped. Familiarization with local, State, and Fed-

erallegislation and studies of private security recom
mendations are important prerequisites to planning 
and initiating any needed action programs aimed at 
achieving improvement in the security market. 

One of the most important functions that con
sumer bureaus and better business associations can 
undertake is preparing useful consumer information. 
Development of comparative data on private security 
goods and services, such as comparisons among 
various alarm systems, is perhaps the most important 
contribution that could be made. This service would 
be particularly useful in the area of guard and in
vestigative services, because no evaluative method 
has yet been devised to compare these services. 
Perhaps the second most necessary information is 
local listings of reliable private security firms, based 
on professional association memberships, including 
number of registered complaints, out-of-court settle
ment data from insurance companies, and other 
data deemed appropriate. The development of this 
type of consumer information can, over time, im-

prove the goods and services of the private security 
industry. 

The next area in which private security expertise 
needs to be developed concerns complaints referral 
by consumer bureaus and better business associa
tions. The nature of the referral would depend on the 
type and the monetary amount of the complaint. 
Even more basic is the process of informing con
sumers that a compiaint procedure exists. Although 
avenues for redress may vary from State to State, the 
possible directions a person with a complaint may 
take fall into five general categories: 

1. Source of goods and services, 
2. Consumer protection methods, 
3. Regulatory, 
4. Enforcement, and 
5. Judicial. 
Figure 7.1 provides an over.view of interrelation

ships that may exist between the categories. Ob
viously, considerable expertise will be required to 
ensure that the proper referral is m~de. 

Figure 7.1-. Consumer Options for Complaints 

Source of 
Goods and 
Services 

1. Seller 

2. Manufacturer 

1. Professional 
Associations 

2. Better 
Business 
Associations 

3. Chamber of 
Commerce 

4. Private Local, 
State or 
National 
Consumer 
Organizations 

The Consumer 

Regulatory 

1. State Private 
Security 
Regulatory 
Boards 

2. Local, State, 
Consumer 
Protection 
Agencies 

3. Appropriate 
Federal 
Commission 
or Agency 

Enforcement 

1. Local, State 
or Federal 
Law 
Enforcement 
Agencies 

2. Local, State, 
Federal 
Prosecuting 
Attorneys 

Judicial 

1. Small Claims 
Court 

2. Criminal 
Court 

3. Federal 
Court 
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The third need for development of knowledge of 
private security activities is in legislation. In 1975, 
33 States had private security legislation, and all 
States presently have some local private security 
ordinances. Consumer bureaus and better business 
associations should prepare compendiums of legisla
tion in each State to better inform, advise, or refer 
consumers. Having developed a knowledge of legisla
tion, the recommendations for private security legis
lation contained in several national and State studies 
of the industry should be reviewed. Recommenda
tions for improving existing legi~l;ation then can be 
made to appropriate bodies. However, if research 
reveals that laws and ordinances already exist, the 
thrust of efforts should not be toward developing 
new laws but rather toward applying and enforcing 
the existing legislation. 

Consumer bureaus and better business associations 
have, in a very short time, substantially contributed 
to improving the quality of life in the United States. 
It is in keeping with the avowed purposes of these 
organizations that they now undertake the task of 
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developing expertise and services in the private 
security field. 

Selected References 

1. Frost and Sullivan, Inc. The Industrial and 
Commercial Security Market, New York: PSI, March 
1975. 

2. Little, Arthur D., Inc; Outlook for the U.S. 
Sa/ety, Fire Protection and Security BuSiness. Cam
bridge, Mass.: ADLI, January 1973. 

3. Solomon, Goody L. The Radical Consumer's 
Handbook, New York: Ballantine Books, 1972. 

Related Standards 

The following standards and goal~ may be ap
plicable in implementing Standard 7:~{:' ,,_ 
7.1 Consumers Responsibility for Selection of 

Security Services 
7.2 Consumer Assistance Committees 
7.4 Private Security Advertising Standards 

Standard 7.4 

Private Security 
Advertising Standards 

The private security industry should adhere to 
advertising standards that accurately portray to the 
public the nature and quality of the service to be 
provided. 

Commentary 

Regulation of Advertising by the FTC (Federal 
Trade Commission) states that: 

For markets to operate effectively, buyers must have ac
curate information about the quality and other characteristics 
of the products offered for sale. Otherwise there can be no 
basis for confidence that the market will enable consumers 
to make purchases maximizing their welfare within the limi
tations of their resources. The production of information 
about products is therefore of fundamental importance to 
the effective operation of a market system. 

These words ring with reason and well introduce 
the purpose behind this standard. The consumer of 
security services has to rely heavily on information 
supplied by the industry itself because of the paucity 
of readily available resource materials. The accuracy 
and completeness of information and advertising 
have a direct relationship on how the consumer 
perceives the private security marketplace and how 
effectively consumer dollars are spent for security 
services. 

;\ 
\.' 

The lack of information on private security serv
ices can make the consumer vulnerable to advertising 
claims. Consumers could be misinformed about the 
nature and quality of private security services and 
led into unwise choices of services by advertising 
practices relying on the fear of crime. 

A consumer may not know what to look for when 
considering private security guard services and be 
misguided about their quality and nature. Some 
guard company brochures heavily stress that the 
company has personnel capable of performing many 
different security functions, from special event duty 
to retail store security. This advertising of across-the
spectrum capability may be of interest to a consumer, 
but it does not furnish the consumer with data on 
the qualifications of personnel for specific security 
functions, the amount of supervision guards receive, 
whether governmental regulatory requirements have 
been met, or if insurance or bonding is in effect. A 
consumer of private security guard services should 
review advertising copy for the following positive 
indicators : 

Does advertising: 
• Give the business license number? 
• Offer a list of references (past and present 

clients)? 
• Give specific information on the training guard 

personnel receive? 
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• Give the ratio of supervisors to workers? 
• Reflect adequate levels of insurance in force 

or with whom insured? 
• Reflect that pertinent government regulations 

have been met? 

The consumer faces problems of a different nature 
when dealing with burglar and robbery alarm adver
tising. First, the product advertised is a tangible one. 
Unlike the human element of the guard industry, 
the alarm industry product conforms to certain levels 
of appearance, performance, and operability
marketable qualities that are highlighted in ad
vertisements. Alarms, unlike guards, are technical 
products that are unfamiliar to the average consumer. 

Second, because they are technical, an alarm 
product's qualities can be stated in technese-the 
fusing of technical terms with glowing adjectives, 
i,e., "our XT -5 annunciator audiovisual articulator 
has proven its superiority in kilowatt after kilowatt 
hour of actual use with glowing results." The un
educated consumer may give undue scientific merit 
to claims articulated in technese. 

Finally, alarms and alarm systems have a reference 
quality that guard services do not. Independent test
ing laboratories list those devices and systems that 
meet published evaluation criteria. This gives the 
consumer some type of assurance that the device, 
or its components or systems listed by testing labora
tories, will meet certain standards. Mention is usually 
made in advertisements of qualifying equipment. A 
caution to the consumer: An advertisement could be 
prepared in such a manner that an entire alarm 
system appears to have meta testing laboratory's 
requirements, where, in fact, only the plug at the 
end of the cord holds certification. 

A trait common to advertising for both alarm and 
guard services is capitalizing on the fear of crime. 
Subtly or shockingly playing upon fear of crime to 
create business opportunities should be strictly 
avoided in all private security advertising. For ex
ample, one subtle means of playing on consumers' 
fears is the use of crime statistics; such use should 
be avoided. Any person with knowledge of the 
history of criminal justice statistics can give examples 
of how statistical data are manipulated to show only 
what the reporting agency wants these data to show. 
On the other end of the advertising spectrum, private 
security advertisements depicting simulated violent 
acts or designed to be unsettling also should be 
avoided. 

A final advertising abuse is the use of words that 
can be misleading, such as the name of a State in the 
corporate name of a private security organization. 
These practices lead consumers to believe that the 
organization has quasi-governmental connection. 
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Private investigative agencieS' have been most com
monly associated with this type of advertising. 

Abuses in or confusion created by private security 
advertising is likely to result in government control. 
A study of private security services in St. Petersburg, 
Fla., included a recommendation for advertisement 
content and a model private security advertising ordi
nance. Included in the model ordinance was a pro
vision that private security advertisements carry in
formation regarding the location for filing citizen 
complaints. Both the RAND Report (Vol. I) and the 
study, Private Security and the Public Interest, offer 
recommendations for private security advertising 
practices. According to a study of legislation. (see Ap
pendix 6), nine States regulate private securIty adver
tising and six States take punitive action for false 
advertising. 

To avoid further government encroachment into 
the area of private security advertising, the industry 
should develop and adhere to advertising standards 
that are helpful to consumers and that attempt to 
win them by providing the most accurate and com
plete data possible. Interesting, informative, intelli
gent advertising can succeed as well as that which 
misleads or utilizes fear of crime. A study of a pri
vate security advertisement section in Fortune, by the 
Fortune marketing research department, found that 
71 percent of the respondents took some form of 
positive action in response to the advertisements, most 
of which had imaginative well-written copy, relying 
not on the negative aspects of crime but on the posi
tive aspects of the service or product being sold. 

As stated in Regulation of Advertising by the FTC: 

As a result of increases in the complexity and variety of 
products and in the value of people's time (time being the 
principle resource consumed in search) it can be surmised 
that there has occurred a major shift from consumer to seller 
in the comparative advantage of supplying consumer product 
information. 

The private security industry should heed this 
message and enhance its image and credence in the 
marketplace by drafting and adopting advertising 
standards. 

Selected References 

1. "Crime Does Pay" (special industrial security 
advertisement section), Fortune, Vol. XC, No.3, 
September 1974. 

2. Fortune Market Research Department. "Special 
Study on Industrial Security." December 1974. 

3. Institute for Local Self Government. Private Se
curity and the Public Interest. Berkeley, Calif.: In
stitute for Local Self Government, 1975. 
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4 .. KakaIik, James S., and Sorrel Wildhorn. Private 
Police in the United States: Findings and Recom
mendations, Vpl. I, R-869/DOJ. Washington, D.C.: 
Government Printing Office, 1972. 

5. Posner, Richard A. Regulation of Advertising 
by the FTC. Washington, D.C.: American Enterprise 
Institute for Public Policy Research, November 1973. 

D. Private Security Task Force. "Summary 'of Pri
vate Security Legislation." (See Appendix to this 
report.) 

7. Martensen, Kai R. Private Security Survey (lnd 
Ordinance for St. Petersburg, Florida. Sunnyvale 
Calif.: Public Systems Incorporated, 1975. ' 

Related Standards 

The following standards and goals may be applica
ble in implementing Standard 7.4: 
3.1 Code of Ethics 
6.5 Mistaken Identity of Private Security Personnel 
6.6 State Regul~tion of Private Security Uniforms, 

Equipment, Job Titles 
7.1 Consumers Responsibility for Selection of Se

curity Services 
7.2 Consumer Assistance Committees 
7.3 Development of Expertise by Private and Gov

ernmental Consumer Agencies 
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INTRODU~TION 

Although the growth of the private security sector 
has paralleled and often exceeded that of public law 
enforcement, there is a paucity of information and 
research for or about the industry and its operations. 
Educational and degree programs, specifically geared 
to the needs of private security employment, are also 
minimal. If the problems of the private security in
dustry are to be OVf.:lrcome, allowing it to emerge in 
its proper role as an effective force against both pri
vate and public crime, these deficiencies in research 
and education need to be corrected . 

This report highlights some of the problems of 
the private security industry and addresses methods 
by which the industry and other concerned groups 
can improve the quality of security services and/or 
performance. Most chapters are directed toward a 
more or less distinctive audience-i.e., chapter 1 
chiefly concerns private security employers, chapter 
7 is directed toward consumers. The standards in this 
chapter, however, have broad applications for all the 
persons for whom this report is intended, namely, 
members of the private security industry, govern
mental agencies, educators, and citizens in general. 
Their increased awareness of the need for basic re
search and expanded educational opportunities in 
private security subjects is required for the imple
mentation of the standards in this chapter. 

Although, at first glance, the general population 
would appear to play a passive role, a closer exami
nation discloses that citizen encouragement of 
mechanisms to implement this report and advocation 
of educational programs can directly assist the pur
pose of the standards. Citizen groups have effectively 
furthered many worthwhile changes in government; 
their support should not be overlooked by the private 
security industry. Moreover, industry improvements 
increase overall protection against crime and repay 
citizens for their interest and involvement. 

To ensure continuing research and the develop
ment of further knowledge in the private security field 
and to enhance its effectiveness in crime prevention 
and reduction, this report recommends that· review 
and implementation mechanisms be set up on a State-

by-State basis (Standard 8.1). The resulting organi
zations would be charged with review and implemen
tation of the standards and goals of this report. Al
though the formation of such bodies would depend 
largely upon government action, it is not intended to 
exclude others from unilaterally supporting or in
dependently implementing tne recommended stand
ards and goals. 

Some may argue that Standard 8.1 is superfluous. 
However, available data indicates that many individ
uals fail to recognize the relationship between the 
private security industry and the criminal justice sys
tem. Also, many persons in private security do not 
care to be identified with the ttaditional criminal 
justice system. Nevertheless, the two forces have a 
common denominator that tends to support their 
lateral position-the suppression of criminal activity. 
The inclusion of Standard 8.1 emphasizes the belief 
that State review and implementation of standards 
and goals offer a unique opportunity for further 
exploration and increased use of the private security 
industry in crime prevention and reduction. 

The Federal Government has made significant 
contributions to criminal justice planning through the 
implementation of State Planning Agencies. Citizens' 
crime commissions, colleges, universities, and other 
agencies also have given substantial support to crimi
nal justice planning. However, there has been little 
emphasis on research as it relates to private security 
services. The absence of reliable research has made 
planning and decisionmaking difficult in the field. 
Therefore, Standard 8.2 proposes the development of 
a national private security resource and research in
stitute and encourages the administrative and finan
cial assistance of the Law Enforcement Assistance 
Administration in its establishment. This institute 
would significantly enhance the activities advocated 
in Standard 8.1, further the development of a body 
of knowledge for use in educational institutions, and 
provide a foundation for the development of new 
and improved strategies to optimize private security 
capacity in crime prevention and reduction. 

Standards 8.3 and 8.4 were formulated in response 
to the alarming lack of comprehensive, private se
curity educational programs in the United- States. 
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Basically, their intent is to institute a cooperative 
plan under which. educational institutions can con
tribute significantly to the professionalism of the 
private security industry. Standard 8.3 addresses the 
need for noncredit and credit seminars and courses 
designed to meet the.unique needs of private security 
per.sonnel. Standard 8.4 broadly outlines the need for 
associate, baccalaureate, and graduate degrees de
signed to prepare people for entry into the field and 
to enlarge the professional, educational experiences 
of those already so employed. 

260 

The national experience in making educational 
opportunities available for public criminal justice 
professionals may form a model for private security 
education. A decade ago there were limited opportu
nities throughout the country to help public criminal 
justice officials meet their preemployment or pro
fessional development needs. Since that time, a wide
ranging, academically sound program has been de
veloped. It is hoped that educational institutions will 
respond correspondingly to private security needs, 
thereby contrJbuting to a safer society for all. 
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Standard 8.1 

State Review of 
Private Security 
Task Force Report 

Each State should provide a mechanism to review 
and recommend implementation, as appropriate, of 
the standards and goals contained in this report. 

Commentary 

The Private Security Task Force was one of five 
major task forces formed under the Standards and 
Goals II program of the Law Enforcement Assistance 
Administration (LEAA) to develop national stand
ards and goals for the prevention and reduction of 
crime. The recommendations of these task forces 

. were reviewed by the National Advisory Committee 
on Criminal Justice Standards and Goals. If the 
deliberations and work reflected in this report are 
to accomplish more than serve as a reference 
book, each State needs to provide a statewideinech
anism to encourage and facilitate meaningful and 
workable action programs for these standards and 
goals. State Planning Agencies (SPA~ and/or other 
statewide organizations already in existence can be 
used or new organizations developed for "this pur
pose .. 

The composition of the State organizations neces
sarily varies. However, if the proper balance of view
points is to be achieved, the members of the organiza
tion should be representative of the industry, govern
ment, and general population. Although it is almost 
impossible to set a model for the composition of the 

organization, representatives from the following 
groups are suggested: 

• Proprietary security agencies. 
• Contractual security agencies. 
• Alarm systems industry. 
• Urban planning and/or architecture. 
• Public law enforcement agencies. 
• State registration and licensing authority (if one 

exists). 
• State attorney general's office. 
• General public. . 
The exact number of members. and support staff 

would need to be determined at the State level. 
Two States, California and Virginia, already have 

organized State private security task forces to make 
recommendations for the improvement of private 
security services. Perhaps these same groups could 
assume the responsibility of reviewing the standards 
and goals contained in this report and make further 
recommendations to support the better use of private 
security resources for crime prevention and reduction. 

Although the remaining States do not have private 
security task forces, some States, such as Pennsyl
vania, have formed committees for criminal justice 
standards and goals. It would appear reasonable that 
such committees could well assume the task of re
viewing this report and implementing its suggestions. 
In other States, the SPA might be the catalyst for 
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the beginning of State private security task forces. 
Naturally, to make effective recommendations 

based on this report's standards and goals, States 
need reliable base data. A private security survey 
was conducted by the Maine Criminal Justice Plan
ning and Assistance Agency to provide information 
requested by the Private Security Task Force. The 
information gathered in this survey could serve a~ a 
starting point for a private security data base in 
Maine. If similar, current information is available in 
other States, it also could provide valuable base data 
for their evaluation of private security needs and 
recommendations for implementation of appropriate 
standards and goals. A national private security 
resource and research institute, as proposed in 
Standard 8.2, would significantly enhance the efforts 
of States. 

It is recognized that the scope of work and priori
ties of each State organization would differ, based 
on their specific needs. First, urban and rural States 
may set different priorities because of varying needs. 
For example, a rural State may not view regulation 
as important but may see a high-priority need for 
training. Second, some States already have licensing 
and/ or registration requirements that are effective, 
rendering unnecessary the national standards for li
censing and regulation. Third, some of the problems 
identified in this report may not exist within a given 
State. For example, the standards regarding con
sumer protection associations or organizations may 
not apply if there are no substantiated complaints 
about private security services. It is doubtful that all 
of the standards could, or should, be adopted by each 
State. Processes used by the States to react to the 
previous standards and goals program of the LEAA 
can well serve as Iilodels for the present effort. These 
processes have resulted in States accepting, modify
ing, or rejecting the standards and goals in terms 
of their individual needs. 

State committees or SPAs would be restricted in 
their effect because, like the national Private Security 
Task Force, they would be advisory in natJIre. How
ever, they can have several advantages over the 
national Task Force. One advantage would be their 
greater impact on State legislative processes. [Because 
this report has recommended that government regu
lation be conducted at the State level, this affords a 
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definite advantage in any given State.] Also, because 
State organizations have more direct access to local 
and State law enforcement agencies and associations 
and various private security associations, they can 
provide a more effective catalyst for improving the 
relationship between the two sectors. Finally, being 
more familiar with local conditions and resources, 
organizations <\t the State level can provide more 
effective guid,anpe for review and/or implementation 
of the standc;rds in this report. 

In summary, it is strongly urged that each State 
provide a mechanism to review and, when appro
priate, to implement the standards and goals con
tained in this ·repott. Through this process, a sig
nificant contribution can be made toward the im
provement of the private security field and its efforts 
in crime prevention. In the absence of activity by 
appropriate State organizations, this report could 
become merely another contribution to the litera
ture on private security and not an action docu
ment intended to assist in the reduction and pre
vention of crimes. 

Selected References 

1. Evaluation Unit, Maine Criminal Justice Plan
ning & Assistance Agency. "Report to Private 
Security Task Force-National Advisory Committee 
on Criminal Justice Standards and Goals/MCJPPA." 
Augusta: Maine Criminal Justice Planning & Assist
ance Agency, Sept. 30, 1975. 

2. Private Security Industry Task Force. "Report 
of the Private Security Industry Task Force to the 
Virginia State Crime Commission." Virginia: Pri
vate Security Industry Task Force, Sept. 4, 1974. 

3. Task Force OIl the Regulation of Private Police, 
Public Safety Planning Council. "Task Force Report 
to the Council." Sacramento, Calif.: Public Safety 
Planning Council, Aug. 24, 1974. 

Related Standards 

All standard and goal statements in this report 
can serve as a basis for implementing this standard. 
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Standard 8.2 

National Private 
Security Resource and 
Research Institute 

The Law Enforcement Assistance Administration 
should encourage the development ,!)f a national 
private security resource and research institute. In 
addition, aU universities, companies, organizations, 
associations, and individuals concerned with pri
vate security should increase their efforts in private 
security research. 

Commentary 

In 1927, Felix Frankfurter, the late U.S. Supreme 
Court Justice, wrote that the problems of crime and 
crime control are "overlaid with shibboleths and 
cliches." He went on to emphasize that it is essential 
to "separate the known from the unknown, to divorce 
face from assumption, to strip biases of every sort 
of their authority." Frankfurter's words are equally 
applicable to present-day problems of crime and 
crime control and are especially revelant to the role 
of the private security industry. 

Throughout the work of the Private Security Task 
Force, the lack of research for and about private 
security services was appallingly apparent. Scant 
attention has been focused on research to alleviate 
obvious problems and enhance the effectiveness of 
private security in crime prevention and reduction. 
Unless a reliable research base is available, adminis-

------ ---, ~----~- -

trators will continue to be handicapped in their 
decisionmaking roles. 

To help al1eviate the problem of lack of base 
data, . all entities concerned with private security 
should initiate and increase their research in the 
field. Also, a national private security resource and 
research institute should be established to act as a 
center and resource for these research activities. 

The potential of a national resource and research 
institute to contribute to more effective use of private 
security services is evident. Admittedly, the com
petitive nature of the industry may, at first glance, 
seem to make the concept of a national resource 
institute unrealistic. However, 10 years ago there 
was an almost total lack of research in the criminal 
justice system. Since that time; the Law Enforcement 
Assistance Administration (LEAA) has made sig
nificant contributions to criminal justice research 
through State Planning Agencies, technical assistance 
programs, standards and goals programs, and the 
establishment of the National Institute for Law En
forcement and Criminal Justice Research. A national 
private security resource and research institute is 
envisioned as an extension of those activities. 

LEAA has already provided leadership and sup
port for research related to private security services, 

, primarily through the Law Enforcement Standards 
Laboratory and the National Institute of Law En-
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torcement and Criminal Justice. For example, the 
National Institute, at the request of the Private 
Security Task Force, provided computer printouts 
(including annotated summaries) of several hundred 
research projects. Many of those documents have 
been referenced throughout the report. The following 
list indicates some of the private security research 
activities that have already been completed as a 
direct result of LEAA support. (The annotations 
were provided to the Task Force by the National 
Inst\\tute of Law Enforcement and Criminal Justice.) 

Title: Burglar Alarm Requirements Analysis-
Equipment Systems Improvement Program Report 

Author: N. H. Mines 
Accession Number: 09900.00.014970 
Annotation: The requirements that need to be 

met to reduce the number of false alarms to an 
acceptable level as more systems are installed. 

Available Through: National Criminal Justice 
Reference Service, P.O. Box 24036, S.W. Post Office, 
Washington, D.C. 20024, (Available from the 
NCJRS through a library using the Interlibrary 
Loan System.) 

_ Title: Commercial Robbery in a Medium-Sized 
City--Columbus, Georgia-Equipment Systems Im
provement Program Report 

Author: L. G. Gunn 
Accession Number: 09900.00.014958 
Annotation: Study of armed robbery of business 

establishments, using the series of events surrounding 
the crime and the action and reaction of the par
ticipants. 

Available Through: National Criminal Justice 
Reference Service 

Title: Deterrence of Crime in and Around Resi
dences 

Accession Number: 09900.00.009632 
Annotation: Papers dealing with overall impacts 

of architectural design on criminal activity, legis Ia
lation as a deterrence factor, and community in
volvement. 

Available Through: Superintendent of Documents, 
U.S. Government Printing Office, Washington, D.C. 
20402 

Title: Minimum Building Security Guidelines and 
Cost Estimate for the Security Features-Initial 
Draft 

Accession Number: 09900.00.010758 
Annotation: Guidelines to secure commercial and 

residential property (including multiple-family dwell
ings, hotels, and motels) against burglary, and 
including replacement cost estimates. 

Available Through: National Criminal Justice 
Reference Service 
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Title: National Institute of Law Enforcement and 
Criminal Justice-Summary of Institute Research 
Results and Recommendations on Housing Security 
for the Elderly 

Accession Number: 09900.00.016706 (available 
in microfiche only) 

Annotation: A study of LEAA statistics indicated 
that the elderly generally are no more likely to be
come the victims of crime than are other popUlation 
groups, although they do report more cases of 
pocket-picking and purse-snatching. 

Available Through: National Criminal Justice 
Reference Service 

Title: Need for and Projected Contents 0/ a Sug-
gested Property Security Code 

Author: J. K. O'Rourke 
Accession Number: 09900.00.000279 
Annotation: Property security regulations for exist-

ing structures and new construction, and existing 
structures and new construction regulation enforce
ment. 

Available Through: National Institute of Law En
forceme-llt {1nd Criminal Justice, Law Enforcement 
Assistance Administration, Washington, D.C. 20531 

Title: Project for Security Design in Urban Resi
dential Areas-Annual Report, June 1, 1970-June 
24, 1971 

Author: Oscar Newman 
Accession Number: 09900.00.008815 
Annotation: New York University's project for 

security design reports completion of its monograph, 
defensible space-architectural design for crime pre
vention. 

Available Through: National Institute of Law En-
forcement and Criminal Justice 

Title: Protective Device Systems 
Author: E. S. Krendel 
Accession Number: 09900.00.010034 
Annotation: Shortcomings in present security sys-

tems for retail businesses and residences, with a 
suggested functional (not gadget-oriented) attack 
on these weaknesses. 

A'vailable Through: National Institute of Law En-
forcement and Criminal Justice 

Title: Residential Security 
Accession Nilmber: 09900.00.011166 
Annotation: Assessment of security measures, 

focusing on deterrents to burglary, discussing cost
effectiveness, physical security and design, group 
action, and public policy. 

AvaiiabJe Through: National Institute of Law En
forcement and Criminal Justice 

Title: Role of Campus Security in the College 
Setting 

\\~ 

'. 

Author: S. Gelber 
Accession Number: 09900.00.008966 
Annotation: Role of the campus security officer in 

6. Development and evaluation of private security 
equipment and systems. 

terms of historical origins, legal structures, and oper
atiomil functions. 

A vaUable Through: Superintendent of Documents 

7. Material for architects and urban planners to 
use in design of new buildings or in remodeling 6f 
existing buildings to promote the use of crime pre
vention through envirom:r1ental design (CPTED) 
concepts. 

As envisioned by the Private Security Task Force, 8. Model guides to improve the relationship of 
the national resource and research institute would the private security industry and law enforcement 
serve as a catalyst for the distribution of private agencies. 
security information, as well as a repository for 9. Checklists for consumers of security services 
available literature. The graduate theses and disser- to use in selecting and evaluating services. 
tations received from Professor A. F. Brandstatter 10. Checklists for managers in proprietary com-
and Dr. Leon Weaver of Michigan State University, panies to evaluate their ~ecurity programs. 
along with journals, texts, research reports, and 11. Development of associate baccalaureate and 
other publications gathered by the Task Force, could graduate curriculums in security. 
provide a nucleus for this effort. Building upon 12. Model statutes for the licensing, regulation, 
these resources, the potential for additional research and operation of private security regulatory agencies. 
to meet the needs of private security is almost limit- 13. Evaluation of effectiveness and use of detec-
less. The following list is intended to reflect poten- tion-of-deception (polygraph) and psychological 
tial research areas, and not to set priorities, nor to stress evaluation (PSE) techniques. 
limit the scope of research. 14. Legal issues in the private security field. 

1. Development of job-related tests for private 15. Development of model records systems for 
security employment. private security companies. . 

2. Accurate determination of the number of per- Many of these research activities should be imple-
son mplo ed ' the p' t e r't . du t mented on an individual basis by entities concerned s e y 10 nva e s cu 1 Y 10 S ry. with private security; however, no single university, 

3. Development of private security job descrip- company, organization, association, or individual can 
tions. supply the resources to conduct all of the research 

4. Development of model training programs for' needed in even a single area. Thus, the concept of 
private security personnel. a national resource and research institute provides 

5. Development of private security policy and a focus for these research activities. The exchange 
procedure manuals. process is schematically illustrated in Figure 8.1. 

Figure 8.1. Exchange Process for the National Resource and Research,lnstitute 

Individual, Universities, 
Organizations, Company, 

or Government 

Responsible for: 

• Identifying problem 

• Supplying data 

• Analyzing results 

• Implementing 

• Evaluating 

Need Tr~nsmitted 

Results Reported • 
National Resollica 

and 
Research Institute 

Responsible for: 

• Dalta gathering and analysiS 

• Coordination of research 

" Di;sseminating findings 

• Assisting in implementing 

• Assisting in evaluation 

265 



l 

The organizational structure of the national re
source and research institute can be conceptualized 
in a variety of ways: (1) centered at one college 
or university, or several colleges and universities 
under a consortium arrangement; (2) as a research 
component of a professional association; (3) as a 
not-for-profit corporation supported by both govern
ment and private funding sources; (4) as a separate 
unit undet the National Institute for Law Enforce
ment and Criminal Justice Research, or (5) as a 
combination of two or more of the foregoing 
concepts. 

The main concern of this standard, however, is 
not how the institute should be organized, but 
why it should be organized and what it should 
accomplish. If the private security industry and its 
services are to be more effectively used in crime 
prevention, reliable information about and research 
for the industry needs to be available. The institute 
can be the catalyst for literature collection and dis
semination, applied and/or pure research, and other 
functions normally associated with a research opera
tion. 

The Law Enforcement Assistance Administration 
can play a major role in the development of the 
institute by providing guidance, technical assistance, 
and, if appropriate, funding. 
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Related Standards 

The fonowing standards and goals may be applica
ble in implementing Standard 8.2: 
2.3 Job Descriptions 
2.4 Training Related to Job FuncHons 
2.5 Preassignment and Basic Training 
2.6 Arms Training 
4.1 Alarm Systems Research 
4.6 Joint Cooperation to Reduce Transmission 

Costs 
5.1 Improvement of Door and Window Security 
5.4 Crime Prevention in Design 
8.3 Noncredit and Credit Seminars and Courses 
8.4 Degree Programs for Private Security 
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Noncredit and Credit 
Seminars and Courses 

,Coileges and universities ~hould develop and offer 
noncredit and credit seminars and courses to meet 
the needs of private security personnel. 

Commentary 

As established throughout this report, there is a 
need for education and training in the private secu
rity field. Participants at the First National Con
ference on Private Security (held at the University 
of Maryland in December 1975) resolved that 
"shared or cooperative training programs utilizing 
resources of private security, public law enforce
ment, education and training institutions [should] 
be pursued to meet the training needs of private secu
rity." In this respect, one of the most obvious con
tributions educational institutions can make is to 
develop and offer noncredit and credit courses for 
private security personnel. 

Educational ins:,\t'iltions throughout the United 
States have physical and personnel resources that 
can be used to effectively provide programs with 
reasonable cost, location, and scheduling. For ex
ample, a college or university could: ( 1 ) offer 
courses to students at a reduced enrollment fee 
because they are residents of the college district, 
(2) schedule the courses at a central location con
venient to students' residences and/or places of work, 

and (3) offer the courses in day, evening, or com
bination sessions. Although such arrangements are 
most appropriate for community and junior colleges, 
they often can also be handled by private and State
supported, 4-year institutions. Of course within each 
geographical area, all educational institutions need 
to coordinate activities to maximize enrollments, 
limit costs, and meet the private security needs. 

The American Society for Industrial Security, 
other professional organf'-~tions, and private schools 
occasionally offer short courses, but these programs 
are inaccessible for many because of cost, geographi
cal location, and scheduling. The need for short 
courses, available to all levels of private security 
personnel, from guards and watchmen to security 
executives, cannot be met by courses seeking stu
dents from across the Nation. Small companies can
not pay the tuition, travel, and per diem costs, and 
they have difficulty replacing personnel while they 
attend the courses. Thus, short courses need to be 
offered by colleges and universities located near the 
students. 

Academic Guidelines for Security and Loss Pre
vention Programs in Community and Junior Colleges 
outlines four phases of program development: (1) 
noncredit course(s), (2) credit course(s), (3) sub
ordinate credits programs, and (4) autonomous pro
grams. The first two phases--credit and noncredit 
courses-apply to tbis standard. Both should be 
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made available to students, but individual institu
tions should determine the noncredit and/or, credit 
status of their courses. However, need of courses 
should be the primary consideration. 

In developing appropriate courses, the logical 
first step for institutions is to conduct surveys to 
determine private security needs. Surveys can be 
accomplished through an advisory board, telephone 
inquiries, or mailings. Although local educators are 
best qualified to make the final determination of 
the exact courses to be developed, a list of possible 
courses for inclusion on a survey follow: 

Courses for Operational Personnel 

• Arson investigation. 
• Background investigation. 
• Bomb threats. 
• Civil disturbances. 
• Cooperation with public law enforcement 

agencies. 
• Employee security. 
• Fire and safety. 
• Firearms training. 
• First aid.' 
• Internal theft investigations. 
• Interviewing. 
• Law and the private security industry. 
• Note taking and report writing. 
• Patrol methods. 
• Physical security measures. 
• Preliminary investigation. 
• Public relations aspects of security services. 
• Security training. 
• Shoplifting prevention. 
• Surveillance techniques. 
• Visitor control. 

Courses for Management Perseimel 

• Crime prevention through environmental design. 
• Disaster and emergency planning. 
• Establishing a bomb threat plan. 
e Establishing a more effective employee security 

awareness. 
• Law/management relationship in security 

services. 
• Private security/law enforcement relationship. 
• Protection of key personnel. 
• Security administration and management. 
• Security problems discussion seminar. 
• Strengthening business security. 
• The role of the security administrator in research 

and development. 

(Most of these courses and more can be found in 
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Academic Guidelines for Security and Loss Preven
tion Programs in Community and Junior Colleges.) 

For this list, or any list, to be meaningful for 
course development, survey respondents should be 
requested to set priorities. If need in particular areas 
is established, several separate courses could become 
subjects contained in a longer seminar. For ex
ample, first aid, firearms training, and patrol meth
ods might be covered in one seminar or workshop 
for operational personnel. 

These short courses can fill the present short
range need for educational opportunities while the 
academic programs recommended in other standards 
are being developed. Later, these courses can sup
port the regular academic classes and, at the same 
time, give educational institutions a mechanism to 
provide information to meet continually changing 
private security situations. 

The opportunities for innovative use of seminars 
and short courses to meet private security needs are 
apparent. Educational institutions, in cooperation 
with the private security industry, should take the 
initiative to provide the physical and personnel re
sources to implement this standard. 

Selected References 

1. Calder, James D. (chairman, resolutions com
mittee). "Resolutions of First National Conference 
on Private Security" (final draft). College Park: 
University of Maryland, December 1975. 

2. Kingsbury, Arthur A. (project director). Aca
demic Guidelines for Security and Loss Prevention 
Programs in Community and Junior College,~. Wash
ington, D.C.: American Society for Industrial Se
curity / ASIS Foundation, Inc., 1972. 

3. . "Macomb College Looks at Security 
Education," Industrial Security, Augus!1970. 

Related Standards 

The following standards and goals may be appli
cable in implementing Standard 8.3: 
1.1 Selection of Qualified Personnel 
1.2 
2.1 
2.2 
2.4 
2.5 
2.6 
2.7 
2.8 
2.9 

Commensurate Salaries 
Training in Private Security 
Professional Certification Programs 
Training Related to Job Functions 
Preassignment and Basic Training 
Arms Training 
Ongoing Training 
Training of Supervisors and Managers 
State Authority and Responsibility for Training 

'-' 
,,( , 
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" (i 
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" 

-----------------.--~----------,-----------------------------------------

2.10 State Boards to Coordinate Training Efforts 

3.2 Conduct of Private Security Personnel 

3.4 Employer Responsibilities 

// 
" 

5~7 Crime Prevention Courses in Schools of Archi-
tectut:e, llT)d Urban Planning 

8.2 National Private Security Resource and Re
search Institute 

8.4 Degree Programs for Private Security 
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Standard 8.4 

Degree Programs for 
Private Security 

The private security industry and the Law En
forcement Assistance Administration (LEAA) should 
cooperate in the encouragement and development of: 

1. Certificate, associate of art, or associate of 
science degree programs designed to meet local in
dustry needs; 

2. Undergraduate and graduate programs de
signed to meet private security needs. 

Commentary 

Although there is presently no comprehensive 
involvement by colleges and universities to provide 
educational opportunities for private security per
sonnel, it should also be recognized that there is 
little evidence that the security industry or govern
ment agencies have encouraged their development. 
This standard is based on the premise that the 
industry, LEAA, and educationai institutions can 
cooperate for mutual benefit. 

Certificate and associate degree programs designed 
to meet the needs .. of the private security industry 
are a recent, but potentially significant, resource 
for improving the delivery of security services. Aca
demic Guidelines for Security and Loss Prevention 
Programs in Community and Junior Colleges, pub
lished in 1972, identified 5 certificate programs, 2 
associate programs, and 58 junior or community 
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ct)lleges offering at least one security course. Re
sear-:h {see A,ppp.!!diil. 4) revealed 6 certificate 
programs; 22 associate programs, and 49 junior or 
community colleges offering at least one security 
course. The number of junior and community col
leges offering some form of private security educa
tion has grown from 65, in 1972, to 77, in 1976. 
However, a closer look beyond these positive indi
cators of the growth of private security education 
reveals a need for much greater effort. Only five 
States (California, lllinois, Michigan, New York, 
and Virginia) have five or more programs at the 
junior and community college level; 24 States do 
not haye even one institution that offers one course. 
Thus, although there has been growth in educational 
programs, the future offers great challenges to junior 
and community colleges to help develop the skills, 
knowledge, and judgment needed by private security 
personnel through appropriate courses. 

Senior colleges are also involved in private secu
rity degree programs. However, educational pro
grams at the baccalaureate and graduate levels 
designed to prepare persons for private security 
empl?yment are totally inadequate. A survey (Ap
pendIX 4) located only five bachelor of science pro
grams: Biscayne College, :~nagara University, North
eastern University, Northern Michigan University, 
and Wichita State University. Two 4-year schools
Eastern Kentucky University and John Jay College 
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of Criminal Justice--offer associate degrees. Western 
lllinois University has a formal minor in security 
administration, with options for (1) students major
ing in law enforcement administration, and (2) stu
dents majoring in other than law enforcement ad
ministration. Thirty-two 4-year institutions, without 
formal private security degree programs, have at 
least one course that could be classified under secu
rity administration. In summary, the survey revealed 
only forty 4-year institutions offering courses de
signed specifically for private security personnel. 

The situation regarding graduate degrees is even 
more discouraging. No educational institution offers 
a graduate degree in the private security field, al
though Michigan State University offers graduate 
courses that may be designated as one of several 
concentrations by a masters candidate, and many 
students have written graduate theses on private 
security SUbjects. As a result of circular fievision in 
1973, an area of specialization in security adminis
tration at the baccalaureate level once offered at 
Michigan State has been discontinued. This is espe
cially significant, because Michigan State is generally 
recognized as a leader in private security education 
at the baccalaureate and graduate levels. "A Study 
of the Placement and Utilization Patterns and Views 
of the Criminal Justice Graduates of Michigan State 
University" revealed that 15 percent of all graduates 
identified security administration as their area of 
specialization. Further, Arthur F. Brandstatter, di
rector of the school of criminal justice at Michigan 
State, in response to a questionnaire, indicated 310 
graduates specialized in security administration at the 
baccalaureate level and 44 at the master's level. The 
need for private security degree programs is further 
supported by John J. Conrad, chairman, department 
of law enforcement administration at Western Illi
nois University, who indicated that approximately 
10 percent of all baccalaureate graduates of his pro
gram were presently employed in the private security 
field. 

Certain critics have voiced the opinion that be
cause degree programs in business administration, 
criminal justice, law enforcement, and other related 
fields have provided appropriate educational back
grounds in the past to persons in private security, 
there is no need, at this time, for specific private 
security degree programs. This position is in error. 
Private security degree programs will not only en
hance the professional movement in private security 
but also promote needed· research and technological 
advancements. 

Three significant resolutions passed at the First 
National Conference on Private Security are perti
nent to the future development of educational pro
grams. These resolutions are: 

1. A multi-disciplinary and scholarly approach should be 
the core concept for the development of degree programs in 
private security. 

2. There is a need to assess the manpower, training, and 
educatien requirements (managerial as well as technician 
levef), both present and future, for the purpose of planning 
and developing academic programs. 

3. There is a body of knowledge about the private security 
field sufficient to support realistic and meaningful 2-year, 
4-year, and graduate-level college and university programs. 

The following commentary is divided into two 
subareas-( 1) associate degree programs, anp (2) 
baccalaureate and graduate programs-to correspond 
with the differentiation made by most educational 
institutions. 

Associate DegI'ee Programs 

A useful starting point in program planning is 
the Suggested Curriculum for Associate Programs 
contained in Academic Guidelines for .Security and 
Loss Prevention Programs in Community and Junior 
Colleges (see Figure 8.2). A number of educators 
have indicated that this curriculum could serve as an 
excellent guide. Detailed course descriptions and 
other relevant information about designing and im
plementing programs can be found in the publication. 

It would be inappropriate to recommend a set 
curriculum, because any program of private security 
education should be developed to meet the needs of 
local industry. Also, before developing and imple
menting degree programs, a review should be con
ducted of the assistance that colleges and universities 
should provide for training suggested (Chapter 2) 
and for seminars and courses (Standard 8.3). Im
mediate local industry needs can be better met by 
these forms of education. In any event, educational 
programs in appropriate forms should be designed 
with the specific needs of local industry in mind. 

When developing degree programs, it may be dif
ficult to identify the target population and to deter
mine appropriate course content. However, it is 
strongly suggested that certificate, associate of arts, 
and associate of science degree programs be devel
oped that include subject matter as the following: 

• Conducting security surveys. 
• Historical, philosophical, and legal bases of the 

security field. 
• Information security. 
• Interviewing and report writing. 
• Loss prevention techniques. 
• Personnel security. 
• Physical set~urity. 
• Principles and practices of fire prevention and 

safety. 
• Supervision and leadership. 
• Unique security problems of hotels/motels, 

banks, manufacturing facilities, and so forth. 
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Figure 8.2. Suggested Curriculum for Associate Programs 

FIRST YEAR 

First Semester 

English I 
General Psychology 
Criminal and Civil Law I 
Introduction to Security 
Elective 

Electives: 

Accounting I 
Economics I 
Science I 
Administration of Justice 
Principles of Interviewing 
Industrial Relations 

Credit!! 

3 
3 
3 
3 
3 

15 

3 
3 
3 
3 
3 
3 

Second Semester 

English " 
Introduction to Sociology 
Criminal and Civil Law " 
Security Administration 
Elective 

Electives: 

Accounting 1/ 
Economics 1/ 
Science" 
Civil Rights & Civil Liberties 
Report Writing 

Credits 

3 
3 
3 
3 
3 

15 

3 
3 
3 
3 
3 

SECOND YEAR 

First Semester 

FUndamentals of Speech 
Social Problems 
Human Relations 
Principles of Loss Prevention 
Elective 

Electives: 

Document & Personnel Security 
Business Mathematics 
Emergency Preparedness 
Environmental Security 
Physical Security 
Safety & Fire Prevention 

Baccalaureate and Graduate Programs 

Credits 

3 
3 
3 
3 
3 

15 

3 
3 
3 
3 
3 
3 

The lack of viable b~ccalaureate and graduate 
degree programs is both a handicap and an advan
tage. On the negative side, no curriculum model is 
presently available comparable to that which exists 
for associate degrees; therefore, each institution 
would have to develop its own curriculum without 
an historical frame of reference. This handicap, with 
proper research and planning, can turn into an ad
vantage because no precedents exist that might need 
to be removed or modified during the d'~velopmental 
process. The following "Task Force Viewpoints for 
Developments of Baccalaureate and Graduate Pro-
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Second Semester 

Criminal Investigation 
Criminology 
Labor & Management Relations 
Current Security Problems 
Elective 

Electives: 

Commercial/Retail Security 
Field Practicum 
Industrial Fire Protection 
Security Education 
Special Security Problems 

Credits 

3 
3 
3 
3 
3 

15 

3 
3 
3 
3 
3 

grams in Private Security" (not listed in order of 
importance) are offered for consideration by educa
tors: 

Planning Phase 

1. Each academic dep3.rtment of law enforcement! 
criminal justice should determine the number of 
graduates who are employed in the private security 
industry. 

2. The academic departments of law enforcement/ 
criminal justice should be the catalyst for develop
ment of security administration degree programs, 
but colleges of business need to be consulted and 
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their courses incorporated into any degree programs. 
The disciplines of sociology, psychology, and law 
also should be included iri the degree program. 

3 New courses should be designed to incorporate 
the ·body of knowledge about private security. s~b
jects, rather than an effort made to adapt eXIstm.g 
law enforcement/criminal justice courses to meet prI
vate security needs. For example, one or two law 
courses should be developed to relate pertinent legal 
aspects of the private security industry, rather than 
requiring security administration students to take. a 
law course designed to prepare students for publIc 
law enforcement careers. 

4. An advisory board, consisting of private secu
rity personnel, should b.::appointed .to assist colleg~s 
and universities during the planmng phase. ThIS 
board should also remain active after the program 
is initiated. 

5. Boards of higher education in each S.tate sho~ld 
closely monitor all degree pr~posa~s m secunty 
administration to preclude prolIferatIOn of degree 
programs and to coordinate transfer arrangements 
between educational institutions. 

6. Baccalaureate and master degree programs 
should be designed to prepare students for entrance
level or middle-management positions and not merely 
duplicate course offerings in certificate and associate 
degree programs. Some overlap and duplicat~o~ may 
be necessary, but it should be kept to a mImmum. 

Implementation Phase 

Each institution should determine the most appro
priate way to implement private security curr~culums, 
depending on available personnel and phYSIcal and 
financial resources; the following three-step process 
is recommended: . 

1. Introduce private security courses; then, If 
needed, 

2. Develop private security minor; then, if needed, 
3. Develop baccalaureate and/or master degree 

program (s ) . 

Model for Minor 

An innovative model for a minor in security ad
ministration exists at Western Illinois University. ~t 
is a coordinated program with the College of BUSI
ness and the Department of Health Sciences. Plan A 
is for students whose major is other than law en
forcement and Plan B is for students who major in 
law enforcement administration. 

PI9JI A 

Minor in security administration for students 

whose major is other than law enforcement. Total 
hours-28 quarter hours. 

1. Core Requirements. (24 quarter hours) 

Survey of Criminal Investigation. Criminal. in
vestigation theory and procedures; case p.repa~at~on, 
methodology, and techniques; problems m cnmmal 
investigations. (4 quarter hours) 

Administration of Justice III, Summation of pre
vious courses in administratioh" of justice with em
phasis on constitutional rights; reiated responsibility 
of police; special emphasis o? amendme~ts. t? the 
Constitution as related to the nghts of the mdlVldual. 
( 4 quarter hours) 

Security Administration I. Overview of security 
systems found in retail, industrial, an~ governm~ntal 
agencies; legal framework for secunty operatIOns; 
detailed presentations of specific security programs. 
(4 quarter hours) 

Security Administration II. Emphasis is on t?eft. 
'Comparison of white-collar and b.lue-collar cnme; 
techniques of detection, apprehenSIO?, and preven
tion; subject areaS of employef'; dIshonesty, cost 
considerations, pilferage, and embezzlement. (4 
quarter hours) 

Fire Protection. Organization and function of fire 
prevention organizations; inspections; tec.hniques of 
hazard analysis; economics of fire protectI?n; .survey 
of ·fire protection equipment and. apph~atIo~ to 
hazards found in businesses and mdustnal SItua
tions. Development of Standard Operating P:oce
dures Manuals. Responsibilities under OccupatIOnal 
Safety & Health Act of 1970. (4 quarter hours) 

Disaster and Civil Defense. A course of instruc
tion to prepare one for leadership and action in 
case of nuclear and natural disasters, as well as 
man-made disasters. Techniques of survival, opera
tion of radiological instruments, shelter manage
ment training, medical self-help, and rescue opera
tions are covered. (4 quarter hours) 

2. Electives (4 quarter hours) 

Accounting Theory I. Fundamentals of accounting 
theory and practice, with emphasis on intro~uctory 
financial accounting techniques applicable to lQcome 
determination and asset accounting. ( 4 quarter 
hours) 

Physical Distribution. A study of the physicaJ 
distribution function of marketing, including trans
portation, storage, warehousin?, materials handling, 
inventory control, plant locatIon, and government 
regulation. (4 quarter hour:;) 

Management and Organizational Behavior. An 
introduction to the study of organization theory. 
The managerial process is introduced, as well as 
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topics related to human behavior in the organiza
tional setting. (4 quarter hours) 

Personm,1 Management. This course focuses on 
the selection, development, maintenance, and use of 
personnel in business and in industry. (4 quarter 
hours) 

Plan B 

Minor in security administration for students 
whose major is law enforcement. (See Plan A for 
course descriptions.) Total hours-28 quarter hours. 

1. Core requirements. (16 quarter hours) 
Security Administration 1-4 quarter hours. 
Security Administration II-4 quarter hours. 
Fire Protection-4 quarter hours. 
Disaster and Civil Defense-4 quarter hours. 

2. Electives. (12 quarter hours) 
Accounting Theory 1-4 quarter hours. 
Physical Distribution-4 quarter hours. 
Management and Organizational Behavior-4 
quarter hours. 
Personnel Management-4 quarter hours. 

Model for Baccalaureate 

It is believed that the most effective approach 
would be an interdisciplinary degree with emphasis 
on courses in security administration and business 
administration., In general, the degree structure 
should be as f0110ws: 

• 10 percent of courses in sociology and psychol
ogy. 

• 10 percent of courses in law enforcement! 
criminal justice. 

• 20 percent of courses in security administration. 
• 20 percent of courses in business administration. 
• 40 percent of courses in general education. 

Model for Masters 

• 20 percent of courses in sociology and psy
chology. 

• 40 percent of courses in security administration. 
• 40 percent of courses in business administration. 

It: is recognized that many of the suggestions re
garding curriculum design are arbitrary; however, 
it is believed that security administration degree 
should be interdisciplinary. These course outlines 
also serve as a basis for discussions between the 
various departments in colleges and universities. 

The Roles of LEAA and the Private Security 
Industry in Implementing This Standard 

LEAA can make significant contributions toward 
implementing this standard. One of the highest pri-
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ority efforts that LEAA should initiate is a national 
manpower study to determine the need for private 
security educational programs. This study should 
survey businesses and government agencies to deter
mine their anticipated needs for persons with secu
rity' administration degrees, from certificates to mas
ter's; salary levels; skills, knowledge, and judgment 
requirements; and opportunities for promotion. The 
study results would be ~n invaluable aid to educa
tors in determining need for programs and which 
degree would most appropriately meet employment 
opportunities. LEAA can also assist by providing 
research grants to aid educational institutions in 
developing degree programs. However, it is not the 
intent of this report that Law Enforcement Educa
tion Program funds be made available for students 
majoring in security administration. 

Individuals, companies, and professional associa
tions should alert colleges and universities of their 
interest in obtaining educational opportunities for 
private security personn61. Once these opportunities 
are available, the industry should continue its as
sistance by providing guidance on curriculums, iden
tifying qualified instructors, and, as appropriate, of
fering tuition assistance to employees. The industry 
should also provide career incentives-higher sala
ries and promotions-to persons who avail them
selves of the educational opportunities. Moreover 
private security interests need to be willing to assist 
in the following four specific ways: 

1. Cooperate to the. fullest extent during the 
manpower survey to provide reliable information 
that would be of benefit to educators preparing 
degree programs. 

2. Provide security-related equipment and mate
rial to the educational institutions for use in class
room and research activities. 

3. Establish policies and procedures to encour
age their personnel to act as resource persons, guest 
speakers, and, as appropriate, members of teaching 
facuIties on a part-time or full-time basis. 

4. Provide internship experiences for students ma
joring in security administration. An internship pro
gram would provide students an opportunity to 
be participants/observers in security activities that 
would help to achieve their career objectives, and 
also provide the business an opportunity to learn 
from the educational experiences of students. The 
concept of internship has been well established in 
the legal, teaching, and medical professions. 

With the encouragement and support of both the 
industry and LEAA, it is believed that sound aca
demic programs can be developed by colleges and 
universities to meet the needs of all private security 
personnel. The teaching process and the supporting 
research efforts would further the development of a 
body of knowledge that can be used to enhance the 
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effectiveness of private security services, ultimately 
benefiting both the industry and the pUblic. 
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unpublished master's thesis. East Lansing: Michig~n 
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Directory 1975-1976. Gaithersburg, Md.: Interna~ 
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!'rograms in Community and Junior Colleges. Wash
mgton, D.C.: American Society for Industrial Secu
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7. . "Security Education," Security Man-
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9. Moore, Merlyn Douglas. "A Study of the 
Placement and Utilization Patterns and Views of the 
Criminal Justice Graduates of Michigan State Uni
versity," unpublished doctoral dissertation. East 
Lansing: Michigan State University, 1972. 

10. Private Security Task Force. "Survey of Col
leges and Universities Offering Educational Pro
grams for Private Security." (See Appendix 4 to this 
report.) 

Related Standards 

The following standards and goals may be appli
cable in implementing Standard 8.4: 
1.1 Selection of Qualified Personnel 
1.2 Commensurate Salaries 
2.1 Training in Private Security 
2.2 Professional Certification Programs 
2.4 Training Related to Job Functions 
2.5 Preassignment and Basic Training 
2.6 Arms Training 
2.7· Ongoing Training 
2.8 Training of Supervisors and Managers 
2.9 State Authority and Responsibility for Training 
2.10 State Boards to Coordinate Training Efforts 
3.2 Conduct of Private Security Personnel 
3.4 Einployer Responsibilities 
4.3 Certified Training of Alarm Sales and Service 

Personnel 
5.7 Crime Prevention Courses in Schools of Archi

tecture and Urban Planning 
5.10 Crime Prevention Courses as a Job Require

ment 
8.2 National Private Security Resource and Re

search Institute 
8.3 Noncredit and Credit Seminars and Courses 
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INTRODUCTION 

Increased government regulation of business and 
industry has come under fire as a threat to America's 
system of free enterprise and a suppressor of the 
health and growth of national economy. Social critics, 
as well as staunch supporters of existing institutions, 
have voiced a need for regulatory reform to curb 
inflation and restore competition, efficiency, and in
novation in the American marketplace. Professional 
groups and concerned citizens have urged that gov
ernment regulation be reduced in light of the high 
costs and mountains of paperwork involved. This 
widespread concern with overregulation prompted 
President Gerald R. Ford to request that Congress 
establish a National Commission on Regulatory 
Reform. 

Despite this justifiably strong concern, specific 
regulation in appropriate fields is both necessary 
and advantageous. A society without rules produces 
anarchy. The complexity of our industrial environ
ment particularly demands that the public be pro
tected against certain abuses in the marketplace. 
Consumers need to be assured that the products and 
services they pay for meet reasonable standards, and 
the public's health and safety must be safeguarded. 
The province of government's regulation is protect
ing the public interest. 

The real issue is not whether government regula
tion is needed; most people agree that government 
should set rules that protect the public interest. How
ever, who should be regulated and to what extent 
are debatable questions. The current proliferation of 
regulation, its high costs and more stringent require
ments, have prompted many to reevaluate the bene
fits of regulation. It becomes important for propo
nents of new legislation and regulation to carefully 
consider the impact upon consumers, the industry 
to be regulated, and the public. 

The rationale supporting regulation in the field of 
private security is based on four major factors: 

1. Privato security services primarily exist to pro
tect life and property from criminal attack. With a 
mission of this importance, it is vital that some 

control other than la.issez-faire capitalism should 
be present to ensure that these services can be reas
onably expected to provide that which is claimed. 

2. A major percentage of all private security 
services used by business involved guards and inves
tigators. These persons are placed in positions in 
which they have direct contact with the public for 
the purpose of preventing crime. In fulfilling their 
mission, actions may be taken that could violate 
constitutional guarantees of individuals in the areas 
of detention, arrest, search, seizure, self-incrimina
tion, confessions and statements made under duress, 
and a wide variety of other serious matters. 

3. Because of the potential of dangerous criminal 
attack, certain private security personnel-armed 
guards, armed investigators, armored car personnel, 
alarm respondants, and others-carry weapons cap
able of killing. Even security personnel who do not 
carry firearms may be equipped with night sticks, 
billies, or other weapons that can kill or certainly 
inflict great bodily harm. Controls are needed to 
ensure that these weapons are only used under con
ditions conforming to the exact letter and spirit of 
the law. 

4 .. Because uniforms and equipment of private 
security operations may resemble those used in pub
lice law enforcement, controls are needed to protect 
the public from situations in which private security 
personnel may inappropriately adopt the posture 
or appearance. of public law enforcement personnel. 

Over the many years that private security com
panies and units have been operating in this country, 
it has become painfully apparent that although many 
companies and operations in this field adopt stand
ards that engender respect for the law and for the 
protection of the public, other companies and opera
tions do not. Traditional civil remedies are neither 
adequate nor responsive to resolving the abuses that 
can occur as a result of improper actions by private 
security personnel. A judgment against a company 
incapable of paying the amount awarded is meaning
less. Also, the time, effort, and dollars involved in 
pursuing civil remedies are often not available to 
low-income individuals, who are frequently the vic
tims of improper actions by security personnel. 
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The standards recommended in these chapters 
were developed with these considerations in mind. 
This report recognizes the dangers of overregulation 
and does not advocate regulation merely for the 
sake of regulation. Nor does it promote the special 
interests of any or all segments of the private secu
rity industry. Rather, the standards in the following 
chapters were developed in response to the many 
problems the industry, as a whole, needs to over
come if it is to ensure the delivery of ethical, com
petent, and responsible services. These standards not 
only can protect the public and consumers of secu
rity services, but aJ\so can have a significant impact 
on the industry's 3!ttaining the professional stature 
necessary for acceptance, growth, and improved 
crime reduction efforts. 

The lack of standardized regulation and account
ability in the priva.te security industry has led to 
serious indictments against it. Charges of incompe
tence, misconduct, and poor-quality services are 
common throughout the news media. Public concern 
has been aroused by recent exposes that have fo
cused on the large numbers of poorly trained, in
competent, and unregulated personnel. News ac
counts, such as the following two, have further 
contributed to growing public alarm: 

A tragic example of lax supervision of private police 
occurred here in July. Sidney Bennett Jr. was hired as a 
private security guard and givel!l a gun. His employer, 
National Industrial Security Corp., did not know Bennett 
had confessed to the 1970 sniper killing of two Chicago 
police officers but was freed when he was found mentally 
incompetent. 

Three days after he was hired, Bennett was accused of 
fatally shooting a 19-year-old youth without provocation 
(while on duty) and was indicted for murder. (Chicago 
Sun-Times, Sept. 28, 1975) 

In October, it [California Bureau of Collection and Inves
tigative Services] revoked the licenses of 41 persons engaged 
in security guard work. Of these 28 related to robbery or 
burglary on the part of the licensee, two were for other 
forms of dishonesty and 11 involved improper use of weap
ons including two ca!les where deaths resulted. (Pasadena 
Star-News, Nov. 26, 1975) 

Understandably, accounts in the press have caused 
the private security industry to be viewed with skep
ticism and have resulted in lowered public confidence 
in security services. Many persons contend that 
without regulation, the expanding multitude of pri
vate security personnel constitutes a threat to the 
public. Exremists even envision an uncontrolled 
private police army.· If these attitudes are to be 
dispelled and their underlying causes eradicated, 
steps need to be taken to obtain uniform perform
ance throughout the industry for the protection of 
the pUblic. Government regulation is an important 
and necessary step in this direction. 
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The overriding major objective of government 
regulation is to protect the public who have daily 
contact with security personnel. Because private se
curity personnel often make decisions that affect 
the public, perform functions that overlap those of 
public law enforcement officers, and frequently are 
armed, only persons of high integrity and appro
priate competency should be permitted employment 
in private security work. False arrests, brutality, 
wrongful death of innocent bystanders, and other 
abuses can be prevented by eliminating the unfit from 
the field. The nature of private security work in
volves an implicit responsibility to the public that 
should be fulfilled by each individual employee and 
the industry asa whole. 

Another important aim of regulation is to protect 
the consumer of security services. It is the contractor 
of security services who is most often the victim 
of dishonest or otherwise incompetent performance. 
Unethical business practices and failure to perform 
contracted services are common complaints. In ad
dition, a dishonest or incompetent security employee 
may cause the consumer significant business losses 
that could have been averted by better qualified 
personnel. Without regulation, consumers have little 
or no assurance that the servic:e's they purchase will 
be delivered in an ethical, competent, and respon
sible manner. 

In a very real sense, the private security industry 
affects the nature and extent of crime in our society. 
To continue to operate as a viable source of protec
tion, it must be well equipped to meet future de
mands. The standards developed, if implemented, 
can improve the industry's operation and lead to 
greater professionalism. It is believed that reason
able government regulation can further assist the 
industry by giving due consideration to the interests 
of both the consumer and the public. 

As stated previously, it is recognized that prob
lems of overregulation can and do exist. Also noted 
are the demands for regulatory reform. However, 
it must also be realized that, in certain instances, 
regulation is the only prudent way to protect im
portant consumer and public interests. Clearly, the 
magnitude and nature of private security problems 
require a uniform application of standards. In an 
occupation where one error of judgment or incom
petence can cause serious social and economic con
sequences, every effort needs to b('; expended to 
embrace forceful remedies. 

THE REGULA TORY PROCESS 

There is a wide-ranging diffusion of private secu
rity legislation-some good, some of limited value, 
and most lacking uniformity and comprehensiveness. 

" " 

As pointed out in Chapter 9, California has 63 
municipal and 8 county ordinances regulating some 
aspect of the private security field-each diverse 
and each a separate entity. Of the 34 States that 
have some form of statewide licensing and/or regis
tration, only 11 have a separate private security 
regulatory board established solely for this purpose. 
And in about half of these, agencies reported being 
understaffed. In some States, funding is inadequate 
and legal restraints limit investigative powers. 

The standards in the following chapters are de
voted to the establishment of a regulatory scheme 
that can be uniformly administered and realistically 
adopted for the private security industry. Mecha
nisms for preventive control, accountability, regular 
review, and remedial sanctions are incorporated for 
its total effectiveness. 

Certain distinctions need to be made to prevent 
ambiguities in ~mplementing the standards. Chapter 
10 deals with licensing, defined as an arrangement 
whereby one obtains permission from a recognized 
authority in order to engage in a particular occupa
tion or activity. For the purpose of this report, li
censing is limited solely to the business that sells 
security services. Accordingly, Chapter 10 concerns 
the licensing of contract security companies that 
provide services for a fee, but not those agencies 
with their own security units for the protection of 
their own assets. The goal of Chapter 10 is to pro
tect consumers of private security services and to 
give them confidence in the industry so that they 
will increase their use of its services. 

Chapter 11 concerns registration. Commonly, reg
istration refers to merely filing one's name. In this 
report, however, registration is carried one step 
further so that it also means obtaining permission. 
The goal of Chapter 11 is to protect the public; 
thus, the standards are aimed at individuals who 
perform private security functions, whether for con
tractual or for proprietary security forces. Several 
members of the Private Security Task Force hold 
that regulation of all proprietary security personnel 
for the protection of the public is unnecessary_ Their 
view is that registration of proprietary security per
sonnel should cover only armed security workers. 
Others believe that registration should be all inclu
sive, because the problems that affect the public 
are just as prevalent in proprietary as in contractual 

security services. The public being protected by the 
registration standards includes employees working 
within a firm employing its own security force, as 
well as individuals who come ill contact with private 
security workers. 

The regulatory board coordinates licensing and 
registration. As described in Chapter 9, each State 
should establish a regulatory board and staff whose 
responsibility would be to regulate the private secu
rity industry within the State. It is important that 
regulation be performed at the State level if uni
formity is to be achieved and the proliferation of 
city and county ordinances eliminated. Some mat
ters, such as alarm installations, may require local 
control, but local performance standards should con
form with those established at the State level. Fed
eral regulation is not recommended, but endeavors 
should be made to develop uniform and reciprocal 
regulation among States. 

NEED FOR EVALUATION 

The regulatory process proposed in these chapters 
may provide solutions to many of the severe prob
lems of the private security industry. However, as 
licensing and registration progress, it is hoped that 
regulatory agencies would evaluate the results in 
terms of benefits and costs. If legislation and regula
tion increase costs to the point of discouraging the 
use of private security resources or to the point of 
eliminating small but reputable businesses, regula
tors should carefully weigh these consequences 
against the added benefits. If the costs outweigh the 
benefits, other more creative and intelligent means 
of regulating the industry should be sought. 

This report does not state that government regu
lation is the ultimate answer to the varied problems 
of the private security industry. However, the need 
for improvement is commonly acknowledged and 
government regulation affords a realistic hope for 
realizing that improvement. If regulation fails to 
produce the desired results, other methods should 
be tried. If the public is to be truly protected both 
by and from the private security industry during 
this period of unequalled growth and expansion, the 
most appropriate, cost-effective methods must be 
identified and implemented to achieve these goals. 
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Chapter 9 
Regulatory Board 

'. 

INTRODUCTION 

The standards in this chapter are designed to as
sist in the establishment of a regulatory body to 
oversee the necessary regulation of various security 
services and functions. This body would be respon
sible for enforcing specific laws, would promulgate 
necessary rules and regulations for the implementa
tion of the laws, and would make recommendations 
for necessary legislative changes. It should be the 
goal of the regulatory body to engage in conduct 
that would protect the consumers of security serv
ices, protect the public from possible abuse by secu
rity empioyees, and ultimately assist in the overall 
crime prevention effort. 

A common complaint directed against government 
regulatory bodies is that they are often corrupted by 
regulated interests. To guard against this possibility, 
as well as to encourage cooperative efforts, the regu
latory board should be made up not only of repre
sentatives from private security but also of others 
not directly involved with the private security indus
try. It is recommended that public law enforcement 
representatives also be appointed to the regulatory 
board, because interactions between the police and 
private security sectors are often affected by board 
decisions. 

Current concern over invasion of privacy, empha
sized by the Watergate scandal, has prompted a 
deluge of pending legislation restricting the release 
of confidential information. In some States, legisla-

tion is already in effect, denying access to criminal 
history information. However, State regulatory 
boards should be allowed to examine past arrest 
and conviction records to assist in background in
vestigations, and, therefore, granted statutory au
thority for access to the information it regards neces
sary for licensing and registration. 

Often, the consumer and/or public are unaware 
of the existence, and purpose of private security 
regulatory boards, so valid complaints 'are never 
heard and abuses may continue, without penalty. 
To ensure that acts of misconduct, incompetence, 
and impropriety are properly adjudicated, the regu
latory board should establish a hearing and appeals 
procedure and publicize its existence and purpose. 

The regulatory board should also establish licens
ing and registration fees. This report recommends 
that these fees be based on the number of licensees 
and registrants to be processed and cover operating 
costs only. It has been sug!;(!',ted in the research 
that registration fees for operational-level personnel 
earning minimum wages should be less than those 
for higher-level personnel with higher salaries. How
ever, the method of establishing licensing and regis
tration fees should be determined by each ~~tate 
according to specific circumstanctls. 

Every effort has been made to propose standards 
that would not become an economic or operational 
hardship on small businesses in the private security 
industry. The standards are considered those neces
sary for the protection of the public. 

281 



l 

" 
j 

, ~ 

Standard 9.1 

State Regulatiqn_, 
,R~ulatic:,;n uf the private security industry should 
be performed at the St ... te level with consideration 
for uniformity and reciprocity among aU the States. 

Commentary 

. Over a period of years, numerous local jurisdic
hO~s have passed varied private security regulatory 
ordm~nces and rules. In California, 63 cities and 8 
counties have separate and diverse ordinances. In 
Virginia, four counties and six major cities are 
known to have separate ordinances regulating some 
aspect of the private security industry. Similar ex
amples c~n be found in many States. A study of 
these ordmances shows a lack of uniformity and 
comprehensiveness. 

Because ~any security service businesses operate 
locally, lOgic suggests that local government units 
would play a crucial role in successful regulation. 
However, local regulation proliferation and diversity 
creates many problems for security service em
ployees and. bu~inesses. For example, a security 
offi~er working m an urban area might have to 
regtster "Yith many j~risdictions before commencing 
wor~. DIv~rse reqUIrements also hamper security 
serVIce busmesses where it is important for security 
employees to be readily transferred, sometimes on 
an emergency basis, to different assignments through-
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out a State. Similarly, a merchant with several 
branch s~ore.s in a city a~d surrounding jurisdictions, 
who .mamtams a propnetary security unit at each 
~ocatIOn, would face similar problems, because meet
mg ?Iore than one set of requirements can easily 
restnct the mov~ment ?f his security employees 
between stores. Fmally, dIverse regulation poses con
stant problems for an armored car or armed courier 
business transporting valuables throughout a State. 

Although there is a definite need for statewide 
unif~m regula~ion replacing varied local regulatory 
schel,les, certaIn regulatory functions may be per
~ormed }lest at the local level. The quality of alarm 
InstallatIOn, alarm user activity, and false alarm re
sponses are a particuarly local concern (Chapter 4) 
and regulation of such performance standards may 
req,!ire local assist~nce, e.g., passage of user permit 
ordmances. In settmg perfornlance standards on a 
local b.asis, however, statewide uniformity should be 
the ~ltlmate goal. Additional assistance also may be 
I?ro.vIded on the local level by fingerprint and pre
hmmary background 'checks. A State regulatory 
board should be able to delegate certain functions 
to the local level when they can be more efficiently 
performed t~ere, but overall, licensing, registration, 
and rulemakmg should be conducted on a uniform 
statewide basis. ' 

As statutes, rules, and regulations are established 
for private security control at the State level, every 
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consideration should be given not only to uniformity 
within the State but also to uniformity with other 
States. As licensing and registration requirements 
become more uniform, efforts also can be made to 
add. reciprocity actions. With more uniformity, the 
licensing of a security service business or registration 
of security personnel in one State could be accepted 
in another State as prima facie evidence of compe
tence. 

The benefits that accrue to States t.hat create uni.,. 
form regulation and recip~ocity are great. The neces
sity of a complete background check is eliminated 
when a previously registered individual moves into a 
new State, or a business previously licensed, seeks 
to do business within a new State. The burdens and 
the costs of administering private security regulation 
are greatly reduced where reciprocity exists. 

Regulatory agencies are not the only benefactors 
of re<;iprocity and uniformity among the States. Li
censes, registrants, and consumers also benefit. Com
panies operating in numerous States may incur vast 
expenses, ultimately passed on to consumers, when 
attempting to comply with the diverse statutes and 
ordinances across the country. With uniform regu
lation, these costs would be reduced for both the 
company and the consumer. Similar problems exist 
for businesses operating in several contiguous States, 
causing difficulty in the deployment of employees to 
contract jobs in adjoining States. Here again, reci
procity and uniformity would benefit the licensee 
an~ the cons'Qmer. Finally, with increased family 
mobility, uniformity and ,reciprocity significantly ben
efit the individual registrant seeking to move to a 
new job in anoiher State. 

Reciprocity is of particular concern to armored 
car and armed courier services. They have a rl£CUlT
ing need to assign crews to transport val,iables 
throughout' one State or in a number of Stat~'~. So 
as not to impair interstate commerce, businesi;es 
licensed in one State, and their registered personnel, 

should be granted reciprocity by other States while 
in transit, making pickups, or completing deliveries 
of interstate shipments. 

This report stresses that private security regulation 
should be performed at the State level; the need for 
uniformity and reciprocity is secondary to the need 
for each State to determine its own needs. Each 
State should analyze the private security services 
offered within its boundaries, consider the problems 
and abuses, balance various factors, and shape regu
lation accordingly. Uniformity among the States is 
important, but, again, such nationwide uniformity 
is secondary to individual State needs. 

Selected References 
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Related Standards 

The following standards and goals may be appli
cable in implementing Standard 9.1: 

2.10 State Boards to Coordinate Training Efforts 
4.10 Alarm User Permit Systems and the False 

Alarm Problem 
6.6 State Regulation of Private Security Uniforms, 

Equipment, Job Titles 
10.1 Licensing of Security Businesses 
11.1 Registration of Private Security Personnel 
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Standard 9.2 

Regulatory B~ard for 
Pr~vate Security 

State level regulation should be through a re~a. 
tory board and staff responsible for the regulatio~ 
of private security activities within that State. This 
board should have sufficient personnel to perfo~ 
adequately and promptly theb: tasks of screemng 
and investigating. . 

Commentary 

Regulation of the private security industry i.s pres
ently conducted by a variety of State agencies. ~f 
the·34 States that licensed some aspect of the m
dustry in 1975, only 11 had spe~i~c private secu
rity regulatory boards. The remaml~g States c~n
dueted their regulation through such diverse agencies 
af. the State police department, the secretary of 
state's office, the attorney general's office, th~ de
partment of public safety, the department of hcens
ing, the Governor's office, the department of con
sumer affairs, or the department of commerce. '!wo 
States had established special boards to act stnctl.y 
in an advisory capacity on security matters for their 
regulatory agency. 

If regulation is to serve its purpose of protecting 
the consumer and the public, then care~l th?ught 
should go into the decisions made C0D:cer~mg hcens
ing registration rulemaking, and legIslative recom
me~dations. Th~ procedures and policies of the State 
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private security regulatory agellcy can best be set 
by persons familiar with this diverse and complex 
field. It is difficult to imagine that the. necessary 
emphasis will be placed on private secunty re~la
tion when that regulation is conducted by a sectlOn 
of a much larger agency, such as a se~r~tary. of 
state's office, assigned a variety of admmlstratlve 
duties. 

It is, of coutse, rec01p1ized that. a few States have 
established excellent pnvate secunty regulatory sec
tions within larger administrative agencies. Where 
that is true, there is no need to set up a separa~e 
regulatory board. However, if a. separate boa~d IS 
not established, it is recommended that a pnvate 
security advisory board ~e .cre~ted ~o assist t~e 
regulatory agency in establIshmg Its pnvate secunty 
procedures and policies. . 

There is a trend in some States to consohdate 
'administrative agencies under one un~t. Howe~er,. a 
separate regulatory board and staff, With expertise ~ 
the regulated area, often can best ser~e the P?bbc 
interest. It is felt that proper and meanmgful pnvate 
security regulation can be performed best by. an 
agency whose sole responsibility is that regulatlOn. 
An example of what often happen~ wh~n a separate 
agency is not crea~ed can ~e c!ted m Colorado, 
where private secunty regulation IS delegated to the 
secretary of state's office. Within th~t agency, the 
detective-licensing and -control dutIes .have been 

{,.:~ -

assigned to the licensing section, whose major func
tion is the control of games of chance conducted 
for charitable purposes. Detective licensing is only 
a peripheral part of that division's duties; operating 
funds are budgeted for the division's games-of
chance control duties, with the detective licensing 
duties being absorbed as a minor part of the pro
gram. 

In setting up a private security regulatory board, 
legislators should recognize the need for adequate 
initial funding to meet staff needs; establishing a 
board in name only gains nothing. According to a 
1970 RAND Corporation. survey, one-half of the 
private security regulatory agencies surveyed indi
cated insufficient personnel to adequately perform 
their functions. Data showed that private security 
regulatory agency staffs averaged 3.7 persons, rang
ing from a high of 14 full-time staffers to one agency 
with only 1 part-time staff member assigned to this 
duty. The staffs were made up of about half clerical 
and half investigative personnel. The ratio of staff 
members to licensees/registrants ranged from 1: 378 
to 1: 6, with an overall average of 1: 109. A 1976 
survey (Appendix 7) showed that the average regu
latory agency staff consisted of 4.5 persons, ranging 
from 28 to 1 shared-time worker. 

Such surveys indicate that agencies are especially 
understaffed in the investigative area-initial back
ground investigations, complaint investigations, and 
general investigations for enforcement purposes. Be
cause investigation is a particularly important func
tion of the private security regulatory board, ade
quate funds need to be available to maintain a 
permanent investigatory unit to ensure maximum 
compliance with the regulatory legislation. A sub
stantial clerical support unit also is necessary to 
process the volume of paperwork involved in the 
screening process for licensing and registration. 

An inadequate-sized staff also affects the regula
tory agency's ability to thoroughly and promptly 
handle licensing and registration. Individuals wanting 
to establish a business or become employed in the 
private security industry should not be required to 
wait several months for their applications to be 
processed. The regulatory board should be suffi
ciently staffed so that licensing and registration do 
not become a restraint on trade nor deter capable 
individuals from becoming security professionals. 

It is recognized t.hat many factors need to bl~ 
weighed by legislaton\ prior to establishing a regula
tory board and s!aff. In $ome States, laws m.ay 
require that all licensing be administered within a 
particular agency, or State constitutions may set 
forth other restrictions. In some sparsely populated 
States, the number of private security personnel 
may not warrant funding a separate board and staff. 
In other States, an adequate job may be done by 
existing agencies. Where possible, however, a regu
latory board and staff whose sole responsibiCty is 
the regulation of private security activities should be 
set up to best perform this necessary function. 

Selected References 

1. KakaIik, James S., and Sorrell WiIdhorn. Cur
rent Regulation of Private Police: Regulatory Agency 
Experience and Views, Vol. III, R-871/DOJ. Wash
ington, D.C.: Government Printing Office, 1972. 

2. Private Security Task Force. "Regulatory 
Agency Sl,I,rvey." (See Appendix 7 to this report.) 

3. Private Security Task Force. "Summary of Pri
vate Security Legislation." (See Appendix 6 to this 
report.) 

Related Standards 

The following standards and goals may be appli
cable in implementing Standard 9.2: 

9.3 State Regulatory Board Membership 
9.5 Regulatory Board Funding 

1 0.1 'Licensing of Security Busi'lesses 
10.2 License Applications 
10,3 Qualifying Agents 
10.5 License Renewal 
10.8 License Denial, Revocation, or Suspension 
11.1 Registration of Private Security Personnel 
11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
11.6 Registration Renewal 
11.7 Suspension and Revocation 
11.8 Sanctions 
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Standard 9.3 

State Regulatory 
Board Membership 

The State regulatory board should include, as a 
minimum, representatives of licensed security service 
husinesses, businesses using proprietary security, 
local police departments, and consumers of security 
services; members of the general public; and in
dividuals who are registered with the board and 
presently employed in the private security field. 

Commentary 

The proper composition of the State private secu
rity regulatory board is important for successful regu
lation. l'he board should not only act in an advisory 
capacity but also its responsibilities should encom
pass many other important aspects--enforcing mini
mum qualifications established by law; promulating 
administrative rules and regulations; considering spe
cial situations where rules might be modified in the 
interests of, fairness and efficiency; voting to suspend, 
revoke, or deny licenses and registration cards; mak
ing recommendations for statutory changes; estab
lishing standards; certifying training programs; and 
supervising the administrative operation of its staff. 
Because of this variety of duties, as well as the 
diversity and complexity of -the field being regulated, 
individuals with differing backgrounds need to be 
included on the board. 

A 1975 survey of private security regulatory legis-

286 

lation showed that nine States had separate regula
tory boards with powers beyond that of advisers. 
Board memberships ranged from three to eight per
sons, averaging five per board. Eight of the boards 
were required to include certain experienced private 
security licenses; six were required to have a police 
or law enforcement representative; six required that 
a public representative be included; four States re
quired that the attorney general or designate be on 
the board; and one required that a proprietary secu
rity representative be appointed. 

No recommendation is made as to the specific 
number of individuals who should be appointed to 
the regulatory board. It is strongly suggested, how
ever, ,that certain areas of competency of represen
tation should be present on each board. Because the 
private security industry is composed of diverse seg
ments and many different services are to be regu
lated, it is suggested that 'a representative from each 
security segment should be appointed to the board. 
The list includes guards, watchmen, patrolmen, ca
nine handlers, polygraph operators, investigators, 
electronic surveillance personnel, alarm personnel, 
armored car personnel, and armed couriers. Also, 
small local security companies have interests differ
ent from those of large national companies; contract 
security companies differ from companies that use 
proprietary security systems. Including representa
tives from each segment of this diverse and complex 
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industry, however, would result in an extremely un
wieldy and perhaps inoperable board. 

To narrow the cumbersome list of representatives, 
it is urged that the six general areas that are affrected 
by the actions of the regulatory board should be rep
resented on the board: 

1. Contract security companies. 
2. Proprietary security organizations. 
3. Police. 
4. Consumers of security services. 
5. The public. 
6. Registered security employees. 

Representatives from these 'areas each have a dif
ferent perspective of the industry and its regulation. 
Additionally, the suggested board composition pre
vents domination by private security industry inter
ests. Domination of regulatory boards by the indus
try being regulated isa growing concern of the Fed
eral Trade Commission and the public. Thus, to as
sure compliance with applicable laws and reasonable 
concerns, care should be taken not to allow the board 
to be dominated by security industry representatives 
or any other group. . 

Private security is often divided into two broad 
categories-contract and proprietary. Although both 
categories are concerned with loss prevention con
tract security companies provide their services to 
others for a fee, while proprietary security services 
are provided by employees for their employer. Many 
distinctions have been made in regulatory statutes 
based on this division, and many arguments over the 
validity of these legislative distinctions have been 
presented. Nonetheless, contract security companies 
and proprietary security organizations do have dif
ferent problems and are affected in different ways by 
legislative provisions. Each should have a representa
tive on the board. 

Of major importance, in crime prevention is the 
relationship between law enforcement and private se
curity agencies. At present, this relationship ranges 
,from close cooperation in some jurisdictions to strong 
animosit.y in others. This standard, as written, uses 
the term police representative rather than law en
forcement. Although the term law enforcement is 
generally considered to be limited to local police, 
sheriffs, and deputies, it a~so includes prosecutors 
who are considered the chief law enforcement officials 
of their respective jurisdictions. However, it is the 
interaction between private security personnel and 

the police that would be most affected by the board 
decisions and policy; therefore, a representative of 
the police should be appointed to the private security 
regulatory board. 

The interests of consumers and the public are often 
diffused and forgotten when issues are considered by 
regulatory boards. Representatives of these two seg
ments have different perspectives on private security 
regulation that can be valuable in the board's deci
sionmaking process. The needs and concerns of these 
two important segments should not be ignored in the 
administrative process of regulating private security. 

A security employee also should be included on 
the board. It is assumed that management- and exec
utive-level persons would be appointed as representa
tives for licensed security service businesses and those 
using proprietary security. aowever, the individual 
who works at a guard post,' responds to an alarm, 
confronts shoplifters, or investigates employee theft 
often has a different perspective on regulation than 
the security executive or manager; the views of the 
registered employee should be represented on the 
board. 

No recommendation is made for a specific method 
for appointment of the regulatory b~!lrd. Selection of 
this procedure is best left to the individual State. In 
the nine States that have separate regulatory boards, 
membership appointment is generally made by the 
Governor, with one State requiring that two ,appoint
ments be made by the speaker of the house and presi
dent pro-tem of the senate. The person responsible 
fot appointing the regulatory board may vary accord
ing to State 'procedures; however, whoever makes 
these appointments should be apprised of the impor
tance of the selection. With appropriate representa
tives of the six major areas, the regulatory board 
should be able to function efficiently, effectively, and 
without undue influence from the area being regu
lated. 

Selected References 

1. Kakalik, James S., and Sorrell Wildhorn. Pri
vate Police in the United States; Findings and Rec
ommendations, Vol. I, R-869/DOJ. Washington, 
D.C.: Government Printing Office, 1972. 

2. Private Security Task Forct~. "Summary of Pri
vate Security Legislation." (See Appendix 6 to this 
report.) 
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Standard 9.4 

Regulatory Board 
Hearing Procedure 

The State regulatory board should establish a 
hearing procedure for ~ollflideration and resolution 
of the complaints of applicants, licensees, registrants, 
consumers, and the public. To assist in the imple
mentation of this role, the board should be granted 
the means necessary to require appearance of wit
nesses and production of documents. 

Commentary 

The Federal Constitution and State constitutions 
require that no person be deprived of life, liberty, or 
property without due process of law. Thus, any ac
tion undertaken by the private security regulatory 
board needs to be performed with every consideration 
for administrative due process. The elements of ad
ministrative due process are summed up by Gellhorn 
and Byse in Administrative Law: "Determinations 
that finally dispose of life, liberty, or property must 
be preceded by adequate noti.ce and opportunity for 
a fair hearing." 

Adequate notice and fair hearing are generalities 
that have been i~terpreted in numerous cases over 
the years. Their definitions vary depending upon the 
facts in each case. It is inappropriate to discuss these 
legal requirements in detail, but the regulatory board 
should be prepared to defend its actions and prove 
that any persons affected by board decisiops received 
adequate notice and an opportunity to be hea,.,d. 
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The Uniform Law Commissioners' Revised Model 
State Administrative Procedure Act, 1970 (APA) 
has been enacted in a number of States. Where the 
AP A has not been enacted, the private security regu
latory board should consider using it as a guide for 
establishing its procedure. Certain portions of Sec
tions 9 and 14 of that model act are particularly ap
plicable to this standard. 

SECTION 9. Contested Cases; Notice; Hearing; Records. 

a, In a contested case, aU parties shall be afforded an 
opportunity for hearing after reasonable notice. 

b. The notice shall include: 
(1) a statement of the time, place, and nature of the 

hearing; 
(2) a statement of the legal authority and jurisdiction 

under which the hearing is to be held; 
(3) a ref~rence to the particular sections of the statutes 

and rules involved; 
(4) a short and plain statement of the matters as

serted ....• 
c. Opportunity shall be afforded all parties to respond and 

present evidence and argument on all issues involved. 
d. Unless precluded by law, informal disposition may be 

made of any contested case by stipulation, agreed settlement, 
consent order, or default. 

e. The record in a contested case shall include: 
( 1) aU· pleadings, motions, intermediate rulings; 
(2) evide.nce received or considered; 
(3) a statement of matters officially noticed; 
( 4) questions and offers of proof, objections, and rul
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(5) proposed findings and exceptions; 
(6) any decision, opinion, or report by the officer pre

siding at the hearing; 
(7) all staff memoranda or data submitted to the hear

ing officer or members of the agency in connection with 
their consideration of the case. / 
f. Oral proceedings or any part thereof shall b~1 tran-

scribed on request of any party. I:: 
g. Findings of fact shall be based exclusively on the\evi

dence and on matters officially noticed. 

SEC-"TION 14. Licenses. 

a. When the grant, denial, or renewal of a license is re
quired to be preceded by notice and opportunity for hearing, 
the provisions of this Act concerning contested cases apply. 

'b .... 
c. No revocation, suspension, annulment, or withdrawal of 

any license is lawful unless, prior to the institution of agency 
proceedings, the agency gave notice by mail to the licensee 
of facts or conduct which warrant the intended action, and 
the licensee was given an opportunity to show compliance 
with aU lawful requirements for the .:retention of the license. 
If the agency finds that public health, safety, or welfare im
peratively requires emergency action, and incorporates a 
finding to that effect in its order, summary suspension of a 
license may be ordered pending proceedings for revocation 
or other action. These proceedings s:hall be promptly insti
tuted and determined. 

In only a few cases would the regulatory board 
consider individually the file of a specific applicant 
for a license or registration. The most likely pro
cedure would be that the staff of the board would 
make recommendations to the board for its perfunc
tory approval. When, however, a llicense or registra
tion is to be denied, revoked, or suspended, the board 
needs to carefully weigh all of thl~ factors that re
sulted in the staff recommendation. If the board 
believes the recomendation has validity, then notice 
should be given to the applicant and ,a hearing set up. 
At the hearing, the board can make 1\\s determination 
based upon the facts presented by th\~ applicant and 
the regulatory board staff. 

In order to fulfill its role, the regulatory board 
should be well informed, obtaining information from 
sources such as government agencies, private secu
rity employers and employees, and private citizens. 
There may be times, however, when needed informa
tion is not given voluntarily, thus requiring some 
method of compelling disclosure. The private secu
rity regulatory board should be granted the means 
necessary to require the appearance of witnesses and 
the production of documents. 

Three methods often used to obtain factual in
formation by various administrative agencies are 
listed by Gellhorn and Byse. The methods are: (1) 
Issuing subpenas, which direct the recipients to 
testify or to produce documents they possess; (2) 
inspecting records or premises, either periodically or 
randomly; and (3) requiring the filing of reports. 
Care should be taken, however, in granting the 

regulatory board strong investigative powers, par
ticularly unlimited subpena powers. The power to 
use a subpena as an investigative tool can be mis
used. Accordingly, its use should be carefully limited 
to proper legal purposes. 

Once the private security regulatory board has 
made its decision following the hearing, the individ
ual who has had a license or registration denied, 
suspended, or revoked should be allowed to appeal 
the decision. The regul<\tory board's decision should 
not be final. This method for appeal varies from 
State to State. Many States have adopted the Uni
form Administrative Review Act that sets up an 
independent review for all administrative decisions; 
other States allow appeal to local courts for parties 
aggrieved by administrative decisions. Whatever 
method is chosen for appeal, an independent body 
should be allowed to review the actions of the 
regulatory board. 

The hearing procedures previously discussed were 
concerned with licensees, registrants, or applicants 
aggrieved by board decisions. However, it is just as 
important that specific procedures be established by 
the board for proces5ing and maintaining records of 
complaints made by consumers and the public. Many 
complaints can be handled by an initial consultation. 
Others, however, may require a thorough investiga
tion that may ultimately result in a revocation or 
suspension hearing. Processing of complaints are 
best handled by the investigative section of the 
board. 

E'stablishment of a procedure for hearing com
plaints is a priority item, but, if consumers of pri
vate security services and the public are unaware of 
the board's existence or proper steps to take in the 
event of a complaint, the hearing procedure has 
little value. Therefore, the priva.te security regula
tory board should maintain a high level of visi
bility. Every effort should be made to publicize the 
purpose of the board and the pnx:edure for filing 
complaints against licensees or registrants. 

Selected References 
1. Gellhorn, Walter, and Clark Byse. Adminis

trative Law: Cases and Comments. Mineola, N.Y.: 
The Foundation Press, Inc., 1970. 

2. Rogge, O. J. "Inquisitions by Officials: A 
Study of Due Process Requirements in Admit;is
trative Investigations." 48 Minnesota Law ReVlew 
557 (l96~). 

3. Uniform Law Commissioners. Revised Model 
State Administrative Procedure Act. 1970. 

Related Standards 
The following standards and goals may be applica

ble in implementing Standard 9.4: 
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10.2 License Applications 
10.3 Qualifying Agents 
10.8 License Denial, Revocation, or Suspension 
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11.2 Registration Qualifications 
11.3 Qualifications for Armed Security Personnel 
11.7 Suspension and Revocation 

Standard 9.5 

Regulatory Board 
Funding 

The State regulatory board should be fUnded by 
noncon~scatory license and ,registration fees and 
such" gelileral revenue funds as may be necessary for 
the effective operation of the board. 

Commentary 

The purpose of licensing and registration, as rec
ommended by this report, is to protect consumers 
of security services and the public. Too o~ten, how
ever, the primary function of the regulatory agency 
becomes revenue generating rather than regulatory. 
It is reported in The Other Police that the Ohio divi
sion of licensing advertised that it returned money 
to the State treasury by collecting more on fees t1,tan 
it spent on its own operation. Licensing agd regis
tration are not designed to be a means of generating 
revenue; every effort should be made by the regula
tory board to ensure that fees collected are used 
solely to defray operating costs. 

In a field where regulation is needed to protect 
the public from harm and constant investigation is 
necessary to ensure compliance, generating revenue 
should not be a basis for consideration of the 
amount of fees. In fact, in most States it is unusual 
to find a surplus in this activity, because it is diffi
cult to set fees that cover all costs and still allow 
entry into the regulated profession. In States with 

a small number of potential licensees and regis
trants, it may be prohibitive to set fees that alone 
would cover administrative costs. The fees should 
be moderate enough that all responsible individuals 
or entities can afford to enter business but su~stan
tial ellough to cover most of the administrative costs. 
Where the cost of effective regulation cannot be 
covered s(~lely by fees, it is necessary to seek addi
tional funds from State general revenue funds. . 

A 1975 survey of private security regulatory 
legislation (Appendix 7) indicated that licensing 
fees ranged from $10 to $500, with a mode of $200. 
Alaska charged a percentage of gross business re
ceipts" The survey further indicated that the fees 
charged ·for registration of individuals ranged from 
$2 to $300, with a mode of $100. The RAND Report 
(Vol, III) survey, conducted in 1971, found that 
the average license fees were $145 for contract 
guard agencies and $154 for investigative agencies, 
with renewal fees generally slightly lower. 

It is impossible to recommend a specific fee sched
ule because of the varying factors that need to be 
weighed by each State before establishing fees. An 
effort should be made to predict the number of 
licensees and registrants to be processed and the 
approximate cost of operating the agency-from 
processing to investigating. These figures would vary 
from State to State and result in different fee charges. 
It must again be emphasized that the primary con-
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cern in setting fees ~"hould not be one of generating 
revenue but one qi! attempting to cover regulatory 
costs. 

Selected References 

1. Brennan, Dennis T. The Other Police. Cleve
land, Ohio: Governmental Research Institute, 1975. 

2. Kakalik, James S., and Sorrell Wildhorn. 
Current Regulation of Private Police: Regulatory 
Agency Experience and Views, Vol. In, R-871/ 
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DOJ. Washington, D.C.: Government Printing Office, 
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'3. Private Security Task Force .. "Regulatory 
Agency Survey." (See Appendix 7 to this report.) 

Related Standards 

The following standard may be applicable in im-
plementing Standard 9.5: " 

9.2 Regulatory Board for Private Security 

,'-, 

Standard 9.6 

Regulatory Board 
Access to Criminal 
Record Information 

The State regulatory board should be granted 
statutory authority for access to all criminal history 
record information so that it can conduct the neces
sary criminal history record check of all applicants 
for licenses and registration. 

Commentary 
~~ 

In recent years the American public has becdjne 
concerned about the power that may be improperly 
wielded by governmental agencies straying beyond 
the bounds of their proper missions. Stories of in
vasions of privacy, attempted USf.} of investigative 
agencies for political purposes, misuse of criminal 
history data, and dissemination of erroneous and 
incomplete pl~rsonal and financial information have 
created a general sense of urgency and concern, 
resulting in the introduction of a number of recom
mended privacy laws, regulations, and administra
tive rules. 

As of June 1975, there were,~80 pieces of legisla
tion pending in the U.S. House of Representatives 
relating to various aspects of privacy and 9 pending 
in the U.S. Senate. One of these bills, introduced 
by Senator John V. Tunney (D., Calif.) and Repre
sentative Don Edwargs (D., Calif.) and known as 
the "Criminal JJJstice Information Control and Pro
tection of Privacy Act," would severely restrict 

-'-...,.....,..-~----.,." -""----

access by law enforcement agencies to arrest rec
ord information, by allowing dissemination of such 
information for investigative purposes only after a 
reasonable suspicion test has been met. This bill 
further provides for: ( 1) Sealing and purging of 
police investigative information after expiration of 
the statute of limitations, (2) placing restrictions on 
the exchange of intelligence data, and (3) allowing 
an aggrieved person to bring a civil action for viola
tions. Many other bills are under consideration to 
further restrict the dissemination of criminal record 
information. 

One of the first laws to be enacted in this area 
was the Privacy Act of 1974 (5 U.S.C, 552a), 
which became effective on Sept. 27, 1975. The act 
protects individuals from the misuse of Federal ree
ordsby providing for access; challenge, and correc
tion of those records affected. The new statute also 
established a 2-year Privacy Protection Study Com
mission to consider extending these new Federal 
principles. 

U.S. Department of Justice regulations, issued 
pursuant to sections 501 and 524 of the Omnibus 
Crime Control and Safe Streets Act of 1968, as 
amended (42 U.S.C .. 3701 et seq.), provide that 
conviction data and criminal history record informa
tion, relating to the offense for which an individual 
is currently within the criminal justice system, may 
be disseminated without limitations. The regulations 
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require that after Dec. 31, 1977, most access to non
conviction record information would require authori
zation pursuant to a statute; ordinance; executive 
order; or court rule, decision, or order. 

In enacting legislation, rules, and regulations per
taining to matters of privacy, three often-cited in
terests must be balanced: (1) The right of individ
ual citizens not to have reputations damaged by im
proper dissemination of inaccurate or incomplete 
information, (2) the desire of law enforcement agen
cies not to have legislation that unnecessarily inter
feres with the administration of their departments, 
(3) the right of the public and press to have access 
to records maintained by law enforcement agencies 
that are public in nature. In addition to these is a 
key societal interest that is often forgotten: The 
right and need of the public to protection-to be 
free from crime and the fear of crime. 

In the urgency to end certain abuses and invasions 
of privacy, society should not become blind to the 
need for the maintenance, use, and dissemination 
of criminal history record information, particularly 
as applied to private security employees. Private 
security personnel are hired. to prevent crime and 
control loss, hold positions of trust, and often are 
assigned sensitive duties protecting valuable assets. 
Often they are armed, and their actions can have 
impact on the personal freedoms of others. 

Because of the importance of these protective 
positions, the State regulatory board should be given 
statutory authority to evaluate the criminal arrest 
and conviction records of security personnel to 
determine if these records would adversely affect 
the performance of security services and to deter
mine the trustworthiness of applicants for licensing 
and registration. For proper evaluation, the records 
should show arrests as well as convictions. The issu
ance of certificates of license or registration cards is, 
in effect, a seal of approval. Granting permission for 
persons to perform protective services without fully 
and carefully evaluating their criminal records would 
be a disservice to employers of security personnel, 
consumers of security services, and the public, who 
are so often affected by the actions of security per
sonnel. Access to and subsequent evaluation of 
criminal arrest and conviction records may help 
eliminate certain employee risks, improve the caliber 
of persons performing security services, and assist 
the private security industry in preventing crime. 

The importance of safeguarding the privacy rights 
of individuals is recognized and the desire to prevent 
criminal records from following people for the rest 
of their lives, even after they have paid penalties, 
is understood. Due to the prevalent process of plea 
bargaining, now universally employed in the United 
States, it is vital to examine arrest charges in order 
to determine essential information regarding an in-
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dividual's criminal proclivities. The optimum way 
to protect both the individual involvr ::-1 and the 
public from improper police arrest charges is not to 
bury the arrest record but to initiate meaningful 
reforms against those police officers who engage 
in improper arrest and initial booking charges. It 
would be folly for a regulatory board to make a 
decision for certification b&sed upon a criminal rec
ord that showed only two misdemeanor convictions 
for theft, when, in fact, the individual was arrested 
five times for burglary, with three charges dropped 
prior to conviction and two charges reduced (through 
plea bargaining) to larceny misdemeanors. The same 
would hold true 'of a conviction record for damage 
to property that was plea bargained down from 
arson, or of two misdemeanor assault convictions 
that were the only conviction record for an individ
ual arrested five times for rape and attempted rape. 

It is also unfair to the individual under review to 
exempt him from all security services if he has any 
conviction record. It may be that an individual, 
who has several minor arrests and convictions, can 
perform honorably and successfully in a specific 
security assignment. But unless the regulatory board 
has full access to an individual's complete arrest and 
conviction record, the board may, out of a need to 
protect the public, adopt unnecessarily rigid rules, 
p!ohibiting approval of any individual with a mis
demeanor conviction. 

Two possible safeguards should be included in 
legislation permitting access to criminal records by 
the regulatory board. One would be to properly in
form the applicant for a license or registration that 
it will be necessary to obtain a criminal record check, 
including arrests and convictions. The applicant 
should theI1 complete a written authorization for 
release of the information to the regulatory board. 
Second, a penalty should be imposed upon any 
regulatory board employee who releases criminal 
record information to unauthorized persons. With 
these safeguards, certain privacy concerns can be 
eliminated and the regulatory board can have access 
to the much-needed criminal history record in
formation. 

Selected Refere·nces 

1. Burstein, Harvey. "Protection vs. Privacy," 
Security Management, November 1975. 

2. Clark, John V. "Right to Privacy Legislation," 
Security Management, May 1975. 

3. Crown, John. "Too Many Individual Rights?" 
The Atlanta]ournal, Nov. 17,1975. 

4. Eavenson, Chandler. "Recent Developm~nts 
and Trends in the Field of Private Legislation." 
Address delivered Nov. 18, 1975, Atlanta, Ga., 
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Greater Atlanta Chapter, American Society for In
dustrial Security. 

5. Prepared Statement for the Subcommitt~: on 
Constitutional Rights, Committee on the JudICIary, 
U.S. Senate Concerning the Criminal Justice Infor
mation Control and Protection of Privacy Act. 
G8.ithersburg, Md,: Research Division, International 
Afisociation of Chiefs of Police, Inc., July 25, 1975. 

6. Neier, Arych. Dossier: The Secret Files They 
Keep on You. Briarcliff Manor, N.Y.: Stein and 
Day, 1975. 

7. 28 CFR Part 20, Criminal History Records. 
8. Federal Register, Vol. 41, No. 55; Mar. 19, 

1976. 

Related Standards 

The following standards and goals may be applica
ble in implementing Standard 9.6: 
1.1 Selection of Qualified Personnel 
1.3 Preemployment Screening 
1.7 Availability of Criminal History Records 
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Chapter 10 
Licensing 

., , 

, 
" 

INTRODUCTION 

As defined for legal purposes, Corpus Juris 
Secundum says that a license is a right or permission 
granted by some competent authority to perform a 
particular action, to exercise a certain privilege, to 
carryon a particular business, or to pUisue a eertain 
occupation that, without such license, would be ille
gal. In common usage, the term "license" often indi
cates the written document by which the right or 
permission is conferred, but strictly speaking 
"license" refers only to the right or privilege con
ferred and "certificate of license" refers to the 
written documen~ that evidences such right. 

Licensing is therefore an arrangement under which 
permission must be obtained from a recognized 
authority in order to engage in a particular occupa
tion or activity. Usually, the issuance of the license 
is more than a formality and noncompliance with 
licensing requirements may result in a fine or jail 
sentence. 

The courts, in cases such as Northern States 
Power Co. v. Federal Power Commission (7th Cir.) , 
have held that license grants can be justified only 
on the theory of a resulting benefit to the public. An 
additional restriction imposed by the courts, and 
stated in Allen v. Killoran, is that license require
ments may be imposed on occupations or privileges 
that may affect the public health, morals, or welfare. 
In spite of these apparent restrictions, the courts 
have upheld statutes licensing a variety of occupa
tions. As of 1968, the Council of State Governments 
estimated that there were approximately 1,912 State 
licensing statutes. Among the 70 or more licensed 
professions listed in Corpus Juris Secundum are 
abstractors of titles, architects, attorneys, automobile 
dealers, barbers, cigar dealers, Goal dealers, con
tractors, doctors, electricians, insurance agents, junk 
dealers, masseurs, miners, pilots, plumhers. real 
estate brokers, retailers, travel agents, and under
takers. 

A 1975 survey of State legislation (Appendix 6) 
indicated that many States have also chosen to 
license certain private security services. Investigative 
agencies and guard companies, in particular, are 
subject to State license requirements, with 34 States 
licensing investigative agencies and 32 requiring a 
license for guard companies. Additionally, five States 
license armored car companies, eight license detec
tion-of-deception examiners, three license central 
stacion alarm companies, five license guard-dog 
services; three license couriers, and one licenses 
counter-intelligence services. 

Licensing is established to protect the consumer 
of security services. Therefore, any person or legal 
entity engaged in the business of providing security 
services for a fee should be required to be licensed. 
The standards in this chapter are designed to ensure 
that consumers receive the services they pay for and 
that they are delivered in a professional manner. 
Guidelines are established for license applications, 
qualifying agencies, notification of change in the 
licensee's status, license renewal, and display of the 
license certificate. In addition, it is recommended 
that a license be denied, revoked, or suspended in 
the event of violation of any of the licensing require
ments or for other serious abuse£, such as fraud or 
misrepresentation. 

References 

1. Allen v. Kilforan, 56 F. Supp. 173, 176 
(1944) . 

2. Corpus Juris Secundum, "Constitutional Law," 
Vol. 16A, Sec. 659, p. 1382. 

3. Corpus Juris Secundum, "Licenses," Vol. 53, 
Sec. 1, p. 445. 

4. Northern States Power Co. v. Federal Power 
Commission, 181 F. 2d 141, 144(1941). 

5. Private Security Task Force. "Summary of 
Private Security Legislation." (See Appendix 6 to 
this report.) 
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'·Standard 10.1 

Licensing of 
Security Businesses 

Appropriate Ucensing should be required for any 
person or legal entity engaged in the business of: 

1. Selling, instalIing~ or servicing alarm systems; 
2. Providing respondents to alarm signal devices' 
3. Providing secured transportation and protec= 

tion of valuables from one place to another under 
armed guard; 

4. ProvidiJm guard or patrol services; 
s. Providing biyestigative services; and/or 
.6. Providing detection-of-deception services, for 

the benefit of others. 

Commentary 

A primary objective of requiring a license is the 
protection of the consuming public. It has been 
stated that consumers need to be protected from 
their ~wn ignorance. This axiom is especially appli
cable lD the private security field. Its diversity and 
complexity make it difficult for consumers to be 
knowledgeable in choosing competent, reliable busi
nesses that provide security services. When dealing 
with a licensed security entity, consumers are at 
least assured that the business or individual has met 
minimum standards and is qualified to provide the 
security services being purchased. . 

This standard is specifically designed to cover a 
wide range of businesses, including single individuals, 
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~cting as one-man operations, as well as corpora
tlOns, partnerships,and associations. Any person or 
legal . entity engaged in the business of providing a 
secunty service should be licensed. The standard is 
not ~esigned, however, to include the licensing of 
secunty departments of private businesses whose 
geIl:eral purpose is the protection and security of 
their ~wn property, employees, and grounds. Private 
corporate entities should not have to obtain a license 
t?protect their own assets. Licensing should be de
sIgned to protect consumers of security services. 
Therefore, if a business is not offering or providing 
a security service for the benefit of others it need 
not be licensed. Empl<'yees of security d6partments 
of private businesses, however are covered in the . ' registration standards. 

Licensing appears to be a remedy for many prob
lems encountered by consumers of security services. 
Failure of security businesses to pedorm contracted 
services is one such problem according to the RAND 
Report (Vol. J) and other private security studies. 
For example, a study conducted by the Florida 
Senate Judiciary Committee included the mailing 
of questionnaires to 310 security agencies in that 
State. The respondents listed one of the major 
problems in the security industry to be the failure 
of security companies to provide th~ services con .. 

,tracted .for, ~d their most common suggestion for 
remedYlDg thIS problem was to require licensing. 

\\ 

A 1972 study conducted in Virginia by the Divi
sion of Justice and Crime Prevention pointed out: 

. . • there are a large number of personnel of the security 
industry lacking skill, training, and motivation. In total they 
are poorly equipped to render safe or professional protective 
service. The victim of poorly prepared, inadequate security 
personnel is most often the one who has contracted the 
security services. Contractual complaints appear frequently. 

,.,During the past several years, there has been an 
increasing emphasis upon community crime preven
tion and self-help methods of crime prevention. As 
the statistics,. showing an increased crime rate, con
tinue to climb, there also will be an increase in the 
number of individuals and businesses turning to 
private security for protection--consumers who may 
be frightened, concerned, and ignorant about secu
rity matters. These circumstances have created an 
area for unprecedented opportunity ill consumer 
abuse, fraud, and misrepresentation. As has been 
noted, licensing is one method for preventing such 
consumer abuses. Security businesses have a direct 
effect upon the safety of the public. The licensing 
of those businesses appears to result in a benefit 
to the public, particularly the consuming public. 
Licensing ensures the delivery of ethical, competent, 
and responsible services. . 
. This standard covers six types of security services 

that involve some aspect of crime prevention and 
control and that should be licensed for the protec
tion of consumers: 

1. Sell, install, or service alarm systems; 
2. Provide alarm respondents; 
3. Provide secured transportation of valuables 

from one place to another; 
4. Provide guard services; 
5. Provide investigative services; 
6. Provide detection-of-deception services. 

Because of the diversity of these services, a general 
license that allows a persoll or legal entity to engage 
in providin$ all of these security services should 

not be issued. The regulatory board issuing a license 
should specifically determine those security services 
the licensee is qualified to provide. The certificate 
of license should specifically state which of the 
listed activities the licensee is qualified to perform. 
Under this provision, consumers can have reasonable 
assurance that the business is capable of performing 
the security services enumerated on the license. 

Selected References 

1. Kakalik, James S., and Sorrel Wildhom. Pri
vate Police in the United States: Findings and R~c
ommendations, Vol.. I, R-869/DOJ. WaShington, 
D.C.: Government Printing Office, 1972. 

2. Private Security Advisory Council. "Model 
Private Security Licensing and Regulatory Statute." 
Washington, D.C.: Law Enforcement Assistance 
Administration, 1975. 

3. Research Department, Division of Justice and 
Crime Prevention. "The Private Security Industry 
in Virginia." Summer 1972. 

4. Council of State Governments. Occupations 
and Professions Licensed by the States, Puerto Rico 
and the Virgin Islands (1968). 

5. Senate Judiciary Committee Staff. "Report on 
the Private Security Industry in Florida." September 
1974. 

Related Standards 
. , 

The following standards may be applicable in im
plementing Standard 10.1:i 

6.7 Law Enforcement Personnel Second,ary Em-
ployment , 

6.8 Law Enforcement Officer Employm~~nt as a 
Private Security Principal or Managt~r 

9.1 State Regulation 
9.2 Regulatory Board for Private Security 
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Standard 10.2 

License Applications 
License applications should include sufficient in. 

formation about the applicant to enable the regula
tory agency to determine if ethical, competent, and 
responsible services can be provided. :Such required 
information should include: 

1. The full name and business address of the 
person or legal entity applying; 

2; The name under which the applicant intends to 
do business; 

3. A statement as to the general nature of the 
business in which the applicant,iIitends to engage; 

4. A statement of the specific se«:urity services to 
be provided by the applicant; 

5. The full name, residence address, and two 
classifiable sets of fingerprints of the following: 

a. The applicant applying as an individual 
b. The qualifying agent and resident man

agers of each offi~~ within the State if the applicant 
is a corporation· or partnership 

c. Ea!:h shareholder owning a 10 percent or 
greater interest in the applicant, each officer, ,and 
each director when the corporation is not listed 
on a national securities exchange or registered 
under section 12 of the Securities. and Exchange 
Act of 1934, as amended, and 
6. A verified statement of the qualifying agent's 

experience qualifications. 
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Commentary 

To ensure that licensing achieves its principal 
purpose of protecting consumers of security services, 
certain information needs to be available to the 
regulatory agency. The information should be suffi
cient to enable the regulatory board to perform 
sufficient background checks and make other actions 
and decisiolls to determine if an applicant is able 
to deliver ethical, competent, and, responsible 
services. 

The first two requirements-full name and ad
dress of the person or legal entity applying and the 
name under which the applicant intends to do busi
ness-are general administrative questions that 
should be asked of applicants for any type of license, 
in order to determine with whom the regulatory 
agency is dealing. Security service businesses often 
operate under a trade name different from that of 
the actual owner, so it is important to have both 
the name of the applicant and the name under which 
the applicant intends to do business. The name and 
address also are needed so that initial processing 
can be started, and, once the license is granted, 
an address must be on file so that complaints can 
be easily investigated. 

Throughout the licensing and registration stand
ards, requirements differ depending on the security 
service offered for sale. For this reason, the lregula-
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tory board needs to have a record of the general 
nature of the business being performed by the 
applicant. The statement as to the services to be 
provided should be functionally specific so that the 
regulatory board can determine that the qualifica
tions and requirements for each service being offered 
are met. 

Requiring the name, address, and fingerprints, of 
the officers, directors, partners, 100percent share
holders, resident managers, and qualifying agent 
may at first seem excessive. Yet, because each person 
listed has a critical role in the conduct of the security 
service business, the regulatory board needs to edu
cate itself on the individuals background through 
investigations. The information obtained from these 
investigations may help the board determine if 
organized crime has any interests in the business, 
or if threatening conflicts of interest or other impro
prieties exist. The individuals involved only need to 
supply fingerprints once, because they could be 
maintained on file at the regulatory board for up
dating at renewal time. 

It is not intended, however, that officers, directors, 
partners, and 1 O-percent sharehold~rs of pub~i~ly 
held corporations, listed on a national secuntles 
exchange or registered with the Securities and Ex
change Commission, be listed for scrutiny or inves
tigation by other agencies. It is the officers, directors, 
and partners of the small privately held companies 
who should be checked by the private s~curity 
regulatory board . 

Because no residency requirement has been placed 
upon the qualifying agent, large national companies 
may have one person acting as their qualifying agent 
in several States. Although this individual may super
vise the branches within the licensing State, some 
additional clearances within each State are needed. 
To assure closer scrutiny of the local branch officers, 
the name, address, and fingerprints of the resident 
manager of each office within the State should be 
required. 

To effect and attest the qualifying agent's security
related experience, the regulatory board should re-

;, 

quire that a statement concerning qualifications be 
verified by the agent and accompany the license 
application. The statement should include the names 
and addresses of each person who employed the 
qualifying agent in a security-related job, a brief 
functional description of each security-related job 
corresponding with each employer previously listed, 
and the period of time each job was held. Because. 
some educational training may be substituted for 
experience, this statement should also list any secu
rity-related education received, the school where such 
education was received, and the dates of attendance. 
This statement should be on a form that would im
part the legality of an oath. 

The information needed in connection with the 
license application is both necessary and reasonable. 
This information would allow the regulatory board 
to conduct a proper and sufficient investigation t~ 
determine if the applicant can provide ethical, 
competent, and responsible security services to 
consumers. 

Selected References 

1. Private Security Advisory Council to the U.S. 
Department of Justice, Law Enforcement Ass~stance 
Administration. "A Report on the RegulatIOn of 
Private Security Guard Services including a Model 
Private Security Licensing and Regulatory Statute," 
May 1976. (See Appendix 11 to this report.) . 

2. Private Security Task Force. "Summary of 
Private Security Legislation." (See Appendix 6 to 
this report.) 

Related Standards 

The following standards may be applicable in 
implementing Standard 10.2: 
9.2 Regulatory Board for Private Security 
9.4 Regulatory Board Hearing Procedure 
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Standard 10.3 
Qualifying Agents 
• ":i~ense appUcants should be required to name one 
IndIVIdual who will act as the Ucensee's qualifying 
~ent. T~e quaUfying agent should meet the follow
mgquaUfications: 

1. Be at least 18 years of age; 
• 2. Be an active participant in the business of the 

Ucensee; 
• 3. !'lot have been convicted of any felony or crime 
mvolVing m0r&! ......,itude or have any criminal 
charges and/or md!ctments pending, unless pardoned 
or granted a Special exemption by the regulatory 
agency; 

• 4. Not be under any present adjudication of 
IDcompetency; and " 

S. Be experienced in some area of security rele
vant to the license being sought. 

Commentary 

I~ order to . prot~c~ consumers of private security 
serv!ces, certaID mlDlmum standards should be es
tabhshe? . in the licensing process. In establishing 
these .mlh1mUm st:mdards, however, the impact upon 
t~e l~censed buslDessshould be considered. Any 
hcensIDg process should be neither disruptive nor 
~nnecessarily inconvenient- to the business being 
lIcensed. 

To require every partner, officer, stockholder, 
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and, manag~r to meet a list of qualifications would 
be IDlpra~trca!, ,One practical method for ensuring 
that certaIn mInimum standards are met is to require 
that at least one J.l~rt,icipant in the business meet 
t~e necess~ry ql'~li~r.;ations, The designated indi
Vidual, actIng as the' applicant's qualifying agent 
should be an active participant in the business ' 

The qualifying agent should be of legal age to 
ensure .legal competence to contract and act for 
the bUSIness, As 18 .is now the generally accepted 
age of responsibility, an 18-year-old could reasonably 
be named as a qualifying agent. It is recognized that 
becau,se few in~ividuals of that age can meet th~ 
experIence requirements, few qualifying agents would 
be that young, 

Second: the, individual representative of the busi
ness for bcensIDg purposes should not be a nominal 
figure or a front-man with no actual control. The 
pUrpose of establishing minimum qualifications is to 
assure consumers tha~ th~r~ is a qualified, knowledge
~ble, and ~ompetent IDdlVldual actively participating 
ID the affairs ?f the security service's business. There
fore, ~he buslDess should certify that the qualifying 
agent IS a ~rson who ~ngages in the everyday affairs 
of the b~s~ess, ~cts In some supervisory capacity, 
and participates ID the managerial decisionmaking 
proc~ss of th~ applicant. Because of varying 'business 
?ra~tIces, this person need not be the officially 
deSIgnated manager. 

the third qualification deals with any criminal 
incidents in the agent's background. It is J;~cpg
nized that assisting tile rehabilitation of convit'~ed 
offenders by removing restrictions upon their ability 
to obtain employment is in the public interest. Gain
ful employment is vital to any exoffend/er's chance 
for returning freely to society. But, it also should 
be r€:cognized that the business being licensed is 
one that provides security services. An article in 
the August 1975 issue of Top Security Magazine 
sums up the beliefs of many: "Whilst it is one thing 
to give a man a second chance it is another thing 
to put him in a position \vhere he can fall to 
temptation again." 

The best method for aiding exoffenders, yet safe
guardingcilnsumers, is to give the regulatory agency 
the power to grant special exemptions based upon 
the careful consideration of criminal convictions 
and the adverse effect they might have upon the 
business of providing security services. In making 
its determination, the regulatory agency should 
consider the following factors outlined in the New 
Jersey Statute, P.S. 1968, c. 282 (C.2A: 168A): 

1. the nature and duties of the occupation, trade, 
vocation, profession or business, a license for ',vhich the 
person is applying; 

2. nature and seriousness of the crime; 
3. date of the crime; 
4. age of the person when the crime was committed; 
S. whether the crime was an isolated or repeated incident; 
6. social conditions which may have contributed to the 

crime; and ,~ 
7. any evidence of rehabilitation, including good conduct 

in prison or in the community, counseling or psychiatric 
treatment received, acquisition of additional ac:ademic or 
vocational schooling, successful participation in correctional 
work-release programs, or the recommendation of persons 
who have or have had the applicant under their supervision, 

The fourth qualification-not to be under any 
present adjudication of incompetency-is intended to 
preclude persons from acting as a qualifying agent 
if they are awaiting adjudication for previous acts 
that, in the opinion of the regulatory board, would 
render these persons incompetent to perform the 
duties, and/or meet the qualifications, of a qualifying 
agent. Each regulatory board should determine the 
specific actions that would be considered appropriate 
to rendering persons incompetent. 

The final requirement that the qualifiing agent 
should meet relates to prior experience and educa
tion in an area of security relevant to the. license 
being sought. The type and amount of experience 
and education required should be determined by the 
regulatory board and based upon the. specific secu-

rity services being offered. In a field as important 
and sensitive as security, at least one person within 
the business '.' organization should be adequately 
qualified to advise on pertinent security procedures. 
Adequate experience should include work as an 
employee with any type of business or governmental 
unit providing security services. Governmental units 
would include work with various Federal law en
forcement agencies or military security l~,nits. Ade
quate education might include as a minimum a 
security or l~w enforcement associate degree from 
a 2-year college or a bachelor's degree with a 
security or law enforcement major or minor. A 
combination of experience and education ,might be 
most effective and should be accepted as meeting the 
experience requirement. 

Many States require additional qualifications for 
licensees, often including U.S. citizenship, State 
residency, good moral character, no dishonorable 
dischargeC from the military service, minimum edu
cation, and written examinations. These additional 
qualifications do not serve the purpose of protecting 
consumers or are too difficult to administer for 
the resulting benefit 

Selected References 

1. "Ex-Convicts Take Aim at Jobs as Guards," 
Top Security, Vol. 1, No.4, Aug. 1975. 

2. New Jersey Statute, P.S. 1968, c. 282 (C.2A: 
168A). 

3. Private Security Advisory Council to the U.S. 
Department of Justice, Law Enforcement Assistance 
Administration. "A Report on the Regulation of 
Private Security Guard Services including a Model 

'Private Security Licensing and Regulatory Statute." 
May 1976. (See Appendix 11 to this report.) 

4. Private Security' Task Force. "Summary of 
Private Security Legislation." (See Appendix 6 to 
this report.) 

5. Research Department, Division of Justice and 
Crime Prevention. "The Private Security Industry 
in Virginia." Summer 1972. 

Related Standards 

The following standards and goals may be appli
cable in implementing Standard 10.3: 
9.2 Regulatory Board for Private Security 
'9.4 Regulatory Board Hearing Procedure 
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Standard 10.4 

Notification of 
Changes in Status 
of Licensee 

The licensee should be required to notify the 
regulatory board within 14 days of oy change In 
the status of tile licensee pre110usly reported in the 
license applieation. ' 

Licensing cannot maintain its viability if the regu
latory board is not aware of changes occurring 
within the licensed entity. Therefore, some provision 
sho'!ld be made to notify the licensing authority 
of changes as they occur. These chang~s. would 
include: a change of address of the principai place 
of business or a branch office; a change of the 
name under which the licensee does business; if 
the qualifying agent ceases to act for the licensee; 
any addition or deletion of officers, directors, part
ners, resident managers of offices in the State, or 
shareholders who own a 10 percent or greater share 
in the licensee. Because a license is granted to the 
security business based upon the qualifications and 
background investigations of these individuals, when 
there is a change in the status of any of them, the 
original basis for granting· the license is altered. 

The regulatory board should be notified whenever 
one of the above listed officials ceases to serve in 
the official capacity, for whatever re!lSon--death, 
resignation, or removal from office. The regulatory 
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board also should be notified of the name and 
address of the individual designated to replace a 
former official or added to one of the official posi
tions. Such persons should file fingerprints with the 
agency so that a background investigation can be 
conducted. Failure to notify the regulatory agency 
of these changes should result in the suspension or 
revocation of the license. 

One reason for the license applicant to appoint a 
qualifying agent is to ensure the regulatory agency 
that at least one individual within the organization 
meets the necessary minimum . qualifications. If this 
qualifying agent later ceases to act for the licensee, 
there is no longer any guarantee of ,a qualif\ed indi
vidual assisting In the operation of the security 
service bus~ess. Therefore, itl.s necessary to 
promptly obtain a substitute who meets the quali
fications outlined in Standard 10.3. 

No time limit is specified for obtaining a new 
qualifying agent, and it is not intended that the 
licensee be forced to replace an individual within 
the 14-day notification period. However, a ~eplace
ment for the qualifying agent should be found 
within a reasonable period, consistent with good 
business practice for personnel replacement. The 
Model Private Security Licensing and Regulatory 
Statute of the Private Security Advisory Council 
suuests a maximum time period of 6 months for 

the replacement of the qualifying agent; this time
frame appears reasonable. 

Selected References 

1. Private Security Advisory Council to the U.S. 
Department of Justice, Law Enforcement Assistance 
Administration; "A Report on the Regulation of 
Private Security Guard Services including a Model 

Private Security Licensing and Regulatory Statute." 
May 1976. (See Appendix 11 to this report.) 

Related Standards 

The following standards may be applicable in 
implementing Standard 10.4: 
10.2 License Applications 
10.3 Qualifying Agents 
10.5 License Renewal 
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Standard 10.5 

License Renewal 
The license to engage in a security service busi

ness should be renewed every year. 

Commentary 

Once a license has been issued, the level of 
contact between the regulatory board and the licensee 
drops dramatically. Only if some change requiring 
notification occurs within the licensee or a complaint 
is made during the currency of the license is a 
licensee likely to come into contact with the regu
latory board. 

In order for licensing to be effective, a license 
cannot be a perpetual grant. The security service 
business should seek periodic renewal of its grant to 
do business, giving the regulatory board an oppor
tunity to learn of any unreported changes in the 
business, to update the board's records, and' to 
evaluate the licensee's performance with particular 
emphasis on any complaints, arrests, or convictions. 

. License renewal forces periodic contact between 
" the licensee and the regulatory board. 

Of the 34 States licensing some aspect of the 
private security industry in 1975,22 required annual 
renewal and 12 required renewal every 2 years. 
No State granted a 5-year license. A I-year license 
period is recommended as most appropriate. The 
prime fac~or for requiring a yearly license renewal 

306 

~="_#-.---==-----------------~---------

o 

\ 
\' 
I) 

is monetary. An annual renewal assures the agency 
of a continuing flow of funds that should be dele
gated to the regulatory board for its continued 
operation. . 

Rather than requiring the refiling of information 
previously submitted and the fingerprinting of the 
same individuals, the license renewal process should 
be automatic~ entitling the licensee to a renewal of 
the privilege to do business unless adverse informa
tion has been filed that reflects upon ~s ability to 
perform competent and ethical services. This auto
matic renewal process is possible because of several 
safeguards. '. 

One safeguard for the continued evaluation of 
the licensee's competence is through periodic field 
investigations to verify the accuracy of information 
on file about the licensee and to check on any changes 
that should have been reported. Another safeguard 
is the complaint procedure. When complaints are 
received from consumers or the pubijc, resulting 
investigations would involve contact between the 
regulatory board and the licensee. 

A simplified renewal procedure need not preclude 
an updated background check of the individuals 
involved with the licensee. Fingerprints of the offi
cers, partners, resident managers, qualifying agent, 
and 10-percent shareltolders on file may be randomly 
resubmitted for up'dated criminal record checks 
during different renewal periods. 

o 

If the regulatory board maintains various safe
guards that enable it to evaluate licensees' perform
ance, the renewal process may be routine and 
automatic. The regulatory board should remember, 
however, that by renewing the license of a security 
service business it gives its seal of approvid to that 
business. 

Selected References 

1. Kakalik, James S., and Sorrell Wildhorn. Pri
vate Policein the United States: Findings and Rec
ommendations, Vol. I, R-869 IDOJ. Washington, 
D.C.: Government Printing Office, 1972. 

2. Private Security Task Force. "Summary of 

Private Security Legislation," 1975. (See Appendix 
6 to this report.) 

3. Stenning, Philip C., and Mary Cornish. The 
Legal Regulation and Control of Private Policing 
and Security in Canada. Ministry of the Solicitor 
General of Can!~da, May 1974. 

Related Standards 

The following standards may be applicable in 
implementing Standard 10.5:' 

9.2 Regulatory Board for Private Security 
10.2 License Applications 
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(,Standard 10.6 

Display of License 
Certificate 
. The lice~see should be required to displ9.y tbe 
bc~n~e certificate in public view in the licensee's 
prmclpal place of business as well as displaying a 

,copy of the certificate in each branch office. 

Commentary 

Co~sumers of security services should be able to 
~alk ll~tO an~ s:c~rity service business and determine 
ImmedIately If It IS licensed. It should not be neces
s.ary for consumers to search for evidence of a 
h~ense, or to ask about the status of the business. 
DI~play of the license certificate also is one indi
caho.n . to con~umers that the licensee is capable of 
provIdIng ethI~al and competent security services. 
When no certIficate of license is on display, con
sl;lmers should realize they may be dealing with a 
dIsreputa?le. business. Thus, the certificate of license, 
or a facsImIle, should be prominently displayed in 
every office of the security business. 

Required display' of the certificate also can aid 
the complaint procedu.re .. No matt~r how thorough 
the regulatory boa.rd IS In scree DIng applicants, a 
problem may occasIOnally Occur involving a licensee. 
If consumers can tell the regulatory board the official 
name of the licensee and its license number because 
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of the prominent display of the certificate of license 
the. board's procedure for processing and investi~ 
gatIng, consumer complaints can be aided. 
. A1tho~gh t~e specific format of the certificate of 
~Icense ~s uDl?Iportant, it should contain certain 
Inf~rmahon: lIcensee's name and, if different, the 
busIness. name under which it operates; addresses 
of locatIons where the licensee is authorized to 
operate; dates of issuance and expiration; and license 
n~mber .. Bot~ co?s?mers and the regulatory board 
~Ill be aIded If thIS Information is readily observable 
In each security services office. 

Selected References 

.1. Private Security Task Force. "Summary of 
P~Ivate Security Legislation." (See Appendix 6 of 
thIS report.) 

Related Standards 

. The fo~owing standards may be applicable in 
ImplementIng Standard 10.6. 
10.1 Licensing of Security Businesses ct, 
10.4 Notification of Changes in Status of Licensee 

o 

Standard 10.7 

Bonding and 
Insurance 

When appropriate, due to the nature of the work, 
the applicant sh~uld ·file a surety bond and proof 
of public liabiHty insurance with the regulatory 
agency before a Ucense b bsued. 

Commentary 

H an employee of a security services business acts 
wrongfully or negligently or the business fails to 
perform a service contracted for, the person injured 
needs some assurance of obtaining redress for 
damages suffered. Any business engaged in activities 
that may inflict injury should be prepared to restore 
any injury it causes. Adequate bondiq~ and personal
liability and property-damage insurance are common 
means of compensating persons injured by business
related abuses. Bonding and insurance can create a 
measure of recourse for an aggrieved third party 
or consumer and discourage dishonest business prac
tices and abuses of authority. Mandatory bonding 
and insurance also can have the practical effect of 
screening out uninsurable applicants. 

Although it may be argued that bonding and surety 
requirements add to the operating costs of the small 
private security business, not requiring these provi
sions leaves the public at a grave disadvantage. The 
potential for improper, illegal, or harmful conduct 
by security operations and security pe~onnel has 

() 
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been discussed at length. A single act of one guard 
may evoke the same amount of damage, regardless 
of the size of the security organization. The failure 
of an alarm or detection device may result in the 
same loss, whether the company that provided the 
equipment was a national organization or a small 
local company. A small, marginally operating com
pany does, indeed, have a legitimate right to conduct 
its business, but the right of the public to be pro
tected from wrongful torts must prevail when the 
business involves the protection of life and property 
and the potential for denial of constitutional guar
antees. Although the small businessman .m.ay be the 
most economically impacted by requirements for 
insurance, surety bond, or similar protection, the 
public may find it has, in fact, no recourse against 
such a company if the company's capital worth is 
less than the amount of awarded damages. 

Of the 34 States presently licensing some aspect 
of the private security industry ~n a statewide basis, 
85 percent require a minimum' surety bond condi
tional so that any person I injured by the willful, 
malicious; or wrongful act of the security service 
licensee, agents, servants, officers, or employees can 
bring a personal action for damage sustained. A 
few States supplement the bond by requiring 
personal-liability and property-damage insurance 
designed to protect the injured party; Sf')me States 
offer the applicant an option of bonding or insurance. 
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No State licensing statute makes reference to fidelity 
insurance, designed to protect licensees from the 
dishonest acts of their employees. The Private Secu
rity Advisory Council's model act eliminated any 
reference to surety bonds but requires an applicant 
to have comprehensive general liability coverage for 
bodily injury, personal injury, and property damage, 
with endorsements for assault and battery and per
sonal injury, including false arrest, libel, slander, 
and invasion of privacy. Surety bonding is one more 
method of ensuring that the consumer and the public 
are protected and, therefore, it is recommended that 
both public liability insurance and surety bonding 
be carefully considered as licensing requirements 
for all security services businesses. 

Although most often associated with building con
tracts and performance guarantees, a surety bond 
can cover much more·. Commonly defined, a surety 
bond is an obligation whereby one (the surety) 
becomes responsible for the debt, default, perform
ance of an obligation, or miscarriage of the bonded 
individual (the principal). The extent of the surety's 
liability is dependent on the terms of the bond. The 
surety bond generally required by most States for 
security service licensees is often referred to as a 
license bond. It is set up so that one may recover 
for actionable injuries, loss, or damage as a result 
of the willful, malicious, or wrongful acts of the 
principal, his agents, or employees. The surety bond 
may also be conditioned upon the faithful and 
honest conduct of the principal's business. 

Surety contracts are in many respects similar to 
insurance contracts of fidelity bonds yet have sig
nificant legal differences. Unlike a surety bond, a 
fide!ity Qonq ,is 11. f.o'ltract of lmm!lmcc, synonymous 
with fidelity or guarantee insurance, whereby one 
agrees to indemnify another against breaches of 
contract or against any loss arising from the lack of 
integrity or fidelity of empioyees and persons hol9in~ 
positions of trust. The bond generally covers fraud, 
dishonesty, larceny, embezzlement, negligence, and 
other named forms of misconduct. The bond is gen
erally designed to protect an employer from losses 
sustained by the dishonest acts of an employee. 

Surety bonds often provide greater protection for 
injured parties because a bond may cover any 
wrongful act, willful or negligent, whereas public 
policy generally prohibits people from insuring 
against their own willful acts. Substantively, a surety 
bond may be broader in coverage than public lia
bility insurance, and, procedurally, recovery under 
a bond may be simpler. To recover insurance pro
ceeds, the injured party must look primarily to the 
wrongdoer and prove that the cause of loss was 
specifically covered by the policy, that the loss 
occurred as a result of the type of transaction that 
was insured, that the loss was caused by the person 
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or entity who was insured, and that the person caus- ® } .... 
ing the injury or damage was acting in the scope 
of his employment. In addition, bond premiums are 
often less expensive than insurance premiums, be- i 
cause a surety bond, unlike public liability insurance, I·~.' 
allows the surety to seek reimbursement of any 
claims from the bonded security service business. 
Insurance companies, however, cannot expect the en: I 
insured to directly repay claims, except through 
increased premiums. 

Surety bonds for large amounts may restrict the ,~. 
entry of smaller, less amuent security businesses 
into the market. This primary disadvantage arises 
because the. surety c0thmpany expectsfulto

l 
be r~Pdaid (C ~ 

for any claims, and erefore, care y consl ers ii. 
the financial responsibility of the company seekingl 
to be bonded. This disadvantage should be carefully ~ 
weighed against the advantage of allowing an injured ,." \{ 
party a method of recovering for damages sustained 
as a result of the actions of the security business 
or its employees. Q; ii 

In addition to study of the feasibility of requiring t 
a surety bond, serious study also should be made ~ 
of requiring each license applicant to file proof of ~ 
public liability insurance. However, many private ~ 
security companies are finding it difficult to obtain 
adequate liability coverage. In fact, this problem is It. 
so great that several large companies are self-insured. ~ 
CompUlsory insurance may therefore create serious ~ 
problems, perhaps driving out many good businesses [ 
or even drying up the availability of liability insur- ~ 
ance. Yet, there are advantages for mandatory in- ;} 
surance that make serious, careful, and extensive JI 

r?-, * research into the liability insurance situation Ib, Jf 

t necessl:try. 
Once it is determined that liability insurance 

should be required within a State, the type of policy 
required should be considered. Bruce W. Brownyard, 
in an articll'l in Security Mana~'wment Magazine, 
listed a number of important areas for coverage 
beyond the standard liability policy. These coverages 
should be considered as a minimum: 

1. Comprehensive General Liability (basic bod
ily/personal injury and property damage coverage), 

2. Assault and Battery Endorsement (intentional 
as well as accidental assaults) • 

3. Personal Injury Endorsement (false arrest, 
libel and slander, invasion of privacy. etc), 

4. Broad Form Property Damage Endorsement 
(damage to property in the care, custody or control 
of the security firm), 

5. Errors and Omissions (error or failure in 
performance resulting in bodily/personal injury or 
property damage). 

The levels of surety bonding and liability insur
ance required by present State legislation vary con
siderably. Eleven States require surety bonds of 
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$3,000 or less, 12 States have set a level of $5,000, 
and 12 others have a requirement of $10,?00: ~~ly 
two States surveyed in 1975 required pubhc hahllity 
insurance, with the levels set at $50,000. Each S~ate 
private security regulatory board should. c?nslder 
the situation within its State before determmm~ the 
specific monetary l~v.el that sh~uld be .requued. 
Specific levels of mmll~Uin ?ond~ng and ms~rance 
requirements are not cited 10 thiS standard, how
ever, it is believed that current minimums s~ould 
be increased so that ample funds would be available 
to sufficiently reimburse injured parties. . 

In summary, carefully structured bondmg. ~d 
insurance requirements offer a means. of alleYlatmg 
problems of abuse by private. secunty busI~esses 
and employers. At the same time, they. ~rovlde a 
necessary avenue of recourse for the CitIZen who 
may be victimized by unscrupulous firms ~n? prac
tices or who may suffer other forms of mJury .or 
damage as a result of actions by private secunty 
businesses or employees. Therefore, each State sho~ld 
examine the effects of bonding and insurance require
ments and adopt uniform regulation i~ this area. so 
as to best protect the public interest Without forcmg 
competent but smaller security operations out of 
the marketplace. 

Selected References 

1. Black, Henry Campbell. Blac~'s. Law Diction
ary. St. Paul, Minn.: West pubhshmg Company, 

1968. . S 
2. BrowlJlyard, Bruce W. "Are You Buymg ecu-

rity ... or Trouble," Security Management Maga-
:dne. November 1974. 

3. Corpus Juris Secundum, "Insurance," Vol. 44, 
Sec. 1, p. 473" and Sec. 72, p. 555. 

4. Corpus Juris Secundum, "Principal and 
Surety" Sec. 2, p. 515. 

5. KakaIik, James S., and Sorrel. ~ildhorn. 
Private Police in the United States: Fmdm~s and 
Recommendations, Vol. I, R-869jDOJ. Washmgton, 
D.C.: Government Printing Office, 1972. 

6 National Commission on Crime and Delin
que~cy. "Standard St~te Act for Private Security 
Services." 

7. Peel, John Donald. The Trainireg, Lice~ing 
and Guidance of Private Security Officers. Spnng
field, Ill.: Charles C. Thomas, 1973. 

8. Private Security Advisory Council to th.e U.S. 
Department of Justice, Law Enforcement Ass~stance 
Administration. "A Report on the Regulation of 
Private Security Guard Services including a Mod~! 
Private Security Licensing and Regulatory Statute. 
May 1976. (See Appendix 11 to this report.) 
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Related Standards 

The following standards may be applicable in 
implementing Standard 10.7: 

10.2 License Applications 
10.8 License Denial, Revocation, or Suspension 
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~ Standard 10.8 { 
I i 
I Licen, se Den, ial, °i 
ij R,evocation, or t ~ ~ i Suspension c~ 
~ A license may be denied,revoked, or suspended H a licensee would take great care not to violate any t 

' ~,'1 the licensee; its qualifying agent; resident manager; listed restrictions. ~, ' 
tl or any officer, director, or shareh()lder owning a 10 Because the enforcement of this sanction can I percent or greater interest in the licensee (provided result in the denial or loss of the privilege to do :"i 

~ the licensee is not listed on a national securities business, due-process requirements should be met. i 
~ exchange or registered under section 12 of the Secu- The various acts that may result in license denial, C ,~ 
" rities and Exchange Act of 1934, as amended) does revocation, or suspension should therefore be deline- ot' 

j the foUowing: ated and enforcement standardized. Also, adminis:' ~, ' i t. Violates any provisions of the regulatory act trative procedures should be established to give notice ~ 
~ or of the rules and regulations promulgated under to the applicant or lice.11see of the intent to deny, " i the act; suspend, or revoke a liCiense and of the procedure ' 
u 2. Commits any act resulting in the conviction for requesting a hearing prior to that denial, revoca- (! " 

.
1 of a felony or a crime involving moral turpitude, ti<,m., or suspension. , 'I,,' 
w where such conviction reflects unfavorably on fitness Although its wording is permissive, this require- i 

" I to engage in a security service business; ment should be strictly enforced and applied. Unless I 3. Practices fraud, deceit, or misrepresentation; there are important and valid extenuating circum-
! 4. Makes a material misstatement in the appli- stances, a license should be denied if there is suffi-

~t cation for or renewal of the license; and/or cient proof that the listed individuals hav, com-
~ S. Demonstrates incompetence or untrustworthi- mitted any of the enumerated acts. When a provision 
f ness in actions affecting the conduct of the security of this requirement is violated, the investigation and 
.J services business. review process should be promptly initiated and 
" complete9. Early suspension should be invoked if 

I evidence indicates such action is necessary for the 

! 
Commentary protection of the public. Only through prompt and 

strict enforcement can denial, revocation, and sus-

" 

. To be effective, regulation needs to include strong pension maintain their validity as useful sanctions 
l sanctions. The revocatiOIi or suspension of a permit and deterrents. 
! to engage in business is a sanction that can be very Several factors should be considered by the regu-! effective. Being aware of this serious consequence, latory board before a decision to deny, suspend, or 
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revoke a license. The board must first consider to 
what extent the action under considera~ion affects 
the conduct of the business. It also should deter
mine ir'the action is· an isolated incident or one that 
has occurred repeatedly. Additionally, the regula
tory board should consider which individual com
mitted the act and determine what action has been 
taken by the applicant or licensee to remedy the 
situation. 

In considering these various factors, the regula-

versely affect the conduct of a security service busi
ness, ~ut they can be contro~ed by t.he judicio~s, 
yet unsparing, use of the sanctions of hcense demal, 
suspension, and revocation. 

Selected References 

1. Private Security Task Force. "Summary of P~
vate Security Legislation." (See Appendix 6 to this 
report.) 

Related Standards 
/ 

tory board should remember that the p~rpose ~f 
licensing is to assure consumers that the hcensee IS 
capable of· providing ethical, competent, and ~espon
sible security services. H the action of the hcens~e 
does not affect the continued performance of thIS The ffjiIowing standards may be applicable in 
type of service, then no reason may exist to. revc.ike implementing Standard 10.8: 
or suspend the license. However" if the action !~as 3.3 'Reporting of Criminal Violations 

i an affect and no extenuating circumstances ~X!st, 9.2 Regul.atory Board for Private Secur~ty 
then denial revocation or suspension should o!.::cur. ;; 

The five' actions outlined in this standard ca(b. ad-.;.9:4 Regulatory Board Hearing Procedure // (/ 
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Chapter 11 
Registration 
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INTRODUCTION 

In Chicago a confessed murderer, judged mentally 
incompetent for trial, was hired as a security guard. 
Three days later, while on duty, he shot and killed 
a person. A private security guard in an Oakland, 
Calif., theater shot and killed a person allegedly 
causing a disturbance. In a Phoenix, Ariz., night
club parking lot, a security guard shot a 17-year
old boy during a fight. Although these incidents are 
extreme, their occurence is rising. Several pages 
could be filled with similar examples of abuses in
volving security personnel that resulted in death or 
serious bodily harm . 

The RAND Report (Vol. I) provides an esti
mate of the frequency and nature of less serious 
incidents in which security personnel overstep their 
authority or are threatened with criminal charges or 
eivil suits. The most frequent types of incidents seem 
to be assault and unnecessary use of force, false arrest 
or imprisonment, defamation, improper detention, 
trespass, and invasion of privacy. The above report 
concluded that, based on certain evidence and analy
sis, a variety of potential and actual problems exist 
involving security personnel. 

Another area where problems arise is in the pro
tection of the property of the employer or contract
ing party. Security personnel's access to many valu
ables, including money, important assets, and trade 
secrets, poses serious problems. In an interview 
conducted for CBS' "60 Minutes," Dec. 21, 1975, 
Philadelphia district attorney Emmett Fitzpatrick, 
whose office conducted a 1975 investigation of the 
private security industry, summed up what may 
occur: 

One of the biggest problems that we have with private 
security guards is that they end up stealing things. They 
have access to all kinds of goods within the business estab
lishments themselves; and hardly a month goes by that we 
don't have a complaint from a security agency somewhere, 
or from a store, that the security agents within the store 
have been caught stealing things. 

Obviously, action should be taken to reduce the 
number of potential and actual problems involving 

private security personnel. This reduction can come 
about only when security personnel are above re
proach in character, background, and honesty. 
Several suggestions have been made for improving the 
personnel caliber, with previous standards recom
mending thorough screening of job applicants by 
employers, increased wages, and improved training. 
These recommended policies already have been in
stituted by many reputable organizations. Yet, be
cause of the intensely competitive nature of the in
dustry, marginal companies are unable or refuse to 
institute programs needed for improvement. Govern
ment registration of private security personnel is, 
therefore, necessary to help set minimum qualifica
tions to protect all persons affected by the acts of 
security personnel-consumers of security services 
and the public. 

The standards for registration, as presented in 
this chapter require that every individual perform
ing private security functions be registered with the 
State regulatory agency. Because the purpose of 
registration is to protect the public, certain qualifica
tions should be met before registration is granted. 
These qualifications should include minimum age, 
physical, intelligence, character, and training require
ments. Qualification for armed personnel should be 
higher than those for unarmed personnel and should 
include additional training in the use of firearms. 
Obviously, any individual who carries a firearm 
needs to be properly trained in its use, if serious 
mishaps are to be prevented, and must fully under
stand the legal aspects connected with the use of 
the weapon. And to ensure that all required persons 
are registered, any person permitting a nonregistered 
individual to perform private security services should 
be subject to criminal penalties. 

Because of emergency situations, provisions should 
be made for issuance of temporary permits pending 
issuance of permanent registration cards. Temporary 
permits, however, should be valid only for 30 days 
and should not be issued until applicants have had 
favorable local law enforcement background checks. 
After applicants have met all other requirements, 
including training, permanent registration cards 
should be issued. These cards would belong i:O in-
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employer. Renewal of registrati6'n for armed per-
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Standard 11.1 

Registration of 
Private Security 
Personnel 

Every penon whO' is emplGyed to' perfGrm the 
functiGns ,Gfan investigatGr Gr detective, guard Gr 
watchman, armGred ear persGnnel Gr armedcGurier, 
aIarin system installer Qr servicer, ~r alamNespGnd
ent shGuid be registered with the J)rivate security 
regulatGry board. 

lI', 
Jf 
I,~ 

,~ Commentary 
t' 

~ Every person employed to perform one" of the', 
:; list~d security functions should meet certain mini-
K) mum qualifications, with no distinction based on an 
~' employer/employee relationship. It does neit matter 
~. whether the person is employed by a contract com-
~ pany i.)C a company using a proprietary security orga-
~ nization. The security function, not the r!mployer/ 
~; employee relationship, creates the problem that 
t/:' , ne~ds to be remedied by registration. l 
~(,; The effectiveness of this regulatory pl~il would be 
.' nullified if personnel working for prop~ietary secu-
!~ tity organizations are excluded from /registration. 
~ Both contract and 'proprietary security personnel are 
;, drawn from the same labor market, wjth personnel 
~ having similar education and rates ofllay. The work 
~O performed and problems confronted II by each are 
,. similar, and, most importantly, the Rotential threat 
~ to the publi<: from abuses, of ,aut~~brity, such as 
,~ assault, unnecessary use of force, i,lalse imprison:-

~ # ~ II 

/1 

ment or arrest, improper search and interrogation, 
impersonation of police officers, and mishandling 
of weapons, is just as likely to occur with proprie
tary personnel as with contract personnel. 

It is recognized that many large corporations with 
proprietary security organizations have exemplary 
training programs and employ highly qualified per
sons. However, just as in the contract security -sec
tor, many businesses using proprietary guards do 
not provide training, are not selective in their hiring 
practices, and do not carry adequate insurance to 
protect the public from possible abuses by their 
employees. 

'Some proprietary security professionals have main
tained that proprietary guards should not be regu
lated unless they are antled. Many of their objections 
are self-serving; however, their basic position is that 
a businessman has a right to protect his assets. This 
right is not in disagreement. But, just as the business
man is required to have his elevators inspected, his 
building engineer certified. his accountant accredited, 
and his lawyer accepted by the State bar, the un-

'armed proprietary security guard needs regulatory 
controls to prevent a varieiy .()f abuses, 

Proprietary guards, just like contract security 
guards, come into contact with .the;, public--em
ployecs, visitors, tradesmen, vendon!, trespassers, 
and others. These citizens have cionstitutionally 
guaranteed rights that guards can, arid bn occasion. 
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do, violate. A recent case, in which a guard hand
cuffed an individual to a railing for 6 hours, did not 
involve deadly force but clearly illustr:ates the poten
tial of other possible substantive damages inflicted 
on a person by a guard. Guards in supermarkets, 
liquor stores, and retail establishments have been 
alleged to have physically assaulted customers; 
guards have conducted unconstitutional searches of 
vehicles, lunch boxes, and persons at factories and 
warehouses; guards have obtained confessions under 
threat or duress from employees charged with theft. 
Although a college-educated, physically powerful 
proprietaJ:Y security director may not become a 
victim of a proprietary guard employed at another 
place of business, that same guard may improperly 
act toward a 16 year-old boy or an uneducated, 
minority group member. 

It may be that the proprietary security director 
forgets that proprietary guard forces are employed 
by dancehalls, drive-in movies, innercity liquor stores, 
automobile junkyar.ds, apartment houses, and so 
forth. Regulation of these businesses without regula
tion of large, well-staffed corporations; is prohibited 
under the due-process clause of the Constitution. 

The public would be the principal beneficiary of 
the registration of private security personnel. If pro
prietary personnel are exempted from this registra
tion, public protection would be vitiated, because 
the number of proprietary personnel far exceeds the 
number of contract personnel. There is no reason 
to assume that a person employed by a proprietary 
security organization would act any differently to
ward the public than a person employed by a con
tract security organization. 

There can be beneficiaries of the registration pro
gram other than the JPublic. A prime beneficiary is 
the employer of secu:rity personnel. It is becoming 
very difficult, and, if the trend toward strict privacy 
legislation continues, it may become impossible for 
employers to learn anything about an applicant's 
past, particularly the applicant's character. However, 
with registration rcq1lireQ. the prospective employer 
would need only to ask to sec the applicant's security 
service registration card to be assured that certain 
minimum qualifications had been met. The posses
sion of a valid card would indicate that the individ
ual had been investigated, been judged dependable, 
and met certain training requirements. 

In 1975 12 of the 34 States regulating some , . 
aspect of the private security industry required reg~s
tration of security employees of contract secunty 
organizations. Generally, the States required that 
the employer register the employee immediately upon 
hiring, and, if the person failed to meet the. nec~
sary qualifications, the employment relatJonsh~p 
would be terminated. Often, because of delays 10 
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processing registration applications, a person con
ceivably could work several weeks, or even months, 
before receiving regulatory agency approval. In one 
State, processing took over 9 months. 

It has been estimated that between 300,000 and 
several million persons could be involved in the 
registration process. Although no specific figures are 
available, statistics provided by the Bureau of Labor 
Statistics, the U.S. Bureau of the Census, private 
security regulatory agencies, and industry repre
sentatives indicate that a conservative estimate of 
the number of security personnel that would need to 
be registered is more than a million. 

Before making a final recommendation for secu
rity personnel registration, various aspects of the 
problem were carefully considered: the large num
ber of perspns to be registered and the bureaucratic 
problems this could create, the desire not to over
regulate, the abuse cited concerning security per
sonnel, and the positive role the industry can play 
in crime prevention. Balancing all factors, it was 
determined that a registration program should be 
established. 

A registration program with minimum qualifica
tions, including training and background screening, 
cannot end all abuses and automatically eliminate 
crime. Effectively operated and strictly enforced, 
however, it can begin to weed out undesirables and 
can help professionalize this important segment of 
the business community, leading to more effective 
private security services and improved crime pre
vention. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 11.1: 

6.7 Law Enforcement Personnel Secondary 
,,'\) Employment 
'j - 6.9 Private Investigatory Work. 
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Standard 11.2 

Registration 
Qualifications 

Every applicant seeking registration to perform 
a specific security function in an unarmed capacity 
should meet the foUowing minimmn qualifications: 

1. Be at least 18 years of age; 
2., Be physically and mentally competent and 

capable of performing the specific job funcnon being 
registered for; 

3. Be morally responsible in the judgment of the 
regulatory board; and, 

4. Have succesfully compiewd the training re
quirements set forth in Standard 2.S. 

Commentary 

The 1967 Task Force Report: Tr.e Police of the 
President's Commission on Law Enforcement and 
Administration of Justice stated that "policing a 
community is personal service of the highest order, 
requiring sterling qualities in the individual who 
performs it . . . Few professions are so peculiarly 
charged with individual responsibility." Although 
the quote is directed toward law enf<?rcement p~r
sonnel, it is equally applicable to pnvate secunty 
personnel, who likewise often must make instanta
neous decisions affecting lives and property. 

As pointed out in the preceding standard, the 
nature of the role of the private security industry 
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demands that steps be taken to upgrade the quality 
of its personnel.. Research has indicated that far too 
many security personnel, charged with protection of 
life and property, are either incompetent or of ques
tionable character. Yet, existing personnel selection 
requirements and procedures do not screen out the 
unfit. If costly and dangerous losses both to business 
and society are to be prevented, measures for 
improvement need to be devised. 

Chapter 1 of this report makes a number of 
recommendations for improving the quality of pri
vate security personnel. These recommendations re
flect reasonable standards that should be established. 
However, despite the validity of the recommenda
tions, it is recognized that certain actions' may never 
be instituted unless ,mandated by law. Therefore, 
in order t6 improve the quality of security personnel, 
it was felt that certain minimiJpt qualifications should 
be establishedlfor registration.\> " 

Recognizing the desire to attract high school 
graduates who might make a career in the priva~e 
security field, a minimum age requirement of 18 IS 

suggested, thus enabling ,businesses to compete for 
qualified young people. It is believed that personnel 
who do not possess the necessary maturity so often 
associated with age would not meet other require
ments. No attempt is made, however, to impose a 
maximum age restriction. Any individual who can 
meet the physical and mental qualifications estab-

. , 

'" 

',) 

lished by the regulatory board should be allowed 
to perform security functions; regardless of age. 

Physical qualifications are not specifically enumer
ated, because each particular job functiOn requiring 
registration calls for different physical qualifications. 
For example, performing the duties of a guard may 
require a higher' level of hearing and better eye
sight than are necessary for an alarm servicer. 
Similarly, certain physical deformities or limitations 
may adversely affect performance as an alarm re
sPondent but have no appreciable effect upon per
formance as an investigator. ,'I 

The area of physical qualifibations'should be care
fully studied by the private security regulatory board. 
These qualifications should become part of their 
rules and regulations after careful consideration of 
the relationship between specific duties to be per
formed by the registrant and any physic at problems. 
Provisions should be made to consider questions of 
physical competence on an individual applicant basis. 

The need for private security personnel to have 
emotional stability and sound judgment is apparent 
because of their important roles in maintaining order 
and protecting lives and property. Whether a person 
is guarding a remote reck quarry, patrolling a resi
dential area, or investigating business losses, a cer
tain level of mental competence is required. This 
does not infer' that a specific level of educational 
accomplishment alone would qualify the individual; 
some people with high school diplomas possess 
neither commonsense nor emotional stability. Persons 
whose background investigations indicate they pos
sess sound judgment and emotional stability should 
be allowed to register as security personnel, regard
less of their level of formal education. 

Measuring or determining mental competence is 
not easy, particularly when such d,eterminations 
must be made for thousands of applicants in the 
initial stages of registration. Two recommended 
methods that perhaps can be gradually worked into 
the registration process are psychological tests and 
interviews by trained professionals" The present 
limitations of these methods are recognized, but their 
validity and usefulness may be increased through 
continued research. Private security regulatory 
boards, therefore, should study these methods and 
keep abreast of research so that the best available 
means of measuring mental competence can be deter
mined and applied. 

The need for morally responsi'ble security per
sonnel cannot be argued, but questions over what, 
in fact, constitutes being morally responsible are 
likely. One solution for adding preciseness to the 
term would be to ~eq!.!ire that n,tO person who has 
been convicted,oC a felony or irmisdemeanor that 
reflects upon ability to perform sficurity work should 
be allowed to register. However,r in many cases, the 

regulatory board may find that an individual has a 
long list ofi criminal charges that have never resulted 
in a con,fiction but the nature and number of 
charges may indicate that the person is not morally 
responsible. 

Finally, this standard incorporates the specific 
training recommendations set forth in Standard 2.5. 
As was pointed out in Chapter 2, training can sig
nificantly improve the competence of security per
sonnel to aid in ,crime prevention and control. 
Training is one of the most common ar'eas in the 
private security industry needing the most improve
ment. However, unless requirements are mandated 
by law, the majority of private security personnel 
may never receive the necessary training. The bene
fits of training to employers, private security workers, 
consumers of security services, and the public are 
too great to be left to the option of employers or 
individual workers. 

It would, of course, be preferable if all se-eurity 
personnel met stringent, professional requirements. 
However, this report recommends that the initial 
government-mandated qualifications should be mini
mum. It is impossible to determine the number of 
people who would have to reg;-&ter with the private 
security regulatory boards. It is also impossible to 
accurately assess the impact' of strict qualifications 
upon the industry. If the requirements are too high 
and cannot be met by those applying for registration, 
a serious shortage of available manpower could 
occur, adversely affecting the industry and those 
who seek to use it for protection. Thus, the require
ments set forth in this standard are minimal but 
designed as an initial step for eliminating undesirable 
applicants. The regulatory board should constantly 
evaluate the requirements. If a particular require
ment is too restrictive and is keeping competent and 
ethical persons out ~f the field, that requirement 
should be eliminated. Likewise, if serious problems 
are occurring that could be corrected by a different 
or more stringent requirement, it should be added. 
Although constant evaluation requires maintenance 
of records and careful analysis, such efforts are' 
necessary in order to balance the interests of the 
private secllrity industry and society. 
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Related Standards 

The following standards and goals may be applica
ble in implementing Standard 11.2: 

/1 
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1.1 Selection of Qualified Personnel 

1.3 Preemployment Screening 

1.6 Application of Employment 

-,f 

1. 7 Availability of Criminal History Records 

1.8 Minimum Preemployment Screening 
Qualifications . 

2.1 Training in Private Security 

2.4 Training Related to Job Functions 

2.5 Preassignment and Basic Training 
2.6 Arms Training 

2.9 State Authority and Responsibility for Training 

3.1 Code of Ethics 

3.3 R(:porting of Criminal Violations 

4.3 Certified Training of Alarm Sales and Service 
Personnel 

9.2 Regulatory Board for Private Security 

9.4 Regulatory Board Hearing Procedure 

---"'.----.--------:.-...,.-----------.----.. --~-----.-- .. 
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Standard 11.3 

Qual ific~tions for 
Armed Security 
Personnel 

Every applicant who seeks registration to perfonn 
a specific security function in an armed capacity 
should meet the following minimum qualifications: 

1. Be at least 18 years of age; 
2. Have a high sch061.i!iploma or pass an equiva

lent written examInation; 
3. Be Hi"tttally competent and capable of per

forming in ,,¥~ann~d capacity; 
4. Be morally responsible in the judgment of the 

regulatory board; 
5. Have no felony convictions involving the use 

of a weapon; 
6. Have no felony or misdemean{lr convictions 

that reflect upon the applicant's ability to perfonn 
a security function in an anned capacity. 

7. Have no physical defects that would hinder 
job perfonnance; and, 

a. Have successfully completed the training re
quirements for anned personnel set forth in Stand

. m'~s 2~S and 2.6. 

Comm6~tary 

Some of the most serious problems in the private 
security industry are caused by the use of weapons. 
Throughoult this report, various tragic examples 
have been .cited in which injury .or death resulted 
from weapons abuse. Other private security studies 

have cited similar incidents. Although no statistics 
are availabie to determine the frequency of these 
incidents, it remains unquestioned that the carrying 
of a firearm includes the potential for serious and 
dangerous consequences. 

Armed security personnel take on an awesome 
responsibility. Split-second decisions with lethal 
weapons can result in death or serious injury, and 
the lives of armed security workers are constantly 
endangered. Walter M. Strobl stated, in "Private 
Guards Ann Them or Not," "the very fact that a 
weapon is visible wili. ·cause the criminal to assume 
a more violent attitude that could trigger the most 
violent actions." 

Many responsible individuals within the private 
security industry have long argued against arming 
security personnel. Proprietary security executives 
have encouraged executives within their organiza
tions to abandon the use of weapons, and contract 
organizations have discouraged consumers from re
questing armed personnel. One large contract com
pany actually offers incentives to sales personnel who 
set up contracts that do not require armed personnel; 
this action should be commended and encouraged. 

It is a sad. true reflection on our society that some 
situations require the arming of certain security per
sonnel. It would be foolish in situations in which 
lives are under constant threat to forbid the use of 
firearms. But it is not unwise to place firm restric-
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tions on the use of firearms and equally firm require
ments on tbose who are allowed to carry them. For 
this reason, higher qualications are established for 
those who seek registration as armed security per
sonnel than for those who would be unarmed. 

A minimum age requirement of 21 years for per
sons desiring to be registered as armed personnel 
was first considered. However, it is beHeved that 
there is little correlation between maturity, good 
judgment, and age. An applicant who can meet all 
of the other requirements should be allowed regis
tration, regardless of age. Therefore, this report 
recommends that a minimum age requirement of 18 
years should be established for. registration of armed 
personnel. 
. In the area of educational requirements, a higher 
level should be required for armed registrants than 
for other security personnel. The basic education 
qualifications can be met by a high school diploma 
or by an equivalent written examination designed to 
measure basic educational aptitudes. 

The qualification for mental .coIripetence can en
able the board to determine if Ih~ applicant is able 
to understand and perform security functions in an 
armed capacity. A written examinati('.~ designed to 
measure the knowledge and skills required or the 
psychological makeup of the applicant should bp 
used. This qualification is given along with the 
education requirement, because it is recognized that 
such formal education or equivalent does not auto
matically indicate a person is psychologically capable 
of carrying a weapon. 

Although almost totally ignored by both existing 
State regulatory boards and by private security 
employers, psychological testing to screen out the 
obvious cases of emotionally unstable or unsuitable 
persons should be an Jmportant and integral portion 
of the competency requirement. This step could 
prevent psycopaths or other seriously mentally ill 
persons from being certified as armed guards. 

It is difficult to list the specific acts that would 
indicate that an individual was not morally responsi
ble to carry a weapon. Sometimes a person may 
meet the listed qualifications, but a review of his 
records may indicate a very questionable background. 
A long list of criminal charges or a series of jobs 
that ended in firing would perhaps be incidents to 
watch for. Because of the requirement for a hearing 
before denial, this requirement is not believed to be 
too general. Any applicant denied registration on 
this ground would have an opportunity to be heard 
and to show if the decision was arbitrary and 
capricious. 

Any person who has been convicted of a felor.y 
involving the use of a weapon should not be regis
tered in an armed capacity. No exception should be 
made, regardless of extenuating circumstances, pass-
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age of time, or indications ~J::' rehabilitation. The 
responsibility of carrying a firearm is too grave to 
take the chance that a person previously misusing 
a gun would not do so again. 

Although no flexibility is recommended for felony 
convictions involving weapons, convictions for other 
offenses should be carefully studied before denying 
registration. It is in the public interest to assist the 
rehabilitation of convicted offenders by removing 
restrictions upon their ability to obtain employment. 
But it also must be recognized that the exoffender is 
being registered to perform a security function in 
an armed capacity. Therefore, if an applicant has a 
conviction record, the regulatory board should care
fully consider whether such convictions reflect upon 
the applicant's ability to perform a security function 
in an armed capacity. In making its determination, 
the regulatory board sholl.!d consider the following: 

1. The specific security function the {~p,.?licant is 
registering to perform; . 

2. The nature and seriousness of the crime; 
3. The date of the crime; 
4. The age of the applicant when the crime was 

committed; 
5. Whether the crime was an isolated or repeated 

incident; 
6. The social conditions that may have contrib

uted to the crime; and 
7. Any evidence of rehabilitation, including good 

conduct in prison or in the community, counseling 
or psychiatric treatment received, acquisition of addi
tional academic or vocational schooling, successful 
participation in correctional work-release programs, 
or the recommendation of persons who have, or have 
had, the applicant under their supervision. 

The next qualification concerns physical require
ments. Such requirements should not be unduly 
restrictive and should not include height and weight 
specifications or other requirements that have little 
relation to performance in an armed capacity. 
Physical standards, however, cannot be totally dis
re:garded. Obviously, good eyesight and hearing are 
vital to anyone who carries a weapon. In order to 
protect the individual and the public, specific vision 
and hearing requirements should be carefully con
sidered and delineated by the regulatory board. 

Finally, this standard incorporates the specific 
training recommendations set forth in Standards 2.5 
and 2.6. As pointed out in Chapter 2, training can 
greatly improve the competence of security personnel 
to aid in crime prevention and control but needs 
perhaps the most improvement of any private secu
rity area. However, unless requirements are man
dated by law, the majority of private secruity per
sonnel may never receive such training. The benefits 
gained through training to employers, private secu
rity workers, consumers, and the public are too 
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Standard 11.4 

Permanent 
Registration Card 

So that employers, consumers of security services 
aD.d !J!~~~blic know that an individual is registered 
~~r,~pedorm specific security job functions,· armed or 
"Darmed, a permanent registration card should be 
issued and strictly controUed by the regulatory board. 
This card should not be issued until the applicant has 
met the minimum qualifications for registration in 
an armed or unarmed {:apacity. 

Commentary 

There are times when persons who come in con
tact with security workers need to see some form 
of identification. For example, a person being asked 
questions by an alleged investigator should be able 
to ask for some form of official identification. Official 
proof of identification should also be requested 
before allowing alarm sales, installation, or service 
personnel into a home or place of business. A police
man who sees a uniformed guard carrying a gun 
is justified in asking for identification and authori
zation to carry a weapon. Finally, an employer 
should. be able to ask a security applicant to show 
a valid registration carci and thereby know the 
person has met the n1inimum qualifications of the 
private security regulatory board, has had a back
ground check, and has been trained to perform the 
specific jab listed on the card. There are many 
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similar situations in which a registration card would 
benefit "registrants, employers of security personnel, 
consumers of security services, and the public who 
may come in contact with security workers. 

Toe registration card should include the regis
trant's name, signature, and address; the specific 
security. f.unctions the holder is qualified to perform 
(i.e., guard, investigator, alarm respondent, courier); 
whether the registrant may be armed; and the expira
tion date of the card. A recent, full-color picture 
also should be required on cards for security per
sonnel who enter homes, act as plainclothes inves
tigators, or carry weapons. 

Several States also require that the name of the 
registrant's employer be included on the card. When 
this is done, however, a person has to refile with 
each job change. This additional burden is not 
advantageous; a registrant should be allowed to 
change jobs without experiencing undue difficulties. 

Provisions should be made by the private security 
regulatory board for controlling registration cards. 
When a registrant is suspended or registration re
voked, the card should be returned immediately to 
the regulatory board. Strong sanctions, such as strict 
misdemeanor charge, should be placed on any per
son who fails to return the card upon notification of 
suspension or revocation. An individual no longer 
qualified to perform security functions, for whatever 

reason should not be allowed to carry a card that 
indicates that qualification still exists. . 

The employer of' registered securit~ ~ers~nnel IS 
not responsible, in any manner; for distrIbutIon and 
control of registrants' cards. An employer should, 
however, be notified by the regulatory. board whe.n 
a security employee is no longer registered. ThiS 
procedure would assist employers, who may be held 
responsible for allowing. a nonregistered perso? to 
perform a security functIon. . 

The official registration card should not be Iss~ed 
until the applicant has complete~i all of the required 
training. At the end of a training ~rrogram, the person 
certified as responsible for the Jlrogram s~oul? file 
with the private security regulatory board a bst . of 
those persons who successfully completed the tralO
ing and those who failed. The list should state the 
specific security functions the individuals have been 
trained to perform and those indi~i~uals who have 
successfully completed arms tralOlOg. Once the 
board is satisfied that an individual has comp~eted 
the training requirements, met all ot~er quabfic~
tions, and re~eived a proper fingerprInt ~heck, It 
can issue an official card allowing the registrant to 
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perform certain security functions within the State. 

Selected Ref.rences 

1. Brennan, Dennis T. The Other Po~ice.\. Cleve
land, Ohio: Governmental Research institute, 1?7S. 

2. Institute for Local Self Government. Prlv'!te 
Security and the Public Interest. Berkeley, Calif.: 
Institute for Local Self Government, ~974. . 

3. Kakalik, James S., and Sorre.l ~ddhorn. Pri
vate Police in the United States: Fmdmgs aruf Rec
ommendations, Vol. I, R-869/DOJ. WashlOgton, 
D.C.: Government Printing Office, 1972. 

Rela~ed Standards 

The following standards and goals may be appli
cable in implementing Standard 11.4: 

2.6 Arms Training 
11.1 Registration of Private Security Personnel 
11.2 Registration Qualifications 1 
11.3 Qualifications' for Armed Security P~rsonne 
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. Standard 11.5 

Temporary Permit 
Pending the issuance of the pennanent registration 

card, provision should be made for the issuance of 
a nonrenewable temporary pennit to allow an appli
cant to perfonn a specific security job function, in 
an unarmed capacity only, for a maximum of 30 
days. This pennit should be issued immediately upon 
completion of a favorable preliminary check of the 
applicant with the local law enforcement agency and 
other available sources. 

Commentary 

In many States that regulate the private security 
industry, the processing of applications for licensing 
or registration can take several months; in several 
States, this process can take a year or longer. Much 
of this delay is due to the time required for finger
print checks by State and .Federal officials. Other 
delays may be caused by insufficient staffs and heavy 
workloads. 

Whatever the reasons for delay, the consequences 
can create serious problems. Cases have been cited 
in which an individual with a serious criminal record 
takes a security job, works for a few months while 
fingerprints are being checked, then quits before the 
results of the check are returned to the employer 
from the regulatory board. In the meantime, the 
individual takes a security job with a second com-
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pany. By the time the information on the serious 
criminal record becomes available, the first employer 
is no longer concerned, because the individual has 
left. Without employer exchanges of information, the 
second employer may not become aware of the 
criminal record until after the person has once again 
quit and moved on to new employment. It is con
ceivable that an individual following this procedure 
could hold security positions for several years, even 
indefinitely, without being officially registered or 
having a current employer learn of the criminal 
record. Such a situation presents the potential for 
grave abuses. 

A person of poor chm-acter or little competence 
can do much harm whilt~ performing various secu
rity functions during ·an interim period, waiting for 
approval or denial of registration. For this reason, 
some security professionals have suggested that no 
person be allowed to begin performing security func
tions until all registration qUldifications have been 
met. 

Denying any type of temporary permit, however, 
creates an important problem for applicants. A 
waiting period seems inevitable, before a person can 
receive a registration card and .begin employment. 
Until the process for obtaining criminal history 
record information is streamlined, the waiting period 
may be several months long. Oftentimes those who 
desire security employment have a need to supple-

ment their incomes, are.()n a tempora_ry lay-off from 
their regular positions, ·or are unemployed. Asking 
these people to wait for a prolonged period during 
fthe registration process lllay be unfair. Therefore, 
,it has been suggested that temporary cards be issued 
while registrations are being processed, thus elimi
nating the prolonged period when applicants are 
unable to work. 

Contract security companies and businesses that 
use proprietary security organizations also can ex
perience serious problems if they are forced to wait 
long periods before personnel can begin employment. 
They are often faced with immediate, short-term 
demands for increased numbers of private security 
personnel. These situations may include special 
sporting events, conventions, natural disasters, riot 
conditions, shipments of valuable merchandise, large 
sales, or similar unusual and temporary events. In 
these instances, finding a sufficient number of unem
ployed, registered individuals to perfontJ. security 
functions would be generally impossible unless tem
porary employment or some form of temporary 
registration is allowed. 

On a more pentJ.anent basis, a shortage of regis
tered persons may arise that can create a problem 
for employers trying to maintain a certain security 
manpower level. James Ellis, former president of 
the . Private Police Association of California, esti
mated that about 35 percent of guards are part
time workers; and the annual turnover rate is as 
high as 300 percerit. The RAND Report (Vol. I) 
indicated turnover rates as high as 200 percent. The 
California Institute for Local Self Government's 
study of California security personnel showed a 
turnover rate .of approximately 80 percent per year. 
Whether the high or low figure is accepted, the turn
over rate in the private security industry is serious. 
If this high turnover continues, it will be very dif
ficult for employers to find available registered 
security personnel to meet their manpower needs. 

It is not the purpose of this standard to delay or 
deny entry into security employment to qualified, 
competent individuals of good character, to unneces
sarily complicate the hiring process, or create a 
shortage of qualified personnel. Therefore, in con
sidering the various problems that can arise because 
of registration delays, it· is recommended that tem
porary permits should be issued. Such permits would 
allow applicants for registration to work for 30 days 
while the regulatory' board completes the registra
tration process. 

. In order to protect consumers and the public and 
to improve the overall capability of security per
sonnel to help combat crime, some initial screening 
should take place before a person can begin to work 
in security, either temporarily or permanently. It is 

==-------------""'----,-

therefore recommended that no person be allowed 
to begin performing any security function until tqe 
private security regulatory board has completed at 
least a preliminary check of the applicant with the 
local law enforcemCint agency and other available 
sources. 

This type of check should include a name check 
and a local fingerprint check. According to law 
enforcement officials, this type of local check could 
be completed in several hours or days. If the appli
cant has recently moved into the jurisdiction, other 
sources might be checked--;'!!l!~h as former employers, 
references, or other State regulatory boards with 
which the applicant may have been registered. It 
should be the goal of the board to complete the 
necessary preliminary check and to issue the tem
porary card within a few days. 

The temporary permit being recommended should 
be nonrenewable. Therefore, a person who wants 
to continue private security work should begin to 
meet the training requirements for registration while 
the regulatory board is conducting its investigation. 

Allowing persons to peIform security functions 
before minimum background checks have been com
pleted totally vitiates the purpose of registration. 
In the time it takes to complete a background 
check, a security worker can cause much harm. So 
that employers of security personnel, consumers· of 
security services, arid the public can have some 
assurance of the character of these personnel,l!,o 
person should be allowed to begin security wd;;"k 
until at least a local background check has been 
completed. There is no guarantee that this would 
automatically eliminate all personnel problems in 
the industry. It is, however, a necessary starting 
point for improving the quality of security personnel 
and eliminating potential problems. 

Selected References 

1. Brennan, Dennis T. The Other Police. Cleve
land, Ohio: Govemmental Research Institute, 1975. 

2. Harrigan, James F., Mary Holbrook Sundance, 
and Mark L. Webb. "Private Police in California: 
A Legislative Proposal," Golden Gate Law Review. 

3. Institute for Local Self Government. Private 
Security and the Public Interest. Berkeley, Calif.: 
Institute for Local Self Government, 1974. 

4. Kakalik, James S., and Sorrel Wildhorn. Pri
vate Police in the United States: Fi1ldings and Rec
ommendations, Vol. I, R-869/DOJ. Washington, 
D.C.: Government Printing Office, 1972. 

5. Peel, John D. The Training, Licensing and 
Guidanci/! of Private Security Officers. Springfield, 
Ill.: Charles C. Thomas, 1973. 
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Standard 11.6 

. Registration Renewal 
Individuals who are .registered as armed security 

personnel should be requited to renew their regis
trations annually. All other registrants should be 
required to file for renewal of registration every 5 
years. 

Commentary 

Qnce an individual has met the necessary require
ments and, l?een approved for registration as a 
private seculity worker, it is conceivable that the 
regulatory board could have no further contact with 
that registrant. For registration to be completely 
effective, methods should be designed to keep the 
regulatory board informed of the registrant's per- ' 
formance and any changes in his background that 
might affect ability to perform security functions. 
One method for increasing contact between the 
regulatory board and the registrant is to require 
periodic renewal of registration. 

Issning a registration card that allows a person 
to \ carry a weapon while performing security func
tionsis a cdtical decision that can have a grave 
impact. Bec!!usc of the serious consequences that 
can arise v,'bep a person' carries a weapon; registra
tion for armed personnel cannot be perpetual. It is 
therefore recommended that pers!)Ds who are regis
tered to perform security functions in an armed 
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capacity be required to seek annual renewal. 
When an individual seeks this renewal, the regu

latory board should determine if the, registrant still 
meets all of the requirements for carrying a weapon. 
Renewal investigations should be thorough and com
plete and determine if the armed 'registrant has 
completed yearly training and the required range 
qualification. When administratively feasible, armed 
registrants seeking renewal should undergo updated 
fingerprint checks to verify that no unreported 
criminal actions or convictions have occurred. All 
of these actions, of course, result ill more admin
istrative work, but granting a renewal of permission 
to carry a weapon is too important to become merely 
an automatic, revenue-generating dbvice. 

There is less need for a yearly renewal of regis
tration for unarmed personneL Certain safeguards 
can help the regulatory board maintailll some contact 
with them. One safeguard for the con\':inued evalua
tion of a registrant's competence is the use of intense 
field investigations. Investigators also l::an verify the 
accuracy of information on file about'the registrant 
and check on any unreported changes;-

Another safeguard comes with tbe complaint 
procedure. When complaints are rect~ived by the 
regulatory board from anyone--consu~ners of secu
rity services; supervisors, managers, orriemployers of 
security personnel; or the public with whom security 
personnel come in contact-resulting iinvestigations 
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~f,f1 C') would involve contact between the regulatory board a 5-year renewal period should ,;teducepaperwork, 
~ and the registrant. In this context, the board should yet allow for some periodic contai~t with the unarmed 
(. require employers of registered security' personnel registrants. /1 ti, to report any complaints ~bout individual registrants, ff 

any questionable incidents involving them, or anY1 
crinunal charges filed against them that the employer Selected Reference ~ 
is aware of. 

It, has been pointed out that a yearl:~ renewal 
system would earn additional ,fundsiof" th~board's 
operation from the renewal' 'fees. Estimate~ of the 
current npmber of private security personnel range 
from 300;000 to several million. By requiring the 
r~gistration of contract and proprietary perscnn~l, 
the figUre could realistically reach a million. 'Ac
cording to a survey of 33 States that regulated 
certain private security personnel, a total of :300,000 
personnel were registered in 1975. This figure in
cludes only contract guards and detectives. .It does 
not include proprietary security personnel; c'ontract 
alarm sales, installation, or service. persoDl!1el; or 
armored car and armed courier personnel. Using 
additional figures from Frost and Sullivan (220,000 
proprietary security personnel), the Alarm Industry 
Committ~e for Combating Crime (4,000 alarm in
stallers), and the National Armored Car Assoc:iation 
(30,000 armored car employees), the figure n:aches 
554,000. It is not hard to imagine, with the addi
tion of 17 more States, that the number of persons 
to be registered would easily reach a million. The 
fees that could be gen¢rated ITom the annual renewal 
of these memi;lers would provide significant funding 
for the board. However, the administrative burdens 
of yearly renewal outweigh the monetary benefits. 
By institutinl the safesuards previously outlined, 

1. Frost and Sullivan, Thcl;' The Industrial and 
Commercial Security Mtirketr/ New York: March 
1975. q • 

2. Institute for Local Selk Government. Private 
Securit~ and the Public Intfirest. Berkeley Calif.: 
ILSF 1974 if ' ,. ,[ 

3. Kakalik, James S., an(j Sorrel Wildhorn. Pri
vate Police in the United States: Findings and Rec
ommendations, VoL I, R-!l869/DOJ. Washington, 
D.C.: Government Printinjj Office, 1972. 

4. National Armored (j;ar Association. Position 
paper of the National Armored Car Association 
presented to the LEAA Private Security Advisory 
Council, July 8, 1975. ,. 

5. Private Security Task Force. "Regulatory 
Agency Survey." (See. Appendix 7 to the report.) 

6. ' . "Summa.ry of Priva,te Security Legis-
lation." (See Appendix 6 to this report.) 

Related Standards' 

The following standards and goals may be appli
cable in implementillg Standard 11.6: 
1.1 Selection of Qualified Personnel 
2.6 Arms Traini11:g 
9.2 Regulatory Board for Private Security 
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Standard 11.7 

$uspension and 
Revocation 

Registration cards and tempoi';ary permits may be 
suspended or revoked for good c:ause, after a hear
ing, wIDen a registrant: 

1. Is convicted of a inisdemeanor or felony which 
reflects unfavorably GO his fitness to perform a 
security function; 

2. Has been formally charged with a criminal 
offense the nature of which may make him unable 
to meet the minimum qualifications of registration; 

3. Fires a weapon without justification; 
4. Engages in conduct detrimental to the public 

safety or welfare; or 
S. No longer meets the requirements of registra

tion or violates any provisions of the act. 

Commentary 

~s was poin~ed out in the licensing chapter, regu
labon should Include strong sanctions in order to 
be effective. The suspension or revocation of a permit 
to w~rk is ~ne type of sanction that can be very 
effective. SerIous consequences arise when a person 
c.annot continue to perform a particular job! func
tton. For example, the individual may be without 
any income, causing serious personal hardships.' The 
employer may not have a registered person available 
to replace the suspended or revoked worker, leading 
to an ineffective security program until a replacement 
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;, , 
can be found. Realizing these consequences, a regis
trant hopefully would take great care not to violate 
~y of the listed restrictions, and, likewise, super
VIsors would take care not to allow any violations. 

To be effective, this standard should be strictly 
e~forced. Without important and valid extenuating 
CIrcumstances, registration should be quickly sus
p~nded or revoked after a hearing if there is suffi
CIent proof that the registrant has committed any of 
the enumerated acts. Only through strict enforcement 
can suspension and revocation maintain their validity 
as useful sanctions and deterrents. 

Several factors should be reviewed by the regu
latory agency before deciding on revocation' or 
suspension. The agency should first consider to 
what extent the violation would affect future per
formance of security functions. This agency also 
should determine if the action is an isolated incident 
or one that has occurred repeatedly. In these de
liberations, the agency should keep in mind that 
the purpose of registration is to protect the public. 
If the action of the regisrant under review does not 
affect. the co~tinued performance of this type of 
securIty functton, there toay be no reason to revoke 
or suspend registration. If the action has an affect 
and is not accompaJ).ied by extenuating circumstances 
in the registrant's favor, suspension or revocation 
should occur. 
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The incidents listed in ,this standard' as cause ftr 
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suspension or revocation are matters that can~ad-
versely affect the performance of security functions. 
The frequency of occurrence of these incidents can 
1)e controlled by the judicious, yet unsparing, use of 
the sanctions of license suspension and revocation. 

The first listed incident is conviction of a' mis
demeilnor or a felony. The regulatory board should 
carefully consider the particular misdemeanor or 
felony, as well as the surroundiilg circumstances, to 
determine if the conviction reflects unfavorably on 
the registrant's ability to perform security functions. 
Examples of convictions that reflect badly include 
retail theft, robbery, burglary, larceny, arson,assault, 
battery, carrying a concealed, weapon, and dis
charging a weapon in public. 

It is in the public intere1;t to assist the rehabiIita
tionof convicted offenden/, by removing restrictions 
upon their ability to obtain or maintain employment. 
Gainful employment is vital to any exoffender's 
chance for returning to a useful and active role in 
society. But it should be recognized that registered 
individuals are performing security functions-pro
tecting persons and property. The convicted indi
vidual should not be allowed to work in a position 
that could allow a similar act affecting lives and 
property. -

The regulatory board should also consider sus
pending registration when an individual is formally 
charged with a criminal offense that may reflect 
unfavorably on fitness to perform a security function. 
Several months may· pass between a formal cha:rge 
and conviction. During that time, the board will want 
to c::onsider the circumstances of the charge and 
determine if the incident reflects l~llfavorably on 
the registrant's ability to properly perform security 
functions. 

The regulatory board should establish an admin
istrative procedure for learning when a registrant 
is charged with or convicted of a crime. Employers 
should be required to inform the board whenever 
they learn of a formal charge or conviction. A staff 
member may need to be assigned the task of check
ing court records. As burdensome as this task might 
be, some type of procedure needs to be established 
to learn of such convictions or charges. 

The third listed incident that might result in 
suspension or revocation of registration is the un
justified firing of a weapon. Anytime a firearm is 
used, it can result in death. Large numbers of secu
rity personnel are performing functions in an armed 
capacity. Forty-nine pen::ent of respondents to the 
1970 Rand' Corporatiun survey of private security 
employees said they were armed. An even larger 
number, 55 percent, of security personnel answering 
the 1974 California Local Self Government survey 
indicated they sometimes carried firearms while on 
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duty. The 1915 Cleveland Administration of Justice 
Committee study found that 60 percent of the greater 
Cleveland area security personnel sometimes carried 
firearms while on duty. With the large number of 
security personnel carrying firearms, abuses seem 
inevitable. The California Bureau of Collection and 
Investigative Services reported that, in October of 
1975,,jt revoked the licenses of 11. persons because 
of improper use of a weapoll~:rtigically, two of 
these incidents resulted in deaths. 

For the regulatory board to learn about weapon 
firings and to evaluate if they were justified require 
some form of mandatory reporting procedure. An 
example of a possible procedure can be found in 
the law enforcement field, where many police de
partment procedural manuals set out specific re
quirements for reporting any firing of a weapon, 
intentional or accidental. 

Private security personnel who fire a weapon while 
on duty, eitlter accidentally or intentionally, except 
on a firing range,' should report the circumstances 
to a supervisor immediately. Within 8 hours, the 
involved personnel should file a written report with 
the appropriate employer representp,.tive; The em
ployer should then file an investigative report with 
the private security regulatory board withiJ). 36 
hours. This report should include a synopsis of the 
situation, conclusion, and recommended action. 
Based on this report, the board should take whatever 
action it considers appropriate-<onduct an ii:i'Vest~
gation, hold a hearing, or accept the firing as justified. 

To determine if a weapon firing Wl!lljustified, the 
regulatory board ShOllld carefully consider the sur
rounding circumstances and facts. However~ the 
board should limit its consideration to what reason
ably appeared to be the facts known or perceived 
by the individual at the time f.lf:firing. For example; 
if a security worker fires a weapon, perceiving that 
there was personal danger from an armed assailant, 
the action is justified, even if later testimony proves 
the assailant's weapon was a starter's pistol. How
ever, if a security worker fires at an individual 
quickly walking across the plant grounds, firing is 
not justified, even if it is later proven that the indi
vidual fired at had committed. unknown to the secu
rity worker, a crime inside the plant. Facts unknown 
at the time of firing, no matter how compelling, 
should not be considered. 

There are only two specific instances in which 
it generally can beheld that firing a weapon is jus
tified: (1) to protect one's life or the lives of others 
from imminent peril of death or from what reason
ably appears as an imme(~iate threat of great bodily 
harm, or (2) when reasonably necessary to effect 
the capture of a person who has committed a felony 
in the presence of the person firing the weapon. 
Carrying a weapon is an important responsibility; 
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firing a weapon is a serious action than can result 
in death. Any security worker who does not recog
nize this danger and fires a weapon without justifica
tion should not be registered to perform security 
functions in an armed capacity. 

The fourth type of incident that could result in 
a suspension or revocation of registration, as stated 
in this standard, is engaging "in conduct detri
mental to the public safety or welfare." This is a 
general statement, a catchall for conduct that does 
not result in conviction but is serious enough to 
have an adverse effect upon the performance of a 
security function. One example is in the area of 
alcohol and drug abuse. An individual security 
worker under the influence of or actually using 
narcotics or intoxicants while on duty is clearly not 
properly performing assigned protective duties and 
is probably jeopardizing public welfare. If this 
worker were armed, there would be no question 
concerning the seriousness of the detrimental con
duct. Additional examples of the type of actions 
that might be termed detrimental conduct include 
abuses of authority, general and constant negligence 
in the performance of security functions, falsification 
of facts within an investigative report, and release 
of confidential information. 

The language within this section is general because 
it would be impossible to list every action that might 
be classed conduct detrimental to the public peace 
or welfare, and all varying factors and extenuating 
circumstances cannot be foreseen. This general ter
minology. however, is not included in the standard 
to enable the regulatory board to wield arbitrary 
power, suspending and revoking registration at will. 
If that happens, the aggrieved party could have a 
remedy through the judicial system. This item on 
detrimental conduct can give the regulatory board 
th necessary power to protect the public by SU);'· 

pending or revoking registration for a serious action 
not otherwise delineated in the statute. 

The fifth action that could result in a suspension 
or revocation of registration, as stated in this stand
ard, is that a registrant "no longer meets the require
ments of registration or violates any provisions of 
the act." Individual circumstances will dictate the 
circumstances that would be considered before in
voking this provision. For example, it could be 
determined that the registrant falsified proof of bIrth 
documents at the time of application and was, and 
is, not at least 18 years of age. Also, a person could 
become physically incapacitated and not able to per
form a specific job function. 
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Because the enforcement of this standard can 
result in the loss of a person's privilege to work, 
due-process requirements should be met. The various 
actions that may result in registration suspension or 
revocation should be delinated and enforcement 
standardized. Administrative procedures should be 
established to give notice to the registrant of the 
intent to suspend or revoke his registration and to 
eet up a hearing, if requested, prior to the revocation 
or suspension. 

Within due-process and administrative guidelines, 
however, the regulatory board should strictly enforce 
this standard. The incidents enumerated reflect upon 
an individual's ability to perform security functions. 
For the protection of all employers of security per
sonnel, consumers of security services, and the pub
lic, the registration of any security worker who 
engaget in the conduct listed should be suspended 
or revoked. 

Selected Refetences 
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Related Standards 

The following standards may be applicable in 
implementing Standard 11.7: 
1.3 Preemployment Screening 
3.2 Conduct of Private Security Personnel 
3.3 Reporting of Criminal Violations 
9.2 Regulatory Board for Private Security 
9.4 Regulatory Board Hearing Procedure 
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Standard 11.8 

Sanctions 
Nonregistered persons who perfonn a security 

function requiring registration should be subject to 
criminal penalties. Any person authorizing or per
mitting a nonregistered person to perfonn a security 
function requiring registration should be subject to 
criminal penalties. 

Commentary 

No governmental regulation can be effective with
out some type of sanction to act as a deterrent. In 
fact, some courts have defined a law as "that which 
must be obeyed and followed by citizens, subject 
to sanctions or legal consequences." Without a 
penalty or punishment, there generally is no obedi
ence to a law. 

The principal sanction of licensing and registration 
is suspension or revocation. An individual or com
pany licensed to engage in a security service business 
knows that violation of certain laws, rules, or regula
tions may result in the loss of the privilege to do 
business. Likewise, a registrant is aware that certain 
conduct can result in a withdrawal of the privilege 
to work in a security position. Actively enforced, 
these sanctions can act as strong deterrents. 

These sanctions, however, do not affect a business 
that uses a proprietary security organization, ad
ministrative personnel within a contract agency who 

need not be registered, or an individual who fails 
to register. Without the type of sanction recom
mended by this standard, it would be very easy for 
a supervisor or manager, fearing no sanction, to put 
a nonregistered person in a security position requir
ing registration or for a nonregistered individual to 
perform a security function requiring registration. 

This standard is worded to include "any person 
authorizing or permitting." This stipulation includes 
supervisors, managers, vice presidents, and even 
presidents. The president who says "That new con
tract must be filled now, so go out and hire as many 
temporary people as necessary, whether they are 
registered or not," is as guilty of authorizing a 
nonregistered person to perform a security function 
as is the supervisor who assigns a nonregistered 
person to a security post without checking on regis
tration. 

A stronger sanction should be imposed upon any 
person who authorizes or permits a person not regis
tered as an armed security worker to perform in an 
armed capacity. Strong consideration was given to 
recommending that such action be a felony, but that 
was decided too severe a penalty. Nonetheless, the 
criminal penalty should be greater than that for 
allowing a nonregistered person to perform in an 
unarmed capacity. 

The purpose of registration is to help improve 
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the overall quality of the security function being 
performed and, thus, improve crime prevention. Un
less there are serious consequences for acting in 
contravention of the law, the security field will con
tinue to be ruled with marginal workers. It is there
fore recommended that criminal penalties be im
posed upon persons employing nonregistered persons 
to perform private security services and upon non
registered persons who perform security functions. 
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1. Black, Henry Campbell. Black's Law Diction
ary. St. Paul, Minn.: West Publishing, 1968. 

Related Standards 

The following standards may be applicable in 
implementing Standard 11.8: 
3.3 Reporting of Criminal Violations 
9.2 Regulatory Board for Private Security 
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APPENDIX 1 

AMERICAN SOCIETY FOR INDUSTRIAL SECURITY (ASIS) SURVEY RESULTS 

Acknowledgments 
" 
The Private Security Task Force wishes to express 

its gratitude to those members of ASIS who re
sponded to our questionnaire. Our appreciation is 
also extended to ASIS Executive Director O. P. Nor
ton; Dr. Kenneth Fauth, Associate Professor of 
Criminal Justice, Northern Michigan University; and 
to the members of the Re.search Committee of ASIS 
for their suggestions and support. The principal in
vestigator for this report was William C. Cunning
ham, President of Hallcrest Systems, Incorporated, 
McLean, Va. 

Survey Background 

At the April 1975 meeting of the Private Security 
Task Force in Washington, D.C., Task Force mem
bers expressed concern that, in many areas in which 
standards and goals were to be deyeloped, there 
were little or no statistical data dealing with many 
of the issues that are important to private security. 
The Task Force members directed its staff to de
velop some input regarding many of the private 
s.ecurity issues. The executive director of the Private 
Security Task Force met with the executive director 
of ASIS, who agreed to the distribution of a ques
tionnaire to the entire U.S. membership of ASIS. 

The questionnaire was prepared by the staff and 
consultants' and presented to Task Force members 
for review in July 1975 at the Private Security Task 
Force meeting in Chicago. In addition, the question
naire was distributed to members of the National 
Research Committee of ASIS. The questionnaire 
was mailed from the staff offices in Macomb, m., 
on Aug. 12, 1975, and the members of the ASIS 
had until Sept. 19, 1975, to return it. A total of 
5,412 questionnaires were mailed, and 1,788 were 
returned in a form that enabled the data to be 
analyzed, representing a very satisfactory 33 percent 
response. 

Questionnaire Desc~iption 

The major purpose of the questionnaire was to 

give members of ASIS an opportunity to respond, 
regarding the organizations they represent, in terms 
of type of security responsibility, number of per
sonnel, salary, and security training levels. The ques
tionnaire also solicited their opinions regarding rela
tionships with public law enforcement agencies, the 
problem of uniform needs, salary levels, their rela
tionship and needs regarding the criminal justice 
information systems, and the extent to which they 
use various Federal, State, local, or credit records. 
It further solicited their comments regarding the 
need for a set of standards in private security. 

The design of the questionnaire and the handling 
of the data were specifically set up to guarantee the 
anonymity of the respondents. Survey data reduction 
and proce'>sing were performed by the Department 
of Markedng and Finance at Western Illinois Uni
versity; data analysis was prepared by the Task 
Force staff and its consultant. 

Summary of Results 

Responses were received from every State, with 
14 percent of the respondents indicating they did 
business in more than one State. Also, with the 
exception of security responsibilities for "library," 
there were respondents from the entire private secu
rity field represented by the ASIS member classifica
tion. It is significant to note that 10 percent (175) 
of the respondents were members of contractual 
service firms-a classification that is not used in the 
membership listings of ASIS. 

A limiting factor of this survey was the number 
of nonresponses to specific questions. This appears 
to l1ave resulted from two main factors: (1) several 
of the questions did not pertain to all of the re
spondents; (2) some members, even though anonym
ity was clearly indicated in the questionnaire, might 
have been reluctant to provide information regarding 
salaries, liability insurance, and use of criminal jus
tice records and information systems. 

Information regarding the number of security per
sonnel presented a special problem in terms of ques
tionnaire analysis. Because the entire membership of 
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ASIS was used, it is obvious that several of the same 
companies had multiple respondents. Therefore any 
specific analysis of the total numbers employed in 
various companies could be inaccurate. 

The area of private security/public law enforce
ment relationships is most revealing. Although text
books and articles have strongly indicated that there 
is a major problem in this relationship, that .notion 
is not borne out by the results of the survey. Be
cause of budget and time restraints, it was not 
feasible to survey public law enforcement's attitudes 
in this area;. however, it is recommended that, at 
some point 'in the future, a similar study be con
ducted of public law enforcement on the issues of 
cooperation and information exchange with the pri
vate security industry. 

The salary data received would indicate that there 
are, as commonly thought, disparities between the 
salaries paid by contractual companies and those 
paid by proprietary companies. This difference is 
more significant at the lower operational levels than 
at the managerial and supervisory levels. 

The general series of questions regarding the use 
of agencies, such as Federal, State, local, or private, 
for investigatory purposes is most revealing. The 
results show a hea.vy reliance on local agencies for 
most records and information sources, with a trend 
toward more use of State and local data sources and 
less use of Federal data. In short, it appears that the 
private security industry uses both State and local 
law enforcement and private security agenci~s for 
their information needs, rather than Federal agencies. 

One of the most significant results of the survey 
is the expressed need for the development of a set 
of standards for private security. With only one ex
ception-regulation by insurance companies-the 
membership strongly supported standards. 

Survey Highlights 

Although the total response for each of the 27 
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questions follow, the major significant results are 
summarized: 
Highlights (N = 1,788) 

• Responses from all 50 States. 
• Four top respondents, by industry group: 

1. Manufacturing security, 
2. More than one industry description, 
3. Contractual security, and 
4. Retail security. 

• 62 percent are involved in nonclassified security. 
• 79 percent are nonunionized. 
• Respondent's security force is contractual (26 

percent), proprietary (50 percent), both (24 per-
cent) . 

• 79 percent are uniformed, 45 percent are armed. 
• 71 percent have frequent contact with public 

police. 
• 87 percent enjoy a highly acceptable relation-

ship with public police. 
• 66 percent perceive a positive attitude of police 

toward the private security industry. 
• 68 percent provide inhouse traiaing. 
• 75 percent use public criminal justice records 

at least monthly. 
• 84 percent believe there is a need for conviction 

data. 
• 74 percent believe there is a need for arrest 

data. 
• 87 percent believe private security needs a set 

of standards. 

Response by Item 

There was no statistically significant difference, in 
responses to all questions, between respondents who 
are identified as contractual security or proprietary 
(inhouse) security except as noted in Table 2, which 
relates to salary data. 

Figure 1 and Table 1 portray the percentage re
sponse for each of the 27 surv~y questions by the 
1,788 respondents. 
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Question 2a. 

Table 1. Summary of Responses to ~SIS survey, 1975 1 

(N = 1,788) 

Does your ~ecurity responsibility include safeguarding U.S. classified materials? 

~ TI% 
~ ~% 

1% No response 

b. Is your security force unionized? 
18% 
79% 

3% 

Yes 
No 
No response 

Question 3. The activities of my firm are basically in: 

Government 
Proprietary 
Combination 
No response 

Question 4. The security force in this firm is: 

Contractual 
Proprietary (inhouse) 
Both 

Question Sa. Among your security personnel, how many are uniformed? 

10% 
55% 
34% 

1% 

26% 
50% 
24% 

79% 
b. Of the uniformed personnel, how many carry a firearm? 

45% 
Co Among your security personnel, how many are not uniformed? 

30% 
d. Of the not uniformed personnel, how many carry a firearm? 

30% 

Question 6. With what frequency do security personnel in your firm have contact with public police 
personnel? 

Daily 
Weekly 
About twice a month 
Monthly 
Don't know 
No response 

47% 
24% 
10% 
11% 

7% 
1% 

Question 7. Would you classify your firm's relationship with the public police as: 

Excellent 
Good 
Adequate 
Poor 
Unknown 

57% 
30% 
10% 
2% 
1% 

,. 

1 Totals may not add to 100 percent due to rounding. 
(Continued on next paae) 
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Table 1. Summary of Respi/)Qses to ASIS survey, 1975 1 

(N = 1,788) 

Question 8. Have public police attitudes towards support of your private security efforts been: 

Positive 66% 
Neutral 24% 
Negative 3% 
Unknown 5% 
No response 2% 

Question 9. W~ich of the. following items could foster improved communication between public police and 
prIvate securIty? 

Hold periodic meetings with supervisor/ 
manager 14% 

Hold informal meetings between police officers 
and security personnel 25 % 

Have formal training sellsions on each 
other's roles 7% 

Have formal written policy regarding operating 
procedures of security personnel . 7% 
Oth~ 5% 
Multiple response 38% 
No respC'nse 4% 

Question 10. In general, should private security personnel have the same legal authority as public police? 

Yes 16% 
~ ~% 

Undecided 
No response 

9% 
1% 

Question 11. Under ordinary cricumstances, how frequently are your security personnel mistakenly identi
fied as "public" police by private citizens? 

1 2 3 4 5 No response 

Often 301.
0 

Never 
7G 4% 9% 33% 47% 4% 

Question 12. To differentiate private security personnel and public police personnel, which of the following 
do you prefer? 

Style of uniforms 
Color of uniforms 
Cloth badges 
Distinctive color of hat 
Other 
Multiple responses 
No response 

1 Totals may not add to 100 percent due to rounding. 

19% 
23% 
5% 
1% 

10% 
37% 
5% 

(Continued on next page) 

343 

J 



l 
l 

Table 1. Summary of Responses to ASIS survey, 197~ l. 

(N= 1,788) 

Question 13. Are credentials carried by your security personnel: 

Similar to public police 
Different from public police 
None issued 
Don't know 
No response 

17% 
56% 
22% 

3% 
2% 

-J 

Question V. Does your organization carry personal liability insurance which will protect the "individual 
security worker" from: 

False arrest action 

Yes 
No 
No response 

Liability as a result of negligent action 

Yes 
No 
No response 

None 

Yes 
No 
No response 

Both 

Yes 
No 
No response 

37% 
19% 
44% 

45% 
12% 
43% 

6% 
15% 
79%' 

31% 
6% 

63% 

Question 15. What type of legal assistance is available for your security personnel? 

None 8% 
Formalized legal training courses 3 % 
Legal counsel of corporation or company 61 % 
Training obtained prior to employment 4% 
Other 3% 
MUltiple response 17% 
No response 4% 

1 Totals may not add to 100 percent due to rounding. 
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Table 1. Summary of Responses to ASIS survey, 1975 1 

(N = 1,788) 

Question 16. What is the approximate MONTHLY wage for the following security personnel within your 
enterprise? 

None uss than $501- $751- $1,001- More than No 
employed $500 $750 $1,000 $1,250 $1,250 response. 

Unarmed uniform 
guards' 13 18 29 13 4 1 22 

" Armed unifohn 
guards 17 8 22 11 4 1 37 

Investigators/ 
detectives 14 1 11 15 12 10 37 

Middle mgmt./ 
supervisors 3 1 5 17 25 31 18 

Owner/general 
manager 7 0 1 2 6 50 35 

Question 17. Are written job descriptions available in your firm'? 

Yes-for all security job functions 66% 
Yes-for most security job functions 18% 
Yes-for a few security job functions 6% 
No job descriptions available for security job 

functions 9% 
No response 1% 

Question 18. Do you have d:~ .;tent hiring qualifications (other than age) for an individual performing the 
following functions? 

Carrying a firearm 

Yes 
No 
No response 

Requiring primary contact w5th general public 
and employees 

35% 
37% 
28% 

~s n% 
No 51% 
No response 12 % 

Infrequent contact wHh public or employees 
(monitor controls, patrol during nonworking 
hours, etc.) 

~s ~% 

No 55% 
~re~~ W% 

1 Totals ll1ay not add to 100 percent due to rounding. (Continued on next paae) 
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Table 1. Summary of Responses to ASIS survey,.197$/1 

(N = 1,788) 

Question 19. Indicate the percentage of your present security personnel with ,previous police, military secu
rity, and/or.intelligence experience prior to joining your organization .. ', 

No response 
No such experience 
1-25 percent 
26-50 percent 
51-75 percent 
76-99 percent 
100 percent 

4% 
5% 

36% 
20% 
15% 
12% 
8% 

Question 20. Do you provide a formal inhouse training program for newly hired security personnel? 

Yes 
No 

68% 
28% 

No response 4% 
(Amount of training ranged from 4 hours to 2 weeks.) 

Question 21. Do you require formal training on an annual basis for all security personnel? 

a. Inhouse training: 

Yes 
No 
No response 

48% 
46% 
6% 

Y~ ~% 
No 2% 
No response 55% 
(Number of hours of training ranged from 2 to 80.) 

b. Externally conducted training: 
Yes 21% 
No 10% 
No response 69% 
(Number of hours of training ranged from 2 to 80.) 

Question 22. With what frequency do you, utilize public criminal justice record systems? 

Never 
Daily 
Weekly 
Monthly 
Yearly 
No response 

'Totals may not add to 100 percent due to rounding. 

34·6 

\1 

16% 
27% 
30% 
18% 
4% 
5% 
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Table 1. Summary of Responses to ASIS survey, 1975 1 

(N = 1,788) 

Question 23. Indicate your accessibility to public criminal justice records ,for private security business. 

Not 1 2 3 4 5 Very Nor-esponse 
Accessible ------------ Accessible 

19% 18% 26% 14% 16% 7% 

Question 24. Indicate the types of informa{(on you need to know from the criminal justice system. 

No 
Yes No response 
% % % 

a. Arrest verification 74 11 15 
b. Conviction verification 84 4 12 
c. Alleged misconduct 49 20 31 
d. Driver license check 57 18 25 
e. Vehicle check 65 13 22 
f. Other 10 0 90 

Question 25. Which information agencies do you utilize for the given types of investigations? 

Private 
Investigations Federal State Local (i.e., credit) 

% % % % 
Personnel selection 

Yes 25 39 64 55 
No 33 25 13 17 
No response 43 36 23 28 

Background 

Yes 27 36 62 56 
No 28 25 13 16 
No response 45 39 25 28 

General 

Yes 20 31 57 48 
No 32 27 14 20 
No response 48 42 29 32 

Credit 

Yes 5 9 27 56 
No 41 39 32 17 
No response 54 52 41 27 

1 Totals may not add to 100 percent due to rounding. (Continucd on next P&ic) 
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Table 1. Summary of Responses to ASIS survey, 19'75 1 

(N = 1,788) 

Question 26. Do you feel the private security industry needs "A Set of Standalrds"? 

Yes 
No 
No response 

87% 
6% 
7% 

If yes, indicate the relative importance of having "a set of standards" developed in each of the 
following areas. 

Very Somewhat Not No No 
Area important important important opinion response 

% % % % % 

Personnel selection 78 12 1 1 8 
Training and education 76 15 1 0 8 
Performance standards for 

security personnel 69 21 2 0 8 
Performance standards for 

security equipment 51 34 4 2 9 
Licensing and regulation 51 28 9 3 9 
Regulations by insurance 

companies 19 31 27 12 11 
Industrywide voluntary 

9 code of ethics 53 27 8 3 
Formalization of private/ 

public police relationships 57 26 5 3 9 

Question 27. In what State is your business located? 

348 

Responses were received from ASIS members in every State and 258 (14%) indicated they 
do business in more than one State. 

1 Totals may not add to 100 percent due to rounding. 
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Table 2. Comparison of Wage Data for Snbcategories of Private Security Personnel, Proprietary and Contractual* 

Unarmed ~niform guards 
Armed Uniform guards 
Investigators/ detectives 
Middle managem~nt/ supervisors 
Owner/ general manager 

None Employed Less than $500 $501-$750 
Prop. -Cont. Prop. Cont. Prop. Cont. 
% % % % % % 

16 
18 
14 
3 
7 

9 
15 
16 
5 
7 

7 
3 
1 
o 
o 

39 
19 
o 
o 
o 

24 
17 
9 
4 
o 

29 
30 
18 
7 
1 

* Sample size: Proprietary n = 888; contractual n = 469 . 

$751-$!000 $1001-$1250 More than $1250 No Response 
Prop. Cont. Prop. Cont. Prop. Cont. Prop. Cont. 

% % % % % % ~ % 

18 
15 
12 
14 

2 

-4 
6 

18 
25 

3 

5 
6 

14 
27 

6 

1 
1 
6 

26 
9 

1 
1 

12 
36 
49 

1 
1 
3 

18 
46 

29 
40 
38 
16 
36 

17 
28 
39 
19 
34 
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APPENDIX 2 

CHARACTERISTICS OF LICENSED PR~~A~i.~C~:r.r PERSONNEL IN TWO AMERICAN 
CITIES: NEW ORLEANS, LA., AND. , 

Ham C. Cunningham, President of Hallcrest Systems, 
Acknowledgments Incorporated, of McLean, Va. 

The Private Security Task Force and !ts.1fonsuIt; 
ld l'ke to express their appreclatW,n to 

ant wou f ~o Ie in Pthe police departments ()f New 
number 0 Pd SPt Louis for their cooperation and 
Orleans an . 
valuable assistance in this study. . 

I New Orleans we are particularly mdebted iO 

Tas~ Force memb;r Sidney H. Cates III (former Y 
Deputy Chief for Administration, Department Dof 

police); Superintendent Clarence B. h Gia~;~~~ni:~ 
Hugh M. Collins, Director, Rese:rcpu~~c Informa
Division: Sgt. Frank P. Haywar , . 1 
tion Di~ision; Merril ~oling, comm~nderi S~~~_ 
Officers Unit, and his staff members- erce yn 
ard Beverly Kellup, and Mary Welch. 

in St. Louis, we are especially grateful to t~e 
B rd of Police Commissioners; Col. Eugene . 
~~ Chief of poHce; Curtis Brostron, Secretary, 

ioar~' of police Commissioners; Kenneth J?ames 
and Edward Rowley, Director and Assistant Dl~~~~ 
of Personnel, respectively; Sgt. Larr~ A~leY(former 
of the Chief of Police; Lt. Robert uc ey d 
C mmander, Watchman Division); .S~: Raymon 

o Lauer Commander, Watchman Dlvl~lon, Bureau 
~i Inspedtid1i';, and his entire staff-particularly San-

dra L. Meyer. Wit 
The principal investigator for this report was -

350 

Introduction 

Based on a review of p~b~ished liter~ture, unpu.b-

I. hed documents and OplUlons of pnvate secunty 
IS 'd t nd consumers 
executives, practitioners, e uc~ ors, ~ 't ff of the 
of security products and servIces, t e s a 
private Security Task Fo~ce .realized the f~~:n f~ 
additional research to assist m t~e fo~u . 
realistic standards and goals for thiS rapld~y g!O~::~ 
. dust . In response to this need, the. blogr p 
~araderistics of license~. private SeCU[lty le~~:~:~ 
in two large American cIties w.ere a?a y~e. endix 
ults of this analysis are contamed m thIS app h' 

s To obtain relevant and timely pro~e d~tao ~O~ 
Task Force chose two cities with. mor~ t an , _ 

1 t· that had formalized llcensmg and regula 
Popu a lOn, . n' el-'b'l'ty ove" private secunty person tory responsl 1 I " • . 
New Orleans La., and St. LOUIS, Mo. . 

At the su~gestion of Task Force ~ember S{dne~ 
H Cates ill of New Orleans, that city was. se ecte 

. the first city for analysis because a rev~sed m:
a~ . a1 ordinance enacted in 1971, provl~ed t e 
~~~ for a form~lized and structured lice~stn~ and 
regulatory function over the. priva~e se~u[lty mdus
try, with pertinent data readily avaIlable. 

.. _-_._------,----_.-..---

Because St. Louis's police department has'had 
licensing responsibility for 100 years and also has a 
formal and comprehensive licensing and regulatory 
program, it was selected as the second city for analy
sis. A biographicalatlsessment of private security 
personnel was conducted for St. Louis in 1960, pro
viding an additional advantage for determining vari
ance and trends in the current analyrlisl Furthermore, 
tne ppncipal investigator of this study effort was 
responsible for conducting the 1960 study of private 
security in St. Louis and, therefore, was familiar 
with both the li~ensing practices of St. Louis and 
the available data base. 

.Clearly, sufficient time and financial resources 
were not available to conduct an analysis, such as 
the one reported herein on a national level. How
ever, the data reported in this studY,c.an.serve as a 
basis for an enlarged analysis of the characteristics 
of private security personnel, and this same research 
methodology can be employed by cities, States, or 
other interested and concerned researchers. 

The purpose of this analysis was to determine the 
biographical characteristics of private security per
sonnel in order to better understand the types of 
persons entering the private security field. In both 
cities, some security personnel have not complied 
with licensing requirements. It was the opinion of the 
Task Force that data, such as sex, race, age, height, 
weight, education, marital status, arrest record, and 
work experience, were relevant in establishing mean
ingful standards and goals. Also, the information 
collected might prove useful in objectively assessing 
the numbers and expenditures involved in providing 
protection in American cities by public and private 
agencies. Finally, through the use of the 1960 St. 
Louis study, it was felt that certain shifts might be 
revealed in the demands of security service con
sumers. 

Study Approach 

Using the 1960 S1. Louis study of private security 
personnel as a guide for data elements and informa
tion gathering, the Task Force staff and their con
sultant began, in May of 1975, to confer with 
responsible administrators in the police departments 
of New Orleans and St. Louis. These initial confer
ences were set up to gain an understanding of 
licensing and regulatory practices and procedures, 
to determine the availability of desired ;data, and to 
plan the collection, coding, and data processing 
requirements. 

During June, July, and August 1975, with the 
assistance of the two police departments, the rele
vant data, without name, address, or specific organi
zational identifiers, were obtained from the files for 

._ ••• __ .. c,.<_~'" ___ • ~' ___ ~_. _~__ _] 
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the 7,164 licensed private security persons in the 
two cities. SubseqUently, the data was coded, key-

. punched, and verified for computer processing, using 
both standardized and customized statistical· pro
gramming systems. September and October 1975 
were .spent in data analy.sisand report preparation. 

This study is' arranged so as to provide a summary 
and commentary of the 1975 New Orleans data, 
followed by the 1975 St. Louis data. The. reader will 
quickly obserVe that more data were available in S1. . 
Louis than in New Orleans, and, ther~fore, greater 
analysis and comparison are made from both the 
1960 and 1975 St. Louis. data. Because data were 

>;.-::::: 

available for both periods in ~t~~ouisi' &~v.eral tables 
were developed to compar~ th€- Iilh~qacteristics of 
today's private secunty,practitioneftwith those of-o 

15 years ago. Finaiiy, composite'·"data comparing 
New Orleans ,.Gnd St. Louis licensees is presented 
and .explained. 

Where possible, the biographical 'characteristics 
were analyzed in three major subgroups-contrac
tual, proprietary, and governmental, The "contractual 
subgroup includes guards (New Orleans and St. 
Louis), detectives/investigators (New Orleans only) 
working for contract security firms, alarm service 
personnel, and armored car and courier personnel. 
The proprietary subgroup includes security personnel 
employed by nonsecurity service organizations, such 
as manufacturing plants, retail merchandising firms, 
hotels, and so forth. The third classification-':':'gov;:' 
ernmental-represents all guards employed by public 
or quasi-public agencies of local, State, or Federal 
government. 

The term "licensed" is used throughout this ap
pendix in the context used in New Orleans and St. 
Louis. However, it should be noted that, in the Task 
Force report, these individuals would be registered 
rather than licensed. Businesses providing security 
services would be licensed. (See Glossary of Terms.) 

New. Orleans 

Although Louisiana has collected an occupational 
license tax for guard and private detective agencies 
for many years, it has not been involved in regulat
ing these agencies; however, individual municipalities 
were allowed to regulate guards and detectives. In 
1971, New Orleans revised a municipal ordinance, 
establishing standards for the licensing of guards and 
detectives and requiring the poJice departm(mt· to 
screen applicants. Currently within the New Orleans 
Police Department, the Special Officers Unit, staffed 
by a commander and three clerks, is responsible for 
licensing and regulating private security personnel 
or "special officers," as they are referred to in New 
Orleans. 
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There are presently 4,187 licensed special officers 
in New Orleans-a city of 600,000. Of the total, 
68 percent (2,838) are contractual, 22 percent 
(943) are proprietary, and 10 percent (406) are 
governmental. These individ\!als are employed by 
623 different companies or agencies of government. 
Surrounding parishes also recognize the license is
sued by the New Orleans Police Department, which 
may tend to show a false ratio between private 
security personnel and population, because no accu
rate figures could be provided that would reflect 
how many of the licensed personnel work exclusively 
in the surrounding parishes. 

Once licensed, each special officer in New Orleans 
is granted limited police powers that apply to the 
actual premises of the company or beat assigned. It 
is important to note that only armed personnel are 
licensed in New Orleans. (Armed is defined to in
clude firearms, mace, nightsticks, and handcuffs.) A 
comprehensive manual of policies and information 
has been developed by the Special Officers Unit to 
clearly explain these police powers and duties. Cop
ies of these manuals are provided to each company, 
and individual licensees are issued a minimanual 
containing appropriate information. Although appli
cants must meet a number of established require
ments before they are granted a license, the New 
Orleans Police Department does not require or pro
vide training for the special officers commission; 
however, the department has indicated that manda
tory training will be instituted in the future. 

The commander of the Special Officers Unit is 
responsible for disciplinary action against licensed 
personnel. Disciplinary actions generally include (1) 
rejection of application, (2) issuance of a probation
ary license for a specified period of time, (3) sus
pension of license, and (4) revocation of license. 
The probationary license is suspended or revoked 
if any arrests occur during the period, or if the 
licensee violates established rules and regulations. In 
1975, 532 persons were rejected, suspended, or re
voked, with approximately one-third being rejected. 
Figures were not available on the number issued 
probationary licenses. 

Table 1 depicts the characteristics of those indi
viduals who obtained licenses under the New Or
leans ordinance. It also shows the characteristics of 
the three subgroups used for analysis in both St. 
Louis and New Orleans. The biographical charac
teristics of the New Orleans licensees, listed in Table 
1, are compared in Table 8 with the licensees in St. 
Louis. 

St. Louis Summary and Comparisons-
1960 and 1975 

In 1875, the Missouri Legislature granted the St. 
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Louis Board of Police Commissioners the responsi
bility and authority for regulating and licensing all 
private security personnel in that city. Departmental 
history regarding private security licensing is frag
mented, but indications are that some form of 
licensing has been continuously performed in St. 
Louis for the 100 years since passage of enabling 
legislation in 1875. A centralized unit of the Metro
politan Police Department of St. Louis has, for 15 
years, been responsible for license processing of 
private security personnel but not for agency or 
corporate licenses, which are issued by the City Li
cense Collector. Currently this responsibility is vested 
in the Watchman Division of the Bureau of Inspec
tions, which is staffed with 10 persons. 

St. Louis, with an estimated population of 
560,000, has 2,977 licensed private security persons 
employed by 295 different companies or agencies 
of . government. Of the licensees, 66 percent are 
employed by contractual security companies, 23 per
cent are proprietary security personnel, and 11 per
cent are governmental security employees. 

The present licensing process in St. Louis is com
prehensive and formal and includes a number of 
qualifications that must be met. As in New Orleans, 
the Watchman Division has developed a compre
hensive manual of policies and procedures for li
censed watchmen. In addition, St. Louis has a man
datory 3-day training program of 21 hours, includ
ing 9 hours of firearms training, at the St. Louis 
Police Academy. Once licensed by the Board of 
Police Commissioners, the watchman is a duly con
stituted officer who may exercise police powers in 
an assigned area and who is subject to control and 
disciplinary policies by the police department. Al
though St. Louis licenses unarmed persons, the ma
jority are armed. Complaints against watchmen are 
investigated by the Bureau of Inspection. 

Table 2 presents a comparison of certain baseline 
data collected in 1960 and 1975. It indicates the 
percentage of change for St. Louis population, index 
crime, number of commissioned police personnel, 
number of licensees, police salary budget, and esti
mated' private security payroll expenditures. It can 
be noted from this table that, although st. Louis has 
been a city of declining population over the past 
15 years, it has experienced an increase of approxi
mately 190 percent in index crimes. Although com
missioned police officers have increased in the 15-
year period by only 11 percent, private security 
personnel have increased by 263 percent. Similarly, 
the police salary budget has increased by 152 per
cent, while estimated labor or payroll 'expenditures 
for private security have increased by 562 percent. 

To better understand the changes in the numbers 
of licensed private security personnel during the 15-
year period, it is also significant to note that the 
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St. Louis Police Department has few licensees for 
the position of private detective and no longer li
censes railroad police; there were 105 licensed 
personnel in these classifications in 1960. It should 
also be noted that approximately 1,000 St. Louis 
police officers have approved secondary employment 
in private security; in 1960 moonlighting of any 
type was contrary to department regulations. These 
police officers working secondarily in private secu
rity need not obtain licenses. 

Table 3 presents a IS-year comparison of St. 
Louis licensees by type of employer; the IS-year 
percentage increase; and, possibly more significant, 
the percent of annual increase. It is significant to 
note that, during this IS-year period, the annual 
increase in total licensees was 9 percent, yet the 
annual percentage growth for contractual licensees 
was double that figure-18 percent. It is also note
worthy that security personnel in governmental agen
cies have increased significantly more than have pub
lic law enforcement personnel in the City of St. 
Louis. Finally, regarding Table 3, it is interesting to 
note the shifts of security personnel between 1960 
and 1975. In 1960, one-fifth of the licensees repre
sented contractual personnel, yet, in 1975, two
thirds of the licensees were contractual. The trend 
is just the reverse for proprietary security, which has 
shown a significant decrease in the number of licen
sees as a percentage of total. During this period, 
governmental security personnel have maintained the 
same proportional share. 

Table 4, similar to Table 1, depicts the biograph
ical profile of licensees in St. Louis in 1975. The 
data presented in this table is discussed in the New 
Orleans and St. Louis composite section. 

Table 5 presents a comparison of the biographical 
data of St. Louis licensees for the IS-year period 
1960--1975. Significantly, the total number of licen
sees has increased from 819, in 1960, to 2,977, in 
1975. Equally significant is the estimated turnover 
rate, which increased from a rate of 25 percent, in 
1960, to a rate of 37 percent, in 1975. Racial com
position has also shown a significant change in the 
15-year period. In 1960, 90 percent of all licensees 
were Caucasian; however, there currently is an equal 
split between Caucasian and blacks. Comparing 
licensees at the IS-year intervals further indicates 
that the average age has decreased by 10 years. 
Although an average age of 42 is presented in Tables 
4 and 5, this age was derived at the time of applica
tion. Additional study revealed that the current aver
age age for St. Louis licensees is 46 and the modal 
age is 48. There is also an indication in Table 5 
that the educational level has increased slightly. It 
is unlikely, however, that this increase in educational 
achievement exceeds that of the general population 
during this IS-year period. 

._--------------

The percentage of private security personnel now 
licensed in St. Louis with prior felony/misdemeanor 
arrests (not necessarily convictions) has increased 
significantly since 1960. More important, however, 
is the increase indicated in the number of arrests 
that were not revealed by applicants and discovered 
only during department investigation. Whereas 9 
percent of those individuals receiving licenses in 
1960 had prior arrests revealed only by investiga
tion, by 1975 this figure had reached 24 percent. 
Further, it is interesting to note that 25 percent of 
those licensed in the contractual subgroup, 20 per
cent of the proprietary licensees, and 31 percent of 
those licensed for government security work had 
arrests revealed by investigation that were not re
ported at the time of application. 

Finally, Table 5 reveals no significant change in 
licensees who have prior relevant experience in either 
law enforcement or private security during the 15-
year period. 

Table 6 represents the number of personnel li
censed in each of 18 security job classifications. The 
job description system used was that developed for 
the 1960 study. The table presents number and 
percent of personnel in each area for 1960 and 
1975 and shows the percentage of increase or de
creas.e. 

Obviously, the increases indicated are most sig
nificant. A most revealing finding is the 2,312 per
cent increase in contract security guards. Not only 
is this 2,312 percent change for the IS-year period 
dramatic, but also this classification has experienced 
a 24 percent annual growth over the 15-year period. 
Other significant security personnel increases oc
curred in educational institutions, retail establish
ments, private hospitals, and apartments and office 
buildings. 

The decreases indicated in Table 6 can be attrib
uted to several factors. The percentage decrease of 
plant protection personnel is probably due to a 
decrease in the manufacturing industry in St. Louis 
during that period. Additionally, the decrease may 
indicate that more plant protection is now being 
supplied by contract security guards. The decrease 
in park guards results from a reduced city budget 
and increased police coverage, including mounted 
patrols, by the metropolitan Pi",::' .~epartment. The 
apparent reductions in armored \:!ar and alarm guards 
may not be significant, because a number of off-duty 
police officers, who need not be licensed, work in 
these two classifications. Finally, beat watchmen 
have essentially been replaced by contract security 
personnel. 

A major consistency is also noticeable when one 
considers the data presented in Table 6. Both the 
1960 and 1975 studies reveal that a majority of 
private security personnel fell within 3 of the 18 
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job classifications: contract security guard, plant 
protection guard, and bank guard. Fifty-five percent 
of all licensed watchmen fell within those three cate
gories in 1960, and 75 percent were represented in 
those three classifications in 1975. 

Table 7 portrays the educational attainment of 
the private security licensees during the two studies. 
As is also shown in Table 5, years of education 
completed by licensees have clearly increased from 
1960 to 1975. However, in spite of increasing edu
cational achievement by the general population dur
ing the period under study, the majority of private 
security personnel in St. Louis still fail to complete 
a high school education. (I. 

Interestingly, in St. Louis the ranges for several 
biographical characteristics have not changed during 
the 15-year period. For example, the age of licensees 
ranges from 21 to 82, height from 4 feet 8 inches 
to 6 feet 9 inches, weight from 195 to 370 pounds, 
and years of education from 2 to 16. 

Composite-New Orleans and St. Louis 

Table 8 presents a comparison of the biographical 
characteristics of a combined total of 7,164 licensees 
in New Orleans and St. Louis. It is interesting to 
note that, although there are slight differences in 
various characteristics, similarities are indeed more 
common. For example, of the licensed personnel, 
68 percent are contractual in New Orleans and 66 
percent are contractual in St. Louis. Proprietary 
account for 22 percent in New Orleans and 23 per
cent in St. Louis. Governmental account for 10 per
cent in New Orleans and 11 percent in St. Louis. 
Also, 93 percent of licensees are male and 7 percent 
are female in both cities; the racial composition of 
Caucasian and minorities are almost equal; age vari
ance is slight; and height and weight variances are 
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statistically insignificant, as are those of education 
and marital status. Table 8 does reflect a difference 
between the two cities in the number of licensed 
persons with arrests andlor conviction records. 

Discussions and information obtained' from police 
officials in the two cities indicated that approximately 
15 to 20 percent of all licensees have prior experi
ence in private security or public law enforcement, 
indicating that a substantial majority of those enter
ing private security in the two cities have no relevant 
training or experience in private security. 

Table 9 compares New Orleans with st. Louis in 
population, index crime, public and private security 
resources, and labor expenditures. As is quickly 
noted, there are wide varlances betweeQ the two 
cities in virtually aU of these categories, but the 
total estimated labor or salary base for public and 
private protective services in each city is remarkably 
close. 

Using these figures, an attempt was made to esti
mate the annual per capita expenditures for public 
law enforcement and private security services in each 
city. The total expenditures for private security 
services for each city was derived by extending the 
private security labor base into a revenue figure, 
inclusive of estimated overhead and profits. This 
figure, combined with the total police budget, re
vealed an estimated annual expenditure of $88,844,-
000 for security in New ,Orleans. This results in an 
annual per capita expenditure of $148. For St. 
Louis, the combined estimate was $78,638,000 re
sulting in an annual per capital expense for security 
of $140. It is reasonable to conclude that annual 
expenditures for private security services and goods 
in both cities exceed the police budgets by at least 
two million dollars, meaning that the traditional 
police per capita expenditure is at least doubled when 
private security is included. 
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Table 1. Characteristics of Licensed Private Security Personnel, New Orleans, Louisiana, 1975 

Combined 
total Contractual Proprietary Governmental 

Profile Data N=4,187 N=2,838 N=943 N=406 
% % % % 

Sex 
Male 93 92 96 97 
Female 7 8 4 3 

Race 
Caucasian 52 44 68 69 
Black 40 50 20 21 
Other (American Indian, Spanish-Ameri-

can, Oriental, etc.) 8 6 12 10 
Age 

Average (in yrs.) 39 40 42 43 
24 and under 21 25 12 12 
25 to 34 25 26 26 20 
35 to 44 18 17 20 19 
45 to 54 19 17 22 28 
55 to 64 13 11 16 17 
65 to 74 4 4 5 3 
75 and over 0.5 0.3 0.7 1 

Height (average) 5'9" 5'9" 5'9" 5'9" 
Weight (average) 179 177 182 180 
Education (average in yrs.) 12 12 12 12 
Marital status 

Manied 70 65 78 78 
Single 19 21 13 15 
Divorced 8 6 6 4 
Separated 6 7 4 3 

Arrests (felony and misdemeanor) 19 22 13 13 
Traffic arrest* 27 27 31 16 
Prior public law 

enforcement experience 6 4 6 20 
(average yrs. experience) 16 15 11 17 

Prior private security 
experience 15 18 10 8 
(average yrs. experience) 1 3 1 2 

Note. Totals may not add to 100 percent due to rounding. 
* Based on incomplete data . 
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Table 2. Comparative Data Regarding St. Louis Population, Index Crime, and Public Law Enforcement, 
And Licensed Private Secu~ty Resources and Labor Expenditures, 1960 and 1975 

"II 
Percent Change 

Data Elements 1960 1975 IS-Year Period 

Population 750,000 560,000' - [25] 
Index crime 23,349 67,7361 +190 
Commissioned police officers 1,956 2,177 +11 
Licensed private security personnel' 819 2,977 +263 
St. Louis police department salary (labor) budget $12,988,000 $32,776,000 +152 
Estimated licensed" private security payroll (labor) 

expenditures $ 3,646,000 $24,149,000 +562 

',' 
1 Estimated figure. , 
2 In 1960 private security personnel were primarily full time, while in 1975 part-time personnel are eligible for 1censies. 
a Estimated Private Security Labor Expenditures derived from: (1) U.S. Bureau of the Census, 1960 and 1970 publications 

entitled Subject Reports, Occupational Characteristics, (2) U.S. Bureau of Labor Statistics, "Consumer Price Index," 
June 1975. 

Table 3. St. Louis Licensed Private Security Personnel 15·Year Comparison by Type of Employer. 

Increase 
from 

1960 to Annuai 
Employer Category 1960 1975 1975 Increase 

No. % No. % % 
r 

% 

Contractual 166 20 1,962 66 1,082 18 
Proprietary 562. 69 682 23 21 i 
Governmental 91 11 333 11 266 9 
TOTAL 819 100 2,977 100 263 9 

356 

0' 
-------------------=----==----.=~,=---} 

() 

Table 4. Chl!racteristlcs of Licensed Private Se~urityPersonnel, St. Louis, Missouri, 1975 

Combined 
Total Contractual Proprietary Governmental 

Profile Data IN = 2,977 N= 1,962 N=682 N=333 
% % % % 

\) 

Sex 
Male 93 93 91 99 
Female 7 7 9 1 

Race 
Caucasian 50 45 61 S3 
Black 50 55 39 46 
Other (American Indian, Spanish-

American, Oriental, etc.) 0 0 0 1 
Age 

Average (in yrs.) 42 42 41 45 
24 and under 13 14 14 0 
25 to 34 21 21 20 26 
35 to 44 22 22 22 23 
45 to 54 22 20 24 31 
55 to 64 16 16 17 18 
65 to 74 5 7 3 2 
75 and over 0.2 0.2 0.3 0 

Height (average) 5'S" 5'8" 5'9" 5'8" 
Weight (average) 181 180 182 183 
Education (average in yrs.) 11 10 12 10 
Marital status /"\ I; 

Married 74 73 76 83 
Single 13 13 14 11 
Divorced 7 8 6 " 4 Separated 4 4 3 \2 
Widowed 2 2 1 iO 

Arrests (felony and misdemeanor) 37 40 32 --39 
Traffic arrests 46 49 40 50 
Prior public law enforcement experience 7 4 13 14 

(average yrs. experience) 15 8 18 25 
Prior private security experience 20 19 24 19 

(average yrs. experience) 4 4 4 3 

Note. Totals may not add to 100 percent due to rounding. 
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Table 5. Comparitijle Profile of St. LouisUcensed Private Security ~~rsonneI15~Yeai' Period, 1960 and 1975 
'i 

}/ 1960 1975 
Pr10file Data N=819 N=2,977 

% % 

Sex \) 

Male 100 93 
Female 0 7 

Race 
CaucafJian 90 50 
Black 10 50 
Other 0 0 

~\\ Age ~ average) 52 42 
Height (average) Not available 5'8" 
VVeight (average) Not available 181 
Education (average in years) 9 11 
Arr~;sts (felony/misdemeanor) i 26 37 

.AIrests revealed by investigation 9 24 
Traffic arrests I,) 37 46 
pdor law enforcement experience 7 7 
Prior private security experience 15 20 

Table 6. St. Louis Licensed Private Security Personnel, 15,.Year Comparison by .Job Description 

1960 1975 Percent Change 
Job N=819 N=2,977 From 1960 to 1975 

No. % No. % Decrease Increase 

Contract s~curity guards 78 9.5 1,881 63.2 +2,312 
Plant protection 228 27.8 181 6.1 [- 21] 
Bank guards 146 17.8 172 5.8 + 18 
College and school security. 10 1.2 139 4.7 +1,290 
Private hospital guards 12 1.5 114 3.8 + 850 
Public housing guards 18 2.3 94 3.2 + 422 
Apartment and building guards 8 1.0 69 2.3 + 763 
Retail store security 6 .7 69 2.3 +1,033 
City guards 30 3.7 54 1.8 + 80 
Park guards 69 8.4 43 1.4 [- 38] 
Armored car S5 6.7 40 1.3 [- 27] 
Public hospital guards 8 1.0 38 1.3 + 375 
Alarm guards 37 4.5 31 1.0 [- 16] 
Hotel and entertainment security 10 1.2 22 .7 + .,,1.20 
Church and cemetery guards 6 .7 17 .6 + ~~3 
Beat watchmen 36 4.4,,! 9 .3 [- 75] U. 

Construction site guards 4 .5 4 .1 
Railroad police 58 7.1 Licensed by Missouri [-100] 

State Patrol 

" "- TOTALS . 819 100.0 2,977 100.0 + 263 . , 

Note. Tftals may not add to 100 percent due to rounding. 
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Table 7. Years of Education Completed by St. Louis Licensed Private Security, 1960 and 1975 

Highest Level Attained 1960 1975 
% % 

0-6 49 6 
7-11 25 50 
12 (High school graduation) 19 32 
13 and above 7 12 

Table 8. Composite Characteristics of Licensed Private Security Personnel in Twe) American Cities 
(New Orleans and St. Louis), 1975 

New Orleans St. Louis Total 
Profile Data N=4,187 N=2,977 N=7,164 

Sex 
/Male 

Female 
Race 

Caucasian . 
Black 
Other (American Indian, Spanish-American, Oriental, etc.) 

Age 
Average (in yrs.) 
24 and under 
25 to 34 
35 to 44 
45 to 54 
55 to 64 
65 to 74 
75 and over 

Height (average) 
VVeight (average) 
Education (average in yrs.) 
Martial status 

Married 
Single 
Divorced 
Separated 
VVidowed 

Arrests (felony and 
misdemeanor) 

Traffic arrests 
Prior public law 

enforcement experience 
(average yrs. experience) 

Prior private security experience 
(average yrs. experience) 

Note. Totals may not add to 100 percent due to rounding. 

% 

93 
7 

52 
40 

8 

39 
21 
25 
18 
19 
13 
4 

0.5 
5'9" 

178 
12 

70 
19 

8 
6 

Not available 

19 
27 

6 
16 
15 

1 

% % 

93 93 
7 7 

50 51 
50 44 

0 4 

42 40 
13 18 
21 24 
22 20 
22 20 
16 14 

5 5 
0.2 0.4 
5'8" 5'9" 
181 179 

11 12 

74 71 
13 16 
7 7 
4 5 
2 

37 26 
46 35 

7 7 
15 15 
20 17 
4 3 
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Table 9. New Orleans Compared with St. Louis in Population, Index Crime, and Public Law Enforcement, 
And Licensed Private Security, Resources and Labor Expenditures, 1975 

Percentage 
Data Elements New Orleans St. Louis Difference 

Population 600,000* 560,000* + 7 
Index crime 41,674* 67,736* -[38J 
Commissioned police officers 1,413 2,177 -[35J 
Licensed private security personnel 4,187 \ 2,977 + 29 
Police departments' salary (labor) budget $22,846,000.00 $32j)6,000.00 -[30J 
Estimated licensed private security payroll (labor) 

expenditures* * $33,965,000.00 $24,i49,000.00 + 29 

* Estimated figure. 
* * Estimated Private Security Labor Expenditures derived fro m: (1) V.S. Bureau of the Census, .1970 publication entitled 

Subject Reports, Occupational Characteristics, (2) V.S. Bureau of Labor Statistics, "Consumer Price Index," June 1975. 
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APPENDIX 3 

SURVEY OF CONSUMERS OF PRIVATE SECURITY SERVICES IN THE GREATER 
P,",ILADELPHIA AREA 
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Executive Committee, Walter Kidde & Company, 
Inc.; William Bixby, Protection Manager, Gimbel 
Brothers; Albert L. Foster, Managing Director, Lord 
and Taylor, Jenkintown, Pa.; R()bert L. Lumpe, 
Regional' Sales Manager, Burns Internatidnal Secu
rity Services, Inc.; Robert Frederick, Pennsylvania 
Joint Council on the Criminal Justice System; Thom
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tem, Inc.; Millard Meers, Security Specialist, School 
District of Philadelphia; and William C. Miller, Wil
liam C. Miller and Associates. Special acknowledg
ment is due to Patricia Murray and Belle Matricardi 
for their assistance in the preparation of the mailing 
of the questionnaire. 

Historiccd 

At the first Private Security Task Force meeting 

in April 1975, members expressed concern over the 
lack of research in private security generally, and 
specifically in terms of consumers of those services. 
(As used in the context of the report as well as in 
this survey, the term "consumers" refers to those 
persons who employ contract security services or 
employ their own security personnel.) 

The Task Force staff began preparation of the 
questionnaire in June 1975, and it was reviewed by 
the Task Force at its July meeting. Through the 
cooperation and assistance of Ian H. Lennox, Task 
Force member and executive vice president of the 
Citizens Crime Commission of Philadelphia, the 
Greater Philadelphia area was selected as the target 
for the questionnaire. In August 1975, the executive 
director of the Task Force met in Philadelphia with 
Lennox and the Ad Hoc Committee on Private 
Security of the Citizens Crime Commission of Phila
delphia to review the questionnaire and determine 
the sample. 

The questionnaire was distributed with a cover 
letter ill October 1975, and the respondents had 
until Nov. 15, 1975, to return the questionnaire. , 

Methodology of Study and Research Analysis 

In preparing the questionnaire, the st~lconducted 
research to determine if any similar consumer studies 
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had been completed. The main resources located 
were sU,rveys ccndU!::ted by the Institute for Local 
Self Government and published in their report, Pri
vate Security and the Public Interest. They identified 
three targets for their research: (1) employers, (2) 
employees, and (3) clients. The Task Force study 
was directed to a combination of employers and 
clients ~nd, therefore, comparison of responses to 
this study would be statistically inaccurate. How
ever, the Task Force urges others, who contemplate 
research regarding consumers, to use both studies 
as base references. 

After preparation, as outlined in the historical 
section, the questionnaire was mailed from the Citi
zens Crime Commission to 1,100 companies, firms, 
organizations, and so forth, in the Greater Philadel
phia area. Five hundred and fifty were sent to busi
nesses that were identified by the Ad Hoc Committee 
on Private Security as reasonably certain to have a 
security firm. (Throughout this study summary, these 
respondents are referred to as the control group.) 
The remaining 550 questionnaires were sent to busi
nesses randomly selected, by taking every eighth 
name from a mailing list of 4,000 businesses in the 
Greater Philadelphia area. (These respondents are 
referred to as the random group.) Both groups, 
for analysis purposes only, were identified through 
the codes "Survey of" or "Survey-" at the begin
ning of the questionnaire. Complete anonymity of 
specific respondents was maintained, except as stated 
above. 

The questionnaires were returned by the respond
ents to the Citizens Crime Commission of Phila
delphia in stamped, self-addressed envelopes that 
had been mailed with the questionnaire. The com
puter analysis was conducted at Western Dlinois 
University in Macomb, Ill. 

A statistically significant process has been applied 
to most of the data in an effort to more clearly 
reflect the information and opinions of respondents. 
In the question-by-question summary, the percent of 
nonrespondents is identified; thus, the percentages 
indicated for the specific question is the information 
supplied by persons who did respond. This process 
does not apply to questions 1, 3, 5, and 21 because 
of the nature of the questions. 

The small number of respondents and specific 
geographical area used precluded the Task Force 
from using the results in a cause-effect reference for 
standards and goals. However, the data can become 
more significant if future studies are conducted that 
expand the size of sample and geographical locations. 

Survey Highlights 

Although the responses to all 27 questions follow, 
the major significant results are summarized below: 
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Highlight§ 

96 Control Group 
67 Random Group 

163 Total Respondents 

• There were no significant differences between 
the responses of control group and random group. 

• 51 percent use contract security personnel, 30 
percent proprietary personnel, and 19 percent both 
contract and proprietary personnel. 

• The two most important reasons for using pri
vate security services are to prevent (and detect) 
potential criminal activity and to protect property. 

• 18 percent of new security personnel receive 
classroom training; 65 percent receive on-the-job 
training. 

• 23 percent of supervisors of security personnel 
receive classroom training; 42 percent receive on-the
job training. 

• Approximately 50 percent "did not know" or 
"did not respond" to questions about classroom or 
on-the-job training 

• 33 percent believed that security pet:sonnel 
training and 26 percent believed that security '3uper
visors training was inadequate. 

• 45 percent indicated certain types of criminal 
activities are not reported to public law enforce
ment agencies. 

• 74 percent indicated security personnel do not 
carry firearms. 

• The two most frequent problems in private 
security are inadequate training and poor wage 
scale. 

• 44 percent had changed their source for pro
viding security services. 

.. 72 percent would be willing to invest additional 
funds if qualification of personnel and/or quality of 
services were improved. 

• 89 percent believe the benefits outweigh the 
costs of security services. 

Response by Item 

It should be noted that questions 3, 5, and 21 are 
presented in a different format to provide more 
meaningful information, because a percentage pre
sentation would be inaccurate. Questions 5 a.nd 21 
are on a weighted scale with 1 = 5, 2 = 4,3 = 3, 
4 = 2, and 5 = 1. Totals may not add to 100 
percent due to rounding. 

.. 

" 

.,. 
"·0 J . 

Question 1. Indicate the general nature of your business activity. (Check one.) . 

Percent 
Manufacturing 28 
Other 16 
Hospital 15 
Retail store 10 
Banking/Finance 8 
Hotel/Motel 6 
Construction 4 
Educational institution 4 
Multiple answer 4 
Restaurant 2 
Office building management 1 
Public utility 1 
Shopping center 1 
Government agency 0 
No response 0 

Question 2. What is 'your relationship to the private security services at your business? (Check as many as 
approprIate.) . 

Percent of 
those responding 

Management official responsible for supervising contract person-
nel who provide security services. 

Direct supervision of private security personnel. 

General management official to whom Security Supervisor reports. 
Multiple 

34 

23 

23 

11 
Other 

9 
No response 5% 

Question 3. What categories of private security do you utilize? (Check more than one if appropriate.) 

Number indicating only one response 

93 Other and multiple 

49 Guard or watchman 

16 Central station alarm respondent 
3 No response 

Number indicating more than one response 

120 Guard or watchman. 

68 Central station alarm respondent 

31 Armored car service 

21 Investigator 
1 Armored car service 

1 Roving car patrolman 
18 Special event guard (i.e., exhibitions, 

sports events, etc.) 

16 Roving car patrolman 

13 Retail store guard 

9 K-9 (dog) patrol 
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Question 4. Our business utilizes the following to perform security services. (Check as many as appropriate.) 

Percent 

a. Contract Security Personnel 51 
1. Full time .54 
2. Less than full time 40 
3. Both 6 

b. Proprietary security personnel (own 
personnel) 30 
1. Full time 68 
2. Less than full time 22 
3. Both 10 

c. Both 19 

Question 5. For which of the .following reasons does your business employ private security services? Please 
rank them numencally as to the fiv~ most important with number one as most important. 

To prevent (and detect) potential criminal activity 
To protect property 
To detect fire and safety hazards 
To check entry and exit of personnel and vehicles 
To reduce actual criminal activity 
To reduce insurance rates 
To monitor equipment and/or processes 
To meet compulsory insurance requirements 
To comply with Federal, State, or local regulations 

(Circle one) 
Requirement for business contract (s ) 

Weighted 
Points 

417 
404 
297 
252 
234 

92 
81 
59 
35 

13 

Number marked with "X" 
only-not ranked 

20 
20 
12 
13 
17 
5 
3 
5 
3 

o 

Question 6. How often do you have personal or telephone contact with your private security personnel? 

Hourly 
Daily 
About twice each week 
About twice each month 
Not applicable 
No response 

Supervisors 
% 

9 
38 
14 
19 
20 
15 

Employees 
% 

12 
51 
12 
3 

22 
29 

Question 7. Do new security personnel receive classroom training? (If yes, please indicate number of 
hours.) 

364 

a. No 
b. Yes, 1 to 100 holirs annually-26% receive 6 hours or less 

47% receive 16 hours or less 
85 % receive 40 hours or less 

c. Do not know 
d .. No response 15% 

Percent of 
those responding 

50 
18 

32 

-.--.-.. -.... -- .. -~--.~~------.. ! 
! ,. , 

),----------~------

Question 8. Do new security personnel receive on-the-job training? (If yes, please indicate number of 
hours.) 

Question 

Percent of 
those responding 

a. No 13 
b. Yes, 4 to 960. hours annually-32 % receive 12 hours or less 65 

58% receive 24 hours or less 
80% receive 60 hours or less 

c. Do not know 22 
d. No response 13% 

9. Do supervisors of security personnel receive classroom training? (If yes, please indicate num
ber of hours.) 

a. No 
b. Yes, 3 to 640 hours annually-36% receive 6 hours 01' less 

50% receive 16 hours or less 
86% receive 40 hours or less 

c. Do not know 
d. No response 16% 

Percent of 
those responding 

43 
23 

34 

Question 10. Do supervisors of security personnel receive on-the-job training? (If yes, please indicate num
ber of hours.) 

a. No 
b. Yes, 3 to 320 hours annually-28% receive 24 hours or less 

69 % receive 40 hours or less 
86% receive 80 hours or less 

c. Do not know 
d. No response 17% 

Percent of 
those responding 

28 
42 

30 

Question 11. In your opinion, the amount of training security personnel receive is (Please place "X" on 
scale.) 

1% 11% 48% 7% 33% 

Too much About Inadequate 
right 

No response /-' 24% 

Question 12. In your opinion, the amount of training supervisors of security personnel receive is: (Please 
place "X" .on scale.) 

0% 

Too much 

No response. 

12% 57% 

About 
right 

5% 26% 

Inadequate 

30% 

365 
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Question 13. The best security supervisors are persons who: 

Have specialized trai~ing, education, or experience in security 
services 

Have public law enforcement experience 
Multiple 
Are promoted from nonsecurity positions within your business 
Other 
No response 20% 

Question 14. Do security personnel carry a firearm while on duty? 

a. No 
b. Yes (Please check.) 

1. at all times 
2. nearly always 
3. about half the time 
4. seldom 

c. No re!;iponse 12% 

Percent of 
those responding 

59 
21 

9 
6' 
5 

Percent of 
those responding 

74 
26 
74 
13 
0 

13 

Qtlestion 15. Do you feel it is necessary for security personnel to carry firearms while on duty? 

a. No 
b. Yes 
c. Occasionally 
d. No response 10% 

Percent of 
those responding 

68 
23 

9 

Question 16. If security personnel carry a firearm, did you request that they be armed? 

a. No 
b. Yes 
c. No response 54% 

Percent of 
those responding 

69 
31 

Question 17. Have you requested the discharge or discharged any security personnel for misuse of firearms? 

a. No 
b. Yes 
c. No response 

366 

'.' 

38% 

Percent of 
those responding , 

94 
6 

___ ---;::f 

.Question 18. Have you ever witnessed security personnel overstepping authority while handling' an incident 
(such as using excessive force, detaining someone falsely, conducting illegal search, 'etc.)? 

a. No 
b. Yes, but only once 
c. Yes, several times 
d. Yes, frequently 
e. No response 10% 

Percent of 
those responding 

88 
5 
6 
1 

Question 19. Are there certain types of "criminal" activities (employee theft, loitering, assault, etc.) which 
security personnel encounter which are not reported to public law enforcement agencies? 

a. No 
b. Yes 
c. No response 10% 

Percent of 
those responding 

55 
45 

Question 20. I have found our private security services are more efficient or effectIve when: 

Color, style, etc. of uniforms and badges are not very important in 
terms of efficiency and effectiveness 

Uniforms and badges are very similar to public law enforcement 
Uniforms and badges are clearly different from public law 

enforcement 
No response 21 % 

Percent of 
those responding 

53 
37 

10 

Question 21. Of the following criticisms of private security, which in your view are the most fr~quent prob
lems occurring in your business'! (Please rank them numerically as to five most important with 
number one as most important.) 

Inadequate training 
Poor wage scale 
Undependability of personnel 
Inadequate supervision 
Inadequate background checks or personnel 
Personnel unfamiliar with legai powers 
Lack of concern by management f.or interests of 

personnel 
Nonreporting of criminal justice 
Personnel dishonesty 
Drinking or drug problem 
Management dishonesty and poor business practice 
MIsuse of weapons 
Excessive use of force 

Weighted 
points 

332 
309 
295 
212 
134 
104 

84 
44 
36 
34 
13 
6 
4 

Number marked with "X" 
only-not ranked 

5 
4 
2 
4 
4 
1 

o 
o 
1 
1 
o 
o 
o 

367 
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Question 22. Indicate if you have measured the effectiveness 
terms of the following possible variables: 

~---l 

of security services within your busi~~ss in '. 

a. Reduction in volume of crime 
b. Reduction in direct donar loss to crime 
c. Increased number of criminal suspects 

apprehended 
d., Greater maintenance of peace and order 
e. Other 

Yes No 
P~rcent of those responding 

61 39 
55 45. 
30 70 

71 29 
5 

No response 
Percent 

27 
31 
36 

26 

Question 23. What is your opinion as to the overall effectiveness of your security services? (Please place 
"X" at any appropriate place on scale.) 

13% 

Very 
effective 

No response 

25% 43% 

Adequate 

13% 

8% 

6% 

Not 
effective 

Question 24. Have you ever, <:hanged your source for security services? 

a. No 
b. Yes (please indicate type of change.) 

Percent of 
those responding 

56 
44 

Percent of those 
indicating yes 

1. company personnel to contract personnel 17 
2. contract personnel to company personnel 12 
3. one contract company to another contract company 62 
4. not applicable . 3 
5. Please describe reasons for changes indicated above.

Primary reasons given were economic and lack of qualified 
personnel. 6 

c. No response 10% 

Question 25. If the qualifications of the personnel and I or the quality of the security services could be im
proved, would you be willing to invest the additional funds? 

368 

a. Yes 
b. No (Please briefly state your reasons.) 

Most indicated broad economic reasons such as lack of funds 
because of general business climate or concern that they were 
spending the maximum allowable for security services. 

c. No response 12% 

Percent of 
those responding 

72 
28 

OJ 

I 
Cj 

~l 
I 
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Question 26. As a user of private security services, do you feel the benefits of private . sec~lrity outweigh 
the costs? :1 

a. Yes 

b. No (Please briefly explain.). 
Most felt that neither the personnel or eqUlpment, or com-
bination of both, were effective .. 

c. No response 16% 
/> '{ 

Percent of 
Those responding 

89 

11 

Question 27. 

r~/' . 

Please indicate additional recommendations, criticism :-n: other com~ents ~hic~ may con
tribute on how to improve security services at your busmess or secunty servIces m general. 

23 persons responded to the question and their c~mmellts ~an b.roadly be de~ed as concern for 
personnel, equipment, economic issues, and the mterrelatIonshIps of these Items. 

369 
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APPENDIX 4 

COLLEGES AND UNIVERSITIES OFFERING EDUCATIONAL PROGRAMS FOR PRIVATE 
SECURITY 

Reference Key 

AA-Associate of Arts 

AAS-Associate of Applied Science 

AS-Associate of Science 

BS-Bachelor of Science 

CERT -Certificate 

CO-Course~ Only 

Institution 

ALABAMA 

Jacksonvjlle State University 

Jefferson State Junior College 

ARIZONA 

Phoenix College 

370 

Note: Every reasonable effort has been made to 
ensure the accuracy of this information. For specific 
information about programs, contact the colleges or 
universities. 

Primary Source: International Association of 
Chiefs of Police. Law Enforcement and Criminal 
Justice Education Directory 1975-76. Gaithersburg, 
Md.: 1975. 

Secondary Source: Research activities of the Pri
vate Security Task Force. 

Address 

Pelham Road 
Jacksonville (36265) 

2601 Carson Road 
Birmingham (35215) 

1202 W. Thomas Road 
Phoenix (85013) 

Programs offered 

Two Four 
year year 

CO 

CO' 

CO 

(b. 
Institution' 

CALIFORNIA 

California Lutheran College 

California State University-Los Angeles 

California State University-Sacramento 

Chabot College 

Fresno City College 

Golden West College 

Long Beach City College 

Mira Costa College 

Ohlone College 

. Pasadena City College 

Rio Hondo College 

San Joaquin Delta College 

San Jose State University 

Santa Ana College 

West Hills College 

COLORADO 

Arapahoe Community College 

CONNECTICUT 

Housatonic Community College 

Tunxis Community College 

.'l c 

Address 

60 Olson Road 
Thousand Oaks (91360) 

5151 State Univ. Dr. 
Los Angeles (90032) 

6000 Jay 
Sacramento (95819) 

(r 2555 Hesperian Blvd. 
Hayward (94545) 

1101 E. University Ave. 
Fresno (93741) 

15744 Golden West 
. Huntington Beach (92647) 

4901 E. Carson 
Long Beach (9.0808) 

One Barnard Drive 
Oceanside (92054) 

650 Washington Blvd. 
Fremont (94537) 

1570 E. Colorado 
Pasadena (91106) 

3600 Workman \Mill Road 
Whittier (90608) 

5151 Pacific Ave. 
Stockton (95207) 

125 S. Seventh 
San Jose (95192) 

1530 W. Seventeenth 
Santa Ana (92706) 

300 Cherry Lane 
Coalinga (93210) 

5900 S. Santa Fe Drive 
Littleton (80120) 

510 Barnum Ave. 
Bridgeport 

Rts. 6 and 177 
Farmington (06032) 

,~.;;", 

Programs offered 

Two Four 
year year <'<)" 

8'='"' 
Q 

CO 

CO 

CO 

AA 

AS 

AA 

AA 

CO 

CO 

CO 

AS 

CO 

CO 

CO 

CO 

CERT 

AS 

CERT 

J 
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Programs offered 
Institution 

Address 
ii J 

(} 
l'/ 

,< ~ 
Two Four 2 Institution Addr~ss 

::""'" 

(0 
Programs offered 

year year < 
il 

FLORIDA 

j 
Two Four 

t 
year year 

Biscayne College 
16400 N.W. 32nd Ave. BS l 'b Waubonsee Community College P.O. Box 508 

Miami (33054) C?j J 
CO 

,! " 
Sugar Grove (60554) 

AS 
\ 

B:roward Community College 
3501 S. W. Davie Road 

~,~ Western Illinois University 
, 

Fort Lauderdale (33314) \ ~ 
900W.Adams Minor 

l~ 
Macomb (61455) 

Manatee Junior College 
P.O. Box 1849 AS ~ William Rainey Harper College Algonquin & RoscHe-Roads CERT 

~ 

Bradenton (33506) tt I Palatine (60067) 

Palm Beach Junior College S. Congress Isle CO L IOWA 
Lake Worthr(33460) 

~J 

• 
~ ,~ .' 

P.O. Box 1530 AA&AS 
, 

Des Moines Area Community College 

Santa Fe Community College 

.; 2006 Ankeny Blvd. CERT 

" 
Gainesville (32601) 1 

\( Ankeny (50021) 
l. .' "; Muscatine Community College " 

152 Colorado CO 

GEORGIA 
tt:'" " 

r ;f 
Muscatine (52761) 

, 

Algonquin Drive CO 
''.(\ Saint Ambrose College 518 W. Locust 

Columbus College 1 
r-

co 

Columbus (31907) 
'\ Davenport (52803) 

" 

Valdosta State College 
Valdosta (31601) CO 

~~ Western Iowa Tech 4647 Stone Ave. CO 

cl 
',J' Sioux City (51106) 

t' 
f~ 

ILLINOIS 

1I KANSAS 
if r'" 

JJ', } 

Belleville Area College 2555 West Blvd. AAS& 
(~, Wichita State University 1845 Fairmount Ave. AS&BS 
J 

Belleville (62221) CERT g 
Wichita (67208) 

l 
College of Lake County 

19351 W. Washington CO " ,f KENTUCKY 
i {t 

Grayslake (60030) IE\ l' 
~,! , Eastern Kentucky University Richmond (40475) 

~ Illinois Central College P.O. Box 2400 CO .~!~ () 
AA 

East Peoria (61611) ! • .1 
~'~ MAINE 

\ 
.. I' 

1216 Houbolt Ave. CO 
.':, 

Joliet Junior College 

:i 
\\ 

Joliet (60436) 
li Southern Maine Vocational Technical Institute Fort Road CO 
;:; 
:\, South Portland (04106) 

Lewis and Clark Community College Godfrey Road AS ~. ~j 

Godfrey (62035) ~ 
fj 
ife MARYLAND ~ .' 

Loop College 
64 E. Lake AA&AS i 
Chicago (60601) 

lJ 
; Anne Arundel Community College 101 College Pky. CO 
, 
I Arnold (21012) 

McHenry County College 6200 N.W. Hwy. CO ~ 
Crystal Lake (60014) 

~I 
Community College of Baltimore 2901 Liberty Heights Ave. AA 

Moraine Valley COmnlunity College 10900 S. 88th Ave. AS 
t Baltimore (21215) 

~ (1 

Palos Hills (60465) r Montgomery College 51 Mannakee CO 

Prairie State College 197th & Halsted CO 
I' 

Rockville (20850) 
~, 

Chicago Heights (60411) ~I 
, University of Maryland College Park (20742) , CO 

~ 

Sangamon State University Shepherd Road CO " 1 MASSACHUSETTS 

Springfield (62708) , j 

University of TIlinois at C'hicago Circle Box 4348 CO r i Bunker Hill Community College Charlestown (02129) CO 

Chicago (60680) 
2 

-, 
j Holyoke Community College 303 Homestead Ave. AS 
.' i Holyoke (01040) 

372 
.j 

~ 
, 
'~ 

373 

,') 
! 

) 
f 

;~~ -
:f 

~ 

6 

___ '_'~"""~"2"...r.=;~~~ __ ~_-""_-"""~""'-. -~ - .. " ....... ~~""~ ... ' ........ --'.~--....-'.--~---.-,.,.."' .. ~~,~~--"'-~=~..;:::;:::;:: .... :;::;: .. --:::...~;::;::;;:::.:::;.:~:..T:::::::':;:::::.-:::::::::::;:.--,~.,' 

'(( 
l \' 

'::'::"';, J 
.',,/,' 

L 



l 

Institutio .. 

Middlesex Community College 

North Shore Community College 

Northeastern University 

MICHIGAN 

Alpena Community College 

Charles S. Mott Community College 

Jackson Community College 

Lake Michigan College 

Lansing Community College 

Macomb County Community College 

Michigan State University 

Northern Michigan University 

MISSOURI 

Meramec Community College 

Penn Valley Community College 

State Unive:rsity 

MONTANA 

Dawson College 

NEW JERSEY 

Atlantic Community College 

Jersey City State College 

Union College 

374 

Address 

13 Spring Road 
Bedford (01730) 

3 Essex 
Beverly (01915) 

360 Huntington Ave. 
Boston (02115) 

Alpena (49707) 

1401 E. Court 
Flint (48503) 

2111 Emmons Road 
Jackson (49201) 

2755 E. Napier Ave. 
Benton Harbor (49022) 

419 N. Capitol Ave. 
Lansing (48914) 

16500 Hall Road 
Mt. Clemens (48043) 

East Lansing (48824) 

Marquette (49855) 

11333 Big Bend Blvd. 
St. Louis (63122) 

3201 S.W. TFWY 
Kansas City (64111) 

Kirksville (63501) 

Glendive (59330) 

Mays Landing (08330) 

2039 Kennedy Blvd. 
Jersey City (07305) 

1033 Springfield Ave. 
Cranford (07016) 

Programs offered 

Two 
year 

CO 

CO 

CO 

CO 

AA 

AS 

AA 

AS 

CO 

CO 

CO 

CO 

CO 

Four 
year 

AS&BS 

co 
BS 

CO 

CO 

.j 

;\ 

f I 

i . 
, 
I 

~ ! 
l.J 

Institution 

NEW YORK 

City University of New York (John Jay Coll~e of 
Criminal Justice) 

Erie Community College 

Genesee Community College 

Hudson Vall.ey Community College 

Jamestown Community College 

Monroe Community CoUege .. 

Niagara University 

St. John's Unht~rsity~ St. Vin~ent'~Col1ege 
.) .·11· 

~ 

Schenectady Coun~y Community College 

NORTH CAROLINA 

Central Piedmont Community College 

OHIO 

Cuyahoga Community College 

Jefferson County Technical Institute 

Kent State University 

Lakeland Community College 

University of Cincinnati 

University of Dayton 

Youngstown State University 

OREGON 

Chemeketa Community College 

Address 

444 W. 56th 
New York (10019) 

Main St. & Younds Road 
Buffalo (14221) 

College Road 
Batavia (14020) 

80 Vandenbergh Ave. 
Troy (12180) 

Jamestown (14701) 

1000 E. Henrietta Road 
Rochester (14623) 

Niagara University (14109) 

-Grand Central & Utopia Pky. 
Jamaica 

Washington Ave. 
Schenectady (12305) 

P.O. Box 4009 
Charlotte (28204) 

2900 Community College Ave. 
Cleveland (44115) 

4000 Sunset Blvd. 
Steubenville (43952) 

Kent (44242) 

S.R. 306, IS. 96 
Mentor (44060) 

Cincinnati (45221) 

300 College Park Ave. 
Dayton (45469) 

410 Wick Ave. 
Youngstown (44503) 

4389 Satter Drive 
Salem (97303) 

Programs offered 

Two Four 
year year 

AS 

CO 

CO 

CO 

CO 

AS 

AS&BS 

CO 

CO 

AS 

CO 
1: 
~ 

CO 
U 
I: 
t! 

rr 
1~ , 

CO 
r A 
Ii 
'I 

CO 
I. 
l\ 

U 1; 
U 

CO 
I, 
I 

It 
CO 

If 

I' 
U 
~ ; 

Ii 
i1 

CO I 
'i 
ti 
~ , 
l( 

I' 

CO 

1 ; 
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\1 5 Institution Address P~ograms offereli Institution Address Programs offered ( 

q' " '{I ' : 
' "' $'-,. 

Two Four 
! Two Four .; 

year year i year year , 
~ Southside Virginia Community College State Route 40 CO PENNSYLVANIA ~ 

\ ;' 

~ Keysville (23947) 
Community College of Beaver County Center Grange Road CO 

~i 
,. , Virginia Commonwealth University 816 W. Franklin CO 

Monaca (15061) .1" ' 
Richmond (23284) !s 

Indiana University of Pennsylvania 
, 

Indiana (15701) CO I 

I " WASHINGTON 
Mercyhurst College 501 E. 38th 

I 
CO I 

" 

Erie (16501) "!', ~ Highline Community College Midway (98031) AS 
L 

~OUTH CAROLINA lij , (, Seattle University Seattle (98122) CO 
$"'-,'" 

I t Shoreline Communty College 16101 Greenwood Ave. N. CERT 
Orangeburg-Calhoun Technical Education Center P.O. Drawer 1767 CO 

,', 
¢' 

Seattle (98133) 
Orangeburg (29115) i,\ 

r 
~l ~l ~ Washington State University Pullman (99163) CO 

TENNESSEE it \\ 
• ii 

WEST VIRGINIA ®:' 
I'. 

Cleveland State Community College P.O. Box 1205 CO 
~,(\ 

LI .~ '- ' 

Cleveland (37311) 
.{ ~ Parkersburg Community College Rt. 5, Box .167A CO 
( '" Parkersburg (26101) I TEXAS 1 ~ co C' 1 West Virginia State College Institute (25112) 

i: Amarillo College P.O. Box 447 CO 
\ 

~ i ] 

I 
J' , WISCONSIN AmariIlo (79178) Ef)' 'I., 

11(, " 
i· CO r 1-

Bishop College 3837 Simpson Stuart Road ~ Blackhawk Technical Institute 1149 Fourth CO 
Dallas (75241) '.' ~r' 

Beloit (53511) " (, r v 

Sam Houston State University Huntsville (77340) CO >I 
University of Wisconsin-Platteville Platteville (53818) CO I' , , 

li 
{ , 

) 

I Southwest Texas State University San Marcos (78666) CO k ~ 
~j 

The University of Texas at Arlington P.O. Box 19069 CO lr 
$ Arlington (76019) J 

U r 
"I 

f UTAH i J 
Brigham Young University Provo (84602) CO J 

~ t 

" 
Weber State College 3750 Harrison Blvd. CO 

...... 

~ Ogden (84403) 
j' 

(, 

I VIRGINIA 
-{ . 

~, 

Blue Ridge Community College Box 80 CO 
'~ 

I it 
Weyers Cave (24486) ~ 

<i.(~ r ' 
Dabney S. Lancaster Community College P.O. Box 530 CO 

j , II ,) 
;; 

1\ 
Clifton Forge (24422) .> 

" .. 
J. Sargeant Reynolds Community College P.O. Box 6935 CERT 

,~ 'I ',' L ~ 

Richmond (23230) "'; 

II Northern Virginia Community College- Annandale (22003) AS f 
'liC! 

Annandale Campus J ~ Il 
Piedmont Virginia Community College Route 6, Box lA CO ~ d .j i l 

Charlottesville (22903) « " H 
tf n 

376 ):) 377 l<j 
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APPENDIX 5 

LISTING OF PRIVATE SECURITY FIRMS AND PRIVATE SECURI.TY RELATED ORGANIZATIONS 

Overview 

Throughout the work of the Private Security Task 
Force, efforts were made to develop a working list 
of associations concerned with private security. The 
Task Force maintained liaison with some, but not 
all, of the associations. The list is included for infor
mational purposes and as a source of reference to 
person~ seeking information about specific ass?cia
tions concerned with various components of prIvate . 
security. The list is as complete and accurate as 
possible; however, some associations change their 
addresses on a yearly basis, depending on who is 
chairman, president, and so forth. The list does not 
include local, county, or State associations. Infor
mation about these type associations can normally 
be obtained by contacting the national headquarters. 

Primary Source: Security Letter. 475 Fifth Ave
nue, New York, N.Y. 10017 (Volume V, Number 
18). 

Secondary Source: Research activities I)f the Pri
vate Security Task Force. 

Ait Line Pilots Association 
433 Airport Boulevard 
Suite 201 
Burlingame, CA 94010 
Alarm Industry Committee for Combatting Crime 
1776 K St., N.W., Suite 900 
Washington, DC 20006 
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American Bankers' Association 
1120 Connecticut Avenue, N.W. 
Washington, DC 20036 

American Hotel & Motel Association 
888 7th Avenue 
New York, NY 10019 

American Insurance Association 
85 st. John Street 
New York, NY 10038 

American Polygraph Association 
Box 74 
Linthicum Heights, MD 21090 

American Retail Federation 
1616 H Street, N.W. 
Washington, DC 20006 

American Society for Industry Security 
2000 K Street, N.W., Suite 651 
Washington, DC 20006 

American Trucking Associations, Inc. 
1616 P Street, N.W. 
Washington, DC 20036 

Americans for Effective Law Enforcement 
State National Bank Plaza 
Suite 960 
Evanston, IL 60201 
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Associated Locksmiths of America, Inc. 
3003 Live-Oak Street 
Dallas, TX 75204 

Association of American Railroads 
Operations & Maintenance Department 
Safety & Special Services Division 
Police & Security Section 
1920 L Street, N.W. 
Washington, DC 20036 

Canadian Society for Industrial Security 
926 Connaught Street 
Ottawa, Ontario 
K2B 5MB 

Central Station Electrical Protection Association 
1000 Vermont Avenue, N.W. 
Washington, DC 20005 

Committee of National Security Companies 
(CONSCO) 

c/o Wackenhut Corporation 
3280 Ponce De Leon Blvd. 
Coral Gables, FL 33134 

Computer Security Institute 
43 Boston Post Road/West Main Street 
Northboro, MA 01532 

Council of International Investigators 
Box 5646 
Baltimore, MD 21210 

Independent Armored Car Operators Association 
724 York Road 
Towson, MD 21204 

Insurance Crime Prevention Bureaux 
365 Evans Avenue, Suite 410 
Toronto, Ontario 
M8Z 1K2 

Insurance Crime Prevention Institute 
21 Chades Street 
Westport, CT 06880 

Insurance Information Institute 
110 William Street 
New York, NY 10038 

Insurance Security Association 
Audit Department 
Aetna Life and Casualty Co. 
Hartford, CT 06115 

International Association for Hospital Security 
P.O. Box 3776 
Merchandise Mart Station 
Chicago, IL 60654 

--- -------] 
International Association of Arson Investigators ! 
P.O. Box 1208 . ! 
Springfield, IL 62705 

futernational Association of Chiefs of Police 
11 Firstfield Road 
Gaithersburg, MD 20760 

International Association of College and University 
Security Directors 

P.O. Box 98127 
Atlanta, GA 30~29 

International AssoCiation of Credit Card Investiga
tors 

Box 813 
Novato, CA 94947 

International Association of Security Services 
Box 378 
Northfield, IL 60093 

International Graphoanalysis ~pciety 
325 West Jackson Blvd. ;-' 

,:~. /) 
Chicago, IL 60606 

International Guards Union of America 
1070 S. Knox Court 
Denver, CO 80219 

International Union, United Plant Guard Workers of 
America 

P.O. Box 435 
East Detroit, MI 48021 

Jeweler's Security Alliance of the United States 
535 Fifth Avenue 
New York, NY 10017 

Loss Executives Association 
Hartford Insurance Group 
Hartford Plaza 
Hartford, CT 06115 

Mass Retailing Institute 
570 7th Avenue 
New York, NY 10018 

National Armored Car Carriers 
(formerly National Armored Car Association) 
3426 N. Washington Blvd., S\life 100 
Arlington, VA 22201 

National Association of Legal Investigators 
213 Southwest Jefferson Street 
Suite 231 
Peoria, IL 61602 

National Association of Manufacturers 
1776 F Street 
Washington, DC 20006 
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National Association of Private Security Organiza-
tions 

The Madison Building 
1155 15th Street, N.W., Suite 500 
Washington, DC 20005 

National Association of Retail Grocers of the United 
States 

2000 Spring Road, Suite 620 
Oak Brook, IL 60521 

National Association of School Security Directors 
1320 South West Fourth Street 
Fort Lauderdale, FL 33310 

National Auto Theft Bureau 
30 East 42nd Street 
New York, NY 10017 

National Builder's Hardware Association 
1815 N. Fort Myer Drive, Suite 412 
Arlington, VA 22209 

National Burglar & Fire Alarm Association 
1730 Pennsylvania Avenue, N.W. 
Washington, DC 20006 

National Council of Investigation and Security 
Services 

1730 Pennsylvania Ave., N.W. 
Washington, DC 20006 

National Crime Prevention Association 
1750 Pennsylvania Avenue, N.W. 
Washington, DC 20006 

National Fire Protection Association 
470 Atlantic Avenue 
Boston, MA 02210 

National Retail Merchants Association 
1 00 West 31 st Street 
New York, NY 10001 
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National Safety Council 
425 North Michigan Avenue 
Chicago, IL 60611 

National Security Industrial Association 
Union Trust Building, Suite 700 
Washington, DC 20005 

National Sheriffs' Association 
1250 Connecticut Avenue, N.W., Suite 320 
Washington, DC 20036 

Property Loss Research Bureau 
20 North Wacker Drive 
Chicago, IL 60606 

Research Security Administrators 
'P.O. Box 358 
North Hollywood, CA 91603 

Safe Manufacturers National Association 
366 Madison Avenue . 
New York, NY 10017 

Security Equipment Industry Association 
233 East Erie Street 
Chicago, IL 60611 

Surety Association of America, The 
125 Maiden Lane 
New York, NY 10038 

Universal Detective Association 
P.O. Box 8180 
Universal City, CA 91608 

Western Burglar & Fire Alarm AssocIation 
325 7th Street 
Oakland, CA 94607 

World Association of Detectives 
Box 5068 
San Mateo, CA 94402 
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APPENDIX 6 

SUMMARY OF PRIVATE SECURITY LEGISLATION 

. Primary Source: Respo '. 
dIstributed by the Privat Snses. to a questIonnaIre 
in July 1975 t e .ecunty Task Force staff 

o appropnate regulatory agencies 
in the States and/o th 
States where re ufa r e atto.mey general of those 
do not exist. g tory agencIes for private security 
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Key To Numbers Used In Summary Of Private Security Legislation 

1. Exempt if regulated by public service commission 

2. Require 1 year as guard or 3 years as policeman 

3. Investigator must have 2 years related experience; 
guard or watchman must have 1 year related experience 

J 

4. 1 year of the 3 year requirement must be met in Florida 

5. Require 3 years as police investigator, 5 years as full-time licensed investigator, or 10 years as a police officer. 

6. Require 2 years experience for investigator license; 
require 1 year experience for private patrol operator license 

7. Investigator must have 3 ~Iears related experience; 
security patrol op!'!.rator must have 2 years experience 

8. Licensee must have 2 years experience In security or 3 years experience as policeman 

9. Require photograph only 

10. Require fingerprints ,only 

11. Require a maximum of 10 hours 

12. Armed security guards employed in a police capacity shall receive not less than 16 hours 

13. Require 30 hours 

.i .. _. ___ ~_,. _ 

14. Require 16 hours beyond the 97 hours required for secu rity commission 

15. Hours deemed necessary by the Board 

16. R\~quire minimum or16 hours 
\ 

17. Ui\armed guard-4 hours; 
in-house investigators-28 hours; 
private detective-45 hours 

18. A person employed by and compensated by a private organization for the purpose of enforcing the ordinances and 
laws they are empowered to enforce, to secure the premises of their employer and to enforce their rules must 

complete a 118 hour training program \ 

Source: Responses to a questionnaire distributed by the Task Force staff in Jljly 1975 to appropriate regulatory agencies 
in the States and/or to the attorney general of States where regulatory agencies did not exist. 
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APPENDIX 7 

REGULATORY AGENCY SURVEY 

Primary Source: Responses to a questionnaire 
distributed by the Private Security Task Force staff 
in July 1975 to appropriate regulatory agencies in 

the State~ and/or the attorney, general of those States 
where regulatory agencies for private security do 
not exist. 

J 



APPENDIX 8 

MINIMUM PRIVATE SECUIUTY AUTHORITY AS PROVIDED BY CITIZENS' ARREST 
AUTHORITY 

Primary Source: Professo1! M. Cherif Bassiouni, 
Professor at Law, Depaul University College of 
Law, Chicago, Ill. 

Secondary Source: Research activities of the Pri
vate Security Task Force. 

Foreword 

Unless specifically provided by commission, depu
tization, ordinance, or State statute, the arrest 
authority of private security personnel is the same 
as the' authority for citizens' arrest. This appendix 
does not summarize these other types of authority 
(commission, deputization, etc.) but does summarize 
citizens' arrest authority. Therefore, this appendix 
should be considered as providing minimum authority 
for private security personnel in the States indicated. 

Introduction 

The importance of private security personnel in 
crime prevention has been emphasized throughout 
this report. There are times when private security 
personnel must engage in a variety of protective 
functions, including arrest and detention of suspected 
criminals. However, many employers strongly dis
courage their private security personnel from per-

.-.:r:;.,--..-.-. ...--...--'-. 

n. 

forming protective functions, such as arrest. Em
ployees are advised to call for the assistance of 
local law enforcement personnel whenever possible. 
Nonetheless, sometimes there may be no reasonable' 
opportunity to. obtain police assistance. Circum
stances such a,s the time and locatio~ of an inci
dent may require that an arrest be made by security 
personnel. It is, therefore, important that security 
personnel be aware of ",hat actions to take when 
confronted with criminal activity. 

Generally, unless deputized, commissioned, or 
provided for by ordinance or State statute" private 
security p~rsonnet possess no greater legal powers 
than any other private citizen. As a practical matter, 
however, because of training, experience, and posi
tion, security personnel have a greater opportunity 
to use their citizens' powers. 

The power of citizen's arrest is not a simple 
matter. The arrest power is complex and often 
ambiguous. It may be filled with legal pitfalls and 
may de~pd on a number of legal distinctions, such 
as the nature of the crime being committed, proof 
of actual presence; and the time and place of the 
incident. 

Because of these difficulties, the private security 
worker has to know the laws of the local jurisdic
tion. Improper action in making an arrest can expose 
the security worker and his employer to civil suits, 
involving charges of false imprisonment, battery, 
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the seriousness of improper arrests by security per- is gained by a private citizen not acting as a public agent. fJl: 
sonnel, as noted in Security Systems Digest, is the The California Supreme Court has recognized, nevertheless, 
New York case in which a woman was awarded $1.1 that the well trained and well financed private security forces 
million by the jury 'in a false arrest and wrongful of business establishments are heavily involved in lawen-

··1 . forcement, that state laws such as Penal Code, Section 837, \ 
detention CIVI SUIt. 

1 
the citizen's arrest statute, blur the line between public 

The following brief summary of the law of citi- and priva. te law enforcement." 
zens' arrest powers will enable security personnel (;. ~ 
to study the law and gain an understanding of this Citizens' arrest is often referred to as a right, but 

,important yet troublesome area. After reading the this is questionable. The authority ofa citizen to 
material, some employers may forbid their employees perform an arrest by authority of the law should more 
from arresting persons in any circumstances. Other appropriately be labeled a privilege. There is no 
employers may believe it necessary to emphasize this statute in the United States that imposes a duty on 
aspect in training. No matter how the material is a citizen that is not directed by a peace officer or 
used, it should prove beneficial for all private secu- magistrate to perform an arrest. The policy of a' 
rity personnel. legal privilege underscores' its purpose of spurring 

voluntary action. In the absence of a legal duty, the 

Citizens' Arrest P0-wer 

The power of individual citizens to make arrests 
is derived from the common law, wherein a private 
citizen under certain circumstances is authorized to 
act independently of any public authority. This 
power of arrest has been preserved in every State 
in one form or another, either by court pronounce
ment or statutory mandate. Regulation of the au
thority to perform citizens' arrest is exclusively 
performed by the States under their police powers, 
and, therefore, citizens' arrest power is subject only 
to the laws of the State in which it takes place. 

Citizens' arrest powers are not the subject of con
stitutional limitations. The 14th amendment due
process clause does not apply to individuals acting 
on their own. Consequently, the 4th amendment, 
which is incorporated Into the 14th amendment and 
which imposes limitations on seizure, is inapplicable 
to private conduct. Thus, citizens' arrest, performed 
by a private person as authorized by State statute, 
does not fall within the category of governmental 
or State action, provided the individual is not acting 
for or on behalf of a public authority. 

Some courts, however, are beginning to consider 
private security personnel in a different lig.ht r~
garding constitutional questions. In a CalIfornIa 
district court of appeals case, People v. Haydel,2 
the court, in effect, ruled that, because the private 
store detective used State law as authority, they were 
acting as agents of the State in the same fashion as 
public policemen; hence, constitutional restrictions 
were applicable. The court ruled that: 

1 "False Shoplifting Charge Nets Girl $1.1 Million Dam
ages Award," Security Systems Digest, Vol. 7, No.9, 
April 28, 1976, pp. 8-9. , ' 

• People v. Haydel. 3 Ci .. h. 6!),~6, Sup. Ct. 39931, 3d AP: 
Dist. (1973). 
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limited authority to optionally engage- in such con
duct constitutes a privilege and not a right. 

An examination of the language of various State 
statutes reveals that it is broad enough to induce 
the layman to believe its intended purpose is en
couraging intervention. Case study, however, shows 
that restrictions and limitations placed on statutory 
interpretation tend to defeat that purpose. The bene
ficiary of the privilege becomes trapped between 
the law and its application and confronted by caveat 
emptor. The result is a conflict between two poli
cies, each one defeating the other: legistative policy 
encouraging such form of intervention, and judicial 
policy seeking to limit it. 

Citizens' Arrest at Common Law in 
Great Britain 

The Statute of Winchester, which was enacted 
in 1285, formalized much of England's practice 
in matters of criminal justice and rules of apprehen
sion. These rules endured in full force for many 
centuries and are not without effect today when 
common law elements of arrest are considered. Un
der the Statute of Winchester, the involvement of 
ordinary individuals in criminal justice was very 
great. "Not only was it the right of any person to 
apprehend offenders; there was also a positive duty 
to drop 'all work when the hue and cry was raised, 
and to join immediately in the pursuit." 4 Not only 
were private individuals obliged to take part in the 
community institution of the hue-and-cry, but, 
according to some commentators, subjects were 
duty bound -to make an arrest when a felony was 
committed in their presence. 

"Ibid. 
• Hall, Jerome. Theft, Law and Society, 2d ed. Indian

apolis, Ind.: Bobbs-Merrill, 1952, p. 166. 

'
)l! ~-" ~-ng-l-at-"-~~t~~'ili.~sprud.ntiru =-
g" phasis was still on the private person's right to 
,.' arrest. This emphasis can be seen in the fact that 

l
~. an officer of the King could only arrest without a 

warrant under circumstances that would allow a 
private person to so act. Even late in the common 

q law' period, the only difference between the power 

\

5 0 of an officer and a private person to effect a war-
rantless arrest was that the officer was excused if 
no felony had in fact been committed, although 
the private person was not. 

In time, this ancient system' of law enforcement, 

I combining public and private sectors, began to 
, 0 break down. During the 17th Century, with large 

rewards and amnesties being offered for those who 
{ could capture highwaymen, private citizen thief 
J catchers flourished. But this practice afforded only 
I .' small improvement in social order, because most of 

, 11' the catchers were feons themselves. During the 18th 
~, 
, Century; privately funded organizations, such as the 

~. (i Bow Street Runners, sprung into existence. Although 
" these groups were successful, their scope was too 
\ :. limited to be useful to society as a whole. 
~ At the beginning of the last century, the system of 
~ wa,tch-and-ward (watchmen) was deemed by all to 
( be utterly inadequate to deal with the criminality 
~ ( of an urbani?:ing society. Lee, in his History of 
II Police in England, observed that it had become 

)

' popular amusement in England for men to imprison 
watchmen in their own boxes by overturning them 
on top of the watchmen as he slept. 5 The complete 
inability of the older system to cope with new 

(

' __ j problems gave rise to the advent of professional 
police forces. Since that time, the participation of 

:: ' private citizens in law enforcement has been dimin
i' 1 ishing, and, until recently, there was no reason to 
{ suppose that individuals would soon assume again i their common law roles, or be, as Thomas Smith 
f. observed of every Englishman; "a sergeant to take 
} C the thiefe." 6 
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Summary of Common Law Concepts Formed 
in Great Britain 

A magistrate who witnessed the commISSion of 
a felony, a portion thereof, or a breach of the peace, 
had the power to arrest the offender or to order any 
peace officer or private citizen to do so. This order 
could be given orally, by way of a writ, or warrant. 
Under the same circumstances, a peace officer was 
also empowered to perform an arrest or cause the 
arrest of an offender to be made by a citizen at 
his direction. 

G Ibid., p. 582. .-
• Smith, Thomas. "The Commonwealth of England," 1589, 

as quoted by Hall, ibid., p. 579. 

This duty of a citizen to aid, assist, or lend support 
to the law when so directed, commanded, or requested 
by a magistrate or a peace officer should be dis
tinguished, however, from citizens' authority to act 
independently. Acting independently and on his own 
initiative, a citizen had the right to make an arrest 
only in certain cases, but, historically, he had a 
duty to so a,l:t only if directed or if a felony had 
been committed in his presence. Therefore, in the 
absence of an authoritative mandate to perform an 
arrest or a felony committed in his presence, a citi
zen's efforts to participate, engage in, or support 

. law enforcement activities were purely voluntary 
and at his own risk. Consequently, a mistake could 
expose him to criminal responsibility and civil 
liability. 

A citizen could perform a valid and lawful arrest 
on his own authority, if the person arrested com
mitted a misdemeanor in his presence or if there 
were reasonable grounds to believe that a felony 
was being or had been committed by the arrestee, 
although not in the presence of the arresting citizen. 
Blackstone referred to this right: 

Upon probable suspicion, a private person may arrest a 
felon or a person suspected of felony, But he is not justified 
in breaking open doors to do it; and if either party kill the 
other in the attempt, it is manslaughter. Such arrest upon 
suspicion is barely permitted, and not enjoined by the law: 

As to felonies not committed in the presence of 
the citizen, and despite considerable uncertainty in 
early English cases, a citizen's arrest on reasonable 
suspicion that a felony had been committed (but 
not in his presence) was summed up as follows: 

Whether the arrestor was a police officer, or a private 
citizen, the authority was recognized in felony cases and not 
misdemeanor cases, but this important decision was made 
if an officer acted upon suspicion of a felony based upon 
reasonable grounds he was protected even if in fact, no 
felony had been committed, whereas a private citizen was 
required to act at his peril in this regard." 

Different rules applied at common law to private 
citizens, as opposed to law enforcement officers, in 
regard to the authority to make an arrest without 
a warrant. The distinction was particularly signifi
cant ,when the basis of the arrest was the belief that 
a felony was being or had been commil~ted. 

A private citizen coulc;l only perform an arrest 
for a misdemeanor when the offense amounted to 
a breach of the peace and was committed in his 
presence, althOugh a peace officer, could perfotm 

1 Gavit's Blackstone's Commentaries on the Law (1892), 
p. 872. See also Bassiouni, Criminal Law and Its Procedures: 
The Law of Public Order. Springfield, Ill.: Charles C. 
Thomas, 1969, Note 1, pp. 348 et seq. 

8 ALI Code Crim. Proc. Section 21-2, 25-26, commentary, 
pp. 235-236, 239-240 (1930); and Bassiouni, ibid. 
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an arrest on reasonable grounds or belief that such 
an offense had been committed even though outside 
his presence. With respect to a felony, a peace offi
cer and a private citizen could make an arrest, 
regardless of whether the offense was committed in 
or out of their presence, provided that they had 
reasonable grounds to believe that the arrestee had 
committed or was committing a felony. Some cases, 
however, held that a private person could arrest 
only for the commission of a felony committed in 
whole or in part in his presence.9 

Although the common law recognized citizens' 
right to enforce the law, that right was balanced 
with ~the danger that officious.jntermeddlers might 
abuse the rights of other citizens. Hence, the con
flict between these two rights was resolved by judicial 
limitations to the recognized common law privilege 
to arrest. This ultimately led to a dual policy bearing 
an inherent inconsistency, which resulted, in time, 
in the prevailing of the judicial limitation policy 
over the legal recognition policy. 

StatutorY Analysis of Citizens' Arrest in the 
United States 

To date, 30 States have legislation dealing with 
arrest by private persons. (See Table 1.) A feature 
that is common to all of these statutes is the ability 
of the private person to initiate the arrest wholly 
on his own authority, as distinguished from other 
types of statutes that allow or require citizens to 
assist law enforcement officers when so requested. 
A large majority of these States allow an arrest for 
a felony not committea-· in the presence of the 
citizen, so long as the felony was, in fact, committed. 
and there are reasonable grounds to believe that the 
arrestee committed the offense. For lesser offenses 
(referred to in the statutes as public offenses, 
breaches of the peace, crimes, and indictable 
offenses), the action resulting in arrest must have 
been committed in the arrester's presence. Although 
30 States allow for arrests for felonies, only 22 
allow arrests for lesser offenses. 

The critical problem is what constitutes reason
able grounds. Under the statutes that authorize an 
arrest based on "reasonable cause" or "reasonable 
grounds," it has been held in most jurisdictions that 
these terms generally mean sufficient cause to war
rant suspicion in the arrester's mind at the time of 
the arrest. Some jurisdictions have expanded the 
rule of suspicion to require a higher standard. Yet, 
there are no uniform criteria emerging from the 

• Byrd v. Commonwealth, 158 Va. 897, 164 S.B. 400 
(1932). See also 1 Alexander, The Law of Arrest, 381. 
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numerous decisions on the question. Some of the 
cases that follow are illustrative of this proposition. 

In Poole v. State (Florida)/o the defendant was 
arrested by cattle watchmen on suspicion of stealing 
a cow. Th~\ watchmen had followed the defendant's 
truck after ·fa gamewardert had seen the defendant 
near th~ pasture from which the cow was taken. The 
arrest was found to have heen on reasonable grounds. 

State v. S'orreil (Arizona), 11 was a case involving 
a s1\oplifter. Store detectives. followed the defendant 
out of the building after suspicious conduct by the 
latter in the store. The defendant, on confrontation, 
abandoned the goods, but the female store detective 
arrested her. The court ruled that there were rea
sonable grounds to believe that the person arrested 
committed the unlawful act. 

An early Illinois case, Kindred v. Stitt/2 con
demned an arrest based on mere suspicion. Shortly 
before the arrest by private citizens, several bur
glaries had b~en committed in the neighborhood. 
Also prior to the arrest, the plantiff had been seen 
in the company of several of the area's less reputable 
characters. The plaintiff's own character was s,ome
what tainted. The court held these facts insufficient 
to constitute probable cause for apprehension by a 
private person. 

No jurisdiction, with the exception of Texas, holds 
that an arrest by a private person should be construed 
as requiring the same standard of probable cause as 
that required of a peace officer. The exception in 
Texas appears in the case of Giacona v. State/3 

which touches broadly on the Constitution and illegal 
search and seizure, and illustrates unlawful citizens' 
arrest. Here, the defendant was in a car located in 
a Houston parking lot with her husband. A narcotics 
informant (private citizen) and a police officer, who 
had been given information that the husband had 
marijuana in his possession, arrested the defendant 
and her husband without a warrant. Two cans. of 
narcotics were taken from the husband, and a brown 
bag filled with narcotics was forcibly taken from 
defendant. This bag was later used in an attempt 
to justify the arrest. The court held that the right 
to arrest depends upon acts and conduct and that 
the defendant was not engaged in any act that would 
justify her arrest without warrant. The court went 
on to say that a private person can only arrest on 
probable cause as required by State and Federal 
constitutions, because an arrest is a deprivation of 
liberty; it does not matter by whose hands such 
deprivation results. 

10 Poole v. State, 129 Fla. 841, 177 So. 195 (1937). 
11 State v. Sorreil, 95 Ariz. 220, 388 p. 2d 429 (1964). 
12 Kindred v. Stitt, 51 III. 401 (1869). 
13 164 Tex. Cr. R. 325, 298 S.W. 2d 587 (1957). 
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Responsibility for Mistake in Making 
Citizens' Arrest 

The right of citizens' arrest is a very real and 
comprehensive privilege throughout the United 
States. It has seldom been abused in the Nation's 
history and, in fact, has protected parts of the 
country before public agencies developed to assume 
the responsibility of law enforcement. Perhaps one 
major reason for contemporary noninterventionism 
is the penalities invoked by society when a Good 
Samaritan errs. 

Civil liability for mistake of fact in an arrest by 
a private person finds its expression in the tort of 
false imprisonment. Illegal detention or restraint 
without due process constitutes false imprisonment.I4 

Therefore, a lawful arrest withqut a warrant by a 
private person does not constitute false imprison
ment. An acticn for false imprisonment does not 
follow for an arrest without warrant t,y a private 
individual where the offense actually had ot:c"CQm
mitted and defendant had reasonable grounds for 
believing that the arrested person was guilty. (See 
Territory v. McGinnis (New Mexico)15 and Mis
souri-Pacific Railway Co. v. QUick. 16

) 

When the felony has actualIy not been committed 
by the person arrested, however, liability can and 
does attach in some jurisdictions. Maliniemi v. 
Garland (Michigan) 17 states that a private person 
has a right to mak~ an arrest on suspicion of felony, 
but, if it appears that the wrong person is thus 
imprisoned, the citizen must be prepared to show 
justification that "( a) a felony has been committed; 
and (b) the circumstances under which he acted 
were such that any reasonable person, acting without 
passion or prejudice, would have fairly suspected 
that the plaintiff committed the felony or was impli
cated in it." Pandjiris v. Hartman (Missouri)18 goes 
further and states that where a citizen makes an 
arrest he takes the risk that "if it should turn out 
that the man who had been arrested was not guilty 
of the crime, the citizen causing the arrest is liable 
in a civil action for whatever damage the arrested 
man sustained in consequence of his arrest and im
prisonment. In such case, it is no answer to the 
arrested man's demand for damages to say he had 
reasonable cause to believe that the other was guilty." 
Where no felony has been in fact committed, lohn-

"CJS False Imprisonment, sec. 21. 
,. Territory v. McGinnis, 10 N.M. 269 (1900). 
,. Missouri-Pacific Railway Co. v. Quick, 137 S.W. 2d 263 

(1940). 
17 Maliniemi v. Gronlund, 92 Mich. 222, 52 N.W. 627 

(1892), • 
,. Pand;iris v. Hartman, 196 Mo. 539,94 S.W .. 270 (1906). 

I' -:;;; 

ston v. Bruckheimer (New York)/9 hOids that 
reasonable grounds is not a defense but only a 
factor in mitigation· of damages. 

The case of Green v. No. 35 Check Exchange, 
Inc. 20 states the Illinois position on the subject. The 
action was brought against the defendant, Check 
Exchange, Inc., for false imprisonment. The de
fendant in this action had the plaintiff arrested for 
allegedly cashing a forged check for which the 
plaintiff was subsequently absolve~ and Check 
Exchange, Inc., was held liable for false imprison
ment. The court stated that "arrests by private 
individuals should not be' justified unless crime has 
been committed and the person arrested shall be 
shown to be the guilty party." 

An arrest by a private person for a misdemeanor 
or breach of peace in his presence is justified by 
statute and common law without any liability for 
false arrest, regardless of the arrestee's acquittal. 
But under People y. Glennon (New York),21 a 
private person who arrests for a misdemeanor not 
in his presence is liable for false imprisonment if he 
acts on hearsay' or on his own suspicion. 

Criminal liability for mistake of fact in citizens' 
arrest without warrant is expressed in the crime of 
false imprisonment. False imprisonment as a crimi
nal offense is the actual and unlawful restraint 
or detention of one person against his will by 
another who uses real or reasonable apparent force. 22 

At common law, false imprisonment was indictable 
as a separate and specific crime, and this common 
law rule is stilI applied in States that have not 
adopted statutes defining false imprisonment as a 
crime. The same general elements and defenses 
apply to criminal as well as to civil false imprison
ment or arrest. As stated by two authors: 

A mistake of fact is a condition that modifies the circum
stances upon which criminal responsibility is predicated. 

A mistake of fact occurs when an individual's conduct 
is honestlv and reasonably based upon certain lawful or 
true facts: These circumstances will be considered as if 
they were, to him, true. A mistake of fact is an c;:xcusable 
circumstance that reasonably modifies criminal responsibility. 
"Ignorance or mistake of fact not due to negligence, re
sulting in the absence of a requisite element of malice or 
criminal intent, is a defense. The rule, however, does not 
apply to statutes enacted under the police power . com
manding the doing or omission of particula: a~t:> wlthopt 
regard to their intent." The conduct of the mdlVldual Will 

be measured by the reasonableness of his mistake and his 

--;;;ollnstoll v. Bruckheimer, 133 App. Div. 649, 118 N.Y.S. 
189 (1909). 

20 Green v. No. 35 Check Exchallge, Inc., 77 m. App. 2d 
25, 222 N.B. 2d 133 (1966). 

21 People v. Glellnon, 37 Misc. 1, 74 N.Y.S. 794(1902). 
!!:! 35 CJS False Imprisonment, sec. 71. 
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criminality gaged by his conduct to the extent it was pre
dicted upon the factual mistake."" 

A mistake of fact negates the existence of the required 
criminal intent. Thus, the accused is judged according to 
the facts as they reasonably appeared to him at the time. 
The following test is applied to determine whether there 
has been an actual mistake of fact: 

(1) Would the ordinary reasonable man, in like cir
cumstances, have based his conduct on such an erroneous 
(though reasonable) assumption of facts? 

(2) Did the accused, in fact" act under such an errone" 
ous assumption and, in fact, not formulate a criminal 
intent?" 

The general defense of mistake of fact is available 
to a person who is charged with a criminal offense 
arising out of the erroneous exercise of the privilege 
of making citizens' arrest. The execution of citizens' 
arrest is a privilege not a right; tli~'~,efore, the margin 
of error is the reasonable-man standard for civil and 
criminal responsibility. There is, however, consider
able discrepancy in the application of this standard 
in these two areas of the law, and the problem is 
compounded by wide variations in State practice. 
Nonetheless) a corollary is to be found between the 
allowable margin of error in performing an arrest 
and that of self-defense in defense of others.25 Those 

23 Bassiouni, Criminal Law and Its Processes: The Law of 
Public Order. Springfield, Ill.: Charles C. Thomas, 1969, 
pp. 88-89. CIS, sec. 47, pp. 113-114. "Elements of Mistake 
of Fact: There must be a reasonable and honest belief in 
the reality of the facts." (Dotson v. State, 62 Ala. 141, 34 
Am. R~p. 2 (1878).) "It is also necessary that, had the facts 
beel1 true, the act would have been lawful." (Clark and 
Marshall, Law of Crimes (6th ed., 1958).) 

.. Perkins, Criminal Law. Mineola, N.Y.: The Founda
tion Press, 1969, not 83, p. 982. State v. Cook, 78 S.C. 253, 
59 S.E. 862 (1907). 

"" Supra, note 23, Bassiouni, pp. 121-122. 
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States that recognize that defense of others is a ·1 . 
~~~~~~~~~~~ CJ'I r _______ ~=T~~a;b~le~1;.~S;t;a~~~~to~r~Y~A;r~r;e~~;~Au~fu~O~r~"~Y~O~f~~Pri~V~~~e~c:":~:e:n:s==~~~~~~~l encouragement by not imposing restrictive standards ' , ( Certainty of 

on reasonable mistakes of fact that would otherwise I': ' MaJ'or Offense Correct Arrest 
Minor Offense deter the user of the privilege apply the same 

rationale to reasonable mistakes of facts in citizens' ~,' Type of Type of Type of 
arrest. Both aspects of private intervention in dis- ~" Type of Minor Knowledge Major Knowledge 
tress situations are predicated on the same policy ~ ~, ense Required ens 

I Off Off e Required considerations. Defense of others is certainly a fore- Jr. \. 
most consideration, and citizens' arrest is of lesser L~ 
rank. It is, however, an extension of the s~me policy. ", ~.~ 

\It·I',1: 
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• For specific authority see referenced state code.. . 
• ·Statute eliminates use of word arrest and replaces with detention. 

397 

'.-----~ I 

~ 
I 
1\ 
ii 
P ,1 

i 

I 
f 

I 
I 

i\ 
) '~ 

l ( 
M , , 

1J 

t \ 

l( 

J 



398 

l 

Selected References for Table
Statutory Arrest Authority of Private Citizens 

Code of Alabama "ritle 15, § 158 (1958). 

Alaska Statutes § 12.25.030 (1962). 

Arizona Revised Statutes Annotated § 13-1404 (Cum. Supp. 1975). 

Arkansas Statutes Annotated § 43-404 (1947). 

California General Laws Annotated PC § 837 (Deering 1971). 

Colorado Revised Statutes § 16-3-201 (1973). 

Georgia Code Annotated § 27-211 (Cum. Supp. 1975). 

Hawaii Revised Statutes § 708-3 (1965). 

Idaho Code Annotated § 19-604 (1947). 

Illinois Revised Statutes ch. 38, § 107-3 (1973). 

Iowa Code Annotated § 755.5 (1973). 

Kentucky Revised Statutes § 431.005 (Baldwin 1969). 

Louisiana Statutes Annotated CPC § 5-214 (West 1967). 

Michigan Compiled Laws Annotated § 764.16 (1968). 

Minnesota Statutes Annotated § 629.37 (1945). 

Mississippi Code Annotated § 99-3-7 (1972). 

Revised Codes of Montana Annotated § 95-611 (Cum. Supp. 1975). 

Revised Statutes of Nebraska § 29-402 (1964). 

Nevada Revised Statutes § 171.240 (1971). 

Consolidated Laws of New York CPL § 140.30 (McKinney 1971). 

General Statutes of North Carolina § 15 A-404 (1973). 

North Dakota Century Code Annotated § 29-06-20, 21 (1974). 

Ohio Revised Code Annotated§ 2935-04 (Baldwin 1971). 

Oklahoma Statutes Annotated § 202 (1969). 

Oregon Revised Statutes § 133.225 (1975). 

Code of Laws of South Carolina § 17-251 (1962). 

South Dakota Compiled Laws § 23-22-14 (1967). 

Tennessee Code Annotated § 40-816 (1975). 

Texas Statute Annotated CCP Art. 14.01 (Vernon 1968). 

Utah Code Annotated § 77-13-4,5 (1966). 

Wyoming Statutes Title 7, § 156 (1957). 
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APPENDIX 9 

SUMMARY OF SELECT AVAILABLE DATA ON PRIVATE SECURITY EMPLOYMENT STATISTICS 

Primary Source: U.S. Bureau of the Census; U.S. 
Department of Justice; U.S. Department of Com
merce; American Society for Industrial Security; U.S. 
Department of Labor, Bureau of Labor Statistics 

Secondary Source: Research activities of the Pri
vate Security Task Force 

State legislators, criminal justice planners, private 
security personnel, and other groups interested in 
examining the private security industry in their 
States will find the information in this appendix 
useful in understanding the numerical impact of 
private security. Although governments considering 
implementation of private security legislation will 
need a more accurate accounting of private security 
employers and employt:es than appears here, the 
data provide a reference point in what otherwise 
is a statistical void. The figures presented are not 
comprehensive but rather factual building blocks 
from which the industry's structure can be deter
mined through further effort. 

Prior to examination of the individual tables,. a 
review of some information presented previously 
in ,the report is helpful, Dott to develop a compre
hension of the scope of the industry on the na:tional 
level and to provide a clearer overview of each 
State's involvement in relation to the national level. 

As cited in the introductory sections, estimates of 
the size of the p~ivate security industry in this country 

._------

show considerable variation. However, these esti
mates do provide a foundation for study and are 
therefore summarized again as· follows: The RAND 
Report, 1969, stated 222,400 persons were employed 
in proprietary security and 67,500 persons were 
employed as contract guards and investigators. The 
Morton Research Corporation report estimates thl? 
total number of private guards and watchmen and 
private police and detectives at 350,243 in 1970. 
Frost and Sullivan, 1974, indicated there were 
226;300 persons employed in proprietary security 
and 71,200 persons employed as contract guards 
and investigators. In a' survey by the editor of 
Security Letter, data were gathered on 2,121 guard 
firms and 3,675 detective agencies nationwide. An 
Alarm Industry Committee for Combating Crime 
study estimates that there are 300 central alarm 
stations nationwide as well as nearly, 4,000 local 
or regional installers of alarms. A Wall Street 
Journal article. by Raymond A. Joseph estimates 
20,000 persons employed as bodyguards. The 
American Association of Railroads estimates 3,500 
railroad police nationwide. The National Armored 
Car Association estimates there are 30,000 employed 
in that industry. 

In addition to the above statistics, the Private 
Security Task Force conducted two studies that pro
vide useful information on employment in private 
security. In a study of State regulation of private 
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security, it was found that as of 1975, 7,421 con
tract guard and detective firms were regulated em
ploying 275,782 persons in the 33 responding States. 
In another 1975 Task Force study of the American 
Society for Industrial Security (ASIS) U.S. mem
bership of 5,412, a 33 percent response (or 1,788 
persons) indicated there were 291,143 persons in 
the· security organizations of which the respondents 
were a part. Based on this figure, the total member
ship would belong to security organizations of 
approximately 880,000 employees. Given the growth 
of ASIS by at least 1,000 since the 'study took place, 
the membership could we)] represent organizations 
with a total security employment of more than a 
million. Thus, based on these studies it can be rea
sonably concluded that approximately 1 of every 4 
private security personnel in the United States pres
ently are controlled by some form of governmental 
regulation. 

As can be seen, existing employment figures for 
private security are mostly estimates, perhaps con
servative estimates at that. Further, the figures are 

largely the product of industry associations and 
private research organizations. The U.S. Bureau 
of Labor Statistics and the U.S. Bureau of the 
Census publish annual data on private security, that, 
when used in conjunction with other data, are help
ful. Due to the fragmented and diverse nature of 
existing statistical data, individual States should 
establish research priorities for determination of the 
numerical size of private security within their State. 

The following nine tables summarize data that 
are considered relevant to a general understanding 
of the numerical employment picture for individual 
States and major population centers, as well as some 
relevant national data. Because of the nature of the 
material presented, table-to-table comparisons are 
precluded. However, a brief explanation as to why 
the table was included in the appendix and its key 
points of relevant information is provided at the 
beginning of each table. Furthermore, a wealth of 
statistical information is available in the original 
sources for those with the resources to extract it. 

Table 1. Selected Abbreviated Tables for Detective and Protective Services in Standard Industrial 
Category 73931 

Provides background information on detective and protective services-legal forms, size by receipts, employ
ment size, and single units multiunits. 

Key points: • The least number of firms are in the over $10 million receipts category. 
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• The largest number of firms are in the $250,000 and under receipts category. 
• Firms in the $100,000 to $999,000 category have the most employees. 
• The corporation is the most common legal form. 
• Corporations have the most employees. 
• Establishments having between 20-49 persons are the most common, followed 

by employee entities, 100+ employees, 10-14 employees, 50-99 employees. 

Employment Size of EstabIisbments2 

Total 
Operated entire year 
1 employee 
2 employees 
3 employees 
4 or 5 employees 
6 or 7 employees 
8 or 9 employees 
10 to 14 employees 
15 to 19 employees 
20 to 49 employees 
50 to 99 employees 
100 or more employees 
No employee 

Number of 
Establishments 

5,226 
4,711 

632 
337 
294 
369 
235 
217 
399 
255 
805 
385 
468 
315 

Number of 
Employees 

211,957 
204,674 

632 
674 
882 

1,635 
1,524 
1,844 
4,674 
4,262 

25,337 
26,835 

136,375 

(Continued on next page) 
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Table 1. Selected Abbreviated Tables for Detective and Protective Services in Standard IndUstrial 
Category 73931 (continued) 

Receipts Size of Fmn3 

Receipts Size of Firm 

50 million + 
20--49,999,000 
10-19,999,000 
5-9,999,000 
1-4,999,000 
500,000-999,000 
250,000-499,000 
100,000-249,999 
50,000-99,999 
25,000--49,000 
10,000-24,000 

Firms Establishments 

Less than 10,000 

6 
2 
4 
6 

109 
173 
322 
714 
678 
730 
734 
728 

Legal Fonn of Organization' 

Legal Form of OrganiZation 

Total 
Individual Proprietor 
Partnership 
Corporation 
Other or Legal Form Unknown6 

Establishments with 
Payroll (not all est.) 

5,226 
1,019 

241 
3,235 

731 

547 
106 
66 
42 

227 
224 
367 
738 
694 
749 
738 
728 

Number of 
Employees 

75,996 

8,7SZ 
7,062 

30,465 
19,541 
19,361 
19,922 
8,082 
3,918 

704 

Employees for week 
Including March 12 

211,957 
9,964 
2,582 

192,995 
6,4!S 

1 Definition: Standard Industrial Category 7393 "establishments primarily engaged in providing personnel for detective, in
vestigative, patrolling, night watching, or personal protection Services for businesses and/or individuals. Establishments pri
marily engaged in maintenance and monitoring of mechanical protective devices, such as burglar and fire alarm systems, are 
classified here, but installation of such devices is included in construction. Armored car services are also included in this 
industry." 
. • Sou~ce: U.S. Bureau of Census, Census of Selected Services Industries 1972, Subject Series Establishnient and Firm Size 

(mcludmg legal form of organization) SC 72-S-1, Government Printing Office, Washington, D.C., 1975, Table lb. 
·Source: U.S. Bureau of Census, Ibid., Table 2b. 
• Source: U.S. Bureau of Census, Ibid., Table 3. 
• Includes estates, joint ventures, and other legal forms not specifically shown. 
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Table 2. Number of Reporting Units ~n Standard Industrial Category 7393 

C;:\';(,1 

Provides State-by-State listing of repG1Ung units in Standard Industrial Category 7393 for the years 1971 to 
1973. 

Key points: • 3552 units reported in 1971, 3801 units reported in 1972, 4914 units reported 
in a speci!ll1972 study, 4160 units reported in 1973. 
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• The State with the largest number of reporting units is California, followed by 
New York, Texas, Florida, and Ohio. 

• The State with the largest increase in reporting units is Texas, followed by 
California, and Florida. 

• 4 States registered a decrease in reporting units. These are Arkansas, Delaware, 
Idaho, and Kansas. 

• 2 States registered no change--Mississippi and Oregon. 

CBP* CBP* CSSI** CBP* 
1971 1972 1972 1973 

Alabama 47 46 61 50 
Alaska 7 9 
Arizona 48 58 75 56 
Arkansas 26 ": 24 34 23 
California 464 473 697 504 
Colorado 53 61 86 69 
Connecticut 47 56 71 59 
Delaware 23 23 22 20 
Florida 183 192 298 223 
Georgia 62 78 96 82 
Hawaii 16 16 20 
Idaho 13 12 15 1.2 
Illinois 183 182 269 195 
Indiana 89 97 115 110 
Iowa 25 29 38 33 
Kansas 33 30 3:8 31 
Kentucky 51 46 65 58 
Louisiana 76 77 100 80 
Maine 14 16 18 22 
Maryland 74 74 fo'~ 88 
Massachusetts 97 106 149) 118 
Michigan 171 184 251 197 
Minnesota 32 42 61 48 
Mississippi 34 31 33 34 
Missouri 71 85 134 95 
Montana 11 7 
Nebraska 16 16 23 18 
Nevada 21 21 27 23 
New Hampshire 7 9 8 13 
New Jersey 135 141 179 155 
New Mexico 19 19 25 34 
New York 33'8 365 491 365 
North Carolina 66 69 95 78 
North Dakota 
Ohio 192 206 215 
Oklahoma 51 53 65 58 
Oregon 64 62 78 64 
Pennsylvania 154 171 230 179 
Rhode Island 25 29 29 31 

(Continued on next pag.) 
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Table 2. Number of Reporting Units In Standard Industrial Category 7393 (continued) 

CBP* CBP* CSSI** CBP* 
1971 1972 1972 1973 

South Carolina 50 49 39 55 
South Dakota 4 
Tennessee 53 64 94 71 
Texas 188 211 304 253 
Utah 13 15 26 16 
Vermont 6 
Virginia 73 80 115 102 
Washington 67 75 100 79 
West Virginia 24 24 24 30 
Wisconsin 36 46 62 55 
Wyoming 
District of Columbia 28 31 41 32 

Totals 3,552 3,801 4,914 4,160 

* U.S. Bureau of the Census, County Business Patterns, 1971, 1972, and 1973. Washington, D.C.: U.S. Government Printing 
Office. 

** U.S. Bureau of the Census, Census of Selected Service Industries, 1972, Area Series (all states). Washington, D.C.: U.S. 
Governm~nt Printing Office, 1975. 

Table 3. Number Of Employees In Reporting Units In Standard Industrial Category 7393 

Provides State-by-State listing of the number of employee~ in Standard Industrial Category 7393 for the years 
1971 to 1973. 

Key points: • 162,665 were employed in 1971, 182,303 were employed in 1972, 195~908 
were employed in a special 1972 study, 202,255 were employed in 1973. 

Alabama 
Alaska 
Arizona 
Arkansas 
California 
Colorado 
Connecticut 
Delaware 
Florida 
Georgia 
Hawaii 

• There was a 39,590 increase in the employment figure between 1971 and 1973. 
• The State with the most employed is New York, followed by California, TIlinois, 

and Pennsylvania. 
• The State' with the largest increase in employment is California, followed by 

Texas, Pennsylvania, Michigan, and Illinois. 
., The States recording the least change were Delaware, Kansas, and West Virginia. 
• The total public law enforcement employment figure is provided for comparison 

purposes. 

CBP* CBP* CSSI** . CBP* 
1971 1972 1972 1973 

2,053 2,361 1,945 2,930 
107 

1,078 1,437 2,197 1,586 
328 481 369 614 

19,368 21,504 25,534 22,097 
1,578 1,942 2,102 2,502 
3,699 3,794 4,598 4,163 

755 777 829 823 
8,628 8,876 10,517 10,670 
2,829 3,653 8,396 4,089 

783 1,017 1,446 

Number 
L/E*** 
Officers 
1972-73 

6,996 
1,046 
5,861 
3,864 

60,575 
6,101 
8,368 
1,503 

19,538 
10,509 
2,382 

(Continued on next page) 
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Table 3. Number Of Employees In Reporting Units In Standard Industrial Category 7393 (continued) 

Numlrer 
L/E*** 

CBP* CBP* CSSI** CBP* Officers 
1971 1972 1972 1973 1972-73 

Jdaho 147 179 1,704 
Illinois 10,858 11,940 5,100 12,876 34,724 
Indiana 2,705 3,098 3,278 3,586 10,567 
Iowa 218 1,010 1,269 1,230 5,779 
Kansas 423 503 1,007 547 5,299 
Kentucky 1,889 1,795 1,837 2,262 5,982 
Louisiana 2,878 3,352 3,994 14,606 
Maine 186 288 367 379 2,763 
Maryland 4,304 4,356 4,876 4,967 11,479 
Massachusetts 5,333 6,178 7,053 '6,699 17,858 
Michigan 8,494 9,699 9,547 10,882 22,514 
Minnesota 1,480, 1,900 2,281 2,259 8,003 
Mississippi 783 830 755 1,153 4,276 
Missouri 3,387 4,192 4,838 4,735 12,863 
Montana 129 1,670 
Nebraska 1,310 1,402 935 1,481 3,633 
Nevada 572 634 728 794 2,044 
New liafllpshire 198 223 349 296 2,899 
New Jersey 6,779 7,637 7,831 7,533 24,139 
New Mexico 307 394 358 562 2,831 
New York 24,346 24,521 28,598 25,821 74,979 
North Carolina 2,883 3,208 3,198 3,926 10,327 
North Dakota 32 1,393 
Ohio 9,081 10,151 10,930 .10,802 23,093 
Oklahoma 1,126 1,202 1,254 1,320 5,868 
Oregon 1,841 1,664 1,792 2,027 5,137 
Pennsylvania 9,359 11,264 13,247 11,884 29,311 
Rhode Island 1,196 1,413 1,230 1,458 2,500 
S.outh Carolina 1,606 1,882 1,346 2,611 5,208 
South Dakota 36 1,367 
tennessee 2,594 ,3,138 3,206 3,990 7,960 
Texas 7,065 8,459 9,871 9,586 24,863 
Utah 340 415 683 430' 2,464 
Vermont 37 1,169 
Virginia 2,126 2,706 3,420 3,374 11,695 
Vfashington 1,900 2,109 2,425 2,504 7,635 
West Virginia 208 233 235 255 2,718 
Wisconsin 2,186 2,538 3,007 2,879 12,188 
Wyoming 908 
District of Columbia 1,605 2,020 2,318 1,925 5,744 
Totals 162,665 182,303 195,908 202,255 558,903 

* U.S. Bureau of the Census, County Business Patterns, 1971, 1972, and 1973. Washington, D.C.: U.S. Governnllent Printing 
Office. 

** U.S. ~ureau of the Census, Census of Selected Service Industries, 1972, Area Series (all States). Washington, D.C.: U.S. 
Government Printing Office, 1975. ' 

*** U.S. Department of Justice and U.S. Department of Commerce. "Table-9. Police Protection," number of employees 
(total). Expenditure and Employment Data for the Criminal lustice System 1972-73. Washington, D.C.: rJ$. Govern-
ment Printing Office, 1~75. " 
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Provides State breakdown of the numb« of license application. processed aud the number of employees I 
registered in those States responding to a Private Security Task Force survey. 

Key points: • The State with the most processed license applications in 1975 is Florida, 
followed by California, New Hampshire, Wisconsin, and New Jersey. 

• The State with the most employees of licensees is California, followed by 
Massachusetts, New Jersey, Ohio, and Maryland and Michigan (equal). 

• The total license applications processed in 1975 is 7,421 in the 31 States 
responding. 

• The total number of employees of those licensed in the 31 States responding is 
276,165. 

Number of License Applications Number of Employees of Licensees 
Processed in Past Year (1975) Registered with Agency. 

Arizona 8 
Arkansas 141 
California 1,633 
Colorado lOS'-
Connecticut 93' 
Delaware 8" 
Florida 1,816 
Georgia 112 
Hawaii 21 
Iowa 10 
Kansas 20-
Maine 250 
Maryland 150· 
Massachusetts 275' 
Michigan 180 
Minnesota 1068 

Montana 71 
Nebraska 5010 

Nevada 20 
New Hampshire 600 
New Jersey 350 
New Mexico 48u 

New York 192u 

North Carolina 100 
North Dakota 6 
Ohio 75 
South Carolina 50 
Texas 361 
Vermont 10 
West Virginia '99 
Wisconsin 461" 

TOTALS (31 States) 7,421 

1 Detectives only. 
2 Excludes five private detective licenses and 20 private detective license renewals. 
"Detectives only. 
"None 
• Licensed private detectives. 
• Total = 15 new licenses, 135 renewals. 
• Total = 38 new licenses, 237 renewals. 
8 Total = 28 new licenses, 78 renewals. 
• Security checks-no registration. 

475 
450 

95,000, 
280 

10,000 
3,000 

-" 
10,400 
15,000 

162" 
85 

14,000'" 
45,000 
13,000 

37' 

1,200 
500 

30,000 
4,000 
1,31P' 
4,000 

50 
18,000 
7,000 
5,140 

75 

278,165 

(Continued on next page)' 
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Table 4. Private SecurityJJfask force Regulatory Agency Survey (continued) 

10 Agencies, private' detectives snd investigators. 
n Figures as of Jan. 1, 1975. '.,' " 
12 160 private investigatory and 32 guard/watchmen and patrol agencies (1975). 
13 Total registered: 304 guard/watchmen and patrol and 1007 private investigatory agencies. Employees are not registered 

at the state level. 
u 122 agencies, 339 agents (detectives). 
15 Figure for Maryland uses the 14,000 total. 
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Table 5. State Breakd~wn of Security Consultants' Listed in Diredorif of Security Consultants!. 
if 

Provides a State breakdown of security consultants into three classes ~ho were solicited or voluntee~~d "for 
inclusion in a, Law Enforcement Assistance Administration publication. ' 

Key points: • 28 States are represented. 
• 128 consulting entit!~s ~r~ covered. ," n 
• There are 6,422 employees of the 128 consulting entities. 

::-~~~'.~ 

Niifuber of Consultants 
Agencies (Combined)2 Number of Employees 

Arizona 1 450 
C,lifornia3 27 463 
Connecticut 5 427 
Florida 4 36 
Georgia 2 19 
Illinois 10 94 
Indiana '1' 8 
Iowa 1 850' 
Kentucky 3 34 
Louisiana 3 122 
Maine 2 10 
Maryland" 9 32 
Massachusetts 5 1,044' 
Michigan 1 4 
Minnesota 1 3 
Missouri ,1 3 
Nebraska 1 13 
New Hampshire 1 3 
Ne~ Jersey S 225 
New Mexico 2 17 
New York 12 945 ,', 

Ohio 5 168 d' 
Oklahoma 1 4 ;) 

Pennsylvania' 1 
Texas 4 1,1328 

Virginia 5 122 
Washington, D.C.· 12 391 
Wisconsin 3 3 

TOTALS (28 State,s)' 128 6,622 

1 Fechter, John V., and ,Elizabeth Robertson respectively, Center for Consumer Product Technology, and National Bureau 
of Standards. Directory of Security Consuitat:ts, Washington, D.C.:- Government Printing Office. 

Instances where figures for employees showed an estimate, i.e. 4-10, the average between the two figures was used 'i.e. 
4-10 = 7. ", , ! 

Sources were solicited or screened after voluntarily submitting for considerati~n. , 
• The three categories of consultants used in the Directory combined (1) private consultants; (2) consultants associated 

with colleges or universities; and .(3) specialized resources, i.e., associations, institutes, schools, authors, pUblishers, and film 
producers. 1.\ 

3 Does. not include 3,500 nationwide employees of a California based firm. 
, Includes a firm with private security personnel other than consultants. 
" Does not include 2,800 employees of a government research organization. ' 
• Includes a firm with security personnel other than consultants. 
1 Does not include a 22,000 staff figure for a testing organization based in Maryland. 
• Includes a firm with security personnel other than consultants. 
• Does not include a 5,000 nationwide membership figure for a Washington based association. 
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Table 6. American Society For Industrial Security Membership By Region and Subunit, March 31, 1976 

Provides a breakdown of membership in the American Society for Industrial Security by region and subunit 
(chapter) as of March 31, 1976. 

Key points: • The total ASIS U.S. membership is 6,439. 
• The total number of regions is 10. 
• The total number of subunits is 75. 
• Approximately 36 States are represented. 
• The June 1976 membership is estimated at 7,500. 

REGION I-NORTHWESTERN 

Chapter No. of Members 

San Francisco 317 
Salt Lake 8* 
Idaho Falls 5* 
Puget Sound 72 
Columbia River 66 

Subtotal 468 

REGION II-WESTERN 

Chapter No. of Members 

Los Angeles 316 
Phoenix 64 
San Diego 30 
Santa Barbara 14 
Orange County 81 
Las Vegas 12* 

Subtotal 517 

REGION III-SOUTHWESTERN 

Chapter No. of Members 

Dallas 275 
Houston 123 
Tulsa 22 
Western Oklahoma 25 

Subtotal 445 

REGION l\:LMIDWESTERN 

Chapter 

Pikes Peak 
Denver Mile-Hi 
St. Louis 
Greater Kansas City 
Omaha 
Iowa 
Kansas 

Subtotai 

408 

No. of Members 

16 
171 

83 
81 
80 
17 
37 

485 

REGION V-"-SOUTHEASTERN 

Chapter 

North Alabama 
Southern Louisiana 
Florida West Coast 
Birmingham 
South Carolina 
Cape Canaveral 
Miami 
Greater Atlanta 
Greater Orlando 
Montgomery 
Jackson 
Northwest Florida 

Subtotal 

REGION VI-CENTRAL 

Chapter 

Louisville 
Cleveland 
Columbus 
Chattanooga 
Cincinnati 
Indianapolis 
Middle Tennessee 
Memphis 
Duyton 
Smoky Mountain 
KYOVA 

Subtotal 

REGION VII-GREAT LAKES 

Chapter 

Chicago 
Detroit 
Central Minnesota 
SE Wisconsin 
Toledo 
Central Wisconsin 
Saginaw Valley 
Quad-Cities 

Subtotal 

No. of Members 

22 
70 
79 
38 
34 
42 

100 
124 

56 
17 
22 
10 

614 

No. of Members 

31 
112 
78 
40 
74 
68 
26 
27 
32 
18 
19 

525 

No. of Members 

251 
284 
129 

83 
S3 
18· 
13 
28 

859 
(ContiDued on nen PlIO) 

Table 6. American Society For Industrial Sec=urity Membership By Region and Subunit, March 31, 1976 (cont.) 

REGION VIII-NORTHEASTERN 

Chapter 

Western New York 
Hudson-Mohawk 
Boston 

No. of Members 

Delaware 
North Carolina 
Lehigh Valley 
Central Pennsylvania 

Subtotal 

REGION X-,EASTERN 

48 
99 
40 
12 

1,016 

Rochester 
Binghamton 
Syracuse 

58 
47 

283 
109 

18 
26 Chapter No. of Members 

Subtotal 

REGION IX-MIDEASTERN 

Chapter 

Pittsburgh 
Washington 
Richmond 
Camden-Philadelphia 
Baltimore 
Tidewater 

* Charter revoked 

541 

No. of Members 

65 
430 

54 
177 
66 
25 

New York City 
Connecticut 
Northern New Jersey 
Long Island 
Westchester County 
Southern Connecticut 

Subtotal 

Number Unassigned Members 

TOTAL NUMBER QF CHAPTERS 

TOTAL MEMBERSJH:IP 

Table 7. Guards and Watchmen in Selected SMSA'sl July 1973 to June 1974 and January 1975 
to December 1975 

357 
144 
170 
125 
43 
62 

901 

68 

75 

6,439 

Provides data on guards and watchmen in major population centers for the periods 1973-74 and 1975 for 
which comparable data exist. 

Key points: • In 57 cities for which comparable data exist, 36 registered increases in the 
number of persons employed, 21 registered decreases in the number of persons 
employed. 

• The reporting unit with the largest increase is Houston, followed by Boston. 
• The reporting unit with the largest decrease is Paterson-CHfton-Passaic, followed 

by Philadelphia. 

July 1973-June 1974 Jan.-Dec. 1975 

All Non-
Area Industries' manufacturing" 

All 
Industries 

Non
manufacturing 

Northeast 

Albany-Schenectedy-Troy 
Binghamton 
Boston 
Buffalo 
Newark and Jersey City 
Northeast-Pennsylvania 
Paterson-Clifton-Passaic 
Philadelphia 

785 
93 

5,671 
2,596 
3,562 

429' 
572 

7,968 

577 

4,914 
1,958 
2,755 

453 
6,811 

871 
94 

7,942 
2,476 
4,104 

484 
154 

6,932 

694 

7,080 
1,923 
3,456 

110 
5,856 

(Continued on next page) 
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Table 7. Guards and Watchmen in Selected SMSA'Sl July 1973 to June 1974 and January 1975 
to December 1975 (continued) ~ 

July 1973-1974 Jan.-Dec. 1975 

0; All Non- All ll,zon-
Area Industries' manufacturing" Industries manufacturing 

Pittsburgh 2,404 2,567 
Providence-Warwick- 998 843 1,213 1,043 

Pawtucket 
Trenton 108 287 
Worchester 239 184 

:::7'1/( 

South 

Of Altanta 1,913 1,645 2,613 2,367 
Baltimore 3,250 2,813 . 3,469 2,981 
Birmingham 989 858 1,002 910 
Charlotte 1,414 1,078 

o~ Chattanooga 605 398 683 464 . 
/ "\ Fort Lauderdale-Hollywood 706 612 928 800 '.-' 

and West Palm Beach 
Houston 388 154 3,517 3,111 
,Jacksonville 870 851 . 940 907 
Little Rock-North 286 413 

"" Little Rock 
Louisville 1,495" 1,013 1,422 990 
Miami 1,949 1,896 1,964 1,810 0\ 
New Orleans 2,697 2,569 2,471 2,372 
Norfolk-Virginia Beach- 378 81 424 108 

Portsmouth-Newport 
(>. News-Hampton 

Oklahoma City 606 519 597 499 ol Richmond 476 360 451 352 
San Antonio 516 401 652 539 
Tampa-St. Petersburg 1,103 1,406 ~ Washington, DC 2,492 2,437 3,471 3,404 

~':- 1 North Central 

Akron 703 363 646 339 

°1 
Canton 395 407 
Chicago 11,770 10,228 11,498 9,966 
Cincinnati 1,808 1,338 1,876 1,392 
Cleveland 2,639 1,820 3,580 2,826 
Columbus 876 696 1,357 1,040 
Dayton 1,430' 878 1,313 803 I Detroit 7,399 4,653 7,153 3,985 
Green Bay 42 28 0 
Indianapolis 1,435 879 1,734 1,157 
Kansas City 1,562 1,022 1,794 1,225 
Milwaukee 2,272 1,837 1,426 1,017 
Minneapolis-St. Paul 2,171 1,675 2,308 1,799 
Omaha 43 46 
St. Louis 3,226 2,309 3,325 2,486 
South Bend 128 124 (D 
Toledo 1,283 990 1,178 934 
Waterloo 75 92 
Wichita 217 98 

(Continued on next palle) 
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Table ?i' Guards aDd Watchmen in Selected SMSA'Sl July 1913 to June 1974 and January 1975 ! 
to December 1975 (continued) . . 

July 1973-1974 Jan.-Dec. 
All Non,· All 

Area Industries' manufacturing" Industries 

West 

Albuquerque 315 528 
Anaheim-Santa Ana- 907 708 1,581 

Garden Grove 
Phoenix 1,594 1,318 
Portland 1,226 1,172 2,291 
Salt Lake City 369 508 
San Diego 975' 787 1,091 
San Francisco-Oakland 3,773 3,219 
San Jose <.: 792 582 1,084 
TOTAL 96,9.83 66,855 106,412 

1 SMSA-Standard Metropolitan Statistical Area. 
• All indlllstries includes manufacturing and nonmanufacturing. 
• Nonmanufacturing includes subcategories of public utilities, retail trade, finance, and services. 
• August 1974. 
• November 1974. 
• December 1974. 
'November 1974. 

1975 
Non-

manufacturing 
\) 

Ir~ 

1,386 

2;233 

920 

810 
76,094 

Source: u.s. Department of Labor, Bureau of Labor Statistics. Area Wage S~rvey . . Washington, D.C.: Government Printing 
Office. . 

U.S. Department of Labor, Bureau of Labor Statistics, North Central Region V, Chicago, m., and Washington, D.C. 
Bureaus. 

Table 8. Guards and Watchmen in ~MSA'Sl July 1973 to June 19.74 and January to December 1975 
--------------------------~ .. ~-----------------------------------------------------
Provides data on guards and wii'Cchmett t:l major population centers for the periods 1973-74 and 1975. Some 
data included in this table were presented in Table 7. 

Key points: • 109 major U.S. population areas are represented. 
• 131,997 were employed in approximately 109 porulation centers in 1973-74. 
• 135,907 were employed in approximately 109 f,opulation centers in 1975. 

Area 

Northeast 

Albany-Schenectady-Troy 
Allentown-Bethlehem-

Easton 
Binghamton 
Boston 
Buffalo 
Hartford 
Lawrence-Haverhill 
Manchester 
Nassau-Suffolk 
Newark and Jersey City 
New Haven 

July 1973-June 1974 
All Non-

Industries' Manufacturing' 

785 
290 

93 
5,671 
2,596 

296 

3,562 
631 

577 

4,914 
1,958 

2,755 

All 
Industries 

871 

94 
7,942 
2,476 
1,005 

2,168 
4,104 

Jan.-Dec. 1975 
Non

Manufacturing 

694 

7,080 
1,923 

770 

1',884 
3,456 

(Continued on next PIIC) 
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(( 
Area-, {i 

New York 
New York and Nassau-

Suffolk 
Northeast-Pennsylvania 
Paterson-Clifton-Passaic 
Philadelphia 
Pittsburgh 

, Portland 
Poughkeepsie 
Poughtceepsie-Kingston

Newburgh 
Providence-W arwick-

Pawtucket. 
Scranton 
Syracuse 
Trenton 
Utica-Rome 
Waterbury 
Westchester County 
Worchester 
York 

South 

Atlanta 
Austin 
Baltimore 
Beaumont-Port Arthur-

Orange 
Birmingham 
Charleston, SC 
Charleston, WV 
Charlotte 
Chattanooga 
Corpus Christi 
Dallas 
Dallas-Fort Worth 
Durham 
Fort Lauderdale

Hollywood and West 
Palm Beacb 

Fort Worth 
Gainesville 
Greensboro-Winston-

Salem-HighPoint 
Greenville 
Green"Ville~Spartanburg 
Houston 
Huntsville 
Jackson 
. Jacksonville 
Lexington 
Little Rock-North Little 

Rock 

412 

July 1973-June 1974 

All Non-
Industries· Manufacturing" 

14,789 

429' 
572 

7,968 
2,404 

998 

131 

108 

138 

239 

1,913 
128 

3,250 
336 

989 

116 
1,414 

605 

1,625 

85 
706 

581 

480 

388 

870 
.53 
286 

13,837 

236·, 
'r: 453 
6,811 
1,419 

843 

1,645 

2,813 

858 

1,344 
398 

1,467 

612 

374 

350 

154 

851 

211 

Jan.-Dt:c. 1975 

All Non-
Industries Manufacturing 

17,135 , 

484 
154 

6,932 
2,567 

154 
195 
209 

1,213 

794 
287 
192 

1,129 
184 
248 

2,613 

3;469 

1,002 
157 

1,078 
683 
44 

4,162 

928 

8 
993 

694 
3,517 

66 
940 

413 

16,376 

110 
5,856 

1,043 

618 

981 

2,367 

2,981 

, 910 

464 

3,767 

800 

469 
3,111 

907 

(Continued on next Plie) 
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Table S. Guards and Watchmen in SMSA'S1 July 1973 io lune 1974 and lanuary to December 1975 (cont.) 

Area 

Louisville 
Lubbock (I 
Melbourne-TitusviUe-Cocoa 
Memphis 
Miami 
Midland and Odessa 
New Orleans 
Norfolk-Virginia }seach-

Portsmouth-Newport 
News-Hampton 

Oklahoma City 
Raleigh 
Richmond 
San Antonio 
Savanna 
Tampa-St. Petersburg 
Washington,' DC 

North Central 

Akron 
Canton 
Chicago 
Cincinnati 
Cleveland 
Columbus 
Davenport-Rock Island-

Moline 
Dayton 
Des Moines 
Detroit 
Green Bay 
Indianapolis 
Kansas Citv 
Milwaukeel 

Minneapolis-St. Paul 
Mu~kegon-Muskegon 

Heights 
Omaha 
Rockford 
St. Louis 
Sioux Falls 
South Bend 
Toledo 
Waterloo 
Wichita 
Youngstown-Warven 

West 

Albuquerque 
Anaheim-Santa Ana

Garden Grove 
Boise City 

, 

July 1973-June 1974 

All . Non-
Industries' Mariufacturin(, 

1,495" 

1,949 

2,697 
378 

606' 
60 

476 
516 

1,103 
2,492 

703 
395 

11,770 
1,808 
2,639 

876 

1,430" 

7,399 
42 

1,435 
1,562 
2,272 
2,171 

45 

43' 
323 

3,226 

i28 
1,283 

75 
217 
509 

315 
9071 

.1,013 

1/, 

1,896 

2,569 
81 

519 

360 
401 

943 
2,437 

:i 
363 

10,228 
J,338 
1,820 

696 

878 

4,653 

879 
1,022 
1,837 
1,675 

2,309 

990 

708 

All 
Industries 

1,422 

1,964 

2,471 
424 

597 

451 
652 

1,406 
3,471 

646 
407 

11,498 
1,876 
3,580 
1,357 

101 

1,313 

7,153 
28 

1,734 
1,794 
1,426 
2,308 

46 

3,325 
41 

124 
1,178 

92 
98: 

528 
1,581 

Jan.-Dec. 1975 

Non
Manufacturing 

990 

1,810 

2,372 
'108 

499 

352 
539 

3,404 

339 

9,966 
1,392 
2,826 
1,040 

803 

3,985 

1,157 
1,225 
1,017 

'1,799 

2,486 

934 

1,386 

(Continued on next paae) 
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Table 8. Guards and Watchmen in SMSA'Sl July 1973 to June 1974 and J~linuary to December 1975 (cont.) 
! 

/i 
July 19'73-June 1974 Jan.-Dec. 1975 

All Non- i All 
Area Industries' Manufacturing" tndustries 

Denver 34S' 112 
Los Angeles-Long Beach- 13,756 12,567 

Anaheim-Santa Ana-
Garden City 

Phoenix 1,594 1,365 1,318 
Portland 1,226 1,172 2,291 
Riverside-San Bernadino-

Ontario 
Sacramento 297' 
Salt Lake City 369 508 
San Diego 975· 787 1,091 
San Francisco-Oakland 3,773 3,219 
San Jose 792 582 1,084 
Seattle-Everett 
Spokane . -
TOTAL 131,997 101,080 135,907 

1 SMSA..:....standard Metropolitan Statistical Area. 
I All Industries includes manufacturing and norimanufacturing. 
• Nonmanufacturing includes subcategories of public utilities, retail trade, finance, and services. 
, August 1974. 
'November 1974. 
• December 1974. 
• October 1974. 

Non-
Manufacturing 

\ 

2,233 

406 
920 

2,995 
810 

104,360 , 

Sources: U.S. Department of Labor, Bureau of Labor Statistics. Area Wage Survey. Washington, D.C.: Govemm~nt Printing 
Office. . 

U.S. Department of Labor, Bureau of Labor Statistics, North Central Region V, Chbllgo, Ill., and Washington, D.C. 
Bureaus. 

Table 9. ASIS Survey Of Employment Data 

Provides data on the number of persons employed in security organizations of which American Society for 
Industrial Security members are a part of as of September 1975. 

Key points: • The total U.S. membership as of August 1975 is 5,412. 

414 

• The total number of responses to the survey questionnaire is 1,788 or 33 percent. 
• The percentage of the sample indicating contract security is 26.2 percent. 
• The percentage of the sample indicating proprietary security.is 49.6 percent. 
• The percentage of the sample indicating both forms of security is 24.1 percent . 
• The total security employees indicated in all forms is 291,143. 
• The total employee projection based on 5,412 members as of August 1975 is 

881,245. 
• The total employee projection based on 6,439 members as of March 1976 is 

1,039,796. 

(Continued on next Pille) 
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. Tabl~ 9. ASIS Survey Of Employment Data (cont.) 

Total ASIS Membership in August 1975-5,412 

Total Membership Response in September 1975-1,788 (33%) 

Tptal Response by Member's Security Organization 

Number of contract members 
number of un~formed employees in members' organization 
number nonuDlformed employees in members' organization 

Number of proprietary members 
number of un~formed employees in members' organization 
number nonuDlformed employees in members' organization 

NumberJJf both contract and proprietary members 
number of un~f~rmed employees in members' organization 
number nonUDIformed employees in members' organization 

TOTAL MEMBER RESPONSES-l 788 , -

469 (26.2%) 
185,137 

"9,611 
. ,', 

SUBTOTAL 194,748 (66.9%) 

888 (49.7%) 
38,198 
11,838 

SUBTOTAL 50,036 (17.2%) 

431 (24.1%) 
35,760 
10,599 

SUBTOTAL 46,359 (15.9%) 

GRAND TOTAL OF NUMER EMP~OYED. IN ME~BER ORGANIZATION 291,143 (100%) 
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APPENDIX 10 

A MODEL BURGULAR AND HOLD·UP ALARM BUSINESS LICENSING AND REGULATORY 
STATUTE 

The Private Security-Task Force believes the im
portance and significance of this model statute justi
fies its inclusion as an appendix. However, it should 
be noted that the ~odel statutp. and commentary 

were developed and approved by the Private Security 
Advisory Council (PSAC) and, accordingly, do not 
necessarily reflect the views of the Task Force. 

The following chart is provided to enable the reader to determine which standards and commen
taries relate to certain sections of the PSAC Model Burglar and Hold-Up Alarm Business Statute. 

PSAC Sections 

1. Title 
2. Purpose 
3. Definitions 

4. Establishment of a Licensing Authority 
for Alarm businesses 

5. Licensing AUthority Seal 
6. Authority of the licensing Authority Re-

lating to Rules and Regulations: Petitions 
7. Subpoenas; Oaths; Contempt Powers 
8. Public notice. of Proposed Rule making 
9. Requirements for Alarm Business license 

10. Form of Application 

11. Experience or Examination Requirement 
12. License Application Investigation 

416 

if 
:!\ 

TaskForce 
Standard Standard Relation to PSAC Sections 

Glossary 
of Terms 

9.1 

9.2 
9.4 

9.4 

10.1 

10.2 

10.3 
9.2 

10.2 
10.3 

Major differences .. PSAC more. 

Addresses need for state regulation. 

Significant difference in regulatory authority. 
Commentary addresses hearing aspect. 

Addresses need for subpena power. 

Task Force licensing includes more security 
services. 
Several minor differences in amount of infor
mation required. 
Major differencesPSAC more. 
Commentaries address investigation aspect. 
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PSAC Sections 

13. 
14. 
15. 

16. 
17. 
18. 
19. 
20. 

21. 
22. 

23. 
24. 
25. 

26. 
27. 

28. 

29. 
30. 

31. 

32. 

33. 

Action on License Application 
Grounds for Denial of Application 
Procedure for Approval or Demal of 
Application; Hearing 
License-Surety Company Bond 
Renewal of License 
Application, License and Renewal Fees 
License-Transferability 
Licenses-Revocation; Hearing; Appeals; 
Notices 
Form of License 
Posting and Surrender of license certifi
cate 
Change in Status·of Licensee 
Issuance 
Investigation 

Action on I.D. Card Application 
Request for Hearing Upon Receipt of 
Notice of Denial of I.D. Card Applica
tion by Licensing Authority 
I.D. Cards-Suspension or Revocation; 
Hearings, Notices 

Non-Transferability of I.D. Cards 
Renewal of I.D. Card-Notification of 
Changes . ii 
Expiration and Renewal During Susp:en-
sion of Use of an I.D. Card . 
Activities of I.D. Cardholders after No
tice of Suspension or Revocation of I.D. 
Card . 
Local Governmental Regulation of 
Alarm Businesses or Alarm Agent 

34. Judicial Review 

35. 

36. 
37. 
38. 
39. 

40. 
41. 
42. 
43. 
44. 

4S. 
46. 

Reinstatement of a Revoked License or 
I.D. Cfl"r~i. 
Penaltles 
Severability Clause 
Creation of Licensing Authority 
Licensing Authority Membership 

Oath of Office 
Terms of Office 
Vacancies 
Delegated Representatives 
Compensation of Licensing Authority 
Members 
L;pensing Authority Seal 
Authority of the Licensing Authority to 
Promulgate Reasonable Rules and Regu
lations 

Tasli: Foree 
StaIIldard 

10.8 
9.4 

10.7 
W.5 
9.5 

9.4 

10.6 
10.6 

~0.4 
Chapter 11 

9.2 
U.S 

9.4 

9.4 
11.7 

9.5 
11.6 

4.2 
4.8 
4.10 
9.1 
9.4 

9.2 
9.3 

9.4 

Standard Relation to PSAC Sec6G~ 
\\ ')1 
\~ ,,/! 

1/ 

Minor differences in grounds for denial. 
Commentary addresses hearing aspect. 

Recommend both surety and insurance. 
Difference in recommended renewal period. 
Commentary addresses fees. . 
Commep!ary . ~,ddresses hearing, notice, and ''':.' .. 

'!"* ... ~ fi -

appeal. 
Commentary addresses license fOlm. 
Addresses license certification and its display. 

Difference in time period for notification. • 
Major difference in registration concept. 
Commentar!~s .address investigation aspect. 

,-~--

Commentary addresses hearing aspect. 

S.ignificant differences in grounds for suspen
sIon. 
Addx:esses hearing aspect. 

Commentary address~s fees aspect; difference 
in renewal period. . 

<?ommentaries address aspect of local regula
tIOn. 

c:ommentary addresses aspect of judicial re
VIew. 

Addresses need for State regulatory board. 
Major differences in recommended board 
membership. 

Commentary addresses hearing aspect. 
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PSAC Sections 

47. Issuance of Subpoenas; Contempt Powers 
48. Public Notice and Participation in Rule

making 

-,f 

Task Force Standard Relation to PSAC Sections 
Standard 

9.4 Addresses need for subpena power. 
9.4 Commentary addresses necessity for hearings. 

------------~~!--~------------------------------------------~~--~~------
Table 1. Entity Employment Figures " 

( 

~ ! 
I Based on Directory !?f Security Consultantsl 

States 
Represented 

Arizona 
California 
Connecticut 
FJo,rida 
Georgia 
IllillOis 
Indiana 
Io~a 
Kentuc1!:-¥ 
Louisi,ana 
Mf;iri~ 
Maryland 
Massachusetts 
Mi\~higan 

c Miipnesota 
M:1~sQuri 
Nc!praska 
NfiW Hampsire 
New Jersey 
New Mexico 
NewYQrk 
Ohio " 
Oklahoma 
Pennsylvania 
Texas 
Virginia 
Washington, DC 
Wisconsin 

TOTAL 

Entities Providi~g 
Consultant Services 2 

1 
27 
5 

"4 
2 

10 
1 
1 
3 
3 
2 
9 
5 
1 
1 
1 
1 
1 
5 
2 

12 
,- 5 

1 
1 
4 
5 

12\ 
3 

128 

Number of 
Employees 

450 
427 
462 

36 
19 
94 
8 
9 

34 
122 

10 
32 

1,044 
4 
3 
3 

13 . 
3 

225 
17 

845 
168 

4 

1,132 
122 
391 

3 

5780 

1 Fechter, John V., and Elizabeth Robertson, Center for Consumer Product Technology. Directory of Security Consultants. 
Washingt.on, DC: U.S. Government Printing Office. 

2 Consultants in the industrial/commercial environment, consultants in the college/university environment, and consultants 
with specialized functions. ' 
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Dear Mr. Velde: 

As Chairman of the Private Security Advisory Council, 
it gives me great plea.sure to forward this Model Burglar 
and Hold-Up Alarm Bus:Lness Licensing and Regulatory Statute 
developed by the Private Security Advisory CQuncil for the 
Law Enforcement Assistance Administration. 

This document is the cUlmination of many man-months of 
volunteer effort by members of the Advisory Council and the 
Alarm Committ~e of the Council. To obtain as many divergent 
views as possible, drafts of the Statute were widely dis
seminated to interested citizen groups, public law enforce
ment agencies, the alarm industry, and the private security 
industry generally. Public hearings on the Model Statute 
were held during the December meeting of the Advisory Council 
and a1;~ interested parties were inviU~d to present data or 
views 'en the Statute. This final dOClnnent is the end result 
of the extensive drafting process. 

The Advisory Council firmly believes that this Model 
Statute serves a demonstrated need. It will provide an in
creased level of protection for the consumers of alarm services, 
a noteworthy accomplishment. The Advisory Council recommends 
that LEAAgivesthe widest possible disseminatiqn to this doc
ument. Hopefully, the many states which have indicated an 
interest in an Alarm Business Regulatory Statute will be guid
ed by this effort of LEAA's Private Security Advisory Council. 

AJB:nmc 
enc. 
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Private 
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PREFACE 

The Model Burglar and Hold-Up Alarm Business 
Licensing and Regulatory Statute was developed by the Pri
vate Security Advisory Council and its Alarm Committee in 
response to a demonstrated need for state-level legislation 
to'aid the public in the prevention and reduction of crime, 
protect the consumer of alarm services and products, and 
improve and upgrade the alarm industry~ 

Crime has been on the rise for a numb~k of years. 
To protect itself from the threat of crime, the public has 
turned to private security for increased- protection. The 
alarm industrYf those firms selling# installing and main
taining burglar and .hold-up alarm systems, has been pro~ 
viding a significant portion of the priva~e security services 
now being purchas~~ by the public. 

The larg~st segernent of the alarm industry in this 
country provides honest; efficient, and reliable services. 
wi th the increasing--demand for alarm services, however, the 
market opportunities have attracted persons who are not 
qualified to provide reliable alarm system services or who 
have no over .... riding desire to do so. The public and the 
consumer do not have the knowledge and background to judge 
the qualifications of an alarm business or to evaluate the 
installation and performance capabilities of different alarm 
systems. Thus , th~ ·fear of crime provides a target for quick
money opportunist~i~.c!nd fly-by-night operators., 

.............. ,,'---, 
" .. _ ' The Private Security Advisory Council was estab-

lish~d-~by LEAA to assist in the national strategy to reduce 
crime. As one of its first projects, the Council, recogni
zing its obligation to make a meaningful contribution tQ the 
nation;;.l effort, selected the development of model legisla
tion designed to upgrade the segement of the alarm industry 
most deeply involved with the public. 

The development of this Model Statute has been a 
dynamic process and it is expected that the process will 
continue a.s the legislation is considered for adoption by 
those states who choose to accept the recommendations con~ 
tained in this document. 

This Statute was developed through the sincere 
efforts of many dedicated persons and organizations. Those 
efforts are sincerely appreciated by the Advisory Council 
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and the Alarm Committee. Particular appreciation is extended 
to Irving Slott, Office of National Priority Programs, LEAA, 
whose support, interest, guidance, and patience were critical 
to the accomplishment of this document. 

The major effort on this Statute was performed by 
the PSAC Alarm Committee and special appreciation is due to 
the members of that Committee: Robert O. Donnelly, ADT Company, 
Chairman; Art Foell, Foell-McGee Alarm Company; John P. Gibson, 
Dictograph Security Systems; Leo A. Guthart, ADEMCO; Norv~l 
E. Poulson, Certified Burglar Alarm Systems Inc.; John POJ.le, 
Honeywell Protection Services; Martin H. Reiss, Gamewell
Alarmtronics; W. E. Riker, Holmes Protection, Inc.; Norman 
Rubin, Supreme Burglar Alarm Corporation; R. W. Shirley, 
Merchant's Police Alarm Corporation; Robert J. Sweeney; and 
F. E. Wilkie, Diebold, Inc. These individuals with hundreds 
of years of combined expertise, unselfishly donated several 
thousand man-hours of personal time to this project. 

TheCouncil also extends its appreciation to Bernard M. 
Beerman, Counsel for the Alarm Industry Committee for Combating 
Crime, and Dennis M. Crowley, Jr., of The New England Bureau 
for Criminal Justice Services, both of whom provided the legal 
assistance necessary to .this legislative drafting effort. 

The Council owes special thanks to the many agencies 
and organizations which reviewed and commented on the various 
drafts of this Model Statute: the International Association 
of, Chiefs of Police; the Alarm Industry Committee for Combating 
Crime· the Central Station Electrical Protection Association; 
the N~tional Burglar and Fire Alarm Association; the Committee 
of National Security Companies; and the American Society for 
Industrial Security. 

Arthur J. Bilek, Chairman 
Private Security Advisory Council 
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1. GENERAL COMMENTARY 

HISTORY 

The Private Security Advisory Council (PSAC) 
was chartered and established' by the Law Enforce
ment Assistance Administration (LEAA) in March of 1972 
under the Federal Advisory Committee Act. 

This Council, (PSAC), was an outgrowth of a meeting 
of private security sector representatives called by LEAA 
in December 1971, to discuss the research and development 
efforts of LEAA that related to the private sector, the 
role of private security in the national effort to reduce 
crime, and mutual problems. as seen by the private sector. 
During the meeting, representatives from the private security 
sector overwhelmingly recommended that LEAA establish a 
national advisory committee, made up of persons with ex
pertise in the private security sector, to provide LEAA 
with continuing adv'ice on matters of mutual concern. LEAA 
followed that recommendation and created PSAC shortly 
thereafter. 

In September of 1974 the membership of PSAC was 
broadened to include representatives of public law enforce
ment agencies and of consumers of private.securit~ ser~ices 
in addition to the suppliers of such servJ.ces. SJ.nce J.ts 
inception, PSAC has worked on a number of tasks related 
to security services provided by the private sector, and 
has created several committees for such purpose. 

On October 2, 1972, PSAC created its Alarm Committee. 
The membership of the Alarm Committee was drawn ~rom knowl
edgeable and experienced individuals from the prJ.va~e ~l~rm 
industry. The select-.ion of members was based upon J.ndJ.vJ.dual 
credentials. Commit'~ee members were appointed to the Committee 
as individuals, not as representatives of their employers. 
The mandate to the Alarm Committee from PSAC was to examine 
and identify current problems facing the alarm industry in 
its .efforts to prevent crime and to protect its clients 
(who are, la~gely, members of the public) from criminal 
activity. 

The Alarm Committee met, catalogued specific problems, 
and reported back to PSAC with eleven recommendations for 
projects related to problems facing the alarm segment of 
the private security industry. Among the problems were: 
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The false alarm problem, 

Lack of statistical data to identify effectively 
the primary causes of false alarms, 

• Proliferation of legislation being passed at 
several different levels of government to regulate 
the alarm industry, and 

• The absence of governmental regulation entirely 
in many areas. 

The Alarm Commit:tee recommended that PSAC encourage the 
development of legislation at the state level to provide 
needed regulation and assure uniformity of requirements and 
enforcement. 

In February 1973, PSAC voted to draft model state 
legislation for the private security industry. It asked 
its Alarm Committee to prepare a report on specific areas 
where regulation was needed, and to begin drafting model 
legislation. 

FINDINGS OF THE ALARM COMMITTEE 

In August 1973, the Alarm Committee reported its 
findings to the PSAC.· The following is a verbatim extract 
from that report: 

"The Alarm Committee believes, 011 the basis of 
its experience, that there are relatively few cities 
in the united States which have licensing ordinances 
covering the alarm industry. However, in the past 
decade a variety of ordinances have been enacted and 
the trend seems to be accelerating. Since the Alarm 
Committee believes that there are no objective facts 
upon which to base broader recommendations, the 
Committee makes the general recommendation that LEAA 
should fund a project whereby a State Model Statute 
would be drafted. The Committee believes that where 
possible, State preemption is preferable to numerous 
city, town and village ordinances because of the 
inordinate burden a proliferation of regulations 
would place upon the industry and, in turn, the con
suming public. However, it recognizes that various 
'home rule' laws already exist and that some conflict 
may be inevitable. The Committee recommends that the 
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State Model statute contain provisions for licensing 
each company in the alarm industry and further rec
ommends that the model Statute contain prov~s~ons 
for requiring reasonable bonds, fingerprinting of 
employees, State authorized employee background 
checks for reasonable fees, minimum age and quali
fication requirements and mandatory training for all 
guard personnel, especially those carrying firearms. 
The Committee also urges, however, that the fees and 
charges to be recommended in the State Model Stabute 
should be modest since the purpose is not to generate 
revenue but to create 'a standard or qualification 
which is reasonably aimed at improving the quality 
of protection being offered the general public. The 
Committee further recommends that notwithstanding"a 
conflict in State laws regarding minimum age, that 
no person should be licensed to carry a weapon unless, 
in addition to meeting other criteria, that person 
should be 21 years of age. The Alarm Committee sug
gests that the person assigned the task of drafting 
the~tate Model Statute develop and maintain close 
coordination with the alarm industry and require the 
industry to make full and complete recommendations 
on the Model Statute. Because of the importance of 
such a Model Statute the Alarm Committee has requested 
counsel for the Alarm Industry Committee for Combating 
Crime to prepare a draft which would be submitt;ed 
to the Private Security Advisory Council. •• " • .!.! 

The PSAC agreed with the recommendations of the Alarm Committee 
a.nd directed it to prepare a draft Model Statute. 

DEVELOPMENT OF THE PRESENT MODEL STATUTE 

As indicated in its recommendation to PSAC, the Alarm 
Committee requested assistance from the Alarm Industry Committee 
for Combating Crime (AICCC) and its counsel in drafting the 
Model Statute. Such action proved to be most helpful. Use 
of AICCC cQunsel provided expertise not otherwise available 
to the Alarm Committee or PSAC, both of which were operating 
without staff support at that time. In addition, counsel 
for the AICCC had been working with the International Associa
tion of Chiefs of Police (IACP) since 1972 in a review of 
existing alarm-related legislation and the false alarm problem. 
Together they had researched existing and pending legislation 
throughout the country. By making use of AICCC counsel's 
expertise and experience, the Alarm Committee did not have 
to duplicate the research AICCC's counsel had already 

YAlarm Committee, PSAC. "Report to Private Security 
Advisory Council", August 1973 
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accomplished. In addition, AICCC and it~ membe~ organiza
tions had also previously critically rev~ewed I"ACP's model 
burglar and hold-up alarm systems ordinance, released on 
May 15, 1974, and thus h~d e~peri~nce.with the problems 
associated with legislat~on ~n th~s f~eld. 

Working together, the Alarm Committee and counsel 
to the AICCC prepared a tentative draft ~ode~ S~a~ute. The 
focus of this state-level Model statute ~s s~gn~f~cantly 
different from that of the IACP municipal-level m?del 
ordinance. The IACP model ordinance had been des~gned as 
a practical strategy: 

" ..• to reduce the kind of false alarms which. 
are avoidable by the exercise of reasonable caut~on 
in operating alarm systems, by employing proper 
maintenance and servicing techniques, and by 
requiring alarm businesses to meet jinimum require-

f 
,,2 

ments for safety and per ormance. -

The Alarm committee position was that the ~tate-leve~ Model 
Statute should license the people who are ~n the bus~ness 
of selling, installing, and maintaining alarm system~, and 
provide a means for identifying qualified and author~zed 
alarm business employees. 

A first draft of the present state-level Model Statute 
was made availa.ble for review by the Alarm Committee in 
January 1974. Within the Committee there were disagreements 
on several sections of the Statute. The following were 
found to be particularly troublesome points: 

• Defining the businesses to be regulated; 

• Defining the individuals to be regulated; and 

• Establishing the qualifications for receiving 
a license under the Statute. 

There was also disagreement on whether a state should be 
given the authority and responsibility to conduct co~plete 
background investigations (including Federal fingerp~nt 
record searches) under emerging national security and 
privacy legislation. On this point, . the f~nal decision of 
the Committee was that the consumer 1S ent1tled to have 
reasonable assurance that the person who comes into his 
home or place of business to install an alarm system does 
not have a criminal record. It, therefore, recommended 

2/"Model Burglar and Hold Up Alarm systems Ordinance", 
- IACP (1973), p. 26 
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fingerprint record searches. All of the above and other 
problems were discussed at length. In some cases the 
language of the Statute was reworked. This process con
tinued until there was a consensus acceptance of the state
level Model Statute by the Alarm Committee. 

A Version #2 draft of the Model Statute was then 
circulated for comment by alarm companies, police departments, 
and other interested parties. A major re-draft was prepared 
from the comments received, and this Version #3 of the Model 
Statute was then submitted again to the Alarm Committee for 
its review and approval. The Alarm Committee reviewed this 
new draft of the Model Statute onOcto~er 17,1974. Certain 
further changes were incorporated in it as a result of this 
review. That revised draft, Version #4 of the Model Statute, 
was then forwarded to PSAC as the Model Burglar and Hold-Up 
Alarm Business Licensing Statute recommended by the Alarm 
Committee. 

The Alarm Committee's fin~l version of the Model 
Statute was made the subject of public hearings by PSAC on 
December 12, 1974, at its meeting in Williamsburg, Virginia. 
Testimony from the industry and from the public wa9 received 
at that meeting. Following the hearings, PSAC reviewed the 
draft Model Statute section by section. Drawing upon 
the expertise of its own members, as well as the testimony 
received and prior comments of the Alarm Committee, PSAC 
members recommended certain further changes. Those changes 
were made, and the final revised draft was reviewed and 
approved by the PSAC at its meeting in February 1975. 

CONCLUDING THOUGHTS 

This final version of the state-level Model Statute 
represents the best efforts of a dedicated group of profes
sionals. Just as there was a spectrum of differing op1n~ons 
about various sections of the Model Statute within the Alarm 
Committee and the Private Security Advisory Council itself, 
as the Statute was being developed, so can one expect a 
spectrum of opinions about the Model Statute to be voiced 
as it is placed in the hands of legislators and others at 
the state level throughout the United States. The Model 
Statute is not a cure-all. The philosophy behind its 
development was to identify the real needs for legislation 
and then to draft statutory language to help meet such needs. 
It will provide a mechanism by which a state will know who 
is in the alarm business within its borders; and it will 
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provide consumers with some protection in that it requires 
alarm businesses and their employees to meet minimum stand
ards. Given its scope, the Model Statute is an excellent 
stclrt in the right direction; it should now be followed 
by the development of clear standards and goals for the 
industry. 
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2. SPECIFIC COMMENTS 

Many hours of discussion and debate were j:nvol ved 
in the development of this Statute. It is virtually imposs...; 
ible to set forth in this report the "pros and COIlS" of every 
point: discussed or debated. This section was prepared, how
ever, to present readers with the "legislative illtfaJlt" of the 
Alarm Committee and Private Security Advisory Cou:ficil on key 
issues which arose. 

SECTION 3 

The definitions of "alarm businesses" and "alarm 
systenls" do not apply to proprj,etary systems. Ttle term 
"Proprietary System" means an alarm systemsoundi,ng alid/or 
recording alarm and supervisory signals at a control center 
under the supervision of the proprietor of the plcotected 
premises and operated soley for his benefit. 

The definition of a Proprietary system W,as intended to 
include systems in which one central control center receives 
signals from numerous protected premises, all mmed by the 
propr:Letor of the alarm system, but not, necessarily under 
one single roof. However, the term "Proprietary System" was 
not intended to include "metro" or "cooperativf~ sytems" in 
which a group of proprietors get together and 'operate an 
alarm system for the benefit of themselves. Other proprietors 
are then invited to join the system as owners of the system 
and to connect their premises to the system. In a sense, they 
are selling services to themselves. When there is more than 
one proprietor involved in the supervision and control of the 
alarm system, the Council intended that such an operation be 
considered an "alarm business". Another type, of system· which 
the Council intended to be characterized as an alarm business 
is an alarm system owned by the proprietor ofa shopping mall 
or similar entity, and which is available, usually for sur
charge, to all establishments rent~ng space within the mall. 

Some "Proprietary Systems", as defined in the Statute, 
have backup signals which transmit to a police department or 
central station after first having signaled the control center. 
The Council agreed that if a system met all other requirements 
of a "proprietary system" and the transmission outside ,was a 
backup or delinquency reporting signal only, then the system 
should not be licensed. The Council equated the backup signal 
with a control center employee picking up a telephone after re
ceiving an alarm signal and calling the police. 
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The PSAC intended the definition of "alarm businesses" 
to include door-to-door salesmen. The definition does not 
purport, however, to include mail order houses, department 
stores ,and the like which sell over-the-counter but do not in
stall, maintain, serviqe, alter, repair, or replace alarm sy
stems at the premises to be protected or a protected premises. 

The problem of how to handle subcontractors was raised 
by the Council. Neither the PSAC nor its Alarm Committee in
tended to include subcontractors who do not install complete 
"alarm systellls." "Alarm system", as defined, connotes a com
plete operating system, fully installed. In many states, 
alarm businesses are required by law to use licensed electri
cians to place wiring or switches. The alarm business, in 
such cases, will subcontract that placement, but will retain 
responsiblitiy for the 'terminals and final connections at the 
central station or police department. In cases where a sub
contractor is placing equipment only and is not responsible 
for the installat.ion -::>f the "system", the subcontractor need 
not be licensed and his employees would not be required to 
have I.D. cards. In all such cases, the alarm business would 
be responsible to the consumer for protection of information, 
the release of which could lead to compromise of the alarm 
system. However, if a person is responsible for complete in
stallation of the alarm system, he does fall within the de
finition of "alarm business" even though he is a subcon.tractor 
to another alarm business. 

Some burglar and fire alarm systems function together 
as a unit, and in some communities a single communication 
center receives both burglar and fire alarms. This situation 
may require that the definition of "alarm sytems" receive 
further consideration from a technical standpoint. 

SECTION 6 (b) 

The Alarm Committee of PSAC in submitting the draft 
Model Burglar Alarm Statute to the Council explained that 
the proposed statute provided for the licensing of, and min
imum qualifications for, alarm businesses and persons employ
ed or engaged by alarm buninesses who had access to homes and 
businesses and to ~.nfol':mation that could be used to compromise 
alarm systems. ThE.\. Alclrm Committe stated that it recognized 
that there is a need to develop what it termed "performance 
standar( 3" in order,' to effectively reduce false alarms and 
upgrade alarms systems generally. It took the position that 
the development of such standards may take a considerable 
amount of time and research and that, rather than delay the 
devlopment and dissemination of a model licensing statute, 
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the Statute and COIT~entary should emphasize licensing and 
quaiifications for alarm businesses and alarm agents. 

PSAC, however, takes the position that in order for 
the model statute to fully protect consumers, the Licensing 
Authority should be charged with the responsiblity for de
veloping equipment, performance and installation st.andards 
and, for this reason, the Council instructed its staff to 
draft a new section in the Model Burglar Alarm Statute, 
giving the Licensing Authority the authority to promulgate 
and enforce standards and specifications for alarm systems 
after public hearings have been held affording all interested 
parties an opportunity to be heard and to submit data and 
views concerning proposed standards . 

PSAC has recognized, however, that if each state 
which adopts the Model Burglar Alarm Statute should im
mediately begin tO,hold hearings for the purposes of develop
ing standards for burglar alarm equipment, the installation 
of alarm systems and for alarm businesses, the result could 
be a 'hodgepodge' of legislation that would result in chaos, 
not only for alarm businesses and alarm equipment manufactur
ers, but for the many users of alarm systems throughout the 
country. Accordingly, the Council has requested that the 
Alarm Committee of the PSAC consider the protection of life 
as well as the pJ:otection of property. The Council re
commends that Section 6(b) of the Statute not be made effec
tive or that hearings not be held until the Alarm Committee has 
reported to the Council with respect to model standards and the 
Council has reviewed and recommended such standards to LEAA. 

SECTION 7 

Within the Alarm Committee, there were conflicting 
views on whether the Licensing Authority should have sub
poena power or be required to go into court to compel atten
dance of witnesses and production of books, accounts and 
records. On balance, the Committee felt the Licensing 
Authority would be better able to administer this Statute 
if it had subpoena power. The PSAC agreed wi.th the Committee. 

The PSAC wished to insure that any trade secrets or 
information that could possibly compromise the security of 
an installation would not be generally ~vailable to the 
public under State Freedom of Information Statutes. The 
language intends to protect such information. It is also 
hoped that any .court holding hearings to compel testimony 
will hold such hearings "in camera" to protect information 
from unauthorized disclosure. 
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SECTION 9 

In the testimony of witnesses before the Council 
during the public hearings, there was a;, request ~hat the 
Statute provide for reciprocity. The ALarm Comm1ttee had 
discussed the issue in preparing the Modl:!"l Statute and 
concltided that a business that wants to <':Iperate in two c;>r 
more states should get two or more licensGs. The Counc11, 
agreed with the Alarm Committee and reljectf~d that su<.!gest1on 
that reciprocal licensing arrangements b@ part of th1s Sta~" 
tute. The same issue was raised and rejected by ~he ~ounc1l 
in regards to Section 24, the issuance of Ident1f1cat10n 
Cards to individuals. 

SECTION 10 and 24 

The PSAC and the Alarm Committee were in favor of 
a licensing Statute, however, some memb7rs we:e conce:ned 
that the total availability to the pub11c of 1nformat10n 
required to be furnished under these sections could lead 
to compromises of security systems. Ther7fore, t~e language 
in Section 7 (b) was included to protect 1nfor~at10n f~rn
ished under these sections as well as informat10n furn1shed 
under subpoena. 

SECTION 11 (e) 

It was the feeling of the PSAC and Alarm Committee 
that mere employment (such as accountant, administrative 
clerk, etc.) with an alarm business should not be the 7x -
perience test. The applicant should have actual exper1ence 
in the nature and operation of alarm systems. 

SECTION 11 (f) 

The purpose of the examination requir.ement is to 
provide a means whereby individuals who ~ack ac;=tual e~per
ience are offered an opportunity to obta1n a 11cense 1f 
they demonstrate compete~cy. The examination should be de
veloped W1 th the assistance of person's knowledgeable in the 
alarm business, perhaps industry members. 

SECTION 12 

The Alarm Committee and PSAC felt that it was im
portant for the public to know that the individuals,com~ng 
into their home or business to sell, install, or ma1nta1n 
alarm systems were not persons with a criminal history. 
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Federal legislation and administrative regulations which 
are now being considered will require enabling legislation in 
individual states for state or municipal authorities'to 
request information from Federal data banks. Therefore 
the Committee felt it was important to give the Licensi~g 
Authority the power to request searches of Federal records. 

SECTION 16 

The purpose of the bond is to make applicants de
monstrate financial responsibility. Wrongful acts of a 
material nature which might cause the Licensing Authority 
to move a-gainst the bond would include, for example, the 
alarm business engaging in a criminal conspiracy with a 
thief to burglarize a protected premises. 

Both the Alarm Committee and the Council wrestled 
with the size of the bond to be required. ' Since the basic 

,purpose of the bond was to require a Showing of financial 
stabifity, it was decided that the Statute would call for 
a $10,000 bond, but that amount was the minimum amount 
suggested. Each state should ~eview bonding requirements 
for comparable licensees and apply those standards to this Statute. 

SECTION 19 

PSAC tried to provide for the orderly transfer of 
b~sine~ses throu<.!h sale or inheritance; in addition, a 
L1Cens1ng Author1ty may wish to provide for the issuance 
of temporary licenses to facilitate such transfers even more. 

SECTION 24 (d) 

The Model Statute intends that temporary I.D. cards 
be issued only in conjunction with applications for per
manent I.D. cards, with the same or similar forms being 
used, so the Licensing Authority will have a record of tem
pora:y cards issued. It was suggested that a pre-numbered 
mult1-part pre-formatted application form, a part of which 
cc;>uld be given to the applicant as a temporary I.D. card, 
m1ght be used. All temporary cards must have an expiration 
date. Provision is not made in the Statute for lost, damaged 
or stolen cards, and this situation may cause some 'concern. 
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SECTION 25 

The Alarm Committee did not want to create a multi
plicity of fingerprint records. The Committee expects that 
once an individual is fingerprinted, th~ fin?erprint c~rds 
will be permanently maintained by the L~cens~ng Author~ty. 
Upon receipt of a renewal application, the,fingerprints on 
file can be resubmitted to the FBI for a f1le search, but 
re-fingerprinting of the individual will not be ~ecessary 
unless the Licensing Authority has reason to be11eve the 
applicant was applying under an alias of a previously ap-
proved individual. 

SECTION 29 

The Council rejected the idea of "portability" for 
I.D. cards, agreeing with its Alarm Committee that w~en a 
person leaves an employer, ,his I.D. ~ard should be,w~th~ 
drawn. The I. D. card is d~,rectly related to the l~cens~n? 
process and links employees with employers. If a person ~s 
allowed to retain his ,I. D . card when he changes employment, 
the record~ of the Licensing Authority will,no~ ge~ updated. 
Further the retention of the card may perm1t ~ts ~llegal 
use aft~r a person has terminated with a licensed alarm 
business. 

SECTION 30 (a) 

The Alarm Committee recommended, after.e~tensiv~ 
dialogue, either a three-year or five-year val~d~ty p~r~od 
for Identification Cards. The Committee found.no va~~d 
justification for a shorter period except th~ 1ntent~on of. 
a state to use the cards for revenue product~on. The Comm~ttee 
did not believe the administrative burden or cost of ~ shorter 
period was justified. The Council, ~l~o afte: ~xtens1ve . 
dialogue, recommended a on~-year va11d7ty ~er~od. The Counc~l 
actions were based on its J_ntent to ma~nta~n cont::ol over the 
issuance of cards and to update, on an annual bas7s, ~he 
Licensing Authority records of persons wh~ ar~ go~ng 1nto 
homes and businesses to sell, install, ma~nta~n, or respond 
to alarm systems. 

SECTION 30 (d) 

This Section was intended to place a burden on ~he 
alarm business to notify the Licensing Authority of.se::10us 
changes in employee status, such as arrest and conv1ct~on, 
when the alarm business has notice of such change. 

SECTION 33 

This Model statute preempts the authority of munic
ipali,ties and local governmental subdivisions ~n th'7 ~rea. 
of licensing alarm companies; the issuance of ~dent7f1cat~on 
cards to alarm agents; and performance standards wh~ch are 
in conflict with this Statute. In some states, however, 
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the legislatures have given broad authority under charter'pro
visions to certain municipalities or counties. Some states 
may have legislation which regulates the powers and duties of 
police and other public officials. Therefore, it is important 
that this Model Statute be measured against charter, home rule 
provisions, and existing state law which may affect or be 
affected by the enactment of this Model Statute. 

Most states have laws which to some extent regulate 
every business operated in the state. Furthermore, munici
palities often have licensing laws for businesses operating 
in the municipality. Therefore, consid'eration shouid' be given 
to the manner in which businesses are generally regulated 
within the state or within local subdivisions of the state. 
For example, in New York State, there are existing provisions 
which regulate the conduct of door-to~door salesmen. There 
are also Federal laws which should be considered. On June 7, 
1974, the Federal Trade Commission of the Federal government 
put into effect a regulation which, among other things, gives 
a householder a period of 3 days to rescind a purchase of 
$25.00 or more made by a door-to-door salesman. 

SECTION 33 (a) 

Cities and muncipalities should be allowed to peti
tion for revocation of a license. The Statute, as originC'.lly 
drafted, did not provide for that and no resolution of the . 
issue was made by the Alarm Committee. Some members of the 
Committee felt that the purpose of the Statute was to intro
duce the statewide licensing concept to an industry where 
none existed and sufficient authority existed in this Statute 
to cover the area of revocation. PSAC, however, felt that 
a municipality should be able to petition a Licensing Authority 
for revocation and added Section 20 (a) (5) to provide that 
capability. 

SECTION 33 (d) 

This Section was intended to prevent the prolifer
ation of ordinances. However, the Alarm Committee and PSAC 
do support the concept of one ordinance adopted by all mun
icipalities which feel the need for regulation at the municipal 
level. 

PART VI, SECTION 38 

This Part of the Statute suggests an alternative 
form for a Licensing Authority. In some' states, the com
mission form might be adopted and could have responsibility 
for l~censing and regulating all components of the private 
secur~ty sector. In such cases, where there is a single 
agency for all components (alarm, armored car, guard ser
vices, and investigations) the Council recommends that all 
four components be represented on the board. In this Model 
Statute, the Council has provided an example of a board 
concerned only with the alarm industry. 
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MODEL BURGLAR AND HOLD-UP ALARM BUSINESS LlCENSmG 
AND REGULATORY STATUTE 

PART I. TITLE) PURPOSE AND DEFINITIONS. 

Section 1. 
't d liThe This Statute shall be known and may be Cl e as 

Bur1ar and Hold-Up Alarm Business Statute. II 

Section 2. PURPOSE. 

The purpose of the Statute is ~o provid~ un~~or~.pr~;ing 
cedures and qual ifi cations ~hrOUghouat /~~! ~~~~~nc~r of ~de~~~ fication 
and regulation of alarm bUSlnesses n . ., 
cards to alarm agents and ce~tain other lndlvldua1s. 

Section 3. DEFINITIONS. 

For the ur ose of this Statute, the fo110wing.term~, 
words andPth~ir derivations shall ~ave the meanlng Qlven 

"h~~~~~~' When not inconsistent wi~h the contebxt, w~rds ~se~s~~ i~e 
1ura1 number shall inc1ud~ the slngu1ar n~m er an wor s 
~he singular number shall lnc1ude the plural number. 

() Th term "Alarm Business" shall mean and include any. 
a e. l' t llation maintenance, a1teratlon, 

person engaged ln the sa e, ~n~ a of ala;m systems or which responds 

~~:;~:~~!~g~:~~i~::~~~:i{~:!~u~fn~s~~t~~!:ee~:o~~:rl ~~t' 
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1 include businesses which only manufacture or sell alarm systems 
2 and do not sell, service, install. alter, maintain, repair, replace 
3 monitor or respond to alarm systems at a protected premises or at a 
4 premises to be protected and shall not include "Proprietary Systems." 
5 
6 (b) The term "Alarm Agent" shall mean any individual employed 
7 within this State by an alarm business whose duties include the a1ter-
8"1:-:~. installing, maintaining, moving, repairing, replacing, selling, 
9 serv"king, responding to, or monitoring an alarm sy~tem. 

10 
11 (cr\~The term "Alarm System" Shall mean an assembly of equip-
12 ment and devices (or a single device such as a solid-state unit which 
13 plugs directly into a 100-volt AC line) designated to detect and 
14 signal an unauthorized intrusion into a premises or to signal an 
15 attempted robbery at a protected premises, and with respect to such 
16 signal public police or private guards are expected to respond. 
17 Fire alarm systems and alarm systems which monitor temperature 
18 humidity or any other condition not directly related to the detection 
19 of an unauthorizec/.Iintrusion into premises or an attempted robbery 
20 at a premises are e-~tnuded from the provisions of this Statute. 
21 
22 (d) The term "Misdemeanor" shall mean all misdemeanors, except 
23 a traffic violation for which the penalty imposed does not exceed 
24 One Hundred Dollars ($100.00). 
25 
26 (e) The term "Person" shall mean an individual, firm, par:-tner-
27 ship, corporation, or organization of any nature. 
28 
29 (f) The tet'm t!O~'mer" shall mean a person who holds an interest 
30 of 25 percent or more in an alarm business. 
31 
32 (g) The term "Subscriber" shall mean a person or business 
33 which buys or otherwise obtains an alarm system and has a contract 
34 with an alarm business to monitor and/or service the alarm system. 
35 
36 (h) The term "Principal Corporate Officer" shall mean the 
37 president, vice president, treasurer, secretary, and comptroller 
38 as well as any other person who performs functions for the corporation 
39 corresponding to those performed by the foregoing officers. 
40 
41 (i')The term "Proprietary System" shall mean an alarm system 
42 sounding and/or recording alarm and supervisory signals at a control 
43 center solely under the supervision of the proprietor of the pro-
44 tected premises. 
45 
46 
47 
48 
49 
50 
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PART II. THE LICENSING AUTHORITY. 

Section 4. ESTABLISHMENT OF A LICENSING AUTHORITY 
e_ .FOR ALARM BUSINESSES. 

The Secretary of State or other appropriate department, 
agency. or bureau of the State shall constitute the IILicensing 
Authorityll referred to herein and shall have the powers and duties 
set forth in this Statute. 

Section 5. LICENSING AUTHORITY SEAL. 

The Licensing Authority shall have a seal, the form of 
which it shall prescribe. 

Section 6. AUTHORITY OF THE LICENSING AUTHORITY RELATING TO 
RULES AND REGULATIONS: PETITIONS. 

(a) The authority to promulgate rules and regulations which 
are reasonable, proper and necessary to carry out the functions 
of the Licensing Authority; to enforce the provisions of this Statute; 
and to establish procedures for the preparation and processing of 
examinations, applications, license certificates, identification 
cards, renewals, appeals, hearings and rulemaking proceedings are 
hereby vested in the Licensing Authority. 

(b) The L i cens i ng Authori ty s ha 11 promu 1 ga te a nd enforce 
regulations establishing standards and specifications for alarm 
systems and alarm eqllipment sold within this State and for the 
installation, maintenance, and adjustment of such systems/equipment. 
Promulgation of regulations pertaining to such standards shall not 
take place until after p~blic hearings on such proposed standards 
are held and all interested persons are given an opportunity to 
submit data and views orally or in writing at the public hearings. 
Notice of the public hearings shall be given in the manner prescribed 
by Section 8. 

(c) Any interested person may petition the Licensing Authority 
to enact, amend or repeal any rule or reglation within the scope 
of paragraph (a) of this Section. The Licensing Authority shall 
prescribe by rule the form of such petitions and procedures for 
submission, consideration and disposition. 

ySee specific comments on page 8 related to this paragraph and 
its implementation. 
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Section 7. SUBPOENAS; OATHS; CONTEMPT POWERS. 

. (a) In any inv~stig~tion cond~cted under the provisions of 
thlS Statute, the Llcenslng Authorlty may issue subpoenas to compel 
the attendance of witnesses and the production of relevant books, 
accounts, recordS and documents. The officer conducting a hearing 
may administer oaths and may require testimony or evidence to be 
given under oath. 

(b) Relevant books, ac'counts, records, and documents required 
to be produced by this Section shall be maintained in the files 
of the Licensing Authority and access to said records shall be '''. 
limited to the Licensing Authority only or a court of competent 
jurisdiction. 

. (c) If a witness refuses to obey a" subpoena or to give any 
eVldence relevant to proper inquiry by the Licensing Authority, 
t~e ~icensing Authority may petition a court of competent juris
dl~tlon to compel the witness to obey the subpoena or to give the 
eVldence. The court shall promptly issue process to the witness 
and shall hold a hearing on the petition as soon as possible. 
If the witness then refuses, without reasonable cause or legal 
~rou~ds, to be e~amin~d or to g~ve any evidence relevant to proper 
lnqulry by the Llcenslng Authorlty, the court may cite the witness 
for contempt. 

Section 8. PUBLIC NOTICE OF PROPOSED RULEMAKING. 

(a) The Licensing Authority shall, prior to the adoption of 
any rule or regulation 01' the amendment or repeal thereof, notify 
all licensed alarm businesses within the State, publish in the 
State Register, [of if there is no State Register a newspaper of 
general circulation within the state] notice of the intended 
action; shall give publicity to the proposal in such other manner 
it l'egards as appropriate; and shall afford interested persons 
an opportunity to submit within a reasonable time; data and views 
either orally or in writing in a manner prescribed by the Licensing 
Authori tYlml ess all persons subject thereto are named and either 
personally served with such notice or otherwise have actual notice 
thereof in accordance with law. Such notice shall include: 

(1) A statement of the time, place and nature of the public 
rulemaking proceedings; 

(2) Reference to the authority under which the rule
making is proposed; and 

(3) Either the terms or substance of the proposed rule
making or a description in rea~onable detail of the subjects and 
issues involved. 
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The publication or service of any notice required by this Section 
shall be made not less than thirty (30) days prior to the effective 
date of the proposed adoption, amendment, or repeal of the rule or 
regulation, as the case may be, except as o~herwise provided by the 
Licensing Authority upon good cause found and published with the notice. 

PART I I I. LICENSING. 

Section 9. REQUIREMENTS FOR ALARM BUSINESS LICENSE. 

(a) It shall be unlawful .and punishable as provided in Section 
36 of this Statute, for any person to engage in the alarm business 
within this State without having first obtained an alarm business 
license from the State Licensing Authority, subject to paragraph (b) 
he)"eof. 

(b) Every person engaged in the alarm business within the State 
on the effective date of this Statute shall have sixty (60) days to 
apply to the Licensing Authority for a license to operate an alarm' 
business. Any such person filing a timely application may continue 
to engage in the alarm business pending a final determination of such 
application. 

Section 10. FORM OF APPLICATION. 

(a) Application forrlicenses required by the provisions of this 
Statute shall be filed with the Licensing Authority on a form provided 
by the Licensing,Authority. If the applicant is an individual, the 
application shall be subscribed and sworn to by such person. If the 
applicant is an individual and does not reside, operate any business 
or is not employed within the State, or in the event the applicant 
is a firm or partnership and no owner or general partner resides, 
operates a business or is employed within the State, then the applica
tion must also be subscribed and sworn to by the individual having 
the authority and responsibility for the management and operations 
of the alarm business within the State. If the applicant is a corpor
ation, the application shall be subscribed and sworn to by at least 
one principal corporate officer. If the application is a corporation 
and none of its principal corporate officers are responsible for the 
management and operations of the alarm. business within the State, 
the application shall also be subscribed and sworn to by the individual 
having the authority and responsibility for the management and operations 
of the alarm business within the State. 

(b) If the applicant is a corporation, the application shall 
specify the date and place of its incorporation, the location of the 
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1 applicant's p~incipal place of.business, a list of the prinCipal 
2 corpor~~e offlcer~ ~nd the buslness address, residence address and 
3 the off1ce pr poslt1on held by each prinCipal corporate officer. 
4 
5 {c) If the a~plicant is a partnership, the application shall 
6 spec1fy the locat1~n of the applicant's principal place of business 
7 and the names, bus1ness addresses and residence addresses of each 
8 partner. 
9 

10 (d) !~e.a~plication shall include the following information 
11 for each 1nd1V1dual required to subscri.be and swear to it:. 
12 
13 (1) The individual's full name, business address and 
14 res idence address; , 
15 
16 (2) The individual's business telephone number; 
17 
18 (3) The 'individual's date and place of birth; 
19 
20 (4) The individual's social security number; 
21 
22 (5) The name and address of the individual's present place 
23 or places of employment or self-empl.oyment for the 
24 past ~hree (3) years and the length of time engaged 
25 there1n; 
26 
27 (6) A list of all felony and misdemeanor convictions of 
28 such individual in any jurisdiction; 
29 
30 (7) Two sets of classifiable fingerprints; and 
31 
32 (8) A s~atemen~ as to whether the individual has ever 'been 
33 ~emed a llcense.or permit in any jurisidction to engage 
34 1n the'alarm bus1ness'or has had such license or permit 
35 revoked: 
36 
37 fe) The application shall include the following information 
38 concerning the applicant: 
39 
40 (1) The name and address of the alarm business and the 
41 l?ca~ion or locations where it intends to operate 
42 w1th1n the State. 
43 
44 (2) A statement as to the length of time the applicant 
45 has been engaged in the alarm business and where 
46 eng~ged; and the date when the alarm business or 
47 bus1nesses commenced operation in the State or 
48 when the alarm business intends to commence such 
49 operation; 
50 
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(3) A statement as to whether, to the best knowledge and 
information of the individual signing the application, 
any of the owners, partners or principal corporate 
officers of the applicant, including those not residing 
within the State, have been convicted in any jurisdiction 
of a felony' or misdemeanor. If there have been any 
such convictions, then the application shall set forth 
the names of the individuals convicted and the dates 

1 
2 
3 
4 
5 
6 
7 
8 
9 

10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
20 
2l 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 

and places of such convictions. 

(f) The Licensing Authority may require that the application 
include any other information which the Licensing Authority may 
reasonably deem necessary to determine whether the applicant or 
individual signing the application meets the requirements of this 
Statute or to establish the truth; of the facts set forth in the ' 

application. . 
{gl Any individual s'igning a license application must be at 

least (the legal age for licensing generally established in the 

state] yea\"s of age. 

section 11. EXPERIEMCE OR EXAMINATION REQUIREMENT. 

(a) Every alarm business shall meet either the experience 
requirement of paragraph (c) of this section or the examination 
requirement of paragraph (f) of this section before it may engage 

in the alarm business. 
(b) Applicants engaged in the alarm business on the effective 

date of this statute shall have six (6) months to comply with the 
requirements of this section. If the applicant is unable within 

33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 
46 
47 
48 
49 
50 
51 

that, time to name an individual meeting the requirements of paragraphs 
(c) and (f) the licensing Authority may. for good cause shown. extend 
for a reasonable time the period within which the applicant shall 

comply with this section. 
(c) Experience Requirement: To comply with this requirement, 

at least one individual who is an owner, officer, partner or employee 
of the applicant shall establish that he was engaged in. or employed 
by, an alarm business, in sales, service or installation for an 
aggregate period of three (3) years prior to filing thiS application 
or was employed by the owner of a proprietary system to service or 
install the system for a similar three (3) year period. Such indivi
dual shall file with the Licensing Authority sworn stt\tements of 
such experience by at least two citizens of the 'commun~ty or commun
ities in which such indiVidual vias so engaged or employ:ed. The 
individual whom the applicant relies upon to comply witt\ this 
paragraph shall be a person who devotes a substantial pdttion of 
his time to engaging 'in and/or supervising the sale, ins{allation 
or servicing of alarm systems on behalf of the applicant. 
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, (d) For the pU' p' of paragra h () r ~ses of the three- e . . alarm busi~esscorOf thlS ~ecticn; empl0y~e~~ ~xpe~lence requirement 
within the State a proprletary system in one Y 01 engagement in an 
individual u 0 may b;aggregated. However ~r more communities 
(c) of this ~e~tf~~m tne applicant relies to'c~~pihe :vent that the 
s!ates. the apPlican~ggre~ates ~xperience performe~ ~lth paragraph 
cltlzens from eachsuc~USt subm1t sworn statements o}nttwo or more s ate as to the experienc f wo or more 

(e) If the L' . e 0 such individual. 
has not sati f 1~ens1ng Authority deter . or that th s ~ctorl1Y ~omplied with ar mlnes that the applicant 
relies upo~ ~~10r exper~ence of the i~di~f~~~~ (c) of this Section 
!ufficient to ~~iYt~'th pa~agraph (c) of thi~h~ the a~plicant 
lt may require appli te appllcant to engage in thectll0n lS n~t can to comply with pea arm buslness 

(f) Examination Req . . aragraph (f) of this Section. 
prepare and d .. ' U1 rement· The L" . to measure a~ ~ln~s~er. at least t~ice ann~~enslng Authority shall 
business.' It ~~~l~~d~a~'s knowledge and co!~~t:~ ex~mination designed 
dual's knowled mln1ster separate exa' . ce 1n the alarm ~f ~he alarm b~:i~~~S~pe~~nce with resp:;~ai~o~~ t~ test an indivi
lndlVidual who QUalif. 1n w lch the applicant propo~e ype and nature 
devote,a substantial ~eSt~nder th~s paragraph shall ~ to en~age, The 
superv1sing the sale ~r ~on of hlS time to engagin ~ requlred to 
on behalf of the appi"c,nstallation or servicing or gl,n and/or . an •• a arm systems 

{g} In the event th·· . ' rel ies upon to . at the 1ndividual {f} of this sec~~~P1Y wl~h p~ragraph (c) oru~~n w~o~ the applicant sh~Ch co~pliance ornq~~~~}~ Wtl~hin a period of t~~:!lf(~)under paragraph 
1S dutles 0 lca lon, for any years after 

notify the ~ a r~gular basis, the alarm re~son cease to perform 
shall obtai~lcenSlng Authority by certifi~~slness ~hal1 promptly 
dual acceptabl:st~r~h(t~~ as ~ossible. a SUb~~i~~~,stel~e? mai~ and 
falls to obtai e lc~nslng Authorit . e e 19lble lndivi-
"'nths from an~ :ft~r'~~st1~ute eligible rndi!id~~~ a1~~ bu!iness 
llCensing Authority m e d,squalification of such ,w~, 1n SlX (6) 
In its discretion ay revoke the alarm busines ~n lvldual, the 

~ei~~~l~; :,~u~:ii~~;e~~aii~y~n~e~~~~~~~~af~~r~~~'~:L~~~dOf~rmay, 
of the alarm b . lne, based upon the ex'· e lcenslng 
SUbstitute qua~nyn~ss, .tdh~t.the alarm bus'i~~~~e~ecedand ,perfo~mance ng In lV1dual. e not obtaln such 

46 Section 12. LICENSE APPLICATION - INVESTIGATION. 
47 
48 
49 
50 

. After receipt f Authority shall co d 0 ~n application for a l' facts set forth in"t~ct an ~nvestigation to deterl~ense, the Licensing . e appl1cation are true . d ffih,lOe whether the an s all compare, or 

It 
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1 
2 
3 
4 
5 
6 
7 
8 
9 

request that the appropriate State agency compare, the fingerp~ints 
of the individual or the individuals signing the application wlth 
fingerprints filed with [the Division of Criminal Identification, 
Records and statistics of the State Department of Correction, or its 
equivalent]. The Licensing Authority, or the state agency comparing 
the fi ngerpri nts, shalla 1 so submi t the fi ngerprints to the Federal 
Bureau of Investigation for a search of the fingerprint files of that 
agency to determine if the individual fingerprinted has any convictions 

10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 
46 
47 
48 
49 
50 

recorded in the FBI files. 

Section 13. ACTION ON LICENSE APPLICATION. 

Within thirty (30) days after receipt of an application, 
the Licensing Authority shall determine whether the applicant has 
met the requirements of this Statute. In the event that additional 
information is required from the applicant by the Licensing Authority 
to complete its investigation or otherwise to satisf'y the requirements 
of this Statute, or if the applicant has not submitted all of the 
required information, the thirty (30) day period for action by the 
Licensing Authority shall commence when all such information has been 
received by the Licensing Authority. 

Section 14. GROUNDS FOR DENIAL OF APPLICATION. 

The Licensing Authority may deny the application for alarm 
business license if it finds that the applicant, or the individual 
having the authority ~nd the responsib~lity f?r ~he manage~ent and, 
operation of the appllcant's alarm buslness wlthln the Stal:e, or tne 
individual upon whom the applicant relies to comply with paragraph (c) 
or (f) of section 11, or any of the applicant's owners, partners or 
principal corporate officers have: 

(a) Committed any act, which, if committed by a licensee, 
\',Ould be grounds for: the revocation of a license under Section 20(a) 
of this Statute; 

. (b) While unlicensed, knowingly and willfully committed, or 
or aided and abetted in the commission, of any act for which a license 
is required by this Statute; or 

tc) Been convicted in any jurisdiction of a felony ora mis
demeanor, if the Licensing Authority finds that such conviction 
reflects unfavorably on the fitness of the applicant to engage in 
the alarm business. 
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Section 15. PROCEDURE FOR APPROVAL OR DENIAL OF APpLICATION' 
HEARINGS. ' 

.(a) The p~oce~ure of .the Licensing Authority when approving or 
denYlng an appllcatlon shall be as follows: 

(1) If the application is approved, the Licensing Authority 
s~all not~fy the appl~cant in writing that, upon compliance 
~lth Sectlon 16 of thlS Statute, a license will be 
lssued. Such notification shall state that the license 
so issued will expire in two (2) years, unless renewed 
in accordance with Sections 17 and 18 of this Statute, 
and shall set forth the time within which application 
for renewa 1 must be made. . , 

(2) If the application of the Alarm Business is denied 
~he L~c~nsing Authority shall notify the applicant' 
ln wrltlng and shall set forth the grounds for denial. 

. If the grounds for denial, are subject to correction 
the ~pp] ica7lt· shan pe given ten (10) days after ' 
recelpt9f.such notice (or upon application, a reason
able addlt1Qnal period of time) within which to make 
the required correction. 

(b) If the application of the Alarm Business is denied the 
app~icant way, wi~hin fifteen (15) days'1fter receipt of notice of 
d~nl~l from the Llcenslng Authority, request a hearing on the denial. 
Wlthln ten ~10) days after the filing of such request for hearing 
by the appllcant. the L ~cens~ng Authority shall schedule a hearing • 
to be.held.before th~ Llcenslng Authority or an officer designated t-. 
the Llcenslng Authorlty after due notice to the applicant. The hear 19 
shall be.held within fifteen (15) days after such notice is mailed to

l 

the ~ppllcant, unless postponed at the request of the applicant., The 
appl~cant.shall .have the. right to make an oral presentation at the 
hearl ng, 'I ~c 1 ud 1 ng the ~l ght to present wi tnesses and to confront and 
cr~ss-examl ne adverse .Wl t~esses. Appl icant may be represented by 
counsel. ~f t~e hearlng.ls hel~ before a hearing officer, such officer 
shall submlt hlS report ln w~itlng to the Licensing Authority within 
~en (10~ ~ays ~ft~r the hearing. The Licensing Authority shall issue 
lts declslon wl~h~n ten (10) days after the hearing or within ten (10) 
da!s aft~r re~elvlng th~ report of the hearing officer. The decision 
of th~ Llcenslng Authorlty shall be in writing and shall set forth 
the Llcensing Author~ty's findings.an~ conclusions. A copy thereof 
s~al~ be promptly malled to the pnnclpal office of the applicant 
wlthln the State. . 
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'16 LICENSE - SURETY COMPANY BOND. 
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1 
Sectlon . , Statute until the 

t:C) 

2 

, ense shall be isst.:ed unde~ thlS ret bond made payable 

1 <'-

3 
(a) N~lllC 'th the Licensing Authorlty a s($lOYOOO 00) conditioned 

~ 

4 

!~P~~~:~~~:g!~n~~et;~mp~fn~~~ar~o~a~;a~~:l~f::~:~f~~ :~!Sc~~~~ct 
'1 

5 

it 
:( 

6 

f. 

7 
material n~ture kn~~l~~~iye~i~~r than the Lice~Singx~~~~O~~!i ~u;tomers 

I 
8 

of its b~~~~~~~'the bond required by ihiSf~~~t~~nr~cover against the 

(J :\n 
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11 
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12 

i!C~2s:~;in~~~ :~rMs sta:":~.:~~~~~~c~~l !:::; ;~:~~:~e~~t~~~ 
~ 
e 

13 
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14 
Insurance of the .~tatithr respect t",.\ its form, manner 0 

~ 
". ) 
" 

15 Licensing Authorl y w:\ , 

O! '" 

16 
and suffi c i ency . ....,' , , fu 11 force 

:0 
Q- .~ 

17 
l' ee shall malntaln ln 

( 

(b) At all times every ,lcen~ g'Authority the surety bond d 

'\, 

18 

and effect on file with theFL~~~~~l~o do so shall be unlawful an 

c{ 
.. , 

19 

<; 

\\ 

20 required by this S~~t~t~~ Se~tion 36 of this Statute. 

~ 
i! 

21 
punishable as proVl e , , Authority 

~ 
d 

22 
, d 'th the Llcenslng 'h 

0/ 

23 ) A bond executed and flle ,Wl, rce and effect untll t e 

v~(I 

24 pursu!~t to thi~ statutetsh:11i~~~;~y'~yf~ot~ce ~o the Licensing 

)' 
J 
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surety has t~rmlnate) ~u urin advance of termlnatlon. 

,1 } 

25 

, 

26 
Authority thlrty (30 ays Dollars ($10,000.00) in c~sh may 

j t:: 
~ , 

27 

, 
(d) The sum of Ten Tho~sa~~ of the surety bond requlred 

'\ 

28 
29 be deposited with the State ln leu _ 
30 by this State. 
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32 
RENEWAL OF LICENSE. 
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33 

Section 17. after its date of 

" ol 
1 

34 

Each 1 icense shallexPir~ t~o a (~~c~~:~s must be rec:eived 

~ ~ 

35 

issugnce, Application.for re~e~~rmoprovided by the Lice~slnion 
.r ", 

36 

J \ 

37 
by tho.Licensing Aut~orl~i~~Y (30) days prior to t~e ~~P~~:~ng 

G} ~:o 

38 
Authorlty not less t an, to the discretlon of t e ,lC efuse 
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date of the license, SUbJ~~i· g The Licensing Authorlty may r
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(a) 
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39 
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40 
Authority to,permit late lo}nthe grounds set fo~th in paraif:Pintent 

c, 
to rene~ a ~~c:~~eiio~h:~{ promptly no~ify them!~ce~~~hi~ffifteen (15) 
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42 
of Sectlon 'The llcensee, , 
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to refuse to renew the llcen~~ice of intent, request a hearl~~e~~ee 
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days af}er ~e~~i~~eO~a~~~~ ~rescribed by ~cc~~~na~~~~)bus~n!~s while 
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Section 18. 
APPLICATION, LICENSE AND RENEWAL FEES. 

(a) A non-refundable application fee of One Hundred Dollars 
($100.00) shall be remitted with each application to cover investigative and administrative costs. 

(b) There shall be a biennial license fee of One Hundred Dollars 
($100.00) which shall also be remitted with the app1ic';.tion but which 
will be refunded if the application of the alarm busihess is denied or withdrawn before approval. 

(c) The licensee shall submit a completed ren~wa1 application 
form not later than thirty (30) days before the expiration of the 

17 

-, icense with a Twenty-Five Dollar ($25.00) non-refundable administl"ative 
fee to cover the cost of processing the renewal application and the 
biennial fee of One Hundred Dollars ($100.00). 

18 
19 
20 
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22 
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28 
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34 
35 
36 

Section 19. 
LICENSE - TRANSFERABILITY. 

(a) No license issued pursuant to the provisions of this Statute 
shall be aSSigned or transferred, either by operation of law or otherwise. 

(b) If the license is held by an owner other than a corporation 
and Such owner shall die, become disabled or otherwise cease to engage 
in the alarm bUSiness, the successor, heir, deVisee, or personal repre
sentative of such owner shall, within thirty (30) days of such death, 
disablement, or other termination of operation by the original licensee. 
apply for an alarm bUSiness license on a form prescribed by the 
Licensing Authority, which form shall include the same general informa
tion required by Section 10 of this Statute. The transferee shall be 
subject to the same general requirements and procedures set forth in 
Section 11 through 16 of this Statute to the extent such Sections are applicable. 

37 
38 
39 
40 
41 
42 
43 
44 
45 
46 

(c) In the event that a sale, assignment or transfer of an 
alarm bUSiness licensed under this Statute is consummated then the 
purchaser. assignee or transferee shall immediately upon consummation 
of Such sale, assignment 0\" transfer. apply for an alarm business 
license on a form prescribed by the Licensing Authority which shall 
include the general information required by Section 10 of this Statute. 
The purchaser, assignee or transferee shall be subject to the same 
genera 

1 
requi rements and procedures set forth in Sections 11 through 

Section 16 of this Statute to the extent such Sections are applicable. 

(d) The licensing Authority may, within its. diScretion, extend 
the period of time for filing the application required by (b) and (c) of this Section. 

47 
48 
49 
50 
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Section 20. LICENSES - REYOCATION; HEARINGS; 
APPEALS; NOTICES. 

(a~ L~censes for alarm businesses ,may .be revoked by the Licef'jc:.ing 
Aut~orlty ln the manner her:in~fter set forth if the licensee or a~y 
of ~ts owners, pa~tners, prlnclpa1 corporate officers, or the individual 
havlng.the authorlty and the responsibility for the management and 
operatlon of the alarm business within the State, are: 

(1) Found to have violated any of the provisions of thh: 
Statut:; or ~ny r~le o~ i'egu1ati'on of the Licens'ing 
Author~ty wh1ch vlo1atlon the Licensing Authority 
determln~s to reflect unfavorably upon the fitness 
of the 11censee to engage in the alarm business; 

'e2} ~ound to. have knowingly and willfully given any false 
lnfo~mat~on of a material nature in connection with an 
app11c~tlon for ~ licens~ or a renewal or reinstatement 
of ~ llcen~e or In a not'lce of transfer of an alarm 
buslness llcensed under this Statute. 

(3) Found to have been convicted in any jurisdiction of 
a felo~y or a misdemeanor if the Licensing Authority 
determln:s that such conviction reflects unfavorably 
on !he fltness of the applicant to engage in the alarm 
buslness; or' 

(4) Found to have committed any act while the license 
was.not in ef~ect which would be cause for the revo
catl?n o~ a llcense~ or grounds for the denial of an 
app11catl0n for a 11cense; 

(5) Upon petition to the Licensing Authority by a local 
gove~nmen!a1 subdivision, found to have been convicted 
of vl?latl?n of a municipal ordinance which violation 
the Llcens~ng Authority determines to reflect unfavorably 
upo~ the fltness of the licensee to engage in the alarm 
buslness. 

(b) Prior to revocation of a license the Licensing Authority 
shall prom~tly notifY the licensee of its'intent to issue an order 
of revo~atl0n,.se!tln~ forth in reasonable detail the grounds for 
r~vocatlQn. Wlthln Flfteen (15) days of receipt of such notice the 
llcensee may request a hearing. Within ten (10) days after the'fi1ing 
of a request,for hearing by the licensee, the Licensing Authority shall. 
u~on due notlce to the licensee, schedule a hearing to be held within 
flfteen (15) days after such notice is mailed to the licensee unless 
postp?ned at the request of the licensee. The licensee shall 'have 
t~e rlght to make ~n oral presentation at the hearing, including the 
right to present wltnesses and to confront and cross-examine adverse 
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1 witnesses. The licensee may be represented by counsel. If the bearing 
2 is held before a hearing officer, such officer shall submit his report 
'3 in writing to the Licensing Authority within ten (10) days after the 
4 hearing. The Licensing Authority shall issue its decision within ten 
5 (10) days after the hearing or within ten (10) days after receiving 
6 the report of the hearing officer. The del;';ision of the Licensing 
7 Authority shall be in writing and shall set forth the Licensing 
8 Authority's findings and conclusions. A copy thereof shall be 
9 promptly mai1ed to the principal office of the licensee within the 

10 State. 
11 
12 (c) Within ninety (90) days after the licensee has exhausted 
13 all rights of appeal under this Statute, or. if the licensee does not 
14 seek a hearing after receipt of a notice of intent to revoke from the 
15 Licensing Authority then within sixty (60) days after receipt of such 
16 notice. the 1 icensee shall notify a ll .. cfits subscri bers wi thin the 
17 State of such revocation and maintain 'in its records a copy of such 
18 notices. The licensee shall cease to perform any services for which 
19 it has been licensed under' this Statute withi,n sixty (60) days of its 
20 recei pt of the fi na 1 noti ce ot~ intent to revoke from the L i cens i ng 
21 Authority. 
22 
23 (d) Under circumstances in which the Licensing Authority determines 
24 that the public health, welfare or s~fety may be jeopardized by the 
25 termination of a licensee's services, the Licensing Authority may, 
26 upon its own moti()n or upon application by the licensee or any party 
27 affected by such termination, extend the time for the termination of 
28 the licensee's operations, subject to such reasonable, necessary and 
29 proper conditions or restrictions as it deems appropriate. 
30 
31 (e) After the Li censi ng Autt~~lri ty has issued a noti ce of intent 
32 to revoke a license, the licensee may request that it be permitted 
33 to continue to operate subject to the terms of a written order of 
34 consent issued by the Licensing Authority, requiring the licensee 
35 to correct the conditions set forth:as grounds for revocation in the 
36 notice of intent to revoke and imposing reasonable conditions and 
37 restrictions on the licensee in the conduct of its business. The 
38 Licensing Authority may, in its discretion, grant or deny such a 
39 request and may stay or postpone any proceeding being conducted 
40 pursuant to paragraph (b) of this Section. Negotiations for such 
41 an order of consent may be requested at any time dUY'ing revocation 
42 proceedings and stay of pending proceedings during such negotiations 
43 shall be within the sole discretion of the Licensing Authority. If 
44 revocation proceedings are before a court and the Licensing Authority 
45 and licensee have agreed upon the terms of the proposed consent order, 
46 the Licensing Authority shall submit the proposed order to the court 
47 which may approve or disapprove the proposed order or require 
48 modification of the proposed consent order before approval. 
49 
50 
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(f) The Licensing Authority shall enact r~asonable rules a~d 
regulations for determination of whether the llcens(ee has ~?mp~le~. n 
with a consent order issued pursuant to paragraph e) of t lS .ec 10 • 
If the Licensing Authority determines that the licensee.has falled 
to comply it may revoke such order and tonduct proceedlngs for d 
revocatio~ of the license. If the consent order ~a~ been approve 
by a court, then the Licensing Authority shall petltlon.such court 
.cor vacation of the order. The COUt't shall hold a hearlng to deter
~ine if the order should be vacated. If the court.vacates the con~ent 
order, the Licensing Authority may conduct .proceedlngs for revocatlon 
of the license. 

Section 21. FORM OF LICENSE. 

The license, when issued, shall be in a form prescribed by 
the Licensing Authority and shall include: 

(a) The name of the licensee; 

(b) The nature and type of service to be performed; 

(e) The business name under which the licensee is to operate; 

(d) The addresses of the locations where the licensee is authorized 
to operate; and 

(e) The number and date of the license and its date of expiration. 

Section 22. POSTING AND SURRENDER OF LICENSE CERTIFICATE. 

(a) Within seventy-two (72) hours after receipt Of.t~e license 
certificate the licensee shall cause such license certlflcate ~o b~ 
osted and to be displayed at all times in a conspicuous ~lace ln t e 

~rinciPal office of the licensee within the S~ate a~d ~oples thereof 
to be displayed at all times in any ot~er off~ces.wlthln the State 
where the alarm business transacts bUSlness wlth ltS cu~tomers, ~o 

that all persons visiting s~c~ place or Pl~cestmhay r~ad~l~l s~: ~u~ject 
license. Such license certlflcates or coples . ere? sa. 
to inspection at all reasonable times by the Llcenslng Authorlty. 

(b) It shall be unlawful for any person hold1~g such lic~~~e 
certificate to knowingly and willfully post such license ~ertltl~ate 
or ermit such license certificate to be posted upon preml~es ot er 
tha~ those described in the license certificate o~ to knowln~l~ and 
willfully alter such license certificate. E~ch l~ce~se certlfl~ate(72) 
shall be surrendered to the Licensing Authorlt~ wlthln seventy- ~o 
hours after it has been revoked or after the llcensee ceases to. 0 

. ~usiness, subject, however, to .Paragraphs 20(d) and (e) of Sectlon 20 
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hereof. Jf, however, the Licensing Authority or a court of competent 
jurisdiction has pending before it any matter relating to the renewal, 
revocation or transfer of a license, the licensee shall not be required 
to surrender the license until the matter has been adjudicated and all 
appeals have been exhausted. When the licensee receives final notice 
that its license has been revoked, a copy of such notice shall be 
displayed and posted in close proximity to the license certificate 
until the licensee terminates operations. 

Section 23. CHANGE IN STATUS OF LICENSEE. 

The licensee shall notify the Licensing Authority within 
thirty (30) days of any material change in the operations of the 
business or information previously furnished or required to be furnished 
to the licensing Authority or any occurrence which could be expected 
to affect the licensee's right to a license under this Statute. 

PART IV, IDENTIFICATION CARDS, 

Section 24. ISSUANCE. 

(a) It shall be unlawful and punishable as provided 4n Section 36 
of this Statute for any individual to function as an alarm agent or 
to perform the duties described in paragraphs (b) and (c) of this 
Section without first obtaining the identification card (hereinafter 
referred to as "1.0." card) required by this Section. 

(b) Owners, principal corporate officers. partners, and managers 
of all alarm businesses shall be required to obtain 1.0. cards if 
they directly engage in selling, installing altering, servicing, 
moving, maintaining, repairing, replacing, monitoring, responding to, 
or causing Qthers to respond to alarm systems within the State. 

(c) Any individual engaged in the alarm business or employed by 
or associated with an alarm business within the State who is not an 
alarm agent but who has access to confidential information relating 
to a customer or subscriber of an alarm business or who monitors radio 
equipment used in connection with an alarm business shall also obtain 
an 1.0. card. 

(d) Individuals required to obtain an 1.0. card under this Section 
shall file a joint application for a temporary and permanent 1.0. card 
and upon completion thereof, the alarm business shall immediately for
ward the permanent application portion of the form to the Licensing 
Authority and retain the temporary application portion in its files. 
Alarm businesses shall issue temporary 1.0. cards in the manner 
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prescribed by paragraph (g) cif this Section until the LD. card applicant 
obtains a permanent 1.0. card from the Licensing Authority. 

'(e) A person engaged in the alarm business on the effective date 
of this Statute and whose application for an alarm business license is 
pending shall ~ave authority to and shall be required to issue temporary 
1.0. cards to ltS alarm agents or other individuals required to obtain 
1.0: cards under this ~ection. If the license application is finally 
denled, such alarm buslness shall no longer have authority to issue 
temporary 1.0. cards and all temporary 1.0. cards issued by such alarm 
business shall become void and shall be returned by the temporary 1.0. 
cardholders to the issuer. 

(f) Application for an t.D. card shall be on a form prescribed 
by the Licensing Authority and shall 'include the following: 

(1) The 1.0. card applicant's full name and any other names 
previously used, current residence and business addresses 
and telephone numbers; 

(2) Date and place of birth; 

(3) Whether the 1.0. card applicant is applying as an alarm 
agent or as an individual required to obtain an 1.0. 
card under paragraphs (b) and (c) of this Section; 

(4) A list of all fe"lony and misdemeanor convictions of the 
1.0. card applicant in any jurisdiction; 

(5) Two sets of classifiable fingerprints recorded in such 
manner as ma~ be specified by the Licensing Authority; 

(6) Two recent color photographs of a type prescribed by 
the Licensing Authority; 

(7) The name and address of the alarm business which employs 
or will employ or otherwise engage the 1.0. card applicant; 

(8) A statement, to the best knowledge and belief of the 1.0. 
card applicant, as to whether the alarm business which 
employs the 1.0. card applicant or with which such applicant 
is associated: a) is licensed under this Statute; b) 
has a license application pending before the Licensing 
Authority; c) or is unlicensed and does not have an 
application pending before the Licensing Authority but 
was engaged in the alarm business within the State of 
on the effective data of this Statute and intends to 
file a timely application for an alarm business license 
under this Statute; 
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(9) 

(10) 

(11) 

(12 ) 

(13 ) 

A statement as to whether the alarm business has issued 
or will issue a temporary 1.0. card to the 1.0. card 
applicant. If the alarm business has issued a temporary 
1.0. card, the applicant shall state the date of issuance 
of the card and the card number; 

The 1.0. card applicant's employment record for the 
prior three (3) years; 

A statement whether the applicant has been denied an 
alarm agent permit or 1.0. card in any jurisdiction or 
such permit or 1.0. card has been revoked. . 

A statement that the t.D. card applicant will inform 
the Licensing Authority of any material change in the 
information set forth in the 1.0. card applicant's form 
within ten (10) days after such change; and 

Any other information which the Licensing Authority may 
reasonably deem necessary to determine whether an applicant 
for an 1.0. card meets the requirements of this Statute. 

(g) A temporary 1.0. card shall be issued by an alarm business 
licensed under this Statute to any of its alarm agents or any other 
individual required to obtain an 1.0. card prior to the issuance of a 
permanent 1.0" card for any such individua'i by the Licensing Authority. 
The form for temporary 1.0. cards shall be prescribed by the Licensing 
Authority and shall include the following concerning the 1.0. cardholder: 

(1) Full name and signature; 

(2) An LD. card number and date of issuance of the card; 

(3) Date and place of birth; 

(4) Name and address of the alarm business employer; 

(5) The date of commencement of employment with the alarm 
business; and 

(6) A recent color photograph of the 1.0. cardholder. 

(h) Before issuing a temporary 1.0. card, an alarm business shall 
requlre the prospective 1.0. cardholder to submit the names of at least 
two references'and the names and address of employers of such individual 
for the past three (3) years and shall make reasonable and prudent 
inquiries to determine whether such individual meets the requirements 
of this Section. If the alarm business has reason to believe that the 
individual required to obtain a temporary 1.0. card dqes not m~et the 
requirements of this Section, no temporary 1.0. card shall be lssued 
by the alarm business. 

I 
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(i) The Licensing Authority may r~voke th~ aut~ority of ~n al~rm 
business to issue temporary 1.0. cards lf the Llcenslng Authorlty flnds 
that the licensee has abused that authority. After revocation of tha~ 
authority by the Licensing Authority, the licensee may request a hearlng 
in the same manner and in accordance with the same procedure as that 
provided in Section 15(b) of this Statute. . 

"(j) Any alarm business issuing a temporary I.D. card shall promptly 
report to the Licensing Authority the name, address, and 1.0. card number 
of the individual to whom it has issued a temporary 1.0. card. 

(k) The temporary or permanent 1.0. card shall be carried by an 
individual required to obtain an 1.0. card under this Statu~e whenever 
such individual is engaged in the business of the alarm buslness and 
shall be exhibited upon request. 

(1) Application for an 1.0. card to the Licensing Authorit~ shall 
be accompanied by a [ ] fee to cover costs of processlng the 
application and investigating the applicant. 

(m) The Licensing Authority may refuse to issue an 1.0 .. card if 
the 1.0. card applicant has been convicted of a felony or a mlsdemea~or. 
in any jurisdiction and the Licensing Authority ~inds that such ~onvlctlon 
reflects unfavorably on the fitness of such appl~cant to engage ln the 
alarm business or to be employed by an alarm buslness. 

(n) The permanent 1.0. card issued by the Licensin~ Authority sha~l 
include the items set forth in paragraph (g) of the Sectlon and the explr
ation date of the 1.0. card. 

Section 25. INVESTIGATION. 

After receipt of an application for an 1.0. card, the Licensing 
Authority shall conduct an investigation to determine whether the facts 
set forth in the application are true and shall cause the applicant's 
fingerprints to be compared with fingerprints filed with the stat~ . 
department or agency maintaining ct'iminal history records. The Llcenslng 
Authority or that agency shall forward a copy of the fingerprint card of 
the applicant to the Federal Bureau of Investigation and r~qu~st a search 
of the fingerprint files of the FBI for any record of convlctlons of the 
1.0. card applicant. 

Section 26. ACTION ON 1.0. CARD APPLICATION. 

Action to approve or deny an application o~ an individu~l fo: 
an 1.0. card shall be taken as expeditiously as posslble by the Llcenslng 
Authority but such action shall be taken within ninety.(90) days aft~r 
receipt of the application unless the Licensing Authorlty shall requlre 
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1 additional information from the 1.0. card applicant. In that event, 
2 or if additional facts are required to satisfy the requirements of . 
3 this Statute, or if the applicant has not submitted all the information 
4 required, the ninety-day period for action by the Licensing Authority 
5 shall commence when all such information has been received by the 
6 Licensing Authority. 
7 
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Section 27. REQUEST FOR HEARING UPON RECEIPT OF NOTICE OF DENIAL 
OF 1.0. CARD APPLICATION BY LICENSING AUTHORITY. 

After receipt of written notice from the Licensing Authority 
of denial of an 1.0. card, the 1.0. card applicant may request a hearing 
in the same manner and in accordance with the same procedure as that 
provided in Section 12(b) of this Statute. 

Section 28. 1.0. CARDS - SUSPENSION OR REVOCATION; 
HEARINGS, NOTICES. 

21. (a). For purposes of this Section only, when the tet'm '!'Alarm Agent" 
22 1S used lt shall also apply to any individual required to obtain a per-
23 manent 1.0. card from the Licensing Authority or a temporary 1.0. card 
24 from an alarm business subject to this Statute. 
25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 
46 
47 
48 
49 
50 

(b) !.D. cards may be ~uspended or revoked by the Licensing 
Authority ln the manner herelnafter set forth if the cardholder has: 

(1) Be~n found to have violated any of the provisions of 
thlS S~atu~e or an~ rul~ or regul~tion of the Licensing 
Authorlty lf the Llcenslng Authorlty determines that 
such violation reflects unfavorably upon the fitness 
of the 1.0. cardholder to function as an alarm agent; 

(2) Knowingly and willfully given any false material infor
mation to the Licensing Authority in connection with an 
application for an r.D. card or a renewal or reinstatement 
of an.I.D. card hereunder or in the submission of any 
materlal fact to the Licensing Authority. 

(3) B~en convict~d in any jurisdiction of a felony or a 
m~sd~meanor lf the Licensing Authority finds such con
vlctlon to reflect unfavorably on the fitness of the 
1.0. cardhold~r to function as an alarm agent. 

. (~) Prior ~o suspension or revocation of an 1.0. card, the 
Llcens1ng Authorlty shall promptly notify the 1.0. cardholder and the 
Alarm business with which the cardholder is employed or associated 
of the proposed action setting forth in reasonable detail the ground 
or grounds for suspension or revocation. The 1.0. cardholder may 
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request a hearing in the same manner and in accordance with the same 
procedures as that provided in Section 20(b) of this Statute. 

(d) In the event that the Licensing Authority suspends or revokes 
an 1.0. card, the cardholder, upon receipt of the notice of suspension 
or revocation, shall cease to perform any services related to the alarm 
business. 

(e) Both the 1.0. cardholder and the alarm business which employs 
him or with which he is associated shall be notified by the Licensing 
Authority of final action to suspend or revoke an 1.0. card. 

Section 29. NON-TRANSFERABILITY OF 1.0. CARDS. 

No 1.0. card issued purusant to the provisions of this Statute, 
shall be transferable. 1.0. cards issued by the Licensing Authority 
must be surrendered to the Licensing Authority by the 1.0. cardholder 
upon termination of employment. A new application for an LD. card. 
must be submitted to the Licensing Authority if the 1.0. cardholder 1S 
subsequently employed by another alarm business. Temporary 1.0. cards 
issued by alarm businesses must also be surrendered by the 1.0. cardholder 
to the alarm business issuing such card upon termination of employment 
or associat,'on with such alarm business. Willful and knowing refusal. 
upon request of the Licensing Authority or the alarm business, to return 
an 1.0. card shall be a misdemeanor [under appropriate section of state 
criminal code]. 

Section 30. RENEWAL OF 1.0. CARD - NOTIFICATION OF CHANGES. 

(a) 1.0. cards issued by the Licensing Authority shall be va~id 
for a period of one (1) year. An 1.0. card renewal_form must b~ f11ed 
by the cardholder with the Licensing Authority not jess than thlrty (30) 
days prior to the expiration of the 1.0. card. The fee for renewal of 
the 1.0. card shall be Five Dollars ($5.00). 

(b) The Licensing Authority may refuse to renew an 1.0. card for 
any grounds set forth in Section 28(b) of this Statute and it shall 
promptly notify the 1.0. cardholder of its intent to refuse to renew 
the license. The 1.0. cardholder, may within fifteen (15) days after 
receipt of such notice, request a hearing on such refusal in ~he same 
manner and in accordance with the same procedure as that prov1ded in 
Section 20(b) of this Statute. 

(c) An alarm businesses shall notify the Licensing Authority within 
ten (10) days after the death or termination of employment of any ~f its 
employees, or of any individual associated with the said alarm.bus1ness 
who holds an 1.0. card issued by it or by the Licensing Author1ty. 
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(d) Alarm businesses sllbject to this Statute shall immediately 
notify the Licensing Authority upon receipt of any information relating 
to an 1.0. cardholder which would reflect on his continued eligibility 
to hold such a card. 

Section 31. 

PART V. GENERAL PROVISIONS. 

EXPIRATION AND RENEWAL DURING SUSPENSION 
OF USE OF AN 1.0. CARD. 

An 1.0. card shall be subject to expiration and renewal during 
the period in which the holder of the 1.0. card is subject to an order 
of suspension. 

Section 32. ACTIVITIES OF 1.0. CARDHOLDERS AFTER NOTICE OF SUSPENSION 
OR REVOCATION OF 1.0. CARD. 

After an alarm agent or any other individual required to obtain 
an 1.0. card under this Statute has received a notice of suspension or 
revocation of his 1.0. card, such individual shall not engage in the alarm 
business unless specifically authorized to do so by order of the Licensing 
Authority or [by a court of competent jurisdiction within the state]. 

Section 33. LOCAL GOVERNMENTAL REGULATION OF 
ALARM BUSINESSES OR ALARM AGENT. 

(a) Immediately upon the effective date of this Statute, no local 
90vernmental subdivision within this State shall enact any legislation 
or promulgate any rules or regulations relating to the licensing of alarm 
bUSinesses, alarm agents or other individuals required to obtain an 1.0. 
card under this Statute. 

(b) Sixty (60) days after the effective date of this Statute. any 
provision of any legislation or rules or regulations of any local govern
mental subdivision within this State requiring the licensing of an alarm 
business, or requiring that alarm agents or other individuals employed 
by or associated with an alarm business obtain 1.0. cards shall no longer 
be effective. 

(c) The provisions of this Section are not, however, intended to 
and do not prevent the legally constituted authority of any local govern
mental subdivision within the State by legislation, rMles or regulations, 
and within the police power of such local governmental subdivision, from 
requiring alarm businesses and/or alarm agents to register their names, 
addresses and license certificate number or 1.0. card number with the 
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local governmental subdivision within which they operate. Such local 
governmental subdivision may also require that alarm businesses and 
alarm agents give reasonable notice of termination or suspension of 
licenses and 1.0. cards. No fee may be charged nor may any application 
be required by any local governmental subdivision for such registration. 

(d) Although this Statute preempts local governmental subdivisions 
from enacting any licensing legislation or promulgating licensing rules 
or regulations applicable to alarm businesses or alarm agents, such 
local authorities may, within the police power of such localities, by 
legislation or reasonable rules or regulations require alarm system users 
in their jurisdiction to obtain permits, fix a nominal fee for such per
mits, and subject alarm businesses, alarm agents, and the users of alarm 
systems to reasonable equipment and performance standards and impose 
reasonable requirements in the use of alarm systems so long as such 
standards and/or requirements in the use of alarm systems are not 
contrary to standards and requirements established under this Statute. 

(e) Local governmental subdivisions within the State which promul
gate legislation and rules or regulations pursuant to paragraph (d) of 
of this Section may petition the Licensing Authority to revoke the 
operating authority of an alarm business licensed under this Statute 
within such local governmental subdivisions or to revoke or suspend 
the right of an individual to use an 1.0. card issued pursuant to this 
Statute within such local governmental subdivision if such alarm 
business or individual is convicted of violating such local legislation. 
The petition of the local governmental subdivision shall be required 
to state that the conviction reflects unfavorably on the fitness of 
the alarm business or the alarm agent to engage in the alarm business. 
The Licensing Authority shall promulgate rules and regulations setting 
forth procedures for implementing this paragraph. 

Section 34. JUDICIAL REVIEW. 

(a) Any person aggrieved by any final action of the Licensing 
Authority under this Statute shall have the right to judicial review 
by a [court of competent jurisdiction] within the State. 

(b) In proceedings in any court pursuant to the pl"ovisions 
of this Statute, trial shall be de novo. When a court has acquired 
jurisdiction, all administrative action taken prior thereto shall be 
stayed, except as provided in Section 32 of this Statute. The rights 
of the parties shall be determined by the court upon a trial of the 
matter or matters in controversy under rules governing the trial of 
other civil suits in the same manner and to the same extent as though 
the matter had been committed to the court in the first instance and 
there has been no intervening administrative or executive action or 
decision. 
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1 Section 35. 
2 

REINSTATEMENT OF A REVOKED LICENSE 
OR 1.0. CARD. 

3 
4 
5 
6 
7 
8 

The Licensing Authority shall have auth?rity t? consider a 
petition for reinstatement of a revoked alarm buslness l~cense or 1.0. 
card. 

9 Section 36. PENALTIES 
10 
11 
12 
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(a) Any person found guilty of violating any of the following 
provisi~ns of this Statute shall be subject to a fine not.to exceed 
Five Hundred Dollars ($500.00) or to imprisonment for a perlod not to 
exceed ninety (90) days, or both: 

(1) Engaging in the alarm business without complying with 
"Section 9; 

(2) 

(3) 

Failure to obtain an 1.0. card as required by Section 24; 

Willful and knowing failure to file the surety bond 
required by Section 16; 

(4) Willful and knowing failure of an.alarm ~usin~ss to 
notify its subscribers of revocatlon of ltS llcense 
required in Section 20(c). 

(5) 

(6) 

Willful and knowing failure to surrender a license 
certificate as required by Section 22 (b); or to surrender 
an 1.0. card as required by Section 29; 

Willful and knowing submission o~ fa!se information 
of a material nature in any appllcatlon for an alarm 
business license.or for an 1.0. card, or renewal 
applications thereof. . 

(b) It shall be a misdemeanor [as defined.in t~e C~irninal ~ode 
of the state] for any Person to release any confldentlal ln~ormatlon 
concerning an alarm system or a subscriber to any una~thorlzed person. 
if such release or disclosure could lead to a compromlse of the securlty 
of such alarm system. 

44 Secti on 37. SEVERABILITY CLAUSE. 
45 
46 
47 
48 
49 
50 

If any provision of this Sta~ute ~r the ap~lica~i~n thereof 
to any person or circumstance is h·~ld lnvalld, s~ch lnvalldlt~ shall 
not affect other provisions or ap~licati?n.of thlS St~tut~ whlch can 
be given effect without the invalld provls1on or appllcatlon, an~lto 
this end the provision of this Statute are declared to be severa e. 
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ALTERNATIVE FORM OF LICENSING AUTHORITY. 

The PSAC and its Alarm Committee recognize that the nature of 
a Licensing Authority may vary according to the structure of the executive 
administration within a state. In certain states, such as New York, the 
Secretary of State constitutes the Licensing Authority for private guards 
and investigators and has a staff to enforce the Act. Other states have 
a general licensing department or board for all business licensing within 
the state. In other' states, such as Texas and New Hampshire, private 
guards and alarm companies are regulated by a board or commission with 
broad regulatory powers. 

Part VI of this Statute creates an alternative form of licensing 
authority which is based upon the board or commission concept for use in 
states where this form of administrative structure may be more appropriate. 
Sections 45 through Section 47 of Part VI are identical to Section 5 through 
Section 8 in Part II of this Statute and appropriate changes should be 
made if Part VI is followed. 

PART VI. CREATION OF STATE LICENSING AUTHORITY. 

Section 38. CREATION OF LICENSING AUTHORITY. 

(a) A State Licensing AuthOl-ity for alarm businesses and alarm 
agents is hereb,Y created to carry out the functions and duties conferred 
upon it by thi s Statute. 

(b) The position of Director of the State Licensing Authority for 
Alarm Businesses is created. He shall serve as chief admir.istrator of the 
LiCensing Authority. His salary shall be determined by the Legislature. 

Section 39. LICENSING AUTHORITY MEMBERSHIP. 

The Li cens i ng Au'thority shall be composed of the fo 11 owi ng 
members: 

(a) The Dir~ctor of the State Department of Public Safety [or 
comparable Officer], or his delegated representative, shall serve as 
ar. ex officio member. 

(b) The Attorney General, or his delegated representative, shall 
serve as an ex officio member. 
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1 (c) One city or county law enforcement officer shall be appointed 
2 by the Governor, with the advice and consent of the State Senate. 
3 
4 
5 
6 
7 
8 
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.. 25 
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28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 
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(d) Two persons shall be appointed by the Governor, with the advice 
and consent of the State Senate.Such.persons shall be citizens of the 
United States and residents of the State, anlJ one of them shall serve as 
Chairman.,i 

(e) Three persons shall be appoi nted by the Governor, wi th the 
advice and consent of the State Senate. Each shall be an individual 
licensed under the Statute, and who meets the requirement of Section 11 
of this Statute, or must have been employed for a period of three (3) 
years as a law enforcement officer. Individuals appointed under this 
Section may not be employed by any other Licensing Authority member or 
alarm business with which another Licensing Authority member is employed 
is associated. Individuals appointed to the Licensing Authority under 
the provisions of this paragraph may be appointed during the pendency of 
their application for license or the application of their employer for 
license under this Statute. If such pending application is denied and 
all appeals have been exhausted, the individual relying upon such pending 
application shall be removed from the Licensing Authority, unless he may 
qualify on other grounds, and a successor appointed. 

Section 40 . OATH OF·OFFICE. 

(a) The members of the Licensing Authority shall take the constitu
tional oath of office before an officer authorized to administer such 
oath within the State. 

(b) Upon presentation of the oath, together with the certificate 
of appointment, the Secretary of State for the State shall issue commis
sions to appointees as evidence of their authority to serve as members. 

Section 41. TERMS OF OFFICE. 

(a) Of the appointed members, two shall be appointed for terms 
expiring [ 1976]; two shall be appointed for terms expiring 
[ 1978]; and two shall be appointed for terms expiring 
[ 1980J. Each appointed member shall hold the office until 
his successor has been appointed and has qualified; successors shall 
serve six-year terms. 

(b) The Director of the Department of Public Safety [or comparable 
officeJ and the Attorney General, or their delegated represent~tives, 
shall serve on the Licensing Authority during their terms of office and 
shall perform the duties required of members of the Licensing Authority 
by this Statute. 
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1 Section 42. VACANCIES. 
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The governor, with the advice and consent of the Sen~te, . 
shall fi 11 vacaci es occurri ng among appointed members of the L 1 censlilg 
Authority appoin~ments for the duration of unexpired terms. 

Section 43. DELEGATED REPRESENTATIVES. 

(a) The Attorney General and the Director of the Department of 
Public Safety [or comparable o,fficer] miiy.eiich delegate to ~ personal 
representative from his office the authority to represent him on the 
Ucensi ng Authori ty. 

(b) The delegated representative shall have all of ~he powers, 
duties, and responsibilities of the membe~ while engaged in the perfor
mance of official Licensing Authority business, but a member shall ~e 
responsible for the acts and decisions of hi~ delegated representatlVe. 

Section 44. COMPENSATION OF LICENSING AUTHORITY MEMBERS. 

Members of the Licensing Authority appointed pursuant to 
paragraph (a) and paragraph (b) of Section 38 of this Statute shall 
serve without pay. Members of the Licensing Authority appointed 
pursuant to paragraph (c), paragraph (d), and paragraph (e) of 
Section 38 of this Statute shall [serve without payor be c~mpen~ated 
in an amount set by the Legislature]. All members of the Llcenslng 
Authority shall be reimbursed for their reasonab1e, necess~ry and act~al 
expenses. The number of employees of the Licensing Authority and their 
salaries shall be fixed by [general appropriations legislation]. 

Section 45. LICENSING AUTHORITY SEAL. 

The Licensing Authority shall have a seal, the form of which 
it shall prescribe. 

Section 46. AUTHORITY OF THE LICENSING AUTHORITY TO 
PROMULGAtE REASONABLE RULES' AND REGULATIONS. 

(a) The authority to promulgate rules and regu1ations which are 
reasonable, proper and necessary to carry out the fl1;nctions of the 
Licensing Authority; to enforce the provisions of th~s Statute;.and.to 
establish procedures for the preparation and processing of examinations, 
applications, license certificates, 1.0. cards, renewal~, appea~s, . 
hearings, and rulemaking proceedings are hereby vested in the Licensing 
Authority. 
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(b) Any interested person may petition the Licensing AuthorHy 
to enact, amend or repeal any rule or regulation within the scope of 
paragraph (a) of this Section. The licensing Authority shall prescribe 
by rule the form for such petitions, and the procedure for their sub
mission, consideration and disposition. 

Section 47. ISSUANCE OF SUBPOENAS; CONTEMPT POWERS. 

(a) In any investigation conducted under the provisions of this 
Statute, the Licensing Authority may issue subpoenas to compel the atten
dance of witnesses and the production of relevant books, accounts, 
records and documents. The officer conducting a hearing may administer 
oaths and may requlY'e testimony or evidence to be given under oath. 

(b) Relevant books, accounts, r~cords, and documents required 
to be produced by this Section shall be maintained in the files of 
the Licensing Authority and ,access to said records shall be 1 imited 
to the Licensing Authority only or a court of competent jurisdiction. 

(c) If a witness refuses to obey a subpoena or to give any evidence 
relevant to proper inquiry by the LicenSing Authority, the Licensing 
Authority may petition [a court of competent jurisdiction within the 
state] to compel the witness. to obey the subpoena or to give th2 evidence. 
The court shall promptly issue process to the witness and shall hold a 
hearing on the petition as soon as possible. If the witness then 
refuses, without reasonable cause or legal grounds, to be examined or 
to give any evidence relevant to proper' inquiry by the Licensing Authority, 
the court may cite the witness fop oontempt. 

Section 48. PUBLIC NOTICE AND PARTICIPATION IN RULEMAKING. 

(a) The Licensing Authority shall, prior to the adopt'ion of any 
ru1e or regulation or the amendment or repeal thereof, notify all 
licensed alarm businesses with the State, publish in the State Register 
or there is no State Register, a newspapet' of general circulation w'ithin 
the State, notice of the intended action; shall give publicity to the 
proposal in such other manner as it regards as appropriate; and shall 
afford interested persons opportunity to submit within a reasonable time 
data and views either orally or in writing in a manner prescribed by 
the Licensing Authority, unless all persons subject thereto are named 
and either personally served with such notice or otherwise have actual 
notice thereof in accordance w"ith law. Such notice shall inc1ude: 

(1) A statement of the time, place, and nature of the public 
rulemaking pr'oceedings; 

(2) Reference to the authority under which the rulemaking 
is proposed; and 

-41-

I'· 

,-



ii 

l 

1 
2 
3 
4 
5 
6 
7 
8 
9 

10 
11 
12 
13 
14 
15 
16 
17 
18 
19 
20 
21 
22 
23 
24 
25 
26 
27 
28 
29 
30 
31 
32 
33 
34 
35 
36 
37 
38 
39 
40 
41 
42 
43 
44 
45 
46 
47 
48 
49 
50 

{3 ) 

of the proposed rulemaking 
Either the.te~ms ~r s~~~~~~~~e detail of the ~ubjects 
or a descrlptlon In r h blication or servlce of 
and issues jnvol ved . T e.pusection shall be made not 
any notice required by thlS . to the effective date 
less than thirty (30) .days pr~~~ent, or repeal of the . 
of the proposed.adoPtlon'ea~~se may be, except as otherWlse 
rule or regulatlo~, as.th A thority upon good cause found 

rovided by the LlcenSlng .u 
~nd published with the notlce. 

-42-

() 

4". INDEX TO STATUTE 

Action on License Application, 22 

Application 
Identification Cards, 30 
License, form of, 18 
License, procedure for denial, 23 
License, procedure for approval, 23 

Appeals 
Denial of License, 23 
Revocations, 26 

Certificate 
Posting License, 28 
Surrendering License, 28 

Change in Status, 29 

Confidentiality of Records Submitted, 17 

Confidential Information, access to, 29 

Contempt Powers 
Licensing Authority, 17 
Licensing Authority Alternative Form, 41 

Death, License Holder, 25 

Definitions, 14 

Denial of Application 
Identification Cards, 33 
License, grounds for, 22 
License, procedure for, 23 

Examination Requirement, Licensing, 21 

Experience Requirement, Licensing, 20 

Expiration during Suspension of Identification Card, 35 

Fees 
Identification Card, 32 
License Application, 25 
License, 25 
License Renewal, 25 
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Fingerprinb;, who must submit 
License Application, 19 
Identification Card APplication, 30 

Form 
Identification Card, 31 
License, 28 

General provisions Expiration during suspension of Identification Card, 35 

Judicial Review, 36 
Local Governmental Regulation, Alarm Agents, 35 
Local Governmental Regulation, Alarm Businesses, 35 
Reinstatement, Indentification Card, 35 
Reinstatement, Revoked License, 37 
Renewal during Suspension of Identification Card, 35 
Revocation, Activities of Identification Cardholders, 35 
suspension, A.cti vi ties of Identification Cardholders, 35 

Hearings 
Licensing, 23 
Identification Cards, 33 

Identification Cards 
Action on, 32 
Application for, 30 
Application, denial of, 33 
Fees, 32 
Hearings, 33 
Investigation, 32 
Issuance, 29 
Nontransferability, 34 
Notices, 33 
Notification of Changes, 34 
Person Required to Apply, 29 
Reinstatement, 37 
Renewal, 34 
Revocation, 33 
suspension, 35 
Temporary Identification Card, 31 

Investigation 
L.icensing Application, 21 
Identification Cards, 32 

Iss~ance, Identification Cards, 29 

Judicial Review, 36 
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Licensing 
Appeals, 26 
Application, 18 
Application, action on license, 22 
Application, denial of, 32 
Application, form of, i8 
Application, investigation of, 21 
Application, procedure for A I' approval, 22 

pp ~cation, procedure for d' . C . enial, 22 
ertificate, posting, 28 

Cert~fic~te, surrender, 28 
Exam~~at~on Requirement, 21 
Exper~ence Reguirement20 
Fees, application 25' 
Fees, license, 25' 
Fees, renewal, 25 
Form of License 28 
Grace Period, 18 
Hearings, 23 ' 
Notices, 26 .;. 
Reinstatement of Revoki§a, 37 
Renewal, 24 
Requirements, 18 
Revocation, 26 
Status of Licensee, change' 29 
Surety Company Bond 24 ~n, 
Transferability, 25' 

Licensing Authority 
Contempt Powers 17 
Establishment, 16 
Oaths, 17 
Regulations, 16 
Rulemaking, public notice, 17 
Rules, 16 
Seal, 16 
Subpoenas, 17 

Licensing Authority, alternative 
Compensation, 40 
Contempt Powers 41 
Creation of, 38' 
Delegated Representatives 40 
Membership, 38 ' 
Oath of Office, 39 
Regulations, 40 
Rules, 40 
Rulemak~ng, particip~tion, 41 
Rulemak~ng, public notice 41 
Subpoenas, 41 ' 
Terms ~f Office, 39 
Vacan.c~es, 40 

-45-

form 

J 



I: 

/) 

l 

Local Governmental Regulation 
Alarm Businesses, 35 
Alarm Agents, 35 

Nontransferability, Identification Cards, 34 

Notice 
Appeals, 26 
Identification Cards,. 33 
Public, 17 
Revocation, 26 

Notification of Changes 
License, 29 
Identification Cards, 34 

Oaths, 17 

Operation after Revocation, 27 

Preempt~on, 35 

Public Notice, 17 

Purpose, 14 

Records, access to limited, 17 

References 
Licensee, 20 
Identification Card Applicant, 31 

Regulations 
Licensing Authority, 16 
Licensing Authority, alternative form, 40 

Reinstatement, Identification Card, 37 

Renewal 
Licensing, 24 
Identification Cards, 34 
During Suspension of Identification Card, 35 

Requirements 
Li.cense, 18 
Licenses, experience, 20 
Licenses, examination, 21 

Revocation 
License, 26 
Identification Cards, 33 
Activities of Identification Ca+dholders, after, 35 
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Rulemaking, Public Notice 
Licensing Authority, 17 
Licensing Authority, alternative form, 41 

Rules 
Licensing Authority, 16 
Licensing Authority, alternative form, 40 

Seal 
Licensing Authority, ,16 
Licensing Authority, alternative form, 40 

Severability, 37 

Status of Licensee, change in, 29 

Subpoenas 
Failure to Obey, 17 
Licensing Authority, 17 
Licensing Authority, alternative form, 41 

Surety Company Bond, 24 

Suspension 
Identification Cards, 33 
Activities of Identification Cardholders, 35 

Temporary Identification Cards 
Form of, 31 
Authority to Issue, 31 
Abuse of Issuing Authority, 32 

Transferability, License,' 25 
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APPENDIX 11 

A REPORT ON THE REGULATION OF PRIVATE SECURITY GUARD SERVICES 

Including a Model Private Security Licensing and 
Regulatory Statute 

The Private Security Task Force believes th~ i~
portance and significance of t~is model stat?te JustI
fies its inclusion as an appendix. However, It should 
be noted that the model statute and commentary were 

The following chart is provided to enable the 
reader to determine which Task. Forc~ standards 
and commentaries relate to certam sectlOns of the 

developed and approved by the Private Secur~ty 
Advisory Council and, accordingly, do not necessarily 
reflect the views of the Task Force. 

PSAC Model Private Security Licensing and Regu

latory Statute. 

TaskForce 
Standard Relation to PSAC Sections 

PSAC Sections 

1. Title 
2. Purpose 
3. Definitions 

4. Establishment of a Licensing Authority 
5. Licensing Authority Seal 
6. Board Membership 

7. 
8. 
9. 

10. 
11. 

12. 
13. 

47.2 

Chairman of Board 
Voting Powers and Procedures 
Terms of Office 
Vacancies 
Powers of the Licensing Authority Re
lating to Rules and Regulations; Petitions 
Subpoenas; Oaths; Cont~mpt Powers 
Public Notice and Heanng on Proposed 
Rulemaking 

Standard 

Glossary 
of Terms 

9.2 

9.3 

9.4 

9.4 
9.4 

No significant difference~ 

Addresses need for State regulatory board. 

'Several minor differences in recommended 
board membership. 

Commentary addresses hearing aspect. 

Addresses need for subpena power. 
Commentary addresses necessity for hearings. 

PSAC Sections 

14. Requirement for License 

15. Form of Application 

16. License Qualifications 

17. License Application-,nvestigation 

>'11 
18. Action on Uicense Application 
19. Grounds fot'Denial of Application 

'" 

20. Procedure for 'Approval or Denial of 
Application; Hearings 

21. Renewal of License 
22. Application, License and RenE:wal Fees 
23. Form of License 
24. License Transferability 
25. Licenses-Revocation; Hearings; Appeals; 

Notices 

26. Posting and Surrender of License Cer
tificate 

27. Change in'Status of License 
28. Application for Registration 

29. Investigation 
30. Action on Registration Card Application 
31. Registration Cards-Denial, Suspension 

or Revocation; Hearings; Notices ' 

32. Renewal of Registration Card-Notifica
tion of Changes 

33. Transferability of Registration Card 
34. Expiration and Renewal During Suspen

sion of Use of a Registration Card 
35. Activities of Registrants During Suspen

sion 
36. Firearms 
37. Armed Private Security Officer Training 

Requirements 

38. Employment by Non-Licensees 
39. Fingerprinting and Application 

40. Identification Card, 

TaskForce 
Standard 

10.1 

10.2 

10.3 

9.2 
10.2 
10.3 

,.} 

10.8 

9.4 

10.5 
9.5 

10.6 

9.4 

10.8 

10.6 

10.4 
9.5 

11.1 

11.2 
11.3 

9.4 
11.7 

9.5 
11.6 

2.5 

2.6 

11.1 

11.2 

11.4 

Standard Relation to PSAC Sections 

Task Force licensing includes more security 
services. 
Several minor differences in amount of infor
mation required. 
Several minor differences in types of qualifi-
cations. . 
Commentaries address investigation aspects. 

Several minor differences in grounds for 
denial. 
Commentary addresses hearing aspect. 

Difference in recommended renewal period. 
Commentary addresses fees. 
Commentary addresses license form. 

Commentary addresses hearing, notice, and 
appeal. 
Several minor differences in grounds for revo
cation. 
Addresses license certificate and its display. 

Difference in time period for notification. 
Addresses aspect of fees. 
No distinction made between registering armed, 
and unarmed. 
Minor differences in qualifications. 
Minor differences in qualifications. 

Commentary addresses hearing aspect. 
Several minor differences in grounds for sus
pension or revocation. 
Commentary addresses fees aspect. 
Renewal period of one year for armed per
sonnel identical. 

Significant differences in recommended train
ing. 
Significant differences in recommended train
ing. 

Sign~dcant differences in treatment of unarmed 
personnel. 
Significant differences in treatment of unarmed 
personnel. 
Identification card similar to registration card. 
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~SAC Sections 

41. Uniforms and Equipment 

42. Insurance Requirements 

43. Unlawful Acts 

44. Sworn Police Officers 

45. Fees and Deposits 
46. Local Govern~ent Regulations of Con

tract Security Companies or Private Se
curity Officers 

47. Iudicial Review 

48. Reciprocity 
49, Severability Clause 
50. Effective Date 
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TaskForce 
Standard 

6.5 

6.6 

10.7 

11.8 

6.7 

6.8 

6.9 

9.1 

9.4 

9.1 

Standard Relation to PSAC Sections 

Addresses visual items as related to mistaken 
identity. 
Addresses need for uHif,orm and equipment 
regulation. 
Recommends both bonding and liability in
surance. 
Minor differences in acts which will result in 
sanction~, 
Significant difference in that standard discour
ages police working in security 
Significant difference in that standard discour
ages police working in security 
Significant difference: in that standard forbids 
law enforcement personnel from working as 
detectives. ' 

Addresses need for only State regulation. 

Commentary addresses need for judicial re
view. 
Commentary addresses need for reciprocity. 

IS: 

A REPORT 
ON THE REGULATION OF 

PRIVATE SECURITY GUARD SERVICES 

including a 

MODgL PRIVATE SECURITY 
LICENSING AND REGULATORY STATUTE 

prepared by the 

PRIVATE SECURITY ADVISORY COUNCIL 

to the 

U. S. DEPARTMENT OF JUSTICE 

LAW ENFORCEMENT ASSISTANCE ADMINISTRATION 

May 1976 

Points of view or opinions expressed in this document are ,,'11;;'se of 
the Private Security Advisory Council, and do not necessarily repre
s~~t the official posi~on or policies of the Department of Justice. 
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PRIVATE '. 
SECURITY ArNlSORY COLtJeIl of the 

Mr. RichardW. Ve1de 
Administrator 

United States Department of Justice 
Law Enforcement Assistance Administration 

May 17, 1976 

Law Enforcement Assistance Administration 
u.s. Department of Justice 
633 Iildiana Avenue, N.W. 
Washington, D.C. 20531 

Dear Mr. Vel de: 

As Chairman of the Private Security Advisory Council, it 
gives me pleasure to forward the attached document, Report on 
the ~egu1ation of Private Security Guard services" including 
a model private security licensing and regulatory statute, 
developed by the Council for the Law Enforcement Assistance 
Administration. 

This document is the culmination of over two years of 
volunteer effort by members of the Private Security Advisory 
Council and members of the Guards and Invest.igators Committee 
of the Council. 

In response t!;, genuine concerns expressed regarding the 
quality of services provided by private security guards and 
the present lack of minimum screening, selection and training 
standards, extensive discussions, public hearings, committee 
and Council reviews were held to develop this model statute. 

The Private security Advisory Council firmly believes that 
this model statute serves both a vital and a demonstrated need • 
Hopefully, the many states which have indicated an interest in 
a private security licensing and regulatory statute will be 
guided by this effort of LEAA's Private security AdvisoIY 
Council. 
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Mr. Richard W. Velde 
May 17, 1976 
Page Two 

The Advisory Council recommends that the Law Enforcement 
Assistance Administration give the widest possible dissemina
tion to this document. 

With best personal regards, 

Sincerely yours, 

Arthur J. Bilek 
Chairman 
Private Security Advisory Council 
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PREFACE 

since 1972, the Private Security Advisory Council 
of the united States Department of Justice Law Enforcement , 
Assistance Administration has been meeting on a :egula: ~as~s 
to provide advisories to LEAA on the more effect~ve ut~l~za
tion of private security in tl.~ national strategy to reduce 
crime. 

~he twenty-one member Council with representatives 
from public law enforcement, business, industry, state 
criminal justice planning agencies, local gov7 rnm7nt, ~nd 
all segments of private security has worked w~th ~ts f~ve 
committees to analyze various critical issues and,concerns , 
relating to private security and its proper role ~n prevent~ng 
crime. Renorts and recommendations have been develoP7d and 
submitted to LEAA containing the findings and conclus~ons of the 
Council. 

It was clear to the Council from its ea:rliest discus
sions that an agenda item of highest priorit¥ was,the devel~p
ment of professional standards and mqdel leg~slat~on for pr~vate 
security organizations and their personnel. 

The startling crime increases throughout the past, 
decade were overloading the nation's>cr.iminal justice agenc~es. 
The general public, as well as business and industry ~ere tu:n
ing increasingly to private security as a defense aga~nst cr~
minalattack. The resulting spectacular growth of pr~v~te 
security w'as accqmpanied by allegations o~ improper act~ons on 
the part of securi t:y personnel and compan~es. 

The ~and Corporation prepared a report for LE~ ~n 
Private Police in the United States which was sharply cr~t~cal 
of abuses of authori·ty and which detailed a variety of miscon
duct by untrained and unscreened private secur~t¥ personne~. 
The daily press carried accou~ts of al~ege~ c:~m~nal behav~or 
by guards particularly involv~ng shoot~ng ~nc~de~ts. Rela
tionships between the public law enforcement off~cer a~d th7 
private security guard were considerably less than opt~mum ~n 
some communities. 
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" C~ty and state 17gislators, responding to the alarming 
~nc~dents c~ted by the med~a and the growing concern of the 
public, wrestled with the complex i\roblem of how to regulate the 
private security industry without negatively impacting its po
tential for crime prevention. Various states enacted security 
laws buttressed by administrative regulations. Cities and coun
ties considered or passed local security control ordinances. 
Fre~uently, the,effect of these hastily promulgated laws, regu
lat~ons and ord~nances was one of conflict, confusion, omission 
and duplication. 

, The security field found that self~regulation and 
~mprovement on the part of many companies were not sufficient 
to upgrade indust~y-wide standards to desirable levels of pro
fessional conduct. 

, Reacting to those perceived needs, the Council direct-
ed ~ts Guards and Investigators Committee to develop professional 
standard~ for private security. AftC'r a year of deliberations, 
the Comm~ttee returned a set of professional standards which 
were subsequently revised and transferred into statutory format. 

After extensive discussion, two sets of public hear
ings and various substantive revisions, the Council held a final 
drafting session and achieved consensus on a model statute. 
This ~ocument co~tains the Council's report on the regulation 
o~ pr~~ate secur~ty guard services and a Model Private Security 
L~cens~ng and Regulatory Statute which is recommended for 
adoption at the state level. 

The purpose of the model statute is to provide a 
mechanism designed to produce increased levels of integrity, 
competency and performance of private security personnel in 
order to safeguard the public from illegal, improper or incom
petent actions and to serve to improve the crime prevention 
effectiveness of security forces. 

This statute was developed as a result of the sustained 
efforts of many dedicated persons and organizations whose 
efforts are sincerely appreciated by the Council. 

Dennis M. Crowley, Jr. and Richard D. Bickelman of 
The New England Bureau for Criminal Justice Services were pri
marily responsible for the legislative drafting effort, trans
lating into statu·te format the work of the Guards and Investi
gators Coromittee and the Council. 
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The major effort on this statute was performed by tIle 
Council's Guards and Investigators Commi~tee. Special appre
ciation is due the members of that Committee: John A. Willis, 
Chairman (l97~-l974); Alexander Laubach, Chair~an (l974-pre~ent); 
Earl Christianson; Joseph Giarrusso; Robert Ha~r; John R. H~t~; 
Edward Hyde; Warren Metzner; John O'Connell; Robert D. Peloqu~n; 
and Et• B. Trueb lood • 

The Council also owes a special debt of gratitude to 
Irving Slott, Federal Program Monitor to the council,.without 
whose support, encouragement, patience and counsel th~s report 
would not have been possible. 

And finally, the Council extends its since:e a~pre
ciation to the many individuals, agencies, and organ~zat~ons 
who reviewed and commented on the various drafts of this model 
statute. Though they are too nUInerous tc:> mentipI?- ~ndi~iduall¥, 
without their dedicated' ;'.Q.terest and act~ye part~c~pat~ox:, th~s 
report and model statut.':'-,N'ould not be as validly reflect~ve ?f 
the broad spectrum of viewpoints represented by the total pr~~ 
vate security industry in the United States. 

Arthur J. Bilek, Chairman 
Private Security Advisory Council 
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INTRODUCTION 

The crime problem in the United States has become a 
dangerous threat to the American way of life and a matter of 
the highest concern to the public over the past twenty-five 
years. A vast army of workers are employed in locai, state 
and federal government to prevent crime and to deal with crimi
nalactivity. Generally thought of as the country's major crime 
prevention force are the more than 40,000 public law enforce
ment agencies with their 475,000 employees. While they consti
tute the largest and most visible component of the criminal 
justice system, another group has been fast rising in both num
bers and responsibility in the area of crime prevention. Nith 

. a rate of increase exceeding even that of the public police, the 
private security sector has become the largest single group in 
the country engaged in the prevention of crime. 

Although exact nationwide statistics are not avail
able, samplings of pr.ivate security employees in selected major 
cities reflect that in those jurisdictions there are at least 
two private security employees for each publicly employed police 
officer. If the 2:1 ratio holds nationally, and there is littl.e 
reason to believe that it does not, approximately one million 
persons in this country are employed privately to prevent and 
deter criminal activity. 

Private security services are provided by armed and 
unarmed security guards, investi'gators, armed courier service 
personnel, armored car guards, and alarm business employees. 
Private security personnel maintain public order at stadiums, 
arenas, and outdoor rock concerts; 'they provide crowd control 
at major sporting events and shopping centers; they respond to 
alarms at financial institutions and retail stores; they guard 
factories, office buildings and businesses of all types; and 
they investigate arsons, frauds, larcenies, burglaries, and 
other crimes of all types. Private security services playa 
highly significant role in crime prevention. Professional 
security managers design and implement loss p;revention and asset. 
protection programs, while security officers and guards provide 
protection for employees, currency and valuable assets. 
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Private security services are provided by contract 
security companies (companies who sell their services to the 
public) and proprietary (in-house) security organizations. It 
is estimated that 25% of the private security employees in the 
country are proprietary personnel. Although nationwide data 
are not available, projections indicate that as many as 50% of 
the private security employees carry firearms in their private 
crime prevention roles. 

Americans have come to rely very heavily on private 
security to protect them from crime. Private security person
nel safeguard the lives of employees and other persons and they 
protect private assets from loss or damage. In the process, they 
frequently come in contact with many persons, e.g., a group of 
shoppers in a large shopping mall or employees in an organiza
tion which provides its own internal security or customers in a 
retail store. Such persons may be subjected to an unnecessary 
danger if the armed private security guard is not trained in 
the proper and legal use of the weapon he carries. Other dangers 
exist, although to a different degree, with unarmed guards. If 
the guard has not received any training whatsoever with regard 
to the limits of his authority and his role as a private security 
officer, additional problems may arise. There are a number of 
recorded incidents of serious violations of the rights of indi
viduals by untrained or improperly selected private security 
employees. A few states have moved to set minimum standards 
for screening, selecting and training private security personnel. 
Those states that do regulate private security almost invariably 
exclude proprietary security personnel, even if armed. 

In spite of the danger posed by use of security person
nel who are not required to meet any minimum selection, training 
or operational standards, private security does perform a neces
sary and increasingly important function in our society. With-
out the presence of private sec~rity, the current shocking rate 
of increase in crime would certainly be far greater. "Work 
place" crime and other crimes within and against business would 
certainly increase. The present cost of crime to business, 
estimated at 20.3 billion dollars in 1974 by the united states 
Department of Commerce, would certainly go even higher. And 
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that added cost would be passed on to the consumer. Further, if 
private s,ecurity were to be removed from the crime prevention 
scene, significant additional burdens would be placed on already 
overburdened public law enforcement agencies which would ultimately 
result in h~gher taxes for the public. 

As important as the contribution now made by private 
security is in the battle against crime, private security would 
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become ~wen more effective if its personnel were screened, se
lected, 'and trained in accordance with carefully developed and 
opera.tionally realistic professional standards. 

The Private Security Advisory Council to the united 
States Department of Justice, Law Enforcement Assistance Admin
istration, was established to examine the current role of pri
vate security in crime prevention and in the apprehension of 
persons committing criminal acts and to make recommendations 
as to approaches for improving its effectiveness and efficiency 
in these tasks. The Council examined the many barriers to more 
effective participation by private security in the national 
strategy to reduce crime. It was clear to the Council that in
creased levels of integrity, competency and performance by pri
vate security personnel can be achieved by improved screening 
and selection techniques in the hiring of all private security 
officers, mandatory firearms training for armed personnel, and 
close regulation of equipment, appearance and operations. 

To encourage acceptance of certain minimum standards, 
the Private Security Advisory Council has developed a model li
censing and regulatory statute designed to be adopted at the 
state level. This statute is only a model and does not represent 
an attempt to achieve federal regulation of the private security 
industry; nor does the Council recommend federal-level legisla
tion. Individual states can review the model statute and choose 
for themselves whether they wish to adopt any or all of the pro
visions of the model. 

In the development of this model statute, the Council 
recognized and provided reasonable balance between: the public 
interest in crime prevention by virtue of the presence of pri
vate security; the rights of ordinary citizens to be protected 
from wrongs and invasions of their privacy by ill-trained, unre
gulated persons functioning as private security personnel; and 
the rights of private security organizations and present (and 
prospective) private secur~ty personnel to pursue an occupation 
of their choosing without unreasonable restraint. 
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THE PRIVATE SECURITY ADVISORY COUNCI L 

The Private Security Advisory Council was chartered 
by the Law Enforcement Assistance Administration (LEAA) in 1972 
to further public protection, improve and strengthen law enforce
ment, and reduce crime in public and private places by review
ing the relationship between private security systems and public 
law enforcement agencies, and by developing programs and policies 
regarding private protection services that are appropriate and 
consistent with the goals of public law enforcement and the 
public interest. 

The Council was an outgrowth of a meeting of private 
security sector representatives, called by LEAA in December 1971, 
to discuss the research and development efforts of LEAA that re
lated to the private sector and the role of private security in 
the national effort to reduce crime. During the initial meeting, 
representatives from the private security sector overwhelmingly 
recommended that LEAA establish a national advisory committee, 
made up of persons with expertise in the private security sector, 
to provide LEAA with continuing advice on matters of appropriate 
concern. LEAA followed that recommendation, and the Private 
Security Advisory Council was created shortly thereafter. 

During 1973, the Council met several times to identify 
and define its objectives as well as to begin initial dic>cussio~s 
of major areas of concern. Three committees were establishe<l: 
Guards and Investigators, Alarms and Law Enforcement/Private 
Security Relationships. The committee chairmen and members were 
selected by LEAA from outside of the Council, thereby providing 
a broader spectrum of viewpoints to the Council and allowing for 
assignment of professionals with high levels of skills in each 
committee's field of responsibility. ~~o liaison persons from 
the Council were assigned to each committee. 

In September of 1974, the membership of the Council 
was broadened to include representation from business, the public 
and consumers of private security services. 

Since its inception, the Council has worked on a number 
of tasks related to security services provided by the private 
sector. As identified and selected in 1974, the goals and ob
jectives of the Council were: 
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• To act as an advisor to LEAA on issues of national 
importance which impact, or are impact~d by, the 
private ~ecurity industry; 

• To raise the standards and increase the efficiency 
of the private security industry; 

• To increase cooperation and understanding between 
the private security industry and public law enforce
ment; and 

• To provide a viable national forum and point of 
leadership for matters relating to private security. 

To assist in achieving those goals, the Council added 
two new committees: Environmental Security Committee, and the 
Prevention of Terroristic Crimes Committee. Each committee was 
assigned specific projects related to the accomplishment of Council 
goals. 

The responsibilities and duties of the Private Security 
Advisory Council are advisory in nature. It cannot prescribe or 
promulgate rules or regulations. Its findings or recommendations 
are not official; they can be accepted or rejected by LEAA. 

Th~ Council operates pursuant to the provisions of the 
Federal Advisory Committee standards Act, Public Law 92-463, LEAA 
Notice NI300.2, OMB Circular No. A-63, and any additional.orders 
and directives issued in implementation of the Act. The Council 
was established under the authority of Section 517 of the Omnibus 
Crime Control and Safe Streets Act of 1968 (Public Law 90-351) 
as amended by Public Law 91-644 and the scope of its functions is 
limited to the duties specified in its charter. 

The Council has published a number of advisories to 
LEAA on a variety of issues. These include: 

• 

• 
• 

• 

A Report on a Model Hold-up and Burglar Alarm 
Business Licensing and Regulatory Statute 

Terroristic Crimes: An Annotated Bibliography 

Potential Secondary Im~acts of the Crime
Prevention-Through-Env~ronrnental-Design Concept 

A Resolution on Dissemination of Criminal Justice 
Record Data to Private Security Organizations 
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Prevention of ~erroristic Crimes: Security 
Guidelines for Business, Industry, and Other 
Organizations 

Reports on the Private Security Advisory Council 
Meetings of June 1974, September 1974, February 
1975, July 1975, October 1975, and November 1975 

In addition to the above reports, the Private Security 
Adv~sory ~ouncil is preparing other advisory reports to LEAA on: 
socl.etal l.mpacts of environmental security, the legal limits on 
the authority of private security personnel, and countermeasures 
against and prevention of domestic terroristic crimes. 

In 1975, the Council reviewed and updated its objectives 
to focus ,more , sharply on,improvement of private security's com
petency,,"n crl.me preventl.on. The creation of a sixth committee 
dealing with armored cars and protected shipments was recommended 
to LEAA. 

Meetings of the Council and its committees are open to 
the public. Full notice o~:"proposed meetings are published at 
least fourteen days prior to the meeting date in the Federal 
Register. Meeting minutes, publications and reports of the Council 
are available through the LEAA. 
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DEV~LOPMENT OF THE MODEL STATUTE 

Background 

, The Model Private Security Licensing and Regula-
tory Statute was initially drafted by the Guards and Inv'es
tigators Committee, which was established by the Private 
Security~dvisory Council in 1972. The Guards and Irivesti
gators Committee is composed of knowledgeable and experi
enced individuals drawn from contract security companies, 
pl':'oprietary security organizations, and the general public. 
Se'lection of committee members was made by LEAA and was based 
on individual credentials; committee members were appointed 
to the committee as individuals, not as representatives of f 
their employers. 

The Council directed this Committee to review the 
criticisms of the operations of private security guards ~nd 
private investigators as described in the report on the pri
vate security industry commissioned by LEAA and performed 
by the Rand Corporation. 1 The committee was also asked to 
develop positions on industry pr"ob1ems which Committee mem
bers felt needed attention. Among the areas to be consi
dered were standards for selection and training of private 
security personnel and the regulation of private security 
guards • 

Findings of the Guards and Investigators Committee 

On July 16, 1973, the Guards and Investigators 
Committee reported by letter to the Council that, after 
eight meetings between October 1972 and July 1973, it had 
completed a report containing the Committee·s findings and 
recommendations. The Chairman of the Committee advised 
that the report recommended effective and practical solu
tions to the most glaring deficiencies and urgent needs o,f 
the private security sector as disclosed by the Rand Study. 

1private Police in the United States, Rand Corporation, 
California, 1971. 
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In November 1973, the Council ~eviewed and accep
ted the report of the Guards and Inve~tigators Committee. 
The initial and subsequent reports 0'£ the Guards and Inves
tigators Committee set forth several important findings 
concerning problems faced by certain segments of the private 
security industry, and recommended specific solutions for 
those problems. 

A major finding and recommendation of the Commit
tee was that the term "private security" should properly 
encompass both contract and proprietary (in~house) seeur~ty 
personnel and that any legislation with regard to 
registration, minimum personnel standards, training require
ments, and sanctions should apply to both contract and pro
prietary security personnel. Further the report recommended . 
that any such legislation should also encompass the security 
service personnel of armored car and alarm response organi
zations. 

A legal problem identified in the Committee repdrt 
was the proliferation of ordinances regulating some or all 
segments of the private security industry; To reduce this 
problem, the Committee recommended that legislation regula
ting the industry be at the state level. Legislation at 
that level would do much to eliminate proliferation, dupli
cation, inconsistencies and operational barriers. 

. Another finding of the Committee was that the 
private security officer is not a police officer; the work 
performed by private security personnel is not police work; 
and, therefore, regulations which prevent or discourage 
private security officers from impersonating or being mis
taken for public law enforcement officers need to be adopted. 
To control impersonation and the possibility of mistaken 
identity, the Committee recommended the following: 

• That all private security organizations 
and/or individuals be prohibited from 
using any business name, including ini~· 
tials, which project the image of a 
public law enfqrcement agency; and 
that all private security company names 
or titles clearly designate them as 
relating to private business organi~ations; 

• That use of any designation of an indivi
dual as a private policeman or police 
officer be prohibited, and that the term 
"private security officer" be used to 
identify private security guards; 
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That all uniforms and equipment, inclu
ding weapons and badges, be the property 
the employer; and that a statute be 

. adopted to make failure to return the 
uniforms and equipment a misd.~meanor; 
and 

That the use of metal badges and cap 
devices be prohibited; and that a per
manently affixed cloth type badge be 
worn and a cloth name tape bearing 
words "Security Officer" be sewn to 
the right breast pocket. 

To overcome some of the criticisms of,the Rand , 
report relating to recruitment standa:d~ for pr~~at7 secur~ty 
officers the Committee recommended m~n~mum qual~fy~ng stan
dards, i~cluding a thorough background investigation conduc
ted by the employer, a minimum employment age, a "c;:lean" 
criminal history, minimum physical and mental req~7r~ments, 
and character and credit reference checks. An ada~t~onal , 
qualification for armed security officers was ~hat the appl~
cant must be a high school graduate or the equ~valent and 
not have any physical or mental diffic;:ulties which would 
interfere with his ability to use a f~rearm properly. 

It was the recommendation of the Committee that 
every private security officer be registered with the state 
regulatory body within fifteen (15) days of em~loyment a~d 
that registration would be based upon ~he appl~ca~t meet7ng 
the prescribed qualifications for a ~r~vate sec~r~ty off~cer. 
The employer would be permitted to h~re an appl~cant on th~ 
basis of a signed, sworn notarized statement that the ap~l~
cant had not been arrested or convicted of a felony c;>r m7s
demeanor involving moral turpitude and that the appl~cat~c;>n 
form signed by the applicant would indicate ~hat any fa~s7-
fication of the above would subject the ap~l~cant to c:~m~
nal penalties. The employer would be requ~red to subm~t a 
certification that a background investigation was co~pleted 
in compliance with the regulations and t~at the app~~c;:.al1t 
had completed eight (8) hours of pre-ass~gnment tra~l1~ng. 
Further, the employer would be required to c~rtifY later 
that the security officer 'had completed a th~rty-two (32) 
hour in-service training program within one hundred twenty 
(120) days of employment. 
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· ' The Co~ittee also ~ealt with ~he problem of gun 
control ~n relat~on tO,the pr~v~te secur~ty industry. It 
found that employment ~n the pr~vate security industry 
today may afford access to authorized possession of fire
a:ms by unqualified persons, or allow persons to obtain a 
f~rearm ~egally which can subsequently be used illegally. 
The Comm~ttee recommended that such problems should be 
de~lt with by: disc~uraging the use of lethal weapons by 
p~~vate secur~tY,off~c7rs, requiring those who must carry 
f~rearms t~ obta~n,a f~rearms user permit from a regulatory 
body~ requ~re pr7-~ssue,classroom and range training, 
requ7re annual, ~n~serv~ce, follow-up range training, and 
requ~re that ~ll f~rearI?s used by private security personnel 
be owned and ~ssued by~he employer. 

Finally, to deal with the problem of untrained 
personne~ performing duties,as private security officers, 
the,Comm~ttee :e~ommended e~ght (8) hours of basic pre
as~~gnment tra~n~ng for all private security officers, plus 
th~rty-two (32) hours of annual in-service specialized 
training within the ~irst one hundred and twenty (120) days 
o~ employment, and e~ght (8) hours annual refresher in-ser
v~ce training: In addition, all armed security officers 
would be requ~red to complete a prescribed classroom and 
range program recommended by the Committee. 

Development of this Model Statute 

, ,Following its acceptance of the standards, the 
Counc~l d~rected the Guards and Investigators Committee to 
devel~p a m~d7l,statute for the regUlation and licensing of 
certa~n act~v~t~es of the private security industry. The 
Guards an~ Inv7stigators Committee then began to develop 
model leg~slat~on, based on the standards which had been 
accepted by the Council. The Committee sought assistance 
from,attorneys in d:afting the model legislation, since 
Comm~ttee members d~d not feel qualified to translate the 
layman's version of the standards into the format of a model 
statute. ,In addition, members of the Guards and Investiga
tors Comm~ t.tee were requested to enlist assistance from 
the~r firms' ,attorneys t~ draft a model statute. A legis
lat~ve draft~ng sub-comm~ttee was established to work under 
the guidance of the Committee in the development of the 
model sta'tute. The drafting sub-committee produced intial 
draft documents which translated portii)ns of the Committee 
standard/.=; into statutory format. 
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In September 1974, the Committee Chairman recom
mended to the Council that the Council appoint or hire a 
firm or individual to develop a statute which would accur~ 
rately reflect the standards developed by the Guards and 
Investigators Committee. The Council agreed with that 
recommendation and assigned Dennis M. Crowley, Jr., the 
attorney who directed the Council's staff, to· work with the 
Committee for such purpose. 

In January 1975, the Guards and Investigators Com
mittee met with the Council staff and members of the draft
ing sub-committee. The draft statute which emerged from 
that ~eeting was forwarded to the Council for review. The 
draft statute was disseminated widely and comments were 
invited from all interested parties. 

A public hearing on the Guards and Investigators 
Committee draft was held ':by the Council on February 19, 1975, 
in Austin, Texas. Following that public hearing, the draft 
was further reviewed by the Council. Changes were recommen
ded in the Committee draft, and the Council's staff was 
directed to.re-write the model statute to reflect those 
changes. Upon completion of a new draft, the document was 
again widely disseminated; comments were invited; and a 
second public hearing was schedUled. 

On July 9, 1975, the second P1IDlic hearing on the 
model statute was held at the Council's meeting in Chicago, 
Illinois. This meeting was well attended by the public. 
Written and oral comments were presented by more than 100 
interested parties. Extensive review and discussionbv 
the Council followed this hearing, and Council staff then 
prepared a summary of all pertinent oral and written testi
mony. In October 1975, the Council held a special meeting 
to conclude its deliberations on the model statute. Each 
section of the model statute was discussed and debated until 
there was, Council consensus on the entire document. 

The Model Private Security Licensing and Regulatory 
Statute which appears in Chapter 7 of this report is the 
final work product of more than two years of Private Security 
Advisory Council activities relating to this matter. This 
Model Statute, together with the introductory material and 
commentary, constitute an advisory report from the Private 
Security Advisory Council to the Law Enforcement Assistance 
Administration, U. S. Department of Justice, on "Regulation 
of Private Security Guard Services". 
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H.IGHLIGHTS OF THE STATUTE 

, While un~nimous consensus or majority approval 
was ult1mately ach1eved on eVery provision of this Model 
Statu~e, not all,members of the Private Security Advisory 
Counc1l agreed w1th everyone of its provisions. As with 
a.f!Y J?r?posed legislation, the drafting process resulted in 
s1gn1f1cant changes as each provision of the proposed sta
tute was debated. 

As finally approved by the Council, the Model 
Statute does the fOllowing: 

• Requires licensing of all contract 
security companies, but exempts pro
pri~tary security (in-house)organi~ 
zat10ns from the licensing require
ments; 

• Defines "Proprietary Security Organi
zation" as a Person who provides 
security services solely for the bene
fit of suc~ Pe:son, thereby making 
some organ1zat10ns, such as shopping 
mall and stadium operators, who pro
vide such services for other than 
themselves, Contract Security Com
panies, which must be licensed; 

• Requires applicants for a license to 
possess at least three years of secu
rity supervisory experience or pass 
an examination; 

• Det~ils license application, investi
gat10n, approval, denial and appeal 
procedures; 

• Creates a Private Security Industry 
Reg~latory B~ard to promulgate regu
lat10ns, reV1ew and pass on license 
aJ?plications, and enforce the provi
S10ns of the Statute; 
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• Gives the Private Security Industry 
Regulatory Board subpoena power over 
witnesses and records; 

• Recognizes two categories of private 
security personnel without regard to 
the nature of their employer (contract 
or in-house): armed private security 
officers; and unarmed, uniformed, 
private security officers; 

• Includes in its coverage security 
guards,armored car guards, armed 
courier service guards and alarm 
response runners; 

." E~ampts watchmen and railroad police 
'from the provisions of the statute; 

• 

• 

• 

• 

Requires all armed private security 
officers to be registered with the 
Licensing Authority before beginning 
employment; 

Establishes m1n1mum criteria for 
registration to include: eight (8) 
hours pre-assignment orientation train-, 
ing, and added pre-assignment firearms 
examination and marksmanship qualifi
cation; eight (8) hours, annual refre
sher training, plus firearms qualfica
tion; and certification of such train
ing by a trainer approved by the Licens
ing Authority; 

Requires unarmed, uniformed private 
security officers to apply to the 
Licensing Authority for an Identifica
tion Card, 'but permits their employment 
while the application is being processed; 

Requires the Licensing Authority to 
conduct criminal history record checks, 
including FBI fingerprint file searches, 
on all applicants for a Registration 02:' 
Identification Card; 
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Prohibits the hiring of any person 
a.s a private security officer who 
fails to meet the minimum selection 
criteria of the Statute, which 
include conviction for: a felony, 
any crime involving moral turpitude, 
or illegal use or possession of a 
dangerous weapon, for any of which 
a full pardon has not .been granted; 

Requires all training to be given 
and certified by a state-approved 
Trainer, who may be an individual, 
corporation, or institution; . 

Places strict insurance and reporting 
requirements on employers of armed 
private security officers, without 
regard to the employer's status as a 
Contract Security Company or Proprie
tary Security Organization, and 
requires all firearms to be owned and 
issued by the employer; 

Sets minimum uniform and vehicle 
appearance standards to eliminate pos
sibly mistaking private security per
sonnel for public law enforcement 
officers; 

Pre-empts local governmental units in 
the area of licensing and regulating 
private security activities and organi
zations; 

Prescribes criminal penalties for 
violations of the Statute; and 

Provides a transition period for the 
implementation of the provisions of 
the Statute. 

17 

I 
I 

I 
I 
i 

·1 

5 
GENERAL COMMENTARY 

This section of this report provides commentary 
on specific sections of the Model Statute. Many hours of 
discussion and debate were involved in the development of 
this Model Statute. The transcripts of the Council meetings 
and public hearings concerning the Model Statute amount to 
more than 2,000 pages. It is impossible to set forth all 
of the issues debated and the subsequent voting on each pro
vision of the Model Statute in this report. Nevertheless, 
this section has been written to provide readers with the 
intent of those responsible for drafting this proposed 
Model Statute, namely: the Private Security Advisory Coun
cil and its Guards and Investigators Committee. 

Differences Between the Initial Model Standards 
and the Committee-Recommended Statute 

The Model Statute forwarded by the Guards and 
Investigators Committee to the Council in February 1975 
deviated in certain aspects from the original private secu
rity guard standards developed by the Committee and approved 
by the Council. It is important in this commentary to note 
the differences between the recommendations of the Committee 
in July 1973 and those of February 1975. 

1. Non-Application to Proprietary Security Organizations 

The original standards re~ommended that all legis-
lation with regard to registration, minimum per-
sonnel standards, training requirements and sanctions should 
apply to both contract and proprietary (in-house) security 

personnel unless specifically excluded. In January 1975, the 
members of the Committee recommended that the licensing pro
visions apply only to contract security agencies. However, 
there was no unanimous consensus on this point. Committee 
members present from the proprietary (in-house) side of 
private security stated that they could not support any 
model statute which required the licensing of business firms 
using proprietary security forces. The argument put forth 
by those members was that such firms were not in the busi
ness of supplying security services to the general public. 
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Their security forces were used solely for the protection 
of their own assets, and it should not be within the pur
view of the state to regulate such companies. They argued 
that licensing carried with it the presumption of powers to 
prevent a company from protecting its assets by revoking 
or suspending its license to employ security personnel. 

In their opinion, licensing of proprietary secu
rity.: organizations was not necessary to correct the criti
cismci of the Rand Report. Those criticisms were directed 
mainly at security guards, not companies employing security 
personnel solely for the protection of their own pr~perty, 
Therefore, it was felt that the statute should be d1rected 
at the individual guard, not the employer. 

The counter argument of the Committee members 
from contract security companies was that the ultimate 
goal of licensing legislation was to protect the general 
public. No matter how small.a companr is, if it ~mploys a 
security guard, that guard w111 come 1n contact W1th the 
public in the performance of his security duties. It is 
necessary to make ·someone re~ponsible for recruiting, . 
selecting, training and supervising security gua~ds, ~art1-
cularly those who are armed, to prevent the 7ont1nuat1~n .. 
of problems as cited in the Rand Report. Th1S respons1b111ty 
should be borne equally by all employers of security guar~s, 
not just those companies which offer those services for h1re. 

The final outcome of this debate was that only con
tract security companies would be licensed. However, all 
private security officers, as defined in the Model Statute, 
would be registered, regardless of whether t~ey are empl~yed 
by a contract security company or by a propr1etary se7ur1ty 
organization, and no person could employ a guard who 1S not 
properly registered. 

2. Responsibilities for Background Inve~tigations 

The standards required a background investigation 
conducted by an employer within fifteen (15) days of employ
ment. Also, the employer would be responsible for process
ing applications, conducting and certifying minimum train
ing, and reporting changes in status of employees to.the 
licensing authority. With the elimination of propr1etary 
security organizations from the licensing process, the . 
responsibilities described above would no longer be app11-
cable to such organizations. 
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Several members of the Committee from contract 
security companies argued that the Committee was now signi
ficantly diluting the standards previously approved by the 
Committee and the Council. Furthermore, those members could 
see no difference in the functions actually performed by 
proprietary security guards and those assigned by a contract 
firm. The sanctions and requirements levied on an employer 
in the interest of the public should, therefore, be the same 
without regard to the employer's main line of business. 

This argument was ~ejected by Committee members 
from proprietary security l:Jrganizations except as to armed 
guard~. The final compromise was that proprietary security 
organizations which employ armed guard§ would be required 
to obtain and file evidence of minim~ insurance coverage, 
and would be required to purchase and issue the weapon 
carried. However, proprietary security organizations would 
not have any other responsibilities. or be subject to any 
sanctions as long as they employed registered private secu ..... 
rity officers. 

Concerning the issue of background investigations, 
there was consensus among the members that a fingerprint 
record check was necessary for all security personnel. ~he 
responsibility to conduct ·the background investigations was 
assigned to the state licensing authority. 

3. Temporary Permits and Training 

Since only a licensee could issue temporary permits, 
proprietary security organizations would not be able to per
form this function by virtue of their exclusion. Therefore, 
they would have been requirl;!d to either hire private security 
officers with permanent registration cards who had already 
completed all pre-assignment and annual in-service trai'hing 
or have prospective employees trained by an outside insti
tution or firm. The contract security company personnel 
argued that this would open the licensed contract security 
companies to "raids" on their personnel after they had gone 
to the expense of selecting, training and processing appli
cations for them. This argument was rejected by proprietary 
security organization personnel, who thought it was more 
likely that the proprietary organizations would retain the 
licensed firms to conduct the training for proprietary secu
rity personnel. 

Finally, although the issue was never brought to 
a vote, the question was raised whether security guards 
should be registered at all. Committee members employed by 
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proprietary security organizations had doubts abo~t both 
the legality of registering guards and the necess1ty for 
the process. Although various members expressed these 
doubts, no vote was taken because of the oppo~:!-ng responses 
of all the other Committee members. The Comm1ttee assumed 
a consensus existed on the need to register private security 
officers as defined in the Model Statute. 

Differences Between the Committee-Recommended Statute 
and the Counc11...,Approved Sta:tute 

This section reflects the differences between the 
Guards and Investigators Committee recommended St~tute and 
the Model Statute ultimately adopted by the Counc11, 

1. General 

First, the Council recognized two categories of 
private security guards - armed and unarmed. Since armed, 
security officers present the greatest threat tO,the publ1c 
if they are not carefully selected, proper~y tra1~ed, and 
closely supervised, the Council placed str1ngent 1nsurance 
and reporting requirements on employers of armed g~ards 
without regard to their status as a co~tract secur1ty com
pany or proprietary secur~.ty organizat10n. However, th7 
Council called for the licensing of only contract secur1~y 
companies. Council members felt that, since such,compan1es 
offer their services for sale to the general publ1c, they 
are different from proprietary organizations and that the 
primary pu~pose of licensing is to provide an ~ncreased 
level of protection for consumers of such serV1ces. 

2. New DE),finition of "Security Guard" 

A new d~finition of "Security Guard" was drawn. 
That definition which is set forth in Secti~n 3'of t~e 
Model Statute includes all persons who are 1nvolved ~n,pro
tection of groups of persons and/or prope7ty from ~r~m1nal 
qctivities and excludes persons w~ose dut1es are 11m1ted 
to custodial, observation, report1ng! or e~f~r~ement of 
only administrative regulations. ,Th1S def1n1t1~n exlu~es 
persons performing fire-w~tc~ dut1es',spotters 1n reta1~ 
stores watching fo~ shopl1ft1ng, prov1ded ~hey are r 7qu1red 
only to report the act to a guard, and mon1tors of f1re and 
burglar alarms if they do not respond to the alarm. 

22 

o 

() 

3. Registration .Requirements for Armed Private 
Security Off1cers 

Using the new definition of "Security Guard',! in 
Section 3, the Council required the registration of all 
armed private security officers. To qualify for registra
tion, an individual must meet minimum qualifying criteria 
inc~u~ing: minimum age; eight (8) hours pre-assignment 
tra1n1ng; pre-assignment training in firearms orientation; 
annual firearms qualificationsi no conviction for any 
felony or any crime involving moral turpitude or illegal ' 
use of a weapon; good moral character; and no physical 
disabilities. All registrants will be subjected to a back
ground investigation conducted by the state licensing 
authority. No armed private security officer may begin 
employment until he has been issued a registration card. 

4. Identification Requirements for Unarmed, 
Uniformed Private Security Off1cers 

All unarmed, uniformed private security officers 
must complete an employment application and submit two (2) 
sets of classifiable fingerprints to an employer. The 
employer must submit the fingerprint cards and a copy of 
the application to the state licensing authority which will 
issue an identification card (sent to the employer to give 
to the applicant) if the applicant has not been convicted 
of a crime as set forth in the Statute. There are no train
ing requirements for unarmed personnel. 

5. Authority to Conduct Training 

All training for armed private security officers 
must be given, and certified to, by a trainer approved by 
the state licensing authority. The certified trainer may 
be an indivi.dual, educational institution, corporation; or 
any other legal entity. Therefore, both contract security 
companies and proprietary security organizations may have 
a certified trainer.'on their staffs. 
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SPECIFIC COMMENTARY ON STATUTE PROVISIONS 

Definitions (Section 3). 

The definition of "Security Guard" in this Model 
Statute is cr.itical. It limits application of the Stat~te 
to those whd,perform specific duties related to prev:nt10n 
of criminal activities. It excludes those whose ~ut1es are 
primarily related to observation and reporting. 

"Armed Private Security Officer" is defined,as a 
person whose principal duty is that of an ~rmed se~ur1ty 
guard, armed armored car guard, armed cour1:r serv7ce, gua:d, 
or armed alarm response runner and who carrIes a f1rearm 1~ 
the performance of his duties. Definitions of "Armored Car 
Service", l'Armed :courier Service", and "Alarm Response Run-
ner" are also provided. 

An "Unarmed Private Security Officer" is defined 
as a security guard, armored car guard, and alarm response 
runner who does not carry a firearm, but who does ':1ear 
clothing of distinctive design (uniform). The :'unl.for~ed" 
provision does not apply to armed private secur1ty off1cers. 

Sworn peace officers are not required to comply 
with this Model Statute if they are performing duties for 
the agency from which they derive law enforcement powers. 
Railroaq police, who have full police powers in mo~t states, 
will be exempt when performing their regularly ass1g~en 
duties in those states where they have statutory po11ce , 
powers. Sworn officers of federal, state, county and ~un1-
cipal police agencies will also be ex:mpt wh:n perform1ng 
duties assigned to them by the emploY1ng pol1ce age~cy., 
They will not be exempt, however, when they are aC~1ng 1n 
the employ of a contract security company or ~ropr1e~ary 
security organization, or when they offer the1r serV1ces on 
an individual basis to the public. The Model Statute 
excludes industrial security management pers(;mn:l w~o are 
not armed or who do not wear clothing of a d1st1nct1ve 
design (a uniform). 
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The term "Proprietary Security Organization" 
covers the so-called "in-house" security sector. However, 
the definition is drawn so that firms. which provide secu
rity services other than "solely" for themselves are not 
"Proprietary Security Organizations". An example would be 
a shopping mall operator who employs individuals i~ an 
employer/employee relationship to provide security for all 
tenants of the mall. In such a case, the services are not 
"solely" for his benefit even though no fee, separate from 
annual rental and maintenance fees, is charged. In the 
example given, the Council intention was that a person or 
organization furnishing such services would be considered 
a "Contract Security Company". 

.. The problem of covering every example of a "Pro-
prietary Security Organization" in the defini,tion was recog ... 
nized. The~re has been considerable growth in recent years 
of the apartment complexes which provide security services 
for the benefit of all tenants. In many retail stores, 
floor space is rented under franchise to outside individuals 
and corporations but is given the same protection as all 
departments by the retail store security force. Hotels 
rent lobby and office space to outside organizations, but 
hotel security personnel do not discriminate when providing 
security throughout the hotel property. 

WhiJ.e recognizing that the present definitions 
may cause some prob]ems in those situations, the Council 
agreed that'definit~ons which encompass all foreseen and 
unforeseen circumstances are impossible to prepare. Rather 
than create loopholes in the Model Statute, the Council 
chose to offer the best definition possible and to leave 
interpretation and enforcement to the individual states, 
courts, and licensing authorities. Hotels and retail stor\~s, 
when faced with becoming contract security companies~ and 
thus licensed, can rewrite contracts with their tenants and 
franchisees to eliminate requ'irements to provide security 
services for such persons, if they elect not to become 
licensed. 

Private Security Industry Regulatory Board (Section 4) 

Two forms of a licensing authority were considered 
by the Council: (1) an existing state agency, such as the 
secretary of state; and (2) a specially created board. The 
form selected for presentation is a specially created board, 
called the "Private Security Industry Regulatory Board", 
which would have as members representatives of: 
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the industry, users, public law enforcement, and the public
at-large. This representation should provide the Board w~th 
sufficient expertise on all issues which can be expected to 
arise. A board which is dominated by the organizations to 
be regulated was deemed not to be in the best interest. of 
the public. By the same token, a regulatory board which 
does not have any representation from the groups to be regu
lated was also deemed undesirable, as it might promulgate 
unrealistic or unenforceable rules and regulations. It was 
the consensus of the Councj,l that the form of licensing 
authority recommended is the one which best serves all inte
rests. 

Subpoenas, Oaths and contempt Powers (Section 12) 

The Council did not want to create a licensing 
authority which did not have sufficient power to enforce the 
provisions of the Model Statute. By giving subpoena, oath, 
and contempt powers to the Board, the licensing authority 
should be able to properly' administer the statute. The 
Council also intended to insure that any trade secrets (or 
information which could possibly compromise the security of 
an installation) would not be available to the public under 
state-level Freedom of Information Acts. The language is 
intended to protect such information. It is also hoped t~at 
any court holding hearings to compel testimony will hold 
such hearings "in camera" to protect information from unau
thorized disclosure. 

Licensing (Section 14) 

This section reflects the elimination of proprie
tary security organizations from the requirement to obtain 
a license. The license requirement applies to contract 
security companies only. A transition period of 180 days 
is pl:ovided for contract security companies which are in 
business on the effective date of the Statute to apply for 
a license. This grace period was provided because many 
existing companies might not be able to meet the require
ments of a licensee and will need time to either make 
necessary corporate changes or hire a qualifying agent. 

During the public hearings, representatives of 
the alarm and armored car industries argued that dual licen
sing would occur if the provisions of this Statute were 
applied to their industries. The armored car industry is 
already regulated by the Interstate Commerce Commission 
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and many state public utility or transportation commissions. 
The Model Hold-Up and Burglar Alarm Business Licensing and 
Regulatory Statute, previously developed and adopted by the 
Council, already calls for licensing of alarm businesses. 

However, neither industry could demonstrate to 
the satisfaction of the Council that current regulations 
applicable to them meet the objectives of the presently 
proposed statute, or that its personnel currently meet its 
stringent selection and training requirements, The Council, 
therefore, did not agree that those industries shall be 
exempt from the Statute. Section 14(c) does provide, how
ever, that if there is an existing regulatory statute cover
ing armored car and alarm 'personnel which has Provisions at 
least equal to this Statute, then those businesses can be 
exempted from the requirements of this Statute. This matter 
can be reviewed on an individual state-by-st.ate basis. 

Application (Section 15) 

To ease the administrative burden of license appli
cation preparation and processing, only one person in each 
organization to be licensed, the qualifying agent, is requi
red to meet the licensing qualifications in that state. 
Some states now require all principal corporate officers to 
meet the qualifications for licensing., This~latter approach 
places an unnecessary burden on both the applicant and the 
licensing authority. This Model Statute requires only the 
names of principal corporate officers to be filed with a 
license application. Furthermore, the qualifying agent need 
not be a resident of the state. 

Examination (Section 16) 

This section provides an alternative for those who 
do not meet the experience requirements to obtain a license. 
The intent of the Council was that the scope of the examina
tion should include not only pertinent laws and regulations, 
but also operational techniques. 

Procedures (Section 20) 

The procedural details in this and other sections 
of the Model Statute dealing with notice, hearings, and 
appeals may need to be governed by existing administrative 
procedures and laws in the state: 
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License Transfers (Section 24) 

Although licenses are not transferable, this 
section allows for the orderly transfer of a ~icense in ~he 
case of the sale or other transfer of ownersh~p of a ~us~
ness. In either event, the transferee must make appl~ca
tion for a new license and is subject to the same general 
requirements for a license. 

Armed Private Security Officers (Part IV) 

Part IV of the Model Statute deals with the employ
ment, registration and training of arm7d private security 
officers, and it is probably the most ~mportant part of ~he 
Model Statute. No person can be employed as an armed pr~vate 
security officer unless he has been registered with the 
licensing authority. There is no distinction made between. 
contract and in-house employees. Every person, regardless 
of employer, must meet certain minim~ re9uiremen~s before 
he can be employed in an assignment ~n ~h~ch he w~ll, ~r may, 
be required to carry a firearm. There ~s no ~race per~o~ 
permitting am employee to work as an a~ed pr~vate sec';lr~ty 
offiaer while his application for a reg~strat~on,card ~s 
being processed. While some earlier drafts perm~tted the , 
iss.uance of temporary permits to armed personnel,. the Counc~l 
felt it was not in the best interests of the publ~c,t~ have 
untrained personnel, or those who have not had a cr~m~nal 
history records check, work with a firearm. Those ~lauses 
from earlier drafts of the Model Statute do not appear in 
this final, aBproved version. 

There is no prohibition against employing an appli
cant for a registration card and assigni~g him ~uti7s a~ an 
unarmed private security offic7r ~h~le h~s appl~c<;tt~on ~s 
being processed, provid~d the ~nd~v~dual,has fu~f~lled the 
requirements of an unarmed private secur~ty off~cer. 

Applicants for a registration c<;trd d7 liver the, 
application to eith€ir a licensee or the l~cens~ng au~h~r~ty. 
The application must include a statement from <;t ~ert~f~e~ 
trainer that the applicant has completed the m~n~mqm tra~n
ing required by the Statute and must furnish two sets of 
classifiable fingerprints. 

Section 29 requires that the licen~ing auth~rity 
submit the fingerprints to that agencY,of go~e:nment,~n the 
state which is responsible for conduct~ng cr~m~nal h~story 
checks and to the FBI for a search of the records of that 
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agency. This is a crucial section of the Model Statute, 
in view of existing and emerging security and privacy legis
lation. 

Section 30 requires the licensing authority to 
complete action on applications for a registration card 
within thirty (30) days. In many states, the application 
review proCf .. H3S takes six (6) months to one year to complete. 
Such a. delay places an unnecessary hardship on both emplo
yers and employees. The Council was of the opinion that 
states can streamline the review process and should be 
required to do so. If the Model Statute is to achieve its 
objectives related to protection of the public, employers 
must be able to obtain critical information on prospective 
employees on a timely basis. 

, Se~tion 33 provides for limited transferability 
of reg~strat~on cards when the holder of a registration 
card changes employment. Some contract security company 
personnel argued that registration cards should not be port
able and should be valid only while the registrant is work
ing for the licensee or employer by whom he was trained .. 
They were concerned that this section would encourage pro
prietary security organizations to "raid" their personnel 
and place an unfair e~onomic burden on contract companies. 
However, the consensus of the Council was that a registered 
armed private security officer should not be required to 
apply for a new registration card, de novo, simply because 
Q:f a cha~ge in employment, provided no significant time 
lapse occurred between employments. 

Section 36 provides that private security officers 
who are properly registered are authorized to carry firearms. 
A~l firearms j;iil3ued must be approved by the licensing autho
r~ty and gwne6.. hy the employer. The registration card 
authorizes carrying of the firearm when on duty or travel
ling to or from work. This section of the Model' Statute was 
~esigned to p:ovide positive control over ,the ownership and 
~ssuance of f~rearms. It will pre7ent private security offi
cers from carrying personally own~d weapons and will place 
responsibility for purchase and issuance of weapons directly 
o~ those employers who require their employees to carry 
f~rearms. 

Section 37 describes the training r.equirements for 
armed private security officers. The amount and type of 
training to be required of armed security personnel was 
debated extensively by the Council. Early drafts required 
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thirty-two (32) hours bf annual in-service training. Com
ments received on these early drafts of the Model Statute 
suggested that armed personnel should receive more than the 
32 hours, with recommendations ra~ging all the way to 120 
hours, 'the current level in the State of Ohio for commis
sioned private security personnel. The debate showed there 
was no consensus either on the type of training which should 
be given, since many of the suggested courses were police
oriented, or on the total number of hours. The Council 
thought that recommending 32 hours of training without speci
fying the courses would be counterproductive. However, to 
call for a curriculum which fit the 32-hour block was no,!: 
feasible without further study. Finally, the Council voted 
to require orientation and firearms training only, and to 
appoint a special study committee to make a separate report 
at a later date on a model private security officer train~ 
ing program. 

Unarmed Private Security Officers (Part V) 

All unarmed, uniformed private security officers 
must submit an employment application and two sets of clas
sifiable fingerprints to their prospective employers before 
beginning employment. The employer must forward those docu
ments to the licensing authority on or before the date the 
person begins employment. However, the unarmed private 
security officer can work while the licensing authority is 
processing the documents. As with armed personnel, the 
licensing authority must complete a criminal history record 
check within thirty (30) days. If the record check does 
not reveal conviction data which would preclude employment, 
the licensing authority must issue an identification card 
to the applicant through the employer. There are no train
ing requirements in the Model Statute for the unarmed pri~ 
vate security officer. 
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MODEL PRIVATE SECURITY LICENSING 
AND REGULATORY STATUTE 

PART I, TITLE~ PURPOSE AND DEFINITIONS 
Section 1. TITLE. 

This Statute shall be known and may be cited as 
"Private Security Licensing and Regulatory Statute". 

Section 2. PURPOSE. 

~he pu7Pose of this Statute is to increase the 
level~ of ~ntegr~ty ~ competency an,d performance of private 
~ecur~ty ~ersonnel ~n.order to,s?feguard the public against 
~llegal, ~l!Iproper or :tncompetent actions committed by pri
vate secur~ty personnel. To achieve that objective this 
Statute presc7 ibes uniform procedures and qualifications 
'7hroughou'7 th~s State for: licensing of companies provid
~n~ certa~n s7curity.services; registration of all armed 
p7~v~te sec~r7ty off~cers employed in this State; estab
l~s~~ng tra~n~ng standards for armed private security 
off~cers; requiring public liability insurance covera e 
for ~1~ empl~Y7rs of armed private security officers; g 
req~~r~ng cr~m1nal history checks on all private security 
off~cersi and restricting the hir;ng of t' '. • cer a~n persons as pr~vate secur~ty officers. 

Section 3. DEFINITIONS. 

For the purpose of '7hjs S'7atute, the following 
terms, phrases, words and the~r der~vations shall have the 
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meaning given herein. When not inconsistent with the con
text, words used in the plural number shall include the 
singular number and words in the singular number shall include 
the plural number. 

(a) The term "Alarm Response Runner" means any indivi
dual person employed by a Contract Security Company or a 
Proprietary Security Organization to respond to security 
system signals, other than a person whose sole function is 
to maintain or repair a security system. 

(b) The term "Armed Courier Service" means any Person 
that transports or offers to transport under armed security 
guard from one place or point to another place or point, 
valuables, currency, documents, papers, maps, stocks, bonds, 
checks, or any other item that requires expeditious delivery. 

(c) The term "Armed Private Security Officer" means an 
individual employed by a Contract Security Company or a Pro
prietary Security Organization; whose principal duty is 
that of an armed security guard, armed armored car service 
guard; armed courier service guard or armed alarm response 
runner; and who at any time wears, carries, possesses or has 
access to a firearm in the performance of his duties. 

(d) The term "Armored Car Service" means any Person 
that transports or offers to transport under armed security 
guard from one pla~e or point to another place or point, 
currency, je\l7els, stocks, bonds, paintings, or other valu
ables of any kind, or other items in a specially equipped 
motor vehicle which offers a high degree of security. 

(e) The term "Branch Office" means any office of a 
Licensee within"the State other than its principal place of 
business within the State. 

(f) The term "Certified Trainer" means aJlY Person 
approved and certified by the Licensing Authority as quali
fied to administer and certify to successful completion of 
the minimum training requirements for Private Security Offi
cers required by Section 37 of this Statute: 

(g) The term "Contract Security Company" means any Per
son engaging in the business of providing, or which undertakes 
to provide, a security guard, an alarm response runner, 
armored car service, or armed courier service, as defined in 
this Statute, on a contractual basis for another Person, 

(h) The term "Employer/Employee Relationship" means 
the performance of any service for wages or under any contract 
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of hire, written, oral, expressed or impli7d bY,an individual, 
and provided the employer has control or c:hrect~on over the_ 

erformance of such service both under th~s contract or ser 
~ice and provided that such service is performed personally by 
such individual. 

(i) The term "Identificatiol~ Card" mec;tns a pock,,:!
card issued by a Licensing Author~ty to a Pr~vate Sec':l1'7ty 
Officer as evidence that the individual has met the m~n~m~ 
qualifications required to perform duties of an unarmed Pr~
vate Security Officer. 

(j) The term "Licensee"means any Person to whom a . 
license is granted in accordance with the provisions of th~s 
Statute. 

of 
of 

(k) The term ';Licensing Authority" means the Secretary 
the State or other appropriate department, agencY,or bureau 
the State designated to administer and enforce th~s Statute. 

(1) The teny. "Person'" includes indivic;1uals, firms, ~sso
ciations, companies, partnerships! ~orporat70~s, non-prof~t 
organizations, institutions, or s~m~lar ent~t~es. 

(m) 'l:he term "Police Chief Executive I' ~e~ns the elected 
or appointed police administrator of any mun~c~pal, county, or 
State police department or sheriffts depart~ent~ ~uc~ d7part
ment having full law enforcement powers in ~ts Jur~sd~ct~on. 

(n) The ternl "Principal Corporate Officer" means _ 
the president, vice president, treasurer, secretary or,comP

f troller as well as any other person who performs funct~ons ~r 
the corporation corresponding to those performed by the fore 
going officers. 

(0) The term "Proprietary Security Organization" means 
any Person or department of that Person which employs ~ secu
rity guard an alarm response runner, armored car serv~c~, or 
armed courier services, as defined in this Statute r so 7 y , 
for such Person; and wherein an employer/employee relat~onsh~p 
exists. 

(p) The term "Qualifying,Ag7n~" mea~s, in the case of a 
corporation, an officer or an ~nd~v~dual ~n a management " 
capacity or in the case of a partnership, a general or unl~m~
ted part~er, meeting the experience qualificat~o~s set forth 
in this Statute for operating a Contract Secur~ty Company. 

(q) The term "Registrant" means an individual who has a 
valid Registration Card issued by the Licensing Authority. 
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1 (r) The term "Registration Card" means the permanent 
2 permit issued by the Licensing Authority to a Registrant as 
3 evidence that the Registrant has met the minimum qualifica-
4 tions required by this Statute to perform the duties of an 
5 Armed Private Security Officer. 
6 
7 (s) The term "Security Alarm System" means an 
8 assembly of equipment and devices (or a single device such 
9 as a solid-state unit which plugs directly into a 110-volt 

10 AC line) designated to detect and/or signal unauthorized 
11 intrusion, movement, or exit at a premises, or to signal an 
12 attempted robbery, or other criminal acts at a protected 
13 premises; and with respect to such signals, police and/or 
14 security guards or alarm response runners are expected to 
15 respond. Fire alarm systems and alarm systems which monitor 
16 temperature, humidity or any other conditions not directly 
17 related to the detection of an unauthorized intrusion into 
18 premises or an attempted robbery at a premises are excl~ded 
19 from the provisions of this Statute. 
20 
21. (t) The term "Security Guard" means an individual 
22 principally employed to protect a person or persons and/or 
23 property from criminal activities and whose duties include, 
24 but are not limited to the prevention of: unlawful intrusion 
25 or entry, larceny, vandalism, abuse, arson, or trespass on 
26 private property; or control regulation or direction of the 
27 flow or movements of the public, whether by vehicle, on foot 
28 or otherwise; and street patrol service or merchant patrol 
29 service. Persons who"";;' duties are limited to custodial or 
30 observational dutie~ ~~ the reporting of administrative 
31 regulations only are specifically excluded from this defini-
32 tion. 
33 
34 (u) The term "Street Patrol Service" means any Contract 
35 Security Company or Proprietary Security Organization that 
36 utilizes foot patrols, motor vehicles or any other means vf 
37 transportation in public areas or on public thoroughfares in 
38 the performance of its security functions. 
39 
~:n (v) The term "Sworn Peace Officer" means any individual 
41 who derives plenary or special law enforcement powers from, 
42 and is an employee of, the Federal Government, the State (or 
43 Commonwealth), or any political subdivision, agency, department, 
44 branch or service of either, of any municipality, or of any 
45 other unit of local government. 
46 
47 (w) The term "Unarmed Private Security Officer" means 
48 an individual employed by a Contract Security Company or a 
49 Proprietary Security Organization; whose principal duty is 
50 that of a security guard, armored car service guard, or alarm 
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1 response runner; who never wears, carries or has access to 
2 a firearm in the performance of those duties; and who wears 
3 dress of a distinctive design or fashion, or dress having any 
4 symbol, badge, emblem, insignia or device which identifies or 
5 tends to identify the wearer as a security guard, ,alarm 
6 response runner, or armored car service guard. 
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PART II, THE LICENSING AUTHORITY 

Section 4. ESTABLISHMENT OF A LICENSING AUTHORITY 

(a) There is hereby created a Private Security Industry 
Regulatory Board, hereinafter called the Licensing Authority 
or Board, designated to carry out the duties and functions 
conferred upon it by this Statute. 

(b) The Position of Director of the Private Security 
Industry Regulatory Board is hereby. created. He shall serve 
as the chief administrator of the Board. He shall not be a 
member of the Board but shall be a full-time employee of the 
Board, fully compensable in an amount to be determined by the 
Legislature. The Director shall perform such duties as may be 
prescribed by the Board except those duties vested in the 
Board by Section 11 of this Statute, and shall have no financial 
or business interests or affiliations, contingent or otherw1se, 
in any person rendering private security services. 

Section 5. LICENSING AUTHOR:'·;;: SEAL 

The Licensing Authority shall have a seal, the form 
of which it shall prescribe. 

Section 6. BOARD MEETING 

The b02rd shall consist of the following members: 

(a) The Attorney General or his duly designated repre
sentative shall serve as an ex officio member of said Board, 
and such service shall not jeopardize that individual's offi
cial capacity with this State; and 

(b) The ,Qirector of the (State) Department of Public 
Safety or his duly designated representative shall serve as 
an ex officio member of said Board, and such service shall 
not jeopardize that individual's official capacity with this 
State; and 

(c) One Police Chief Executive appointed by the Gover
nor subject to legislative confirmationi and 

(d) Two members shall be appointed by the Governor sub
ject to legislative confirmation, who are licensed under the 
provisions of this Act, who have been engaged for a period of 
three years in the rendering of private security services, 
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and who are not employed by or affiliated with any other mem~ 
ber of the Boardi" and 

(e) Two members shall be appointed ~y the Governor sub
ject to legisiative confirmation, who are selected from the 
public at large, who are citizens of the United,States and 
residen~of this State, and who are nat now or 1n the past 
employed. by or affiliated with a person rendering private 
security services; and 

(f) Two members shall be appointed by the Governor sub
ject to legislative confirmation, who are citizens of the. , 
United States and residents of this State and who are full-t1me 
managers responsible for a Proprietary Security Organization 
Function. 

section 7. CHAIRMANS~IP OF BOARD 

The Governor shall designate one appointee to sit as 
Chairman of the Licensing Authority for that member's full term. 

section 8. VOTING POWERS AND PROCEDURES 

(a) No action shall be taken by the Board unless a quorum 
of the membership of said Board is present and accounted for. 

(b) 
upon the 
majority 
ted for. 

All powers, duties and responsibilities conferred 
Board by this Act may be exercised or taken by a 
vote of the necessary quorum then present and accoun-

Section 9. TERMS OF OFFICE 

(a) The Director of the Department of Public Safety and 
the Attorney General, or their representatives, shall serve on 
the Board during their terms of office and shall per~orm the, 
duties required by this Act in addition to those dut1es requ1-
red of them in other official capacities. 

(b) The appointed members of the Board shall,serve six
year terms, said terms to be staggered by t~e app<;>:i.ntment o~ 
the initial appointees as follows: The po11ce ch1ef execut1ve 
and one Proprietary Security Orgat;lization Manager for,an 
initial term of two yearsione l1censee and one pub11c at- , 
large member for an initial term of four years; and the rema1n
ing members for initial terms of six years. 
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Sectien 10. VACANCIES 

The Geverner shall, subject te legislative cenfir
matien, fill vacancies .occurring ameng ap~einted members ~f 
the Beard with appeintments fe.r the durat~en .of the unexp~red 
term. Said appeintees must meet the qualificatien fer that 
pesitien te be filled as stipulated in Sectien 6. 

Sectien 11. POWERS OF THE LICENSING AUTHORITY RELATING 
TO RULES AND REGULATIONS; PETITIONS 

The fellewing pewers are hereby vested in the 
Licensing Autherity: 

(a) Premulgatien .of rules and regulatiens which are rea
senable, preper and necessary te ca.rry .out the functie~s e~ the 
Licensing Autherity; investigatiens limited te determ~nat~ens 
as te whether the previsiens .of this Statute are being cemplied 
with .or vielated; enfercement .of the previsiens .of this Sta
tute; establishment .of precedures fer the preparatien and 
processing .of examinatiens, applicatiens, license certificates, 
Registratien and Iden.tificatien Cards, renewals, appeals, 
hearings and rule-making preceedings; and determinatien .of the 
qualificatiens of Licensees and Private Security Officers cen
sistent with the previsiens .of this Statute. 

(b) Any interested persen may petitien the Licensing 
Autherity te enact, amend .or repeal any rule .or regulatien 
within the scepe .of paragraph (a) .of this Section. The Lice~
sing Autherity shall prescribe by rule the ferm fer such pet~
tiens and precedures fer their submissien, censideratien and 
dispesitien. 

Sectien 12. ~!IBPOENAS ; OA~HS ; CONTEMPT POWERS 

(a) In any investigatien cenducted unde'r the prev~s~ens 
.of this Statute, the Licensing Autherity may issue subpeenas 
te cempel the attendance .of witnesses and the preductien .of 
relevant beeks, acceunts, recerds and decuments. The .officer 
cenducting a hearing may administer .oaths and may require 
testimeny .or evidence te be given under .oath. 

(b). If a witness refuses te .obey a subpeena .or te give 
any evidence relevant te preper inquiry by the Licensing 
Autherity, the Licensing Autherity may petitien a ceurt .of 
cempetent jurisdictien within the State te cempel the witness 
te .obey the subpeena .or te give the evidence. The ceurt 
shall premptly issue precess te the witness and shall ~eld a 
hearing en the petitien as seen as pessiale. If the w~tness 
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then re~uses, withe~t rea~enable cause .or legal grounds, te 
be exam~~ed .0: te g~ve 7v~dence relevant te preper inquiry 
by the L~cens~ng Auther~ty, the ceurt may cite the witness 
fer centempt. 

Sectien 13. PUBLIC NOTICE AND HEARING ON 
PROPOSED RULEMAKING 

(a) The Licensing Autherity shall, prier te the adep
tien .of any rule.er regulatien .or the amendment e~ repeal 
thereef, .or heldu;g .of any public h7arings, netify in writing 
and by mail all L~ce~sees and Prepr~etary Security C>rganiza
tiens which have reg~stered empleyees within the State, pub
lish in the State Regist7r (.or ~f th7re is ne State Register, 
a newsp~per .of general c~rculat~en w~thin the State) netice 
.of t~e ~ntended actien; shall give publicity te the prepe
sal ~n such ether manner as it regards apprepriate; and 
shall held a public hearing at which all interested persens 
are given an eppertunity te submit data and views either 
.orally .or in writing. Netice shall include: 

(1) A statement .of the time, place and nature 
.of the public rulemaking preceedings; 

(2) Reference te the autherity under which the 
rulemaking is preposed; and 

(3) The exact werding .of prepesed rules .or 
rule changes; .or 

(4) Either the terms .or substance .of the pre
pesed rulemaking .or a descriptien in rea
senable detail .of the subjects and issues 
invelved. 

The publicatien .or service .of any netice required 
by. this S~ctien shall be made net less than thirty (30) days 
pr~er te ,.~he date .of the public hearings. The hearings shall 
be he~d net less than thirty (30) days prier te the prepesed 
adept~en, amendment, .or repeal .of, the rule .or regulatien as 
~he case m~y be, except as .otherwise previded by the Licens
~ng.Auther~ty upen geed cause feund and published with the 
net~ce. 
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PART III. LICENSING OF CONTRACT SECURITY COMPANIES 

Section 14. REQUIREMENT FOR LICENSE. 

(a) It shall be unlawful and punishable as provided 
in Sect~on 42 of this Statute, for any person to engage in 
the bus~ness of a Contract Security Company within this 
State wit~out having first obtained a Contract Security 
Company L~cense from the State Licensing Authority, subject 
t.O paragraph (b) hereof. 

(b) Every person engaged in the Contract Security Com
pany business within the State on the ef£ective date of this 
S~atut~, however~ shall have 180 days to'apply to the 
L~cens~ng Author~ty for a license to operate a Contract 
S~curity comp~ny. Any such person filing a timely applica
t~on may cont~nue to engage in business pending a final 
determination of such application. 

(c) Unless there is a separate statute currently in 
effect in this State by which an alarm or armored car busi
ness is licensed and regulated, all provisions of this Sta
tute shall apply equally to said businesses which shall be 
considered as Contract Security Companies. If there is a 
separate statute in effect in this State by which alarm and 
armored car businesses are licensed and regulated the 
licensing provisions of this Statute shall not ap~lY to such 
businesses unless such businesses are also engaged in the 
business of providing security guard services. 

Section 15. FORM OF APPLICATION. 

. (a) A~plications for licenses required by the provi-
s~ons ~f th~s Statute shall be filed with the Licensing 
Author~ty on a form provided by the Licensing Authority. 
If the applicant is an individual, the applications shall 
~e subscribed and sworn to by such person. If the applicant 
~s a partne.rship, the application shall be subscribed and 
~worn to by each p~rtner. If the applicant is a corporation, 
~t shall be subscr~bed and sworn to by at least one principal 
corporate officer. 

(1) The full name and business address of the 
applicant and, if the applicant is a cor
poration or partnership, the name and 
address of the Qualifying Agent; 
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(2) 

(3) 

(4) 

(5) 

(6) 

The name under which the applicant intends 
to do business; 

The address of the principal place of busi
ness and all Branch Offices of the applicant 
within this State, and the corporate head
quarters of the business if outside of the 
State; 

If the applicant is a corporation, the 
correct legal name, the state of incorpora
tion, and the date it qualified to do busi
ness within this State; 

A list of principal officers of the corpora
tion and the business addJ:ess, residence 
address and the office or position held by 
each such officer in the corporation; 

a. As to each individual applicant, or if 
the applicant is a partnership, as to each 
partner, or if the applicant is a corpora
t.ion, as to the Qualifying Agent, the follow
ing information: 

(i) full name, (ii) age, (iii) date and 
place of birth, (iv) all residences during 
the immediate past five years, (v) all 
employment or occupations engaged in during 
the immediate past five years, (vi) two sets 
of classifiable fingerprints, (vii) a photo
graph taken within the last six months of a 
size prescribed by the Licensing Authority, 
(viii) a general physical description, 
(ix) letters attesting to good moral charac
ter from three reputable individuals, not 
related by blood or marriage, who have known 
the applicant(s) or Qualifying Agent for at 

. least five years, (x) three credit refer
ences from lending institutions or business 
firms with whom the applicant(s) or Quali
fying Agent has established a credit record, 
and (xi) a list of all arrests, convictions, 
and pending criminal charges in any jurisdic
tion, for any felony, crime involving moral 
turpitude, or illegal use or possession of 
a dangerous weapon, for any of which a full 
pardon (or similar relief) has not been 
granted. 
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(7) 

b. As to every required person, a statement 
of experience that meets the qualifications 
of Section 16. 

As to each applicant which is a corporation or 
partnership, the names and addresses of eac~ 
principal officer, director, or partner, wh1ch
ever is applicable and unless ~he stock o~ ~uch 
corporation is listed on a nat10nal secur1t1es 
exchange or registered under Section. 12 of the 
Securities and Exchange Act 0.£ 193.4, as amended, 
the names and addresses of all stockholders. 

(b) The Licensing Authority may r~quirl3 th'7't th~ appli
cation include any other information wh1ch the L~,?ens1ng 
Authority may reasonably deem necessary to d'7terf!i:Lne whether 
the applicant or individual signing the aJ?p11cat10n meets the 
requirements of this Statute or to estab11sh the truth of the 
facts set forth in the application. 

(c) Any individual signing a license application must 
be a't least (the legal age for licensing generally estab
lishE.\d in the State) years of age. 

Section 16. LICENSE QUALIFICATIONS. 

(a) Every applicant, or in the case ~f a partner~hiJ? 
each partner, or in the case of a corporat10n the Qua17fY1ng 
Agent, shall meet the following qualificat~ons before 1t may 
engage in the business of a Contract Secur1ty Company: 

( 1) 

(2) 

(3) 

(4) 

(5) 

Be of legal age; 

Be a citizen of the United States or a 
resident alien; 

Not been convicted in any jurisdiction of 
any felony, or any crime involving moral 
turpitude, or illegal use or possession of 
a dangerous weapon, for any of which a full 
pardon (or similar relief) has not been 
granted; 

Not been declared by any court of competent 
jurisdiction incompetent by reason of mental 
defect or disease and has not been restored; 

Not suffering from habitual drunkenness or 
from narcotics addiction or dependence; 
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(6) Be of good moral character; 

(7) Possess three (3) years experience as a mana
ger, supervisor, or administrator with a 
Contract Security Company or Proprietary 
Security Organization or possess three (3) 
years supervisory experience approved by the 
Licensing Authority with any Federal, U. S. 
military; state, county or municipal law 
enforcement agency. 

(b) If the Licensing Authority dete1~ines that the appli
cant or Qualifying Agent has not satisfactorily complied with 
paragraph 16 (a) (7), it may require compliance with paragraph 
(c) of this Section. 

(c) Examination Requirement: The Licensing Authority 
shall prepare and administer at least twice anually examinations 
designed to measure an individual's knowledge and competence 
in the Contract Security Company business. An applicant or 
Qualifying Agent successfully passing the Licensing Authority's 
examinationmaysubstitute that for the experience requirement 
of paragraph (a) (7) of this Section. 

(d) In the event that the Qualifying Agent upon whom the 
Licensee relies to comply with paragraph (a) (7) or to qualify 
under paragraph (c) of this Section shall cease to perform his 
duties on a regular basis, the Licensee shall promptly notify 
the Licensing Authority by certified or registered mail and 
shall obtain, as promptly as possible, a substitute eligible 
individual within six (6) months from and after the disquali
fication of such individual. The Licensing Authority may 
revoke the license or may, in its discretion, extend for a 
reasonable time the period for obtaining a substitute Quali
fying Agent. 

(e) A corporation seeking a License shall be incorpora
ted under the laws of this State or shall be duly qualified 
to do business within this State with a valid certificate of 
authority issued by the Secretary of State and an agent for 
service of process designated as required by law. 

Section 17. LICENSE APPLICATION - INVESTIGATION. 

After receipt of an application for a license, the 
Licensing Authority shall conduct an investigation to deter
mine whether the facts set forth in the application are true 
and shall compare, or request that [the appropriate State 
agency] compare the fingerprints submitted with the applica-
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tion to fingerprints filed with [the Division of Criminal 
Identification, Records and Statistics of the State Depart
ment of Corrections, or its equivalent]. The Licensing 
Authority [or the State agency comparing the fingerprints] 
shall also submit the fingerprints to the Federal Bureau 
of Investigation for a search of the fingerprint files of 
that agency to determine if the individual fingerprinted 
has any convictions recorded in the FBI files. 

Section 18. ACTION ON LICENSE APPLICATION. 

-~ 

Within thirty (30) days after receipt of an appli
cation, the Licensing Authority shall either issue a license 
to the applicant or notify the applicant of a denial of 
the license application. In the event that additional infor
mation is required from the applicant by the Licensing Autho
rity to complete its investigation or otherwise to satisfy 
the requirements of this Statute, or if the applicant has 
not submitted all of the required information, the thirty
day period for action by the Licensing Authority shall com
mence when all such information has been received by the 
Licensing Authority. 

Section 19. GROUNDS FOR DENIAL OF APPLICATION. 

The Licensing Authority shall deny the application 
for a license if it finds that the applicant or the Quali
fying Agent or any of the applicant's owners, partners or 
principal corporate officers have: 

(a) Violated any of the provisions of this Statute 
or the rules and regulations promulgated hereunder; 

(b) Practiced fraud, deceit or misrepresentation; 

(c) Knowingly made a material mi~statement in the 
application for a license; or 

(d) Have not met the qualifications of section 16, 
paragraph (a) of this Statute. 

Section 20. PROCEDURE FOR APPROVAL OR DENIAL 
OF APPLICATION; HEARINGS. 

(a) The procedure of the Licensing Authority in approv
ing or denying an application shall be as follows: 
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(1) If the application is apprr-red, the Licensing 
Authority shall notify the ~~plicant in writ
ing that a license will be issued. Such noti
fication shall state that the license so 
issued will expire in two (.2) years, unless 
renewed in accordance with Sections 21 and 24 
of this Statute, and shall set forth the time 
within which application for renewal must be 
made. 

(2) If the application is denied, the Licensing 
Authority shall notify the applicant in writ
ing and shall set forth the grounds for denial. 
If the grounds for denial are subject to correc
tion by the applicant, the notice of denial 
shall so state and the applicant shall be given 
ten (10) days after receipt of such notice or, 
upon application, reasonable additional period 
of time within whiGh to make the required 
correction. 

(b) If the application is denied, the applicant may 
within thirty (30) days after receipt of notice of denial from 
the Licensing Authority request a ihearing on the denial. 
Within ten (10) days after the filing of such request for hear
ing by the applicant, the Licensing Authority shall schedule a 
hearing to be held before the Licensing Authority after due 
notice to the applicant. The hearing shall be held within 
fifteen (15) days after such notice is mailed to the applicant, 
unless postponed at the request of ·,the applicant. The appli
cant shall have the right to make an oral presentation at the 
hearing, including the right to present witnesses and to con
front and cross-examine adverse witnesses. Applicant may be 
represented by counsel. If the hearing is before a hearing 
officer, such officer shall submit his report in writing to 
the Licensing Authority within ten(lO) days after the hearing. 
The Licensing Authority shall issue it.s decisions within ten 
(10) days aftE\l:." the hearing or within ten (10) days after 
receiving the .report of the hearing officer. The decision of 
the Licensing Authority shall be in writing and shall set 
forth the Licensing Authority's findings and conclusions. A 
copy thereof shall be promptly mailed to the principal office 
of the applicant within the State. 

Section 21. RENEWAL OF LICENSE. 

Each license shall expire two (2) years after its 
date of issuance. Application for renewal of a license must 
be received by the Licensing Authority on a form provided by 
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the Licensing Authority not less than thir~y (30). days I?rior 
to the expiration date of the license, subJect tO,the r~ght 
of the Licensing Authority to refuse to renew a l~cense for 
any of the grounds set forth in Section 25 pa:agr~ph (a), 
and it shall promptly notify the li,?ensee of ~ts 7nt7nt ~o_ 
refuse to renew the license. The l~cens7e may, , toll. th~n f ~f 
teen (15) days after receipt of such not~ce of ~ntent to 
~efuse to renew a license, request a hearing on ~uch refusal 
in the manner prescribed by Section 25 (b). A L~censee ~hall 
be permitted to continue to engage in the c~ntr~ct Sec~r~ty 
Company business while its renewal applicat~on ~s pend~ng. 

Section 22. APPLICATION, LICENSE AND RENEWAL FEES. 

(a) A non-refundable application fee of Five Hundred 
Dollars ($500.00) shall be remitted with each initial license 
application. 

(b) A fee of Two Hundred Fifty D~llars, ($250.00), refund
able in the event the license re:lewal ~s den~ed, ~hall be 
remitted with each application for renewal of a l~cense. 

Section 23. FORM OF LICENSE. 

The license, when issued, shall be in a form pre
scribed by the Licensing l\uthority and shall include: 

(a) The name of the Licensee; 

(b) The business name under which the Licensee is to 
operate; 

(c) The addresses of the locations where the Licensee 
is authorized to operate; and 

(d) The number and date of the license and its date 
of expiration. 

Section 24. LICENSE - TRANSFERABILITY. 

(a) No license issued pursuant to the prov~sions of 
this Statute shall be assigned or transferred, e~ther by 
oPeration of law or otherwise. 

(b) If the license is held by an owner who is not 
alreadY a licensee, other than a corporation, and such o~ner 
shall die, become disabled or otherwise cease to engage ~n 
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the business, the Successor, heir, devisee, o~ personal 
representative of such owner shall, within thirty (30) days 
of such death, disablement, or other termination of opera
tion by the original licensee, apply for a license on a form 
prescribed by the Licensing Authority, which form shall 
include the same general information required by Section 15 
of this Statute. The transfers shall be subject to the same 
general requirements and procedures set forth in Sections 16 
through 21 of this Statute to the extent such Sections are 
applicable. 

(c) If a sale, assignment, transfer, merger or consoli
dation of a business licensed under this Statute is consumma
ted, the purchaser, assignee, transferee, surviving or new 
corporation who is not already a licensee shall immediately 
apply for a license on a form prescribed by the Licensing 
Authority which shall include the general information requi
red by Section 15 of this Statute. The purchaser, assignee, 
transferee, surviving or new corporation shall be subject to 
the same general requirements and procedures set forth in 
Section 16 through Section 21 of this Statute to the extent 
such Sections are applicable and may continue the operation 
of that licensed business until notified by the Licensing 
Authority of its final decision on the new application for 
a license. 

(d), With good cause, the Licensing Authority may extend 
the period of time for filing the application required by 
paragraph (b) and paragraph (c) of this Section. 

Section 25. LICENSES - REVOCATION; HEARINGS; 
APPEALS; NOTICES 

(a) Licenses may be revoked by the Licensing Authority 
in the manner herinafter set forth if the licensee or any of 
its owners, partners, principal corporate officers or Quali
fying Agent are: 

(1) Found to have violated any of the prov~s~ons 
of this Statute; or any rule or regulation 
of the Licensing Authority which violation 
the Licensing Authority determines to 
reflect unfavorably upon the fitness of 
the licensee to engage in the Contract 
Security Company business 

(2) Found to have knowingly and willfully given 
any false information of a material nature 
in connection with an application for a 
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license 0,'" a renewal or reinstatement of a 
license ( " in a notice of transfer of a 
business licensed under this statute. 

(3) Found to have been convicted in any jurisdic
tion of a felony or a misdemeanor if the 
Licensing Authority determines that such con
viction reflects unfavorably on the fitness of 
the applicant to engage in the contract Secu
rity Company business; or 

(4) Found to have committed any act while the 
license was not in effect which would have 
been cause for the revocation of a license, 
or grounds for the denial of an application 
for a license. 

(b) Prior to revocation of a license, the Licensing 
Authority shall promptly notify the licensee of its intent 
to issue an order of revocation, setting forth in reasonable 
detail the grounds for revocation. Within Thirty (30) days 
of receipt of notice of intent to revoke from the Licensing 
Authority, the licensee may request a hearing. Within ten 
(10) days after the filing of a request for hearing by the 
licensee, the Licensing Authority shall, upon due notice to 
the licensee, schedule a hearing to be held before the 
Licensing Authority or an officer designated by the Licensing 
Authority. The hearing shall be held within fifteen (15) days 
after such notice is mailed to the licensee, unless post
poned at the request of the licensee. The licensee shall 
have the right to make an oral presentation at the hearing, 
including the right to present witnesses and to confront and 
cross-examine adverse witnesses. The licensee may be repre
sented by counsel. If the hearing is held before a hearing 
officer, such officer shall submit his report in writing to 
the Licensing Authority within ten (10) days after the hear
ing. The Licensing Authority shall issue its decision 
within ten (10) days after the hearing or within ten (10) 
days after receiving the report of the hearing officer. 
The decision of the Licensing Authority shall be in writing 
and shall set forth the Licensing Authority's findings and 
conclusions. A copy thereof shall be promply mailed to the 
principal office of the licensee within the State. 

(c) Within ninety (90) days after the licensee has 
exhausted all rights of appeal under this Statute or, if the 
licensee does not seek a hearing after receipt of a notice 
of intent to revoke, the licensee shall notify all of its 
clients within the State of such revocation and shall main
tain in its records a copy of such notices. The licensee 
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shall cease to perform any services fOr which it has been 
licensed under this Statute within sixty (60) days of its 
receipt of the final notice of intent to revoke from the 
Licensing Authority. 

. (d) Under circumstances in which the Licensing Autho-
r~ty determines that the public health, welfare or safety 
may be jeopardized by the termination of a licensee~s ser
vices, the Licensing Authority may upon its own motion or 
upon application by the licensee or any party affected by 
such termination extend the time for the termination of the 
licensee's operations, subject to such reasonable, necessary 
and proper conditions or restrictions as it deems appropri
ate. 

(e) After the Licensing Authority has issued a notice 
of intent to revoke a license, the licensee may request 
that it be permitted to continue to operate subject to the 
terms of a written order of consent issued by the Licen8ing 
Authority, requiring the licensee to correct the conditions 
set forth as grounds for revocation in the notice of intent 
to revoke and imposing reasonable conditions and restric-:
tions on the licensee in the conduct of its business. ~i~he 
Licensing Authority may in its sole discretion grant or deny 
such a request and may stay or postppne any proceeding being 
conducted pursuant to paragraph (b) of this Section. N'=go
tiations for such an order of consent may be requested at 
any time during revocation proceedings and stay of pending 
proceedings during such negotiations shall be within the 
sole discretion of the Licensing Authority. If revocation 
proceedings are before a court and the Licensing Authority 
and Licensee have agreed upon the terms of a proposed con
sent order, the Licensing Authority shall submit the proposed 
order to the court which may approve or disapprove the pro
posed order or require modification of the proposed consent 
order before approval. 

~ (f) The Licensing Authority shall enact reasonable 
rules and regulations for determination of whether a licen
see has complied with a consent order issued pursuant to 
paragr~ph (e) of this Section. If the Licensing Authority 
determ~nes that a licensee has failed to comply, it may 
revoke such order and conduct proceedings for revocation 
of the license. If the consent order has been approved by 
a court, the Licensing Authority shall petition such court 
for vacation of the order. The court ~Ihall hold a hearing 
to determine if the order should be vac&ted. If the court 
vacates the consent order, the Licensing Authoity may 
initiate proceedings for revocation of the license. 
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Section 26. POSTING AND SURRENDER OF LICENSE CERTIFICATE. 

(a) Within seventy-two (72) hours after receipt of the 
license certificate, the Licensee shall cause such license 
certificate to be posted and to be displayed at all times in 
a conspicuous place in the principal office of the Licensee 
within the State and copies thereof to be displayed at all 
times in any other offices within the State where the 
Licensee transacts business with its customers, so that all 
persons visiting such place or places may readily see the 
license. Such license certificates or copies thereof shall 
be subject to inspection at all reasonable times by the 
Licensing Authority. 

(b) It shall be unlawful for any person holding such a 
license certificate to knowingly and willfully post such 
license certificate or permit such license certificate to be 
posted upon premises other than those described in the 
license certificate or to knowingly and wj,.llfully alter such 
license certificate. Each license certificate shall be sur
rendered to the Licensing Authority within seventy-two (72) 
hours after it has been revoked or after the licensee ceases 
to do business, subject, however, to Section 25 paragraph (d) 
and paragraph (e). If, however, the Licensing Authority or 
a court of competent jurisdiction has pending before it any 
matter relating to the :.;-enewal, revocation or transfer of a 
license, the Licensee shall not be required to surrender the 
license until the matter has been adjudicated and all appeals 
have been exhausted. When the Licensee receives final notice 
that its license has been revoked, a copy of such notice 
shall be displayed and posted in close proximity to the 
license certificate until the Licensee terminates its opera
tions. 

Section 27. CHANGE IN STATUS OF LICENSEE. 

The Licensee shall notify the Licensing Authority 
within thirty (30) days of any change in its officers, direc
tors, or material change in the information previously fur
nished or required to be furnished to the Licensing Authority 
or any occurrence which could reasonably be expected to affect 
the Licensee's right to a license under this Statute. 
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PART IV. EMPLOYMENT~ REGIS~RATioN AND TRAINING 
OF ARMED PRIVATE SECURITY OFFICERS 

Section 28. APPLICATION FOR REGISTRATION. 

(a) Except as otherwise provided in this Statute, no per
son shall perform the functions and duties of an armed Private 
Security Officer in this State without first having been regis
tered with the Licensing Authority and issued a Registration 
Card in the manner prescribed in the Statute. 

(b) Individuals required to obtain a Registration Card 
under this Section shall file for a Registration Card and, upon 
completion thereof, the Licensee or Registrant shall immediately 
forward the application to the Licensing Authority. 

(c) Every applicant for a Registration Card shall make and 
deliver to the Licensee or the Licensing Authority a sworn appli
cation in writing upon a form prescribed by the Licensing Author
ity, containing the following information: 

(1) The name and address of the person which 
employs or will employ the applicant~ 

(2) Applicant's full name and current residence 
address; 

(3) Date and Place of Birth~ 

(4) Social Security Number~ 

(5) Telephone number, if any; 

(6) Complete addresses for the past five (5) y~ars~ 

(7) List of all employers for the past five (5) years~ 

(8) List of all arrests, convictions and pending cr!~ 
minal charges in any jurisdiction; 

(9) Type of military discharge~ 

(10) General physical description~ 

(11) All names used by the applicant other than the 
name by which he or she is currently known, with 
an explanation setting forth the place or places 
where each such name was used, the date or dates 
of each use and an explanation of why such names 
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were used; 

(12). Two sets of classifiable fingerprints recorded 
i~ suc~ manner as may be prescribed by the 
L~cens~ng Authority; 

(13) Two recent color photographs; 

(14) 

(15) 

(16) 

(17) 

A s~atement ~hether the applicant has ever been 
den~ed a Reg~stration Card and whether such 
c~rd,has been revoked or suspended in any juris
d~ct~on; 

A,stat7ment that the applicant will notify the 
~~cens~n~ Authority of any material changes of 
~nformat~on set forth in the application within 
ten (10) days after the change; 

ft ~~~teTendt that t9~ application does not suffer from 
a ~ ua runkeness or from narcotics addiction 

or,dependence and does not possess any disability 
wh~ch would pr7vent him from performing the duties 
of an Armed Pr~vate Security Officer; and 

A statement £:pm a Certified Trainer to the effect 
that,the appl~cant has completed the training 
requ~red by Section 37 (a) and 37 (b) of th' 
Statute. ~s 

(d) To be eligible to apply for a Registration Card an 
individual must: 

(1) 

(2 ) 

(3) 

(4) 

(5) 

Be at least of legal majority age; 

Be,a citizen of the United States or a resident 
al~en; 

Not have been convicted in any jurisdiction of 
any felo~y or any crime involving moral turpi
tude or ~llegal use or possession of a danger
o~s,weapon for any of which a full pardon (or 
s~m~lar relief) has not been granted; 

~ot,ha~e ~een,declared by any court of competent 
J~r~sd~ct~on ~ncbmpetent by reason of mental 
d~sease or defect and has not been restored; 

Not suffer from habitual drunkeness or from 
narcotics addiction or dependence; 
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(6) Be of good moral character; and 

(7) Not possess any disability which in the opinion 
of the Licensing Authority prevents him from 
performing the duties of an Armed Private Secu
rity Officer. 

(e) The Registration Card shall be carried by an individual 
required to be registered under this Statute whenever such indi
vidual is performing the duties of an Armed Private Security 
Officer and shall be exhibited upop request. 

'-

(f) Application for a Registration Card to the Licensing 
Authority shall be accompanied by a Fifteen Dollar ($15.00) fee. 

(g) A Registration Card shall entitle the Registrant to 
perform the duties of an Armed Private Security Officer provided 
the Registrant continues in the employ of the employer listed on 
the Card and maintains his eligibility to hold a registration 
card under the provisions of this Statute. 

Section 29. INVESTI!;ATION. 

Afte:r' receipt of an application for a Registration 
Card, the Licensing Authority shall conduct an investigation to 
determine whether the facts set forth in the application are 
true and shall cause the applicant's fingerprints to be com
pared with fingerprints filed with (the state's department or 
agency maintaining criminal history records). The Licensing 
Authority or the agency shall, within five days, forward a copy 
of the fingerprint card of the applicant to the Federal Bureau 
of Investigation and request a search of the fingerprint files 
of the FBI for any record of convictions of the Registration 
Card applicant. 

Section 30. ACTION ON REGISTR~TION CARD APPLICATION. 

Action to approve or deny an application of an indi
vidual for a Registration Card shall be taken as expeditously 
as possible by the Licensing Authority but such action shall 
be completed within thirty (30) days after receipt of the 
application unless the Licensing Authority shall require addi
tional information from the applicant. In that event or if 
additional facts are required to satisfy the requirements of 
this Statute, or if the applicant has not submitted all the 
information required, the period for action by the Licensing 
Authority shall commence when all such information has been 
received by the Licensing Authority. Upon acceptance of a 
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Registrant's application, the Licensing Authority shall enter 
the Registrant on its permanent register and shall issue to 
the Registrant a permanent Registration Card which shall be 
valid for one (1) year. 

Section 31. REGISTRATION CARDS - DENIAL, SUSPENSION 
OR REVOCATION; HEARINGS, NOTICES. 

(a) Registration Cards shall be denied, suspended or 
revoked by the Licensing Authority in the manner hereinafter 
set forth if the cardholder has: 

(1) 

(2) 

(3) 

(4) 

Failed to meet the qualifications of Section 28, 
paragraph (d) of this Statute; 

Been found to have violated any of the provi
sions of this Statute or any rule or regula
tion of the Licensing Authority if the Licens
ing Authority determines that such violation 
reflects unfavorably upon the fitness of the 
Registrant to function as an Armed Private 
Security Officer; 

Knowingly and ~lillfully given any material 
false information to the Licensing Authority 
in connection with an application for a Regis
tration Card or a renewal or reinstatement of 
a Registration Card or in the submission of 
any material fact to the Licensing Authority; 

Been convicted in any jurisdiction of a 
felony or a crime involving moral turpitude 
or illegal use or possession o~ a dangerous 
weapon, for any of which a full pardon (or 
similar relief) has not been granted. 

(b) Prior to denial, suspension or revocation of a , 
Registration Card, the Licensing Authority shall promptlY,not1fy 
the Registrant and the employer with whom the cardholder 1S 
employed of the proposed action setting forth in a reasonable 
detail the ground or grounds for denial, suspension or revoca~ 
tion. The Registrant may request a hearing in the same,manner 
and in accordance with the same procedures as that prov1ded in 
Section 25 (b) of this Statute. 

(c) In the event that the Licensing Authority denies, 
suspends or re'Vrokes a Registration Card, the cardholde::, upon 
receipt of the notice of denial, suspension or revocat10n, shall 
immediately cease to perform the duties of an Armed Private 
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Security Officer. 

(d) Both the cardholder and the employer snaIl be noti~ 
fied by the Licensing Authority of final action to deny, sus
pend or revoke a Registration Card. 

Section 32. RENEWAL OF REGISTRATION CARD ~ 

NOTIFICATION OF CHANGES 

(a) Registration Cards issued by the Licensing Authority 
shall be valid for a period of one (1) year. A Registration 
Card renewal form must be filed by the cardholder with the 
Licensing Authority not less than thirty (30) days prior to 
the expiration of the card. The fee for renewal of the Card. 
shall be Five Dollars ($5.00). The renewal application shall 
include a statement by the Registrant that the Registrant con~ 
tinues to meet the qualifications for an Armed Private Security 
Officer as set forth in Section 28, paragraph (e). The renewal 
application shall be accompanied by a statement from a Certi
fied Trainer that the Registrant has satisfactorily completed 
the prescribed refresher training required by Section 37 of 
this Statute. A renewed Registration Card shall be valid for 
one (1) year. 

(b) The Licensing Authority may refuse to renew a Regis
tration Card for any of the grounds set forth in Section 28 
(d) of this Stc:t:.u:t£: and it shall promptly notify the cardhol
der of its intent to refuse to renew the license~ The card
holder may, within fifteen (15) days after receipt of such 
notice, request a hearing on such refusal, in the same,manner 
and in accordance with the same procedure as that prov1ded in 
Section 25 (b) of this Statute. 

(c) Licensees and employers subject to this Statute 
shall notify the Licensing Authority within ten (10) da:ys 
after the death or termination of employment of any of 1ts 
employees who are Registrants. 

(d) Licensees and employers subject to this Statute 
shall immediately notify the Licensing Authority upon receipt 
of information relating to a Registrant's continuing eligi
bility to hold such a card under the provisions of this Sta
tute. 

Section 33. TRANSFERABILITY OF REGISTRATION CARDS 

(a) In the event that a Registrant terminates employment 
with one employer and is re-employed within five (5) business 
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days as an Armed Private Security Officer with another emplo~ 
yer, the Registrant shall within twenty-four (24) hours of 
such re-employment submit to the Licensing Authority a notice 
of the change on a form prescribed by the Licensing "Authority 
together with a transfer fee of Five Dollars ($5.00'). The ' 
Licensing Authority shall issue a new Registration Card 
reflecting the name of the new employer. Upon receipt of the 
new card, the Registrant must immediately return the old card 
to the Licensing Authority. The Registrant may continue to 
work as ari Armed Private Security Officer for the new employer 
while the Licensing Authority is processing the application. 

(b) A Registrant who terminates employment and who is 
not re-employed as an Armed Private Security Officer within 
five (5) business days, shall within twenty-four (24) hours 
of the fifth (5th) business day surrender the Registration 
Card to the employer. The employer shall return the cancelled 
Registration Card to the Licensing Authority within five (5) 
business days by placing the card in the"U. S. mail addressed 
to the Licensing Authority. If the Registrant fails to sur
sender the card as required by this paragraph, the employer 
shall notify the Licensing Authority of that fact within ten 
(10) business days after the Registrant te:r:minates. employment. 

(c) Any individual who changes his permanent residence 
to this State from any other State which the Licensing Autho
rity determines has selection, training; and all other simi
lar requirements at least equal to those required by this 
Statute, and who holds a valid Registration, Commission, Iden
t~fication ~r s~mil~r Card issued by said State through a 
L1censee wh1ch 1S 11censed by said State and who wishes to 
continue to be employed by said Licensee, may apply for a 
R~gistration Card on a form prescribed by the Licensing Autho
r1ty upon the payment of a processing fee of Five Dollars 
($5.00) and certification by said Licensee that such indivi
dual has completed the training prescribed by said State. 
The Licensing Authority shall issue the individual a Regis
tration Card. 

(d) A Registration Card issued by any o:ther state of 
the ~nited States shall be valid in this State for a period 
of ~1nety (90) days, provided the Registrant is on temporary 
ass1gnment for the employer shown on his Registration Card. 

Section 34. EXPIRATION AND RENEWAL DURING SUSPENSION 
OF USE OF A REGISTRATION CARD . 

A Registration Card shall be subject to expiration 
and renewal during the period in which the holder of the card 
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is subject to an order of suspension. 

Section 35. ACTIVITIES OF REGISTRANTS DURING SUSPENSION 
OF USE OF A REGISTRATION CARD. 

After a Registrant has received a notice of suspen
sion or revocation of his Registration Card, such individual 
shall not perform the duties of an Armed Private Security Offi
cer unless specifically authorized to do so by order of the 
Licensing Authority or by (a court of competent jurisdiction 
within the State). 

Section 36. FIREARMS. 

(a) It shall be unlawful for any person performing the 
duties of an Armed Private Security Officer to carry a fire
arm in the performance of those duties without having first 
been issued a Registration Card by the Licensing Authority. 

(b) A Registration Card will grant authority to the 
holder, while in the performance of his duties, to carry a 
standard police .38 caliber handgun or any other firearm 
approved by the Licensing Authority, not otherwise prohibited 
by any State law, and with which the Registrant has met the 
training requirements of Section 37. The use of any firearm 
not approved by the Licensing Authority is prohibited. 

(c) The Registrant must be in possession of the Regis
tration Card when carrying a firearm and shall exhibit it 
upon request. Registration Cards shall authorize possession 
of an approved firearm only when the Registrant is on duty 
or travelling directly to and from work. 

(d) All firearms carried by authorized Armed Private 
Security Officers in the performance of their duties shall be 
owned by the employer and, if required by law, shall be fully 
registered with the proper agency or government. Personally
owned weapons will not be carried by Armed Private Security 
Officers in the performance of their duties. 

Section 37. ARMED PRIVATE SECURITY OFFICER TRAINING 
REQUIREMENTS. 

(a) prior to being issued a Registration Card, all 
Armed Private Security Officers shall receive at least eight 
(8) hours of general training as prescribed by the Licensing 
Authority and be required to successfully pass an examination 
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on the prescribed material which include the following topics: 

(1) Orientation: Two (2) hours; 

(2) Legal powers and limitations of a Security 
Officer - two (2) hours; 

(3) Emergency procedures - two (2) hours; and 

(4) General duties - Two (2) hours. 

(b) All Armed Private Security Officers shall also 
receive firearms training before being issued a firearm. 
following minimum firearms pre-assignment training shall 
required: 

The 
be 

(1) Pre-issue weapon instruction and successful 
examination including but not limited to 
the following topics: 

a. Legal limitations on use of weapons; 
b. Handling of a weapon; and 
c. Safety and maintenance. 

(2) Minimum Marksmanship Qualification Requirement: 

A .minimum of 60% on any approved silhouette 
target course prescribed by the Licensing 

••• ]1 :.lthQ:J;.i ty • 
/:.';;/ 

(c) ALi/Armed Private Security Officers must complete an 
annual eight (8) hour refresher course in the subjects pre
scribed by paragraph (a) above and be re-qualified in the use 
of firearms prior to applying for a renewal Registration Card 
under the provisions of Section 32. 

(d) Upon a Registrant's completion of any training requi
red above, the Licensee, Registrant or employer shall furnish 
to the Licensing Authority a written notice of such completion 
signed by a Certified Trainer. 

(e) All trainitl:ft'required by this Statute shall be admini
stered by a Certi£ie.d Trainer who is approved by the Licensing 
AuthoritY. and meets the following minimum qualifications: 

(1) Of legal age; 

(2) Have a minimum of one (1) year supervisory 
experience with a Contract Security Company, 
Proprietary Security Organization or with 
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any Federal, U. S. Military., State, Co:unty 
or Municipal law enforcement. agency; ~nd 

(3) Who is personally qualified ·to teach the 
training required by this Act .. 

(f) The Certified Trainer may, in his discretion, instruct 
personally or use a combination of personal instruction audio 
and/or visual training aids. The Certified Tr,ainer shall have 
authority to appoint one or more instructors to assist ~n the 
implementation of the training program. 

Section 38. EMPLOYMENT BY NON-LICENSEES. 

It shall be unlawful, as provided in Section 42, for 
a~y p~rson, ~ther than a Licensee, to employ an Armed Private 
Secur~ty Off~cer unless prior to such employment such person 
shall.noti~y the Lic~nsing ~uthority on a. form prescribed by 
the L~cens~ng ~uthor~ty of ~ts intent to employ an Armed Pri
vate Security Officer; designate an individual who will be 
respo~sible for the compliance with the applicable provisions 
~f th~s St~tute on behalf of such person; furnish the Licens
~ng Auth~r~ty with evidence of insurance required by Section 
41 of th~s Statute; and furnish such other information as the 
Licensing Authority may require regarding the names titles 
business and resident addresses and other pertinent'backgro~nd 
of such person, the officers, principals, as appropriate of 
such person and the individual designated by such person • 

\ 
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PART V, EMPLOYMENT OF UNARMED PRIVATE 
SECURITY OFFICERS 

Section 39. FINGERPRINTING AND APPLICATION 

(a) Except as otherwise provided in this Statute, no 
person shall perform the duties of an Unarmed Private Secu
rity Officer without having first submitted two sets of 
classifiable fingerprints to his employer and having com
pleted an employment application on a form approved by the 
Licensing Authority. 

(b) On or before the date an Unarmed Private Security 
Officer begins employment, the employer must submit the 
employee's fingerprints and the application to the Licensing 
Authority. The Licensing Autho'rity shall compare or request 
that I (the appropriate State agency) compare the fingerprints 
filed with the application to fingerprints filed with (the 
Division of Criminal Identification, Records and Statistics 
of the State Department of Corrections, or its equivalent). 
The Licensing Authority (or the State agency comparing the 
fingerprints) sha1'l also submit the fingerprints to the 
Federal Bureau of Investigation for a search of the finger
print files of that agency. 

(c) The application for an Identification Card shall 
be accompanied by a Five Dollar ($5.00) fee. 

(d) Within thirty (30) days after an employment appli
cation and fingerprints have been submitt~d by an employer, 
the Licensing Authority shall inform the employer of any 
criminal conviction data resulting from the records search. 

(e) No person may employ an individual as an Unarmed 
Private Security Officer if the individual has been convic
ted in any jurisdiction of a felony or of any crime involving 
moral turpitude or illegal use or possession of a dangerous 
weapon, for any of which a full pardon (or similar relief) 
has not been granted. 

Section 40. IDENTIFICATION CARD. 

(a) The Licensing Authority shall issue an Identifica
tion Card for every individual who has been subjected to a 
criminal history records check and does not have a conviction 
for a felony or any crime as stated in Sectio~ 39(d}. The 
Identification Card will be sent to the employer submitting 
the fingerprint records and the card will then be issued to 
the employee if he is still employed. Identification Cards 
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issued I;>y the Licen~in~ Authority under this paragraph .shall 
be carr~ed by that ~nd~vidual while performing his duties 
and shall be exhibited upon request. -

,(b) . In the event ~hat a holder of an Identification Card 
term~nates employment w~th one employer and is/re-employed 
witI:tin fi,:"e (5) business days as an Unarmed Private Security 
Off~cer w~th another employer, the holder shall within twenty
four (~4) hours,of such re-employment submit to the Licensing 
A~thor7ty a not~~e of the change on a form prescribed by the 
L~cens~ng Author~ty, together with a transfer fee of Five Dol
~ars ~$?OO~. The Licensing Authority shall issue a new 
Ident~f~c~t~on Card reflecting the name of the new employer. 
Upon rece~pt of that new card, the holder must immediately 
return tI:te old card to the Licensing Authority. The holder 
maycont~nue to work as an Unarmed Private Security Officer 
f?r the new employer while the Licensing Authority is proces
s~ng the application 

(c) The holder of an Identification Card who terminates 
emplo~ment,ax;d who.is,not re-employed as an Unarmed Private 
Secur~ ty Off~cer w~ th~n five (5) business jays, shall w'i thin 
twenty-four (24) hours of the fifth (5th) business day sur
render the Identification Card to the employer. The employer 
~hall return the cancelled Identification Card to the Licens
~ng A~thority within,five (5) business days by placing the' 
card ~n the U. S. Ma~l addressed to the Licensing Authority 
If the holder fails to surrender the card as required by this 
paragraph, the employer shall notify the Licensing Authority 
of that ~act within ten (10) business days ',after the holder 
has term~nated employment. 
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PART VI. GENERAL PROVISIONS 

Sectiop. 41.. UNIFORMS AND EQUIPMENT. 

(a) No individual, while performing the d~ties of an 
armed or unarmed private security officer shall wear or 
display any padge, insigni.a, device, shield, patch or pattern 
which shall indicate or temd to indicate that he is a sworn 
peace officer or ,.,hich contains or includes the word "police" 
or the equivalent thereof, or is similar in wording to any 
law enforcement agency in this ~tate. 

(b) No person shall, while performing any private secu
rity services, have or utilize any vehicle or equipment dis
playing the words "police", "law enforcement officer'~, or the 
equivalent therl~of, or have any sign, shield, marking I acces
sory or insignia that may indicate that such veh~Lcle is a 
vehicle of a public law enforcement agency. 

(c) If a Private Security Officer is required to wear 
a uniform; it shall be furnished by the employer. All mili
tary or police style uniforms shall, except for rainwear or 
other foul weather clothing have:' -. . 

(1) Affixed over the left breast pocket, on the 
outermost garment and on all caps worn by 
such persons, badges, distinct in design 
from those utilized by law enforcement agen
cies within the State and approved by the 
Licensing Authority; . 

(2) Affixed over the right breast pocket of such 
outermost garment a plate or tape of the size 
5" x 1" with the words "Security Officer". 

(d) An employer may require a reasonable. deposit to 
secure the return of the uniform, weapon, or any equipment 
proviqed by the employer. . 
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Section 42. INSURANCE REQUIREMENTS. 

All Licensees and employers of Armed Private Secu
rity Officers shall file with the Licensing Authority a cer
tificate of insurance evidencing comprehensive general lia
bility coverage for bodily injury, personal injury, and 
property damage with endorsements for assault and battery 
and personal injury, including false arrest, libel, slander, 
and invasion of privacy, in the minimum amount of $300,000 
for bodily or personal injury and $100,000 for property 
damage. Licensees shall also file .endorsements for damage 
to property in their care, custody and control and ~or errors 
and omissions. Licensees and employers of Armed Pr1vate 
Securi ty Officers shall also file a certificate of Workm,;l.n' s _ 
Compensation Insurance as required by the statutes of th1s 
State. The certificates shall provide that the insurance 
s)hall not be modified or cancelled unless ten (10) days 
prior notice shall be given to the Licensing Authority . All 
persons required to be insured by this Statute must be 
insured by a carrie.r _licensed in the State in which the 
in~urance has been purchased or in this State. 

Section 43. UNLAWFUL ACTS. 

(a) It is unlawful for any person to knowingly commit 
any of the following: 

(1) 

(2) 

(3) 

Provide Contract Security Services without 
possessing a valid license; 

Employ any individual to perform the duties 
of an Armed Private Security Officer who is 
not the holder of a valid Registration Card 
or to employ any individual to perform the 
duties of an Unarmed Private Security Offi
cer who has not filed an application for an 
Identification Card as required by Section 
39; 

Publish any advertisement, letterhead, circu
lar, statement or phrase of any sort which 
suggests that the Licensee is an official 
police agency or any other agency, instrumen
tality, or division of this State or any of 
its political subdivisions or of the Federal 
Government; 
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(4) 

(5) 

(7) 

(8) 

Issue any badge or shield not in confor
mance with this Statute; 

Designate an individual as other than a 
Private Security Officer; 

Knowingly make any false statement or 
material omission in any application 
filed with the Licensing Authority; 

Falsely represent that the person is the 
holder of a valid license or registration; 

Violate any provision of this ~tatute or 
any rule or regulation of the Licensing 
Authority. 

(b) It is unlawful for any Private Security Officer to 
knowingly commit any of the following: 

(1) 

(2) 

(3) 

(4) 

(5) 

I', 
, .1 

Fail to return': immediately on demand or 
within twenty-four (24) hours of termina
tion of employment, a firearm issued by an 
employer. Violation (.)f this provision 
shall constitute a felony; 

To carry a firearm in the performahce of 
his duties if not the holder of a valid 
Registration Card. Violation of this pro
vision will constitute a felony; 

Fail to return irunediate1y on demand or 
within seven (7) days of termination of 
employment any uniform, badge or other 
item of equipment issued to the Private 
Security Officer by an employer; 

Make any statement which would reasonably 
cause another person to believe that the 
Private Security Officer functions as a 
sworn peace officer or other official of 
this State or of any of its political sub
divisions or agency of the Federal Govern-
ment; 

Fail to comply with the regulations issued 
by the Licensing Authority or with any other 
requirements under the provisions of this 
Statute; 
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(6) 

(7) 

(8 ) 

(9) 

Divulge to anyone other than his employer 
or to such persons as/his employer may 
direct or as may be r~quired by law, any 
information acquired during such employ
ment that may compromise the security of 
any premises 1;0 which he shall have been 
assigned by such employer; 

Fail to return to the employer or the 
Licensing Authority a Registration Card 
or Identification Card as required by 
the provisions of this Statute; 

Possess a license, Registration Card, or 
Identification Card issued to another 
person; 

'Use any badge or shield not in conformance 
with this Statute. 

(c) The violation of any of the provisions of this Sec
tion,unless otherwise specified,sha11 constitute a misdemeanor 
punishable by fine of not more than One Thousand Dollars 
'{$1,000) or up to one (1) year of imprisonment, or both. The 
Licensing Authority is also authorized to suspend or revoke a 
License, Registration Card or Identification Card issued 
under this Statute. 

section 44. SWORN PEACE OFFICER 

Any individual 
peace officer', who also 
Private Security Officer 
this Statute. 

who is regularly employed as a sworn 
is employed as an Armed or Unarmed 
must comply with the requirements of 

Section 45. FEES AND DEPOSITS. 

Any fees payable by a Registrant under this Statute 
and paid by a Licensee on the Registrant's behalf, or any 
deposits which may be required by Licensee from a Registrant 
under this Statute, may be deducted from any wages payable to 
the Registrant by the Licensee, provided that such deduction 
does not reduce the hourly wage below the applicable minimum 
wage law. 
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Section 46. LOCAL GOVERNMENT REGULATION OF CONTRACT 
SECURITY COMPANIES OR PRIVATE SECURITY 
OFFICERS. 

(a) From and after the effective date of this Statute, 
no governmental subdivision of this State shall enact any 
legislation, code or ordinance or promulgate any rules or 
regulations relating to the licensing, training or regulation 
of Contract Security companies or individuals functioning as 
Private Security Officers, Armed or Unarmed, other than the 
imposition of a bonafide business tax. 

13 i(, (b) Upon the effective date of this Statute, any provi-
14 <z,;i.c?,p of any' 1egislation, code or ordinance or rules promulga-
15 ted by any local governmental subdivision of this State, relat-
16 ing to the licensing, training or regulation of Contract Secu-
17 rity companies or individuals functioning as Private Security 
18 Officer~, Armed or Unarmed, shall be deemed superseded by 
19 this Statute. 
20 
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Section 47. JUDICIAL REVIEW. 

(a) Any person aggrieved by any final action of the 
Licensing Authority under this Statute shall have the right 
to judicial review by a (court of competent jurisdiction) 
wi'chin the State. 

(b) In proceedings in any court pursuant to the provi
sions of this Statute, trial shall be de novo. When a court 
has acquired jurisdiction, all administrative action taken 
prior thereto shall be stayed, except as provided in Section 
35 of this Statute. The rights of the parties shall be deter
mined by the court upon a trial of the matter or matters in 
controversy under rules governing the trial of other civil 
suits in the same manner and to the same extent as if the 
matter had been committed to the court in the first instance 
and there had been no intervening administrative or execu
tive action or decision. 

Section 48. RECIPROCITY. 

Full reciprocity shall be accorded to Armed and 
Unarmed Private Security Officers who are properly registered 
and certified in another state having selection and training 
requirements at least equal to the requirements of this State 
when the duties of such individuals require them to operate 
across state lines. 
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Section 49. SEVERABILITY CLAUSE. 

If any provisi(!;m of this statute or the applicatien 
thereof te any person or circumstance is held invalid, such 
invalidity shall not affect otaer provis:j.ol'loS or applications 
of this Statute waich ca'n be given effect ,witheut the in:,lalid 
prevision or application, and te this end tae previsions of 
this Statute are declared to be severable. 

Section st>. EFFECTIVE DATE. 

This Statute shall beceme effective nlilnety (9,t:) 
days after its approval by the'(3overn(l)r er by operati~ (l)f 
law without the Governor" s appt'eval. On 0;: after the effec
tive date of this Statute, no person saall engage in any acti
vity regulated by this St,atute unless sa~d pers(l)ri is in cOOl
pliance with the provisiC?~s of this' Statute; except, any 
person Who, on the effect.:j.v"e date of this Statute, is engage« 
in the business of a Contract Security company shall have 
One Hundred Eighty (180) days ~rGm·tae effective date to apply 
for a license; and any in~ividual who is required by this 
Statute to have a Registration Card or I~entification Card, 
and who is employed aE! a Private Security Officeriol'l the 
effective date' of this Statute, ·shall have One HU7,'ldred· Eigaty 
(180) days after the effective date to oomply w1thtae previ-
sions of this Statute. ' 
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National Advisory Committee 
on Criminal Justice Standards and Goals 
Brendan T. Byrne 

Brendan T. Byrne was elected as the 54th Gov
ernor of New Jersey on Nov. 6, 1973, by the largest 
plurality ever awarded to a gubernatorial candidate 
in State history. 

Governor Byrne was born on April 1, 1924, in 
West Orange, N.J. He was educated in West Orange 
public schools. 

Governor Byrne was commissioned a lieutenant 
in the Army Air Corps in March 1943, and served 
as a squadron navigator in the European Theater. 
He was honorably discharged in September 1945, 
having been awarded the Distinguished Flying Cross 
and four Air Medals. 

He was graduated from the Princeton University 
School of Public and International Affairs in 1949. 
He received his law degree from Harvard University, 
served his legal clerkship with Judge Joseph Wein
traub (who later became Chief Justice of the New 
Jersey Supreme Court) and, upon admission to the 
bar, practiced law in Newark and East Orange. 

Governor Byrne was appointed an Assistant Coun
sel to Governor Robert B. Meyner in October 1955, 
Governor Meyner's Executive Secretary in 1956, and 
Deputy Attorney General in charge of the Essex 
County Prosecutor's Office in 1958. Governor Mey
ner named him to a full 5-year term as Essex County 

Prosecutor in July 1959, and he was reappointed by 
Governor Richard J. Hughes in 1964. 

While a prosecutor, Governor Byrne served as 
president of the County Prosecutors' Association of 
New Jersey and as vice president of the National 
District Attorneys' Association. 

In 1968, Governor Hughes apopinted him to be 
president of the New Jersey State Board of Public 
Utility Commissioners. 

In 1970, he was appointed to the Superior Court 
by Governor William T. Cahill and served as Assign
ment Judge for Morris, Sussex, and \-Varren Counties 
until he became a candidate for Goverr. or in April 
1973. 

Governor and Mrs. Byrne, the former Jean Fea
therly, reside with their seven children at Morven, 
the Governor's official residence in Princeton, N.J. 

Charles S. House 

Charles S. House has served as Chief Justice of 
the Connecticut Supreme Court and as chairman of 
the Connecticut Adult Probation Commission since 
1971. . 

From 1933 to 1953, Chief Justice House con
ducted a general law practice. He served in the 
Connecticut General Assembly as a member of the 
House of Representatives from 1941 to 1943, and as 

565 



l 

a member of the State Senate from 1947 to 1951. 
He was Assi:stant State's Attorney for Hartford 
County, Conn:, from 1942 to 1946; chairman of the 
Connecticut Legislative Council from 1949 to 1951; 
and legal adviser to Governor John Lodge from 1951 
to 1953. Chief Justice House served as a judge in 
the Connecticut Superior Court from 1953 to 1965, 
when he was named Chief Judge. He became an 
Associate Justice of the Connecticut Supreme Court 
in 1965. He was chairman of the Conference of Chief 
Justices in 1975-1976. 

Chief Justice House received the bachelor of arts 
degree from Harvard College and the bachelor of 
laws degree from Harvard Law School. 

Arthur J. Bilek 

The biography of Mr. Bilek appears below with 
those of other members of the Task Force on Private 
Security. 

AUen F. Breed 

Allen F. Breed has been director of the Depart
ment of Youth Authority, State of California, since 
1967. 

Mr. Breed began work in the field of juvenile 
justice in 1945, as group supervisor at the Stockton 
Camp. Subsequently, he served in nearly every ca
pacity in juvenile corrections including superintendent 
of three youth facilities and as administrative superin
tendent of the Northern California Youth Center. 
Mr. Breed is chairman of the Center for Correctionai 
Association's Council on Youth Correctional Services, 
a board member of the American Justice Institute 
and the American Correctional Association, and a 
member of the Council on Corrections of the Na
tional Council on Crime and Delinquency. 

Mr. Breed also serves on numerous advisory 
groups, including the National Advisory Comittee on 
Juvenile Justice and Delinquency Prevention, the 
National Assessment Study of Correctional Programs 
for Juvenile and Youthful Offenders, and the Ameri
can Bar Association's Juvenile Justice Standards Pro
ject Joint Commission. He holds the bachelor of arts 
degree from the University of the Pacific. 

Doris A. Davis 

Doris A. Davis was elected Mayor of Compton, 
Calif., in 1973, thus becoming the first black woman 
to hold the Qffice of chief executive of a large metro
politan city; 

PriOI: to her election as mayor, she served as 
Compton City Clerk for 8 years. Mayor Davis is a 
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member of the State of California Joint Committee 
for the Revision of Election Laws and of the State 
of California Joint Committee on the Revision of 
the Election Code. She is· a member of the board of 
directors of the National Association for the Ad
vancement of Colored People. She also is director of 
Daisy Child Development Centers, a nonprofit or
ganization that provides services to unwed teenage 
mothers. 

Mayor Davis holds a bachelor of arts degree from 
the University of Illinois, a master of arts degree 
from Northeastern University, and a doctor of philos
ophy degree in public administration from Laurence 
University, Santa Barbara, Calif. 

Lee Johnson 

Elected Attorney General of Oregon in 1968, Lee 
Johnson is currently completing his second 4-year 
term. He was elected Judge of the Oregon Court of 
Appeals in 1976 for a 6-year term beginning January 
1977. 

Mr. Johnson was selected under the Attorney 
General's Honor Recruitment Program, in 1959, to 
serve as an antitrust attorney for the U.S. Department 
of Justice in Washington, D.C. In 1961, he returned 
to Oregon and began private law practice in Portland. 
He was elected to the Oregon House of Representa
tives in 1964 and reelected in 1966. Mr. Johnson has 
served as a member of the Oregon Criminal Law 
Revision Commission and the Governor's Commis
sion on Judicial Refortn, and as chairman of the 
Oregon Law Enforcement Council and the Gov
ernor's Commission on Organized Crime. 

Mr. Johnson received the bachelor of arts degree 
from Princeton University and the bachelor of laws 
degree from Stanford Law School. He is admitted to 
practice before the U.S. Supreme Court. 

John F. Kehoe, Jr. 

John F. Kehqe, Jr., is commISSIoner of Public 
safety f~r the Commonwealth of Massachusetts. He 
was appointed to this position in 1971 and was 
reappointed in 1975. 

Mr. Kehoe joined the Federal Bureau of. Investi
gation (FBI) in 1941. During his 28-year career with 
the FBI, he. served as special agent coordinator and 
supervisor and, for his last 8 years, as supervisor in 
charge of the organized cri~e section of the Boston 
field office. 

From October 1970 through August 1971, Mr. 
Kehoe served as executive director of the New Eng
land Organized Crime Intelligence Sy.stem in WeUes
ley, Mass. He holds the bachelor of science degree 
in education from Boston College. 
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Cal Ledbetter, Jr. 

Cal Ledbetter, Jr., is serving his· fifth term in the 
Arkansas House of Representatives. He also is chair
man of the department of political science and crim
inal justice at the University of Arkansas at Little 
Rock. 

From 1955 to 1957, Professor Ledbetter served 
in Germany with the U.S. Army Judge Advocate 
General Corps. He was chairman of the Law En
forc.ement and Criminal Justice Task Force of the 
NatIonal Conference of State Legislatures for 3 years 
a~d was' ~ member of the Arkansas Legislature Coun
cd. He IS co-author of Politics in Arkansas: The 
Constitutional Experience. 

Professor Ledbetter received the bachelor of arts 
degree from Princeton University and was graduated 
from the Woodrow Wilson School of Public and In
ternational Affairs at Princeton. He received the 
bachelor of law degree from the University of Arkan
sa~ and the doctor of philosophy degree in political 
SCIence from Northwestern University. 

Peter P. Lejins 

Peter P. Lejins is director of the Institute of Crimi
nal. Justice and <?riminology and a professor of 
SOCIology .~t the Umversity of Maryland. 
. Dr. i:ejlns has held many appointments to major 
mternatIOnal conferences on crime prevention and 
treatment of offenders. He has served as a member 
of t?e V.S. Government Delegation to the six United 
NatIOns Congresses on the Prevention of Crime and 
Treatment of Offenders since 1950. In 1965 and 
1972 he received Presidential appointments for 6-
year terms as a U.S. Correspondent to the United 
Nations in the area of crime prevention and treatment 
o~ offenders. Dr. Lejins is chairman of the board of 
dIrectors of the National Criminal Justice Education 
Consortium and is one of the two official United 
States representatives to the International Penal and 
Pe.nite.ntiary Fo~n~ation. He is president of the 
SCIentI~C . CommISSIon o~. the. International Society 
for CrIm~nology. Dr .. Jejlns IS a past president of 
the .AmerIcan CorrectIOnal Association and long-time 
~haIrm~n of that association's research council. He 
IS J?resIdent of the board of directors of the Inter
na~IO?al Cen~er of Biological and Medico-Forensic 
Cnmll~ology m Sao Paulo, Brazil, a position he has 
held smce 1974. 

J?r. ~ejins studied philosophy and law at the 
UmversIty of Latvia. He received his doctorate from 
the University of Chicago. 

Richard C. Wertz 

For the past 6 years, Richard C. Wertz has served 
as executive director of the Maryland Governor's 

Commission on Law Enforcement and the Adminis
tration of Justice. In September 1976, Mr. Wertz 
was also appointed to serve as special assistant to the 
~overnor of Maryland for criminal justice and as
SIgned the task of resolving the State's serious prison 
.?vercrowding problem. Mr. Wertz has been an ad
junct professor at the Georgetown University Law 
Center in Washington, D.C., since 1975, 
F~om 1966 to 1970, Mr. Wertz was director of 

P?bhc safety for the Metropolitan Washington Coun
cIl of Gov~rnments. He is immediate past chairman 
of the NatIOnal Conference of State Criminal Justice 
Plannin~ Administrators and a current member of 
t~e AdVIsory and Evaluation Committee of the Coun
ctl ~f State Governments' Criminal Justice Research 
Projec~. Mr. Wertz is a member of the Advisorv 
CommIttee on Corrections Reform of the Governor'; 
Conference and the Criminal Justice Advisory of the 
Council of State Governments' Southern Legislative 
Conference. 

~r. W~rtz holds the bachelor of arts degree in 
poI~tIcal sCIen~e. fro~ Knox ColIege and the master of 
~usmess admIDlstratIOn degree in public administra
tIOn from the Wharton Graduate School University 
of Pennsylvania. ' 

Jerry V. Wilson 

~or th~ past 2 years, Jerry V. Wilson has been 
project dIrector of a study, conducted by The Ameri
can. University Institute for Advanced Studies in 
J ustlCe, of the efforts to control crime in the District 
of Columbia for the period 1955 through 1975. 
~rom 1969 to 1974, Mr. Wilson served as chief of 

polIce. of the Metropolitan Police Department of 
Washmgton, D.C. He joined the force in 1949 and 
was pro~oted through the ranks during his 25-year 
career WIth the department. He served as budget 
officer of th~ department from 1960 to 1965, when 
he was ~ppomted to head the planning and develop
me:.lt umt ~nd the data processing division. He was 
~amed aSSIstant chief of police for field operations 
m 1968. 

~e is the author of two books, Police Report and 
Pollee and the Media. Mr. Wilson was graduated 
magna c?m laude from The. American University in 
197.5, WIth a bachelor of SCIence degree in adminis
tratIOn of justice. 

Pete Wilson 

.Petl~ Wil.son was elected the nonpartisan mayor of 
San DIego m 1971 and was reelected in 1975 

Mayor Wilson began his political career fu. 1966 
when h~ was elected to the California Assembly. A 
RepublIcan, he won reelection twice. He served on 
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. . - he legislature, including the 
variou~ commIttees 1~ lbuse of the (International) 
Commlttee on Drug I'f l'as- As mayor of San 

.' of the Ca 1 oro . . f Commlsslon . - 'fon as the archItect 0 

D· he-has oamed recogDl 1 th h lego, f:J t I 'ts urban growth roug 
the city's effo~s to con ~o ~f many committees and 
planning. He 1~ almd~m ~e Mayor's Task Force on 
organizations, mc u 109 
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t and Prevention, jointly spon
Drug Abuse Trea.tme~ League of Cities and the U.S. 
sored by the N altona 
Conference of Mayors. d t d from Yale University 

Mayor Wilson wasgr~ ua e from the Uni-
in 1955 and ~ecei~edsh~s I~wf ~:::t Boalt Hall in 
versity of Califorma c 00 0 

1962. .:.::\ 
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ArtIt.r J. a~k 

Arthur J. Bilek has been a vice president of Pink
erton's, Inc., since 1974. 

Mr. Bilek served in the Chicago Police Department 
from 1953 to 1962, rising through the ranks to 
lieutenant and acting dirr-ctor of the training division. 
He was appointed chief oftne Cook County Sheriff's 
Police Department in 1962 'and was instrumental in 
professionalizing and reforming that agency while 
repladng patronage practices with the merit system. 
Mr. Bilek was cofounder of the Illinois State Police 
Emergency Radio Network (ISPERN), an all-depart
ment, statewide emergency police system. He founded 
the first degree program in administration of criminal 
justice in the United States at the University of 
Illinois, where he was professor of criminal justice 
from 1967 to 1969. He served as chairman of the 
Illinois Law Enforcement Commission from 1969 
to 1972 and later, as corporate security director, 
developed the security program of the Hilton Hotels 
Corporation. 

Mr. Bilek is chairman of the Private Security 
Advisory Council of the Law Enforcement Assistance 
Administration. He is a member of the board of the 
Law Enforcement Assistallte Administration. He is 
a member of the board of the Law in American 
Society Foundation. He received bachelor of science 

and master of social work degrees from Loyola Uni
versity in Chicago. 

W.r J. BIb'DS 

Walter J. Bums Jtas been director of the Opera
tiOllal Services Division, Federal Protective Service, 
General Services Administration, since 1972. 

Mr. Burns' career in law enforcement and security 
has spanned the past 25 years. From 1950 to 1955, 
he was a special agent for the Federal Bureau of 
Investigation. He was a supervisory criminal investi
gator for the Office of Special Investigations (OSI), 
U.S. Air Force, from 1955 to 1967. In 1967 he 
Jbined the General Services Administration as assist
ant to the director of the Office of Investigations, a 
position -he -held until assuming his present office. 
He is a member of the American Society for Indus
trial Security; the National Private Security Advisory 
Cou,ncil of LEAA; the Interagency Task Force on 
Theft of Government Property; the Working Group 
of the Cabinet Committee on Terrorism; the Inter
national Association of Chiefs of Police; the Society 
of Former Special Agents of the OSI, U.S. Air Force; 
and the Society of Former Special Agents of the FBI. 
He also is past president of the Association of Fed
eral Investigators. 
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Mr. Burns received the bachelor of social science 
degree from Georgetown University and the master of 
science degree in special studies from George Wash-

ington University. 

Dale Carson 

Institute for Defense Analyses, Arlington, Va. He 
served as president and chief executive officer for the 
American Society for Industrial Security from 1973 
to 1974. Mr. Cross is a member of the private 
Security Advisory Council and is a frequent speaker 
on banking and industrIal security. His articles on 
security have been published by Bankers Magazine, 
The Office and Security Management. 

Mr. Cross re::-eived the bachelor of arts degree from 
Dale Carson is sheriff of Duval County, Fla., an 

office he has held since 1958. 
Sheriff Carson began his law enforcement career 

the. American University and is a graduate of the 
School for Ba.nk Administration at the University of 

as a member of the Columbus, Ohio, police Depart
ment. In 1949, he became a detective for the Balti
more and Ohio Railroad. From 1951 to 1958, he 
was an agent for the Federal Bureau of Investigation. 
When Jacksonville and Duval County merged gov
ernments jn 1968, Sheriff Carson became the chief 
law enforcement officer of the country's largest land
area city. He is a member of the board of directol1s 
of the National Sheriffs Association and chairman 
of its Highway Safety Committee. He also serves as 
chairman of the Narcotics and Dangerous Drugs 
Committee of the International Association of Chiefs 
of Police. He is a member of the Governor's Council 
on Criminal Justice, the State. Alcoholism Council, 
and the police Chief Executive Committee and is 
past president of the Florida Sheriffs' Association. 
He was Vice-Chairman of the police Task Force of 
the National Advisory Commission on Criminal Jus-
tice Standards and Goals. 

Sheriff Carson received a bachelor of arts degree 
in criminology from Ohio State University. He gradu
ated in the first class of the National Executive In
stitute of the FBI National Academy in 1976. 

Sidney H. Cates, III 

Sidney H. Cates, III is the general manager of 
GSS, Inc., in New Orleans, La. 

From 1955 to 1971, Mr. Cates was with the New 
Orleans, La., police Department and advanced 
through the ranks to become deputy chief for admin
istration. He has been the commercial marketing 
officer for the Hibernia National Bank and was pro
moted to assistant chief administrative officer for 
Federal programs for the City of New Orleans. 

Mr. Cates received his bachelor of arts degree in 
criminology from Loyola University. 

Richard F. Cross 

Wisconsin. 

Don R. Derning 

Don R. Deming has been Chief of police of the 
Winnetka, Ill., Police Department since 1953, having 
joined the force as a patrolman in 1947. 

Chief Derning has served as teacher and lecturer 
for the Northwestern University Traffic Institute, the 
University of Dlinois, and the FBI National Academy. 
He is a member and past president of the Inter
national Association of Chiefs of police, the Dlinois 
Association of Chiefs of Police, the North Shore 
Association of Chiefs of Police, and the Illinois 
Chapter of the FBI National Academy Association, 
He also has served a~ chairman of the Illinois Local 
Governmental Law Enforcement Officers Training 
Board. He was chairman of the National Advisory 
Committee of the FBI National Academy and the 
Private Security Committee of the International 
Association of Chiefs of police. He also served as 
a member of the Private Security Task Force of 

LEAA. 
Chief Deming attended Lake Fo[(~st College and is 

a graduate of Northwestern University Traffic Insti
tute's Traffic Administration Course and the FBI 
National Academy. 

Paul L. Douglas 

Paul L. Douglas is attorney general for the State of 

Nebraska. 
Mr. Douglas was elected county attorney for Lan-

Richard F. Cross has been vice president of The 
Bank of New York since 1968. 

From 1952 to 1963, Mr. Cross was a sta.ff officer 

caster County, Nebr., in 1960 and was reelected to 
that office in 1962, 1966, and 1970. He is past 
president of the Lincoln Bar Association and the 
Nebraska County Attorneys Association. He has 
been a member and director of the Board of Directors 
of the District Attorneys Association. He is vice 
chairman of the Midwest Regional Area of Attorneys 
General, and on the Executive Board of the National 
Attorneys General Association. 

Mr. Douglas holds the degrees of bachelor of 
science and juris doctor from the University of 

for the Central Intelligence Agency. From 1963 to 
1968, he was employed as security officer for the 
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R. I{eegan Federal, lr. 

forRD~~:f:~:;d:ralkJrl" is Jud~e o~ Superior Court 
J d oc a e CountIes In Decatur Ga 

of t~e ~:e~ral i; a past .Executive Council Me~be; 
and he als: se~e~ GeorgIa, Y ~ung Lawyers Section, 
Adv' C . on the Amencan Bar Association's 

. ISOry ounci! to the Committee on Youth Edu 
~ation for Citizenship. Until his election to the bench
S~ was~ mem?er of the Grievance Tribunal for th~ 
A~ne ountaIn Judicial Circuit. A member of the 

andta Mental Health Association Judge Federal 
serve as a board m b - d . ' . of th t -: -. - em ell an IS past VICe president 

. a aSSOCIatIOn fo(~J)e\Kalb County He al . 
VIC~ ~resident Of. t~eJ,..'·::" '-hip Atlanta' Alumn~~~~ 
~clatlOn, an advHol:Y _. h.D!; .ne.mber of the Geor ia 

epartment of Ruman ~ie30U/ces and ha l 
associate counsel for the Atla~ta )~rim C

S 
serye. as 

Judge Fed 1 '-' e ommlSSlOn 
Loyola U . er~ attended undergraduate school at 

mverslty New Orlean I d . 
his law degree f ' E ~, .. ~., an receIVed 
Atlanta, Ga. rom mory Umverslty Law School, 

Robert C. Flowers 

Robert C. Flowe h b .. t~e Criminal Justic:bi:Sio~~~~~~~:~~ d~ector of 
01 Texas, since 1973. e ovemor 

Mr Flowers . . to 1962 H w.as In pnv~te law practice from 1953 
the Stat' fe Tserved as assIstant attorney general for 

e 0 exas from 1962 to 1972 Duri . 
last 4 years as assistant attorne '. ng hIS 
as chief of the E f . r. general, he served 

d ., . n orcement DIVISIon He becam 
~ ;:lIstra~lve assistant to the Gove~or of. Tex:s ~ 
of . He !S a member of the Executive Committee 

the National Conference of State C' . 1 J . PIa . Ad" rlIDIna ustice 
E fnnIng mInlstrators and the Federal-State L 

n o;cement Committee. He is chairman aw 
PublIc Law Section of the Texas State Ba of the 

en~rfr~:V:;:a~o~~ the defree~ of bach;ior of sci

from the University ~~ T~~I:~~~~O;~~ Ljuris 
doctor aw. 

Harold W. Gray, Jr. 

Harold W Gray Jr .' . 
manager of the Pa~ifi~' ~r:lc~x~~esl~e~t and general 
He has been with the fi' l~gUls er Company. 
tion engineering-depart::t s~~~~ti9~n3d fire protec-

Mr. Gray is past pre'd t f h . 
Electrical Protection As Sl ~\ 0 t e Central Station 
lar and Fire Alarm A sO~la.lOn, the National Burg
Fire Alarm As . t' ssoclatlOn, and the. Automatic 

LE 
socIa IOn. He is a member f th 

AA Private Securit Adviso . 0 e 
chairman of the P' is' ry C?~ncI1. He is vice 
and a member of t~:~~ .ecuntcY LIaI~on Committee 

VISOry ommIttee for Equip-

ment and Technology of th I . of Chiefs of P Ii . e nt~rnatlOn~ Association 
the USA' .; ceo He IS a retIred major general in 
Natio~ai ~r. orcpe Rese~e. He is a Director of the 

rune reventlOn Association and re 
s~nt~s the Central Station Electrical Protection ~~~
cIa Ion on the National Fire Protection A ..-
~;,=:,!:e on Sandan! 71, "Central Station;:;:: 

Mr. ~ray holds a bachelor of science degrea 
• 

aeronautIcal engineering. " In 

John C. Rlotter 

J.ohn C. Klotter has been dean of the Sch 1 Pol~ce AdI?inistration and director of ihe so~~e~ 
p?llhceKInsti~ute at the University of Louisville Louis 
VI e, y., SInce 1971. ..., ~ 

Dean Klotter began h' . with the F d 1 B IS career In law enforcement 
e era ureau of If' agent from 1948 to 1950 H nves lIgatIOn as a special 

K k . e was egal officer for th 
.entu;:: y State Police from 1951 to 1952 H e 

1:~:t~r9~2t~~ S1~t;fi~si0!l.of Probation a~d ;a;;'~ 
University of Lo . "n e Jomed ~he faculty of the 
1957 H . th UISVI e as an assIstant professor in 
struc; e IS e author of Techniques for Police In,... 
Preve~~fo~nd~f a ~ese?rch project entitled "Burglary: 
author f C v~stI~atIon, and Prosecution" and co-

E
. 0 onstltutlOnal Law for Police and C· . I 

vzdence for Police. . rmuna 

in ~~:i~lKlotter received the bachelor of arts degree 

( 
ogy from Western Kentucky State C II 

now known as Western Kentucky . . 0 ege 
the juris doctor from the U. . UnIversIty) and 
School f L nIverslty of Kentucky 

o aw. 

Ian H. Lennox 

Ian H. Lennox is ex t' . C'f C . ecu IVe vIce president of the 
I Izens f1I~e Commission of Philadelphia. He also 

C
sehrvets ass adJunct professor of crllninology at West 

es er tate Colleg d E Davids, Pa. e an at astern College, 81. 

H 
Mr. Lennox taught socioloro, at Temple University 
e was. a research as itt f . Drs s an or the Measurement of 

vaen~~:~:~~i::~j:~t a~ .the Uni~ersity of Pennsyl
Philadelphla in 196{ aC~lzens CrlID: COI?mission of 
to assuming his prese~ ;'~~t:er~:~sdIrect.~r prior 
t?e National Association of Citiz~ns d . preCsl ent .of 
slons. He is a memb . rune ommlS
and La Salle College ~d o~ the 6'Illan?va University 
ina1 Justice Pro VISOry ommlttees on Crim-
Council's Phi1a~~~;~~ a~d t?e Health and Welfare 
Lennox is a memb VISOry Committee. Mr. 
Houghton College ~e °alf th~ Board of Trustees of 

: so IS on the boards of the 
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Police Athletic League, the American Committee for 
Economic Education, and the American Missionary 
Fellowship. 

Mr. Lennox received the bachelor of arts degree 
in sociology from the University of Pennsylvania. 

Joseph R. Rosetti 

Joseph R. Rosetti is director of security fcir the 
IllM Corporation. 

Mr. Rosetti was an accountant for the Marriott 
Corporation from 1957 to 1960. He was wtih the 
Internal Revenue Service from 1960 to 1968 as 
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special agent and group supervisor and special assist
ant to the Assistant Commissioner for Compliance. 
From 1968 to 1971, he was a regional. director of 
LEAA. He joined the IBM Corporation in 1971 and 
served as piogram manager of security before assum
ing his. present position. He was staff director for the 
National Advisory Commission on Criminal Justice 
Standards and Goals and a member of the National 
Chamber of Commerce Panel on Crime Prevention 
and Control. 

Mr. Rosetti received the bachelor of science degree 
from Widener College and the master of commercial 
science degree from Southeastern University. He was 
National Institute of Public Affairs Fellow at the 
University of Southern California during 1967-1968. 
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Task Force .Staff Director 
Clifford W. Van Meter 

Clifford W. Van Meter is director of the Police 
Training Institute, University of Illinois at Cham
paign-Urbana. 

Mr. Van Meter joined the S1. Louis Metropolitan 
Police Force in 1962 as personnel assistant and was 
assistant director of training from 1964 to 1965. 
In 1965, he became director of Safety and Security 
at Western Illinois University and also acted as scbool 
director for State of Illinois' Basic Police Training 
courses. From 1969 to 1975, he was assistant pro
fessor and chairman of the Department of Law En
forcement Administration and director of the Re
search Center in Law Enforcement Education at 
Western Illinois University. He was chairman of the 

Board of Fire and Police Commissioners at Macomb, 
Ill.; a past officer of the Illinois Law Enforcement Ed
ucation Association; and is an active member of the 
International and lllinois Associations of Chiefs of 
Police, He is the author of a drug identification guide 
and Case Study in Police Administration and Crimi
nal Investigation and numerous articles in profes
sional journals. 

Mr. Van Meter holds the bachelor of science de
gree in industrial security administration from Michi
gan State University, the master of arts degree in 
history from Western lllinois University, and is a 
doctoral candidate in higher education at Southern 
lllinois University. From 1972 to 1973, he studied 
the British police system on a 'special program ar
ranged through the Home Office. 
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Ad Hoc Committee of th~ Clt1z~ns 
Crime Commission of Philadelphia: 
26 

Administrative Law: 288 . 
Advertising, by Private Security: 255-
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Aerospace Corporation~ 151 
Age Requirements: 82-83, 320-22, 

323-25 
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Airports/Airlines, Security Problems: 

41-43 . 
Air Transport Association of Amenca: 

42 . f C Alarm Industry Committee or om-
bating Crime (AICCC): 141, ISO, 
lSI-52, 160, 162, 165-66, 171-72, 
331 

Alarm Respondents 
Definition of: xxxv, 24 .. 
Model pre assignment training: 102 
Registration of: 317-19 

Alarm Sales Personnel, Definition of: 
xxxv, 24 . 

Alarm System Installers/Servlcers 
Definition of: xxxv, 24 
Registration of: 317-19 

Alarm Systems 
Annual inspection: 160-61 
Backup power for: 143-45 
Cooperation to reduce costs: 154-56 
Cooperation/research: 138-39 
Definition of: 135-37 
Description of: 23, 24 
Early U.S. development: 31 
Government control of: 139-40 
Guide to selection of: 244 
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Ownership/operation: 170-73 
Problems with: 137-38 
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Servicing capability: 162-64 
Trunklines/automatic dialers: 157-

59 
User permits: 165-69 

"Alarm Systems, the FCC, and You": 
155 

Alexandria, Va.: 45 
Allen, Brandt: 186 
Allen v. Killoran: 297 
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47 
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American District Telephone Com

pany (ADT): 31 
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American Hotel and Motel Associa
tion: 38, 50 

American Justice Committee: 232 
American Management Association: 

116 . 
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American National Standards Insti-

tute: 160 . 
American Society for Industrial Se-

curity 
Bank security workshops: 47 
Code of ethics: 123 
Computer security courses: 186 
Description of: 38. . .. 
Educational InstitutIOns DIVIsIOn: 

45 
Law enforcement/private security 

interaction: 207 
Professional Certification Board: 

92-93, 113 
Profe3sional Education programs: 

20, 267 
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20, 26, 68, 89, 91··92, 94, 98-99, 
110, 123,207-9, 216, 219, 227-28 

Survey results: 339-49 
American Transit Association: 60 
American Transportation Association: 

38 . 59 American Trucking Association: 
Angel Shlomo: 176, 189 
Applications ". 

For employment, gUIdelines. 78-79 
For licensing: 300-301 

Architects 
Crime prevention course require-

ment: 202-3 . 
Crime prevention courses in archi

tecture school: 195-96 
Environmental security role: 176 
Performance standards develop

ment: 188-90 
Private security techniques and: 1 

Armed Personnel 
Definition of: xxxv 
Registration qu~lific~tions: 323-25 
Renewal of registratIOn: 330-31 
Standards and goals effect on: 15 
See also: Firearms; Personnel 

Armored Car/Courier Services 
Description of: xxxv, 8, 23, 24-25 
Major publicly held firms: 33 
Model basic training: 104 
Model preassignment training: 102 
Registration of, personnel: 317-19 

Armstrong, Henry: 210 . 
Arrests, Private Security Authority: 

391-98 
Arthur D. Little, Inc.: 34, 35-36, 38, 

252 
ASIS Foundation, Inc.: 38 
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Association of American Railroads: 38 
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Association of Credit Card Investiga

tors: 48 
Atherton, Raymond M.: 210 
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Background Investigations, Preemploy-
ment: 72 

Baker Industries, Inc.: 31, 32 
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Bank Administration Institute: 47 
Bank Protection Act: 47,48 
Barker, Michael B.: 200 
Beerman, Bernard: 165 
Bell Laboratories: 155 
Biscayne College: 270 
Bodyguard/Escort Services: 8-9, 23 
Bombings 

Number of: 38 
Threats of, and airlines: 41-42 

Bonding: 309-11 
Brandstatter, A.F.:, 265,271 
Brennan, Dermis T.: 28,217,231 
Brink, Washington Perry: 31 
Broward County, Fla.: 45, 176 
Brown, Thad F.: 210,215 
Brownyard, Bruce W.: 310 
Buckner, AI: 194 
Builders 

Environmental security role: 176 
Performance standards develop

ment: 188-90 
Private security techniques and: 1 

Building Codes: 197-99 
"Building Security Code for Texas 

Cities": 180, 198 
Bureau of Investigation, U.S.: 31 
"Burglar Alarm Code for Texas 

Cities": 160, 179 
Burglary Protection Council: 31 
Burke v. State: 233 
Byse, Clark: 288, 289 
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California: 27, 110, 116, 128, 198, 

226, 261, 270, 282 . 
California Bureau of Collection and 

Investigative Services: 333 . 
California Office of Criminal Justice 

Planning: 27 . . 
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244 
Canada: 28 
Canine Patrol: 8 
Career Development for Law Enforce-

ment: 66 
Cargo Movement, Security Problems: 

58-60 
Carnegie-Mdlon Univ~rsity, Transpor-

tation Research Institute: 61 
Cedar Rapids, Iowa: lSI, 173 
Census, U.S. Bureau of the: 18, 318 
Central Station Alarm 
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Description of, companies:. 8 
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Certification 
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146·47 
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Check Fraud, Banks and: 48 
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st. Louis, Mo.: 350-60 

Chicago, Ill.: 61, 223, 315 
Chicago Transit Authority: 61 
City Campaign Program: 60 
Civil Aviation Security Service, FAA: 

42 
Civil Rights Act of 1964: 76 
Civil Service Act of 1883: 30 
Classified Information, Protection of: 

52,53 
Cleveland, Ohio: 28,35,211,217,231 
Codes of Ethics: 121-35 
Cole, Richard B.: 193 
Colleges and Universities 

And courses/seminars for private 
securi.ty: 267-69 
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370-77 

Private security degree programs: 
270-75 

Security problems of: 45-46 
See also: Education 

Colling, Russell: 93 
Colorado: 284-85 1\ 

Commerce, U.S. Department of 
Cost of crime statistics: I, 18, 37, 

52,55,56 
Credit card loss reports: 48 

"Commercial Burglar Prevention Ordi
nance": 180 

Commerc'ial Complexes 
Cost of crime/share of market: 37 
Se<;urity problems: 43-44 

Community Crime Prevention: 188 
"Company Guards vs. Subcontractor 

Guards": 245 
Comptroller of. the Currency, Office of 

the: 47' 
Computer Security: 185-87 
Connecticut: 233, 239 
Conrad, John J.: 271 
"Considerations When Looking for a 

Burglar Alarm System": 244 
Consultants, As Private Security Com

ponent: 25 
Consumer Advisory Council: 252 
Consumers 

Assistance committees: 249-51 
Of private security: 4 
Private security advertising: .255-57 
Private security expertise develop-

ment: 252-54 
Responsibility for private security 

selection: 243-48 
Standards and goals use by: 16 
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17, 26, 361-69 
Contractural Security 

Advantages/disadvantages of guard: 
245,246 

Application of standards and goals 
to 11, 15 

Definition of: xxxv 
Cooper, Sydney: 233 
Cornish, Mary F.: 28 
Corpus Christi, Tex.: 166 
Corpus Juri~' Sec.undum: 297 

Council of International Investigators: 
123 

Council of State Governments: 297 
Couriers, Definition of: xxxv 
Courtney, Jeremiah: 155 
CPTED (Crime Prevention Through 

Environmental Design): See En
vironmental Security 

Credit Card Fraud 
Banks and: 48 
Retail establishments and: 57 

"Crime Against Small Business": 152, 
188, 195 

Crime Control Act of 1973: 80 
Crime Control Digest: 83 
Crime Impact Statements 

Environmental security and: 200-
201 

Need for: 1 
Crime Prevention, Role of Private 

Security: 18-22 
Crime-Relate~ Losses, U.S. Busi

nesses: 1, 18, 35-38 
Criminal Conviction Records 

Definition of: xxxv 
Preemployment screening: 83 

Criminal History Records 
Availability of, preemployment: 80-

81 
Definition of: xxxv 
And registration of personnel: 321 
Need for, by private security: 21-22 
State regulatory board access to: 

293-95 
Criminal Justice Agencies 

Criminal violation reporting to: 
128-29 

Definition of: xxxvi 
Role of private security with: 18-22 
Standards and goals use by officials 

of: 16 
See also: Law Enforcement Agen

cies 
Criminal Justice Impact: 183 

, "Criminal Justice Information Control 
and Protection of Privacy Act": 293 

Criminal Justice Information System 
Definition of: xxxv 
Private security access to: 209 

"Criminal Justice Information Systems 
Rules and Regulations;': SO 

Cross, Richard: 185 
Crowd Control: 8,23 
Current Regulatory Agency Experi

ence and Views: 27 

D 

Dallas, Tex.: 158, 163, 179 
Data Collection 

By consumer agencies: 252-54 
Consumer assistance committee: 

250 
For review of Task Force Report: 

262 
See also: Information Exchange; 

Recordkeeping; Research 
Datamation: 186 
Davis, Ruth: 186 

The' Death and Life of Great Ameri-
can Cities: 191 

Deerwood, Fla.: 191 
Defense, U.S. Department of: 52 
Defense'Supply Agency, U.S., Office 

of Industrial Security: 52, 53 
Defensible Space: 188, 194 
Delivery Systems, Proprietary and 

Contractural: 4 
Designers 

Private security techniques and: 
Housing and: 51 
And mass transit security: 61 
See also: Architects; Builders 

Design Guide for Improving Residen
tial Se",urity: 183 

Desmond, Chief Judge: 234 
Detection-of-Deception Services 

Definition of: xxxvi 
As private security component: 2S 

Detec!ive: See Investigator 
DeVines, HQl1is: 189, 198 
Directory of SecuHty Consultants: 

191,243 
Division of Justice and Crime Preven

tion, Research Department (Vir
ginia): 27,299 

E 

Eastern Kentucky University: 270-71 
Eavenson, Chandler: 216 
Education 

Architecture/urban planning school 
crime prevention courses: 195-

96 
Colleges/universities with private 

security programs: 370-77 
Crime prevention course require-

ments: 202-3 
Degree programs: 259-60, 270-75 
Need for upgraded: 1 
Seminars/courses: 259-60, 269-70 

Educational Institutions 
Cost of crime/share of market: 37, 

38 
Security problems: 44-46 
See also:: Colleges and Universities 

Educational Requirements 
For armed personnel registration: 

323-25 
ASIS certification proposal: 92-93 
And licensing qualifying agent: 303 
Preemployment: 83 

Edwards, Representative Don: 293 
Effective Personnel Security Proce

dures: 65 
Electrical Device Services 

Description of: 8 
See also: Alarm Systems 

"Elements of CPTED":176, 202 
Ellis, James: 329 
Employees: See Personnel 
Employment Records, Definition of: 

xxxvi 
Environmental Security 

Architecture/urban plannin~ school 
crime pnwention courses: 195-
96 
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Building codes and: 197-99 
And comprehensive planning: 193-

94 
Computer se~urity: 185-87 
CPTED development: 175-77 
Crime impact statements and: 200-

201 
Crime prevention course require

ment: 202-3 
Design performance standards de-

velopment: 188-90 
Expertise development: 191-92 
Lighting: 182-84 
Private security industry and 

CPTED: 177-78 
Windows/doors: 179-81 

Equal Employment Opportunity, 
Guidelines: 76-77 

Equal Employment Opportunity Com
mission: 76, 83 

Equipment, State Regulation of: 226-
30 

Experience Requirements 

F 

ASIS certification proposal: 92-93 
For licensing qualifying agent: 302-

3 

False Alarms 
Causes of: 137 
Definition of: 165-66 
Law enforcement/private security 

relations and: 20 
Need fer remedies: 1 
And sensor systems: 148-50 
And user training: 151-53 

"False Alarm Study": 152 
Farber, Raymond C.: 185 
Fayette County, Ky.: 45 
'Feasibility Demonstration of the Citi

zen's Alarm System": 151. 
Federal Aviation Administration 

(FAA): 41, 42 
Federal Bank Protectioll Act of 1968: 

34 
Federal Bureau of Investigation 

(FBI): 53, 156 
Bank security findings: 47 
Computer security programs:-186 
National Bomb Data Center: 38 
Uniform Crime Reports: 18, 35, 37 
World War II security systems: 31 

Federal Communications Commission 
(FCC): 139, 155 

Federal Deposit Insurance Corpora
tion: 47,48 

Federal Government 
Alarm system cost reduction: :\54-

56 
And alarm system ownership/opera-

tion: 170-73 
Alarm systems research: 141 
Computer security: 185-87 
Criminal history record accessibility 

rules: 80-81 
EEO guidelines: 76 
National private security resource 

and research institute: 263-66 
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Privacy laws and regulations: 293-
94 

See also: State Governments; Local 
Governments 

Federal Home Loan Bank Board: 47 
Federal Register: 80-81 
Federal Reserve Board: 47,48 
Federal Savings and Loan Insurance 

Corporation: 47 
"Federal Security Code": 180 
Federal Trade Commission: 287 
Federal Truth-in-Lending Act, 1970 

Amendment: 48 
Felonies, Definition of: xxxvi 
Fifth United Nations Congress on the 

Prevention of Crime and the Treat
ment of Offenders: 28-29 

Financial Institutions 
Cost of crime/share of market: 37 
Security problems: 46-48 

Firearms 
Definition of: xxxvi 
Misuses, suspension/revocation of 

registration: 333-34 
Training: 105, 107-9 
See also: Armed Personnel 

First National Conference on Private 
Security: 267,271 

Fitzpatrick, Emmet: 315 
Flood v. Kenlledy: 234 
Florida: 27-28, 154 
Florida Senate Judiciary Committee: 

27-28, 223, 228, 298 
Ford, President Gerald R.: 277 
Forensic Science: 25 
Fortune: 256 
Frankfurter, Felix: 263 
Frequency Advisory Committee: 155 
Frost and Sullivan, Inc.: 34, 35-36, 

252, 331 
Funding 

Of private security: 4 
Of State regulatory boards: 291-92 
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Gellhorn, Walter: 288, 289 
General Services Administration: 171 
Governmental Research Institute, Ad-

ministration of Justice Committee: 
28 

Government Regulation: See Certifica
tion; Licensing; Registration; State 
Regulatory Boards 

Gray, Harold: 142 
Green, Gion: 185 
Grosso, Anthony: 142, 154-55 
Guards 

H 

Definition of,: xxxvi 
Description of: 8, 23-24 
Early U.S. watchmen: 30 
Guide to selection of: 244-46 
Major publicly held firms: 33 
Model pre assignment training: 99-

102 
Registration of: 317-19 

Hartford, Conn.: 176 

-of-

Health Care Facilities, Security Prob-
le-ms: 48-49 

Heckman, F.C.: 144,148, 157 
Hinds, Claude E.: 20 
Holmes, Edwin: 31 " 
Holmes Protection, Inc.: 31 
Hopewood v. Paducah: 234 
Hospitals: See Health Care Facilities 
Hotels/Motels 

Cost of crime/share of market: 37 
Security problems: 49-50 

House of Representatives, U.S.: 293 
Housing, Security Problems: 50-51 
Housing and Urban Development, 

u.S. Department of: 51 
Houston (Tex.) Chrollicle: 239 

IBM: 185 
TIlinois: 115, 183, 270 
Indianapolis, Ind.: 182, 198 
Information Exchange 

By employers: 74-75 
Law enforcement agencies and pri

vate security: 216-17 
Law enforcement training and: 220 
See also: Data Collection; Record

keeping; Research 
Information Security, Definition of: 7 
Information Systems: See Criminal 

Justice Information System; Data 
Collection; Recordkeeping; Re
search 

Inservice Training: 111 
Institute for Local Self Government: 

27, 107, 207, 211-12, 215, 219, 
226-27, 228, 238, 329, 333 

Insurance: 309-11 
Insurance Services Office: 34 
'Internal Control of Employee Dis

honesty": 79 
International Art Registry: 54 

, International Association of Chiefs of 
Police (IACP): 20, 83, 93, 116, 143 
150, 158-59, 161, 166-68, 171-72, 
207 

International Association for Hospital 
Security: 49, 93, 113 

International Association of School 
Security Directors:. 45 

INTERPOL (International Police): 
54 

Interstate Commerce Commission 
(ICC): 25, 59 

Interviews 
And applications: 79 
And personnel registration: 321 
Preemployment screening and: 72 

Introduction to Security: 185, 186 
Investigative Services 

Additional training for: 105-6 
Description of: 8, 23, 24 
Law enforcement personnel and: 

238-39 
Major publicly held nrms: 33 
Registration of personnel: 317-19 

Investigators, Definition of: xxxvi 
Iowa: 239 

o 

o 

o 

o 
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Iowa Department of Public Safety: 
234 

J 

Jacobs, Jane: 175-76, 189, 191 
Jahr, Vernon G.: 215 
Job Descriptions, And Training: 94-95 
Job Functions 

Definition of: xxxvi 
And training: 96-97 

Job-Related Tests 
Definition of: xxxvi 
See also: Testing 

Juvenile Delinquency Subcommittee, 
U.S. Senate: 18, 38, 44 

Job Titles, State Regulation of: 226-30 
John Jay College of Criminal Justice: 

270-71 
Judiciary Committee, U.S. House of 

Representatives: 185 
Jurgens v. Davenpart: 234 
Justice, U.S. Department of: 196, 293 

II 
K i: 

Kakalik, James S.: 26 
Kandt, Robert E.: 27 
Kansas: 233, 239 
Kansas City, Mo.: 182 
Kellem, Carl: 135, 141, 147, 148, 163 
Kennedy, President John F.: 252 
Kerns, John G.: 189 
Ketchum, Michael L.: 27 
King, Glen D.: 20, 153, 217 
Kingsbury, Arthur A.: 3 

L 

Labor Statistics, U.S. Bureau of: 318 
Ladue, Mo.: 158, 163 
Lake Oswego, Oreg.: 223 
Law Enforcement Agencies 

Employment as private investigator, 
personnel: 206, 238-39 

Employment as private security 
manager/principal; personnel: 
206,236-37 

Environmental security role: 176 
Interaction policies: 205, 207-10 
Multilevel 'training: 206, 219-21 
Number of personn(:in U.S.: 1, 35 
Policies/procedures for work with 

private security: 205-6, 214-18 
Private security personnel mistaken 

as members of: 206,222-5 
Secondary employment of, person

nel: 206, 231-35 
State. regulatio~ of priVate security 

umform/equlpment/titles: 206 
226-30 ' 

Survey of/liaison with private se
curity: 205, 211-13 

Trunklines and automatic dialers: 
157-59 

See also: Criminal Justice Agencies· 
Public Law Enforcement ' 

------- ... ----~---.----. ----

Law Enforcement Assistance 'Admin
istratiop (LEAA) 

Alarm systems and: 139, 154-56 ~'--', 
Crime prevention in design studie~:' ie' 

188, 191 
Defensible space research aid: 176 
Description of: xxxvi 
Employment statistics research: 1 
Law Enforcement Standards Pro-

gram: 180 
National private security resource 

and research institute: 263-66 
And private security degree pro

grams: 270-75 
Role of, in private security: 13-14 
Rules on criminal history record 

access: 80-81 
School systems grants: 45 
Victimization studies: 50, 56 

Law Enforcement Liaison Officers 
Definition of: xxxvi ' 

Law Enforcement/Private Security Re-
lations 

And alarm systems: 138-39 
Criminal activity reporting: 128-29 
Interaction policies: 207-10 
Need for private sectirity and police 

cooperation: 1 
Policies and procedures for: 214-18 
To reduce alarm system' costs: 154-

56 
Survey /liaison with private security: 

211-13 
Law Enforcement Standards Labora

tory: 141, 263 
The Law and Private Police: 27 
Legal Authority 

For arrests: 391-98 
Private security and: 20-21 

The Legal Regulation and Control of 
Private Policing and Security in 
Canada: 28 

Legislation, Survey of: 234, 256, 381-
88 

Lewin, Thomas M.: 149 
Libraries, Security Problems: 54 
Licensing 

Applications for: 300-301 
Architects/urban planners and 

crime prevention courses: 202-
3 

Of armored car/courier services: 25 
And bonding/insurance: 309-11 
Certificate display: 308 
Change in status notifications: 304-

5 
Definition of: xxxvi 
Denial/revocation/suspension: 312-

13 
Legal definition/justification: 297 
Need for: 1 
And qualifying agents: 302-3 
Renewals: 306-7 
Of security businesses: 298-99 
And state regulatory board funding: 

291-92 
See also: Certification; Registration; 

State Regulatory Boards 
Lippert, George: 148 

Local Alarm Systems, Definition of: 
xxxvi, 136 

Local Governments 
Alarmi,systems cost reduction: 154-

56 
And alarm system ownership/oper

ation: 170-73 
See also: Federal Government; State 

Governments 
London Metropolitan Police Depart-

ment: 132 
Longworth, Roy: 144 
Louisville, Ky.: 173 
Louisville (Ky.) Times: 173 

M 

McClintock, F.H.: 28 
Maine Criminal Justice Planning and 

Assistance Agency: 28, 262 
Managers/Administrators 

Academic courses for: 268 
Code of ethics: 123-25 
Criminal violation record mainte-

nance: 122, 132-33 
Definition of: xxxvi 
As private security component: 25 
Registration sanction and: 335-36 
Training of: 112-14 

Manufacturing, Security Problems: 
51-53 

Martensen, Kai R.: 28 
Mass Transit Systems, Security Prob-

lems: 60-61 
Mercurio, Dick: 108 
Michigan: 229, 270 
Michigan Attorney General: 234 
M~c~igan State University: 45,67,271 
Minimum Qualifications 

Preemployment screening: 82-84 
See also: Age Requirements; Educa

tional Requirements; Experi
ence Requirements; Physical 
Requirements 

Minority Groups, Equal Employment 
Opportunities: 76-77 

Miranda Warning: 126 
Misdemeanors, Definition of: xxxvi 
A Model Burglar and Hold-Up Alarm 

Business Licensing and Regulatory 
Statute: 26, 172,416 

Model Private Security Licensing and 
Regulatory Statute: 26, 99 228 
304-5, 000 " 

Montgomery, Roger: 176 
Moonlighting: 231-35, 236-37, 238-39 
Morton Research Corporation: 34 35 

38 ' • 
MuItnomah County, Oreg.,: 168 
Museums 

N 

Security problems: 53-54 
Security technology: 34 

National Advisory Commission on 
Criminal Justice Standards and 
Goals: 103, 182, 183, 188, 198 
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National Advisory Committee on 
Criminal Justice Standards and 
Goals: 14, 16, 83, 261 

National Armored Car Association: 
105, 331 

National Association of College Aux
iliary Services: 46 

National Association of Manufactur-
ers: 38 

National Bomb Data Center: 38 
National Bureau of Standards: 141 
National Burglar and Fire Alarm 

Association (NB&FAA): 8, 123, 
244 

National Cargo Security Program: 59 
National Commission on Regulatory 

Reform: 277 
National Council on Crime and De

linquency: 234 
National Council of Investigation and 

Sec,,~ity Services: 123 
Natic'iW':'.Crime Information Center 

(N":;~'): 48, 80, 238 
National Crime Prevention Institute: 

20, 135, 141, 147, 148, 152, 153, 
l63, 182 

National Institute of Law Enforce
rrient and Criminal Justice (NIL
ECJ): 26, 176, 180, 183, 191, 195, 
198,263-66 

National Retail Merchants Associa
tion: 21, 38, 56, 57 

National Rifle Association: 109 
Newman, Oscar: 176, 188, 194, 196, 

202 
New Orleans, La.: 16, 26, 35, 74, 75, 

76-77, 197,211, 350-60 
New York (State): 116, 154, 270 
New York, N.Y.: 30,45 
Niagara University: 270 
North Carolina: 154 
Northeastf<rn University: 270 
Northern Michigan University: 270 
Northern States Power Co. v. Federal 

Power Commission: 297 
North West Police Agency: 30 

o 
Oakland, Calif.: 176, 180, 315 
Occupational Safety and Health Act 

(OSHA): 52 
Office Building, Security Problems: 

43-44 
Office of Transportation Security, 

DOT: 59 
Ohio: 28, 35, 98, 115, 154, 291 
Ohio peace Officer Training Council: 

98 
Omnibus Crime Control and Safe 

Streets Act of 1968, as Amended: 
155,293 

Operational, Definition of: xxxvii 
Organized Crime, and Cargo Theft: 59 
The Other Police: 28, 68, 79, 98, 126, 

217,228, 231, 232, 234, 246, 291, 
333 
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Parsons, Robert L.: 213 
Part-Time Employees, Definition of: 

xxxvii 
Patrol Services, Description of: 23-24 
Peel, Sir Robert: 132 
Pennsylvania: 261 
Pennsylvania Lethal Weapons Act: 

130 
Personnel 

Alarm sales/service: 146-47 
Characteristics of, in St. Louis, Mo., 

and New Orleans, La.: 350-60 
Code of ethics: 121, 123-25 
Conduct of: 121-22, 126-27 
Criminal history record access: 64, 

80-81 
Employer responsibilities: 122, 130-

31 
Employment applications: 64, 7F;-79 
Employment statistics, summary: 

399-415 
Equal employment opportunity: 64, 

76-77 
Job-related information exchange: 

63-6,t, 74-75 
Law enforcement, as private inves

tigators: 238-39 
Law enforcement, as private se

curity manager/principal: 236-
37 

Law enforcement, secondary em
ployment: 231-35 

Minimum preemployment qualifica-
tions: 64, 82-84 

Number in U.S.: 1, 34-35 
Preemployment screening: 63,71-73 
Registration of: 315-36 
Reporting criminal activity: 122, 

128-29 
Salaries of: 63, 67-70 
Selection of, overview: 63-64 
Selection processes: 63, 65-66 
Standards and goals development 

and: 14 
State regulatory board staff: 284-85 
See also: Training 

Personm~l Security, Definition of: 7 
Philadelphia, Pa.: 12-13, 17, 26, 361-

69 
Philadelphia Magazine: 107 
Phoenix, Ariz.: 71, 315 
Physical Requirements 

Of armed personnel registration: 
323-25 

Preemployment: 83-84 
For registration: 320-22 

Physical Security, Definition of: 7 
Pinkerton, Allan: 30-31 
Pinkerton Protection Patrol: 30-31, 32 
Plane Crashes, Airport Security and: 

42-43 
Planning 

Crime impact statements: 200-201 
Environmental security: 193-94 
Private security personnel and: 1 
See also: Urban Planning. 

Police Chief: 168, 231, 234 

Police Foundation: 83 
Police Department Alarms, Definition 

of: 136 
The Police Manager: 112 
Police Powers, Private Security and: 

20-21 
Police Weapons Center Bulletin: 108 
The Pelice Yearbook, 1975: 89 
Polygraph Examiners: See Detection-

of-Deception Services 
Portland, Oreg.: 176 
Post, Richard S.: 3, 19,215 
Poulson, Norval: 146, 148-49, 154-55 
Predicasts, Inc.: 36 
Preemployment Screening 

Description of: 71-73 
By investigative services: 24 
Minimum qualifications: 82,84 
Need for, by private security: 21-22 

President's Commission on Law En
forcement and Administration of 
Justice: 320 

Principals, Definition of: xxxvii 
Privacy Act of 1974: 293 
Privacy Protection Study Commission: 

293 
The Private Industry: Its Nature and 

Extent: 27 
Private Police in the United States: 

Findings and Recommendations: 27 
Private Security 

Arrest authority: 391-98 
Definition of: xxxvii, 3-11 
Development of standards and goals 

for: 12-17 
Components of: 23-25 
History/development in U.S.: 30-40 
List of firms: 378-80 
Research in: 26-29 
Standards and goals use by mem

bers of: 16 
Private Security Advisory Council: 14, 

15, 16, 26, 80 
Alarm Committee: 146, 171 
Defensible space committee: 183 
Environmental Security Committee: 

51, 177,202 
Law Enforcement/Private Security 

Relationship Committee: 19, 
123-24, 207-8, 217, 219, 226, 
232-33,236 

Model stat1,ltes: 26, 99, 172, 228, 
304-5 

"The Private Security Industry in Vir
ginia": 27,223,227,299 

Private Security and the Public Inter
est: 27, 126, 128,211-12, 215, 219, 
226-27, 228, 238, 244-45, 246, 256, 
329, 333 

Private Security Survey and Ordinance 
for St. Petersburg, Florida: 28, 109, 
131,222,227 

Private Security Task Force 
And development of standards and 

goals: 15-16, 83 
Establishment of: 14 

Professional Associations 
Consumer assistance committees: 

249-51 
Definition of: xxxvii 

" 
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List of: 378-80 
Trade associations: 38 

Proprietary Security 
Advantages/disadvantages of guards: 

245-46 
Application of' standards and goals 

to: 11, 15 
Colleges and: 46 
Definition of: xxxvii 
Development of, in U.S.: 32 

'!Protection of Assets Manual": 16 
Protection and Detection Services: 3-4 
Public Law Enforcement 

Accountability and private security: 
21 

Formation of, in U.S.: 30 
Compared to private security: 5-6, 

7,10 
See also: Law Enforcement Agen

cies 
Public Systems, Inc.: 28, 222 
Public Utilities Commissions, Licens

ing/Regulation: 25 

Q 

Qualifying Agents 
Definition of: xxxvii 
For licensing: 302-3 

Quasi-Public Police 

R 

Auxiliary military police: 31 
And private security, definition: 4, 

6, 10-11 

Radelet, Louis: 205 
Railroads 

Early police. in U.S.: 31 
Number of, police: 38 
Security problems: 54-55 

Rainwater, Lee: 176 
Rand, George: 202 
RAND Corporation: 36 

Definition of private security by: 4 
Private security study, description: 

14, 26-27, 99, 207 
RAND REPORT (Vol. I.): 11, 34-

35, 84, 128, 150, 157, 210, 214-15, 
222, 223, 256, 298, 315, 329, 333 

RAND Report (Vol. n): 65, 77, 98, 
107, 141, 157 

RAND Report (Vol. m): 285, 291 
RAND Report (Vol. IV): 136 
Recordkeeping, Criminal Activity 

Data: 132-33 
Registration 

Definition of: xxxvii 
Need for: 1 
Permanent cards: 326-27 
Qualifications for: 320-22 
Qualifications for, armed personnel: 

323-25 
Renewal of: 330-31 
Sanctions: 335-36 
Of security personnel: 317-19 
And State regulatory board fund

ing: 291-92 

Suspension/revocation of: 332-34 
Temporary permi~s:;328-29 
See also: Certification; Licensing; 

. State Rcgiilatory Boards 
Regulation 

Of armored car/courier services: 25 
See also: Certification; Licensing; 

Registration; State Regulatory 
Boards 

Regulation of Advertising by the FTC: 
255,256 . 

"Report on the Private Security In
dustry in Florida": 27, 223, 228 

Research 
On alarm systems: 138-39, 141-42 
National resource/research insti

tute: 259, 263-66 
In private security, summary: 26-29 
State review of Report: 259, 261-62 

Resident Managers, Definition of: 
xxxvii 

Residential Protection, Consumer 
Choices: 246-47 

Retail Establishments 
Cost of crime/share of market: 37 
Security problems: 55-58 

Revenues, Private Security Industry: 
34-38 

Revised Model State Administrative 
Procedure Act, 1970 (APA): 288, 
289 

Richmond, Va.: 227 

s 
Safe Schools Act of 1975: 45 
S1. Louis, Mo.: 16, 26, 35, 74, 75, 

76-77, 176, 182, 211, 223, 350-60 
S1. Petersburg, Fla.: 28, 131, 228 
Salaries 

Need for competitive: 1, 67-70 
Problems in raising: 12, 13 

San Francisco, Calif.: 197 
San Mateo, Calif.: 228-29 
Scarsdale, N.Y.: 179 
Scarvaci, Richard J.: 143 
Schnabolk, Charles: 246 
Schurr, Robert: 244,245 
Seattle, Wash.: 234 
Secondary Employment, Definition of: 

xxxvii 
Secondary Schools, Security Problems: 

44-45 
Securities and Exchange Act of 1934, 

as Amended: 47, 312 
Securities and Exchange Commission: 

47,48,301 
Security Distributing and Marketing: 

163, 172 
The Security Industry in the United 

Kingdom: 28 
Security Letter: 68 
Security Management: 123, 310 
Security Management Systems: 75 
Security Planning for HUD-Assi,fted 

Multifamily Housing: 180 
Security Services, Definition of: xxxvii 
Security Services Businesses, Pefini

tion of: xxxvii 

Security Systems Digest: 166 
Security World: 67, 142, 143, 149 
Select Committee on Small Business, 

U.S. Senate: 18, 36, 141 
Senate, U.S.: 293 . 
Shanahan, James C.: 143-44 
Shoplifting, Retail Establishments 

and: 55-58 
Shopping Centers, Security Problems: 

44 
Skyjackings 

Compulsory screening of passengers 
and: 42 

Number of: 41 
Security needs and: 38, 43 

Small Business Administration: 55, 56, 
57, 141, 152,/188, 195, 196 

Small Securitf Businesses, Effect of 
Standards and Goals on: 14-15 

Solomon, Goody L.: 249,252 
Southern Police Institute, School of 

Police Administration (University 
of Louisville): 113 

Southern Illinois Law Enforcement 
Commission: 108 

Special Events, Security Problems: 58 
Special Function Police: See Quasi

Public Police 
Special-Purpose Public Police: 27 
State Communications Commissions: 

139 
State v. Denny: 234 
State Governments 

Alarm systems cost reduction: 154-
56 

And alarm system ownership/opera
tion: 170-73 

Authority/responsibility for train
ing: 115-16 

Boards for training coordination: 
117-19 

Criminal history record accessibility 
rules: 81 

Law enforcement personnel moon
lighting restrictions: 233-35 

Lew enforcement personnel as pri
vate investigator regulation: 
239 

Licensing legislation: 297 
Private security advertising regula

tion: 256 
Private security legislation: 381-88 
Private security legislation and con

sumer agencies: 254 
Regulation of private security uni

forms/equipment/ titles: 226-
30 

Review of Task Force Report: 261-
62 

State regulatory boards: 281-97 
See also: Federal Government; 

Local Governments 
State Planning Agencies (SPA's): 

261-62,263 
State Regulatory Boards 

Board/staff responsibility: 284-85 
Criminal record information access: 

293-95 
Funding of: 291-92 
Hearing procedure: 288-90 
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Licensing function: 297-313 
Membership: 286-87 
Registration function: 315-36 
State-level regulation: 282-83 
Survey of: 398-90 
See also: Certification; Licensing; 

Registration 
Stenning, Philip C.: 28 
Strobl, Walter M.: 323 
"A Study of the Placement and Utili

zation Patterns and Views of the 
Criminal Justice Graduates of Mich
igan State University": 271 

Supervisors 
Definition of: xxxvii 
See also: Managers/Administrators 

"Survey of Consumers of Private Se
curity Services in the Greater Phila
delphia Area": 89, 112, 128, 209, 
243-45, 249, 261-69 

"A Survey of Experiences, Activities, 
and Views of the Industrial Security 
Administration Graduates of Michi
gan State University": 67 

Syracuse University: 46 

T 

Technology, And Private Security 
Growth: 33-34 

Telephone Companies, Alann System 
Cost Reduction: 154-56 

Tenafly, N.J.: 158 
Testing 

For armed personnel registration: 
324 

ASIS certification proposal: 92 
And curriculum evaluation: 97 
Preemployment: 72-73 
And registration of personnel: 321 

Texas Municipal League: 160, 166, 
179, 180, 198 

"To Make an Informed Choice of a 
Security Contractor": 246 

Trade Associations, Security: 38 
Traffic Institute (Northwestern Uni

versity): 113 
Training 

Armed personnel: 88, 107-9 
For armed personnel registration: 

323·25 

580 

Of alarm sales/service personnel: 
138-39, 146·47 

Of alarm users: 151-53 
Certification programs: 87, 91-93 
Data/computer security: 186-87 
Framework for: 87, 89-90 
Inservice: 111 
Job descriptions and: 87-88, 94-95 
Job-related: 88, 96-97 
Law enforcement multilevel, in pri-

vate security: 219-21 
Need for: 1 
Ongoing: 88, 110-11 
Preassignmentlbasic: 88, 98-106 
Requirements for registration: 320-

33 
State authority/responsibility: 88, 

115-16 
State boards and: 88, 117-19 
Of supervisors/managers: 88, 112-

14 
Transportation, U.S. Department of: 

25,59-60 
Transportation Industries 

Cost of crime/share of market: 36, 
37 

Security problems: 58-61 
Skyjacking and security needs: 38 

Trucking Industry Committee on 
Theft and Hijacking: 60 

Tunney, Senator John V.: 293 

u 
Unarmed Personnel, Standards and 

Goal Effect on: 15 
Underwriters' Laboratories: 31, 34, 

138, 144, 160, 179, 244 
Uniform Crime Reports (FBI): 18, 

35,37 ; 
Uniformed 'Personnel, Definition of: 

xxxvii 
Uniform Law Commissioners: 288 
Uniforms 

For private security: 222-25 
State regulation of: 226-30 

United Federation of Teachers: 45 
United Kingdom: 28, 132 
United Nations: 28-29 
United States Brewers' Association, 

Inc. v. State: 163 

U.S. Atomic Energy Commission Reg
ulatory Guide (Nuclear Regulatory 
COmmission): 71 

U.S. News and World Report: 1, 18 
Universities: See Colleges and Uni

versities 
University of Cambridge, Institute of 

Criminology (United Kingdom): 28 
University of Connecticut: 46 
University of Georgia: 46 
University of Michigan: 45 
University of Toronto, Centre of 

Criminology: 28 
Urban Planning 

Crime prevention classes in, 
schools: 195-96 

Crime prevention course require
ments: 202-3 

Environmental security role: 176 
User Permits, Alarm Systems: 139-40 

v 
Velde, Richard W.: 14, 19, 155, 241 
Virginia: 27, 209-10, 261, 270, 282 

w 
Wackenhut, George R.: 31-32 
Waco, Tex.: 166 
Walker, Roger: 176 
Wall Street lournal: 77 
Washington, D.C.: 166 
Watchmen: See Guards 
Weaver, Leon: 3, 265 
Wells Fargo: 32 
Western Illinois University: 271, 273 
Westinghouse Electric Corporation: 

'176, 177, 188,200,202 
Wichita State University: 270 
Wildhorn, Sorrel: 26-27 
Wiles, Paul: 28 
William J. Burns Intemational Detec

tive Agency: 31, 32 
Women, Equal Employment Opportu

nities: 77 
Wood, Elizabeth: 175, 189 
World Association of Dectectives: 20, 
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