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PREFACE 

These materials were produced by the Cornell Institute on 

Organized Crime. The Institute is a training and research 

center developed as a joint program of the Cornell Law School 

and the Law Enforcement A.ssistance Administration (LEAA). Now 

in its second year of operation, the Institute is engaged in 

a number of major undertakings, including'" an empirical study 
\\ 
I' 

of the "Rackets Bureau" concept designed I.to illuminate the 

most productive practices of existing organized crime 

investigation and prosecution units, the establishment of a 

computerized bibliography of materials relating to organized 

crime to facilitate scholarly research, and the training of 

organized crime prosecutors in the legal and practical aspects 

of the most advanced techniques of investigation and prosecution 

of organized crime. It is with these goals in mind that 

thRse materials have been prepared. 

Perhaps the most difficult to use, but the most productive 

investigative technique in the prosecutor's kit of evidence-

gathering tools, electronic surveillance must be carefully and 

lawfully employed, if it is to realize its full potential. 

If these materials can contribute to raising the quality of 

legal work in this important area, a major aspect of the 

mission of the Institute will have been advanced. 

Cornell Institute on 
Organized Crime 

Cornell Law School. 
February 1977 
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Director 

Ronald Goldstock 
Executive Director 
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ELECTRONIC SURVEILL~~CE 

Law and Strategy (Prosecution)* 

G. Robert Blakey** 

What I wanted to chat about with you this afternoon is 

the scope, development and meaning of. Title 111.*** In 

1968 Congress passed, over the objection~ if not the veto, of 

President Johnson, Title III of the Omnibus Crime Control Act. 

It thus broke a legislative log jam of some 40 years. The 

statute is a complex interrelationship of a series of "do's" 

and "don't's." The "don't's" are far more important than the 

lido's." And the IIdon't's" are more clearly articulated than 

the "do's.1I So let me talk to you, for a moment, then about 

the inarticulate premises of the "do's" of Title III. 

If you look at the statute carefully, it says you may; 

it does not say you must and it does not tell you when. It 

*Transcript of a lecture delivered, on August 9, 1976, 
to a seminar offered by the Cornell Institute on Organized 
Crime on the Techniques in the Investigation and Prosecution 
of Organized Crime in the area of Theft and Fencing. 

**G. Robert Blakey, A.B. 1957, LL.B. 1960, J.D. 1968, 
Uni versi ty of Notre Dame. Mr. Blakey is a professor of lav1 at 
the Cornell Law School and i.s the director of the Institute on 
Organized Crime. He served in the United States Qepartment of 
Justice in its Organized Crime and Racketeering section frord 
1960 to 1964, when he left to teach at the Notte Dame Law 
School. In 1966 and 1967 he was a consultant on organized 
crime to the President's Crirt\e Commission, and from 1969 to 
1974 he served as chief counsel to the Subcormnittee on Crim
inal La'\vs and Procedures of the U. S. Senate, v1hich is chaired') 
by Senator John L. 1··1cClellan. 

***Omnibus Crime Control and Safe Streets Act, Title r;11, 
18 U.S.C. §25l0 et~. (1970). 
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says you may conduct electronic surveillance. It then tells 

you all the ways you cannot conduct electronic surveillance. 

~rhe \:la1s in which you cannot conduct it presuppose a conception 

of ·,:hat electronic surveillance is a~:d how it operates. It is 

not explicitly set dO'l,·;n on the face of the 3tatute, c,r in its 

legislative history. h'hat I want to do initially wi·th you, 

therefore, is talk to you about t11at frameVlork. 

To uiretap or not to wiretap 

Wi=etapping, or bugging, is a problem-solving investigative 

technique. The first thing you have to understand, therefore, 

is what the problem is. Typically, in the evidence gathering 

process, that is, when you seek evidence ;::'lat a particular 

individual has committed a crime, you v1111 get to an impasse. 

You will have some evidence but not enough to indict, not 

enough to conyict. You will have alternative ways in which to 

proceed to gather that evidence. Now, I do not suggest that 

it al\vays happens this vlay, ,·?here a person 8i ts dOVln and 

thinks: "Well, what can I do next? I can get a search 

uarranti I can place an informant in; I can get an ilWlU ;,i-:...y 

orderi I can J:..rinq the guy before a grand jurYi or I c~·n put 

a vliretap in." Very often the process of investigation is 

dynamic and all the alternatives corne to you and you decide 

without ever really thinking what you are going to do. 

Nevertheless, the process itself may be analyzed in terms of 

thinking about alternatives: what works best. 

2 



'\ 

Wiretapping: Defined* 

~virE!tapping is one method of getting evidence against a 

person. It ~1ill convert hearsay information possessed by an 

informant into an admission of the defendant himself. In other' 

words, it changes radically the character of the evidence or 

information you have: it takes information and makes it 

evidence. You ought to look at it in that way. 

It may serve as a predicate for additional evidence. Put 

a \lire in--you will get probable cause that vlill lead to a 

search warrant. Put a wire in--you will get information that 

will identify a witness WilO can then be called before the 

grand jury. The ,,,ire information will allow you to interrogate 

that witness under [an] immunity grant in such a way that you 

can jump a gap • • . (and] secure the cooperation of the 

\.1i tness, ',~ause he faces the very difficult dilemma of perjury 

Wiretapping is also a means of identifying an unknown party. 

If you are dealing with a sophisticated conspiracy in which 

you see part of the iceberg, wiretapping is a technique that 

will help you fill out the other people. • . . Once it 

identifies the other people, it then enlarges the group of 

targets which you can aim for. 

Huch of the 1--~ terature about wiretapping discusses it 

as if it were only;-0r even primarily, a means of piercing 

deeply into Gonspiracies, of ge.tting the top man. 
________ -"·+--.T==_, ____ ~ ___________ _'_ ________ _ 

*See Appe~cL..) "A", ~1'IA.l-A.43 and Appendix liB", ~f~fB.l
B. 79, Irlira. 
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Largely unnoticed [in] the effect of wiretapping is that it 

not only cuts deep into a conspiracy, it also cuts wide. 

. . . [I] t picks up all of t~le peripheral people in the 

conspiracy. The easiest and best illustration of that is one 

of the cases that was examined by the National Wiretap 

CO!T\lT\ission: the Sherbergen case in Detroit. One ,·dre placed 

in Detroit, in a narcotics case, not only picked up the basic 

distribution group in the city of Detroit, it picked up the 

pilot that was flying the "stuf':" in from Peru. [O]ne phone 

conversation VlaS actually bet\veen Detroit and Peru, so [the wire] 

picked up t~e exporter in Peru. It got the whole of the 

conspiracy as it was laid out. 

Now, I have to tell you frankly, it did not get all of 

the conspiracy. There is some evidence that it was financed 

by L.C.N.* people and the investigation never got to the 

L.C.i'il. level. But it to(,>k out the "lho1e exportation

importation-distribu'tion-organization in one fell S\voop. 

Conventional methods of investigation could perhaps have taken 

out some of the members of that organization sequentially. 

And, if [done] sequential1y--person by person--the likelihood 

is that each \vould have been replaced. What happened when 

one wire investigation identified virtually simultaneously 

the entire group and permitted the indictmen't of the entire 

group [was that] it eliminated the whole organization. Now, 

I am not going to kid you; you can still buy heroin on the 

*L.C.N. = La Cosa Nostra (Mafia) 
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streets of Detroit. But that may be more a fu~ction of the 

absence of additional wiretaps, or further investigative 

methods; it may also be attributable to [the lack of] refonn of t.he socio-

economic conditions that led to addiction. But from an 

investigative point of view, if the objective was to take out 

that organization, wiretapping was appropriate for that goal 

or objective. 

THE OBJECTI\~-CENTERED APPROACH OF TITLE 111* 

That gets dm-m to the central, underlying, unexpressed 

notion behind Title III: what is your investigative objective? 

IntBrestingly enough, the word only appears in Title II! once, 

in reference to time. Look at the various provisions--

why must you exhaust alternative investigative techniques? 

In terms of what standard do you measure those alternative 

investigative techniques? It is in terms of your objectives. 

Therefore, you must have a very clear notion as to "V ... hy you 

are conducting the wire. It is in terms of that, that you 

must exhaust. Why do you have to identify known parties, if 

you know them? In terms of ,,,ha t do you know them? It is in 

terms of ,[,the] probable cause outline of your investigative 

objective. How long can you conduct a tap? Here is where the 

statute explicitly says: "as long as necessary to achieve the 

objective." That means you have to understand precisely what 

*See Appendix IjC", ~1'IC.15-C.32, infra. 

5 



your obj ecti ve is in order to [answer the suesti.':m] : r'How long 

am I going to keep the tap in"?" 

In the context of a fencing investigation, for example, 

what is your obj.ective?* It is primarily, in my judgment, or 

ouc:rht to be, to gather evidence against all members of the 

organization and potentially to gather in all members of 

necessarily allied organizations. If you are p~tting a wire 

in on a fence, sit down and try to figure out \vhat role that 

particular fence is playing. Do we know, from what we 

understand about the redistribution system, what other parties 

probably play a role in vvha t he is doing? If he, for example, 

is a legitimate outlet fence, he [probably does not deal with] 

thievesi [the outlet fence] is the last level before the 

general public. If he is a legitimate outlet fence, he has 

a wholesaler fence dealing with him. So it is fairly clear 

that you want to get the wholesaler. An objective that 

would only aim at the retail outlet is too narrow. You 

have to say: "Hey, there's probably a wholesale fence 

out there he's dealing with." 

If you are going after that wholesaler or broker fence, you 

can also reasonably assume that retail outlets exist and your 

investigative objective ought ~o he to identify all of them 

that your broker fence is dealing with. If the broker fence 

is truly a broker, that is to say, if he is setting up 

*See generally, Blakey and Goldsmith, "Criminal 
Redistribution of Stolen Property: The Need for Law Reform," 
74 Mich Law Rev 1511 (1976): Strategies for Combatting the 
Cril1linal -qecei ver of Stolen C:;oods (LEAA 1976) . 
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hijackings along the line, you can reasonably assnme that 

hijackers are involved and your investigative objective ought 

to be to identify all the hijackers he works with, [and] all the 

retail outlets he vlOrks \\1i th. He may very v?ell be dealing 

with certain other specialty fences. [He) is primarily a 

broker picking up vlhatever comes along"::-targets of opportunity. 

He is going to have to "job-that-out," very often, to a 

specialist. Therefore, your objective ought to be to find who 

the specialists are. If he has a sophisticated operation, the 

likelihood is, corruption is involved. ThRt means t!1ere is a 

crooked cop somewhere, and you can be assured, as sure as you 

are sitting here, that there will probably be a crooked lawyer 

around somewhere, too; [the fence] needs professional services. 

Not al';:Jays I but too often. He may very well need an accountant, 

he may very well need a lawyer, he may very well need a bail 

bondsman. Your ultimate investigative objective should be to 

identify all of those parties. That is the scope of the real 

functioning organization; those are some of the other people 

or organizations that are working with him. A wire offers 

you some promise, not simply of a fencing case against the 

first person, but to take out that \vhole distribution network. 

Hy own judgment is that, as a long term operati.on, you 

really ought not always to focus entirely on the fence. Every 

time you can find one of our people, a lawyer or a crooked cop, 

you ought to take the time and trouble to make that collateral 

case. If there were no crooked lawyers, a lot of crimes \vQuld 

not exist. He do more harm, frankly, than a lot of other 

people. 
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LIMITATIONS 

Not only should you have a very clear notion of your 

objectives, you ought also to have a very clear notion of 

your limitations. I am saying this as frankly and sincerely 

as I can. Do not put in wires if you dannot man them,and I 

mean in fact man them \vi th the [necessary] J1B.npower. If you cannot 

supervise them as a la\vyer, to make sure that minimization, 

amendment, and sealing is being done,. [do not put in tap.] You can-

not expect the police to do wiretapoing without close legal supervision. 

If I only said that to you and left you alone, it would 

have been worth the price of adnlission. They ,..,ill "screw 

it up"by themselves. . not because they are malicious, 

but because they are not as trained in law as you are. Your 

role is to see that they do it legally, \vhich means you must, 

early on, if necessary, intrude into the investigation. Do 

not be a IIcan't-do" lawyeri be a "can-do" lawyer. The statute 

works if it is worked carefully. If it is not worked 

carefully, it will chew the policeman up, it will chew you up, 

and you will end up' wi th criminal liability or civil liabili'ty. 

When I say it is a very sophisticated series of "don't's," I 

mean precisely that. You can live with them. Everyplace in 

the statute that says "clon'tll gives you an alternative "do. 1I 

And it simply says: "Do it this way and not that "I:lay"i it 

does not say: "Don't do it." 

When I am talking about manpower, particularly, for 

example, in the fencing area, [you lnust] recognize [this) riqht at the beginrling 
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--if you begin to do sophisJcicated fencing surveillance, you 

are going to face, early on t a d:.lenuna that you do not face' 

[or do not often face in gamblinq or narcotics): a hijacking. 

You are going to lay that wire irt and, if you get a good 

fence, particularly a broker fence, you are going to overhear 

a real hijacking [not a "give-upoi. you can live with q. give-up) 

being planned. Then what are you going to do? If you do not 

have adequate manpower, are you 90in9 to be able to intervene 

to prevent that hijacking? Had you thought beforehand 

[whether] you are going to termip.ate the wire and step in? 

You have some very sophisticated problems that put the 

prosecutor in something [of] a position of playing God with 

people's lives and people's safety. One of the key dra\vbacks 

vli th fencing surveillance is that you may not be able to 

leave it in long enough to achieve your investigative 

objective without "blmving" it.. At sOr{J.e stage of the game 

preventing a truckdriver from getting killed is more: important 

than making a fencing case. 

GETTING A l;']IRET~P: BASIC RULES* 

Let us [focus bn)·how [to] get a wiretap and how 

[to] execute it. I am goinq to tread lightly over the legal 

issues. You have been given detailed legal memoranda in 

the backup materials on how to
1
get a wiretap, how to 

(/ 

* See Appendix 'IC", infra. 
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execute a wiretap [and] how to get wiretap evidence before a 

jury. I do not want to focus on trial problems. What I want 

to focus on are some of the major dimensions of [the] developing 

legal problems in getting wiretaps and in executing them. 

Prosecutorial Discretion. 

Let me talk about several basic rules as they apply to 

getting a wiretap. The first problem, the first element, 

the first rule in Title III, is that the decision to wiretap 

is not a police decision; it is a prosecutive decision. You 

cannot get a Itliretap without the permission of the prosecutor, 

meaning the local prosecutor, the statewide prosecutor, or 

the federal prosecutor. \'1hy? Because the people [who] 

drafted Title III recognized the abuses of police decision in 

the area of wiretapping. Let us be candid with one another. 

The policeman's primary focus, traditional primary focus, is 

"collars": arrests not convictions. If you '.'lant to make the 

suppression rule work, and I am not so terribly sure it does 

work when it deals primarily with police conduct, you have to 

deal with somebody who is conviction-minded, not arrest-minded. 

The only person in the process of the investigation who is 

conviction-minded is the prosecutor. That is precisely why 

Congress said: "No longer is this a police decision. It is 

going to be a prosecutive decision, because the prosecutive 

officer is law-trained and he is concerned about conviction. 

He is, therefore, concerned about the suppression of evidence. 

We ,.;anted to motivate at the highest level the person most 

10 



susceptible to motivation." It is not because you are 

better--it is because institutionally that is the role you 

play. If you do not have prosecutor approval, you will do to 

the wiretap statute on the local level what John 1'<li tchel1 \a.id 

to it on the national level. 

A Last Resort 

Second major rule: wiretapping is a technique of last 

resort. Congress does not like wiretapping; 'the American 

people do not like wiretapping; if you have any concern for 

pri vacy, you do not like \viretapping. It is like major 

surgery; if you can avoid it, avoid it. It is a gross 

invasion of privacy. Do not do it unless you have to. What 

this means to you is: look what the alternatives are. If 

you can make a case without \I1iretapping, do it. It is 

cheaper. The average wiretap, according to the National 

Commission's studies, cost about $8,000. It involves enormous 

lawyer time. I do not want to overemphasize this. In fact, 

a good wire which has been put in carefully will avoid trial, 

and trial is more expensive than a motion to suppress. The 

study of the, National Commission [shows] that if you put a 

good wire in and the defense counsel and the defendant hear it 

in the preliminary proceedings, the defendant will usually 

plead guilty. He does not want to go before a jury with that 

kind of evidence. It may be in one sense money-saving if you 
I) 

do it right; time-saving if you do it right. If you do it 

11 
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wrong, you have years of litigation. It is, therefore, a 

technique of last resort. 

The [main] problem in this area has [been] explaining to judges 

'Vlhy you are doing it. [This] is not something that prosecutors 

.. have been fami~iar \Vi th. Everybody knows what probable cause 

is. We have filled out hundreds of probable cause affidavits. 

How many affidavi to have you filled out vlhere you explain "why 

I did it this vJay, and why I did it that way II? Because it is 

unfamiliar, it has not been done well. There has been a 

tendency toward boilerplate. 

Now let us be candid with one another. The last bookmaking 

case that you tried or investigated looks like the preceding 

bookmaking case that looked like the preceding bookmaking 

case. Unless you are really an artist with words, your 

ability to describe bookmaking case B in terms different from 

case A, C different from B or A, is limited. Nevertheless, 

while a certain amount of boilerplate is appropriate, the 

lawyer's tendency is "if you ever said it once, grab the old 

thing and throw it in the type\.,riter~t You [usually] say III 

want paragraph All; paragraph A goes in without even thinking 

about the appropriateness of paragraph A in this investigation. 

Specify it. Particularize it to this case. The legislative 

history is clear that this is a common sense rule. You do 

not have to prove beyond a reasonable doubt that you could not 

do it in any other way. Indeed, the statutory language is 

very clear. You do not even have to show it to a probability. 

What you have to do is share with the judge your process of 

12 



reasoning: \'1hy this objective cannot be obtained by doing such 

things as search warrants: immunity, informants, etc. You do 

it [and] specify to the judge--you will not have problems. 

In fact, in my judgment, the courts have been altogether too 

generous in allowing boilerplate to go by. 

Probable Cause 

Next, you [must) have probable· cause. The probable 

cause must link up the person, the place or phone, and the 

offense. You have to get all three in. Note that this is 

a little different from the traditional search warrant. 

Typically I 'the tradi·tional seRrch warrant linked up place and 

offense. With a wiretap warrant, you have to link up all 

three: person, place, and offense. Sometimes in a fencing investigation 

it is easy to have probable cause as to person [and] probable cause as 

to an offense. But when they put a wire in you have to link up 

those two people on the phone. Remember ~at] the phone is an 

instrument of communication on \'1hicl1 a lot of people talk. 

The phone is like a house; to say that you know he is doing 

certain bad things in one house does not mean you know he is 

doing them in another. The unit of the thing being searched 

is the phone, which means you have to link up that phone 

to person and offense. [If] you want to bug a room or a 

place, then you have to link up that place and the people. 

You cannot just say: "Hey, there are three phones there. I! 

[We must) be realistic: sometimes this is a question 

·)f artful draftsmahshil? This is [actually] a que~tion of 

13 



artful interpretation of your probable cause. There is no 

higher standard of probable cause for wiretapping than there 

is for search and seizure generally. It would have been 

reasonable had the legislature imposed a higher standard. 

Theoretically, the courts, too, have not; in practice, they 

may have done so. But you have to have probable cause for 

each element. 

Note that there is also a designated defense problem. 

You cannot wiretap for everything. One of the issues obviously 

raised is: if your statute is not adequate or if you do not 

have a statute, maybe someone else with jurisdiction does--to 

~"i t, the feds. The same thing goes with the federal people; 

this is a b.vo-way street. The wiretapping standards under 

the Fourth Amendment, the wiretapping standards under Title 

III, and the wiretapping standards under most state statutes-

underline most, not all--are roughly the same. This means [that] 

there is no reason why, in a joint investigation, you cannot 

put wires in under the federal statute and try the cases 

locally; there is no reason why you cannot put the wires in 

locally and try the cases federally. Some of the people in 

the Joint Strike Force in New York have found that state wires 

are easier to get. [They are] not easier in the sense that you 

can circumvent constitutional legal restrictions, but just 

[that] the people \·;ho have to approve it are in New York. 

The judges are more easily available. So [in a] joint 

investigation, they put in a state wire. But trials are 

quicker in the federal courts. The evidentiary rules, 

14 
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particularly dealing with a9complices, are more genlkrous to 

the proS.Gcutor I s perspective in the federal courts. So what 

you set is a state wire and a federal trial--jointly planned 

from the very beginning. You ought to look at the law, 

not only of your own jurisdiction, but of the jurisdictions 

which have some pO\ver over the investigation, some authority 

over the investigation, and pick the one that works the best. 

It makes sense, in short, to have joint cooperation. 

The "If-Known" Problem 

The next problem, and one of the developing problems 

in the statute, is the so-called "if-known" problem. You 

must, under the wiretap statute, identify in the application 

[and] in the order, the name of the person that you expect 

to conduc·t surveillance of, if you know him. This creates 

one of the classic dilenwas in the statute. If you have 

probable cause, you must include him. If you do not have 

pr.obable cause, you cannot include hi~. [In other words], 

the cop is in an insoluble dilemma. The lawyer has a better 

chance of working it out. My suggestion to you is to do as 

follmAls: very clearly figure out, at the early stages of the 

investigation, all of the probable parties. Get their names 

out on the table--who they are, what relationships they have 

to one another, and evaluate each one individually. [Ask 

.yourself], II Do I have probable cause as to him, as to person, 

phone, and subject matter?" Break each one out separately. 

If you have probable cause as to them, you must put them in. 
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If you have suspicion that you will overhear them but you do 

not think that you have probable cause that you will overhear 

them, bring them to the attention of the judge. Say "Your 

Honor, I do not think I have probable cause. I'm telling you 

that I have reasonable suspicion that I will overhear them and 

consequently you tell me if you think that there ought to be 

any special minimization rules as to this person." 

Why did Congress [include] the phrase "if known ?" [Many] 

people can fall into a wiretap. Therefore, the prosecutor 

must share with the court what he is doing and v-lhy. The court 

might very well decide that, if you have probable cause as to 

A and reasonable suspicion as to B, that B is never to be 

listened to. If you do not disclose to the judge the 

reasonable suspicion that B is a party to it, the judge cannot 

develop special minimization rules dealing with such things 

as lawyer-client problems, or otherwise. It is true: your 

obligation and the consequent failure to include only carries 

an adverse result when you had probable cause. But remember 

what probable cause is. It is a standard, not a rulet which 

means your judgment one time may not be the one held by a 

judge later. So, therefore, if you have probable cause, you 

must include the person. If you do not have probable cause, you 

think you only have suspicion, disclose. 

have to--I am saying it is a good idea. 

I am not saying you 

Ask for any special 

minimization or other rules in reference to the person. 

If you do not include a person and you do have probable 

cause, there is a conflict as to ,·,hether, as a consequence, 

16 
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that must be suppressed. It is probably going to be decided 

:by the Supreme Court next term in Donovan* and Doolittle.** 

Donovan says one thing, several other cases say another. The 

Supreme Court will tell us which vlay to go. 

It is my judgment that the vlay the "if known" V'"': 1 [be 
. 

resolved in] the Supreme Court is: if you have probaL-lt. '.stus~, 
\~ ~\: 

[the person] is known and you do not include him, they will 

suppress only where the failure to inClude was prejudicial.*** 

They will not apply a per se rule. That is what I hope for. 

The potentiality is there that they will do it automatically. 

One of the interesting conflicts that is developing in the 

circuits is whether a mistake under the statute is per se 

suppression or suppression only \'lith prejudice. The l1if

leno'i'm" [problem] is one of the ca.ses that is going to settle it, I 

think--clear1y settle it. When it does settle it, it will 

settle it for sealing, inventory and several other things. 

Disclosure 

You must tell the judge about previous applications. 

The deeper you get into the surveillance process, the more 

*United States v. Donovan, 513 F.2d 337 (6th Cir., 1975), 
cert. granted 424 u.S. 907 (1976) reversed 20 Crim. L. Rptr. 
3043 (Jan. 19, 1977). 

**Untted States v. Doolittle, 507 ~.2d 1368 (5th Cir.), 
aff'd. en banc 51R F.2d 500 (1975), cert. dismissed 423 U.S. 
1008 .(1975). 

***In fact, the Court held that suppression might be 
appropriate only vlhere the failure to include ,vas "knmlingly. II 

See 20 Crim L. Rptr. 3049 n.23. 
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you are going to have to knmv about previous surveillance[s]. 

If you do not include the previous surveillance in your 

application, you do not give the judge the opportunity to 

decide that you are harrassing the guy. [If] you - have laid four 

wires on the guy in four different crimes and you get nothing 
-

in the first three, the judge is entitled to the opportunity 

to say, "Enough is too much--stop." Therefore, you must tell 

the judge- about the previous applications. The dilemma, and 

it is an interesting dilemma, is: if you tell the judge about 

a prior illegal tap, do you taint the current tap because the 

judge no,v has been informed about illegally obtained evidence? 

There is some language in the Giordano* opinion that seemingly 

indicates a per s~ "fruit of the poisonous tree" rule. If 

you have an illegal tap fol10v1ed by another tap, and the 

illegal tap is disclosed to the judge and forms part of the 

probable cause statement, must you suppress the second one? 

My suggestion to you is, if you have suspicion about a prior 

tap, or if you know it to be illegal, and you have sufficient 

probable cause without the prior tap, all the statute requires 

is that you disclose the prior tap. You can then specifically 

tell the judge: "I have problems with this prior tap," or 

"I don't need that-prior tap. I want you to find my probable 

cause independent of that." Get him to make the finding of 

probable cause independent of the prior tap. Thus, you slip 

right around, I hope, the potential problem of Giordano. 

*united states v. Giordano, 416 U.s. 505 (1974). 
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The statute says "knmvn to the applicant" which means, 

I take it, [that it] can :r:~ad [in] two ways: actually known, or 

could [or should] be known as a result of the reasonable 

inquiry. One thing that is going to happen to the statute iii> 

that it is going to be interpreted. The most reasonable 

construction of it is "if actually known to the applicant." 

That would probably [encompass] those agencies over which [the applicant] has 

some reasonable control. [Assume] you are in Kings County 

and [are therefolie] reasonably expected to know your own racket people. 

[Perhaps] you can be reasonably expected to ask the city p:>lice, but 

the state police, upstate police barracks? It is obvious that 

people are going to have to develop indices of people on taps. 

This means you are going to have to have better records than 

you have now. If anything was clear in the National 

Wiretapping Commission study it IS <.,thab- yourgeople do not have 

adequate records of what you do. If you do not have adequate 

records, you cannot find out about prior taps. 

... 
...--'. 

Length of the Tap: Staleness 

surveillance unlESS you know what you are after, until you 

have an objective. The,statute says "Don't conduct any more 

surveillance than what is necessary to achieve the objective." 

This means you have to figure out what your objective is. 

If you have to cover one meeting, you are only allowed the 

time appropriate to cover that meeting. [Assume] you have probable 

cause to believe the meeting \vill occur sometime in the next 



three days. You cannot get a 30-day tap. You get a three-day 

tap. If you get the meeting on the first day, you must shut 

down; you cannot listen in on the second bvo days--even though 

the order reads, "Listen for the next three days for the 

meeting A." If you are looking for a series of meetings, you 

may listen as long as you have probable cause, but not longer 

than 30 days. The reasons for the 30-day limitation is 

staleness. It is not, as sometimes conceived, a question of 

general searches. The only reason behind the 30-day limit is 

staleness. On the 29th day, the probable cause suppor'ting 

that surveillance is 29 days fold] plus whatever length of time 

betvleen the last information and the application and the day 

of installation. This~eans you are pressing it on the 29th 

day as to staleness. The question of general exploratory 

searches is not a question of time--it is a question of 

minimization which I will get to in a moment. 

EXECUTING SURVEILL&~CE* 

Let us take a look at executing surveillance. What 

have been the major problems? As I see it, there are two 

real problems and two specious problems. The brvo real 

problems are minimization and amendment and the specious 

problems are notice and sealing. Let me talk about the 

specious problems first. 

*See Appendix nC", '1~IC.35-C.88, infra. 
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The Specious Problems: A) S£aling* 

'07ill you tell me \-Jhy there is a problem with notice and 

sealing? Would you please tell me why prosecutor(sl and 

police people have had problems with notice and sealing? 

Sealing is nothing more than custody and integrity. In the 

Ne\v York County District Atto:r-ney' s office, they have large 

series of reels ,,,here they have been taking inventory, in 

effect, sealing taps that go back to where they do not have 

tapes any more; they have wax discs. This business of taking 

a couple of tapes and throwing them in a trunk and leaving the 

trunk in your basement or in a file cabinet for six or bvelve 

months is outrageous. There is no reason for a problem with 

sealing. You finish it and you seal it. What is the seal? 

It is a piece of tape that the judge puts on it. That is a 

specious problem. 

h . bl ) . ** T e Speclous Pro ems: B Notlce 

Would you please tell me what the problem with notice 

is? In effect, it is·a penny postcard. You must notify 

everybody that ~",as named in the application; that is not a 

big deal. My own suggestion to you is: you ought to bring to 

* In Donovan, the Supreme Court refused to order 
suppression fox' failure to identify. See 20 Crim L. Reptr. 
at 3047-48( 3050. 

**See Appendix "C", 'i11IC. 73-C. 75, and Appendix "D" I 
11 11 D . 61-D • 6 3, in f r a . 
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the judge's attention anybody who was overheard for whom you 

have a name so he can determine the question of notice. 

The statute requires that in addition to the named people in 

the orJer, all other people overheard, in ~he interest of 

justice, must get notice. I ,,,,ould say anybody that you plan 

to indict, anybody that you plan to call as a witness, or 

any other person who is more or less affected by the 

surveillance [should receive an "in the interest of justice" 

notice]. If it is an illegal surveillance, I think you must 

notice everybody for whom you have a name. 

The purpose of notice is to get around the problem of 

surreptitious surveillance. Traditionally, when you executed 

a search warrant, you went to the front door, knocking and 

announcing who you were. The citizen knew that you were 

there and had an opportunity, at least, to allow you to come 

in peacefully and, if necessary, turn over the property that 

he was holding. He could subsequently sue to vindicate his 

rights. with a wiretap or a bug that is not the case. 

Thrown in in the dead of night, listened to, filed away-

nobody knmf\1s it ever happened. The purpose of the notice 

provision is to guarantee that while surveillance may be 

initially surreptitious, ultimately it will not be. Give 

them notice, and if it is illegal, stand back and be willing 

to t~~e the civil suits that I hope they file. 

22 

'-""'" 

J 



~-- --------- ------

When to give notice 

[Persons who have been under electronic surveillance] 

sl'lOuld be notified within a reasonable period of time. [The 

statute] says 90 days after the termination of the surveillance 

unless you have a reason to postpone. A reason to postpone 

is "good cause," and. "good cQuse" means an investigative 

reason. The presumption is that notice goes out and [that it does so] 

regularly. The 9 0 days is not something you take every 

time. Somebody is going to have to set l.Ip a filing system, 

just like you keep an office calendar: who has been overheard, 

\,\Tho should notices go to--notice must. go out. If there is a 

problem Ivith noticing, a real problem and not a routinely 

assumed problom, disclose it to the judge: it is good cause. 

Failure to Give Notice as Constituting Grounds for Suppression 

One of the issues that is coming up to the Supreme Court 

is: "Does a failure to [give] notice constitute grounds for 

suppression?" There are two ways to read it.. [You must ask: was 

the defendant] prejudiced? Clearly, if [he ~as] 9rejudiced, it should be 

suppressed. If [he was] . -not prej udiced or had actual 

knowledge, you have a different case~ the good argument is no 

prejudice--no suppression. If the courts decide tQ;;,~gt~±'ighL, 

because prosecutors are not supervising [their taps] and [are] 

not giving notices, [orosecutors] are in trouble. There is a conflict 

as to whether absence of notice [constitutes] prejudice. 
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THE P-EAL PROBLE~,tS: A) NINHlIZATION* 

Let me talk about what I understand to be the real 

problems. The real problems are minimization and amendment. 

Minimization is not really, in my judgment, a problem. It 

is simply that you must exercise intelligence in the execution 

of surveillance. In a traditional search and seizure, you 

searched a place for a specific thing over a very limited 

period of time. In a wiretap, you search a channel of 

co~unication or a place of communication over a relatively 

long period of time. You can foresee at the beginning that 

conversations i1ave several aspects; some are related to A, 

some are related to B, but you are only entitled to listen 

to A. ~\1hat minimization . [represents] is a goal: no rrore invasion of 

privacy than necessary. That is not something that [can be] simply 

\.yorked out by the judge ,\Then he issues the order. It is 

something that continually must be worked out during the 

process of the surveillance. 

The cases are, in my judgment, fairly clear. [There are] 

two rules .. What is required here, federally, is [aJ good faith 

effort to minimize l not to eliminate campleteley, but to rninirni ze. 

That means you have to have an investigative plan; you have to 

know the probable people you are going to listen to; you have 

to instruct your officers. The key difference, if there is a 

difference in the cases I is between the '\I7hole world and 

*See l~ppendix IIC", '1 'IC. 36-C. 49 and Appendix liD," 
'11ID.44-D.47, infra. 
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He"','l Jersey. The whole world says, primarily, intrinsic 

minimization; that is, you must listen call-by-call. If'it 

is the proper person and tl1e proper subject matter, you may 

cO!1tinue to listen. If it is not the proper person or not the 

proper subject matter, you must stop listening and you may 

spot-sample. That requires an act of f;:;d.th: you [have to] believe the, 

people [conducting the tap] willi in fact" do it this way. 

I am afraid maybe we just have to accept acts of faith 

once in a 'l:1hile. There is no ultimate answer to: lIvlhat if 

the police are going to lie?" That is a "what if" question 

to \vhich there is no ans\.;rer. If they are going to lie on 

minimizatic:n, they are going to lie on informants; if they 

are going~to lie on wiretapping, they are going to lie on 
./ 

planting eVidence. If the police, in fact, are liars, all, 

bets are off. It is a problem for police training. It is 

not something the law can do much about. The la\'l ultimately 

has to assume that its agents have integrity. I do not want 

to sound like Pat Gray, talking about a presumption of 

regularity. Nevertheless, I do not think you can construct 

a legal system that works on the assumption that its agents 

generally act unlawfully and cannot be trusted to tell the 

truth. 

Nevertheless, the genius of the American people has been 

in setting up safeguards. Th.e genius of Congress, in setting up" 

the statute, \vas to get lavlyers into the process of execution. 

This means [that] if you have one duty in this' g~T it is to 
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supervise the execution of that surveillance order. This 

means you should be in daily contact with [your] people. You 

should be reviewing the minimization instructions: wide in 

the beginning, narrow in the end. Once you find out she 1.S 

a babysitter, once you find out it is grandma calling the 

grocery store--do not listen. As soon as you find out that 

he is talking to a lavlyer and you know '\1ho the lavvyer [is], 

and [there is] no indication of corruption, minimize the 

lawyer out, intrinsically. 

The New Jersey rule, v"hic~ is a special thing, is 

extrinsic minimization. This means [that] you set the times of day 

or possibly get a visual fix, for example, in a public phone 

booth, and you only turn [the tap] on when he comes in. Once he 

comes and begins talking, you never shut it off, except if 

a lawye~ is involved, or an indicted defendant. It may 

very well be in short taps,in areas like gambling and 

maybe narcotics, in effect there is no difference between 

extrinsic and intrinsic minimization. In the fencing area-

underline in the fencing area--the difference between 

intrinsic and extrinsic minimization is the difference behileen 

day' and night. I do not see hmv you can get by vli th anything 

other than intrinsic minimization in fencing, homocide, 

bribery--where you do not have that pattern of regular calls. 

You are going to have to sample it as you go along. 

The statute permits you to gather not only evidence, but 

investigative leads that are evidentiary. For example, one 

of the first wiretaps that was ever put in by the F.B.I. was 
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put in the Miami airport and the story that I am told is that 

t:1ey had a visual fix on it. They were able to minimize by 

looking [at the defendant] when he walked in. [It] turtled out the defen-

dant himslef had hung an out-of-order sign on the public phone lxx)"th. 

that he turned on and. off when he \-lent in. l'7hen they got 

him, he was a bookmaker and he primarily placed bookmaking 

lay-off bets. One of his calls was to a flower shop and he 

had floirlers delivered to his address. ~'fuile t:lat is not a 

booJ~making call, it is an identity call. It gave you the name 

and address of the person making the call. Consequently, It' 

think that is of sufficient evidentiary significance in the 

investigation and, under the circumstances, is incriminating. 

[It] may be not incriminating as to gambling, but [it is] incriminating 

as to identity and therefore not something that necessarily 

would have to be minimized. 

The Supreme Court did the government, at least, a favor 

in gahn.* Unbeknownst to [the] author [of the statute}, the 

Supreme Court, in Kahn, found that the key thing [in minimization] is not 

names, but subject l))atteri that subject matter, and not 

identi ty, determines the relevancy of the call [in] fit [ting] it into 

the category of "incriminating." What Kahn t~lls me is that 

the Supreme Court is not going to read Title III narrowlYi 

it is not going to say that there is one primary interest" 

here called privacy, one subordinate interest called la\v 

enforcement, and, on the whole, the balance of [these factors] favors.· 

*United states v. lZahn, 415 u.s. 143 (1974). 
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privacy. Stewart [is the author of] the opinion; [he is not well 

known for favoring intrusions]. [The Court is] is going to look 

at the statute in a balanced way a~d it is going to say: "Hey, 

wiretapping is distasteful, but it is necessary and I am going 

to interpret the statute in such a way that it works 

reasonably. Therefore, we are going to let them listen to 

[unknown persons] as long as the subject matter is 

appropriate." I think they are going to permit it. [Thus] if your 

facts justify [the surveillance of unknowns] and you have 

artfully drafted your order to fit your facts, Kahn permits, 

~f your facts justify a large-scale scheme), a rather wide 

. net as to these [unknovm] peo)?le. 

THE REAL PROBLEMS: B) N4ENDMENT* 

Let me go to the other problem that is a real one and is 

"screwed 11 up right now. That is amendment. It is a misnomer 

to talk ahout it as amendment,for, indeed, there are [actually] 

two problems. One of them is amenc'l.ment: retroactive amendment. 

The other one is a thing the courts have begun to talk about 

as amendment; what they really mean is a new order. 

Retroactive amendment 

Let me first talk about retroactive amendment. Nhen the 

statute was drafted, the problem arose as follows. In light 
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t of the Marron* case in the Supreme Court, if you.go in for 

liquor and you (1esiqnate liquor 1 what can you seize? . The 

answer is liquor. In Marron the Supreme Court permitted the 

seizure of books and records, not pursuant to the search 

warrant but incident to the arrest. But the law 'never fully 

oeveloped in this area. Typically, under the Rabinowitz

Harris** line of decisions, when you went in to conduct a 

physical search, you normally made an arrest. \ihile your 

warrant specified liquor, anything beyond liquor th~~ Was 

related to it was always justifiable under [a] search incident 

to an arrest theory. N0\1, under Chirruuel***. when your search 

incident to an arrest is going to be narrmv, you [have J a 

problem. Under the wiretap statute, \vhen almost by definition 

you do not have an incidental arrest and search, you have a 

[larger] problem. 

[For example], I go in for narcotics, and I overhear 

murder. Can I take it? We. were afraid that what Marron meant 

was that you could not take murder if you went on a narcotics 

'tap because, under Harron, you did not have a warrant 

designating it. We drafted Title III . . . before the Supreme 

Court began playing around with the plain view doctrine~ The 

plain view doctrine, or the inadvertent plain view doctrine, 

*Marron v. United States, 275 U.S. 192,196 (1927). 

**Harris v. United States, 390 U.S. 234 (1968); LJnij:.ed 
States v. Rabinowitz, 339 U.S. 56 (1950). 

***Chimel v. California, 395 U.S. 752 (1969). 
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depending on "lhether you buy the plurnlity opinion in the 

Coblidge case*, permits pretty wide incidental seizure. When 

the wiretap statute was drafted, it was pre-plain view. What 

we had to get around was this. If you go in for narcotics 

and overhear narcotics, you may take it. If you overhear 

murder, you may use it on a quasi-emergency basis, but you 

must get a retroactive order of approval, in the nature of a 

search warrant, that establishes that you were not in there 

under a subterfuge and that it was incidentally seized. That 

would permit you to use it at trial and for judicial purposes. 

Unfortunately, the Seventh Circuit and the Second Circuit in 

Brodson and Marion,** have interpreted the phrase "relating 

to other offenses" ~s ~ol~owts]. In the Brodson case 

[ti1e investigators] ti1rew in a wire, in a gambling casei the gambling offense 

I think ['vas] 18 U.S.C. §1952. When it came'tirne (for trial], 

[the investigators] decided to try the gambling case under 18 U.S.C. §1955. 

The Seventh Circuit, in what in my mind was a wooden opinion, 

decided that, although it was lawfully seized under §1952, 

since it was going to be used at trial for another offense, [the prosecution] 

had to have an order of amendment. It was simply wrongly 

decided. It was followed again by the Second Circuit 

in Marion, so that if you go in for narcotics, overhear 

narcotics and later decide that you want to use it for tax 

evasion, you have to get an amendment as soon as possible. If 

*,9oo1ic1ge v. New Hampshire, 403 n.s. 443 (1971). 

**United States v. Bronson, 528 F.2d 214 (7th.Cir., 1975) i 
United States v. Marion, 535 F.2d 697 (20. Cir., 1976). 
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you go in for narcotics and you overhear murdert I say that it 

would be only then that you.\>,Duld:have to have [the order 'ammended]. 

In other words, a retroactive amendment, on the better 

construction, only applies to a wholly unanticipated offense 

not within the scope of the original order. Marion has 

interpreted it to [include] any evidence seized that is going 

to be used under a designation different from the original 

offense; it's i"rong, but it is the law. 

Prospective Amendments or Ne~" Orders 

[The New York court of Appeals], in DiStefano, * [states] 

that you have two problems. [First], you have a retroactive 

problem. until you understand (the] relevancy (of the evidence] and UBke a 

decision to use it for either a different offense or a wholly 

unrelated offense, you have no duty for retroactive amendment. 

The second half of that problem is: if on a 30-day warrant 

[for narcotics] you pick up on the second day some evidence 

of robbery, the question [becornest-before you use that evidence 

must you get an amendment? If [the 'wire] was for narcotics and you 

heard robbery, the answer is yes--within a reasonable period 

of time. If you want to listen on the third, fourth and 

successive days to succeeding robbery conversations, you now 

have a problem / not of retr.:)acti ve amendment, but of 

prospective amendment, or in effect a new order---[an] amendment 

opening up the wire. I think you have a problem. 

*People v. Distefano, 38 N.Y.2d 640, 345 N.E~2d 548, 382 
N.Y.S.2d 5 (1976). 
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The question is: ''1hat is the unit of surveillance? If 

you conceptualize the unit of surveillance as one of 30 days, 

I think you probably (and underline the word probably) do not 

need a prospective amendment until you go in for a renewal. 

Frankly, you are better off with IS-day warrants, in which 

case it would probably take you as much time to amend 

prospectively as it would to get a renewal. 

The Court of Appeals decision in BiStefano is that, if 

at this point you have probable cause to believe that succeeding 

conversations will occur dealing with robbery, you must have 

an amendment or a new order for a prospective amendment to be 

approved by the court before you listen to the robbery, even 

though you could continue listening to narcotics. The problem 

then is a question of time: when do you have to get it? Right 

away oronly when you renew? I think the best theory is you 

have to get it as soon as it is required~ and I would say it 

is probably required quick on long taps, but at least on the 

renewal with short taps. 

One of the difficulties with long surveillance is that it 

seems like a long time betvleen when you have probable cause 

and when you have the order. Therefore, could these later 

overheard robbery conversations have been inadvertent? If 

you are conducting short surveillance, it is probably not a 

problem because you are going to renew it about the time that 

you would amend anyway. The Second Circuit has allowed you 

to avoid enormous amendment problems by saying that if you 

just tell the court about it, you can assume that it is 
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amended. I am thinking that you ought to be very explicit with 

the court and tell them precisely that you want to amend this 

narcotics tap to robbery. 

Let me end by summing up. Wiretapping works, but it has 

to be worked carefully. I like privacy, too, but as the Court 

of Appeals said in Kaiser:* 

[M]uch as we might like, we cannot ignore the 
reali ties of life. We cannot igno:r:'e the rise of 
organized criminal activity and 'families' who promise 
to provide the true 'big brothers' of 1984. AS the 
fact of this case reveals, some intrusion under the 
most severely regulated and restricted conditions are [sic) 
necessary, lest the only security we enjoy is that from 
government intrustions. 

*Kaiser v. New~York, 21 N.Y.2d 86, 96, 286 N.Y.S.2d 801, 
811, 233 N.E.2d 818, 824 (1967), affirmed on other grounds, 
394 U.S. 280 (1968). 
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ELECTRONIC SURVEILLANCE: 

Law and Strategy (Defense)* 

James J. Hogan, Esq.** 

I kind of feel like Justice Douglas sitting with a 

hundred Rehnquists. 

Professor Blakey told me that I did not have to go 

through the law and give you the law in the cases. He says 

that I should just give you my strategy and tactics. 

Unfortunately, in the present day scheme of things, the 

defense attorney's strategy and tactics [are] the law. [One] 

very seldom win[s] on the facts these days. What I am going 

to attempt to do is to tell you what I do from • . . the first 

time a client of mine knows that he has been the subject of 

electronic surveillance. I have broken it down into [five 

stages]: the pre-indictment stage, the indictment pre-trial 

stage, the motion to suppress, the trial of the case, and 

what I think the future is. (Which I do not think is very 

good for us.) 

*Transcript of a lecture d~livered, on August 9, 1976, 
to a seminar offered by the Corne'll Insti"tute on Organized 
Crime on the Investigation and Prosecution of Organized 
Crime in the area of Theft and Fencing. 

** , James J. Hogan, B.S. 1959, Boston Universl.ty, J.D. 
1962, University of Miami. Mr. Hogan is a partner in the 
firm of Cohen and Hogan, Miami Beach; Florida, specializing 
in the defense of federal criminal cases and federal and 
state cases where the government seeks to offer evidence 
derived from eavesdropping. He has lectured and consulted 
extensively in the areas of electronic surveillance and 
gambling. 
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Hello. Is my phone bugged? 

The first thing I do, and the thing that you people 

should stop, is make an inquiry to the phone company. I did 

it last week, [with] Southern Bell, in Florida, to determine if 

my telephone was being tapped. They [came] out and check[ed] 

it, and, interestingly enough, they told me: "No, your 

telephone has not been tapped and you are not the subject of 

a legal court order." If they do not tell you that, they 

refer you to the Federal Bureau of Investigation or to a local 

agency; so y'ou pretty well know, in that case, that your phone 

is being tapped. It seems to me that this destroys the 

purpose [of the tap], but that is one of the little tactics 

we use. 

THE PRE-INDICTMENT STAGE* 

The first thing I usually know is when somebody is served 

with an inventory which has to be served, as you know, within 

90 days after the termination of the tap. At this time I 

generally move, pursuant to Section 2518(8)** (which is the 

inventory provision in the federal code which allows the judge 

to give you, at that time, the papers: the order, the affidal~t' 

the application, and the transcripts of the conversation Whi~ 

*See Appendix "C", 1f'fC.76-C.88, infra. 

**18 U.S.C. §2518 (8)(1970). 
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[the judge] deems are in the interest of justice [to give you] ) . 

The [Florida] circuits and the federal circuits are pretty 

uniform in that you do not get that, but I move for it anyway 

because [the judge] could give it to you if he wanted to. 

This [is] especially [so] if you have a grand jury witness, 

[for if] they are looking for perjury 'before the grand jury, 

they have the tapes and the transcripts all before them. I 

would like to be able to go over those with my client before 

he testifies before a grand jury. 

I have on occasion filed a motion for return. At present, 

the law, at least in the federal courts, is that you are not 

allowed to file a motion for return as to the tapes and 

transcripts because you do not have a possessory interBst in 

them: they do not belong to you. One important consideration 

you can imagine for the defense attorney is the seizure of 

money. When they seize eight or ten thousand dollars, you are 

interested in getting that back. [In] Dudley v. United States,* 

[the court] gave the money back because [it] said that there 

[was]nothing as to the money that [would] increase [its] 

evidentiary value, if you just stipulate[d] that such money 

was seized. [Y]01ll. could file a motion to return, for instance, 

if your client is served with an inventory, he knows he has 

been the subject of electronic surveillance but [was] never 

indicted, and then is subsequently searched and articles 

[seized] from him. He could file a motion for return of the 

* 320 F.Supp. 456 (N.D. Ga" 1970). 
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articles and [the cases] provide for that. The case that 

[holds] that you have no right to the return of the tapes of 

the transcript even where the interception was illegal is 

United States v. King.* 

There is also a problem here of actual knowledge when 

you are not served with an inventory. [One] run[s] into this, 

for instance, if you file a motion for discovery or you file 

a motion to cure the lack of the filing of the inventory. The 
~) 

courts say, "Well, you knew about it so you were not 

prejudiced." I have to agree with Professor Blakey. that 

the inventory problem is going to be decided against the 

defense unless you can show prejudice. In [this vein], 

the D.C. Court of Appeals [has held] that actual notice 

precludes argument based upon the failure to have an inventory 

served.** 

At the Grand Jury*** 

The next problem we run into is the grand jury witness 

where somebody is subpoenaed after he has an inventory. At 

that time, we move for the transcripts, we move for the orders, 

we move for the affidavits, we move for the applications. We 

*528 F.2d 68 (9th Cir. 1975)~, 

**Un~ted States v. Johnson, 539 F.2d 181 (D.C. Cir. 1976). 

***See Appendix "D", "D.1-D.19, infra. , "-' 
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refuse to answer, on Fifth Amendment grounds, if we think the 

answer will incriminate. We also raise, at that time, the fact 

that there has been illegal electronic surveillance. 

Generally, the courts will take the application ,and the order 

and look at them in Gamera. If they find the-order facially 

sufficient, then they just say that you have no right to 

continue to refuse once you have been granted immunity. 

The first time a client of mine is going to be a [grand 

jury] witness, I file a motion to record the grand jury 

testimony. The Strike Farces which I deal with in probably 

75% of [my] cases generally always record the grand jury 

testimony. But if they do not, then I file a motion with the 

grand jury asking for a hearing. I tell the court that I will 

be happy to pay to have a reporter present to record the grand 

jury testimony. That has been the rule [in the Ninth Circuit] , 

* under Un1ted States v. Thoresen, where if you offered to pay 

for [the reporter] and [it is not] record[ed] anyway, there 

is a chance that you might be able to get the indictment 

dismissed; [but] only a chance. I also, [at this time], file 

a motion for the transcript of the grand jury testimony, 

[under] Persey v. United States.** I do this because [if] [my 

client] goes in to testify [and] does not have the transcripts, 

you fellows, by artfully questioning him, can make sure that 

he commits perjury. If you want to call him back, I want the 

*428 F.2d 654 (9th Cir. 1970). 

**466 F.2d 1059 (9th Cir. 1972). 
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transcripts of the first grand jury testimony togo over with 

him. So I tell the court [that there] might have been a 

technical violation or an inadvertent mistake that he wishes 

to clear up at the second appearance. 

Another question that we have, especially in the Southern 

District [of Florida], is whether there is a valid grand jury 

subpoena. This happens a lot in wiretap cases. You can 

imagine [that] the wiretap investigation, as to the Bureau or 

other agencies talking to the witnesses, does not really begin 

until the inventory has been served. So, the subpoenas in the 

Southern District of Florida require you to appear at the 

u.S. Attorney's Office. [This] is an illegal subpoena; there 

is no such subpoena. We either just do not obey them or we 

use them to attack,once the government has said that [it] will 

give (my client] immunity. Interestingly enough, most of the 

witnesses [who] are called in the wiretap cases are actually 

targets of the investigation; if they are not going to be 

indicted, certainly they are going to be given immunity and 

are going to be witness. The D.C. Circuit,* in [a] grand 

jury investigation, [has] said that [when faced] with this 

situation, you go to the court and tell [it]: 1) my man is a 

target of the investigation [and 2)] he is going to take the 

Fifth. [In this case], the judge quashed the subpoena 

[stating) that, [making a] man go in [to the grand jury) and 

take the Fifth .Amendment knowing that he is going to be a 

* " In Re Grand Jury Investigation, 17 Crim L. Reptr 2398 
(D.C. Cir 1975). 

39 



target of the investigation, may affect the jury and lead to 

indicting him. I also give each witness a grand jury letter, 

which is about three pages [long], that explains to him his rights. 

[lJ have him ta]<:e it right into the grand jury with him so 

that, if he thinks something is going to incriminate him, he 

can read off the Fifth Amendment, or, which I usually do, come 

out after each question and talk to me; we decide together 

whether it is going to incriminate him. 

At this time, I also put the government on notice. 

[First] I send to the FBI or the Bureau of Narcotics, the u.s. 

Attorney's Office, or anybody else connected with the 

investigation, a letter telling them to keep their original 

notes. As you all know, once the inventory is served, the 

agents go out and start questioning the witnesses as to their 

involvement. Well, if they do not keep their original notes 

at that time, what they generally do is [that] the Bureau has 

[the notes] typed and [made] into a "302," which is a type-

written report that is supposed to contain the original notes. 

And that is what they give you at trial under the Jencks 

Act. I want [the government] to keep those original notes. 

Why? Not so much for what those original notes say. But, if 

it comes to trial and I put the government on notice to keep 

tho~e original notes and they do not, it is subject, in my 

estimation, to a motion to strike. The [main] case on that 

[is] u.s. v. Harrison.* The most recent case, U.S. v. Moore,** 

*524 F.2d 421 (D.C. Cir~ 1975). 

**513 F.2d 485 (D. C. Cir. 1975). 
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[states that the government is) subject to a motion to strike 

if, after [being] put on notice, [it] still destroy[s] the 

original notes. 

[The same issue arises with regard to) the periodic 

reports that (on a 5 or 10 day interval) the judge can require 

you to make butate not mandatory. Generally, [the 

investigators] make [them] over the telephone or just go in 

and say: "Well, we've done so much and we need more time." 

My advice to you is to take a reporter with you (if you can 

get into the judge's office [and] they have time), and have 

those periodic conferences reported. Why? You are not 

going to have, at the time of trial or [at the] motion to 

suppress hearing, the judge subpoenaed (which (is possible] , 

to show his supervision over the ongoing tap). If those are 

all reported, then the judges are not going to be called in. 

And, plus, it does not leave you open to any attack that you 

have not given [the judge] sufficient information. 

I also tell the government and the FBI that I want them 

to have no contact with my client whatsoever unless I am 

present. The reason for this is very simple. At the time of 

trial, if there are any voice identification problems, the 

Bureau immediately goes out and attempts to talk to the 

witnesses that they think are going to be defendants, whethe~ 

it be at the time of arrest, [and] say, "Hi Jack, how're you 

boy--I'm sorry you're in this type of trouble," [getting 

defendants into) a conversation. [Then the ageQts] can get 

on the stand and say: nOh, I had contact with this man when he 
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was arrested; I recognize his voice. His voice is the one 

on t.he tapes. II 

Surrende~ng Your Client 

. 
Also at this time, I attempt to arrange with the 

government for the surrender of the client should he be 

indicted. [If I represented]the government, I would not make 

such arrangements because one of the most important things for 

the government's prosecution is the search at the time of the 

indictment coming down. In other words, you go out and arrest 

or go out and get a search warrant based upon the indictment 

or based upon probable cause, say •.. and you obtain 

information or . . . documents . . . which you can use to show 

a continuing criminal conspiracy. However, some prosecutors 

have allowed me to surrender my client [and] prevent this 

from happening. 

[In addition], surrendering your client prevents a voice 

I.D. at the time of that arrest. That is generally what I 

do before indictment. [When] going to the arraignment, I do 

not allow the client to talk. The magistrates who handle 

arraignments in the federal jurisdictions that I practice in 

(and generally I only defend federal cases so I am not really 

up on what happens in state cases) record the testimony and 

the proceedings. So, if a man comes in and [the magistrate] 

says, "~:ell, what is your name and age," and [the defendant 

s~ states, they record his name and age then [have) a voice 
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I I.D. at the time [the defendant] comes to trial. This voice 

I.D. problem really does not come up as much as you think. 

But, there are many situations where defendants that are not 

really involved have problems with the voice I.D. Of course, 

they could obtain a voice print if they want to by'ordering 

[t.he person] .tG..appea!.:. before the grand jury~ but I fi.nd prosecutors -just 

do not do that. 

THE INDICTMEN~.PRE-TRIAL STAGE* 

Generally, I file extensive motions other than the 

suppression motions. The ones relating just to electronic 

surveillance are the discovery motions [where] I attempt to get 

the logs. If the government resists, generally I do not get 

themi I do not get them until the time of trial [by moving] 

under the Jencks Act. In Florida, I am entitled to police 

reports. Now, why do you need the·police reports? You need 

the police reports to show that the government did not have 

to go for a wiretap--it was not the last resort; they had suf

ficient non-electronic .. su~v.ei:::tl:atlce.. They either had undercover 

buys [or] undercover people betting with them and there was 

no need for electronic surveillance. You Gan introduce these 

reports at the time of motion to suppress and question the 

witness. I file a motion for the government to retain 

additional notes. I [also] file a motion to dismiSS} and, of 

* See Appendix I'D", '1'1 D.20-D.153, infra. 
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course, [a] general suppression motion. Lately, we have had 

some success with a motion to dismiss based upon a violation 

of Section 2517(5) (3)* which is the amendment procedure 

Professor Blakey talked about. I do not really think it is 

proper to dismiss under this failure. But, for instance, in 

one case ... [the court] allowed the· tap for a [§]1955 

violation (which is organized' gambling involving five or more 

people for a period of 30 days, $2,000 a day), and [the] tap 

intercept [ed] interstate telephone calls. They could not 

prove the 55 violation, but they could prove a [§]1952 , 

violation [of] using the interstate calls. [The defense] 

filed a motion to dismiss as well as a motion to suppress. 

The court granted Lt.** 

Failure to Disclose 

The question here is: when do you raise this failure to 

disclose? In other words, failure to go in and get another 

order approving the interception of other crimes. [You should 

raise it] if you can get away with it (and I did it in a case 

four or five years ago). It actually [is] not a ground for a 

motion to suppress, because the interception [was] not invalid 

or illegal. In other words, if you are entitled to go in and 

intercept gambling communications relating to a [§]1955 

*18 U.S.C. §25l7 (5) (3) (1970). 

** . Unlted States v. Campagnuolo decided Dec. 31, 1975, 
S.D. Fla. 

'I 
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violation and you inadvertently overhear gambling conversations 

relating to interstate gambling, you are allowed to intercept 

those under the federal system. The only thing you have to do; 

as soon as practicable, [is] go in and get an order to be able 

to use those in evidence. Now, [it] is not, as far as I am 

concerned, grounds'!:or a motion to suppress [that the 

prosecutor] did not get [an amended] order because the.Gtstute G 

reads that you cannot use them at trial without obtaining such 

an order. If your man [is] in jeopardy, at the time they go 

in and say: "We want to use these communications related to 

another crime ll yeu [must] object. [If you then] ask them to 

produce the order, two things [can] happen: 1) they do not ' .. 

have, the order, the court sustains your objection, they cannot 

use the tapes and your man ge'ts a judgment of acquittal; or 

2) they just obtain the order and then we argue that it has 

been a year later, 9 months later, it was not obtained as 

soon as practicable and, therefore, your objection should be 

sustained. You have som8 problems here, because the courts 

will say that you have waived the objection if you do not 

file it before trial on a motion to suppress. But, I do not 

actually think it is grounds for a motion to suppress. 

Motion for Severance 

Of course, we always file a motion for severance. 

Generally, these are bettex- known as Byrd v. Wainright* 

*428 F.2d 1017 (5th Cir.1970). 
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motions, where we allege that a co-defendant will testify. He 

files an affidavit, for instance, saying, "X was only a bettor; 

he was not laying off to me~ I was not laying off to him. He 

wa~ nothing but a bettor." He will so testify if he obtains a 

severance. This raises quite a problem in the Southern 

District ~f Florida where) there have been a number of 

Severances on this ground, especially in wiretap cases. 

Judge Fay came up with an interesting alternative which you 

may want to use if it ever happens to you: he tried them all 

together. At the close of the case, he let the case go to 

the jury with those defendants and all the tapes and 

transcripts pertaining to those defendants, except for the 

defendant about whom the co-defendant said he would testify. 

{The judge stated] that· the jury would then carre back With a 

verdict Land obviate" the need of] two trials. Then. the I1BJl who said he 

was going to testify [could] get on the stand and testify i [the case would] 

go to the jury again with [regard to] the man who had 

supposedly been exonerated. Unfortunately, it did not work 

out because there was a judgment of acquittal at the close of 

the governmentts case. 

Co~flict o~ Interest 

[There is another] thing I attempt to do with the 

government and sometimes it takes a motion to do this in 

wiretap caSes. You::an ,.v'j'derstand [that] sometimes I will 

have a major gambling investigation [with] 12 or 15 or 10 
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witnesses before the grand jury; I do not know if they are 

confidential informants [because if] they (are] they will not 

tell me, and generally they will take the Fifth. So we\vant 

to find out, as defense attorney, whether there is going to 

be a conflict here. I file a motion telling them whom I 

represent, if there is an indictment, whom I represent in the 

indictment [and] whom I have represented before the grand jury. 

[I then] let the government corne forward and tell me up front 

whether there is a conflict. If they give immunity to a 

witness who has discussed his testimony with me prior to going 

into the grand jury and has testified and Ithen) gets on the 

stand, I am in the position to cross-examine him based upon 
j 

confidential communications. So I would like to get that all 

out in .front.A recent case of multiple representation where 

nine clients took the Fifth Amendment is In re Matter of Grand 

* Jury. 

Motion to E~tend the Time to File Motions 

The most important pre-·trial motion you have to file is 

the motion to extend the time to file motions. Why? The new 

rule 41** requires you to file a motion to suppress before 

plea. Generally, the magistrate will give you [a certain 

amount of] time to file motions in a wiretap case. In the 

*536 F.2d 1009 (3rd Cir. 1976). 

** Fed. R. Crim. §41 
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Southern District of Florida, we go to trial between 10 and 

40 days after arraignment. In a wiretap case, for instance 

one in Califo:l:'nia, there [can be] 14,000 pages of information. So, 

if you read 40 hours a week, it might take you 50 weeks to 

read it, if you listened to the tapes. What you need is all 

the discovery from the government prior to filing a motion to 

suppress~ either that or you are just filing a shotgun motion 

to suppress (which, in truth, is what I do anyway). But, 

theoretically, you need all this material in order for you to 

be able to properly file a motion to suppress because, if you 

do not know what has been intercepted, you do not know if there 

is a minimization problem. Without the discovery you just 

cannot properly file a motion to suppress. 

This is a big problem in wiretap cases if the most 

important thing is satisfied: if the client can pay. Wiretap 

cases just take an immense amount of time to defend, as you 

can understand if you have ever gotten an order. Professor 

Blakey says it costs about $8,000 to develop the wiretap and 

to execute it. Well, I could not try a case properly for 

$8,000. There are very few people around today who can afford 

to defend in a wiretap case. You can imagine, if there are 

50 or 60 hours of tapes you have to listen to, then there is 

execution, witnesses, motion to suppress hearings: it is a 

terribly expensive proposition. So I generally tell a client 

originally the problem and tell him that if he intends to 

plead, certainly he can go get somebody who can plead him much 

cheaper than I would because I find that the cases just drag 
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on and on. [For example] I have one, the airport case that 

Professor Blakey mentioned, [which] started in June of 1969 

and [t.he] final decision was rendered in January of 1976; [my client] 

went broke during that time. 

THE MOTION TO SUPPRESS* 

Then I file a motion 1:0 suppress. There are many grounds, 

of course, and I cannot cover all the grounds. [With regard 

to timeliness, I would mention to you that Title III provides 

that [the government has] to give you the orders and 

applications 10 days before trial and Tits rationale] in the 

legislative history [is for one to.beable to] file a rrotion to 

suppress. Of course, Rule 41 says you have to file a motion 

to suppress before you plead; it is just a question of when 

you [should} file it. Generally, as a practical matter, [the 

government] givers] it to you right away as soon as [it] get[s] 

an order unsealing them after the indictment. I still raise 

constitutionality though I do not expect the Supreme Court, 

with its present makeup, to rule it unconstitutional. 

[However] 1 they have not ruled on the constitutionality of .it. 

Authorization 

The authorization problem is the Giordano** problem which 

*See Appendix liD", ,r'fD.20-D.153, infra. 

**United States v. Giordano, 416 u.s. 505 (1974). 
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has been gone over many times. The only question here is who 

[do] you subpoena? I had the problem as to what I should do 

in finding that there were five or six different authorization 

signatures on the Wilson letters. The government submitted 

Mitchell's affidavit and Wilson's affidavit. The court 

[inquired] why I would· not rely on those. I said: IIWell, I 

jus~ didn't believe Mitchell and I just didn't beli~ve Wilson. 

I did not want to rely on them vv'i thout some cross-examination. II 

The court allowed me to go to Texas, to take Wilson's 

deposition, and to go to New York and take Peterson's 

deposition, and Mitchell's deposition. Subsequently, we found 

out that they ~ lying. 

The probable cause situation [has been] explained, 

except [as to] the staleness of the probable cause. The State 

of Florida has ruled that [the probable cause is] stale if it 

has been over 30 days from the time of the offense to the 

time you get the wiretap. * There is a recent Second Circuit 

case, I believe, that says 21 days is all right. 

The probable cause must be as to the place, the phone, 

and the person. The problem here with the phone [is clearly 

illustrated by] the oroblem that I [ran] into [in] U. S. v. Kilgore** . ~ ----
which is now on appeal to the Supreme Court of the United 

States. [In that case], there was very very extensive probable 

cause as to a person named Greene who was giving a line out to 

*State v. Rodegoez, 297 So.2d 15 (Fla. 1974). 

**518 F.2d 496 (5th eire 1975). 
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all the bookmakers in South Florida. Ee was obtaining the 

line from Las Vegas; but he was obtaining the line and giving 

the line out on numerous pay telephones. [Yet], the wiretap 

was for his home phone. There was nothing in the affidavit 

mentioning that he had ever used his own phone to give out 

line information or to receive line information. It is 

presently on appeali we have lost. . • so far. 

Minimization 

[As to] other investigative techniques, the only thing I 

can tell you here is that you must inform the judge of each 

technique that you have tried and that has failed. If you 

give him complete information, then no court, as far as I am 

concerned, is ever going to throw a case out on lack of 

developing other investigative techniques. When I was 

testifying for the Wiretap Commission, they asked me: liDo 

you mean do you want the prosecutors to go to the judges every 

day?" I said: "Yes, why not?" Now, that may not be 

practicable in some of the New York cases where you tap for a 

year and you continually get extensions. But, generally in 

the federal cases, there was no problem with calling that 

judge on the telephone each day and saying: "Judge, we have a 

terrible problem today. The first day we have nothing but 

codes, people talking, they're talking about white pa.nts which 

we think is cocaine or they're talking about dollars which we 

think are hundred dollars and we can not decipher the calls. 
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We can't tell which ones at the present time contain 

incriminating evidence pertaining to the crime." And he may 

say, after learning this: "Go ahead and intercept them all 

until you can determine a pattern." If he does that, you can 

bring that up at the motion to suppress [hearing]. I submit 

you have had sufficient judicial supervision [and] nobody is 

going to throw a case out on minimization. At least in the 

Southern District ~f Florida] and in Detroit, in the Eastern 

District of Michigan and Grand Rapids, those judges are ready, 

willing and able to talk to the prosecutors as the tap goes 

along and to make those decisions. 

It should not be up to the prosecutor to make that 

decision. If he makes the decision and the court says that 

it was not [his] decision, then you are in trouble, but they 

are not going to throw it out if the judge made that decision. 

The ultimate [scheme of operation], as far as I am concerned, 

would be to have [the conversation with the judge] reported. 

If not, as soon as you finish talking to that judge" I would 

make a contemporaneous memorandum of what occurred [with] 

exactly what the judge said. You can [and should] show that 

to the judge at that time because [the minimization issue] may 

not come up until a year or two years later. If you have a 

memorandum, you can refresh his recollection or your own 

recollection on the stand as the prosecutor. 

I also do not know exactly how you minimize with a bug. 

The minimization that is used by the federal authorities that 

I have been connected with is that, if they determine the call 
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is not pertinent, they take off ttheir] head phones and turn 

off the recordersi they can tell when the phone goes on because 

there is a red light. They do make spot checksi at least they 

tell us they do. Of course, we do not know whether they are 

monitoring without recording; you just have to rely on them. 

With a bug, I cannot see exactly how you can tell, when you 

have four or five people in a room and that thing is 

transmitting all the time, as to what is [or is not] pertinent. 

80 I do not know how you minimize with a bug in the place. 

And I am sure that you maybe will raise that later • . . 

Amendment 

[There is a] question with the disclosure section as to 

whether you have to file a new application [upon receipt of 

wiretap evidence of a new crime1. I am [referring tol the 

disclosures that I went over before: (if] you are tapping 

for one crime an.d discover evidence of another crime, the 

statute says you have to go back and make [an] application 

to a judge for approval of the interception of the other crime 

evidence. Does that mean that you have to file a formal 

wri t·ten application which satisfies Title III with an affidavit 

under oath and get a written order from the judge? Well, I 

contend that it does. The Strike Forces now are "doing that, 

at least the one's I have come in contact with. This raises 

another problem when you are filing your application and you 

have put in prior applications--do you have to put this 
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application as one of those prior ones? I say you do. Any 

prior application that has been filed to intercept those 

individuals must [be] disclose[d] to the judge. 

An interesting question was raised concerning how you 

would know about the prior interceptions. Of course, the 

Department of Justice has a centralized system in Washington 

tha·t tells you who has been tapped and who has been the 

subject of orders. I just do not know how you do it in the 

states; except when Professor Blakey was explaining it he 

said: "It is those applications that are known to the 

applicant." That is not entirely true; the statute also 

says "or are known to the person authorizing the application." 

We have an interesting thing in Florida. There has been a 

statewide g~and jury going on for a number of [months] and 

they have [handed down] voluminous indictments, eight or nine hundred 

[with] 30 or 40 taps. The police officers were the ones 

[who] made the applications and the affidavits; whether they 

did not trust the prosecutor, I do not know. But they went 

from Miami, Orlando, [and] Clearwater to Tallahassee and 

obtained permission for authorization from the Attorney General 

of the state of Florida. I think you can make a good 

argument that he should know all the applications that have 

taken place in Florida whereas the District Attorney or the 

prosecutor in Dade County would not know [about] those 

applications that have been made in Clearwater or O~lando. 

This is a serious problem in Florida. 

54 



What I am saying is that you must track the statute as 

best you can, you have to say that the interception was 

inadvertent, in good faith [and that] you were not going in 

on a subterfuge in order to obtain this information. [The 

judge] may rule that you do not have probable cause. So he 

will say, "Don't intercept anything more about that." But, 

the call itself may provide you with probable cause to continue 

to intercept it or for proof. Generally, if there is a 

gambling investigation and narcotics comes up, you have good 

reason to believe that it is going to corne up again. 

Sealing 

As to the sealing problem. I cannot understand why you 

people have problems with that either. The Second Circuit* 

has just ruled [that certain tapes must be suppressed] because 

the [Department of Justice] kept the tapes in [its] files for 

a year before submission to the court for sealing. The 

government raised the proposition: "Well, the judge sealed it 

after a year. So he found everything was all right." The 

court [stated] that [such fact] does not terminate the inquiry. 

The court said that the defendant does not have to prove that 

the tapes were tampered with. The reason for the sealing 

Us} to protect the fir} integrity and to show that the 

to.pes have not been altered. But, in this case, the Second 

*United States v. Gigante, 19 Crim L. Reptr. 2223 (2d Cir. 
1976). 
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Circuit said [that.; the defendant] does not have to prove that 

the tapes were a,ltered when it has [heen] a year [before 

sealing] i this is contrary to [the ruler in the Third Circuit. 

In this sealing easel I submit that there has been no 

violation of the interception and that sealing is not a proper 

ground for a motion to suppress. And, once again, as in 

disclosure, I would wait until '~y client is in jeopardy. 

There is nothing wrong with thE! interc~ption i the only thing 

that sealing does is make the tapes admissible at the time of 

trial. All I am saying is that if the defense attorney wants 

to take a chance in a hopeless case, he [should] not raise the 

sealing problem until the client is in jeopardy. Then, when 

they bring in the tapes, he goes up and says: "Can I see the .. 

seal?" [If]. the seal say·s em, it that it is a year later, then 

you raise your objections. If [the judge] sustains yQ\JlXl objection, 

there are only two alterncltives: a mistrial, which raises a 

double jeopardy problem, or [exclusion of] the tapes and 

hopefully they do not have other sufficient evidence [for a 

conviction] . 

-Illegal Entry 

Now the illegal entry, or what I call an illegal entry: 

a trespass or breaking and entering to install a bug or take 

*See United States v. Falcone, 505 F.2d 478, 483 (3rd 
Cir. 1974); United States v. Cantor, 470 F.2d 890, 892-93 
(3d Cir. 1972). . 
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out a bug. The Eighth Circuit just decided that it was 

legal, under exigent circumstances, for the government to go 

in and install the bug by breaking and entering.* [The) 

dissent said that it was unreasonable per se. We had a case 

in Florida where they obtained an order to place a transmitter 

in a bail bondsmm' s office beca use he was connected in 

narcotics and gambling and other various interesting 

. activities. They did not ter!P the judge specifically [that] 

they were going to break and enterr they told the judge that 

they were going to place the microphone. The order said, [an~] 

naturally we know the order is always written by the prosecutor, 

[that] you may use any reasonable means to install the 

transmitter. They broke into the place at night, installed 

the transmitter, broke in once again to repair it, broke in 

once ag~in to take it out. [There was] adverse newspaper 

publicity [in this case] because Miami papers were up in arms 

over the government breaking and entering somebody's house to 

put a microphone in. I submit: how else you going to get in? 

But [the judge] suppressed, saying: "'l'hey didn I t tell me they 

were going ·to break in. They t.,rere afraid to face me and say we 

have to break in." But, he signed the order "reasonable means" 

and I do not know any other "reasonable means,u unless you are 

going to obtain entry by ruse and thmjust slap a transmitter 

l..tnder a table. 

*united States v. Agrusa, 528 F.2d 944 (8th Cir., 1976). 
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Other Surveillance Techniques* 

[As to] the other surveillance techniques that Professor 

Blakey has brought up: first, the pen register. The Second 

Circuit** just recently ruled that when you have a pen 

register, without a wiretap order, there can be no compulsion 

on the phone company. In other words, you cannot order the 

phone company to cooperate with you and give you the color 

code or the lease line, or install the pen register for you. 

[The government] said, and the legislative history says, that 

the pen register does not corne under Title III. Therefore 

Title III is [now] amended to allow you to force the phone 

company to cooperate with you in a wiretap. [The phone 

company] cannot be forced, at least according to the Second 

Circuit, to' cooperate with you to install the pen register. 

The bumper beeper cases, although I do not honestly 

understand them, have said that [the] Fourth Amendment applies 

to bumper beepers. However, the Eighth Circuit*** [has held] 

that you [can.] put a bumper beeper on a car without a warrant 

if you have probable cause and exigent circumstances. One 

interesting case that recently carne out of the District of 

Hawaii concerns binoculars. This surveillance was used to 

obtain a wire tap. It was a gambling investigation where 

* See Appendix liB", ""B.l-B. 79, infra. 

**In Re Applications, 19 Crim L. Reptr. 2370 (2d Cir. 
August 4, 19-6). 

***United States v. Frazier 19 Crim L. Reptr 2372 (8th 
Cir., 1976). 
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police officers used telescopes and binoculars, from a quarter 

of a mile away, to look through the windows of a bookmaker's 

home and to see who was coming in and out. [The government] 

used this to show probable cause, and interestingly enough, 

[it] used it also to show that normal investigative techniques 

were not sufficient. So they had to have a wiretap. The 

judge of the District of Hawaii ruled that plain view which 

was the government's argument means unaided plain view. [The 

judge] said: nlf the government agents have probable cause to 

suspect criminal activity and feel the need for telescope 

* surveillance, they may apply for a warrant." If that stands 

up, you are in trouble. 

Background Conversations 

The other problem with telephone taps is background 

conversations. I do not know if any of you have run into it, 

but we raised it in United states v. King. ** [Assume a bug is] on [a person's] 

telephone. In a bookmaking operation, there are 

generally clerks there; generally there is more than one 

telephone; there are people coming in either paying, collecting 

[or] discussing other things. [If] the fellow picks up the 

phone and you are allowed to intercept over that phone, 

*United States v. Kim, 335F\.,~upp. 523 (S.D. Cal. ,).,971) I' 

modified on other grounds, (D.C. Haw. 1976). 

**478 F.2d 494 (9th Cir.) I cert. denied 414 U.S. 846 
(1973) • 
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recorded on the tape [will be] the other background conversation in 

the room. We were able to suppress that [because] that did 

not come under the warrant. I am not so sure that part of the 

...!5ing decision would stand up; it has never gone to a Court of 

Appeals. [The decision] went up, as I recall, under the 

minimization issue. 

Privileged Communications 

Now the privileged communications ground. I have been 

intercepted a number of times, in ~he past four or five years, 

generally with bookmakers, because I had a bad habit in the 

past of betting on sports. I would call them and [the agents] 

would intercept me, and interestingly enough, after t~ey 

learned it was my voice, which the FBI in the Southern 

District of Florida knows, they would stop the interception. 

I have never seen a problem with an in~erception [of an] 

attorney/client conversation in the Southern District [of 

Florida] or in the other districts around the country that I 

have practiced in. But, if Professor Blakey is correct about 

the abundance of crooked lawyers, I am sure that we will· run 

into it much more. I know that the New York courts have 

raised it a couple of times and have decided it. 

An interesting recent case concerned a private wiretap. 

In other words, [there were] two individuals, not connected 

wi th the government, [and]' O1'1e intercepts the communications 

and records without [the] consent {of the other]. Under 
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federal law, you only need the consent of one; however, in 

Florida and California you need the consent of both parties or 

it [becomes] a third degree felony. The government '''as not connected, 

whatsoever, with this interception. Then the government 

obta~.ned the tapes and attempted to introduce them at the time 

of trial. The statute [s], r§§J 2511 (2) '(d) and 2515; * say that. 

this interception is illegal if it is used for committing a 

criminal or tortious act, or any other injurious act. The 

government had nothing to do with this. The court ruled there 

that the defendant may prove the illegality by raJ 

preponderance of the evidence. In other words, the defendant 

raising the issue must prove that [the] interception and that 

[the} recordings [were] to commit a criminal act. [The court] 

remanded the case to see whether the defendant could prove 

that; the defendant had the burden of proof here. The 

government argued that the tape was independently admissible 

because [ it] had no part in the decision te--record or the 

actual recording. But [§]2SlS precludes that argument, at 

least according to this court and according to my view. 

Prior Applications and the Facially Sufficient Affidavit 

The prior applications as to the same person's facilities 

or places that you have to include in your application [also 

present a problem]. We had an interesting [problem] in the 

*18 U"S.C. H. §2511(2) (d) (1970). 
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District of Georgia, where the application incorporated, as 

most of them do, the FBI agents' affidavits by reference. In 

the application [a] particular bookmaker named Goldstein was 

not included; they did not ask to tap him. But, there was 

probable cause shown in the affidavit which was included in 

the application. 'We said, because they did not name Goldstein 

as being the subject of any prior application, e~at it should 

have been suppressed. The court suppressed it. Then the 

government came back on rehearing, as [it] do[es] quite often 

lately, and informed the judge that [Goldstein] was not in 

the application; that he was only in the affidavit which was 

incorporated in the application. The judge, as they quite 

often do recently, reversed himself. That is presently on 

appeal. 

We also sometimes challenge the facially sufficient 

affidavit if [we] can show that there has been a misrepresenta

tion by a government agent of a material fact. This is only a 

recent development in criminal law. The old rule where an 

affidavit or application is facially sufficient used to be 

that [it was] all the magistrate had before him and you could 

not go behind it. But now: if you can prove that there has 

been an actual misrepresentation of a material fact by a 

government representative, you are entitled to go into it. If 

you can find an intentional misrepresentation, whether it is 

material, [the evidence is] subject to [a] motion to suppress. 
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Subpoenas 

As to [subpoenas] in the motion to SlJ.ppress hearing, this 

depends upon the experience, the aptitude, the ingenuity of 

the defense attorney. What I can tell you is who I $~ubpoena: 

I subpoena the monitors. Generally, the government will 

produce the monitors. I do not subpoena all of them; I look 

for the youngest, the most inexperienced, and the most likely, 

as far as I am concerned I to tell "che truth and not to 

have been subject to my interrogation before. I subpoena all 

the other agents as to the execution of the search warrants 

and as to the surveillance during the time of the tap because 

the ag"ents will be out surveilling the people who are called. 

If you can show that the authorized objective was reached by 

the surveillance and that the people were discovered and that 

[the agents] did not terminate, then you have a chance to 

suppress-~a slim chance. I also bring in the technicians, for 

instance, the listening post layout, to show that you can 

monitor the conversation without recording. The circuits are 

in conflict as to whether monitoring and recording are 

interceptions. But, if, as the logs generally say, "recorder 

turned off" [is true], you can still be listening to the 

conversation and still be intercepting. I bring the agents in 

as to testify as to that and as to any unauthorized personnel 

in the listening post. I also call the attorneys for the 

government and the :'j 1.idge who signed the order. Generally, the 

courts quash the subpoena for the judge who signed tlt,e order. 
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I bring the government attorney in to testify. "Did you then 

go to the judge and tell him that you had to continue? Were 

you intimately connected, on a day-to-day basis, with this 

interception?" Of course, if he is properly versed or if he 

is properly prepared, he will say yes. [As to] the judges: 

if you report, as we mentioned, the five day or ten day report 

to them, then you do not have to call him because you have 

[the reports]. 

Which Documents to Int:roduce? 

The only documents to introduce besides the general ones 

I attempt to introduce [are] the surveillance reports and the 

grand jury transcripts for [the judge's] in. camera examination 

to see if there has been a failure of amendment or a failure 

of retroactive amendment of the order. [There is one thing] I 

always do in a tap because, generally I now there is a chain 

of taps (one tap leads to another which leads to a.nother which 

leads to another and there may be three branches off ~t)--I 

make a chart for the judge to see, so that he can determine 

exactly what tap led to what tap [and] where it went. [As] to 

each tap, I cite the cases and the grounds on that tap that I 

am looking to suppress; then the judge has the whole picture 

in front of him. It is almost impossible for [the judges] to 

follow [these multiple taps] on an extensive motion to suppress 

hearing; the facts and circumstances of tap A led to B led to 
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C, Band C led to D and E. It is almost impossible. But, 

wi th a chart right in front of him, he unders·tands what you 

are talking about. 

I also introduce the Department of Justice Title III 

booklet, which we obtained under the Freedom of Information 

Act, or, if the Florida Bureau of the Law Enforcement is in 

the case, 1 introduce their Technical and Monitor Procedures 

for Wiretap. Why? Because, for instance, the Department qf 

Justice manual for electronic surveillance says that these 

recourses to the judges on five to ten-day intervals shall be 

in writing. rThe manuals] do not rise to a statute or to a 

regulation, but they are a good argument that [the agents] 

were no·t properly doing their job when they just call him on 

the telephone and say: flJudge, we intercepted a lot of 

gambling calls today and we have to continue because we donlt 

know all of the unknown co-conspirators." 

Some of the questions I ask the monitors: "Did you have 

a copy of the order with you in the listening posts?" If he 

says no, [then I ask): "Well, what was the authorized 

objective?" "I donlt know. II "Well, how did you know when to 

stop, if you don't know what they authorized?" "Well, the 

authorized objective was gambling." "What statute? What are 

the elements? When do you reach the authorized objectives? 

What were you looking for? Could you listen with the recorder 

turned off? Who was the agent in charge? Could you stop ~he 

termination? Who had to stop it? Who had the responsibility 
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to Sqy the authorized objective has been reached, we canlt go 

any further?" 

The Dual Recorder Question 

An interesting thing that happens in Florida is they have 

two tape recorders in the listening post. One is a work tape, 

and one is supposed to be the originals. Actually, both of 

them are originals, because both of them are coming right off 

the tap. If they seal the one that they say is the original 

and they do not seal the one that they say is the work tape, 

you can see what may happen. There may be times when they are 

turning off the original and the work tape is still running. 

If you do not bring this up at the time of motion to suppress, 

you are never going to learn about that work tape. You say 

that the work tape should have been sealed and you go into 

two different minimization problems because there are two 

different recorders. Of course, once they have recorded, they 

can take the original tape and make duplicates of it; that is 

their argument: IIWe are just making a duplicate set at the 

time of interception. II Actually, those tape recorders, no 

matter how good human people work, never will have the same 

thing on them. They will always have a place where one breaks 

down, they continue to record; one agent does not take his 

headphones off, the other does. I see no reason •.. to 

have two recorders in there anyway. 
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Appeal 

The federal courts have recently said that you cannot 

appeal from a denial of a motion to suppress. In other words, 

if your motion to suppress was lost, you (used t9J say, III 

want to preserve this Your Honor, but we are pleading guilty, 

[while] preserving the right to appeal the motion to suppress. II 

That is no longer valid in federal courts. But it is a very 

simple proposition to say at the time of trial that what you 

are relying on is the motion to su~pressr you just 

stipulate to the facts contained in the indictment. You say( 

"Your Honor, those facts are true. However, the government 

will stipulate with me that those facts could not have been 

proved without the introduction of the wiretap evidence." 

That preserves your right to appeal the motion under ~.s. v. 

* Doyle. 

Plea Bargaining 

A very important part in wiretap cases is plea bargainir.lg. 

Generally, [the government] will give you a better deal 

before [it has] to go t,hrough the motion to suppress than they 

will afterwards. But if [prosecutors] cause enough trouble, 

[defense ct:;mnsel will).more than likely want to get out if [it 

*348 F.2d 715 (2d Cir. 1965), cert. denied, 382 U.S. 842 
(1966) . 
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is a] multiple conspiracy case. If there are ten lawyers 

involved, there are only going to be one or two lawyers doing 

the work; the others are going to be riding on their backs. 

We had ra] case, U.S. v. Lanza,* with 62 defendants, involving 

[aJ widespread numbers operation. I filed, maybe, a hundred 

pages of motions. There were 5,000 pages of testimony. There 

were 40 witnesses called [in] the motion to suppress. I simply 

went to the prosecutor and saie'lt "Let me outi give me a deal," 

and he was willing to do so. But if a defense attorney 

really does his work and really puts you people to task and 

you have to do your homework, then the ones [who] do the work 

generally better get a better deal. 

THE TRIAL OF THE CASE** 

Just a few things concerning the trial in a wiretap case. 

Juries love wiretaps. The conception that the people [of]the 

united States are against wiretapping, that Congress is against 

wiretapping [is incorrect]. Juries love themi they eat them 

up. The one thing they listen to is the conversation over 

those tapes. You can just see the rapture on their faces that 

they are intruding into the private conversations of these 

people. 

But one problem you have, especially in gambling cases, 

is that gamblers are the filthiest-mouthed people in the world 

* 341 F.Supp. 405 (H.D. Fla. 1972). 

**See Appendix liD", ~1~ID.154-D.192, infra. 
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and they will curse and have a unique way to express themselves 

concerning the sexual activities of humans. And this will 

come out over the tapes. You can just see those women stand 

up \,.,hen that word comes out. You can [deal with this in either of) tv.u 

ways. Generally, it is done by instructions: "Don't hold it 

against these poor boys because they curse." But the real 

way to do it, and we have done it with the Bureau, is [to] 

have that part deleted from the tapes. The technicians 

working for the Bureau are tremendously experienced in running 

those tapes. They do not cut out "damn II and those kinds of 

words. But [for] the real hard-core stuff that can hurt you, 

you have a pre-trial hearing where you have that stuff out. 

For instance, [if] betting [is] on baseball, when a bookmaker 

has lost the night before, things like race, religion, sex, 

all of these things come up. They will say, "That dirty 

mackerel snapper hit a home run in the last of the ninth; it 

cost me $1,000. 11 Well, if you have four Catholics on the 

jury, that might hurt you. I knO',., they ""ill use a thing like, 

"That colored cook Fryman, the pitcher, he beat me last night," 

01.- "that spade, Hank Aaron. U If they say, "That spade Hank 

Aaron beat me last night in the last of the ninth,lI and you 

have four "colored" jUl:'ors on there, they might take something 

against this poor boy and he is only talking not knowing that 

they are listening ino That can all be deleted. Even though 

it is admissible, it is so prej,:dicial as to overcome the 

admissibility of it. But; you have to look to that before 
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they start playing those tapes, and that is generally in a 

pre-trial hearing. 

What'if the Tape is in a Foreign Language? 

We just finished an extortion case [where] the victim and 

the people that were [allegedly] extorting him were all French-

Canadians speaking in French. Now, what do you have to do in 

this case? [First], you have to bring in an expert (~vhoJ can 

translate the French to English. In this instance, it was a 

woman from the FBIi she had to be qualified. It is a big 

proposition here you seei she was qualified in French, she 

learned her French and lived in Paris. But we were able to 

bring out, although they qualified her as an expert, that 

French-Canadian French and French (as] spoken in Paris are 

different, just as the Cubans in Hiami could not speak to the 

Spanish people in Madrid [who] spoke Castillian. It is an 

entirely different dialect; the words mean different things. 

The defendant, in this case, took the stand to explain what 

he meant, which might be entirely different from what the 

experts said. 

Multiple Witnesses 

That brings up another good point at trial. When you are 

introducing the tape, what do you do as to the voice 

identification, as to the translation, as to explaining the 
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code used on it? There may be 40 different people talking. 

The best way to do it, from [the prosecutor's point of view], 

is to put multiple witnesses on the stand. Tell the court 

what you are going to do: "I'm bringing in four FBI agents, 

and I'm going to swear 'em all, and they're going to identify 

the voices." [Then] you do not have to stop each time and 

say: "Well, all right Jack, you go out and bring Joe for the 

next conversation." You have them all understand, at the 

same time, [that they are] to identify the voices they can 

identify. At: the same time, in a foreign language thing, you 

have your translator there once she has been qualified. She 

translates for the jury. She is under oath too. You also 

have the technician who is running the tape and I think he 

should also be sworn. If you put all these people on the 

stand at the same time, you are giving it all to the jury in 

one big piece and that is what they understand. If you keep 

sending people out and people in and sending people out and 

bringing people in, then [the jury] very often do[es] not know 

what is going on -- they cannot differentiate the ,.,heat from 

the chaff, which the defense attorneys like. I argue against 

putting them all on, but it is a good prosecutorial tool. The 

experts in ';:rambling co~es you can put on the stand at the same 

time. The FBI does not want to put him on the stand until the 

end because he is the wrap-up witness; he is the real sex of 

the case. 
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Instructions 

(We] come to the instructions that are important during 

the trial. Of course,' [there is] the instruction as to 

obscenity. [Another] of the problems we run into is that I 

do not want [the] transcripts of those conversations to go to 

the jury room. If [the jury has] a chance to mull over the 

transcripts in there, there is going to be a conviction. Most 

of the cases have allowed the jury to read the transcript as 

the tapes are played/ as an aid, but [the transcript is] 

picked up afterwards. We do everything we can t.o keep those 

transcripts out of evi.dence. The Second Circuit has allowed 

them in; the Fifth Circuit says it is not an abuse of 

discretion. But the lower courts are not letting the 

transcripts go to the jury even in the case we just had with 

the foreign language. That raises another problem. The 

jurors, when they get back to [the jury room, are asked]: IIIf 

you have any questions, write me out a note and send it in." 

'rhe first question is: IICan we have the transcripts?" Of 

course, since they are not in evidence they do not go back. 

Then they say: "Well, can we hear the tapes?" "Well, of 

course, you can hear the tapes." But, you do not have any 

voice r. D. on the stand, you do not have anY'tvitnesses eX'l?laining 

the code on the stand, you do not have a translator. And there 

are technical problems because the man from the Bureau has 

already gone back to the office and he does not have the equip-

ment set up at that time. [However], we have been able 
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to not have the tapes played and to not let [the jury] have 

the transcripts. 

You are entitled, as the defendant, to an instruction 

that the tapes are what control, and if there is a difference 

between the tapes and the transcripts I [the jury] IDl..tst rely 

upon the tapes. You are entitled to that [instruction);\ 

immediately upon the transcripts being given to the jury and 

again at the close of the entire case. Also, you are entitled, 

at the time the tapes are played, to the co-conspirator 

instruction that [the tapes] are only coming in against the 

person speaking [and] not against anybody who was not present, 

unless you prove a conspiracy. 

FROM WHENCE WE CAME: THE FUTURE 

I would just like to say (that] f if there had been strict 

interpretation of the wiretap laws [as] written by Professor 

Blakey and his cohorts, there would be no tapping in the 

United States. The statute is impossible to follow as it is 

strictly written. Since June of 1969, when wiretaps were first 

used in the federal courts, the courts have done the following. 

You do not have to instruct the monitors how to minimize. You 

do not have to minimize the intercep'tion if you only intercept 

all the calls for 9-1/2 days. You do not have to minimize 

even when the U.S. Attorney instructs the monitors to intercept 
,I 

all of the calls. The recordings of the conversations are not 

intercepted if they are stored and never listened to. You do 
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not have to identify the persons intercepted even if they are 

known. You do not have to serve an inventory on time. You do 

not have to seal the tapes immediately upon termination of the 

interception. You do not have to file the application and 

obtain the order'to use the interception pertaining to other 

crimes not mentioned in the order. You do not have to date 

the order of interception, even when the interception can only 

continue for 15 days after the day of the order. This 

happened in two cases in the Southern District of Florida; the 

order said lIyou may tap for 15 days from the date of this 

order,lI and the order was not dated. How do the agents in the 

f.;eld who were doing the interception know? Clerical error. 

You can tap [for] 18 days when there are only 15 days on 

the order; this is under Rule 45* where you do not include 

Sundays or holidays and you do not include the first day. The 

prosecutor [is lIallowed"] to lie under oath as to who the 

person was who authorized the interception. (Now, the 

prosecutor really did not know, when he was swearing -to the 

judge under oath, that Will Wilson had authorized the 

interception; he really did not know Will Wilson had never 

seen the papers.) It allows breaking and entering by the 

police to install, repair, and remove the bug. The latter, 

interestingly enongh, may be a problem. If it is upheld that 

you can break in to install the bug, does that also authorize 

you 15 days later, to break in and repair it, and 15 days 

*Fed. R. Crim. P. 45 
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later, to break in and take it out? I think you might need 

another warrant to do those subsequent things. You are 

allowed to wiretap where other investigative techniques have 

not been tried but the applicant thinks that they would not 

succeed. It allows probable cause to be shown even where 

probable cause was shown ,~l days before the order [was] signed; 

it was not stale because -::!lere was a continuing criminal 

conspiracy. 

These are just some of the cases [which] have interpreted 

the wiretap laws as we have them now. They are the greatest 

tool that you people have, if you can afford them. I cannot 

argue that they are the greatest tool to convict people that 

has ever been devised. But personally, I think we are giving 

up too much of our individual rights [with] the way [wiretaps] 

are being used now, especially in the state courts. 

/ 
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Summary 

Electronic surveillance l is a useful law enforcement 

technique for the control of organized crime. Consensual 

electronic surveillance is not subject to the complex federal 

statutory limits on other forms of ele9tronic surveillance. 

It is not a search under the Fourth Amendment. Individual 

states must meet at least the federal standards on electronic 

surveillance, though they are free to pass more restrictive 

legislation. New York's laws controlling consensual 

surveillance closely follow the federal pattern, while the 

Massachusetts and New Jersey statutes are each more restrictive. 

Problems remain with consensual surveillance usage, 

most notably what constitutes a valid consent. There are also 

potential Fifth and Sixth Amendment issues, as well as the 

possibility of claims of entrapment. 

" 
lAs used in these materials, the phrase electronic 

surveillance generally includes wiretapping and bugging, 
although the terms electronic surveillance and wiretappi~~ are 
sometimes used interchangeably. Wiretapping generally refers 
to the interception (and recording) of a communication 
transmitted over a wire from a telephone, without the consent 
of any of the participants. Bugging generally refers to the 
interception (and recording) of a communication transmitted 
orally, without the consent of any of the participants. The 
term consertsual surveillance refers to the overhearing, and 
usually the recording, of a wire or oral communication with 
the consent of one of the parties to the conversation. See 
Report of the National COl'iLT[l.ission for the Review of Federal 
and State Laws Relating to Wiretapping and Electronic 
Surveillance, xiii (1976). For other devices used under the 
generic heading of electronic surveillance, see Appendix "B", 
infra, "B.I-B.80. 
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I. Introduction 

"A.3 Electronic surveillance is an effective technique in 

gathering evidence of the activities of organized crime. Two 

of the most useful consensual electronic surveillance 

techniques are recording andtransmitt~ng with the consent of 

one of the participants of a conversation. Consensual 

surveillance, however, ~ay encompass three discrete, though 
"" 

related, situations where a party to a conversation, under the 

direction of a government agency and without the consent of 

the second party: 

1. records his conversation with the other party; 

2. uses electronic equipment to transmit the conversation 
to government agents; or 

3. authorizes law enforcement personnel to use electronic 
devices to overhear and record the incriminating 
communication. 

Electronic surveillance, but particularly consensual 

surveillance, offers law enforcement personnel several 

advantages. 2 A recorded conversation may be more reliable and. 

often is more convincing than the testimony of the monitoring 

agent. The prosecution's case, too, cannot be weakened because 

of the fallibility of human perception and memory. Moreover, 

the credibility of a tape recording is far superior to that 

of a government info:r.mant wi"th a "blemished" character. Such 

2See 1fA.43, infra, for excerpts f:r;om the Report of the 
National Commission for the Review of Federal and St.ate Laws 
Relating to Wiretapping and Electronic Surveillance (1976) on 
their findings on the effectiveness and usage of consensual 0 

surveillance. 
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a recording can also supply the corroboration often required 

for an accomplice's testimony.3 Electronic surveillance can 

be used to establish the recorded individual's state of mind 

or intentions. This can be particularly important in 

conspiracy cases. Consensual surveillance also minimizes the 

possibility that an unreliable informant will cease cooperating 

with the authorities prior to the trial. The existence of 

a well-guarded recording reduces the incentive for killing 

a key witness prior to trial. If an informant succumbs to 

threats of physical violence and refuses or is unable to 

testify, the recorded conversation can be introduced without 

the consenting participant's testimony. The recorded 

conversation can also be introduced into evidence even if the 

informant dies before trial. 4 Finally, the use of electronic 

surveillance minimizes the risk of physical harm to a police 

agent during an investigation, The actual conversation 

between the informant and the criminal can be monitored by . (; 

police to ensure the agent's safety in the event that his 

identity is suspected. 

3Eliminating credibility as an issue can be particularly 
important in political corruption cases. A relia.ble recording 
can prevent the crooked official from turning his trial into a 
credibility contest, relying on his position to gain acquittal; 
it can also eE~nerate the innocent victim of the irrational 
or political grudge accusation and prevent an unjust 
indictment. 

4See , e.g., United States v. Lemonakis, 485 F.2d 941, 
948-49(n.C:- Cir. 1973), cert. denied, 415 U.S. 989 (1974). 
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II. Federal Law 

A. Statutory Provisions 

Section 2511(2) (c) of the Omriibus Crime Control and 

Safe Streets Act of 196~ (Title III) allows a person "acting 

under color of law" to intercept wire or oral communications 

where the person is either a party .to'the conversation or 

where one of the participating parties has given prior consent 

to such monitoring. 5 Consensual surveillance, therefore, is 

an exception to the general federal rule which imposes 

warrant and other requirements on electronic surveillance. 6 

,/A.6 Section 605 of the Federal Communications Act of 

1934, which also prohibits the interception or divulgence of 

interstate and foreign communications, expressly excepts those 

procedures permitted by Title III of the Omnibus Crime Control 
":',. , 

and Safe Streets Act. 7 

518 U.S.C,A. §25ll(2) (c) (1970) i 18 U.S.C.A. §2511(2) (d) 
(1970) also allm-;s the interception of wire or oral communica
tions by a person "not acting under color of law" provided 
that: 

1. the person is a party to the conve:r-sation orii.has 
obtained the prior consent of one of the 
participants for such monitoring; and 

2. the person does not use the intercepted communication 
to commit a criminal, tortious, or inj urious act.;\ 

618 U.S.C.A. §2516 (1970), as amended r (Supp. 1976). \1 

747 U.S.C.A. §605 (1962) ,---as amended, (Supp. 197.6). 
Section 605 only restricts the actions of private parties. 
Under the 1968 amendments to section 60S, "person does not 
include· a law enforcement officer acting in the normalcourst? 
of his duties. It S. Rep. No. 1097, 90th Cong., 2d Sessa 108 
(1968). This changes the prior rule. See united States v. 
Sugden, 226 F.2d 281 (9th Cir. 1955), affld per curiam, 351 
U.S. 916 (1956). 
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"A.7 The issues surrounding consensual surveillance are, 

therefore~ not based on problems of statutory authority; the 

legality of the technique depends upon an analysis of Fourth 

Amendment guarantees. 

B. Federal Case Law--The Emergence of the White 
Rationale 

~A.8 Since 1952, the United States Supreme Court has 

consistently held that various forms of consensual surveillance 

do not violate Fourth. Amendment guarantees against unreasonable 

searches and seizures. In On Lee v. United States,8 a 

narcotics prosecution, the defendant sought to suppress two 

i.ncriminating conversations which were transmitted to federal 

agents by an informant wired for sound. Only the agents 

monitoring the conversation testified at the defendant's 

trial. Justice Jackson, writing for the majority, relied 

heavily upon Olmstead v. United States,9 which held that 

police surveillance without any physical trespass fell outside 

the scope of the Fourth Amendment. He observed that no 

technical trespass had been committed in placing the 

transmitter within the vicinity of On Lee. Consequently, 

there had been no search and seizure, and the defendant's 

incriminating remarks were admissible. IO On Lee also 

8343 U.s. 747 (1952). 

9277 U.S. 438 (1928); subsequently overruled in Katz 
v. United States, 389 U.s. 347 (1967), discussed infr~ 
1'A.ll. 

. 10343 u.s. at 751-52. 
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contains language suggesting that the legality of the agents' 

monitoring was based on On Lee's indiscretion with one he 

mistakenly trusted. ll 

Rathbun v. United States12 considered whether an 

incriminating telephone conversation, overheard by law 

enforcement officials, was admissible "evidence where one party 

to the communication. gave the police permission to listen to 

the discussion on a pre-existing telephone extension. The 

Court, in an opinion by Chief Justice Warren, concluded that 

there was no prohibited "interception" under section 60S of the 

Federal Communications Act. Recourse was not made to the 

"trespass" doctrine followed in On Lee. Instead t the Court 
if 

focused upon the individual's expectation of privacy, or Its 

lack, when placing a telephone call. 13 

'fA.IO The "misplaced trust" rationale of Rathbun appeared 

again in 1963 in JJopez v. United States .14 Lopez was COl'lVicted 

llId. at 753-54. The precise fact pattern of On Lee, 
surveillance of an indicted defendant I is no lOri'ger permissible 
under expanded concepts of the Sixth Amendment. 'Massiah v. 
United'States, 377 u.s. 201 (1964); discussed infra, ,A.2l. 

12 355 U.S. 107 (1957). 

13Id . at Ill. Chief Justice Warren observed: 

Each party to a telephone conversation takes the 
risk that the other part.y may have an extensi.on 
telephone and may allow another to overhear the 
conversation. When such takes place there has been 
no violation of any privacy of which t.he parties 
may complain. 

But see 'fA.38 infra, concerning the individual's expectations 
when using a party line. 

14373 U.S. 427 (1963). 
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of attempted bribery of an Internal Revenue agent on the 

strength of a recording containing incriminating statements 

that he made to a federal agent. The Court reasoned that 

since the agent could testify concerning the appellant's 

statements, Lopez took the risk that his remarks would be 

reproduced, and whether the medium wa:s the agent's memory or 

a mechanical recording was inconsequential. 15 

'IA.ll The legality of consensual surveillance remained a 

matter of only aca.demic concern, so long as it was valid under 

either the "trespass" or "misplaced trust" rationale. It 

became, however, increasingly a practical concern for law 

enforcement as the Court moved away from the trespass rationale 

of Olmstead. 16 Finally, in Katz v. united States,17 the 

Supreme Court overruled the Olmstead "trespass" doctrine and 

15 I d. at 439. The "misplaced trust" rationale was 
directlY-dealt with in Hoffa v. United States, 385 U.S. 293, 
301-03 (1966) [an informant situation without electronic 
surveillance]. The Court stated at 301-02: 

What the Fourth Amendment protects is the security 
a man relies upon when he places himself or his property 
within a constitutionally protected area. • • . 

* * * * 
Neither this Court nor any member of it has ever 
expressed the view that the Fourth Amendment protects 
a wrongdoer's misplaced belief that a person to whom 
he 'voluntarily confides his wrongdoing will not reveal 
it. 

See also United States v. Miller, 425 U.S. 435, 442 (1976). ---r-------
16Berger v. New York, 388 U.S. 41 (1967), cast doubt on 

the validity of a warrantless wiretapy regardless of a trespass, 
al though since an en4.::ry was involved in Berger, Olmstead 
survived until Kat~, 389 U.S. 347 (1967). 

17 389 u.S. 347 (1967). 
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concluded that electronic surveillance without the consent of 

one of the parties was a "search and seizure" within the 

Fourth Amendment. In that case, federal agents attached an 

electronic listening and recording device to the outside of 

a public telephone booth. Prior to the interception, the 

agent obtained neither a warrant nor the consent of either of 

the parties to the conversation. The Court concluded that the 

surveillance violated the defendant's justified expectation 

of privacy.18 

Although Katz did not involve consensual 

surveillance, its rejection of the Olmstead "trespass" 

doctrine made the validity of On Lee and Lopez uncertain. If 

they were seen as resting on the "trespass" doctrine, then 

consensual surveillance which violated an individual's 

reasonable expectation of privacy would be a search and 

seizure, requiring a warrant. If they were seen as resting 

on the "misplaced trust" rationale, then consensual 

surveillance would not be a search and seizure, and no warrant 

would be required. 

This uncertainty was subsequently faced in United 

states v. White. 19 In a plurality opinion;20 Mr. Justice 

White concluded that Katz did not impose a warrant requirement 

IBId. at 353. 

19 401 U. S. 745 (l97l). 

20The plurality consisted of Chief Justice Burger and 
Justices White, Stewart, and Blackmun. Justice Black 
concurred on the grounds that the Fourth Amendment did not 
apply to any electronic eavesdropping and Justice Brennan 
concurred in the result only on the ground that Katz should 
not be given retroactive effect. ----
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where one of the parties to the conversation voluntarily 

consented to the monitoring of the communication by law 

enforcement personnel. In White, a narcotics prosecution, the 

defendant sought to exclude the testimony of government agents 

who monitored a conversation between the defendant and a 

government informant equipped with a transmitting device. The 

informant could not be located and did noi: testify at the 

trial. The question presented to the Court was whether an 

individual could justifiably expect that, absent a warrant, 

his conversation would not be simultaneously transmitted to a 

third party. The defendant argued that under Katz he had 'a 

reasonable expectation of privacy in his conversations and 

that a warrant was required. The plurality rejected the 

defendant's argument, finding that the constitutional 'propriety 

of consensual surveillance did not rest on the "trespass ll 

doctrine, but upon the "misplaced trust" rationale: 

Concededly a police agent who conceals his police 
connections may write down for official use his con
versations with a defendant and testify concerning 
them, without a warrant authorizing his encounters 
with the defendant and without otherwise violating the 
la'tter's Fourth Amendment rights. Hoffa v. Dni ted 
States 385 U.S., at 300-03 ..•. If the conduct and 
revelations of an agent operating without electronic 
equipment do not invade the defendant's constitutionally 
justifiable expectations of privacy, neither does a 
simultaneous recording of the same conversations made 
by the agent or by others from transmissions received 
from the agent to whom the defendant is talking and 
whose trustworthiness the defendant necessarily risks. 

* * * * 
. . . If the law gives no protection to the wrongdoer 
whose trusted accomplice is or becomes a police agent, 
neither should it protect him when that same agent has 
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recorded or transmitted the conversations which are 
later offered in evidence to prove the State's case. 21 

The White plurality clearly rejectsd any distinction between 

recording and transmitting,22 and reaffirmed this aspect 

of On Lee in light of Katz. 23 

C. Post-White Problems 

'fA.14 Although White was decided by a plurality opinion, 

federal courts uniformly accept White and sustain consensual 

surveillance against constitutional challenges. 24 There are, 

however, several problems that arise in applying White. 

21 401 u.s. at 751-52.' 

22As a separate ground for reversal of the Im-ver court 
decision, the Court (the plurality plus Justice Brennan) held 
that under Desist v. United States, 394 U.S. 244 (1969), the 
decision in Katz had only prospective application. The 
surveillance involved in White occurred several years prior to 
the Katz decision. 

23Justices Brennan, Douglas, Harlan, and Marshall deemed 
On Lee no longer to constitute "sound law." 401 U.S. at 755. 

24United States v. Bonanno, 487 F.2d 654 (2d Cir. 1973) 
[consensual wiretap]; United States V. Santillo, 507 F.2d 629 
(3d Cir.), cert. denied, 421 U. S. 968 (1975) [consensual 
wiretap]; United States V. Dowdy, 479 F.2d 213, 229 (4th Cir.), 
cert. denied, 414 U.S. 823 (197j) [consensual recording of 
phone and personal conversations--a warrant obtained by the 
agents as a precautionary measure was seen by the court as 
unnecessary in light of White]; Aillsley v. Stynchcombe, 480 F. 
2d 437, 441 (5th eire 19~73) [consensual wiretapping and 
bugging); United States~. Lippman, 492 F.2d 314, 318 (6th eire 
1974), cert. denied, 419 U.S. 1101 (1975) [consensual bugging); 
United States v. Quintana, 508 F.2d 867, 872 (7th Cir. 1975) 
[consensual wiret:ap] ; 'United StateB v. McMillan, 508 F.2d 101 
(8th Cir. 1974), cert. denied, 421 -U.S.- 916 (1975) [consensual 
wiretap}; Holmes V. Burr, 486 F.2d 55,59-60 (9th Cir.), cert. 
denied, 414 U.S. 1116(1973) [consensual \viretap--the cou~ 
specifically stated that it was bound by the plurality decision 
of White] i United States v. Quintana, 457 F.2d 874, 878 (lOth 
Cir.), cert. denied, 409 U.S. 877 (1972) [consensual wiretap); 
United States v. Bfshton, 463 F.2d 887 (D.C. Cir. 1972) 
[consensual bugging). 
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1. ~he Problem of Consent 

The validity of consensual surveillance depends on a 

valid consent. In each case, it must be shown that consent 

was given prior to the surveillance, that it was validly given, 

that the consenting party had the capacity to consent, and 

that the consent was voluntary. 

Sections 2511(2) (c) and (d) of Title III require 

prior consent of a party to the communication. 25 This rule 

parallels the case law under section 605 of the Federal 

Communications Act. 26 In Weiss v. United States. 27 the 

Supreme Court read section 605 to require that consent be 

given prior to the government interception or divulgence for 

it to be valid. 

'IA.17 The defendant carries the burden of showing that 

electronic surveillance of himself occurred. The government 

then carries the burden of persuasion to show that the evidence 

is free from illegal taint. 28 Thus, where a defendant 

challenges the consent to the surveillance, the government 

carries the burden of proving its validity. Nevertheless, in 

the absence of a consenting party's testimony, validity can be 

inferred from the surrounding circumstances. In United States 

25 18 U.S.C.A. §§2511(2) (c) and (d) (1970). Retroactive 
authorization is not permitted. S. R18p. No. 1097, 90th Cong" 
2nd Sess. 94 (1968). 

26 47 U.S.C.A. §605 (1962), as amended (Supp. 1976). 

2'" '308 U.S. 321, 330 (1939). 

28Nardone v. United States, 308 U.S. 338, 341 (1939); 
Nolan v. United States, 423 F.2d 1031, 1041 (lOth Cir. 1969), 
cert. denied, 400 U.S. 848 (1970). 
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v. Bonanno, where the consenting party was incompetent to 

testify at the time ot trial, the cOtirt stated: 

[TJhe extent of proof required to show that an 
informer consented to the monitoring or recording 
of a telephone call is normally quite different from 
that needed to show consent to a physical search. . . . 
Hence, it will normally suffice for the Government 
to show that the infor.mer went ahead with a call after 
knowing what the law enfor.ceme~t officers were about. 29 

The court inferred a valid consent from testimony by government 

agents that the consenting party was aware of their presence 

and purpose, yet he still engaged in the conversations. 

'IA.18 The most difficult consent problem for the government 

is shown by United States v. Napier. 30 In Napier the 

defendant, a Miami policeman implicated in drug transactions t 

challenged the capacity of the government informer to consent. 

The informer vlas incompetent at the trial, and the defense 

argued that he was incompetent at the time of recording, 

pointing to his long history of mental illness. The Fifth 

Circuit held that consistent with its burden to prove consent, 

the government also had to prove capacity to' consent. 31 

While real, the Napier problem is of limited applicability, 

since fev.1 consenting parties are incompetent. 

The most common problem facing the government is to 

show that consent was given voluntarily. Most federal courts 

will not find that consent was involuntarily given unless there 

is some proof that the consenting party's" ." will was 

29 487 F.2d 654, 658 (2d Cir. 1973). 

30 451 F.2d 552 (5th Cir. 1971). 

31Id . at 553. 
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overcome by threats or improper inducement amounting to 

coercion or duress. "32 Prom~ses or hopes of leniency,33 

immuni ty , 34 or tl c;! receipt by the consenting party of "special 

considerations" ~ 1m the government 35 are all insufficient to 

vitiate voluntariness. 

2. Fifth and Sixth Amendment Problems and the 
Issue of Entrapment 

Most electronic surveillances are challenged on 

Fourth Amendment grounds, but Fifth and Sixth &~endment 

objections may also be raised. 36 The Fifth Amendment 

protection against self-incrimination, enunciated in Miranda 

v. Arizona 37 prevents an individualis statements from being 

used against him, if they are obtained after his freedom of 

32Unit~d States v. Silva, 449 F.2d 145, 146 (1st Cir. 
1971), cert. denied, 405 U. S. 918 (1972). 

33Id .; United States v. Jones, 433 F.2d 1176, 1180 (D.C. 
Cir. 1970), cert. denied, 402 U.S. 950 (1971). 

34United States v. Osser, 483 F.2d 727 (3d Cir.), cert. 
denied, 414 U. S. 1028 (1973);' United states v. Rich, 518 F.2d 
980, 985 (8th Cir. 1975). 

35United States v. Franks, 511 F.2d 25,31 (6th Cir.), 
cert. denied, 422 U.S. 104~975} [informer received an 
"extremely nice apartment," a living allowance, the use of a 
new Cadillac, in addition to not being prosecuted]. 

36See Blakey, "Aspects of the Evidence Gathering Process 
in Organized Crime Cases: A Preliminary Analysis," Task Force 
Report: Organized Crime (1967), at 96-98, for a discussion of 
the various constitutional objections to electronic 
surveillance. Many courts simply reject out of hand Fifth and 
Sixth Amendment arguments, citing White as controlling. See, 
e.g., Stephan v. United States, 496 F.2d 527, 528 (6th Ci~ 
1974); United States v. Leonard, 363 F. Supp. 1348, 1350-51 
(N. D. II-I. 1973). 

37 38 4 U.S. 436 (1966). 
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movement is restrained and be does not receive the Miranda 

warnings. Courts, however, do not extend these rules to 
, 

defendants against whom recordings are introduced in evidence. 

They stress that the conversations do not occur under 

circumstances of custodial interrogation; they occur without 

deprivation of the individual's liberty.38 The Fifth Circuit, 

(other courts seem not to have found the issue to merit 

discussion)' has refused to attach Fifth Amendment significance 

to the fact that the consenting party initiated the recorded 

conversation, rejecting an attempt to analogize the inquiries 

of the recording or transmitting party to custodial 

interrogation. - The court emphasized the presence of a 

consenting party, and cited White. 39 

11A.21 The Sixth Amendment objection to electronic 

surveillance is an outgrowth of Massiah v. United States. 40 

In Massiah, the fruits of an otherwise valid consensual 

electronic surveillance were suppressed because the defendant, 

Massiah, was under indictment at the time of the recording. 

To question him in the absence of his attorney was a denial of 

his right to counsel. The fact that the defendant was indicted 

was a signal that the trial process had begun, bringing the 

Sixt,h Amendment into play. The Ninth Circuit I in united states 

---------,--.--------------------------------------------------
38United States v. Bastone, 526 F.2d 971, 977-78 (7th eire 

1975), cert. denied, 425 U.S. 973 (1976)1 Koran v. United 
States, 469 F.2d 1071, 1072 (5th Cir. 1972). 

39United States v. Quintana, 457 F.2d 874, 878 (lOth Cir.), 
cert. denied, 409 U.S. 877 (1972)~ 

40377 U. S. 201 (1964). 
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v. ~,4l considered a situation where recordings were made 

prior to any indictment. Relying on Miranda, the court found 

that where the defendant believed he was talking over the 

phone only 'to an acquaintance and not to the police, there was 

no custodial interrogation, and no "possib11ity of moral or 

physical coercion." Consequently, there was no deprivation of 

his Sixth Amendment right to counsel. 42 

Another issue which can arise in a consensual 

surveillance case is entrapment. The defendant may argue that 

he originally lacked the intent to commit the criminal act, 

but that the actions of a government agent directly resulted 

in the necessary state of mind and criminal conduct. 43 The 

government action in a consensual surveillance situation would 

be the initiation by the recording or transmitting party of 

conversations which ultimately dealt with criminal conduct. 

The principal element of the entrapment defense is the 

defendant I s lack of predisposi,tion to commit the crime. 44 

41508 F.2d 986 (9th Cir. 1974), cert., denied, 421 U.S. 
929 (1975). 

42Id. at 989. See also Wallace v. United States, 412 F. 
2d 1097-,-1100-01 (D.~Cir. 1969), cert. denied, 402 U.S. 943 
(1971) [surveil~ance occurred after the defendant and his 
attorney had met with the prosecutor to discuss possible 
cooperation of the defendant]. 

43 In at least the Ninth Circuit, the accused may now 
assert the defense of entrapment without actually admitting 
guilt. Such an admission is generally required to use the 
defense. United States v. Demma, 523 F.2d 981 (9th Cir. 1975). 

44United States v. Russell, 411 U.S. 423, 433 (1973); 
Hampton v. United States, 425 U.S. 484 (1976). 
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Thus, it is doubtful that merely initiating conversations with 

an individual, who subsequently makes incriminating statements, 

would be seen as influencing that individual to such an e,xtent 

as to constitute entrapment. 45 To defeat an entrapment defense, 

law enforcement agents should alwayf:. caution the consenting 

44 (continued)' 

There is similar defense not based on the suspect's 
predisposition to commit a crime. In United States 
v. Russell 411 U.S. 423, 431-2 (1973) Justice Rehnquist 
stated: 

... we may someday be presented ,'1i th a situation 
in which the conduct of law enforcement agents 
is so outrageous that due process principles 
would absolutely bar the government from invok
ing the judicial process to obtain a conviction ... 

In United states v. Ryan, 548 F.2d 782, 788-9 (1976) 
the Ninth Circuit recogni.zed, as it had to, the existence 
of the "objective apprq~Qh;" but found that the govern
ment's actions in particular case in securing the agree
ment of the informant to engage in one-party conSt:~nt 
surveillance did not sink to the level described by 
Justice Rehnquist, where: 

1) informant was repeatedly told .he would go to 
jail for 10 years if he did not cooperate; 

2) informant was told not to get an attorney, or 
he would no longer be useful as an informer; 

3) informant was told that his health would deteriorate 
in jail; 

4) informant was promised that his friends would be 
"kept out of it;" and 

5) informant was told he would be indicted if he 
did not cooperate. The court noted: 

... ' that the due proce,ss channel which RussE1l1 
kept open is a most narrow one, to be invoked' 
only when the government's conduct is so grossly 
shocking and so outrageous as to violate the 
universal sense of justice. 

The court also held that the informant's conduct had 
been "voluntarily" secured, 548 F.2d at 789-91. 

45United States v. Greenberg, 445 F.2d 1158, 1161-62 (2d 
Cir. 1971). 
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party not to suggest a criminal act. 46 

D. The Limits of White 

1rA.23 The White rationale has only been extended cautiously. 

The Second Circuit utilized it to permit the warrantless 

surveillance of a conversation, where neither party previously 

consented to the surveillance. In Uni~ed States v. Pui Kan 

Lam,47 the tenants of an apartment which was previously 

occupied by heroin importers complained to authorities about 

suspicious characters who unsuccessfully sought entry to the 

apartment. With the permission of the current tenants, 

government agents bugged the room. The two defendants were 

eventually admitted into the apartmeii'f h'y· "a" 'gov'ernment agent 

posing as a superintendentis helper. An incriminating 

conversation was recorded and subsequently introduced into 

evidence at the defendants' trial. Although the agents obtained 

neither a warrant nor consent, the court concluded that the 

defendants' Fourth Amendment rights against unreasonable. 

searches and seizures were not violated. Citing White, the 

court found that the subjective expectation of privacy, which 

was allegedly violated by the government surveillance, was not 

"justifiable." The interception occurred in an apartment of 

complete strangers that was entered under suspicious 

461f the defendant introduces some evidence of government 
initiation of the crime; then the burden is on the government 
to show beyond a reascmab1e doubt the defendant I s original 
propensity to commit the crime. United States v. Warren, 453 
F.2d 738, 744 (2d Cir.), cert. denied, 406 U.S. 944 (1972). 

47 483 F.2d 1202 (2d Cir. 1973), cert.~de~, 415 U.S. 984 
(1974) . 
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circumstances. 48 Aside from the unusual nature of the 

situation, the court emphasized that another ground for 

dispensing with the warrant requirement was the lack of 

sufficient time to obtain a court order. 49 Thus, Pui Ran Lam 

may be limited to its unusual factual circumstances. 

1fA.24 The First Circuit, however, took a more limited view 

of White in United States v. Padilla. 50 Federal agents 

installed an electronic listening device in a hotel room 

without prior judicial approval, but before the defendant 

occupied it. The bug was activated only when government 

agents entered the room. The government argued that such 

selecti11e monitoring was comparable to the situation where 

agents actually concealed the recording or transmitting devices 

on their persons. The court, in rejecting the argument, 

expressed fear that abuse might result if electronic devices 

were insta~ '.' for long periods )f timet even though for 

limited purposes, withour prior judicial approval. 5l It 

refused to extend White to allow such a procedure. The court 

observed: 

48Id. at 1206. 

49 Id . at 1206-07. 

50520 F.2d 526 (1st C~. 1975). 

51See Lanza v. New York! 370 U~S~ 139, 143 (1962) where 
the Court--stated, in dicta, that a visitors room of a public 
jail was not a const~tutionally protected area affording 
protection from surrer.,}, ~; "Lous electronic surveillance, while 
a hotel room could be llfUl,l,; an area. 
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No case has been presented to us which would allow 
the government to engage in unlawful electronic 
surveillance and profit from the fruits of that 
surveillance on the ground that had a different means 
been employed, the recordings would have been 
admissible. We reject the invitation so to extend 
the holding of White. 52 

E. Miscellaneous Federal Regulations 

'fA.25 Federal Communications Commission Regulation No. 

13253 states that a private citizen can record a telephone 

conversation only if his recorder-connector equipment contains 

a tone-warning device which produces a distinctive beep tone 

every fifteen seconds. This F.C.C. order does not, however, 

make a conversation recorded without a tone-warning device 

inadmissible in certain criminal prosecutions. 54 The purposes 

of sections 2511 (2) (c) and 2518 (8) (a) of Title III55 

(requiring, if possible, the recording of intercepted 

" 
communications) are seen as overriding the purposes of the 

52 520 F.2d 526, 528. It can be argued persuasively that 
Padilla was wrongly decided; the point can at least be made 
that the court ignored the substantial danger that the wire 
may be uncovered when informants or agents are wired. Wiring 
the room obviates this danger. As long as the bug is installed 
without an unlawful entry (i.e., before the guest rented the 
room), and it is activated only during conversation that could 
lawfully be recorded by "body bugs," there should be no 
objection to this technique. The court's fear of the 
universal installation of bugs to be ready in case surveillance 
might be useful should be grounds f~r suppression when the 
conduct is engaged in; there is no reason to suppress 
logically relevant evidence until that time. 

53Noted in Alonzo v. State, 283 Ala. 607, 619, 219 So.2d 
858, 8 70( 1969) • 

54Battaglia v. United States, 349 F.2d 556, 559-60 (9th 
Cir.), cert. den~ed, 382 U.S. 955 (1965). 

5518 U.S.C.A. §§251l (2) (c) and 2518 (8) (a) (1970). 
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F.C.C. order, which otherwise would negate the congressional 

intent. 56 

11A.26 Section 301 of the Federal Communications Act57 

requires a license for the use of a radio transmitter. Courts 

however, hold that evidence obtained by an unlicensed 

transmitter is admissible in court. The purpose of the 

licensing law is to prevent interference with radio communica-

tions. No right of the defendant is violated by the lack of 

a license; consequently, there is no policy reason for 

rendering the evidence inadmissible. 58 

~IA. 27 Finally, Federal Communication commi.ssion Regulation.-! 

No. 15262 prohibits the use between private parties of a radio 

device for surveillance without the consent of all the parties; 

law enforcement authorities, however, acting "under law 

authority" are exempted. 59 

III.. State Law 

~A.28 Section 2515 of Title III60 prohibits t~e Use of the 

contents of an intercepted communication as evidence in Rny 

court or other authority of the United States, any state, or 

political SUbdivision, if the disclosure of that information 

would be in violation of Title III. 

56united States v. Buckhanon, 374 F. Supp. 611 (D. Minn. 
1973). 

5747 U.S.C.A. §301 (1962). 

58See e.g., Todisco v. United States, 298 F<2d 208,211 
(9th Cir:-196l) I cert. denied, 368 U.S. 989 (1962). 

59 4 "1 C r.1 R I • l:. • §15.ll (March 4, 1966). 
" 

6 018 U. S . C'. A. § 2 515 ( 19 7 O) oV 
'I. 
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States, although they must at lea,st comply 'l,lI{'i th 

federalf$~andards on electronic surveillance, "are ffee to paSA 

stricter legislation. The Senate Report accompanying Title III 

states that: 

~fA. 30 

The State statute must meet the minimum standards 
reflected as a whole in the proposed chapter. The 
proposed provision envisions that States would be 
free to adopt more restrictive legislation, or 
no legislation at all, but not less restrictive 
legisla"tion. 61 

Where states do enact more restrictive legislation, 

such laws do not affect the admissibility of evidence in 

federal prosecutions. 62 In considering this issue, the Third 

C'ircui t recently said: 

So long as the information was lawfully obtained 
under federal law and, at federal standards of 
reasIDnableness, it is admissible in federal court 
despite a violation of state law. 63 ........ 

6lS. Rep. No. 1097, 90th Cong., 2d Sessa 98 (1968). 

62United States v. Infelice, 506 F.2d 1358, 1365 (7th 
Cir. 1974), cert. denied, 419 U.S. 1107 (1975). 

United States V. Infelice, 506 F.2d 1358, 1365 (7th 
Cir. 1974), cert. denied, 419 U.S. 1107 (1975). United 
States V. Testa; 548 F.2d 847, 855-6 (9th Cir~ 1977) 
(Reviewing prior Ninth Circuit decisions, and concluding 
that evidence is admissable in federal court if it is 
legal under federal l~w, even though its acquisiton is 
inconsistent with a more restrictive state law); United 
States v. Hall, 543 F.2d 1279, 1232-3 (9th Cir. 1976) 
(Where state agents arrest a suspect pursuant to a legal 
federal wiretap (not authorized under the state's law), 
the DiRe doctrine (United States V. DiRe, 332 U.S. 581 
(194arr-does not mandate suppression in federal court 
of evidence seized after the arrest). 

For a discussion of DiRe, Tu~ner (note 66 infra), 
and the interrelation of state and federal law on the 
question of search and seizure, see Doppelt and Karaczynski, 
"Standards for the Suppression of Evidence Under the 
Supreme Court's Supervisory Power," 62 Cornell L. Rev. 
364 (1977). 

63pnited States v. Armocida, 515 F.2d 49, 52 (3d Cir. 
1975), cert. denied, 423 U.S. 858 (1976). 
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It is probably more accurate to point out that state electronic 

surveillance laws are inapplic~ble to federal electronic 

surveillance efforts. The Second Circuit, in United Sr.ates v. 

Pardo-Bolland,64 interpreted New York statutes then in force 

not to apply to federal law enforcement officers. The court 

observed: 

[I)t seems most likely that the Policing of federal 
officers was intended to be left to federal statute 
and the supervision of federal courts ...• 65 

Some states, by statute, explicitly exclude officers of 

federal investigative and law enforcement agencies from the 

coverage of their wiretap laws. 66 

A. New York 

,rA.31 Ne'ill York follows federal law in permitting electronic 

surveillance where one of the participating parties voluntarily 

consents. Instead of providing an explicit statutory exception 

for consensual surveillance, however, the New York legislature 

defines the terms "wiretapping," "mechanical overhearing of a 

conversation," and trintercepted co~nunication't· to exclude 

consensual surveillance: 

64 348 F.2d 316 (2d Cir.), c.ert. denied, 382 U.S. 944 (1965). 

65 Id • at 323. 

66Md . ~n. Code art. 27, §585 (1976), discussed in Wallace 
v. United states, 412 F.2d 1097, 1100 (D.C. cir. 1969), cert. 
denied, 402 U.S. 943 (1971); Mass. Gen. Laws Ann. ch. 27~ 
§ 9 9 (D) (1) (c) (19 68) • 

~d. Ann. Code art. 27, §585 (1976), discussed in Wallace 
v. United states, 412 F.2d 1097,1100 (D.C. Cir. 19~9), 
cert. denied, 402 U.s. 943 (1971), Mass. Gen. Laws Ann. 
ch. 272, §99(D) (1) (c) (1968). Where Federal officers are 
not specifically exempted under Cal. Penal Code, §63l 
(West 1970), the Ninth Circuit has held that conversations 
are neverthele9s not to be excluded under 18 U.S.C. §25l4(4) 
(exclusion of privileged communications). United States 
v. Feldman, 535 F.2d 1175 (9th Cir. 1976).8ee also 
United States v. Turner, 528 F.2d 143 (9th Cir. IDS), 
and Note 62 supra~ 



1. llWiretapping" means the intentional overhearing 
or recording of a telephonic or telegraphic communication 
by a person other than a sender or receiver thereof, 
without the consent of either the sender or receiver, 
by means of any instrument, device or equipment .••. , 

2. "Mechanical overhearing of a conversation" means the 
intentional overhearing or recording of a conversation 
or discussion, without the consent of at least one party 
thereto, by a person not present threat, by means of any 
instrument, device, or equipment, 

* * * *' 

3. "Intercepted communication" means (a) a telephonic 
or telegraphic communication which was intentionally 
overheard or recorded by a person other than the sender 
or receiver thereof, without the consent of the sender 
or receiver, by means of any instrument, device or 
equipment, or (b) a conversation or discussion which 
was intentionally overheard or recorded without the 
consent of at least one party thereto, by a person, 
not present threat, by means of any instrument, device, 
or equipment. 67 . 

The most recent New York Court of Appeals case 

considering the issue of consensual surveillance was decided 

in 1969, prior to United States v. White. Nevertheless, in 

Peo21e v. Gibson,68 the Court of Appeals concluded that the 

recording of incriminating conversations, made by the 

defendant to a police informer equipped with a concealed radio 

device, was not a violation of the defendant's Fourth 

Amendment rights. The court relied upon On Lee and Lopez, and 

di'stinguished Katz as not dealing with a\ situation where there 

was voluntary disclosure by a participating party. 69 

Subsequent New York court decisions cite both White and Gibson 

for the proposition that Fourth ~nendment guarantees are not 

67N. y . Crim. Pro. Law §700.05 (McKinney 1971); this 
section defines "wiretapping" and "mechanical overhearing of a 
conversation" as those terms are defined in N.Y. Penal Law 
§250.00 (McKinney 1967). 

68 2 3 N.Y.2d 618, 298 N.Y.S. 2d 496, 246 N.E.2d 349 (1969) I 

cert. denied, 402 U.S. 951 (1971). 

69Id. at 620, 298 N.Y.S.2d at 498, 246 N.B.2d at 351. 
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infringed where one party voluntarily consents to the 

electronic surveillance of a conversation. 70 

B. Massachusetts 

,A.33 The Massachusetts statute governing consensual 

electronic surveillance is more restrictive than its federal 

counterpart. Consensual surveilla:nce 'is authorized only in 

the investigation of certain specified offenses in connection 

with organized crime: 

. . . it shall not constitute an interception for an 
investigative or law enforcement officer, as defined in 
this section, to record or transmit a wire or oral 
communication if the officer is a party to such 
communication or has been given prior authorization 
to record or transmit the communication by such a 
party and if recorded or transmitted in the course 
of an investigation of' a designated offense as defined 
herein. 71 

The class of "designated offenses" is broad enough, however, 

not to hinder the use of consensual surveillance in 

connection with organized crime. 72 

70 . See, e.g., People v. Brannaka, 46 App. D~v. 2d 929, 361 
N.Y.S. 2d 434(3d Dept. 1974); People v. Holman, 78 Hisc.2d 
613, 356 N.Y:S.2d 958 (Sup. Ct. New York County 1974); People 
v. Neulist, 72 Misc.2d 140, 162-63, 338 N.Y.S.2d 794, 817 
(Sup. Ct. Nassau County 1972), rev'd on other grounds, 43 App. 
Div.2d 150, 350 N.Y.S.2d 178 (2d Dept. 1973). 

7lMass . Gen. Laws Ann. ch. 272, §99 (B)(4) (1968); 
"investigative or law enforcement officer" is defined in 
§99 (B) (8) : 

The term "investigative or law enforcement officer" 
means any officer of the United States, a state or 
a political subdivision of a state, who is empowered 
by law to conduct investigations of, or to make 
arrests for, the designated offenses, and any ?ttorney 
authorized by law to participate in the prosecution of 
such offenses. 

72Mass . Gen. Laws Ann. ch. 272, §99 (B) (7) (1975): 

The term "designated offense" shall include the 
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11A.34 The leading Massachusetts decision to address the 

legality of consensual surveillance is the 1968 case of 

Commonwealth v. Douglas. 73 Police placed a tape recorder on 

an extortion victim's telephone with his consent, but without 

prior judicial approval. The court found this to be acceptable 

under the relevant statutory and constitutional provisions, 

observing that such procedures wera necessary to combat the 

"underworld. 1t74 The Court noted that: 

A defendant who speaks incriminating words over the 
telephone runs the risk that the person with '\Thorn he 
talks may be an informer (see Hoffa v. United States, 

72 continued. 
following offenses in connection with organized 
crime as defined in the preamble: arson, assault 
and battery with a dangerous weapon, extortion, 
bribery, burglary, embezzlement, forgery, gaming in 
violation of section seventeen of chapter two hundred 
and seventy-one of the general laws, intimidation of 
a witness or juror, kidnapping, larceny, lending of 
lnoney or things of value in violation of the general 
laws, mayhem, murder, any offense involving the 
possession or sale of a narcotic or harmful drug, 
perjury, prostitution, robbery, subordination or 
perjury, any violation of this section, being an 
accessory to an~l of the foregoing offenses and 
conspiracy or attempt or solicitation to commit any 
of the foregoing offenses. 

hOrganized crime" is defined in the preamble as "consist[ing] 
of a continuing conspiracy among highly organized and 
disciplined groups to engage in supplying illegal goods and 
services." §99 (A). . 

The Supreme Judicial Court of Massachusetts recently 
considered the whole Massachusetts wiretap act (ch. 272, §99), 
though not specifically the aspects dealing with consensual 
surveillance, and found it to comply with state and federal 
constitutional and statutory requir~ments. Commonwealth v. 
Vitello, Mass. ,327 N.E. 2d 819 (1975). 

73 354 Mass. 212, 236 N.E.2d 865 (1968), cert. denied, 
394 U.S. 960 (1969). 

74 Id . at 222-23, 236 N.E.2d at 872. 
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385 U.S. 293, 302-03) or that the conversation (as in 
the Rathbun case) may be overheard on an extension 
telephone. In the interest of sound law enforcement, 
in these days when telephone talks often supplant face 
to face encounters, he also should be held to take the 
risk that his words may be recorded by his listener. 
See Lopez v. United States.. 75 

The Court distinguished Berger and Katz as not dealing with 

situations where consent was given. 

C. New Jersey 

,rA.35 New Jersey recently amended its Wiretapping and 

Electronic Surveillance Control Act, making it more restrictive 

than Title III. Consensual electronic surveillance is 

permitted without prior approval where an investigative or law 

enforcement officer is a party to the communication to be 

intercepted, or where another officer who is a party to the 

communication requests or requires such interception. 76 

Electronic surveillance is also permitted where a party to 

the communication gives his prior consent, provided there is 

prior approval by the Attorney General or his designee, or a 

county prosecutor within his authority, who dete:r'ITlines that 

75I~. at 221-22, 236 N.E.2d at 871-72. 

76N.J. Stat. Ann. §2A:156A-4(b} (1975): 

It shall not be unlawful under this act for: 

b. Any investigative or law enforcement officer to 
intercept a wire or oral communication, where such 
officer is a party to the communication or where 
another officer who is a party to the communication 
requests or requires him to make such interception. 
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there exists "a reasonable suspicion that evidence of criminal 

conduct will be derived from such interception. ,,77 

A recent New Jersey Superior Court case, State v. 

McCartin,78 considered a situation where a malfunctioning 

private telephone was receiving a conversation between two 

llnknown individuals concerning gambling activities~ The ownex 

summoned the police vlho 1 W'i th the owner's permission, recorded 

the telephone conversations. The court denied a motion to 

suppress the recordings, alleged to be inadmissible under 

Title III and under New Jersey law. The court found those 

laws to be directed against willful interceptions, whi~e in 

th ' th' . 'd t 79 ~s case e ~ntercept~on was ~na verten . Consequently, 

the recordings were admissible. 

'IA. 37 In reaching its decision, the court carefully 

distinguished the United States Supreme.Court case of Lee v. 

77N. J . Stat. Ann. §2A:156A-4 (c) (1975): 

It shall not be unlawful under this act for: 

c. Any investigative or law enforcement officer or any 
person acting at the di:r:ection of an inves'cigative or 
law enforcement officer to intercept a wire or oral 
communication, where such person is a party to the 
communication or one of the parties to the co~nunication 
has given prior consent to such interceptioni provided, 
however, that no such interception shall be' made unless 
the Attorney General or his designee or a county 
prosecutor within his authority determines that there 
exists a reasonable suspicion that evidence of criminal 
conduct will be derived from such interception. . . . 

78135 N.J. Super. 81, 342 A.2d 591 (1975). 

79Id. at 87-88, 342 A.2d at 595. 
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Florida. 80 In that case, the police installed a telephone 

directly to the defendant's party line, specifically for the 

purpose of recording the defendant's conversations. 

Incriminating conversations were recorded and introduced into 

evidence. The Supreme Court found this to be a violation of 

Section 605 of the Federal Communicatfons Act. 81 There was 

neither consent of any parties to the telephone conversation, 

nor a regularly used telephone. Unlike Rathbun, the phone in 

McCartin was installed solely for the purpose of surveillance. 82 

The New Jersey court distinguished McCartin from Lee as not 

being a case of a deliberate interception. 83 

D. Other States 
---"~-~--

~A.38 Other states, either legislatively or judicially, 

have not reached terribly different conclusions in the 

consensual surveillance area. What follows is a consideration 

of several of the more important statutes and decisions which 

depart from the national pattern. 

'lA.39 The Michigan Supreme Court was faced with a situation 

almost identical to that in Whit~ in People v. Beavers. 84 In 

In Beavers, the defendant engaged in a drug sale with a police 

informer, who simultaneously transmitted the conversation to 

80 392 U.S. 378 (1968). 

81 . () (76) 47.U.S.C.A. §605 1962, as amended Supp_ 19 • 

82 392 U.S. at 381-82. 

83135 N.J. Super. at 86, 342 A.2d at 594. 

84 393 Mich. 554, 227 N.W.2d5l1 (1975) I cert. denied, 
423 U.S. 878 (1975). 
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police officers a short distance away. The court held 

inadmissible the testimony of the police officers pertaining 

to the overheard conversations, relying on the "search and 

seizure" clause of the Michigan Constitution. 8S While finding 

that a party's recording of a conversation was not a search 

and seizure the court, unconvinced by White, found that the 

transmitting of the same conversation was a search and 

seizure. Consequently, a search warrant is required in 

Michigan for the testimony or recordings of the !!Ionitoring 

agent to be admissible. 

The Wisconsin Supreme Court adopted a unique 

analysis of the section of the Wisconsin statute allowing 

consensual surveillance,86 the language of which is identical 

to §25l1(2) (c) of Title III. 87 Both sections provide that 

electronic surveillance·is "not unlawful" where a person 

acting under color of law is a party to the communication. In 

State ex reI. Arnold v. County Court,88 the petitioner's 

telephone conversations with a consenting informant were 

intercepted and recorded. While agreeing that such interception 

was not unlawful under the Wisconsin statute, the court held 

that the conversations \Vere not admissible as evidence. The 

85Mich. Const. Art. I, §ll. 

86Wis. Stat. Ann. §968. 31 (2) (b) (1971). See also State v. 
Wahrow, 20 Crim L. Reptr 2400 (Feb. 9, 1974) holdIng that 
Washington law permits recording but not evidenciary use of 
incoming police emergency calls. 

8718 U. S. C.A. §25ll (2) (c) (1970) . 

88 51 Wis.2d 434, 187 N.W.2d 354 (1971). 
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court defined "not unlawful ll as protecting the police from the 

civil and criminal penalties of the act, but refused to apply 

the exception to perrr.it disclosure of the recordings in 

court. 89 

~[A. 41 Pennsylvania and Washington have. restrictive statutes 

controlling consensual surveillance. 'In bo~h states, the 

consent of all parties to the communication is required before 

electronic surveillance can be used. 90 Both stptes do allow 

limited exceptions. In Pennsylvania, law enforc\~ment officers 

acting pursuant to a court order, may intercept aconversa,tion 

when the pers~mal saf8ty of the officers is in jeof.\ardy. The 
\\ . .' 

officers may not record any of the intercepted conversatl0ns, 

and any such recordings are inadmissible as evidence.'gl 

Washington allows interceptions where a court order is issued, 

but only in certain cases of grave danger. 92 The polic~ may 

89 Id . at 442-43, 187 N.W.2d at 358-59. The court felt 
that such conversations were privileged unless a warrant is 
obtained. 

90Wash . Rev. Code Ann. §9. 73.030 (1) (Supp .. 1976) i Pa. st.-at. 
Ann. tit.18, §5702 (1973), as construed in Commonwealth v. 
Papszycki, 442 Pa. 234, 238-39, 275 A.2d 28, 30 (1971). Pa. 
Stat. Ann. tit. 18, §5701 (Supp. 1976) was amended in 1974, 
adding a definition of "eavesdropping," and defining it to be 
without the knowledge of the person whose voice is being 
monitored or recorded. The 1974 amendments, adding the above 
definition and §5705, were in~ended to broaden th~ scope of the ~ 
Pennsylvania statute to include "eavesdropping" as well as \. 
wiretapping. The statute 1 as in force prior to the amendments, '\, 
was construed to apply only to wiretapping. ComIT\~§@lth v.\ 
Donnelly, 233 Pa. Super. 396,336 A.2d 632, 639 (1975). '\ 

\ 
91pa . Stat. Ann. tit. 18, §5705 (c) (3) (Supp. 1976). 

92Where national security or human life is endangered, or 
arson or a riot is about to be committed. Wash. Rev. Code Ann. 
§9.73.040 (Supp. 1976). See supra note 86. 
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record incoming phone calls to police and fire stations, 

without the consent of the caller, but only for the purpose of 

verifying the accuracy of emergency calls. 93 

~IA. 42 Illinois recently amended its statute controlling 

consensual surveillance. Previously, law enforcement officers 

could intercept and record conversatio~s where there was one 

consenting party. As of July I, 1976, the new Illinois statute 

requires either the consent of all parties to the conversation, 

or the consent of one party and prior judicial authorization. 94 

The requirements for judicial authorization are closely 

analogous to those required for the issuing of a federal order 

permitting non-consensual surveillance under Title III. 95 

There is a provision for "emergency situations," which allows 

interception without prior judicial authorization where there 

is insufficient time to obtain judicial approval, or there is 

need to protect a law enforcement officer. The officer must 

reasonably believe that an order permitting the interception 

could have been issued had there been a prior hearing. 96 

IV. Excepts: Report of the National Commission for the 
Review of Federal and State Laws Relating to Wiretapping 
and Electronic Surveillance, 11-12, 113-17 (footnotes 
omitted). 

93Wash . Rev. Code Ann. §9. 73. 090 (1) (Supp. 1976) . See 
supra note 86. 

94 Ill. Rev. Stat. ch. 38, §14-2(Supp. 1976) . 

95Ill. Rev. Stat. ch. 38, §108A(Supp. 1976) . 

96:[1l. Rev. Stat. ch. 38, §108A-6(Supp. 1976). 
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B. EFFECTJ\'ET\ESS OF CO~SET\SUAL 
ELECTHONIC SURVEILLANCE IN 
CHIMINAL INVESTIGATIONS 

]. The Commission finds that: 
Cons('nsuaJ el('clronic surn'iIIance by law enforce

ment authorities is esp('ciaUl' vilal for the investiga
tion of ('crtain criminal aeth'iCies, particularly official 
eorruption, extortion, and loari-sharking. It also 
serves to protect police officers, informants, and 
complainants, or whocver is the consenting partici
pant to the coU\'crsation. 

involved. For example, if a citizen rcpons that a 
bribe has been demanded of him, or an informant re
ports that he is buying nar~otics from a part icular 
source, recording his conversations with the suspect 
is the best apd most certain means of ptoving exactly 
what was said. Further, insofar as an undercover 
police officer or an informant must deal wi.th dan
gerous suspects, allowing him to transmit his conver
sations with tbe'm to nearby officers will protect him. 
We have taken testimony on the harmful effects on 
law enforcement (especiaHy in corruption investiga
tions) of Pennsylvania's recent Jegis:a~~on which bars 
the use of court-authorized consen:;,::::~J electronic 
surveillance recordings as evidence, e~, ':,. ..:C· the re
cording contained the only evidence of t 1'; ce l·.",.<[ty of 
the murderer of a law enforcement. officer whi:> w~s 
wearing the recorder at the time of his death. 

Court authorization for such surveillance is unnec
essary for the protection of prh'acy because il is nOI a 
I'search" within the meaning of the fourth A mend
men' of the Constitution, i.e., if scrves not to in
tcrcept co ",'ersations, but merely 10 corroborate 
them, thereby improving the accuracy of e\'jdencc for 
use in court. 

Further court authorization would be impracticai 
, d . 

bctausc many Itconsensuals" are done un er'Clfcum-
stanccs rl.'quiring immediate aceion. 

In some cases, inadequate n~cor~ keeping, nol the 
absence of court authorization, has provided the op
portunity for misllse and therr of electronic sun'eiJ.. 
lance "qllipment. 

R{,l'{'nt reports by the Attorney General indicate 11 

sharp increase in the number of cons{'nsual electronic 
surH'illam'es conducted by Fed{'ral agents. Con\'erse
)" the annual repo.., of the Administrative Office of 
ti:e United States Courts indicates a trend toward de
dining use of Title III, nOli-consensual surveillance. 

[A substantial minority of the Commission 
bdie\'cs that these trends raise (he possibility fhaC 
F('derl1l'1aw enforcement authorities may be shiftin'g 
from 'court-authorized to cons{'nsual surveillances 
for the purpose of H"oiding 'he legal safeguards in
herent in Title IJI. This shift from court approved to 
unreoil'ated consensual surveillance is alarming.) b 

Commentary 

Some critics propose that a court order be required 
for police use of consensual electronic surveiHanj;e. 
This is impractical. In many situations, criminal con
spirators move quickly; there is no time to obtain a 
court order for the agent or informant who must 
promptly consummate a bribe or a narcotics sale or 
any other criminal trr.1nsaction. Moreover, the evi
dence to support many consensual surveillances can
not meet the probable cause requirements of a court 
order. The very purpose of the recording, in these 
cases, is to corroborate the story of a person accusing 
a respectable public official of a bribe attempt, or to 
corroborate a disreputable narcotic addict in his 
claims as to who is selling him dope. 

Recording incoming police emergency calls is also 
widely and appropriately practiced. Yet it is doubtful 
that it is a practice that could be successfully meshed 
with a court-order system. 

2. Tht! Commission recommends that: 
To prevent loss or misuse of consensual elec

tronic-surveillance equipment, law enforcement au
thorities should subject such equipment to careful 
administratjve controls, such as check.out-check-in 
records. authorizing officer signatures, and inven
tories renecting the location and use of equipment. 
Title 111 should not be amended to make a court 
order a pre-requisite to the use of consensual elee. 
tronic equipment by law enforcement agents in 
criminal investigations, but Congress should examine 
the increasing use of consensual electronic Sur
veillance by Federal law cnfortement authorities to 
determine wbcthe~ legislative safeguards should be 
provided. 

1. B. ], The distinction between non-consensual 
electronic surveillance and one--party cons~nsual elec
tronic surveillance, as used by Jaw enforcen1en~. 
should be clearly understood. Consensual electrOnic 
surveillance is not a search for criminal conversa
tions' its basic use is to corroborate such conversa
tions'and to protect the consenting participant. It j~ a 
vital investigative means when an undercover pohce 
officer has been able to penetrate a criminal con
spiracy, or when a cooperative citizen ot informant 
wishes to expose criminality in which he has become fA SUbstantial minority of the Commission op

poses all of this recommendation except the last 
claUSe of the hast sentence, starling wiCh "Congress 
should ••• "I 
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B. SljH\,EII.LA~·CE \\Tnl THE 
CO;\,SEi\T OF A PARIY TO 'I liE 
CO;\,VEHSATJON 

Title I I I expre~!-.Iy c>.cJudcs from it!> coverage 
surveillance by private citilcns and public officers 
where one of the panics lO the conversation has con
sented to the overhearing. Section 2511(2)(c) allows 
perscms acting under color of Jaw 10 participate in 
such com.ensual interception without restriction. 
Private citizens can lise consensual surveillance under 
§ 25J 1(2)(d), with the proviso that such surveillance 
n01 bc used Hfor the purpose of committing any 
criminal or tortious act ... or for the purpose of 
committing any other injurious act." 

Prior to enactment of Title III, the issue of consen
sual surveillance had been before the Supreme Court 
on a number of occasions. In Rathbun v. United 
Sioles, the Court held that it was not improper for a 
law enforcement officer to listen to a telephone con
versation on an extension line with the consent of one 
party. In On Lee v, United States, transmission by a 
wired informant was upheld, as was recording by an 
Internal Revenue Service agent in Lopez v. United 
Slates. 

Since the enactment of Title III, the issue of 
whether consensual recording could be conducted by 
law enforcement officers without a war;anl has been 
before the Supreme COUrt in' United States v 
White, In a plurality de~ision, with four justice~ 
dissenting, the Supreme Court reversed a lower 
court's ruling that a COIJrt order should have been ob
tained prior to the consensual overhearing. Justice 
Black, who believed that electronic surveillance did 
not constitute a search in Fourth Amendment 
terms, provided the fifth vote for the majority. 

The legality of consensual surveillance by law en
forcement officers as authorized by § 2511(2)(c) was 
not before the Supreme Court in 'While, because the 
overhearing occurred before enactment of Title IlL 
NonletheJess, it is c\ea~ that the effect of While, 
cQupled with Rathbun, On Lee, and Lopez, which 
have never becn overruled, is to apply the imprimatur 
of constitutionality to consensual surveillance 
without a prior court order. 

Despite the generally accepted position ~ha.~ war
rantless consensual survcillance by officers and pri
vate citizens is constitutional, the issues involved 
were vigorously debated during the Commission's 
hearings, One of the recurrent questions addressed 
by the Commissioners to witnesses was whether tbe 
Commission should recommend legislative enact
ment of a warrant requirement or other comrols over 
either public or private con~cnsllal eavesdropping. 
The Commission developed considerable informa
tion about the purpose and amount of such surveil
lance, the ways in which it is used, and the potential 
err eCls 0 r various cont rols. 

J.10 

1. Th,' PurJlo",'~, I':xII.'nl, and 1 mparl of ('oll'l'n .. u:ll 

Sun (,ilia m'l' 

Con~ens\lat ~urvci1JaJlce serves a variety of law cn· 
forcement purposes. This variety contributes to th'! 
high rate of use in many jurisdictions, and it is no! 
surprising that such an easy to use, versatile, and ef· 
fective device is popular. Extensive use of consensual 
surveillance, however, may create increased risks to 
conversational privacy. 

In consensual surveillance, the consenting party is 
often an informant of somewhat dubious character. 
Quite, often the informant's consent to interception is 
obtained to establish his veracity and credibility. 
which might otherwise be impossible, Wiring the in
formant is thus related to establishing sufficient 
probable cause, once his credibility is established. for 
a surveillance order or an arrest or search warrant. 
As one prosecutor stated, this is frequently the" first 
step" in an investigation, Also, when informants' 
conversations are overheard or recorded, they them
selves are kept honest, later impeachment becomes 
impossible, and informants' covers can be pre
served. Furthermore, by recording an informant's 
conversation, the government obtains a form of in
surance against later recantation. 

As a result of consensual surveillance, officers 
generally believe, the best possible evidence is ac
quired, and no better means of corroborating an in
formant's information Of a witness's testimony is 
available. Thi!' is particularly impor13nt in co~rup" 
tion caseS and similar situations involving the word 
of one person against another. 

Furthermore, wiring a person who is alleging offi
cial impropriety can benefit the official involved. 
Not infrequentlY, persons making such charges with
draw them when asked to be wired. In such cir
cumstances, the official is protected, and it has 
been suggested that elimination of consensual sur
veillance would adversely affect innocent people 
and potential defendants as much as it would harm 
law enforcement. ]n any event, where consensual 
surveillance is not ava ilable, satisf~ct ory resolution 
of corruption aHegations may be difficult, if not im

possible, 
A not her very impor1 ant use of consensual surveil-

lance is to protect the agent or informant. Par
ticularly in narcotics cases, where acts of vio1ence 
against agents have increased substantiallY in recent 
years

j 
wiring the officer can add a measure of pro

tection not otherwise available. On the other hand, if 
the officer is discovered wearing the device, he is like
iy to be more endangered. Where such danger is an
ticipated, bugging the room or area where the con
versation will take place is a better solution. 

Consensual surveillance gives officers mobility and 
flexibility. Not only can immediate protective ac- . 
Hon be taken if the officer is assaulted, but raids and 
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Ida It·d Hel i\ il ie~ can he more dTidcllIly COOl di
nalcd. Fin(Jlly, C(Jn'cJl~ual slITveilhlOce can ah.o 
pJay Lin ill1portunt part in gathering inlclligcnce. 

Con~c/)~\IaJ lIurveillance has, however, some in
hClcnt limitations. Technical problems can reduce 
the ran)!c and audibility of devices, particularly in 
areas with large buildings. One critic of consensual 
survcilhlOCC doubted whether a consent recording 
t:reated under adverse conditions was in fact more ac
curate than the individual's mcmory. Additionally, 
law enforcement officers indicated that .informants 
are not always told the truth or the complete facts. 
The most damaging conversations sometimes occur 
after the informant leaves. Not infrequently, in
formants are used in a cO\Jm~rintclligence JOle by be-
ing given information that requires a police response, 
which in lurn discloses the informant's role. 

Despite these limitations, and in vicw of the diver
sity of purposes, consensual survcillance is a fre-
quent]y used wctic. h is .. a daily tool, as indispen
sable as the cop on the beaL" Figures supplied by 
the Just ice Department show that consensual 
surveillance by Federal officers is increasing. 

Furthermore, conl>cnsual surveillance sl.lbstal1\ia\ly 
excecds the use of court-ordered electronic surveil
lance. The Federal government reponed that 6,698 
telephone and ncmtclephone (bugs) com.ensual sur
vei!lances had been conducted from 1969-1974. 
During the same period, 957 court orders aU1horized 
Title III electronic sllrveillance by Federal officers. 
1n only one jurisdiction with substantial surveillance 
activity does a reverse ratio appear. 

Attorney Genera} Edward Levi gave three reasons 
for the increase in Federal consensual surveillance. 
The Dumber of investigations suited to such eaves
dropping technique has been increasing. Second, 
Federal agencies have adopted a policy of encourag
ing such use. Finally, technical factors, including im
provement in the quality of equipment, have con-
tributed to the increase. . 

A t the State level, figures on the amount of such 
activit)' are generally unavailable, hecause many of
fices do not keep records. R ecordkeeping is 
especially difficult where officers own or have un
Jimited access 10 consensual surveillance eq~ljp
ment. . Where $t~tjstics are available, they show 
Ihat the amount of State consensual surveillance is 
also increasing. In Miami, State officials used con
scn!'lJal surveillance on 25 occasions in 1973 and 124 
I imes in 1974. There are indications that more State 
con~en.c;ual surveillance would occur jf the equipment 
was available 10 State officials. 

]n the opinion of one critic of electronic sur
veillance, Professor Herman Schwanz, con.c;ensual 
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~lIrvc;iJlance "can he limited to very lopccific largcl~, 
and lime periods, and docs not strike at speech and 
asr.ociation the way third-part)' surveillanct" doe .... " 
Another critic of electronic survejJ]ance, Professor 
R. Kent Greenawalt, stated thtl the impact of con
sensual surveillance depends on three variables: who 
is overhearing or recording the conversatioTl, what 
the purposes of the surveillance are, and what means 
and devices are used for making the interception. In 
Professor GreenawalCs' view, recording cuts more 
deeply into the unaware speaker's expectations of 
privacy than merely allowing another person to 
overheat the conversation. 

Other factors pertinent to the issue of the impact 
on privacy of consensual surveillance were sugge.sted 
to the Commission. One was the degree to which a 
consenting party can control the direction and sub
stance of the conven,alion. In one instance a consent
ing party "was in control of what would be said in 
this conversation and would naturally have steered it 
along the lines of Bfohable cause." In such cir~ 
cumstances, control over the conversation's direction 
by the consenting party may pe transformed into in
direct control by the monitoring officers. In this 
case, according to the official, "we controlled exactly 
what she said [and] how she would say it." 

Such control by either the consenting party directly' 
or the officers indirectly appears to be quite unusual. 
In most situations, the consenting party is often in
volved in the criminal enterprise :md reluctant to 
acknowledge his own role or make self-incriminating 
statements that could be overheard by the officers. 
Also, law enforcement officers can coerce unwil'ling 
persons to provide consent to overhearing, whicJ.'i 
can reduce the consenting party'.:; willingness lO'sleer 
the conversation or further i~t)licate himself. On the 
other hand, it was sllggesf::.:d that the use of an in
formant after applyin$JJressure "really becomes a 
search ..• anc;j'ni~I·,'6gation." 

2. Regul:lfion of the Use of Consensual 
Surveillance 

Title Iii specifies no procedures for the use of con
sensual surveillance. This permits absolute discretion 
to individual jurisdictions and agencies to develop 
their own regulatory methods. At the Federal level, 
guidelines require prior upper-level authorization of 
nontelephone consensual surveillance and impose on 
agency heads a general duty to oversee consensual 
surveillance involving telephones. At the State level l 

the decision to use consensual surveillance is general
ly decentralized and often left to police officers. 

A second method by which the use of consensual 
surveillance is controlled is through restrictions on 



aCCt'.,s to cquipment. Pr:.tclice~ in Ihi~ regard vary, 
ho\\cvcr, ami often appear to he rno'>t loo~e in State 
juri<,dkliollS that impose lillie or no cr.n!rali.~ed pros
ecutorial control over the decision to usc consent 
techniques. 

a. The Dl'dsion 10 Use C0l1sl'n~1I31 SUfvl'i1l:tnce: 
Justice Department regulations require all Federal 
departments and agencies, except in emergencies, to 
obtain advance approval from the Assistant Attorney 
General in charge of the Criminal Division or the 
Deputy Assistant Attorney General before using non
telephone consensual surveillance without the con
sent of all parties to the conversation. To obtain 
such approval, the officer must submit a written re
quest, stating his !easons fOf desiring authority to usc 
nont elephonic consensual surveillance and identify~ 
iog the persons to be overheard. 

These regulations define an emergency as a threat 
to safety or imminent loss of essential evidence. Even 

in such circumstances, an informant cannot be wired, 
nor can other usc be made of nonlclephonic consen
sual surveillance, without prior approval of the head 
.of the agency or department or his designee. There
after the Assistant Attorney General in charge of the 
Criminal Division must be promptly notified of the 
surveillance. 

Justice Department regulations charge each de
partment head with the responsibility for controlling 
telephonic consensual surveillance and assisting in 
adoption of agency guidelines on the subject. Agency 
chiefs are required t6 exercise responsibility over the 
inventory of surveillance devices used by their offi
cers. 

In the offici~l opinion of the Justice Dc:partment, 
II present regulations ... are both flexible enough to 
allow our investigative agents to used this technique 
effectively, and yet restrictive enough to assure that 
abuses do not occur." Requests for authorization 
to use "body bugs" have been turned down on the 
basis that the proposed use \>\ ')uld be too intrusive 
upon privacy, the particular case was not sufficiently 
significant or had proceeded beyond the stage when 
such devices should be used, or the anticipated use 
was deemed inappropriate. 

Approximately 50 percent of the occasions in 
which nontelcphonic consensual surveillance is used 
fall within the emergency category. In such cir
cumstances, prior upper-echelon review and approv
al does not I';)ccur. This statistic and fact were 
troublesome to one critic of the Justice Department's 
policies and use of consensual bugs. He suggested 
that the high percentage of emergency consensuals 
showed a lack of adequate control, rather than the 
need for warrantless consensual sur .... eillance. 

With reference to Federal agencies, however, 
emergency consensual surveillance involving bugs 
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must be approved at lo\\cr leveh regardk,!> of the cir
cumstances. In the FBI this procedure requires a call 
from the field office to the Section Chief at Bureau 
headquarters, who in turn obtains approval from the 
Assistant Director. If there is no time to obtain fur
ther oral approval from the Justice Department, 
either FBI Director Clarence Kelley or the Assistant 
Director in Charge of Special Operations can give ap
proval, pursuant to special authorization by the 
Depart ment. 

With reference to consensual surveillance involv
ing the telephone, FBI regulations require written 
consent from the consenting party plus the approval 
of an Assistant United States Attorney or a Federal 
Strik,e Force aHorney and the FBI Special Agent in 
Charge. An FBI field officer testified that the 

Bureau's regulations on consensual surveillance have 
not caused delay, and that if he could not reach one 
official in the hierarchy another would be available. 
He had no objections to centralized control over the 
decision to use consensual surveillance. 

Procedures in the Drug Enforcement Administra
tion are similar to those used in the FBI, though 
somewhat less elaborate. The DEA ,Manual requires 
an agent to obtain the approva.l of his Regional Di
rector for emergency nontelephonic consensual sur
veillance. Approval even in nonemergency situa
tions takes very few hours. When such approval is 
made it may authorize a series of uses in the par
ticuJl:Ir case, which can last for up to 30 days 
without renewed approv3.1 being required. In at 
least some DEA regions, approval of the Regional 
Chief is also required for consensual surveillance in
volving use of a telephone. 

The Treasury Department and its divisions 
have adopted guidelines based on the Justice Depart
ment regulations. For consensual surveillance using a 
telephone, Treasury Department guidelines require 
approval at the level of the Special Agent in Charge, 
who must also submit a report to the Department. 

The New York City Joint Federal-State Strike 
Force follows Federal requirements for the consen
sual use of bugs. Some criticism of this procedure 
was made, with the suggestion that the United States 
Attorney should have full authority to auth0rize con
sensual surveillance. 

At the State level practices vary substantially from 
jurisdiction to jurisdiction. In some, prosecutors are 
heavily involved in the decision to use consensual 
surveillance. while there is no such involvement in 
other areas. A formalized approach is taken in Essex 
County. New Jersey, where requests for consensual 
surveillance are processed in the same manner as re
quests for court-ordered surveillance. Both heads of 
the Joint City-County Strike Force must approve the 
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lCQllC5t, alld the surveill:mcc: mllM he cnnducled hy 
memhers of the force's Electronic Surveillance 
Unit. These controls are not deemed to be too 
burden~ome, and this careful treatment ofcom.en
sual surveillance extends to recordkceping. Files 
similar to those for courl-ordered surveillance are 
maintained for each consensual surveillance. 

ProsecutoriaJ control is mandated by statute in Il
linois, where approval of the State's Attorney is re
quired before any form of consensual surveillance 
can occur. In Cook County, which includes 
Chicago, the State's Attorney himself personally ap
proves each request, a practice not followed in some 
of the other counties of the State. In Chicago, the in-

vestigating officer contacts a deputy of the 'Special 
Prosecutor's Bureau, who checks with the State's At
torney. The Stale~s Attorney, whose approval can be 
given orally, is informed of the facIs, persons in
volved, and other details. Among the criteria used 
by the deputy to go forward with a request are ap
parent probable cause, potential effectiveness of the 
consensual surveillance, and character of the person 
to be wired. If the officers appear to be making the 
request to avoid legwork, it may be rejected. The 
limit on authority to conduct consensual surveillance 
is three days. 

Consensual surveillance practices vary among the 
offices in the New York City area, as they do for 
other kinds of electronic surveillance generally. In 
two counties, where the District Attorney's office is 
conducting an investigation, the Bureau Chiers ap
proval is required, whereas, in a third county, any 

"Assistant District Attorney can authorize cOflsensual 
surveiJJance in such circumstances. In the office of 
the SpeciaJ Corruption Prosecutor, approval must be 
obtained from the Assistant Special Prosecutor in 
charge of the investigation, ·the Bureau Chief, and 
the Chief Counsel. 

Where investigations are being conducted by the 
police without proseculorial involvement, the deci
sion to use any form 'of consensual surveillance is 
viewed in New York City as a police decision. The 
only exception is in the office of the Special Corrup
tion Prosecutor, where the Prosecutor participates in 
all investigations. Additionally, a recent amend
ment to the New Jersey Surveillance Statute requires 
prosecutorial control over the use of comensual sur
veillance. 

Elsewhere, jf there :s no prosecutorial involve
ment, there nonetheless appears to be some internal 
control within the police department. In Miami, the 
decision to use consensual surveillance is made by an 
investigatory section supervisor and reviewed by a 
commanding officer. 1n Phoenix, there are no pro
cedures for consensual telephone surveillance, 
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though con!.cn!.ual bugs must he approw:d by the 
head of the intelligence !lection as to necessity and 
choice of equipment. Pr{}~ecutorial control over 
the dedsion was bcliev~d by wmc Stale prosecutors 
to be quite import ant. / 

b. Control o ... ·er EI~iJipm('nt: Federal practices with 
reference to control exercised over consensu~1. .sur~ 
veillance equipment appear to be generally stand· 
ardized. Each agency head is requireq to exercise 
control over such devices, and submit an annual in
ventory and statement of results obtained. Several 
agencies have adopted regulations concerning ~~~ 
tody over all surveIllance equipment. 

The Drug Enforcement Administration keeps its 
equipment in its regional offices, with the exception 
of two KEL-SETS (popular name of a widely used 
body transmitter) kept in district offices. FBI 
equipment is signed out to an agent individually, and 
an inventory card is maintained on each Hem by 
equipment number. 

At 'the State level, some prosecutor's Offices 
and police departments have developed inventory 
and sign-out procedures 10 control equipment. In 
many jurisdictions, however, it seems that no pros
ecutorial control is exercised over police access to 
equipment. 

3. The. Effect of Requiring a Warrant 
or Imposing Title III Procedures 
on Consensual SUrYeiIJance 

Although it is clear, under the cases beginning with 
On Lee v. United Slates and continuing through 
United Stales v. White, that no prior court order, 
much less an order as complex as a Title III order, is 
constitutionally required before consensual surv'eil
lance can occur, several witnesses recommended that 
some form of court-order procedure be adopted for 
consensual surveillance. Law enforcement personnel 
were almost unanimous in their opposition to this 
proposal. 

This opposition was not diminished by the fact 
that court orders have been obtained in individual· 
cases. Prior judicial approval has been"'solicited by a 
few prosecutors in the hope of avoiding later allega
tions of impropriety, as in the Osborn case, and 
in a recent investigation of Illinois State legislators. 
Occasional use of a court order by a prosecutor does 
not constitute endorsement of a warrant require:
ment, as noted by the teStimony of United States At
torney James Thompson, Who obtaim!d an ad hoc 
order for an investigation involving Illinois Jegis
lators. 

There is nearly unanimous opposition to the sug
gestion of imposing the procedures of § 2518, de~ling 
with nonconsensual electronic surveillance, on coo-



~cmual surveillance. Even most dcfem.e atlC)rncy~ 

who le!'itified before the Commission stated that § 
2518 procedllres were nol necessary in the consensual 
situation, and they proposed only an order process 
similar to that for a conventional warrant. Nor did 
the several academic proponents of a warrant re
quirement for consensual surveillance argue that the 
procedures of § 2518 would be essential or even de
sirable components of a consensual surveillance war
ram. In sum, there were few supponers of any 
proposal to incorporate § 2518 procedures mto con
sensual surveillance warrants. 

Law enforcement opposition to requiring a con
ventional search warrant procedure is, however, 
almost as vigorous as it is to a procedure that would 
incorporate the detailed requirements of § 2518. The 
predictions about the con:;equences to law enforce
ment of a warrant requirement ranged from state
ments that a warrant requirement would end the use' 
of consent devices, destroy their usefulness, and 
cause the Jo?s of a very important tool, to concerns 
about reduced efficiency and a reduction in use by 
a~oul 50 percent. Qne prosecutor asserted that law 
enforcement could live without court-ordered sur
veillance but not without consensual surveillance. 
Another stated that a warrant requirement would be 
an unwise impediment. 

Several other reasons were given in support of op
position to imposing a warrant requirement on the 
use of consensual surveillance. Probable cause to 
support such a warrant, it was argued, would often 
be difficult if not impossible to obtain, particularly 
jf unreliable informants were the only source of in
formation to support an application to conduct con
sensual surveillance. 

I f consensual surveillance were to be used to obtain 
probable cause for a surveillance order or an arrest or 
search warrant, as is often the case, a warrant proce
dure, jf it had a probable cause requirement, would 
be impossible to obtain. It would require officers to 
have probable cause to use a device for obtaining 
probable cause. In other situations, such as drug 
transactions, two meetings instead of one would be 
required: the first to acquire probable cause, the sec
ond to record the conversation. Questions were 
also raised about the lime limit on a consensual sur
veillance order uf it were based on a single showing of 
probable cause. 

Furthermore, opponents of a warrant requirement 
asserted that such a requirement would limit the use 
of informants. One participant at the Law En
forcement Effectiveness Conference stated that an 
informant would run OUI of the office if he'were told 
he would have to appear before ajudge. 
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Propollt:nts of a \~arrant requirement re~ponded 
that probable calise would be relatively easy to es
tablish, as when the de\'ice is to be worn to protect an -
agent or informant from danger or when a pur
chase of narcotics had been arranged. For the 
limited purpose of obtaining a consensual surveil
lance order, it was suggested, cause to wear the de
vice could be established without verification of the 
inforrnant's reliability, and a reduced showing, 
such as that approved for a stop and frisk by Terry v. 
Ohio, . might be acceptable. . 

A second major objection to a warrant reqUIre
ment was the time required to prepare a consensual 
suneillance application and order, find a judge, and 
have the order issued. Sevr..ral law enforcement offi
cers asserted that this process would cause significant 
and adverse delays in a situation in which officers 
needed 10 react quickly. One official suggest cd that 
one result of a warrant requirement would be that ev
ery silUation calling for its use would be conside:ed 
an emergency, and the requirement wou~d be sIm
ply bypassed by using the emergency e~c~ptlo~. 

A third objection was that the adminIstrative bur
dens would be "enormous," especially with 
reference to manpower needed to draft and process 
applications. As stated by representatives ~f ?ne 
prose~utor's office, time spent on paperwork IS tIme 
lost from investigation. Other prosecutors de
scribed a warrant requirement as impractical and 

unworkable. 
Finally, one prosecutor argued that the interest ad

vanced by the use of -consensual surveillance is accu
racy rather than trespass. The proponents of a 
prio~ warrant for consensual surveillance, on the 
other hand, would define the interest protect ed as 
conversat ional privacy. 

Some prosecutors' offices must already obtain 
prior warrants, and, although the use o.f consen~uaJ 
surveillance is infrequent, prosecutors m those Jur
isdictions did not appear to feel parJicularly hindered 
by this requirement, The police did not necessarily 
agree, however. Other prosecutors indicated t~at 
they would have no objection to a warrant reqUIre
ment, and that they would not be .. aghast at the 
thought of putting consensual devices under .court 
order." Their views, however, were clearly In the 
minority. The strongest support for a warrant re
'!~tJiremcnt came from defense attorneys and pro
fessors. The same defense attorneys indicated that 
a showing short of probable cause would be accept
able and a broader range of cases in which such 
surv~j))ance could be used was also endorsed. The 
main concern appeared to be JO establish a procequre 
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whereby officers would be required to appear before 
.a judge and describe the reasons, the proposed super
vision, and the unavailability of alternatives. 

Proponents of a warrant requirement also indi· 
cated a willingness to accept Jess formal procedures 
in the event of an emergency. Telephone apPloval 
was considered acceptabJe in such circumstances. 
The important consideration in an emergency was to 
make a record before using the device if a judge 
could not be found. 

Pennsylvania officials described the adverse effects 
of a warrant requirement where the only basis for ap
proval in the statute is danger to the officers. In 
one case, officers could not show potential danger 
and were frustrated in their efforts to apprehend par
ticipants in an interstate operation. If a warrant re
quirement were imposed, the statute should permit 
the investigation of a reasonably broad range of ac
tivities. 
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APPENDIX IIBII - SPECTALIZED FORMS OF ELECTRONlC SURVEILLANCE 

1) ELECTRONIC TRACKn~G DEVICES 

Sununary --------------'------------------------------'rB.l 

I. Introduction----------------------------------1IB. 3 

II. Scope of the Fourth Amendment ----------------'IB. 5 

A. Reasonable Expectation of Privacy --________________________________ 'B.5 

B. The "Plain View" and "Open 
Fields" Doctrines ----------------~-------'B.8 

C. Constitutionality of Various 
Surveillance Techniques 
Augmented by :f\1echanical Aids -------------'I,B .12 
1. Aural Amplification and 

Recording Devices --------------------tB.12 
2. Binocular Observation ----------------~IB .15 

3. Airborne Observation ------------------~[B. 20 

4. Flashlight Decisions -----------------tB.22 
5. Mail Covers --------------------------'B.24 

D. Unreasonable Searches of Automobiles: 
A Significant Constitutional Distinction --____________________________ 'B.27 

E. Suggested Fourth Amendment AnalYBis 
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1) ELECTRONIC TRACKING DEVICES 

Summary 

1rB .1 Recent decisions have held that the use of 

electronic tracking devices is subject to Fourth Amendment 

limitations. A convincing argument can be nlade, however, 

that the warrantless installation of such devices does not 

constitute an unreasonable search within the Fourth Amendment. 

A "bumper beeper" monitors only the physical location of a 

motor vehicle that is knowlin:;~ly exposed to the public. 

Moreover, physical location of a motor vehicle is .observable 

from public areas. Consequently no reasonable expectation of 

privacy exists against the use of such tracking deviQes. 

An electronic tracking device is a mec.\hS of visual, 

not aural, surveillance; it provides information concerping 

the physical characteristic of an individual (location); it 

does not intercept communications. A \tbumper beeper" is a 

mecha.nical aid used to augment visual surveillance analogo\lS to 

binoculars or flashlights. Merely because it is electronic, it 

should not be confused with wiretaps. 

I. Introduction 

1[B.3 Electronic tracking devices (EI'D's) commonly known 

as "bumper beepers," are small transmitters which emit 

periodic radio signals. Directional finders are used by 

police to determine the location of the object to which an 

ETD is attached. Law enforcement officials often use ETD's 
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to enhance visual surveillance of a motor vehicle. The use 

of this investigatory technique dramatically reduces both 

the expense and the number of police officers needed to 

conduct effective visual surveillance of an automobile. 

Moreover, electronic tracking devices minimize the chance of 

detection by a suspect and render any evasive action 

ineffective. 

~IB. 4 Although visual surveillance of a motor vehicle on 

a public street does not constitute a search within the 

meaning of the Fourth Amendment, 1 two recent decisions hold 

that visual surveillance. augmented by electronic tracking 

devices is subject to Fourth ~endmen·t limitations. These 

materials will analyze the constitutionality of using ETD's 

without obtaining prior judicial approval in light of the 

Fourth Amendment. They conclude that such surveillance 

ought n<.~t be held subject to Fourth Amendment limitation. 

II. Scope ·of the Fourth Amendment 

A. Rea§.9.nable expectation of pr~vacx. 

'IB.5 The constitutional parameters of the Fourth 

Amendment's protection against unreasonable searches and 

seizures were reformulated by the Supreme Court in Katz v. 

United States: In~, government agents attached an 

electronic listening device to the outside of a public 

lSee discussion in text, infra at ~B.32. 
2 389 U.S. 347 (1967). 

120 



telephone booth without obtaining prior judicial approval. 

Observing that the Fourth Amendment protects persons rather 

than places, the Court concluded that the warrantless 

eavesdropping violates an individual's justifiable expectation 

of privacy. It constitutes, therefore, a search and seizure 

within the Fourth Amendment. 3 The majority explained that 

although a person was not. entitled to Fourth Amendment 

protection if he knowingly exposed something to the public, 

whatever he sought to preserve as private, even in an area 
4 accessible to the public, may be constitutionally protected. 

Two tests must be met if the courts are to find a reasonable 

expectation of privacy: 

1) the person must have "exhibited an actual (subjective) 

expectation of privacy," and 

2) the expectation must be one that society is willing 

to recognize as "reasonable." 5 

Since the reasonableness of an expectation of privacy will 

most likely influence the determination of whether the 

3Id . at 351, 353. 

4Id . at 351-52. 

SId. at 361 (Har1an , J. concurring). 
a "reasonab1e 1f expectation of privacy was 
reiterated by the Court in U.S. v. White, 
(1971), a plurality decision:--

The Katz notion of 
subsequently 
401 U.S. 745,251-52 

Our problem is not what the privacy expectations of 
particular defendants in particular situations may be. 
. • . Our problem, in terms of the principles announced 
in Katz, is "'hat expectations of privacy are 
constitutionally "justifiab1e ll --what expectations, 
the Fourth Amendment tv-ill protect in absence of a 
warrant. 
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defendant actually entertained such an expectation, the 

prosecutor's primary task is to demonstrate that such an 

expectation of privacy was unreasonable in light of the 

surrounding circumstances. 

Katz indicated, in dictum, that the lIreasonableness" 

of an individual's expectation of privacy from police 

surveillance varies according to the type of surveillance 

involved. For example, while the defendant in Katz could 

have had a reasonable belief that his conversation would not 

be overheard after entering the glass-enclosed telephone 

booth, i.e., reasonable in an "auditory" sense, he could not 

have entertained a reasonable expectation of privacy in a 

"visual" sense, since he was as visible after entering the 

booth as he would have been if he had remained outside. The 

Court observed: "IW] hat he sought to exclude "Then he entered 

the booth was not the intruding eye--it vlas the uninvited 

ear. ,,6 

~IB. 7 Katz may be cited, therefore, as recognizing a 

valid constitutional distinction between audio and visual 

surveillance. This belief that certain types of visual 

surveillance do not constitute searches within the Fourth 

Amendment is embodied in the "plain view" and the "open 

fields" doctrines. 

B. The "plain view" and "open fields" doctrines 

1[B.8 Traditionally ,'COurts have held that the observation of an 

6 389 U.S. at 352. 
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object or activity in "plain view" does not constitute a 

search within the Fourth Amendment. In Harris v. United 

7 States f the Supreme Court observ~~d: "It has long been 

settled that objects falling in the plain view of a.n officer 

who has a right to be in the position to have that view are 

subject to seizure and may be introduced into evidence. 1\ 

Consequently, a search within the Fourth Amendment is not 

conducted when police officers maintain visual surveillance 

of a motor vehicle on a public road. 8 

'IB.9 Nevertheless, the "plain view" doctrine is subj ect 

to limitations. It is applicable only if the officer has a 

right to be in the position from which the object or activity 

is observed. 9 Further, the evidence must be discovered 

inadv~~rtently. Mr. Justice stewart, in his plurality 

opinion in Coolidge v. New Hampshire, observed: 

What the "pl ain view" cases have in common is 
that the police officer in each of them had a prior 
justification for an intrusion in the course of which 
he came inadvertently across a piece of evid.'~nce 
incriminating the accused. The doctrine serves to 
supplement the prior justification--whether it be a 
warrant for another object, hot pursuit, sea.tch 
incident to lawful arrest, or some other leg.i.timate 
reason for being present unconnected with a ,search 

7390 U.S. 234, 236 {1968 [where routine searph of an 
impounded automobile produced automobile registraltion which, 
revealing the car t:o be stolen, was admitted into evidence. 

8United States v. Holmes, 521 F.2d 859, 866 (5th Cir. 1975) I E'T.il· ' 
granted, 525 F.2d 1364, not disturbed by equally divided court, 531'.f!,),.2d 227 
(5th eir'. 1976) i Unit-ed States v. Martyniuk, 395 F. Supp. 42, 44 (D. Ore. 
1975) (rev 'din part sub nom. United States v. Hufford, 539F.2d 32 (9th 
cir. 1976) I cert. denied, (1976). See discussion in text, infra, ~!'IB~34-B.44 

9Harris v. Un1 ted States, supra, note 7. See also Ker v. 
California, 374 U.S. 23, 42-43 (1963) [plurality opinion-)-.-
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directed against the accused--and permits the 
warrantless seizure. Of course, the extension of the 
original justification is legitimate only where it is 
immediately apparent to the police that they have 
evidence before them; the "plain view" doctrine may 
not be used to extend a general exploratory search from 
one object to another u.ntil something incriminating at 
last emerges.lO (emphasis added) 

Courts also consistently have held under the "open" 

fields" doctrine that the Fourth Amendment does not prohibit 

the warrantless search of an individual's property which lies 

beyond the dwelling house and immediately adjacent area. In 

Hester;. United States, 11 ~Tustice Holmes stated: II (T] he 

special protection accorded by the Fourth Amendment to the 

people in their 'persons, houses, papers, and effects,' is 

not extended to the open fields." 

Nevertheless, the Court's decision in Katz was 

followed by uncertainty concerning the continued validity of 

the 1I0pen fields" doctrine. In light of Katz's rejection of 

the IIphysical trespass" rule and the possibility that a person 

might entertain a reasonable expectation of privacy 

concerning p:r:operty situated outside the curtilage, 

commentators advocated the abandonment of the lIopen fields" 

doctrine. 12 Despite these suggestions y the Supreme Court 

10 403 U.S. 443, 466 (1971) [plurality opinion]. See also 
United states v. Holsey, 414 F.2d 458 (105h Cir. 1969)-.--

11265 U.S. 57, 59 (1924). 

12See 1 Antieau, Modern Constitutional Law §2:8(1969); 
Mascolo;-"The Role of Abandonment in the Law of Search and 
Seizure: An Application of Misdirected Emphasis, II 20 Buf. 
L. Rev. 399, 409-13 (1971). 
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in Air Pollution Variance Board of Colorado v. Western Alfalfa 
; , 

Corp, reaffirmed the validity of the "open fields II doctrine.
13 

In so doing, the Court concluded that conducting an air 

quality test without consent or warrant14 was not an 

unreasonable search and seizure. Although the inspeotion took 

plaoe on the defendant's property, there was no indioation 

the premises were closed to the public; the Court observed 

that any alleged invasion of privacy was lIabstract and 

theoretical."15 As the investigator only observed what WaS 

visible to anyone near the site, the lIopen field" exception 

to the Fourth Amendment was applied to uphold the inspectorls 

conduct. 16 

13416 u.s. 861, 865 (1974). Accord, united states v. Freie, 
545 F.2d 1217, 1223 (9th Cir. 1976) (Given katz, the Hester "Open 
Field" doctrine has no independent meaning, but now means under Katz 
that a person has no reasonable expectation. of privacy with regard to 
open fields). 

14At the time of the test, no state statute existed requiring 
a warrant. Colorado later adopted a search warrant requirement for 
the investigation of,_.air_ p::>llu+J.on violations. 416 u.s. at 863. 

15Id • at 865. 

16Cf . In Ged.ko v. Beer, 406 F. Supp.,1509 (W.D.Wis. 1975), i •• 

the court held that };Olice eavesdropping and observation of roarijllana, 
conducted on defendant I s fenced "open field" bearing a no trespassign 
sign, violated his reasonable expectation of privacy. The court asserted 
that the effect of the Katz decision: 

(1 

• • , was to make the area in which the intrusion took 
place one of several factors' to be consider£ in. evaluating 
the reasonableness of an expectation of privacy as to 
activities carried on in that place; that Hester no longer 
has any independent meaning except insofaras it indictaed 
that 'open fields I were not areas in which one traditionally 
could have expected privacy, so that the court might view 
rrore strictly an assertion of priVacy in an open ar~a; 
but that the final determination of the issue requi.i·es a 
close examination of all the facts. 
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1rB .12 

C. Constitutionality of various surve'illance techniques 
augmented by tnechanicaTa'ids 

1. Aural amplification' and recording devices 

Katz, on the other hand, did not prohibit all 

forms of warrantless aural surveillance. In' Katz" government 

agents used an electronic listening device to ampli'fy the 

substance of a conversation that the defendant sought to keep 

private. Thus, the warrantless eavesdropping intruded upon 

an expectation of privacy that society was willing to 

recognize as !treasonable.1I In United States v. Fisch,17 

however, the Ninth Circuit held that conversations overheard 

without any electronic listening devices did not constitute 

an unreasonable search and sefztire. In Fisch, police agents 

situated "just a few inches away from the crack belm.; the 

door connecting ... two adjoining [motel] rooms ll18 listened 

to the defendant's incriminating conversation; they did not 

use any electronic equipment. The court concluded that even 

if the defendant actually sought to keep his conversations 

private, his subjective expectation was not onle society was 

prepared to recognize as reasonable: 

Listening at the door to conversations in the next 
room is not a neighborly or nice thing to do. It is 
not genteel. But so conceding we do not forget that 
we are dealing here with the II competi ti VE~ enterprise 
of ferreting out crime. Ii 

17474 F.2d 1071 (9th Cir. 1971), cert. denied, 41~U.S. 
921 (1973). 

l8 Id . at 1076. 
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. . • The type of information received from the aural 
surveillance is a factor to be considc~ed in attempted 
delineation of the limit.s "of what soci-e;ty can accept 
given its interest in law enforcement," 'wh/ather society 
can lIreasonably be required to honor that expectation 
[of privacy] in all cases." 

Upon balance, appraising the public and the private 
interests here involved, we are satisfied that the 
expectations of the defendants as to theirpr~vacy, 
even were such expectations to be considered reasonable 
despite their audible disclosures, must be subordinated 
to the public interest in law enforcement. In sum, 
there has been no justifiable reliance, the expectation 
of privacy not being "one that society is prepared to 
recognize as reasonable."19 

Thus, one of the factors that will determine the reasonableness 

of an expectation of privacy is,-.:'che type of information 

obtained by the surveillance. 20 

In United States v. Dionisio,21 the Supreme Court 

also recognized the permissibility of obtaining certain types 

of aural information with electronic recording equipment 

without prior judicial approval. In Dionisio, the defendant, 

when subpoenaed by a grand jury to make voice exemplars by 

reading a prepared transcript into a recording device, argued 

that such voice exemplars constituted a search and seizure 

violative of the Fourth Amendment. Rejecting the defendant's 

argument, the Supreme Court observed that the shape of an 

individual's voice, as opposed to the substantive content of 

his words, is one of the physical characteristics that .1s 

19Id. at 1077-79 (footnotes omitted). \ 
20See also ~ v. McLeod, 493 F.2d 1186 (7th Cir. 

21410 U.S. I (1972). 

1974). \\ 
. , 
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constantly exposed to the general public: 

~[B .14 

No person can have a reasonable expectation [of privacy] 
that others will not know the sound of his voice, any 
more than he can reasonably expect that his face will. 
be a mystery to the world. 22 

An examination of several other cases dealing with 

various types of visual surveillance reveals that tile use of 

a mechanical aid to augment visual surveillance of a suspect 

will generally not render otherwise lawful surveillance 

violative of the Fourth Amendment. 

2. Binocular observation 

,[B .15 Generally, binocular observation by law enforcement 

officials does not constitute an unreasonable search within 

the Fourth Amendment. Although it has not directly addressed 

the issue, the Supreme Court indicated in dictum., at least, 

that warrantless binocular "searches" do not violate an 

indi vidual's cons ti tutional x'ights. 

16 . d 23 h d ,[B. In Unl te States v. Lee, t e Coast Guar. 

discovered contraband on the defendant's boat by shining a 

searchlight upon its deck. Concluding that the use of a 

searchlight was no·t an unreasonable search, Mr. Justice 

Brandeis observed: "Such use of a searchl~ght is compa.rq.ble 

to the use of a marine glass or a field glass. It is not 

22 Id • at 14. See also Davis v. llissi'ssippi, 394 U. S. 
721, 727(1969) [fingerprinting of an individual, i.e., a 
physical characteristic, did not involve the "probing into an 
individual's private life and thoughts that marks an 
interrogation_~r search"]. 

23 274 U.S. 559 (1927). 
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prohibited by the Constitution.,,24 

~IB .17 Despite the uncertainty caused by Katz,25 lower 

federal courts in the post-Katz, era continue to hold that 

binocular observation without judicial approval is not a 

violation of the Fourth Amendment. The position of the 

observer is of critical importance. Most courts consddering 

the legality of binocular observation approach the issue by 

determining whether the surveillance would have been 

constitutionally proper had binoculars not been used. For 

example, in Fullbright v~ United states,26 the ~enth Circuit 

observed that any warrantless surveillance within the area 

immediately surrounding a dwelling house, i.e., the curtilage, 

24 rd . at 563. Mr. Justice Brandeis apparently relied 
upon the"open fields" doctrine to support his statement that 
binocular observation did not constitute an unreasonable 
search. The Supreme Court also recognized the 
constitutionality of binocular observation in On Lee v. 
United States, 343 U.S. 747 (1952). In On Lee, a narcotics 
prosecution, the defendant sought to suppress two 
incriminating conversations which were .transmi t.t.ed 
agents by a government informant wired for sound~ 
that the warrantless eavesdropping did not viola't.e 
defendant's Fourth Amendment rights, the Court, in 
compared the electronic surveillance to the use of 

to federal 
Concluding 
the 
dictum, 
binoculars: 

The use of bifocals, field glasses or the telescope 
to magnify the object of a witness' vision is not a 
forbidden search or seizure, even if they focus 
wi thout his knm..,ledge or consent upon wha,t one supposes 
to be private indiscretions. Id. at 754 {dictum]. 

25The Supreme Court, in U1'1i ted s{.·~~es v • White, 401 U. S. 
745 (1971) [plurality opinion], was unable to agree whether 
On Lee remained good law in light of theprinc::i:ples 
enunciated in Katz. This uncertainty, however, related to 
the validity of one party consent surveillance rather than 
to the dictum concerning binocular observation.. 

26 392 F.2d 432 (lath Cir.), cert.denied, 393 U.S.830(196~). 
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constituted a per se intrusion upon the individual's 

reasonable expectation of privacy. But since the police 

were outside the curtilage, the mere use of high powered 

binoculars to observe the defendan·t operating a still wi thin 

the curtilage, did not render illegal the otherwise lawful 

observations: 27 

If the investigators had physically breached the 
curtilage there would be little doubt that any 
observations made therein would have been proscribed. 
But observations from outside the curtilage of 
activities within are not generally interdicted by 
the Constitution. 

By this we do not mean to say that surveillance from 
outside a curtilage under no circumstances could 
constitute an illegal search in view of the teachings 
of Katz v. United states, 389 U.S. 347, 88 S. ct. 597, 
19 L. Ed. 2d 576 (1967). 

It is our opinion, however, that on the record before 
us in light of He'ster the observations in question 
may not be deemed an unreasonable search if they were 
made from outside the curtilage of the [defendant's] 
farm. 28 

Other decisions uniformly uphold the warrantless 

use of binoculars. In United states ·v. Minton,29 for example, 

binocular observation of the defendant unloading illicit 

27The court relied upon an earlier decision, United 
States v. McCall, 243 F.2d 858 (10th Cir. 1957), to sUPPo'rt 
the proposition that the mere use of binoculars did not alter 
the character or admissibility of evidence. In McCa1~ the 
court held that an agent's observation through binoculars 
specially made for night vision furnished sufficient probable 
cause for him to conduct a warrantless search. 

28 392 F.2d at 434-35 (footnotes omitted). 

29 488 F.2d 37 (4th Cir. 1973), cert. denied, 416 U.S. 
936 (1974). 
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liquor approximately 80 to 90 feet away was held not to 

constitute an unreasonable search and seizure. The court 

explicitly found that the defendant lacked a "reasonable" 

expectation of privacy, since he could not jus·tifiably 

believe that he would not be observed unloading the illicit 

whiskey. 30 

The impact of Katz upon the constitutionality 

of binocular observation was also directly addressed by 

the Pennsyl v.ania Superior Court in Commomvealth v. Hern'ley. 31 

In Hernley, a federal agent stood on a four foot ladder 

situated on public property approximately 35 feet from the 

defendant's print shop. The agent used binoculars to 

observe the defendant printing illegal football parley 

sheets. The Pennsylvania court concluded that the use of 

the ladder and binoculars did not constitute an unreasonable 

search. In determining whether ~ rendered warrantless 

binocular observation, illegal, the court observed that 

the defendant manifested no concern for or expectation 

of privacy: 

[A)lthough Katz does eliminate the physical intrusion 
requirement in electronic eavesdropping situations, 
it also emphasizes the need for a justifiable expectation 

" smth.e 12art of, :t,1).EL§.uspe9t, t.1),a~ he iS90l}cl:ag~Jng h,is 

30I.d: at 38. Similarly, in' United' St'ates v~ Grimes, 
426 F.2d706 (5th C;i.,r. 1970), the court, relying upon the 
"open fields" doctrine, held that binocular observation made 
from a field belonging to another person, about 50 yards from 
the defendat's house, did not constitute an illegal search. 

31216 Pa. Super. 177, 263 A.2d 904 (1970),' ce'rt: denied, 
401 U.S. 914 (1971). 
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'119A 

activity outside the sphere of possible governmental 
intrusion. 

Our case presents the situation in which it was 
incumbent on the suspect to preserve his privacy from 
visual observation. To do that the appellees had only 
to curtain the \')'indows. Absent such obvious action we 
cannot find that their expectation of privacy was 
justifiable or reasonable. The laTjl will not shield 
criminal activity from visuai observation when ~~e 
actor shows such little regard for his privacy. 

Doubts have recently been expressed about the 

warrantless use of binoculars and telescopes as aids to 

'1 ' 11· 32a h h ld h h f v~sua surve~ ance. T e court e t at t e use 0 

artificial aids ("special equipment not generally in use") 

to observe activity in a person's home intrudes on privacy 

and constitutes a search. 32b The court felt that if govern-

ment agents have probable cause to suspect criminal acti-

vity and feel the need for telescopic surveillance, they 

can apply for a search warrant. "Plain view" means "unaided 

plain view" and the defendant's subjective expectation of 

privacy is irrelevant to the test under Katz. Here, the . 

defendant left his curtains open and himself used binoculars 

to check if he was under survei11a;nce. The court refused 

32c to follow Fullbright and ~ern1ey and stated: 

It is inconceivable that the government can 
intrude so far into an individual'~ home that it 
can detect the material he is reading and still 
not be considered to have engaged in a search. 32d 

32Id . at 181-82, 263 A.2d at 907 (footnote omitted). 

32aUnited States v. Kim, 415 F. Supp. 1252 (D. Hawaii 
1976) • 

32bId . at 1256. 

33cD, d t 117 ~scusse a " ,19, supra. 
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'119B Kim raises legitimate concerns, but the p;ecise 

and reasonable holding in the case is not as broad as the 

court's statements above would indicate. First, the court 

ruled that there is no reasonable expectation of privacy 

regarding shared public areas in apart;ments or condominiums 

or regarding open balconies. Whtat th~ court found objectionable 

was the use of high powered telescopes to view the interior 

of thEl apartment. Another crucial fact relied on by the court 

was that the apartment, located many stories up in a 

high rise building, was only open to visual surveillanc~ 

by telescopic means. In fact, the court suggests that the 

case might be different where other private parties have a 

plain (unaided) view of the defendant's premises, but agents 

forced to use visual aids because they can't get as close 

as the other private parties. Here, no such plain unaided 

, 'I bl 32e, Vlew was aval a e. 

3. Airborne observation 

,rB.20 The general proposition that the mere use of a 

visual aid does not render an otherwise constitutional 

search unlawful is further supported by the police helicopter 

cases.' In one of the earlier helicopter decisions, People 

v. Sneed,33 the court concluded that the use of a ,helicopter 

to view marijuana in a yard, not otherwise visible from a 

public road, constituted an unlawful search. In Sneed, 

,the helicopter was specifically directed by a deputy to 

search for marijuana plants growing on the defendant's 

32eId • at 1256 n.4. 

3332 Cal. App.3d 535, 108 Cal. Rptr. 146 (5th Dist. 
1973) • 
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premises. Moreover, at one point in the search, the 

helicopter hovered as low as 20-25 feet above the defendant's 

premises. In concluding that the defendant had a reasonable 

expectation of privacy t.o be "free from noisy police 

observation by helicopte~r from the air at. 20-25 feet," the 

court emphasized that the police officers did not have the 

right to be in such a position for observation: 

In the case at hench, the officerl3 were at the 
Fowler ranch for the purpose of· exploring the premises 
for the marijuana plants. ' They' had no' 'o'ther' 'l'e'gitimate 
purposefo'rflyingoVe'r' 'the' p'roperty. The marijuana 
plants were not discovered by happenstance as an incident 
to other lawful activi:ty [citations omitted]. The 
helicopter activity was a seeking out, manifestly 
exploratory in nature. 34 

In Dean v. Superior 'Court,35 however, another California 

court rejected the Sneed approach; it concluded, under si~ilar 

circumstances, that there could be no "reasonable expectation" 

of privacy from aerial surveillance. In Dean, police directed 

an airplane to make a special search for a marijuana farm 

believed to bE located in an isolated area of the Sierra 

foo'thills. Although the court conceded 1) that a person's 

reasonable expectation of privacy could ascent into the 

airspace over his property, and 2) that the defendant had 

such an actual expectation of privacy, it concluded that 

this expectation of privacy was not recognized by society as 

"reasonable," and hence, not within the sphere of the 

protections of the Fourth Amendment: 

When the police have a plain view of contraband 
from c.l portion of the premises as to \V'hich the occupant 
has exhibited no reasonable expectation of privacy, 

34 I d. at 542, 108 Cal. Rptr. at 150-51 [emphasis added]. 

35 35 Cal. App.3d 112, 110 Cal. Rptr. 585 (3d Dist. 1973). 
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there is not search in a constitutional sensei the 
evidence so displayed is admissible [citations omitted]. 
One who establishes a three-quarter-acre tract of 
cUltivation surrounded by forests exhibits no reasonable 
expecta·tion of immunity from overflight. The contraband 
character of his crop doubtless arouses an internal, 
uncommun~cated nead £Ol: .. sec,rec;( ;.th,e, need i,s not 
exhi,bited, entirely subjective, highly personalized, 
and not consistent with the common habits of mankind 
in the use of agricultural and woodland areas. Aside 
from an uncommunicated need to hide his clandestine 
activity, the occupant exhibits no-reasonable 
expectation of privacy consistent with the common 
habits of persons engaged in agriculture. The aerial 
overflights which revealed petitioner's open marijuana 
field did not violate Fourth Amendment restrictions. 36 

Since other farmers could not reasonably expect their crops 

to be concealed from aerial observation, the defendant's 

expectation of privacy concerning his marijuana patch was 

unreasonable. 

~!B. 21 Similarly, in People v. Superior Court ex reI. 

stroud,37 a police helicopter on routine patrol was requested 

to look for automobile parts that were recently stripped 

from a stolen car. Using gyrostabilized binoculars, the 

officer in the helicopter, hovering at an altitude of 500 

feet, observed the missing auto parts in the defendant's 

backyard. The backyard was fenced in and its contents were 

not visible from the public street, although they could 

be seen from a neighbor's yard. The court concluded that 

the defendant lacked a "reasonable" expectation of privacy 

concerning the storage of stolen goods in his backyard: 

?atrol by police helicopter has been a part of 
the protection afforded the citizens of the Los Angeles 
metropolitan area for some time. The observations 
made from the air in this case must be regarded as 
routine. An article as conspicuous and readily 

36Id . 
omitted). 

37 37 
(2d Dist. 

at 117-18, 110 Cal. Rptr. at 589-90 (footnotes 

Cal. App. 3d 836, 112 Cal. Rptr,. 764, 
1974} • 

P.2d 



identifiable as an automobile hood in a resi.dential 
yard hardly can be regarded as hidden from such a 
view. 38 

Moreover, the court concluded that Sneed was inapposite, 

since the defendant's property in Sneed was not customarily 

subject to aerial observation from either crop-dusting 

airplanes or routine police helicopter patrols. 

4. Flashlight decisions 

The flashlight search decisions also support the 

general proposition that the use of certain visual aids 

does not render an otherwise lawful search unconstitutional. 

For example, in Lee, as noted above, the Supreme Court 

held that an examination of a boat w~th a searchlight did 

not constitute an unreasonable search within the meaning 

of the Fourth Amendment. 39 

Despite the uncertainty cau.sed by Katz, lower 

federal courts continue to hold that flashlight illumination 

does not render an otherwise legal search violative of the 

FOl),rth Amendment. In United states v. Hood,40 for example, 

the Ninth Circuit concluded that the use of a flashlight to 

look into a car at night did not constitute a search under 

the Fourth Amendment. Similarly, in Cobb v. wyrick,4l the 

38Id. at 839, 112 Cal. Rptr. at 765. 

39see discussion in text, supra, at .B.16. 

40 493 F.2d 677, 680 (9th Cir.) I cert. denied, 419 U.S. ' 
852 (1974). 

41 379 F. Supp. 1287, 1292, n.3 (W.D. Mo. 1974). , 
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court observed that the nightime use of a flashLight to 

locate spent shell casings did not constitute a search: 

ITJhe use of a light to notice that which would 
also be in plain view in the daytime does not transform 
that which would not be a search in the daytime into a 
search at an hour when the sun is not fully exposed. 

Recent cases continue to uphold the warrantless use of 

flashlights and other lights.
41a 

5 . Mai I covers 

1rB.24 A mail cover is a fourth type of visual surveillance 

technique used by police to secure information comparable 

to the type of information obtained from electronic tracking 

devices. The post office conducts a "mail cover" by 

furnishing the government with information that appears on 

the outside of all mail addressed to a specific address. 

The mail, which is never opened, is subsequently delivered 

to the addressee, and only the name and address of both the 

addressee and the sender, the postmark, class of mail, etc. 

are sent to the police. 42 This means of visual surveillance 

enables the police to learn the names, addresses, or 

approximate geographical location of the people corresponding 

with a person. 

41aUnited States v. Coplen, 541 F.2d 211 (9th Cir. 1976), 
cert. denied (1976) (agent shined flashlight into the back 
of private plane parked in hangar area); Baledge v. State, 
554 P.2d 1388 (Okla. Crim. App. 1976) (shining flashlight 
into car to view what is in plain sight is not a search) i 
People v. Rudasil, 386 N.Y.S.2d 408 (App. Div. 1st Dep't 
1976) (shining flashlight into front seat of car is not a 
search); People v. Wesley, 387 N.Y.S.2d 34 (App. Term, Sup. 
Ct. 1976) (fire chief's shining ultraviolet light on defendant's 
hands to check for type of paste placed on fire alarm box 
handles was not a search). 

42United States v. Dalistrieri, 403 F.2d 472 (7th Cir. 
1968), cert. denied, 402 U.S. 953 (1971). 
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No court has held that the Fourth Amendment prevents 

the post office from conveying such information to law 

enforcement officials. The Ninth Circuit, in Lustiger v. 

United states,43 for example, recognized that an individual's 

mail is protected by the Fourth Anlendment, but it concluded 

that a mail cover was permissible, provided no sUbstantial 

delay occurs in the delivery of the mail: 

,[B. 26 

The protection against unreasonable search and 
seizure of one's papers or other effects: guaranteed 
by the Fourth Amendment extends to their presence in 
the mails [citations omitted]. Thus, first class mail 
cannot be seized and retained, nor opened and searched, 
without the authority of a search warrant. See Weeks 
v. United States, 232 U.S. 383, 34 S. Ct. 34r,-58 
L.ed 652. . • . However, the Fourth Amendment does 
not preclude postal inspectors from copying information 
contained on the outside of sealed envelopes in the 
mail, where no substantial delay in the delivery of 
the mail is involved. 44 

other circuit courts similarly uphold the 

constitutionality of mail covers. 45 In addition, mechanical 

mail covers are upheld. In United States v. Leonard, the 

mail cover investigation received the benefit of mechanical 

assistance and high speed copiers. Photostats were made of 

-the faces of all s'uspect envelopes. The machine did nothing 

that investigators themselves could not do by hand; it 

simply did it with greater efficiency. The comparison with 

the electronic tracking device is obvious. Mechanical 

surveillance should be upheld in either case. 

~--------------------------------------------------------------

43386 F.2d 132, 139 (9th Cir. 1967), c'ert'.' denied, 390 
U.S. 951 (1968). 

44 I d. at 139. 

45united States v. Leonard, 524 F.2d 1076 (2d Cir. 1975), 
cert. denied, 425 U.S. 958 (~~76); United States v. Van Leeuwen, 
39'7 U.S. 249 (1970); Canaday,~/~ United States 1 354 F.2d 849, 
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-, --------------------------------------------,: 

,/26A 45a A recent case, United States v. Choate, 

raises questions about the legality of warrantless mail 

covers. The court suppressed all evidence derived from a 

mail cover on the defendant. In an opinion by Ferguson, 

District Judge, two independant grounds were given for 

suppression: (1) The mail cover failed to comply with the 

governiny postal regulation and so was not legally authorized; 

(2) Defendant's Fourth Amendment rights were violated where 

the government's only stated basis for the cover was that 

agents "felt" that the defendant ",~as smuggling narcotics. 

1/26B The postal regulation governming mail covers 

states in relevant part: 

(e) (1) All Postal Inspectors in Charge . . . 
may order mail covers within their districts 
under the following circumstances: .. 

(ii) Where written request is received from any 
law enforcement agency of the Federal, State, 
or local governments, wherein the requesting 
authority stipulates and specifies the reasonable 
grounds that exist which dernQnstrate the mail 
cover would . • • assist in obtaining information 
concerning the commission or attempted commission 
of a crime. 45b 

Focusing on the italicized language above, the court found 

insufficient the following statement in a letter of request 

from government narcotics agents: 

The above named subject [Choate] is currently 
under investigation by this office for the 

45 (continued). 

856 (,8th Cir .. 1966); United 'States v. Co'ste,llo, 255 F.2d 876, 
8,81-82 (2d Cir.), cert· .. denied, 357 U.S. 937 (1958). Moreover, 
in United states v. Isaa'cs, 347 F. Supp. 743; 750 (N.D. Ill. 
(1972), a federal district court explicitly concluded that 
Katz did not render mail cover operations unconstitutional. 

45a . 
422 F. Supp. 261 (C.D.Cal. 1976). 

45b39 C.F.R. §233.2(3) (1) (ii) (1975) (emphasis added).' 
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suspected smuggling of large quantities of 
narcotics into the United States. CHOATE is 
currently organizing a large narcotic smuggling 
ring with the primary source located in South 
America. It is felt that CHOATE and the source 
in South America correspond by mail. Return 
addresses would be of aid in identifying the 
source in South America and other members of the 
smuggling ring • • • . 

CHOATE is not under indictment as a result of: 
any investigation conducted 13>y this office nor 
does this office have any knowledge of any 
indictments pending against CHOATE.45c 

The court's argument can be s~narized as follows. 

A bare statement from government agents that they IIfeel ll that, 

the defendant is involved in smuggling and corresponds with 

a source in South America does not constitute a specification 

of reasonable grounds that the mail cover would reveal 

'f t' b t th ,. f ,45d In orma lon a ou e commlSSlon 0 a crlme. The 

IIreasonable grounds ll provision was added to postal regulations 

by congressional investigations concerning the invasion of 

privacy by government agencies. Abuse of mail covers was a 

topic discussed in hearings before the Subcommittee on 

Administrative Practice and Procedure of the Senate COID~ittee 

on the Judiciary. Senator Edward Long, Chairman of the 

Subcommittee, had introduced a bill which would have barred 

warrantless use of mail covers, but did not press the measure 

, I' ht f th dm t t hIt' 45e T 11 In 19 0 e amen en 0 t e regu a lon. 0 a ow 

government agents to obtain mail coverf' without a proper 

specification of reasonable grounds would rob the amendment 

45c Choate, supra at 264-65 note 5. 

45dId . at 265. 
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of all significance and run counter to congressional intent. 

The mail cover on the defendant was not legally authorized. 

Consequently, evidence derived from the cover must be 

suppressed. 

The argument summarized above, which was 

actually presented by the court in Cho~te, can draw support 

from the Supreme Court's treatment of provisions of the 

F d 1 ' t 1 45f h 1 'd d ' e era Wlre ap aw. T e Court al own a two-guest,lon 

test for dealing with suppression problems regarding the 

wiretap law. First question: Does the statutory provision 

violated "directly and substantially" implement the legis

lative scheme to prevent abuse of wiretaps?45g If not; 

then suppression is never an appropriate remedy. If the 

answer is yes, then the second guestion must be asked: 

Has the purpose of the provision been satisfied despite 

h . 1 . ?45h t e V10 atlon. If the answer is yes, then suppression 

is still inappropriate. If not, then suppression is appro-

, t 45i prla e. If the postal regulation amendment is vie'wed 

as part of a l~gislative scheme to prevent the abuse of 

mail covers, the analogy is clear. 

Is the argument presented in Choate sount? The 

question is difficult, but the answer is probably no. There 

45f18 U.S.C. §§25l0-20 (1971). 

45gunited States v. Giordano, 416 u.S. 505, 527 (1974). 

45hunited States v. Chavez, 416 u.S. 562, 574-75 (1974). 

-45iI 'd n Unlte States v. Donovan, 97 S.Ct. 658, 673-4 note 
26 (1977), the Supreme Court left open the questiort of 
whether any intentional government violation of a statutory 
provision would warrant suppression. 



is no indication that the government intentionally sought 

to bypass the "reasonable ground II provision. If there was 

a violation of the regulation, it was either inadvertent 

or due to an inadequate understanding of the regulation. 

That the letter dealt with the possibility that Choate 

might be under indictment tends to show good faith on the 

government's part regarding constitutionally sensitive 

matters. Second, it is not clear that the regulation 

was violated. The government letter stated clearly the 

nature of the crime under investigation and the general 

situation. Why could this not count as a specification 

of reasonable grounds? The only thing lacking is a dis-

closure to postal authorities of investigative leads and 

information already uncovered. The danger of disclosing 

such matters to postal authorities regarding an ongoing 

investigation is obvious. Such disclosure would be necessary 

to meet the constitutional requirement relating to applications 

for search warrants, that is, that the government must not 

merely assert that it has probable cause, but must intro-

duce concrete facts .from which a "neutral magistrate" could 

draw his own 4 1- • 

1 · ~)J conc US1.on. Yet there is nothing in the 

1965 amendment to indicate that Congress meant to apply 

Fourth Amendment standards to mail cover authorizations. 

The Postal Service does not interpret its own regulation 

45k 
that way. It would be implausible to thi.nk that Congress 

and the Postal Service so completely misunderstood each 

45jspinelli v. United States, 393 UeS. 410 (1969). 

4Skunited States v. Leonard, 524 F.2d 1076, 1088 (2d 
Cir.1975). 
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other. That Senator Long introduced a bill which would 

have applied Fourth Amendmen.t standards, yet finally acceI?ted 

the amendment, may indicate only that he got the best com

promise he could. 

It is implausible to think that the "reasonable 

grounds" provision was meant to incorporate something like 

a Spinelli requirement. That would require postal officials 

to play the role of judged passing on questions of probable 

cause. Did Congress assume that postal officials have ade

quate knowledge of the criminal law· .. .: would act like 

"neutral magistrates?1I If that is the effect Congress wanted, 

why did it not simply require judicial approval for mail 

covers? 

There is also no indication that Congress intended 

that suppression would be required for violation of the 

regulation. The amendment says nothing about suppression. 

The amendment says nothing about suppression .. The most 

plausible reading of the amendment is that it represents 

an inter-agency check on the use of mail covers designed 

to insure that proper records of requests were made and that 

the power of authorization was limited to responsible 

officials. 

1126H Finally, even assuming I implausibly, tha't Congress 

intended suppression as a remedy for violations of the a 

amendment, the government may well have met the test laid 

down by the Supre,'ne Court in Giordano and Chavez. Assume 

that the IIreasonable grounds" provision was central to the 

legislative scheme. Since the government violation was not 
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intentional, one may ask the second Giordano question: 

Was the purpose of the "reasonable grounds" provision satis-

fied despite the violation? Was not the purpose of the pro-

vision met if the government in fact had reasonable grounds 

for requesting the mail cover? The letter the government 

actually sent does constitute a record which shows the 

general contours of suspected criminal activity. Were a 

question raised about the propriety of that request, the 

government would have to show that, prior to making the request, 

it had reasonable grounds relating to that particular crimi-

nal activity. In other words, the letter serves to make 

specific what the government would have to show and provides 

Congress and the courts with a record. Since postal offi-

cials cannot reasonably be expected to make quasi-judicial 

evaluations (in light of Spinelli-type requirements) or 

government mail cover requests, the government's having 

reasonable grounds and being able to show that it had 

them should satisfy any purpose within effective reach of 

the regulation. 

1r26I This same argument tends to show that the 

government did not violate the regulation at all. If making 

a full disclosure of the particular facts constituting 

reasonable grounds could serve no purpose under the regula-

tion, there is little reason to suppose that it requires 

such disclosure. The court in Choate did not even consider 

the question of whether the government in fact had reasonable 

grounds for requesting the mail cover. That the government 

agent who wrote the letter the words !lit is felt that" does 
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not show that reasonable grounds did not exist. Government 

statements and affidavits used to initiate investigative 

procedures should be judged in a commonsense and realistic 

f h " 451 as lone 

The court in Choate also based its suppression 

decision on constitutional grounds: Themail cover 

violated defendant's "reasonable expectation of privacy" 

45m under Katz V. United States. The court rejects prior 

prior cases (discussed and cited at ~24-5 supra) upholding 

the warrantless use of mail covers because they were de-

ciede without the benefit of the Katz holding or because 

th " I" t" f K t "d 45n elr app lca lon 0 ~ was lna equate. 

1126K The court does try to distinguish Leona~d on 

the ground that in that case the mail cover was on incoming 

international mail. In Leonard, the Second Circuit, per 

Judge Friendly, thought that there was no reasonable ex-

pectation of privacy with respect to the outside of inter-

national mail especailly since such mail is subject to 

customs inspection. In Choate, although the government 

request was predicated on tracing the defendant's narcotics 

source in South America, the incriminating evidence which 

led to his indictment for tax evasion derived from interstate 

maLI:. 450 The court then states that general searches are 

451United States v. Ventresca, 380 U.S. 102,108 (1965); 
United States v. Harris, 403 U.S. 573, 579 (1971). 

45m389 U.S. 347 (1967). 

45n Choate, supra at 267. 

450 Choate, supra at 268 note 12. 

.; 
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regarded as inherently unreasonable. 45p This, of course, 

begs the question at issue: Aremail covers searches at 

all within the meaning of the Fourth Amendment? 

~26L The court refers to a recent case which held that 

opening first class international mail was a search and 

required a warrant. 45q Presumably, the Choate court referred 

to Ramsey to show that the law may be changing even with 

regard to mail covers related to customs inspections. In 

Ramsey, the decision was squarely based on ·the ground tht 

the opening of first class mail without a warrant would 

routinely reveal the contents of private communications to 

government authorities. This brings First Amendment rights 

into play in that such practice might tend to chill the 

exercise of those rights even though the government procedure 

was not to read the mail. No overriding government interest 

was shown to justify the possible interference with the 

First Amendment freedoms especially since requiring a 

warrant for opening incoming mail would not unduly hinder 

the government's attempts to detect contraband. The court in 

Ramsey listed a number of procedures that could be employed 

without a warrant in order to establish the probable cause 

necessary to secure a warrant: noting the size of the letter, 

the country of origin, unusual or suspicious address or return 

address, an unusual number of letters sent from or to the 

same address in a short period of time; x-ray examination; 

45QUnited States v. Ramsey, 538 F.2d 415 (D.C. eire 1976), 
cert. granted, 97 S.Ct. 56 (1976). 
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feeling the letter from the outside; sniffing of t.he letter 

45r by trained dogs. Obviously, the D.C. Circuit did not 

feel that mail covers required a warrant. 

~126M In Leonard, one fact relied on by the court in 

unholding mail covers was the serious problem caused by the 

use of foreign bank accounts to evade income taxes ~ In light 

of the government's legitimate interest in preventing tax 

evasion, Judge Friendly found that the mail cover was 

reasonable under the circumstances. 45s The Choate court, 

however, found that the government had no interest which 

would sustain the mail cover on the defendant.
45t 

It is 

hard to un4erstand how prevention of tax evasion may justify 

a warantless mail cover, but prevention of the large-scale 

smuggling of illegal narcotics will not. 

The Choate court attempts to give a direct 

constitutional argument that warran-tless mail covers 

violate a person r S '.reasonable expectation of privacy. The 

court cited united States v. United States District court,45u 

for the propositions that (1) the dangers of administratively 

ordered seraches in the absence of judicial warrant have long 

been recognizea, and (2) that those charged with investi

gative and prosecutorial duty should not be the sole judge 

------------------------------------~J .~J --------__ . __________________ ___ 
45rId • at 421 note 8. 

45SLeonard, supra at 1087. 

45t Choate, supra at 270. 

45U407 U. S. 297 (1972). 
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of when to utilize constitutionally sensitive means in pursuing 

their tasks. 45v Although true, both these contentions beg crucial 

questionsin the present context. Aremail covers .. seaL'ches" 

and are they "constitutionally sensitive means R ? 

Does the Choate court have a substantive argument 

that warrantless mail covers violate one's reasonable 

expectation of privacy? It due~. 

It cannot be denied that a reasonable person's 
expectation of privacy with regard to return 
addresses on mail is a somewhat limited one. He 
understands that this information is necessary to 
postal operations and will be examined and uti
lized in order to route items when the name and 
address of the addressee is incorrect, absent, 
or illegible. But the disclosure mandated by these 
circumstances is not broad or for all purposes: 
a reasonable person still expects (1) that the 
information contained in the return address will 
only be used for postal purposes, and (2) that it 
will be utilized only in a mechanical fashion 
without any records being kept. The recording 
and disclosure to non-postal authroities for nOh
postal purposes that results from a mail cover 
extends far beyond these narrow bounds. 45w 

This argument is not sound, legally or otherwise. The court 

is clearly interpreting the phrase 'reasonable expectation 

of privacy' to mean that a reasonable person could 

rationally believe or predict that the relevant information, 

here return addresses, will not in fact become known to law 

enforcement agencies. Precisely the same thing can be said, 

a fortiori, about a person's bank records (checks and deposit 

slips). Given the relevant probabilities, a person can 

rationally believe that such information will not be made 

45v 
Choate, supra at 270. 



known to law enforcement agencies. But this cannot be, 

under current law, what is meant by a 'reasonable expectation 

of privacy.' The Supreme Court has flatly held that a person 

ha~ no legitimate expectation of privacy regarding bank 

records because they are not "private papers" or "confidential 

't' ,,45x communlca lons. Return address inscriptions on the out-

side of envelopes are in no sense cO~'ifidential communications. 

What the reasonable expectation or privacy test 

under Katz means is not a function of what a person expects 

will remain undisclosed, though this is a factor to take 

into consideration in applying the'test. Rather, the test 

turns on what a person may reasonably expect to have kept 

private, i.e., turns on what ought to be kept private.. The 

test implies a balancing between the constitutional interest 

in keeping private information of a certain kind and quality 

and legitimate government interests in controlling crime 

When the balance is tipped in favor of the first interest, 

then by definition, one has a reasonable expectation of 

privacy regarding the kind of information in question. Given 

the Supreme Court's holding in Miller, there is no constitutional 

ground for the view.that mail covers violate reasonable 

expectations of privacy.45y 

45xUnited States v. Miller, 425 U.S. 435 (1976). 

45YCf. Fisher v. united States, 425 U.S. 391 (1976). 
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'lB. 27 

D. Unreasonable searches of automohiles: A significant 
consti tutional distincti'on 

Although Katz stated that the Fourth Amendment 

protects persons rather than places from unreasonable searches 

and seizures, the Supreme Court has also recognized over the 

years a significant constitutional distinction between the 

search of an automobile and the search of a dwelling. In 

9arroll v. united States,46 federal agents sought to introduce 

evidence of contraband liquor seized in the warrantless 

search of an automobile. After surveying the historical 

development of the Fourth Amendment, the Court concluded that 

a car might be searched without a warrant in circumstances 

,which would not otherwise justify a i,varrantless search of an 

individual's horne: 

We have made a somewhat extended reference to 
these statutes to show that the guaranty of freedom 
from unreasonable searches and seizures by the Fourth 
Amendment has been construed, practically since the 
beginning of the Government, as recognizing a necessary 
difference between a search of a store, d'ivelling house 
or other structure in respect of which a proper official 
warrant readily may be obtained, and a search of a ship, 
motor boat, wagon or automobile, for contraband goods, 
where it is not practicable to secure a warrant because 
the vehicle can be quickly moved out of the locality 
or jurisdiction in which the warrant must be sought. 47 

An automobile's mobility does not, however, justify the 

warrantless search of every vehicle driven on a public road: 

It would be intolerable and unreasonable if a 
prohibition agent were authorized to stop every 
automobile on the chance of finding liquor and thus 

46 267 D.S. 132 {1925}. 

47Id . at 153. 
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subject all persons lawfully using the highways to 
the inconvenience and indignity of such a search. 48 

The court in Carroll justified the warrantless search, on 

the existence of probable cause: 

The measure of legality of such a seizure is, 
therefore, that the seizing officer shall have 
reasonable or probable cause for believing that the 
automobile which he stops and seizes has contraband 
liquor therein which is being illegally transported. 49 

Carroll remains good law. It was reaffirmed in 

Brinegar v. united states,50 Dyke v. Taylor Implement Mfg. 

Co.,51 and most recently, in Chambers v. Maroney.52 In 

Chambers, the occupants of an automobile were arrested and 

the vehicle taken to the police station, where it was 

searched without a warrant, producing incriminating evidence. 

Although the police had sufficient time to obtain a warrant 

for the search of the car follm-ling the defendant I s arrest, 

the court found that the vehicle, 

could have been searched on the spot when it was stopped 
since there was probable cause to search and it was 
a fleeting target for a search. The probable-cause 
factor still obtained at the station house and so 
did the mobility of the car unless the Fourth Amendment 
permi ts a \varrantless seizure of a car and the denial 
of its use to anyone until a warrant is secured. In 
that event there is little to choose in terms of 
practical consequences between an immediate search 
without a warrant and the car's immobilization until 

48 267 u.s. at 153-54. 

49 267 U.S. at 155-56. 

50 388 u.s. 160 (1949) . 

51391 U.S. 216, 221 (1968) • 

52 399 u.s. 42 (1970) • 
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a warrant is obtained. The same consequences may not 
follmV' where there is unforeseeable cause to search 
a house. 53 

The court added in a footnote: 

It was not unreasonable in this case to'take the 
car to the station house. All occupants in the car ' 
were arrested in a dark parking lot in the middle of 
the night. A careful search at that point was 
impractical and perhaps not safe for the officers, 
and it would serve the o'V'mer' s convenience and the 
safety of his car to have the vehicle and the keys 
together at the station house. 54 

The court observed that, 

if an effective search is to be made at any time, 
either the search must be mad.e immediately without 
a warrant or the car itself must be seized and held 
without a warrant for whatever period is necessary 
to obtain a warrant for the search. 55 

The court then added in a footnote: 

Following the car until a warrant can be obtained 
seems an imprac"tical alternative since, among other 
things, the car may be taken out of the jurisd;i.ctic·n. 
Tracing the car and searching it hours or days later 
would of course permit instruments or fruits of crime 
to be removed from the car before the search. 56 

If an automobile is being used in the perpetration of a 

crime (e.g., getaway car or transportation for contraband, 

etc.) and if police have probable cause to searc~ it, Chambers 

authorizes law enforcement officials to conduct an immediate 

search of the vehicle without obtaining judicial approval .. 

531d . at 52i accord, Texas v. White, 423 u.s. 67, (1975) 
(per curIam), reh. denied, 423 U.S. 1081 (1976) 

54 Id • at 52, n.10. 

55Id . at 51. 

56Id. at 51, n.9. 
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even though the car could be effect~vely immob~l~zed until 

a search warrant was procured. 

A warrantless search is, however, ,permispible only 

if the police have probable cause to s(~arch and the vehicl~ 

is a "fleeting target." For example, in coolidge'V: New 

Hampshire, the defendant was arrested at his home for a 

murder. Two vehicles parked in his driveway were subsequently 

searched without a valid warrant. Asserting that the mere 

existence of probable cause did not furnish a sufficient 

basis for the warrantless search, the Court co~cluded that 

the Carroll-Chambers "automobile exception" was inapplicable: 
-~ " . 

As we said in Chambers, ..• "exigent circumstances" 
justify the warrantless search of "an automobile 
stopped on the highway," where there is probable 
cause, because the car is "movable, the occupants are 
alerted, and the car's contents may never be found 
again if a warrant must be obtained." "[T]he 
opportunity to search is fleet.ing ••• " (emphasis 
supplied). 

When the police arrived at the [defendant'p] house 
to arrest him, two 'officers were sent to guard the 
back door while the main party approached from the 
front. [The defendant] was arrested inside the house, 
without resistance of any kind on his part, after he 
had voluntarily admitted the officers at both fr.ont 
and back doors. There was nO,way in which he could 
conceivably have gained access to the automobile after 
the police arrived on his property •.• 

The word "automobile ll is not a talisman in whose 
presence the Fourth Amendment fades away and disappears. 
And surely there is nothing in this case to invoke 
the meaning and purpose of the rule of Carro'll v. 
Uni'ted States--no alerted criminal bent on flight, no 

," . fleeting opportunitYq on an open~highway after a 
hazardous chase, no contraband or stolen goods or 
weapons, no confederates waiting to move the evidence, 
not even the inconvenience of a special policedet~il 
to guard the immobilized automobile. In short, by no 
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possible stretch of the legal imagination can this be 
made into a case where "it is not practicable to secure 
a warrant," Carroll, ... and the "automobile 
exception," despite its label, is simply irrelevant. 57 

'IB.30 Finally the Supreme Court, in' Cardwell v. Lewis,58 

aCY~nowledges a distinction between the substantive invasion 

of an individual's privacy and the mere.identification of 

an automobile's physical characteristics. In a plurality 

opinion, the Court held that the testing of paint scrapings 

and tire tread was not a search subject to the warrant 

requirement. The Court did refer to the existence of probable 

cause for the examination, which may not always be present 

in a "bumper beeper" investigation. Nevertheless, the 

Court's conclusion that the physical identification of a 

motor vehicle is not a search removes such an investigation 

from the FOl.,rth Amendment. Pointing up privacy, as 

opposed to property interests, the plurality noted that a 

motor vehicle is not usually a residence, but rather a means 

of transportation and its occupants and contents are exposed 

to plain view. 59 

57 403 U.S. at 460-62 (footnote omitted). 

58 417 U.S. 583 (1974) [plurality opinion]. 

59The Supreme Court in Cady v. Dombrowski, 413 U.S. 433 
(1973) also noted the greater degree of routine police
citizen contact involving automobiles, i.e., the broad 
regulation of motor vehicles, traffic, and the frequency 
of automobile disability and accidents. This extensive, 
non-criminal contact with automobiles brings police in 
"plain view" of cO'ntraband, evider..ce, and fruits and 
instrumentalities of crime and under such circumstances 
renders warrantless searches appropriate. In United' S'i:.a'tes 
v. Ware, 457 F.2d 828 (7th Cir.), (continues) 
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E. Suggested 'Fourth Amendment an'alys'is of electronic 
tracking 'devic'es: 'A sUrnrriary 

'fB.31 As noted above, the Fourth Amendment protects an 

individual from unreasonable searches and seizures when the 

person has an actual expectation of privacy which is 

recognized by society as reasonable. 60 .An analysis of 

electronic tracking devices in light of this twofold test 

reveals that the warrantless installq.tion of an electronic 

tracking device should not be considered an unreasonable 

search within the scope of the Fourth Amendment. 

1fB.32 Law enforcement officials use electronic tracking 

devices to enhance visual surveillance of a ,motor vehicle. 

It is well established that surveillance of an automobile 

using a sufficient number of skilled police officers does 

not violate the suspect's constitutional rights. A person 

who knowingly exposes his movements upon a public road 

lacks a reasonable expectation of privacy.61 society is 

generally not willing to subordinate the public interest 

in law enforcement to the individual's subjective expectation 

59 (continued) cert. denied, 409 u.S. 888 (1972) the p::>lice 
checked the confidential vehicle identification number stamped on 
the frame of an autorrobile thought to be stolen. Even though the 
examination requires scme degree of physical intrusion intO the ~, i. e. , 
opening the door or lifting the hood, the court assert:ei "that this was not 
actually a search, but a mere check on the identification of an auto
nobile . • . II Id. at 830. Similarly, location on a public way should 
not receive special protection. Accord, Dm ted States v. Sherriff, 546 
F.2d 604 (5th Cir. 1977). 

6°Katzv. United States, 389 U.S. 347, 36i (1967) (Harlan, J., concurring). 

61Id. at 351-52. Cf. Johnson v. United'S~tesl 367 A.2d 1316 (D.C. 
Ct. App. 1977) (decision to place a car under surveillance does not invoke 
Fourth Amen&nent standards; there is no invasion of constitutionally 
protected privacy in observing what is visible for all to see). 
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of privacy concerning visual surveillance augmented by 

mechanical aids. It is only when electronic devices are 

used to intercept the substance of a conversation tha-c 

society is willing to give recognition to the individual's 

expectation of privacy. 

'IB.33 Electronic tracking devices do not, how~ver, reveal 

the substantive content of conversations. There is no need 

to place them under special rules. Congress, for example, 

did not subject the "bumper beeper" to the strict limitations 

of Title III. 62 Electronic tracking devices monitor only a 

physical characteristic of the individual, i.e., motion and 

location. United States v. Dionisio indicates that if only 

a physical characteristic of an individual, rather than the 

substantive contents of a conversation, are obtained through 

the use of electronic devices, the Supreme Court 'will be 

unwilling to recognize as reasonable an expectation of privacy. 

Electronic tracking devices, voice exemplars, and mail 

covers are all evidence-gathering devices, but since none of 

t,hese investigatory tools reveals the substantive contents 

of an individual's communications, their use would not be 

deemed a search within the Fourth Amendment. Such tracking 

devices are no more intrusive than the use of high powered 

62 
~. ReE- No. 1097, 90th Cong., 2d Sess. 90 (1968): 

Paragraph (4) defines 'intercept' to include the aural 
acquisition of the contents of any wire or oral 
communication by an electronic, mechanical, or other 
device. Other forms of surveillance are not \vithin the 
proposed legislation. 
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binoculars, searchlights, airplanes, or helicopters. Since 

electronic tracking devices merely augment constitutionally 

acceptable surveillance techniques, there is no apparent 

rationale for concluding that the use of such devices renders 

otherwise permissible searches unconstitutional: 
, 

If such surveillance without such technology is not 
a "search" within the Fourth Amendment, there is no 
reason to hold otherwise, where such technology is 
present, unless civil liberties are somehow seen to 
call for inherently inefficient police work; 
inefficiency itself ought not be the goal of 
limitations in this field. Such a proposition would( 
for example, if pressed to limits of its logic, argue 
that a blind policeman would be better for civil 
liberties than a sighted policeman, not because he II 

could not see where he ought not look, but because he 
could not see at all. Freedom rests in measured police 
power, not hobbled police work. 63 

III. Recent Decisions Analyzing Electronic Tracking Devices 

'IB.34 Several recent decisions directly address the 

question of whether the warrantless installation of an 

electronic tracking device (ETD) in motor vehicles constitutes 

an unreasonable search within the Fourth Amendment. The 

Fifth Circuit, in United States v. Holmes, initially held 

that the warrantless use of a "bumper beeper" violates the 

Fourth Amendment; a rehearing en banc resulted in the 

the decision being undisturbed by a divided court; 

In Holmes p state police attached an electronic 

6.3Elec·tronic ,S urVe"i'J.'l'ance',' Report' 'o'f', :the, ,Na't'i'ol1'al 
Commission 'for ·the 'Review~:o'f"F"edera'1',:a·nd'"S·ta·t'e' Laws Re'l'a'ting 
to Wiretapping and Elec't'ronic -Su'rv'ei"l'lance 205-06 (concurring 
remarks) ~ , 
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tracking dev:lce to a van owned by a person who had agreed 

to sell an undercover agent 300 pounds of marijuana. The 

agents did not secure a search warrant. Two days Inter, 
-

airborne narcotic-agents followed the transmitting signal 

to a shed which housed 1,200 pounds of marijuana and arrested 

several people. At trial, the defendants argued, inter alia, 

that the installation of the "bumper beeper" constituted an 

unlawful search. The district judge concluded that the use 

of the beeper constituted an illegal search because the 

agents failed to obtain a search warrant prior to installing 

the electronic tracking device. 

The Fifth Circuit affirmed the decision, stating 

that the installation of the electronic tracking device 

constituted a search within the Fourth Amendment since the 

purpose of the beeper was "to unearth evidence of crime and 

the identity of associates in crime for criminal 

prosecution. 

The court also asserted that the warrantless use 

of the IIbumper beeper" violated the defendant's reasonable 

expectation of privacy. Nevertheless, a more recent Fifth 

Circuit decision, United States v. perez,65 indicates a 

possible shift in the court's attitude. In Perez, a tracking 

device was installed in a television set bartered for drugs. 

The Fourth Amendment issue was not presented on appeal and 

64 521 F.2d at 864. 

65 526 F.2d 859 (5th Cir. 1976~ cert. denied (1976). 
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the court indicated that it "need not at .this time solve the 

riddle of whether an electronic 'bug' installed in the 

television found in {defendant's] car at the time of his 

arrest ..• constituted a search within the strictures 

of the Fcurth Amendment. 11
6 6 The court, however, took the 

opportunity to hold that the defendant had no reasonable 

expectation that the television would be "cleansed of any 

device designed to uncover the tainted transaction or 

identify the parties. ,,67 

In United states v. Martyniuk, a suspected drug 

dealer ordered two large drums of caffeine from a chemical 

company. Government agents learned of the order and placed 

an electronic tracking device in one of the drums wi i;:.hout 

securing a prior court order. Although the defendan:t drOVE! 

IIcircuitously" after picking the order up, federal agents 

in an airplane were able to follow him to a garage. Pursuant 

to a court order, a second electronic tracking device was 

installed in a pickup truck parked in the garage. When the 

second "beeper" malfunctioned, the agents obtained another 

court order to repair or replac~ the device. The defendant, 

66Id. at 862-63. 

67 Id . at. 863. The court did., however, distinguish the 
case from Holmes. It noted the lack of probable cause in 
Holmes which was present in' Perez. 

Additionally, unlike Holmes where the bug was put on 
the defendant~s vehicle then in the constructive 

, possession of the defendant, the "bug" here was 
insta.lled while the TV was in the rightful possession 
of the government agents. 'Id. at 863. 
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who was subsequently prosecuted for possession of narcotics, 

argued that the warrantless installation of the electronic 

tracking device in the drum of caffeine constituted a search 

in derogation of his reasonable expectation of privacy. 

The government maintained, inter a'lia, 1) that the in

stallation of the "beeper" did not constitute either a 

search or seizure, and 2} that the defendant had no reasonable 

expectation of privacy while traveling on a public road. 

The court summarily concluded that the installation of 

the electrnoic tracking device constituted a search since 

it aided the agents in discovering "evidence and instrumen

talities of crime which would incriminate [the defendant] .,,68 

The court did recognize that the "beeper" merely augmented 

visual surveillance, "which is not proscribed by the 

Fourth Amendment" and that the use of the electronic 

tracking device was not comparable to the electronic 

d .. 69 1 d d eaves ropp~ng ~n Katz. Nevertheless, it conc u e that 

a person could entertain a reasonable expectation of privacy 

concerning his movement and location: 

68 395 F. SUppa at 44. 

69The court stated: 

I do not equate the uninvited shadower in this 
instance with the "uninvited ear" described in 
wiretapping and "bugging" cases. The Supreme 
Court decisions dealing with the use of electronic 
surveillance have all involved the interception 
of conversations. Any surreptitious listening 
to the privately spoken word invades an area in 
which we have an extraordinary expectation of 
privacy. Id. at 44. 
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Not only criminals take steps to ensure that they are 
not followed. People conceal the location of their 
personal property for legitimate purposes. The beeper 
makes this impossible. While Ithe defendant's] 
expectation of privacy may seem minimal when compared 
to that expected in private conversations, it is 
nevertheless real. I will not allow the government 
to ride roughshod over that right. The implanting of 
the beeper infringed an expectation of privacy protected 
by the ~ourth Amendment. 70 , . 

'IB.39 The court identified three significant factors: 

1. the Fourth Ame'ndment' s protection against 
unreasonable searches and seizures should be 
liberally construed;71 

2. the government's admittedly contradictory position 
that a \\iarrant was not necessary for the initial 
electronic tracking device notwithstanding the 
fact that judicial approval was sought for the 
other two "beepersll; and ' 

3. the absence of any "exigent circumstances 11 that 
would have prevented the agents from obtaining 
a search warrant. 72 

'IB.40 Both Holmes and Nartyni1.lk concluded that the 

agents would not have been able to obtain the same evidence 

without the tracking device. It can be argued, however, 

that several hundred skilled agents reinforced by airborne 

patrols might have been able to maintain constant visual 

surveillance without the "bumper beeper," albeit at,a 

prohibitively high cost. It is difficult to see how the 

suspect's constitutional right to privacy would be better 

protected if one hundred skilled officers trailed him, 

7.0Id. 

71citing Boyd v. Uni'ted sta'tes( 116 u.s. 616 (1886). 

72 
395 F. Supp. at 43. 
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instead of one agent equ~pl?ed with electronic tracking 

equipment. 

Both Holmes and Martyriiuk recognize that unaided 

visual surveillance is not proscribed by the Fourth 

Amendment. 73 There are two differences between the use of 

an electronic tracking device and unaided visual surveillance: 

1. a suspect is much less likely to detect surveillance 
which utilizes a "bumper beeper"; 

2. the electronic tracking device is considerably 
more efficient given the limited resources of most 
police forces. 

'IB.42 The Holmes decision is partially attributable to 

its reliance upon the "trespass doctrine. 1I Instead of 

comparing the use of an electronic tracking device to police 

surveillance by several experienced officers, the Holmes 

court decided that: 

[t]here appears to be slight if any difference between 
installing a beacon on the underside of a car and hiding 
an agent in the trunk who signals the location of the 
car by radio. 73a 

As discussed earlier, Katz abandoned the "physical trespass" 

doctrine in favor of a "reasonable expectation of privacy" 

test for determining whether a search was within the 

parameters of the Fourth Amendment. 

1fB.43 Holmes's equating the electronic tracking device 

with an unauthorized wiretap was rejected in Martyniuk. 

An electronic tracking device conveys information comparable 

73 521 F.2d at 866; 395 F. Supp. at 44. 

73a521 F.2d at 865 note 11. 
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to that obtained by voice exemplars. I~ an ind~vidual's 

location and movement are not deemed const~tutionally 

protected when hundreds of skilled agents and airborne 

patrols equipped with gyrostabilized binoculars and 

searchlights follow an individual, why should the rule be 

different for electronic tracking device surveillance? 

1[B.44 Both Holmes and Martyniuk also failed to consider 

the worthlessness of any procured search warrants if the 

van or drum were to be driven out of the local court's 

jurisdiction. Neither cases looked to the Supreme Court's 

resolution of a similar problem in Carroll and Chambers. 

Nei ther Bolmes nor J('l.artyniuk directed attention toward the 

demonstrably lower constitutional protection traditionally 
, '. 

"' accorded vehicles fu'1d other mobile objects. Consequently, 

it is suggested that a more complete analysis might have 

yielded different results. 74 

IV. Court Order to Install Electronic Tracking Devices 

,B.4S These materials argue that the use of electronic 

tracking devices does not constitute a search within the 

meaning of the Fourth Amendment. There should be no requirement 

therefore, that law enforcement officials obtain a warrant, 

74For other recent cases, see Uni·ted States v.' Frazier, 
19 Crim. L. Reptr. 2372 (8th July 16, 197;;6) (upheld as 
emergency); United Sta'tes v.' Hu'f'ford, 19 Crim~ L. Reptr. 2446 
(9th July 26, 1976) (upheld no expectation of privacy); 
United States v.' Emery, 20 Crim. L. Reptr. 2044 (1st Cir. 
Sept. 24, 1976) (upheld). 
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for example, under Rule 41 of the Federal Rules of Criminal 

Procedure. 75 An investigating officer may, however, secure 

a judicial order76 sanctioning the use of a "bumper beeper, II 

authorized under Rule 57{b) .77 Although such a sanction is 

not constitutionally mandated, it may be a useful defense 

should the party under surveillance institute a civil suit 

against the investigating officer. 78 

11B.46 If the analysis of these materials were accepted 

the court order would not have to be based on a showing 

of probable cause. Nevertheless, such an order, issued by 

a detached and independent magistrate, would lend greater 

legitimacy to the investigatory technique. 

11B. 4 7 Although a court order might be desirable for these 

reasons, it should not, as discussed above, be necessary. 

It must be emphasized, too, that a da.nger exists that, should 

investigating officers establish a policy of obtaining prior 

judicial approval, -c.he courts might then hold them to that 

75Fed• R. Crim. P. 41. 

76 See Osborn v. United States, 385 u.s. 323 (1966). 

77Fed . R. Crim. P. 57(b): 

If no procedure is specifically prescribed'by rule, 
the, :court may proceed in any lawful manner not 
inconsistent with these rules or with any applicable 
statute. 

78W. Prosser, LaW ~f Torts §25 (4th ed. 1971). For 
cases dealing with good faith defenses' see Bivens v. Six 
Unknown Agents, 456 F.2d 1339,1347 (2d.Cir. 1972); Jones 
v. Perrigan, 459 F.2d 81 (6th Cir. 1972); Hi'll v. Rowland, 
474 F.2d 137"4 (4th Cir. 1973). 
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policy.79 The officer might effectively circumvent this 

pitfall by asserting, when called upon to justify this 

investigatory technique, that no prior judicial authorization 

was required, but that he took the additional precaution 

of securing the court order to protect himself from tort 

liability. 

11B. 48 Finally, the extra-jurisdictional effect of a court 

order authorizing the installation of an electronic tracking 

device must be considered since it is likely that the 

monitored motor vehicle will occasionally be driven out of 

the issuing court's jurisdiction. Since the issuing court 

will probably be a court of limited jurisdiction1 the 

electronic tracking device order will have no effect outside 

of the court's jurisdiction. The monitoring agents will be 

required, absent special circumstances, to obtain a new 

court order in each jurisdiction through which the vehicle 

passes. It could be argued that removal of the electronic 

tracking device from the local jurisdiction, in which an 

order had been issued, constitutes "exigent circumstances ll 

in 'Vlhich it would not be necessary to obtain a court order. 

For example, driving the monitored vehicle out of the 

79 In united States v. Martyniuk, 395 F. Supp. at 44, 
the court asserted: 

The government adva%ces contradictory 
positions. They contend that placing the 
beeper in the drum was not a search, nar,.did· it 
invade any expectation of privacy. However, the 
government sought court approval t.o install the 
second and third beepers. 
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jurisdiction is comparable to police officers chasing a 

fleeing felOll out of the jurisdiction of ·their commission 

as officers. 80 Moreover, since the basic constitutional 

purpose of securing a warrant, l.e., a determination of 

proba.ble cause made by a neutral and detached magistrate, 

would have\ been satisfied in the jurisdiction which initially 

issued the court order, no constitutional infirmities can 

be perceived in such an "exigent circumstances" analysis. 

'148A As indicated by several recent cases, the law 

concerning ETD's remains uncertain. Some courts continue 

to hold that attaching a beeper to the exterior of a car 

or plane constitutes a search in Fourth .Amendment terms. 80a 

Others reject the view that mere exterior attachment 

constitutes a "search.,,80b These courts rely on the Supreme 

CourL's holding in Cardwell v. Lewis that a warrantless 

examination of a car's exterior was not unreasonable under 

the Fourth Amendment. 80c There is general agreement, how-

ever, that placing a beeper inside a vehicle or opening a 

closed package over which the suspect has constructive or 

actual possession constitutes a "search.,,80d 

ROCf • United S~tates v." BishoPr 530 F.2d 1156 (5th Cir. 
(1976) '9.ert. denied' (1976) . 

80a Holmes, supra at 865-6; United States v. Bobisink, 415 
F. Supp. 1334, 1336 (D. Mass. 1976). 

80bUnited States v. Pretzinger, 542 F.2d 517, 520 (9th Cir. 
1976); United States v. Frazier, 538 F.2d 1322,1326 (8th 
Cir. 1976). 

80°417 U.S. 583, 592 (1974) (discussed supra at '130). 

8"~ 
.,..aUnited Sta'b~s v. Hufford, 539 F.2d 32, 34 (9th Cir. 1976); 

United States v. Emery, 541 F.2d 887, 888 (1st Cir. 1976); 
united States V. French, 414 F. SUppa 300, 803 (W.li. Okla. 
1976). 
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Warrantless use of beepers has been sustained 

by applying tradintional exceptions to the Fourth Amendment 

warrant requirement. Where a package has been opened by 

customs agents and a beeper inserted, the "border search" 

t ' h d 't 11 ' t 8 Oe Wh excep lon as excuse a pre1.ns a a t1.on war ran • .ere 

a beeper has been placed into a container or object before 

its delivery to the su'spect, the conse~t exception has been 

applied .. 80f Warrantless installation has also been upheld 

where e:l{igent circumstances fO:i'~closed the opportunity to 

secure prior judicial approval. 80g 

80h 
Huffor~, the court upheld warrantless 

monitoring of beepers attached to cars on the ground that 

one ha~3 no reasonable expectation of privacy while driving 

bI ' d h ' ,80i h d . h on pu ·1.C roa s. T e court 1.n Fraz1.er, reac e ~ e same 

conclusion. The court in Hufford also found persuasive the 

argument (discussed supra at '132, 40) that ETD's merely 

serve to augment visual surveillance. 

There is also a divergence of opinion regarding 

the installation and monitoring of beepers in packages and 

other items. On the one hand, it is asserted that a citizen 

80e Emery I supra at 888-89: French, supra at 803. 

80fHufford, supra at 34. Contra, Bobisink, supra 
at 1338 note 5. 

8ogFrench. supra:at 804: Frazier~ supra at 1324-25. 

80h .. " 
Supra at 33-34. 

80i Supra at 1324. Cf. Johnson v. United St~tes; 
367 A.2d 1316 (D.C. ct. App.~1~97~7~)~.~~~~~~~--~~ 
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may reasonably assume that what he buys will not contain 

80' 
an "electronic spy," J and that a seller of an item cannot 

wai~e the purchaser's rights by consenting to the beeper's 

installation. 80k In response, other 60urts have asserted 

th h ., , t f t b d 801 , t at a purc aser or rec~p~en 0 con ra an, or ~ ems 

used in criminal activity, 80m does not have the right to expect 

that his activities will remain concealed from electronic 

d t t ' 80n e ec ~on. 

1148E A recent case involved use of a device somewhat 

800 different from a beeper. The device, known as a trans-

ponder or "blipper," generates a special coded radar signal 

which appears on radar screens as a "blip" distinctly 

different from ordinary radar blips. One very useful 

property of the device is that its signal ,.,ill show up on 

a radar screen even when the plan carrying it is flying 

below radar cover. In Smith, police and DEA agents persuaded 

the owner of the plane to install the device without the 

defendant's knowledge. This occurred after the plane had 

BOjB b' , k o ~sJ.n , supra at 1338. 

80k1d . note 5. 

801 
French, supra at 803-04. 

80~nited states v. Perez, 536 F.2d 859, 863 (5th Cir. 
1976) • 

80nFOr a fuller discussion of these cases see generally, 
Carr, "Electronic Beepers," Search and Seizure Law Report, 
vol. 4, no. 4, 1-4 (April 1977). These comments are based 
directly on that discUssion. 

800people v. Smith, 21 Crim. L. Rptr. 2078 (Cal. ct. 
App. Feb. 28, 1977). 
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been rented to the defendant. The court held that the 

\varrantless installation of the transponder violated the 

defendant's Fourth Amendment rights. The court stated: 

~148F 

While the owner did unlock the aircraft and install 
the transponder for the police, the fact remains 
that the airplane was rented to the defendant 
Smith and was under his possession and control 
when the transponder was installed. Clearly the 
owner had no authority to install the device for 
the police. Moreover, since the officers were 
aware of the rental agreement, the good faith 
mistake rule cannot apply here. 80p 

One useful approach in analyzing Fourth Amendment 

problems regarding beepers is that taken above in paragraphs 

260 and 26P. For example, consider thB monitoring of beepers 

attached to a car. The beeper does indirectly give agents 

information about part of what the driver of the car is 

thinking. As G te monitors the progress of a car over public 

roads, the inference is inescapable that the driver is 

thinking things like: "turn left here," "stop here," "get 

on to highway 56 hiere," etc. This is the only kind of 

information which the beeper by itself will give. This sort 

of information represents a very limited ~form or access to 

the thoughts of the individual and is quite far from the 

"confidential communications" referred to by the Supreme 

Court in Miller. If so, this would seem to be a clear 

case in which the Katz's balance tips in favor of legitimate 

law enforcement interests, especially since unaided visual 

surveillance on pUblic roads has not traditio:n.all:r b00n, , ;"" 

subject to the full panoply of Fourth Amendment protections. 

80PId. at 2078-79. 
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2) PEN REGISTERS AND IN-PROGRESS TRACES 

Summary 

'IB.49 A pen register logs outgoing numbers dialed from a 

particula~ telephone; an in-progress trace identifies the 

numbers from which incoming calls originate. The use of 

the pen register or the in-progress trace does not appear to 

be constrained by the First, Fourth, or Fifth 

Amendments. Litigation has dealt almoflt exclusively with 

the pen register. The pen register is not subject to 

Title III. Similarly, the trend of recent cases is to find 

47 U.S.C §605 inapplicable to pen registers. Judicial 

authority for these investigative devices may be obtained 

in one of three ways: 

1. an order, analogous to a search warrant, supported 

by probable cause (possibly accompanied py an 

order compelling telephone company cooperation) ; 

2. an order not based on probable cause (probably 

not accompanied by an order compelling telephone 

co-operation), even though a search-warrant-like 

order is not required; 

3. a grand jury subpoena, not based on probable cause, 

even if a search-warrant-like order is required. 

I. The Device 

~jB. 50 A pen register logs numbers dialed from a 
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particular telephone. 8l Attached to a given telephone line t 

usually at a central office, the pen register records on a 

paper tape dashes equal in number to the number dialed. The 

numbers from which incoming calls originate are not 

identified. The pen register does not indicate whether 

the call is completed or the receiver answered and. neither 

records nor monitors conversations. A Touch Tone decoder, 

a device analogous to the pen register, is used for touch 

telephones and prints out the number in arabic numerals, 

rather than as a series of dashes. 82 In the normal course 

of telephone company business, the pen register is employed 

to determine whether a home phone is being used to conduct· 

a business,83 to check for a defective dial,84 to check 

for overbilling,85 or to document wire fraud violations. 86 

The pen register is also used wi thin the. context of al'i· ongoing 

criminal surveillance, in which the monitoring is performed 

without the consent or knowledge of either the telephone 

8lunited States v. Giordano, 416 U.S. 505, 549 n.l (1974) 
(Powell, J., concurring in part, dissenting in part). 

82united States v. Focarile, 340 F. Supp. 1033, 1039-40 
(D. Md. 1972), aff'd sub nom. United States v. Giordano, 
469 F.2d 522, 473 F.2d 90~th Cir. 1973), aff'd, 416 U.S. 
505 (1974) Idescription of TR-12 Touch Tone Decoder]. 

83Schmukler v. Ohio-Bell Tel. Co., 66 Ohio L. Abs. 213, 
116 N.E.2d 819 (Common Pleas, Cayahoga Co. 1953). 

84United States v. Dote, 371 F.2u 176, lsf (7th Cir. 1966). 

85Id . 

86united States v. 
[use of "blue box"]. 

Cleggf~.509 F~2d 605 (5th Cir. 1975) 
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subscriber or the intended recipient of the telephone call. 

In this context, however, the use of the pen register has 

engendered considerable controversy and, unfortunately, 

needless confusion. 87 Questions concerning the pen register 

are answered in different ways by different courts or are 

often not answered at all. 

An in-progress trace complements the pen register 

and identifies the nurnbers from which incoming calls 

originate. 88 The trace is often used in tracking down the 

source of annoying or obscene telephone calls. 89 The device, 

however, like the pen register, is also useful in electronic 

surveillance. 90 Litigation over the use of in-progress 

traces, unlike the pen register, is scant. Reflecting the 

similarity of the intrusions, treatment of these devices will 

probably be similar. 

II. Is a Court Oyde~.Necessary to Authorize a Pen Register? 

A. Federal Constitutional Constraints 

'IB.52 The relation of the per. register to search and 

87National Commission for the Review of Federal and 
State Laws Relating to Wiretapping and Electronic Surveillance, 
Report on Electronic Surveillance 120 (1976). 

88state v. Hibbs, 123 N.J. Super, 152, 301 A.2d 789 
(Mercer Co. 1972), aff'd, 123 N.J. Super. 124, 301 A.2d 775 
(App. Div. 1973). 

89 Id .: see also, State v. Vogt, 130 N.J. Super. 465, 
327 A.2d 672----rApp. Div. 1974). 

90See In :r.-e In-Progress Trace, 138 N.J. Super, 404, . 
351 A.2d 356 (J\.pp.Div. 1975). 
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seizure within the Fourth Amendment is unsettled in the 

courts. 91 For the most part, courts only state that the pen 

register is not a general search and seizure. 92 

~IB. 53 An analysis of existing precedent supports the 

conclusion, however, that the use of a pen register does 

not constitute a "search and seizure" of which the phone 

subscriber may complain. The following arguments may be 

made in support of this ,proposition. 

First, 'as a threshold matter, it is necessary to 

show standing to raise the Fourth Amendment issues. The 

rights guaranteed by the Amendment are personal and a 

defendant must show that his rights were invaded before a 

court will permit him to present the question for decision. 93 

By analogy to the recent cases involving bank reco'rds (94 the 

pen register tapes appear to be the property of the telephone 

company and not of the subscriber. A typical defendant, 

therefore, 'will be without standing to complain. 95 

Second, the Fourth Amendment protects the 

information that a reasonable and prudent man would consider 

9lsee united States v. Giordano, 416 U.S. 505, 554 n.4 
(1974) [dissenting opinion of four Jestices] • 

92See, e.g., In re Alperen, 355 F. SUppa 372, 374-75 
(D. Mas8.T, aIT'd, .478 F. 2d 194 (1st Cir. ],973); United 
States v. Lanza, 341 F. SUppa 405, 421 (D. Fl? .. 1972t. 

" '~:: 

93 
See Wong Sun v. United states..,.37;L., U.S. 471 (1963). 

94united States v. Miller., 425 U.S. 435 (1976); 
California Bankers Assln v. Shultz, 416 U.S. 21 (1974). 

95But cf. Mancusi v. DefortE!l 392 U.S~ 364 (1968). 

173 



to be hidden from the public~ The proper standard with 

which to measure the pen register under the Fourth Amendment 

requires, not only that there be an actual expectation of 

privacy on the part of the telephone subscriber, hut also a 

showing that the expectation is one which is recognized by 

society as reasonable. 96 

A strong argument can be made that: there is no 

reasonable expectation of privacy with respect to the dial 

pulses detected and recorded by the telephone co~pany. In 

placing a call, a telephone subscriber uses equipment owned 

by the telephone company and voluntarily exposes the dial 

pulses to the company and its employees. Consequently, it 

is unreasonable for a subscriber to assume that his call, 

passing through the telephone system, will remain a secret 

from the telephone company.97 Once this is accepted, it is 

clear that based on the concept of "shared privacy" there 

can be no further reasonable expectation that law enforcement 

authorities will not learn of the call from the telephone 

compaI1.y. 

[The Supreme] Court has held repeatedly that the 
Fourth Amendment does not prohibit the obtaining of: 
information revealed to a third party and conveyed 

96United States v. White, 401 U.S. 745 (1971) [plutality 
opinion]; Katz v. United States, 389 U.S. 347, 361 (1967) 
(Harlan, J--. concurring) . . 

97See united States v. Bax~er, 492 F.2d ISO, 167 (9th 
Cir. 19m, cert. denied, 416 U.S. 94Q· (1974) i United Stat.es 
v. Gallo, 123 F.2d 229, 231 (2d Cir. 1941); DiP1azza v. 
United States, 415 F.2d 99, 103-04 (6th Cir.1969), -cert. 
denied, 402 U.S. 949 (1971) ~ 
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by him to government authorities, even if the 
information is revealed on the assumption that it 
will be used only for a limited purpose and the 
confidenc~8placed in the third party will not be 
betrayed. 

Thus, under a "shared privacy analysis," if the telephone 

company reveals the information, with or without legal 

process, the subscriber cannot complai~.99 

~rB. 57 It is also well settled that toll call records 

are not wi thin the scope of reasol1abl'3 expectation of 

privacy.lOO There seems to be no valid distinction between 

the expectations associated with local calls and those 

calls that cross the local billing zone. The majority of 

subscribers probably do not know the boundaries of their 

"local call" zone. ConsequentlYr there should be no more 

privacy associated with long distance than with local calls. 

,rB.58 It is, moreover, not cIGar whether the dial 

pulses are "seized" by the pen register. The Fou.rth 

Amendment is held not to bar the oper.ation of a mail cover 

98united States v. Miller, 425 U.S~'435, 436 (1976); 
see Hoffa v. United States, 385 u.s. 293, 302...,,03 (1966) i 
LoPez v. United States, 373 U.S. 427, 438-39 (1963). But see 
Burrows v. Superior Court, 13 Cal. 3d 238, 118'Cal. Rptr! 166, 
529 P.2d 590 {1974) [bank voluntarily relinquis~ing deposit \\~\l 
records violates privacy]. ~ 

99In United States v. Matlock, 415 u.s. 164~ 171, note 
7 (19 74), the Supreme Cour,',1: explained that thE? re) .. ai.:ionship 
or authority required to jhstify a third"'party cOIlsent 
search is a ,"IO,utual use of; the property by persons( 
genet'ally ha.ving joint acdess o~· control for most 
purposes... ".§,~ also, Frazier v. Cupp, 394 U.s. "731, 
740 (1969). 

100See Baxter and DiPia3za cases in note 97 supl.~a.\ 
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when no substantial delay in delivery is involved. lOl By 

analogy, just as mail passes through the postman's hands 

as he copies the inform~tion written on the envelopes, the 

pen register and in-progress trace have no delaying effect 

on the dial pulses as they pass through the device. 

~IB. 59 other commonly encountered constitutional 

objections are not present with respect to the pen register. 

There is no violation of the Fifth Amendment privilege 

against compulsory self-incrimination because there is no 

cumpulsion upon a subscriber to dial. l02 Similarly, a claim 

that the pen register has a "chilling effect" upon the 

exercise of First Amendment freedom of speech is insufficient 

to bar the use of the device. A proper First Amendment 

examination entails a balancing of interests that must 

necessarily be performed on a case by Gase basis, and it 

is only partly dependant upon the investigative technique 

involvEld. It is doubtful, therefore, that the pen register 

would be held to constitute a restraint per se on ]~"irst 

Amendment freedoms. l03 Moreover, in a criminal law 

lOlLustiger v. United States, 386 F.2d 132, 139 (9th Cir. 
1967), cert. denied, 390 U.S. 951 (1968); United States v. 
Leonard;-524 F.2d 1076 (2nd Cir. 1975) cert. denied, 426 U.S. 
922 (1976) [mechanically assisted mail cover upheld) . 

102see Olmstead v. United States, 277 U.S. 438, 462 
(1928); §tate v. Holliday, 169 N.W.2d 768, 772 (Iowa 1969); 
Fisher v. United States, 425 U.S. 391 (1976); Hoffa v. 
United States, 385 U.S. 293, 303-04 (1966). 

103See Laird v. ~latum, 408 U. S. 1 (19 71) ~ Donohue v. 
Duling, 330 F. Supp. 308 (E.D. Va. 1971), aff'd, 465 ~'.2d 
196 (4th Cir. 1912). 
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enforcement context, the pen register is used without the 

actual knowledge of the te1ephone subscriber. The only 

ii chi1ling effect" possible would be attributable to a 

concern that there may be a pen register on the telephone. 

B. Statutory constraints 

1: Title III 

It is well-settled that Title 1II104 is not 

applicable to pen registers. 105 The reason most often 

given is that the device does not lIintercept" communications 

as that term is defined in the statu.~ce because there is no 

"aural acquisition of [the] contents of any wire or oral 

communication. 11106 The legislative history supports this 

conclusion: "The proposed legislation is ;not designed to 

prevent the tracing of phone calls. The use of a 'pen 

register,~ for example would be permissible. 11107 

1fB.61 A pen register used concurrently with a wiretap, 

however, 15 subject to Title III.I08 In this situation 

l04public' Law 90-351, 82 Stat. 197, 18 U.S.C. §§2510-20 
(1970) . 

105see ,' e.g., United States v. Giordano,' 416 U.S. 505, 
553 (197~[dissenting opinion of four Justices]; United 
States v. Illinois Bell Telephone Co., 531 F.2d 809, 811-12 
(7th Cir. 1976); United States v. Falcone, 505 F.2d 478 
(3d Cir. 1974), cert. denied, 420 U.S. 955 (1975); United 
states v. Brick, 502 F.2d 219, 223 (8th Cir. 1974). 

10618 U.S.C. §2510(4) (1970). 

107s • Rep. No. 1097, 90th Cong., 2d Sess. 90 (1968). 

108see , e.g., Korman v. United States, 486 F.2d 926 
(7th Cir:-r97~In re Alperen, 355 F. su:pp. 372 (D. Mass.) 
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judicial authorization for the pen register is necessary. 

Nevertheless, at least the Third Circuit holds that "an 

order permitting interception under Title III for a wiretap 

provides sufficient authorization for the use of a pen 

register, and no separate order for the latter is 

necessary. ,,109 It should be easy enough to incorporate 

a request for authorizati(.n of the pen register into the 

application for the accompanying wiretap. 

2. Section 605 

VB.62 In essence, section 605110 provides that, except 

as authorized by Title III, "no person" involved in receiving 

or transmitting interstate or foreign communications by wire 

or radio may reveal the "existence" or "substance" of that 

communication except upon "demand of ••. lawful authority" 

or in certain other limited instances. The confusion in 

in the case law on the pen register under section 605 may 

be briefly summarized: 

108 (continued) united States v. Lanza, 341 F. SUppa 
405, 422 (M.D. Fla. 1972); see also United States v. Focarile, 
340 F. Supp. 1033 (D. Md. 1972)~f'd sub nom. United States 
v. Giordano, 469 F. 2d 522, 473 P.2d 906 (4th Cir. 1973), 
aff'd, 416 U.S. 505 (1974) [TR-12 Touch Tone decoder governed 
by Title III if used contemporaneously or subsequently with 
a sound transducer which converts the dial pulses into 
audible clicks. 

109 . ( Unlted States v. Falcone, 505 F.2d 478, 482 3d Cir. 
1974), cert. denied, 420 U.S. 955 (1975). Accord, Commonwealth 
v. Vitello, .... Mass ..... , 327 N.E.2d 819, 850 (1975) 

110 47 U.S.C. §605 (1970). 
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1. Supreme Court---United States v. Giordano: lll 
.1mecause a pen register device is not subject to the 
provisions of Title III, the permissibility of its use by 
law enforcement authorities depends entirely on compliance 
wi th the consti tu·t.ional requirements of the Fourth Amendment." 
The opinion goes on to indicate in a footnote: 

The Government suggents that the use of a pen 
register may not constitute a search within the 
meaning of the Fourth Amendment. I need not address 
this question, for in my view the constitutional 
guarantee, assuming its applicability, was satisfied 
in this case. 112 

2. Third Circuit -- United States v. Falcone: 113 pen 
registers are not within section 605 after 1968. 

3. Fifth Circuit--United States v. Clegg:
114

pen 
registef probably not within section 605; united States v. 
Lanza,15 (dictum): pen register probably not within section 
605 after 1968. 

4. Sixth Circuit --United States v. caplan: 116 pen 
register violat.es section 605; I.R.S. summons also held 
insufficient for disclosure of pen register tapes and would 
require a search warrant or grand jury subpoena. But see 
DiPiazza v. United States: 117 Internal Revenue Service 
investigative summons held sufficient for disclosure of toll 
records if involved'with potential, civil liability. 

5. Seventh Circuit --United States v. Finn: 118 pen 
register violates section 605; search warrant is ,
sufficient "lawful authority." See also Korman v. United 

111416 U.S. 505, 553-54 (1974) (A; co."",,..,4- ing 
\ ........ -I.o~.....:;J'-.a.oL"'" opinion) • 

112Id . at 554 n.4. 

113505 F.2d 478 (3d Cir. 1974), cert. denied, 420 U.S. 
955 (1975) • 

114509 F~2d 605, 611 (5th Cir. 1975) . 

115
341 F. Supp. 405, 422 (M.D. Fla. 1972) [dictuml. 

116255 F. Supp. 805 (E. D. Mich. 1966) • 

117 415 F.2d 99 (6th Cir. 1969), cert. denied, 402 u.S. 
949 (1971) • 

118502 F.2d 938 (7th Cir. 1974) . 
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states;119 United States v. Dote. 120 

6. Eighth Circuit~- United States v. Brick:
12l 

pen 
register not controlled by section 605. 

7. Ninth Circuit-- United States v. King: 122 pen 
register violates section 605; a search warrant under Rule 
41 is sufficient. (Request by special agent of united states 
Customs Agency Service also held sufficient for disclosure 
of toll records under section 605.) 

8. State Law-- (a) Commonwealth v. Coviello: 123 pen 
register violates section 605 without warrant; (b) People v. 
Fusco :124 pen register along with wiretap permissible; 
(c) Commonwealth v. Stehley:125 use of pen register not 
prohibited by state wiretap statute; (d) Bixler v. Hille: 126 

(same) . 

~B.63 The inconsistency in these holdings is readily 

apparent. A close examination of the statute and its 

legislative history permits, however, the conclusion that 

the use of the pen register. should not be constrained by 

section 605. 

The pen register, unlike conventional electronic 

surveillance, does not divulge the existence of a 

communication. It records only a subscriber's efforts to 

119 486 F.2d 926 (7th Cir. 1973). 

12°371 F.2d 176 (7th Cir. 1966). Note that Dote was 
overruled in part by Korman, supra note 119 at 931-32 n.ll. 

121502 F.2d 219, 224 (8th Cir. 1974). 

122 335 F. Supp. 523 (S.D. Cal. 1971), aff'd in part, 
rev'd in part ~ other grounds, 478 F.2d 494 (9thCir:-T973). 

123362 Mass, 722, 291 N.E.2d 416 (1973). 

12475 Misc.2d 981, 348 N.Y.S.2d 858 (Nassau Co. Ct.1973). 

125 235 Pa. Super. 150, 338 A.2d 686 (1975). 

126 80 Wash.2d 668, 497 P.2d 594 (1972). 
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establish a cornmunication. 127 Its use should not, therefore, 

be governed by section 60S, which limits the interception of 

"communications." 

,[B.65 The legislative history of the 1968 amendment of 

section 605 clearly indicates, moreover, a congressional 
. 

intent to eliminate the influence of pre-1968 case law on 

wiretaps and pen registers under section 605: 

This [new] section is not intended merely to be a 
reenactment of section 605. The new provision is 
intended as a substitute. The regulation of the 
interception of wire or oral conununications in the 128 
future is to be governed by. proposed [Title III] •••• 

Thus, as amended in 1968, t.he sole subject of section 605 

is radio communication. 

Finally, the section regulates the conduct 

of communications personnel only: "'Person' [within section 

605] does not include a law enforcement officer acting in 

. ,,129 
the normal course of his dut~es. It should not, therefore, 

include a telephone company employee acting as an agent of 

the government. 

11B. 67 Even assuming that the pen register is within 

l27compare United States v. Dote, 37l F.2d 176 (7thCir. 
1966, with Bixler v. Hille, 80 Wash~ 2d 668, 497 P.2d 594 
(1972):-8ee Note, "The Legal Constraints Upon the Use of 
the Pen Register as a Law Enforcement Tool," 60 Cornell L. 
Ref. 1028, 1039-41 (1975); In re In-Progress Trace, 138 
N.J. Super. 404, 412, 351 A.2d 356, 364 (App. Div. 1975). 

128s . Rep. No. 1097, 90th Cong., 2d Sessa 107 (196f). 
See also United States v. Hall, 488 F.2d 193, 195 (9th 
Cir. 1973y-:-' 

129S . Rep. No. 1097, 90th Cong., 2d Sess~ 108 (1968). 
Compare Nardone v. United Statell 302 U.s. 378, 381 (1937). 
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section 605, the "demand of lawful authority" exception 

need not necessarily be limited to subpoenas, summonses, or 

search warrants. There is no reason to exclude an official 

request of a police officer involved in a legitimate criminal 

investigation. 130 

III. Can a Court Order be Obtained to Authorize a Pen 
Register? 

'IB. 6 8 A lavl enforcement officer may seek an order 

authorizing the pen register either because he believes the 

law (Fourth Amendment, statute, etc.,) requires it or because 

he desires to reduce the likelihood of success of a subsequent 

challenge (civilly or on a motion to suppress) to his use 

of the device. 

A. Jurisdiction of the court 

,[B.69 To issue an order, the court must have jurisdiction. 

The Seventh Circuit recently stated that the federal district 

courts, despite the absence of express statutory authority, 

have inherent power to issue an order authorizing the Den 

. t 131 regl.s era (A contrary holding would, if such an order 

130See United states v. King, 335 F. Supp. 523, 534 
(S.D. Cal. 1971), aff'd in part, rev'd in part on other 
grounds, 478 F.2d 494 (9th Cir. 1973). 

131united States v. Illinois Bell Telephone Co., 531 
F.2d 809, 813, 814 (7th Cir. 1976). But see Application of 
United States, 407 F. Supp. 398 (W.D. Mo.-r976) (Oliver, J.). 
There is a fatal flav' in a key element of the court J s opinion 
in In Re Application in reference to Title III and the pen 
register. The court's position is apparently based, in major 
part, on the assumption that a law review article, Blakey 
and Hancock, "A proposed Electronic (continues) 
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were required, effectively eliminate the use of the. pen 

register outside of Title III, which does provide for orders 

authorizing pen registers accompanying wiretaps.) 

'fB.70 The court's inherent power with respect to pen 

register orders may be supported by an analogy to ~he 

inherent powers of a court, recognized fox' cenJcuries, to 

issue search warrants 132 or cont8mpt orders. 133 Similarly, 

the United States Supreme Court has not hesit..:.ated in upholding 

the power of a court to fashion orde:r:s authorizing the 

seizure of evidence in other than traditional ways.134 

131 (continued) Surveillance eontrol Act," 43 Notre 
Dame Law. 657, 662 n.lO (1968), was the origin of a 
particularly crucial passage in S. Rep. No. 1097, 90th Cong., 
2d Sess. 90 (1968), dealing with congressional intent. 
The Committee Report, however, was ordered to be printed in 
April 1968, while the article was not published until June 
1968. The explanation of the "but see" footnote appearing 
in 60 Cornell L. Ref. at 1035 n.44 to which the court refers, 
is correct. For other examples of the same citation teChnique, 
See S. Rep. No. 1097, 90th Cong., 2d Sess. 100, 108 (1967), 
indicating that the common-law rule of State v. Wallace, 
162 N.C. 622, 78 S.E. 1 (1913) [conversation overheard by 
surveillance loses privilege], was set aside by 18 u.s.e 
§2517(4) [privilege retained even if overheard] and that the 
statutory construction of United States v. Sugden, 226 F.2d 
281 (9th Cir. 1955), aff'd per curiam, 351 U.S. 916 (1956) 
[law enforcement officer "person" \llithin §606], or 47 U.S.C. 
§605 Was not to obtain under the substitute section 605 
[law enforcement officer not a person within. §605]. 

132Cf. Entick v. Carrington, 95 Eng. Rep. 807 (K.B. 
1765) (dicta). 

133See Fisher v. ~, 336 u.s. ISS, 159 (1949}. 

134see , ~, united states v~ Dionisio, 410 U.S. 1 
(1973) [identifying physical characteristic obtained by 
grand jury subpoena]; Osborn v. United States, 385 U.S. 323 
(1966) [warrant for one-part-conient surveillance sustain~d]. 
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B. Procedural mechanism 

~B.7l Once the court's jurisdiction is recognized, the 

problem of fitting the pen register order within established 

procedural mechanisms, however, still remains. Rule 41 of 

the Federal Rules of Criminal Procedure, for example, which 

describes the federal procedure of issuing search warrants, 

is limited to a search for and seizure of "tangible" property. 

'fB.72 Further, a traditional search warrant as 

authori7.ation of a pen register may be of doubtful utility. 

Rule 4l(d) requires prompt return of the search warrant 

accompanied by a \,lri tten inventory of any property taken, 

and Rule 4l{c) establishes a ten-day time limit for execution 

of the warrant itself. Although several cases indicate that 

the return and inventory requirements are ministerial and 

that any inadvertent failure does not invalidate the warrant,135 

at least one court has held that the proper sanction for a 

conscious disregard of a similar inventory requirement in 

Title III is suppression of evidence so obtained. 136 Thus, 

by analogy to the wiretap statute, the effective lifetime 

of a pen register operated pursuant toa search warrant 

appears to be ten days, after which the surveillance must be 

disclosed. Unlike Title III, Rule 41 on its face makes no 

provision for an order of postponement of the inventory 

l35 See , e.g., United states v. Hooper, 320 F. SUppa 
507 (D. Tenn. 1969), aff'd, 438 F.2d 968 (6th Cir.), cert. 
denied, 400 U.s. 929 (1970). -

136 . d S Un~te tates v. Eastman, 465 F.2d 1057 (3d Cir.1972). 
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requirement. Such an order might be within the court's 

discretion under Federal Rule of Criminal Procedure 57(b), 

which allows the court to fashion new rules not inconsistent 

with the other rules. A question then arises as to whether 

postponement is truly consistent with Rule 41. Similar 

problems would, no doubt, arise under state legislation 

dealing with traditional forms of search and seizure~ 

~IB. 73 Alternatively, Rule 57(b) may allow the court 

to fashion an order in its entirety, analogous to the search 

warrant, thereby avoiding the problems of Rule 41. 

Ix the Fourth Amendment is held applicable to pen 

registers, contrary to the analysis of these materials, a 

judicial order under either Rule 41 or 57{b) based upon 

probable cause will be required. If the Amendme~lt is not 

applicable, such an order should still be available' (Lt 

the government wishes voluntarily to accept the more 

restrictive requirements of probable cause).137 

If the pen register is not subject to the Fourth 

Amendment, however, the government should be able to obtain 

an order under Rule 57(b) authorizing the device without 

establishing probable cause. The court, in effect, is merely 

determining the legitimacy of the government's intended 

use of the pen register. Such an order would undoubtedly 

be of benefit to law enforcement authorities in subsequent 

~----

137See In re In-Progress Trace, 138 N.J. Super. 404, -- . 
413, 351 A.2d 356, 366 (App. Div. 1975). 
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civil litigation,should it arise,by according the officer a 

per se good faith defense. 138 

IV. Is a Collateral Order Available to Compel Telephone 
Company Cooperation? 

,[B.76 Even if a court order authori;7.:ing the pen register 

is obtained, the telephone company may still refuse to 

cooperate. AT&T apparently "recommended" to its subsidiaries 

that they refrain from participation in pen register 

installation "effected outside the safeguards of the federal 

wil?etap statutes. lIl39 This attitude may reflect a fear of 

civil liability (possibly based upon a breach of a telephone 

subscriber's contract) or criminal liability (possibly based 

upon 47 U.S.C. §§50l, 605 [1970]). Thus, as a result of 

the specialized knowledge and skills required to connect 

and operate the device, an order compelling the company to 

assist is usually helpful. 

According to a recent Seventh Circuit decision, 

the Federal All Writs Act, 28 U.S.C. §165l (1970), authorizes 

a district court to issue an order directing the telephone 

company to provide facilities.r services, and technical 

l38W. Prosser, Law of Torts §25 (4th ed. 1971). See 
also Bivens v. Six Unknown Agents, 456 F.2d 1339 (2d Cir. 
1972) [good faith 'defense], on remand from, Bivens v. Six 
Unknown Named Agents, 403 U.S. 388 (1971); accord, Jones 
v. Perrigan, 459 F.2d 81 (6th Cir. 1972); Hill v. Rowland, 
474 F.2d 1374 (4th Cir. 1973). --

l39 In re.Joyce, 506 F.2d 373, 375 (5th Cir. 1975). 
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assistance. 140 The court stated that "[t]he authority to 

compel the cooperation of the telephone company is in a sense 

concomitant of the power to authorize the installation of 

a pen register, for without the former, the latter would be 

worthless.,,141 The court noted that. such an order would be 

a complete defense in any criminal or ~ivil suit. 142 

An order to compel the telephone company to 

cooperate may be, however, ancillary only to an order 

authorizing the pen register that is based on probable 

cause. Requiring compliance with an order based on less 

than probable cause would accord law enforcement authorities 

a power, in effect, to subpoena the telephone company. 

Traditionally, the prosecutor, acting alone, has no such 

power in conducting investigations, and it is probable that 

the courts would refuse to create such pO'iver through case 

law. 

140United States v. Illinois Bell Telephone Co., 531 F.2d 
809,814 (7th Cir. 1976). Accord, Southwestern Bell Tel. 
CO. v. United States, 546 F.2d 243 (8th Cir. 1976); Contra, 
In re APplication of the United States, 538 F.2d 956 (wd 
Cir. 1976). The issue is now before the Supreme Court of 
the United States. In re Application of the united States 
538 F.2d 956 (2d Cir. 1976), cert. granted sub nom. 
United States v. New York Tel. Co., 45 U.S.L.W. 3508 (Jan. 
25,1977). 

141Id . 

142Id . at 814-15. 
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'IB.79 The Second Circuit, however, disagrees. In In re 

Application,143 it held that it was an abuse of discretion 

to issue an order requiring phone company assistance and 

called for remedial legislation. It ~lso felt pen registers 

should be based on probable cause. 

'IB.80 In areas other than the Second Circuit in place 

of an order authorizing the pen register and an order 

compelling cooperation, the prosecution, when assisting a 

grand jury investigation, may also be able to use a grand 

jury subpoena to require the telephone company to install 

and maintain a pen register .14 4 ThE.~ standards for the 

issuance of a grand jury subpoenas are well established, 

requiring only "the court's determinat.ion that the 

investigation is authorized by Congress, is for a purpose 

Congress can order, and the documents sought are relevant 

to the inquiry.,,145 

14319 Crim L. Reptr. 2370 (2d Cir. August 4, 1976). 

l44In re In-Progress Trace, 138 N.J. Super. 404, 407-08, 
351 A.2d 356 , 359-60 (App. Div. 1975). 

1450klahoma Press Pub'. Co. v. Wal·lin9'.t 327 U. S. 186, 
209 (1946). See Hale v. Henkel, 201 U.s. 43 (1906). 

This memorandum is based on a more complete discussion 
in Note, "The Legal Constraints Upon the USl:;. of the 
Pen Register a.s a Law Enforcement Tool," 60 Cornell 
Law Rev. 1028. (1975). 
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APPENDIX "e" - COURT ORDER ELECTRON.IC SURVEILLANCE 

1) AUTHORIZATION FOR A COURT ORDER 

Sununary --------------------------------------------'�C.l 

I. Introduction ---------------------------------tC.3 

II. Agents Authorized to Obtain Warrants ---------'IC. 7 

A. Giordano and Chavez ----------------------1IC. 7 

B. Vacancy in the Attorney General's 
Office -----------------------------------'C.ll 

c. St,ate Authorization Procedures -----------'IC.12 

III. Information Requirements ---------------------tC.15 

A. Crimes -----------------------------------'C.15 

B. Particularity as to Conversations 
Sought -----------------------------------tC.19 

C. Particularity as to Place ---.... -------------'rC.20 

D. Particularity as to Persons --------------'C.22 

E. Inadequacy of Investigative 
Alternatives -------------------------·----'rC. 26 

F. Period of Time Surveillance is 
to be Authorized -----------~-------------'C.30 

G. Prior Applications ---------------------,--'IC.32 

IV. Formal Requirements: Swearing, 
Signing, and Dating --------------------------tC.33 

V. What Court May Issue Warrants -----~·----------'IC. 34 

2) EXECUTION OF THE ORDER 

Sununary ------------....... ---- ..... -------------------------'rC. 35 

I. Minimization ---------------------------------'C.36 

A. Wha,t !~ay Be Intercepted? -----.... ·-----------'rC. 38 
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B. The Permissible Scope of 
Interception -----------------------------~C.40 

C . Privileges and Immunities ----------------'IC. 43 

D. Techniques ------------":"".,...~----~-----------"C. 46 ... -.-

II. Amendment ----""---------------------------------1'C.50 

A. New Crime ------------------.,..-:------------,'C. 51 

B. New Person -------------------------------'rC. 67 

III. Sealing --------------------------------------~C.73 

IV. Inventories ----------------------------------'C.76 

A. In General -------------------------------'[C.76 

B. Problems with the Service 
of Inventories ---------------------------'C.79 

1. Lengthy Postponements ----------------'jC.79 

2 • Late Service ------------------------·~·'rC. 81 

3. No Service ---------------------------'C.83 

4. Deliberate Failure to Serve ----------'C.85 

5. Persons Not Named in the Order -------1IC.86 

3) SAMPLE PROCEDURES FOR ELECTRONIC SURVEILLANCE 

lntroduct:i.on ---------------------------------------'IC. 89 

I. New York County (Manhattan): Rackets 
Bureau Manual Elec~ronic Eavesdropping -------'C.90 

II. Office of the Special Narcotics Prosecutor, 
New York City: Sample Instructions ~iven 
To Police Officer Monitoring Plant -----------tC.9l 

III. New Jersey: Instructions and Forms for 
Electronic Surveillance ----------------------'C.92 
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1) AUTHORIZATION FOR A COURT ORDER 

Summary 

~IC.l Law enforcement agencies may obtain a warrant 

allowing the use of electronic surveillancel to intercept 

certain conversations. This exception to the general 

prohibition against wiretapping and eavesdropping was 

designed to aid law enforcement agencies in the investigation 

of organized crime. The federal statute (Title III) sets 

minimum s,tandards for state statutes to meet. These statutes 

incorporate basic limitations on \'lho can apply for a 

surveillance order, on what can be investigate'd, on when 

and for what reasons approval can be granted, and on who 

can grant approval. Title III requires applications to be 

authorized by highly-placed, politically responsible 

officials; failure to obtain such approval may result in 

suppression of ev"i"dence Proper approval in fact is 

lAs used in these materials, the term electronic 
surveillance generally includes wiretapping and ~ugging. 
Wiretapping generally refers to the intercepticn(and< 
recording) of a communication transmitted over a wire 
from a telephone, without the consent of any of the 
participants. Bugging generally refers to the 
interception (and recording) of a communication 
transmitted orally, without the consent of any of the 
participants. [For other forms of surveillance, see 
Appendix "B", 1r,rB.l-B.80, supra.] The term consensual 
surveillance refers to the overhearing, and usually 
the recording, of a wire or oral commimication with 
the consent of one of the parties to the conversation. 
See also Appendix "A", ~!~!B.l-A.t.l3, supra. 

See Report of the National Commission for the Review of 
Federal and State Laws Relating to Wiretappin'g and Elec't:ronic 
Surveillance xiii (1976). 
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required; misidentification of the proper official is only 

a clerical matter if proper approval in fact exists. The 

federal statute's strict limitations on who may authorize 

applications do not pertain to the states. A state statute 

may authori~e the principal prosecuting attorney of the 
} 

state or of any political subdivision to authorize applications. 

Title III is explicit in describing the requirements 

for a valid application for, and an order authorizing, 

electronic surveillance. The application and order must 

describe the specific crime under investigation; electronic 

surveillance is authorized only for those crimes listed in 

the statute. They must also describe with "particularity" 

the conversations sought and the place or location of the 

facilities where the communications are to be intercepted. 

The persons whose communications are to be intercepted must 

also be identified. The applicat.ioIl must state that other 

investigative techniques have been tried and failed, or will 
\ 

fail, or be too dangerous, and the judge must determine the 

validity of this statement before authorizing the 

interception. The application and order must state the 

duration for which the interception is authorized t in no 

case to exceed thirty days without an extension. The order 

must also include a statement as to whether or not the 

interception will automatically terminate upon first 

obtaining the described communication. Finally, the 

application must include a description of all previous 

applications for electronic surveillance authorization 
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involving the same persons, facilities, or. places. Absence 

of any of the. information requirements, as well as a fa.ilure 

to comply with the formalities of swearing, signing, and 

dating, can lead to the suppression of evidence resulting 

from the electronic surveillance order. 

I. Introduction 

,rC.3 The unlted States Supreme Court redefined the 

constitutional premises for electronic suxveillance in two 

1967 cases, Katz v. United States2 and Berger v. New York. 3 

Katz placed electronic surveillance ,.,i thin the limits of the 

Fourth Amendment; the government could accordingly no longer 

use electronic surveillance to intrlide upon a person ~ s 

reasonable expectation of privacy without a warrant. Berger 

outlined the standards of particularity which such a warrant 

must meet under the.Fourth Amendment. Modern electronic 

surveillance statutes must, therefore, comply with these 

constitutional guidelines. 4 

The federal electronic surveillance statute 

prohibits all willful interception or use of wire. or oral 

2389 U.S. 347 (1967). 

3388 U.S. 41 (1967) 

4The courts hold electronic eavesdropping constitutional 
under federal and state constitutions. See, e.g., 
Commonwealth v. Vitello, Mass. , 327 N.E~819 (1976); 
United States v. Cirillo,~9 F.2~72 (2d Cir.), cert. 
denied, 419 U.S. 1056 (1974); State v.' Christy, 112 N.J. 
Super. 48, 270 A.2d 306 (ESsex County Crim. Ct. 1970); 
Wilson v. State, 343 A.2d 613 (Del. 1975). 
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communications,5 with certain designated exceptions. 6 

Exceptions relevant to law enforcement include interception 

made with the consent of one of the parties to the 

conversation7 and interception made pursuant to a valid 

electronic surveillance warrant. These materials will focus 

on the law governing 'I.'larrants. 

---------<.-------------------------------------------------------------
518 U.S.C.A. §§2510-20, as amended (Supp. 1976). Adopted 

as Title III of the Onmibus Crime Control and Safe Streets 
Act of 1968. See specifically §251l. [The statute shall be 
referred to as Title III in these materials.] 

6Exceptions not relevant to law enforcement are the 
communications carrier exception (18 D.S.C.A. §2511 (2) (a) (i), 
as amended [SUPPa 1976]) and the Federal Communications 
-Commission exception (§25ll(2) (b), as amended [SUppa 1976]). 
Another exception may exist in cases involving national 
security matters. The Supreme Court held that wiretapping 
of a domestic organization without prior judicial warrant was 
unconstitutional in United States v. United States District 
Court, 407 U.S. 297, 309 (1972). The Court specifically left 
open, however, the question of whether warrantless 
surveillance of agents of foreign powers, both within the 
Uni·ted States and abroad, is permitted by Title III. 

7U•S•C•A • §2511(2) (c) and (2) (d) I as amended (Supp. 1977). 

(c) It shall not be unlawful under this chapter for 
a pe~son acting under color of law to intercept a 
wir€/ or oral co:nununica tion I where su.ch person is a 
parf-y to the communication or one of the parties to 
the.'coIlUUunication has given prior consent to such 
interception. 

(d) It shall not be unlawful under this chapter for 
a person not acting under color of law to intercept 
a wire or oral communication where such person is a 
party to the communication and has given prior consent 
to such interception unless such communication is 
intercepted for the purpose of committing·any 
criminal or tortious act in violation of the 
Constitution or laws of the United States or of any 

·State or for the purpose of committing any other 
injurious act. 
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,rC.5 The procedures outlined in 'ritle III are designed 

to aid law enforcement agencies in combating organized crime. 

Sections 2516(1) and 2518 set out the procedures for obtaining 

court orders authorizing the electronic surveillance of 

persons committing certain designated offenses. Sections 

2516 (2) and 2518 establish minimum standards which all 

state statutes permitting court-ordered electronic 

surveillance must meet. The states may, however , establish 

more restrictive standards, These sections further specify 

that state law enforcement agencies may use court-ordered 

electronic surveillance only in those states enacting such 

legislation. Twenty-two states and the District of Columbia 

have approved statutory provisions in accordance \'lith these 

federal standards. S A law enforcement agency's failure to 

SThe jurisdictions and their respective statutes are: 

Ariz. Rev. Stat. Ann. §§13-1051 to 1061 (Supp. 1973), Colo. 
Ref. Stat. A-n. §§16-15-101 to -10~, lS-9-301 to -310 (1973); 
Conn. Gen. Stat. Ann. §§53a-lS7 to -189, 54-41a to 41s (Supp. 
1975); Del. Code Ann. Tit. 11, §§1335-36 (1974); D.C. Code 
Ann. §§23-541 to -556 (1973); Fla. Stat. Ann. §§934.01-.l0 
(Supp. 1975); Ga. Code Ann. §§26-3001 to -3010 (1972); Kan. 
Stat. Ann. §§22-2514 to -2519 (1974); Md. Ann. Code C.J. §§10 
-401 to -408 (1974); Mass. Gen. Laws Ann. ch. 272, §99 (Supp. 
1974); Minn. Stat. Ann. §§626A.Ol-.23 (Supp. 1975); Neb. Rev. 
stat. §§S6-701 to -707 (1971); Nev. Rev. Stat. §§179.410-.515, 
;WO.610-.690 (1973) i N.H. Rev. Stat. Ann. §§570-A:l to A:ll 
(1974); N.J. Stat. Ann. §§2A:156A-l to ~26 (1971); N.M. Stat. 
Ann. §§40A-12-1.1 to 1.10 (Supp. 1973); N.Y. Crim. Pro. Law 
§§700.05-.70 (McKinney 1971); Ore. Rev. Stat. §§133.723 to .727 
(1975) ; R.I. Gen. Laws Ann. §§12-5.1-1 to -16 (Supp. 1974); 
S.D. Compiled Laws Ann. §23-13A-l to -11 (Supp. 1974); Va. 
Code ll-.nn. §§19.2-66 to -70 (1976») Wash. Rev. Code Ann. 
§§99.73.030-.100 (Supp. 3.974); Wis. Stat. Ann. §§968.27-.33 
(Supp. 1975). 

[List compiled in Comment, "Post-Authorization Problems in the 
Use of Wiretaps: Minimization, Amendment,Sealing and 
Inventories, II 61 Cornell L. Rev. 92, 94 f n. 9 (1975).] 
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meet the federal and state standards enables the aggrieved 

person to suppress evidence obtained through the faulty 

6urveillance. 9 

1[C.6 Title III and the state statutes provide certain 

basic safeguards against unreasonable search and .seizure. 

by electronic surveillance: 

1. Only a court of competent jurisdiction may issue 

,the warran·ts, and then only for certain designated 

crimes; 

2. The warrant must state with particularity the 

conversation sought, the persons involved, the 

crimes being investigated, and the places or 

telephone involved; tb~~ application must also 

show probable cause, the inadequacy of conventional 

investigative techniques, and the feasibility of 

electronic surveillance under the circumstancesj' 

3. Only certain officers of selected law enforcement 

agencies may apply for such warrants;o 

4. The warrants remain in effect only for limited 

periods of time. 

II. Agents Authorized to Obtain Warrants 

A. Giordano and Chavez 

,[C.7 Congress restricted the power to obtain warrants 

to certain highly placed, politically responsible 

Q18 U.B.C.A. §§24l4, 2418 (10 (1970). 
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ff ' , 1 10 o ~c~a s. section 2516 of Title IJ;I provides.: 

The Attorney General [of the United States] or any 
Assistant Attorney General [of the United states] 
specially designated by the Attorney General may 
authorize an application to a Federal judge or competent 
jurisdiction for • . • an order authorizing or approving 
the interception of wire or oral communications by the 
Federal Bureau of Investigation, or a Federal agency 
having responsibility for the investigation of the 
offense to which the application is made .••• 11 

Similarly; 

The principal prosecuting attorney of any state or 
the principal prosecuting attorney of any political 
subd~vision thereof, if such attorney is authorized 
by a statute of that state to make application to 
a StatG court judge of competent jurisdiction for an 
order authorizing or approving the interception of wire 
or ora';L communication~" may apply to s,;ch judge, for 12 
. . . an order author~z~ng • • . such ~ntercept~on. . .. 

10This intent is clear in the legislative history. See 
S. Rep. No. 1097, 90th Cong., 2d Sess. 98-99 (1968). Thi-s-
limitation on the scope of the power to apply for an 
electronic surveillance warrant "centralizes in a publicly 
responsible official subject to th~ political process the 
formulation of law enforcement pol~cy on the use of 
electronic surveillance techniques." Id at 97. See also 
United States v. Giordano, 416 U.S. 50S-(1974). --- ----

1118 U.S.C.A. §2516 (I), as amended (Supp. 1976). 

1218 U.S.C.A. §2516 (s) (1970). N.Y. Crim. Pro. Law 
§700.10(1) (Supp. 1976) provides that: 

a justice may issue an eavesdropping warrant upon ex 
parte applicatiol'l of un applicant who is authorizedby 
law to investigate, prosecute; or participate in the 
prosecution of the particular designated offense which 
is the subject of the application. 

An "applicant" is deinfed as a: 

district attorney or the attorney general [or the 
State of New York] or if authorized by the attorney 
general, the deputy attorney general in charge of 'the 
organized crime task force. If a district attorney or 
the attorney general is actually absent or disabled, 
the term "applicant" (continues) 
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-----------------------------------------------------,-------

The questions of what officer must actually authorize the 

application, and what officer must in fact appear before 

the court to made the application, have been widely litigated. 13 

12 (continued) includes that person designated to 
act for him and perform his official function in and 
during his actual absence or disab.ility. Id. at 700.05 (5) • 

}lass. Gen. Laws Ann. ch. 272, §99 ch. 272, §99 (F) (1) (Supp. 
1977); grants the power to apply as follows; 

The attorney general, any assistant attorney general 
specially designated by the attorney general, any 
district attorney, or any assistant district attorney 
specially designated by the district attorney may apply 
ex parte to a judge of competent jurisdiction for a 
warrant to intercept wire or oral communication. 

This grant of po\Ver is wider than that mandated by .18 U.S.C.A. 
§2516(2). The Supreme Judicial Court upheld the 
constitutionality of the provision in COifLiiionwealth v·. Vit;elle r "'== 

l1ass. . ,327 N.E.2d 819, 838-39 (1975). The court cited 
a-statement in S. Rep. No. 1097, 90th Cong., 2d Sessa 98 (1968) 
that the issue of delegation would be a question of state law. 

N.J. Stat. Ann. §2A:156A-8, ~ amended N'ew Jersey statutes 
§2A:156A-8 (1975) provides: 

The Attorney General, a county prosecutor or the 
chairman of the State Commission of Investigation when 
authorized by a majority af t~e members of that commission 
or a person designated to act for such an official and 
to perform his duties in and during his actual absence 
or disability may authorize, in writing, an ~ parte 
application to a judge designated to receive the same 
for an order authorizing the interception of a wire or 
oral communication by the investigative or 1a", 
enforcement officers or agency having responsibility 
for an investigation. . . . 

13see ,e.g., United States v. Tortorello, 40 F.2d 764 
(2d Cir~ cerE. denied, 414 U.S. 866 -r1973); United States 
v. Ianelli, 339 F. SUppa 171 (W.D.Pa. 1972), motion for new 
trial denied without prejudice for claim under 28 U.S.C. 
2255, 18 Crim. L. Rptr. 2428 (3d Cir. Jan. 26, 1976»i 
United States v. King, 478 F.2d 494 (9th Cir.) I cart. denied, 
414 U.S. 846 (1973); State v. Cocuzza, 123 N.J. Super. 14, , 
301 A.2d 204 (Essex County Crim. Ct. 1973); People v. Fusco, 
75 Misc.2d 981,348 lLY.S.2d 858 (Nassau County Ct. 1973). 
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The Supreme Court t.ook up these questions in United States 

. d 14 v. Gloor ano. 

11C.8 In Giordano, the defendant moved to suppress 

evidence obtained under a wiretap order on the grounds that 

the Attorney General's executive assistant signed the order 

rather than the "Assistant Attorney General specially 

designated by the Attorney General,,15 named in the application. 

Neither the Attorney General nor any specially designated 

Assistant Attorney General reviewed the application. The 

district court-held that section 2516(1) meant what it said; 

applications were to be made by the designated individuals 

only, and authority to approve applications could not be 

delegated. 16 The Fourth Circuit affirmed,17 and the Supreme 

Court granted certiorari. 

1!C.9 The government contended in Giordano that this 

procedure did comply with Title III, and that even if the 

procedure was inconsistent with the statute, suppression was 

not required since there had been no constitutional violation. 

The first contention rested on 28 U.S.C. §509, which provides, 

inter alia, for delegation of the duties of the Attorney 

General to his staff. 18 The Court, however, found that 

14416 U.S. 505 (1974). 

1518 U.S.C.A. §2516 (1) ,a's' amended (Supp. 1976). 

16 340 F. SUppa 1033 (D.Md. 1972). 

17 469 F.2d 522 (4th Cir. 1972). 

18United States v. Giordano, 416 U.S. 505, 513-14 (1974). 
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Congress intended to make Title III an exception to section 

509;19 Title Ill's enumeration of empowered officials is 

thus exhaustive. The Court rejected the second contention 

also, holding tha~ "Congress intended to require suppression 

where there is failure to satisfy any of those statutory 
, 

requirements that directly and substantially implement 

the congressional intention to limit the use of intercept 

procedures to those situations clearly calling for the 

employment of this extra-ordinary investigative device. ,,20 

Applying this rule, the Court found.approval by the proper 

senior official in the Justice Department to be such an 

essential requirement,21 and held that its violation required 

suppression of the wiretap evidence. 

1[C.lO In a companion case to Giordano, United States v. 

Chavez,22 an application recited approval by an Assistant 

Attorney General, but was, in fact, approved by the Attorney 

General himself. The Court held that Title III merely 

required approval by a proper official, and that since the 

Attorney General was such an official the requisite approval 

was obtained. The error was a clerical matter: and did not 

19"Hearing on Wiretapping and Eavesdropping Legislation 
before the Subcommittee on Constitutional Rights of the 
Senate Committee on the Judiciary,H 87th Cong., 1st Sess. 
356 (1961). 

20United States v. Giordano, 416 u.s. 50S, 527 (1974). 

21 Id . at 527-28. 

22 416 u.s. 562 (1974). 
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effect the validity of the order. 23 Chavez, in short, holds 

that proper approval in fact must exist, but that failure 

to state .such approval accurately does not necessarily de$troy 

the validity of the order. 24 Proper authorization on the 

face of the order, however, pres.ents clear evidence of the 

actual approval procedure. The prosecutor should, therefore, 

secure such on-the-face authorization, or he will be forced 

to use affidavits and other evidence to establish the 

propriety of his application. 

B. Vacancy in the Attorney General's office 

11C .11 Authorization problems develop when the office of 

the Attorney General is vacant. When an Attorney General 

h~aves office his power I obviously, terminates. rr'he person 

nominated by the president as his successor has no power 

23Id . at 570. united States v. Dj~, 540 F.2d 503, 509 (1st 
Cir. 1976):" (Where \\Ords "specially delegated" were used instead of 
"specially designated," transfer of authority ~:·.:.LS nevertheless valid.) 

24The official approving an application may even be able to 
cormnmicate his approval orally. See united States v. Falcone, 505 F.2d 
478, 481 (3d Cir. 1974} I cerc. denied, 420 u.S~ 955 (1975 [the united 
States Attorney General was allowed to orally direct his Executive 
Assistant to sign the Attorney General's name to the wiretap authori
zation.]) united States ex.rel. l-1achi v. U.S. Dept. of Probe and Par., 
536 F. 2d 179 (7th eir. 1976) (Assistant placed Attorney General' B 

f~ignature on memorandum of approval after telephone approval was received) . 
But see State v. CocuzzoJ 123 H.J. SU}?el;'. 14, 18, 301 A.2d 204, 206 
(Essex County Crim. Ct. 1973) [proper authorization must be in WDiting] i 
COmmonwealth V. Vite;J-lo, _ Mass~ _, 327 N.E.2d 319, 825 (1975) [authority 
to apply for each wJ.retap must be specificallY granted in writing by the 
Attorney General or the District Atton1ey]. 

The official must be properly designated at the time he authorizes 
the application; subsequent expiration of his authority before trial has 
no effect on the validity of the order. United States v. Florea, 541 J 
F.2d 568, 574 (6th Cir. 1976). 
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until confirmation. 25 statutory authority exists, however, . 
for the Deputy Attorney General or other high Justice 

Department official to assume the duties of Attorney General 

during a vacancy.26 An Acting Attorney General may thus 

authorize applications during the vacancy while an Attorney 

General may not until he is confirmed. 27 

25 'ted ( Uill States v. SwanSOh, 399 F. Supp. 441 D.Nevada 1975) 
(Acting Assistant Attorney General whose appointment had not been 
confinned by Senate did not have authority to authorize application for 
electronic surveillance). 

265 U.S.C.,~ §3345 (1967): 

When the head of an Executive department or military 
department dies, resigns, or is sick or absent, his 
first assistant, unless otherwise directed by the 
president under section 3347 of this title, shall 
perform the duties of the office until a successor 
is appointed or the absencE:\ or sickness stops. 

28 U.S.C.A. §508 (1968): 

(a) In ~ase of a vacancy in the office of Attorney 
General, or of his absence or disability, the Deputy 
Attorney General may exercise all the duties of that 
office, and for the purpose of section 3345 of title 
5 the Deputy Attorney General is the first assistant 
to the Attorney General. 

(b) When, by reason of absence, disability, or 
vacancy in office, neither the Attorney General nor 
the Deputy Attorney General is available to exercise 
the duties of the office of Attorney General, the 
Assistant Attorneys General and the Solicitor General, 
in such order of 3uccession as the Attorney General 
may from time to time prescribe, shall act as Attorney 
General. 

See united States v. McCoy, 515 F.2d 962 (5th Cir. 1975) 
[the Solicitor General, as acting Attorney General, had 
authority to give authorization under 18 U.S.C.A. §25l6 
for application for approval of electronic surveillance]. 

27The courts are split, however, over whether an Acting 
Assistant Attorney General may be a specially ~~signated 
Assistant Attorney General within the meaning of §§25l6, 2518. 
See united states V. Acon, 377 F. Supp. 649, 651 (W.D.Pa. 
1974), rev'd on other--grQunds, 513 F.2d 513,516 (3d Cir. 1975) 
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C. State authorization procedures 

'IC.12 The strict limitations on the number of high 

officials who may authorize warrant application do not apply 

to the states. Section 2516(2) provides: 

The principal prosecuting attorney of any State, 
or the principal prosecuting attorney of any political 
subdivision thereof, if such attorney is authorized by 
a statute of that State to make application to a state 
court judge of competent jurisdiction for an order 
authorizing or approving the intercep-tion of wire or 
oral communications may apply to such judge for, and 
such judge may grant in conformity with section 2518 
of this chapter and with the applicable state statute 28 
an order authorizing or approving the interception. . • • 

Accordingly, a state statute may authorize the principal 

prosecuting attorney of the state, of any county, and of 

a city or other municipality to apply for an electronic 

surveillance order. 29 The state statutes in Massachusetts,30 

[Acting Assistant Aottorney General is not a "publicly 
responsible official subject to the political process" and 
thus may not authorize wiretap applications]. But see, 
United States v. Vigi, 350 F. SUppa 1008, 1009 OCD.Mich. 
1972) [specially designated Acting Assistant Attorney 
General may authorize wiretap applications]. 

2818 U.S.C.A. §2516(2) (1971). 

29The legislative history of Title III suggests that 
city attorneys would not have the authority to "apply for 
orders. S. Rep. No. 1097, 90th Cong., 2d Sessa 98 (1968). 
The ''lording of section 25.16 (2)! however, does not seem to 
require this limitation. See also Price v. Goldman, 525 
P.2d 598 (Nev. 1974) [term---ri"district attorney" may not be 
construed to include his deputies]. 

30 
Mass. Gen. Laws Ann. ch. 272, §99(F) (1) (Supp. 1976): 

Application. The attorney general, any assistant 
attorney general specially designated by the 
attorney general, any district attorney, or any 
assistant district attorney specially designated 
by the district attorney may apply ex parte to n 
judge of competent jurisdiction for a warrant to 
intercept wire or oral communications. 
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New Jersey,3l and New York32 authorize the princi.pal 

prosecuting attorneys of both the state and the political 

subdivisions to apply for warrants. The New Jersey statute 

also authorizes the State Commission of Investigation to 

apply for a warrant. 33 Section 2516(2) of Title III makes 

no explicit provision for grants of authority to such an 

agency. This portion of the New Jersey statute may be, if 

used, vulnerable to a challenge on that basis. 34 

31N. J . Stat. Ann. §2A:156A-8, as amended New Jersey 
Statues §2A:156A-8(1975): 

The Attorney General, a county prosecutor or the 
chairman of the State Commission of Investigation when 
authorized by a majority of the members of that 
commission, or a person designated to act for such an 
official and to perform his duties in and during his 
actual absence or disability, may authorize, in writing, 
an ex parte application to a judge designated to receive 
the same for an order authorizing the interception of 
a wire or oral communication • • 

32N•y • Crim. Pro. Law §700.05(5) (Supp. 1976): 

• • • [AJ district attorney or the attorney_c :::feneral 
or if authorized by the attorney general, the /Jeputy 
attorney g~neral in charge of the organized Qi-ime task 
force . . • [may approve an application_!§t:\:!:':~n " 
eavesdropping warrant, or] (i]f a district attorney or 
the attorney general is actually absent or disabled. • . 
that person designated tID act for him and perform his 
official function in and during his actual absence or 
disability [may so apply]. 

33N. J . Stat. Ann. §2A:156A-8, as amended New ,Jersey 
Statutes §2A:156A-8 (1975). This provision survived the 
1975 revision. 

34See Note, IINew Jersey Electronic Surveillance Act," 
26 Rutgers L. Rev. 617, 622 (1974) which argues that the 
provision is invalid. The au'l::hor cites 'In re 'Zicarelli, 
55 N.J. 249, 262-64, 261 A.2d 129, 135-36 (1970), affld 
sub nom., Zicarelli v. New Jersey State commission, 406 U.S. 
472 (1972) as holding that the - , (continues) 
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,rC .13 The New Jersey statute contain~ another seeming 

anomaly. Section 2516(2) allows designated state officials 

to "make" applications; the New Jersey statute refers to 

their "authorization" of applications. 35 Under the 

provision an agent in New Jersey may authorize an application 

which can actually be made by another. 36 This incongruity 

has not, however, affected the validity of the statute. The 

New Jersey Supreme Court has sustained applications approved 

by the proper official, but actually made in court by another 

agent. 37 

,rC .14 Section 2516(2) of Title III does not provide 

explicitly for substitution of designated state officials 

in case of absence or disability. Nevertheless, state 

34 (continued) Stat.e Commission of Investigation 
is primarily a legislative agency, although it may aid law 
enforcement agencies in the investigation of crime. This 
holding may be interpreted as implying that the Commission:' s 
chairman cannot qualify as a principal prosecuting attorney 
under §2A:156A-8. 

35cf • 18 U.S.C.A. §25l6(2) (197l) with N.J. stat. Ann. 
§2A:156A-8, as amended New Jersey Statutes §2A:156A-8 (1975). 

36See Note, "New Jersey Electronic Surveillance Act," 
26 Rutgers L. Rev. 617, 622 (1974) which suggests that Title 
III requires the designated State officials to apply 
personally for the order. A comment in S. Rep. No.1097, 
90't.h Cong., 2d Sess. 98 (1968), however, casts doubt on 
this interpretation: 

409 

Paragraph (2) [of §25lp] provides that the principal 
prosecuting attorney of any state or the principal 
prosecuting attorney of any political subdivisiop. of a 
slcate may authori,ze an application. • . t; (emphasis added) 

37State v. Dye, 60 N.J. 518, 291 A.2d 825, cert. denied, 
U.S. 1090 (1972). 
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provisions for such substitution have been sustained as 

consistent with the purposes of Title III.38 The prosecutor 

should take care, however, that the delegation of authority 

be in writing. 39 He should also provide a statement in 

detail of why the delegation is necessary.40 

III. Information Requirements 

A. Crimes 

Title III allows the use of electronic surveillance 

in the investigation of certain crimes. Section 2516(1)41 

describes the federal offenses which are included, and 

38See e.g., Commonwealth v. Vitello, ~ass ___ ; 327 
N.E.2d 819, 837-38 (1975); State v. Travis, 12g N.J. Super. 
1, 6, 308 A.2d 78, 81 (Essex County Crim. ct. 1973), aff'd, 
133-N.J. Super. 326, 336 A.2d 489, 491 (App. Div. 1975);
People v. Fusco, 75 Misc.2d 98l, 984-85, 348 N.Y.S.2d 858, 
863-64 (Nassau County ct. 1973). 

39Corrunonwealth v. vitello, ~ass __ , 327 N.E.2d ~n9, 
838-39 (1975). 

40State v. Travis, 125 N.J. Super. l, 6, 10, 308 A.2d 
78, 81, 83 (Essex County Crim. Ct. 1973), afford,' 133 N.J. 
Super. 326, 336 A.2d 489 (App. Div. 1975); b~t ~ Peopl~ 
v. Fusco, 75 Misc.2d 98l, 984-85, 348 N.Y.S.2d 858, 863-64 
(Nassau County cto.1973) where such a showing was not required. 

4118 U.S.C.A. §2516 (1) (l970), as amended (Supp. 1976) i 
the federal offenses can be divided into three categories: 

1. national security offenses; 

2. intrinsically- da~gerous crimes; 

3. activities characteristic of organized crime • 
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section 2516(2)42 lists those crimes for which the states 

may authorize electronic surveillance. 

'IC .16 The federal crimes included under section 2516(1) 

are described by specific reference to the various sections 

of the united States Code. 43 On the other hand, the state 

offenses listed in section 2516(2) are described in generic 

terms and have been construed broadly. 44 The New York 

electronic surveillance statute is much more specific, 

enumerating a long list of crimes by reference to sections 

of the penal law. 45 In contrast, the Massachusetts46 and 

New Jersey47 statutes make almost no reference to statutory 

crimes, but rather use the generic descriptions. The Florida 

electronic surveillance statute48 also uses the generic 

4218 U.S.C.A. §2516 (2) (1970). Under this system, the 
"principal prosecuting attorney ••• " can apply for a warrant 
authorizing electronic surveillance only if there is a 
state. statute authorizing such an application. 

4318 U.S.C.A. §2516 (1) (1970), as amended (Supp. 1976). 

4418 U.S.C.A. §2516.(2) (1970). For example, lottery and 
bookmaking offenses may be included under "gambling." United 
States v. Pacheco, 489 F.2d 554, 563-64 (5th Cir. 1974), 
cert. denied, 421 u.S. 909 (1975) [lottery offenses as 
gamblingJ; People v. Fusco, 75 Misc. 2d 981, 975-65, 385 
N. Y.S. 2d' 858, 864-85 (Nassau County ct. 1973) [bookmaking 
offenses under N.Y. Penal Law §§225.05-225.20 (HcKinney 1967) 
as gambling]. 

45N. y • Crim. Pro. Law §700.05(8) (McKinney 1971), as 
a~ended (supp. 1976). 

46 Mass. Gen. Laws Ann. ch. 272, § §99 (B) (7) (Supp. 1977) . 

47 N. J. Stat. Ann. §2A: 156A-8 (1971) I a's amended New 
Jersey Statutes §2A:156A-8 (1975). 

48Fla • Stat. Ann. §934. 07 (1973), as .amended (Supp. 
1976) . 
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descriptions, and it has been interpreted by the Florida 

Supreme Court as allowing the use of wiretap evidence only 

when directly or indirectly related to the enumerated 

offenses. 49 The court, however, did not give any examples 

of a crime directly or indirectly related to an enumerated 

offense; thus, it is not clear whether it intended to limit 

the broad construction of the generic terms. 

1fc .17 There is some controversy at the state level over 

the question of whether the phrase "punishable by 

imprisonment for more than one year" in section 2516 (2) 

applies to the entire list of crimes against w'hich states 

may authorize electronic surveillance, or only the preceding 

phrase, "echer crime[s) dangerous to live, limb, or 

property,u50 Two New York courts, among others, recently 

carne out on opposite sides of the guestion. 5l A federal 

district court in Florida also analyzed this issue. 52 The 

49 In re Grand Jury Investigation, 287 So. 2d 43 f 48 (Fla 
1973). The petitioner, not yet indict.ed, moved fo:L'"' 
suppression of recordings intended for use by the gra.nd jury. ':::::::~ 
The recordings dealt with crimes which were not specified 
in the case and apparently were not included under the statute. 

5018 U.S.C.A. §2516 (2) (1970). 

5~eoPl~ v. Amsden, 82 t~sc.2d 91, 93-94, 368 N.Y.S.2d 433, 436-
437 (Sup. ct. Erie COunty 1975) [wiretaps can be authorized only for 
those crimes punishable by imprisonment for a year or rrore] . -COntra, 
People v. Nicoletti, 84 Misc.2d.385, 390-93, 375 N.Y.S.2d 720, 725-28 
(Niagara COunty ct. 1975) (wiretaps may be authorized fer the enumerated 
o~f~§3es whether or not they are punishable by imprisonment for one year 
or rrore); accord, United States v. carubia, 377 F. Supp. 1099, 1104-05 
(E.D.l~.Y. 1974). But see People v. DiFiglic;l, 50 A.D.2d 709,. 3'iJ4 N.Y.S.2d 
891 (1975) '(Ermurnerated offenses need not be felonies) • 

c 

52rJnited States v. Lanza, 341 F. Supp. 405 (M.D. "Fla. ~~72). 
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court concluded, in dictum, that states could use wiretaps 

only if the interception would provide-evidence of an 

enumerated offense and that off~nse was punishable by 

imprisonment for mor.e than one year. The court felt, however, 

that other offenses discovered durin~ a proper intercept 

could be prosecuted, "regardless of the nature of the offense 

or the prescribed punishment. 1153 The legislative history of 

Title III indicates that the congressional intent was to 

allow electronic surveillance against all of the specified 

crimes, whether or not they were punishable by one year in 

prison. The phrase lIpunishable by imprisonment for more 

than one year" was intended only to modify "other crime[s] 

dangerous to live, limb, or property. ,,54 

A warrant for electronic surveillance may issue 

when on the basis of facts submitted in the application, 

a judge finds there to be probable cauSe that an offense 

included under the statute has been or is about to be 

53 I d. at 413. 

54s. Rep. No. 1097, 90th Cong., 2d Sess. 99 (1968): 

The interception of wire or oral communications by 
state law-enforcement officers could only be authorized 
when it might provide, or has provided evidence of 
designated offenses • • • • Specifically designated 
offenses include marder, kidnapping, gampling, robbery, 
bribery, extortion, or dealing in narcotic crugS r 
marijuana, or other dangerous drugs. All other crimes 
designated in the State statute would have to be 
IIdangerous to life, limb, or propertYI and punishable by 
imprisonment for more tha,n I year." (emphasis added) 
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committed. 55 The application must state the "details as to 

the particular offense that has been, is being, or is about 

to be committed,II56 and the order itself must specify "a 

particular description of the type of communication sought 

to be intercepted, and a statement of the particular offense 

to v.lhich it relates." 57 Generally, a reference to the statute 

allegedly violated, in conjunction with a description of 

the facts giving rise to probable cause, is sufficient to 

satisfy these requirements. 58 

B. Particularity as to conversations sought 

'IC.19 An application for an electronic surveillance order, 

and the order itself, must include "a particular description 

5518 U.S.C.A. §25l8(3) (a) (1970). The Third Circuit in United States 
v. Armocida, 515 F.2d 29, 35 (3d Cir. 1975), cert.denied sub nan. Joseph v. 
United States, 423 U.S. 858 (1976) discussed the three different contexts 
:in which a surveillance application must Shovl probable cause: 

The first is that an individual has or is about to 
commit one of several enumerated offenses, •• • i 
the second: that particular communications relating to 
the charged offense will be obtained through the 
interception [see C.19 of text]; third: the premises 
where the interception will be made are being used in 
connection with the charged offense rsee 'IC.20 of text). 

See 18 U.S.C.A. §§25l8 (3) (b) t (d) (1970). 

5618 U.S.C.A. §2518 (1) (b) (i) (1970). 

5718 U.S.C.A. §2518(4) (c) (1970) •. 

58See , e.g., United States v. Maine'llo, 345 F. SUppa 863, 
872 (E.D.N.Y. 1972) i United States v. Kin~, 335 F. SUppa 523, 
537 (S.D.Cal. 1971), modif.ted on other grounds, 478 F.2d 494 
(9th Cir. 1973), cert. denied, 417 U.S. 920 (1974); S~ate 
v. Braeunig, 122 N.J. Super. 319, 325, 300 A.2d 346, 349 
(App. Div. 1973); People v. Holder, 69 Misc.2d 863, 868, 331. 
N.Y.S.2d 447, 563 (Sup. ct. Nassau County 1972). 
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of the type of communication sought to be intercepted. n59 

Most courts, 'conscious of the difficulty of particularizing 

a future conversation, take a pragmatic approach in their 

examination of the sufficiency of applications and orders 

5918 V.S.C.A. §25l8(l) (b) (iii) (1970); 18 U.S.C.A. 
§25l8(4) (c) (1970). New York, New Jersey, and Massachusetts 
have each adopted similar formulations, though New Jersey has 
recently added an additional requirement of probable cause: 

The application must contain: 

* * * * 
(iii) a particular description of the type of 
communications sought to be intercepted • • • • 

N. Y. Crim. Pro. Law § 70 0.20 (2) (b) (iii) (McKinney (1971). See 
also N.Y. Crim. Pro. Law §700.30(4) (McKinney 1971). 

Each application . • • shall state: 

* * * * 
(3)The particular type of communication to be 
intercepted; and a showing that there is probable 
cause to believe that such communication will be 
communicated on the wire communication facility involved 
or at the particular place where the oral communication 
is to be intercepted. 

N.J. stat. Ann. §2A: l56A-9 (c) (3) (1971), as amended New 
Jersey statutes §2A:156A-9(c) (3) (1975). See also N.J. Stat. 
Ann. §2A: l56A-12 (d) (1971). 

Mass. Gen. Laws Ann. ch. 272, §99 (F) (2) (d) (Supp. 1976). See 
also Mass. Gen. Laws Ann. ch. 2721 §99 (I) (4) (Supp. 1976.) 

The application must contain the following: 

* * * * 
d. A particular description of the nature of the oral 
or wire communications sought to be overheard. 
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in meeting this requirement. 60 

C. Particulari'ty' 'a's' 'to place 

The application and order must also describe the 

location of the facilities or the place where the 

.. _. d 61 commun1cat1ons are to be 1ntercepte . 

1rC.2l There is a special concern shO'\Y'n in some statutes 

where the surveillance involves public facilities or where 

it threatens privileged communications. Ne'i'l Jersey requires 

that the court determine that there is a ;1 special need" for the 

. t t' f h .. 62 1n ercep 10n 0 t e commun1cat10ns. No similar federal 

60see , e.g., United States v. Tortorello, 480 F.2d 764, 
780 (2d Cir.r;-cert. denied, 414 U.S. 866 (1973); United 
States v. MaineII'O';" supra no·te 58, at 871-72; People v. 
Holder, supra note 58, at 868, 331 N.Y.S.2d tat 563. 

61Mass . Gen. Laws Ann. ch. 272, §99 (I) (3) (Supp. 1976). 

Each application shall include the following infonnation: 

* * * * 
(ii) a particular description of the nature and location 
of the facilities from which or the place where the 
communication is to intercepted . • • • 

A warrant must contain the following: 

* * * * 
3. A particular d~scription of the person and the place, 
premises or telephone or telegraph line upon which 
the interception may be conducted. 

62N•J . Stat. k~n. §2A:156A-ll (197l), as amended New 
Jersey Statutes §2A:156A-ll (1975). 

If the facilities from which a wire communication is to 
be intercepted are public, no order shall be issued 
unless the court, in addition to the matters provided in 
section 10 above, determines that there is a special ni::ed 
to intercept wire communications over such facilities. 

(continues) 
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62 (continued) 

If the facilities from which, or the place where, the 
wire or oral communications are to be intercepted are 
being used, or are about to be used, or are leased to, 
listed in the name of, or commonly used by, a licensed 
physician, a licensed practicing psychoiogist, an 
attorney at law, a practicing clergyman, or a newspaperman, 
or is a place used primarily for habitation by a husband 
or wife, no order shall be issued unless the court, in 
addition to the'matters provided in section 10 above, 
determines that there is a special need to intercept 
wire or oral communications over such facilities or in 
such places. Special need as used in this section shall 
require in addition to the matters required by section 
10 of this act, ,a showing that the licensed physician, 
licensed practicing psychologist, attorney at law, 
practicing clergyman or newspaperman is personally 
engaging in or was engaged in over a period of time as 
part of a continuing criminal activity or is committing, 
how or had committed or is about to commit an offense 
as provided in section 8 of the act or that the public 
facilities are being regularly used by someone who is 
personally engaging in or was engaged in over a period 
of time as part of a continuing criminal activity or is 
committing, has or had committed or is about to commit 
such an offense. No otherwise privileged wire or oral 
communication intercepted in accordance with, or in 
violation of, the provisions of this act, shall lose its 
privileged character. 

18 U.S.C.A. §2518(1) (b) (ii) (1970). 

18 U.S.C.A. §25l8(4) (b) (1970). 

Each order . . shall specify 

* * * * 
(b) the nature and location of the communication 
facilities as to which, or the place where, authority 
to intercept is granted. 

N.Y. Crim. Pro. Law §§700.20(2) (ii) and 700.30(·3) (McKinney 
1971) are ident,ical to the federal provisions. 

N.J. Stat Ann. §2A:156A·-9(c) (4) (1971). 

Each application . • • shall state: 
(continues) 
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requirement eXists,63 although New York and Massachusetts 

require a statement in the application that the communications 

to be intercepted are not legally privileged. 64 

D. Particularity as to persons 

Title III requires that applications and orders 

identify the person, if known, whose communications are 

62 (continued) 

* * * * 
(4) The character and location of the particular wire 
communication facilities involved or the particular 
place where the oral communication is to be intercepted. 

N.J. Stat. Ann. §2A:156A-:-12(c) (1971). 

Each order .•• shall state: 

* * * * 
c. The character and location of the particular 
communication facilities as to which, or the particular 
place of the communication as to which, authority to 
intercept is granted. 

Mass. Gen. Laws Ann. ch. 272, §99 (F) (2) (d) (Supp. 1976). 

The application must contain the following: 

* * * * 
c. That the oral or wire communications of the 
particularly described person or persons will occur in 
a particularly described place and premises or over 
particularly described telephone or telegraph lines. 

63 see United 'St'a'tes v .. Rizzo, 492 F.2d 443, 447 (2d Cir.), 
cert. denIed; 417 U.s. 944 (1974). 

64N • y • Crim. Pro. La'ltl §700.20(.2) (c) (McKinney 1971) i 
Mass. Gen. Laws Ann. ch. 272, §§99 (F) (2) (e) (Supp. 1976). 
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to be intercepted. 65 These provisions have not been read, 

however, to require the government to name every participant 

6518 U.S.C.A. §2518(1) (b) (iv) (1970). 

Each application shall include the following 
information: 

* * * * 
(iv) the identity of the person, if known, committing 
the offense and whose communications are to be 
intercepted. 

18 U.S.C.A. §2518(4) (a) (1970). 

Each order . . • shall specify 

a. the identity of the person, if known, whose 
communications are to be intercepted. 

The New York and New Jersey statutes are almost identidal 
to their federal counterparts. N.Y. Crim. Pro. Law 
§§700. 20 (2) (b) (iv) (McKinney 1971) [modifying "offenses" 
in the requirements for the application by ~eplacing "the" 
with "such designated"] and 700.30(2) (McKinney 1971); 
N.J. stat. Ann. §§2A:156A-9(c) (1) (1971) [adding "particular" 
in front of "person" in the requirements for the application] 
and 2A:156A-12(b) (1971) [allowing the order to state "a 
particular description of" the person or his identity]. The 
Massachusetts statute requires the application to include a 
statement of probable cause: 

The application must contain the following: 

* * * * 
b. A statement of facts establishing probable 
cause to believe that oral or wire communications 
of a particularly described person will constitute 
evidence of such designated offense or will aid 
in the apprehension of a person who the applicant 
has probable cause to belie~e has committed, is 
committing, or is about to commit a designated 
offense. 

Mass. Gen. I~aws Ann. ch. 272, §§99 (F) (2) (b) (Supp. 1976). The 
warrant in Massachusetts need only contain "Ia] particular 
description of the person.. "Mass. Gen. Laws Ann. ch. 
272, §99 (I) (3) (SuPP. 1976);' ~n.6l,· supra. 
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in communications to be monitored. 

'IC.23 One of the leading Supreme Court cases in this area 

is United states v. Kahn. 66 There the warrant authorized 

interception of communications of Mr. Kahn, suspected of 

gambling violations, and "other persons as yet unknown." 

Conversations involving Mrs. Kahn and her husband, and Mrs. 

Kahl: and a third party I were intercepted and introduced in 

evidence against the Kahns. The Court denied a motion to 

suppress these conversations. It found that although the 

government J'.acked probable cause to name Mrs. Kahn in the 

application for the warrant, she fell within the category of 

"other persons as yet unknown. 11
67 The Court held that: 

'IC.24 

... Title III requires the naming of a person in the 
application or interception order only when the law 
enforcement authorities have probable cause to believe 
that that individual is "committing the offense" for " 
which the wiretap is so~ght.67 

The Supreme Court recently faced the issue of whether 

the government must name a known person where it has probable 

cause to believe that the individual is committing a specified 

offense in United States v. Donovan?9 During the course of 

a properly authorized wiretap of suspected gambling operations, 

Government agents learned that respondents Donovan, Robbins, 

and Buzzaco were discussing gambling with individuals named 

66 415 U.s. 143 (1974). 

67 Id • at 155. 

68Id • 

69 97 S.Ct. 658 (1977). 

217 



in the warrant. An authorized extension identified five 

additional individuals and "others as yet unknown," but did 

not mention respondents. Donovan, Robbins, and Buzzaco were 

subsequently served with proper inventory notice, but moved 

for suppression of their intercepted conversations for failure 

to comply with 18 U.S.C. §§2518 (1) (b) (iv) and 2518· (4) (a). 70 

The court held in relevant part: 

1. §2518(1) (b) (iv) requires the government to name all 

individuals it has probable cause to believe are involved in 

th t t ' 't' 70a e suspec ac 1V1 1es. 

2. Failure to notify the issuing judge of respondents' 

identities did not warrant suppression under §§25l8(10) (a) 

(i) . 71 

Although suppression was not warranted in this case, the 

court followed the Eighth Circuit's suggestion7la that if 

the government agents deliberately withheld information 

that would lead the court to the conclusion that probable cause 
72 was lacking, suppression might be warranted. 

The court further emphasized that strict compliance with 

Title III requirements is "more in keepingll with Congressionally 

, ddt' 72a 1mpose u 1es. 

70 . Id. at 664-65. 

70ald . at 661 .. 

7launited States v. Civella, 533 F.2d 1395 (1976). 

72 97 S.Ct. at 672. 

72ald . at 674. 
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73 In United States v. Votteller, the trial judge was 

properly presented with a "factual issue" as to probable cause to 

believe defendant Karem was involved. The standard of 

review of this decision is "clear e!:ror" or "abuse of 

discretion. 11 This same standard was applied by the Eighth 

Circuit in united States v. Costanza. 74 In Costanza, the court 

noted that the defendants there were served with inventories 

(as was the case in Donovan) and would not be prejudiced by 

admission of the intercepted conversations. 

E. Inadequacy of investigative alternat:l.~s 

Section 2518(1) (c) of Title III requires that: 

Each application • • • shall include the following 
information: 

* * * * 
(t.:~) a full and complete statement as to whether Or 
not other investigative procedures have been tried 
and failed or why they reasonably appear to7ge unlikely 
to succeed if tried or to be too dangerous. 

73 544 F.2d 1355, 1360 (6th Cir. 1976). 

74 549 F.2d 1126, 1134 (1977) (citing Donovan and 
Civella). See also United States v. Scibelli, 549 F.2d 222 
(1st Cir. 1977) (Review of authorization not de novo, but 
based on minimal adequacy, tested in commonsense-fashion). 

75 18 U.S.C.A. §25l8 (1) (c) (1970); see also 18 U~S.C.A. 
§2518(3) (c) (1970) which requires the judge, before 
authorizing interception, to determine that: 

(c) normal investigative procedures have been tried 
and have fa~led ~r reasonably appear to be unlikely 
to succeed ~f tr1ed or to be too dangerous. 
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New York, New Jersey, and Massachusetts all have similar 

. 76 
provisions in the~r statutes. 

76N. y • Crim. Pro. Law§700.20(2) (d) (l-icKinney 1971): 

The application must contain: 

* * * * 

(d) a full and complete statement of facts establishing 
that normal investigative procedures have been tried 
and have failed or reasonably appear to be unli.kely to 
succeed if tried or to be too dangerous to employ, 
[sic] to obtain the evidence sought. 

N.Y. Crim. Pro. Law §700.l5(4} (McKinney 1971): 

An eavesdropping warrant. may issue only: 

* * * * 

4. Upon a showing that normal investigative procedures 
have b~en tried and have failed, or reasonably appear 
to be unlikely to succeed if tried, or to be too 
dang~~0us to employ. 

N.J. Stat. Ann. §2A:156A-9(c) (6) (1971): 

Each application . . . shall state: 

* * * * 
(6) A particular statement of facts showing that other 
normal investigative procedures with respect to the 
offense have been tried and have failed or reasonably 
appear to be unlikely to succeed if tried or to be 
too dangerous to employ. 

N.J. Stat. Ann. §2Ai156A-lO(c) (1971), as amended New Jersey 
Statutes §2A: l56A-10 (c) (1975) 

Upon consideration of an application, the judge may 
enter an ex parte order . • . if the court determines 

. that there is or was probable cause for belief that: 

* * * * 
c. Normal investigative procedures with respect to such 
offense have been tried and have failed or reasonably 
appear to be unlikely to succeed if tried or to be 
too dangerous to employ. 

Mass. Gen. Laws Ann. ch. 272, §99 (E) (3) (Supp. 1976): 

A warrant may issue only: 
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,---
I 
t 

I 

I. 

The Senate Report accompanying Title IIJ discusses 

the intent of this provision: 

The judgment would involve a consideration of all the 
facts and circumstances. Normal investigative procedure 
would include, for example, standard visual or aural 
surveillance techniques by law enforcement officers, 
general questioning or interrogation under an immunity 
grant, use of regular search warrants, and the 
infiltra'!:ion of conspiratorial groups by undercover 
agents of informants. Merely because a normal 
investigative technique is theoretically possible, it 
does not follow that it is likely . • • What the 
provision envisions is that the showing be tested in a 
practical and' COITUTIon sense fashion. 77 

'IC. 2 8 Most courts, r-eading, the language of the Senate 
--:-~ -;-:,:- '"-'":::::;:-"-'0..:, 

Report, require little more than a showing by the/applicant 

that other investigative techniques are infeasible. They 

do not interpret these sections of Title III to require 

a full in-depth examination of the investigative alternatives. 78 

7p (continued) 
3. Upon a showing by the applicant that normal 
investigative procedures have been tried and have failed 
or reasonably appear unlikely to succE~ed if tried. 

77s ., Rep'. No. 1097, 90th Cong." 2d Sess. 101 (1968). 

78See United States v. Armocida, 515 F.2d 29, 37-38 
(3d Cir-:-l975), cert. denied 423 U.S. 858 (1976); In re Dunn, 
507 F.2d 195, 196-97 (1st Cir. 1974); United States v. James, 
494 F.2d 1007,1015-16 (D.C. Cir.), cert. denied, 419 U.S. 
1020 (1974). For recent circuit decisions requiring minimal 
showing, see, ~., United States v. Fury, Nos. 76-1506, 
76-1512, slip Ope at 3208 (2nd Cir. Feb. 8, 1977) (Detectives 
stated that the suspects were "difficult to tail • • • very 
careful and . . . constantly changing rOl1tes." 'lihey had been 
successfully "bugged" before, and were consequently wary.); 
United States v. Landemesser! No. 76-1540, slip Ope at 5 
(6th Cir. April 18, 1977). [While investigating officers' 
conclusions based on prior experience are relevant, an 
affidavit based solely on such conclusions, without relation 
to the facts of the particular situation, would be invalid.) 
See United States v. Abramson, Nos. 76-1583, 76-1588, 76-1589, 
slip OPe at 15-16 (8th eire April 26,1977). 
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The Ninth Circuit, on the other hand, in United states v. 

~errigan, 79 showed a greater degree of willingness to examine 

the application's statements that other investigative 

techniques have not Morked or will not work. There .. the court 

warned the government that n ••• the boilerplate recitation 

of the difficulties of gathering usable"evidence • is 

no·t sufficient basis for granting a wire~cap order." More 

78 (continued) 

The Ninth Circuit has indicated that a general statement 
of the insufficiency of investigative alternatives in gambling 
cases is not sufficient to satisfy the requirements of 
§25l8(1) (C)i the insufficiency must be related to the 
particular matter under investigation. In United States v. 
Feldman, 535 F.2d 1175 (9th Cir. 1976), the court found 
"ipteresting" and "persuasive" the argument " That law 
enforcement agencies may not rely upon the general difficulty 
of apprehending and convicting bookmakers to justify the 
use of wiretapping." Id. at 1178. The court did not reach 
this issue because the-affidavit clearly indicated that 
alternative procedures had failed in this particular case. 
The court also indicated, citing United States v. Kerriga~, 
514 F.2d 35., 38 (9th eire 1975), cert. denied, 423 U~S. 924 
(1975), that a wiretap need not be used only as a "last 
resort." See United States v. Smith, 519 F.2d 516 (9th Cir. 
1975) . 

79 514 F.2d 35, 38 (9th Cir. 1975), cert. denied, 423 
U.s. 924 (1976). In United States v. Spagnuolo, the Ninth 
Circuit attempted "once more to promulgate a manageable 
standard between the Kerrigan and Kalustian decisions." It 
held: 

1. To show "other investigative procedures have been 
tried and failed" the affidavit must reveal "that normal 
investigative techniques have been employed in a good faith 
effort. " 

2. Where they were not tried, an "adequate factual 
history,1I sufficient to enable the reviewing judge to determine 
such techniques would be unsuccessful or dangerous! must be 
presented. 

3. "The district judge, not the agents, must deter
mine whether the command of Congress has been obeyed." 
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recently, in United States v. Kalustian, 80 the Ninth Circuit 

granted a motion to suppress wiretap evidence because the 

application did not include a "full and complete statement 

of underlying circumstances" explaining why other 

investigative techniques would not work. The application 

included statements by the investigating officers that other 

methods of investigation would not work, based on their 

"k 1 d d . ,,81 now e ge an experlence. 

'IC.28}\, In a recent New York case, however, the court 

displayed a willingness to look at the record in this issue, 

People v. Brenes. 81a 

In the instant case People failed to establish 
that 'normal investigative procedures' were 
unavailing. (CPL §700.15[4]). The police officers 
as '>'lell as the informers gained access to the build
ing and actually observed alleged couriers entering 
and exiting both apartments. A 'buy' was even 
arranged • • . • In sum, it appears from the record 
that 'no:rrrl2.1 investigative procedures r were or could have been 
successful and the use of the wiretap was merely a useful tool. 
Accordingly, it should never have been authorized. 8lb 

Tne purpose of section 2518(1) (c)82 is to ensure 

that electronic surveillance is not used, "casually or with 

80 
529 F.2d 585 (9th Cir. 1976),' reh.and reb' an bane 

denied,' 'Id. 

8118 U.B.e.A. §2518(1) (c) (l970~;. 

81ab!3 A.D.2d 78, 385 N.Y.S.2d 530 (1st Dept. 1~76). 
" 

II 
alb ,,' 

!S;~ at 531-32. 

8218 U.S.C.A. §2518(1) (c} (1970). 

~ \ 
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indifference to its risks.,,83 In preparing an application, 

it is important to recognize two considerations: 

The first is that other investigative options must 
be evaluated closely. The second is that those options 
and their insufficiency must be detailed in the 
application, so that the judge can independently 
determine the necessity for surveillancew 84 

,rC.29A On appeal, the courts have ge~erally used a 

"commonsense" approach to the affidavit. In united States 

v. De La Fuente,84a the Fifth Circuit tested the affidavit 

"in a commonsense fashion" and ofund that it "alleged 

sufficient facts to support the court's finding that more 

traditional investigative procedures were both more dangerous 

and unlikely to succeed." 

F. Period of time surveillance is to be authorized 

,rC.30 An application for an electronic surveillance 

order must include "a statement of the period of time for 

which the interception is n:~quired to be maintained. ,,85 

83Electronic Surveillance; Report of the National 
Commission for t.~he Review of Federal and state Laws Relating 
to wiretapping and Electronic! Surveillance 67 (1976). 

84Id . 

84a548 F.2d 528, 538 (1977). Accord, United States v. 
Woods, 544 F.2d 242, 256 (6th eire 1976); United States v. 
Anderson, 542 F.2d 428, 431 (7th Cir. 1976)j' United States 
v. D~~, 535 F.2d 434 (8th Cir. 1976). 

8518 U.S .C.A. &2518 (1) (d) (1970). The New York, New 
Jersey, and Massachusetts sections are identical. N.Y. 
Crim. Pro. La\'J §700.20(2) (e) (McKinney 1971); N.J. Stat. 
Ann. §2A:156A09 (e) (5) (1971); Mass. Gen. Laws Ann. ch. 
272, §99 (F) (2) (f) (Supp. 1976) [l1assachusetts] requires the 
application, if practicable y to designate hours of the 
day or night during which interception may reasonably be 
expected to occur. 
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The order itself must specif:y ",the period of time during 

which such interception is authorized •••• "86 In no 

case car. an order authorize an interception for a period 

in excess of thirty days I ,unless an extens;Lon ;Ls granted. 87 

The thirty-day period is an absolute maximum, and 

the intent of Title III is to limit interception to a period 

no "longer than is necessary to achieve the objective of the 

authorization ••.. "88 

In cases where the investigation requires that 

an interception continue to be authorized beyond the time 

when the described type of communication has been first 

obtained, the application must include "a particular 

description of facts establishing probable cause to believe 

that additional communications of the same type will occur, 

86 18 U.S.C.A. §2518(4) (e) (1970). The New York and 
New Jersey sections are again identical. N.Y. Crim. Pro 
Law §700.30(6) (McKinney 1971); N.J. Stat. Ann. §2A:156A-12(f) 
(1971). Massachusetts r~quires that the warrant contain 

11 ItJhe dab-= of issuance, .the date of effect, and termination 
date .•• " Mass. Gen. Laws Ann. ch. 272, §§99 (Il (2}(Supp.1976~ 

87 18 U"S •. C.A. §2518(5) (1970); N.Y. Crim. Pro. Law 
§700.10(2) (McKinney 1971). New Jersey limits the duration 
of electronic surveillance to a maximum of twenty day. 
N.J. Stat. Ann. §2A:156A-12 (f) (1971), as amended Ne.w 
Jersey Statutes §2A:156A-12(f) (1975}. Massachusetts 
allows a device to be installed for a period of thirty 
days, but authorizes interception only for a maximum of 
fifteen days within that period. Mass. Gen. Laws Ann. 
(:::h. 272, §99 (I) (2) (Supp. 1976). 

8818 U.S.C.A. §2518(5) (1970). See N.Y. Crim. Pro. 
Law §700.10(2) (:t-1cKinney 1971); N.J. '§'"Eat. Ann. §2A:156A 
-12(f) (1975). The Massachusetts statute has no comparable 
language; see Commonwealth v. Vitello, Mass. ,327 
N.E. 2d 81g;-841-44 (1975). 
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thereafter. 1189 The order in all cases must include "a 

statement as to whether or not the interception shall 

automatically terminate when the described conversation has 

been first obtained. 1190 The actual period of authorization 

in a particular case depends on ,the facts of that case. 9l 

Several courts have suppressed evidence where the order 

authorized interception for the full thirty-day period without 

regard to whether the investigative objectives were reached, 

or where the order failed to include a statement as to whe~~er 

or not the interception would automatically terminate when 

the desired communications were obtained. 92 

89 18 U.S.C.A. §2518(1} (d) (1970). The New York 
section is identical. N.Y. Crim. Pro. Law §700.20(2) (e) 
(McKinney 1971). The New Jersey and Massachusetts sections 
have slight variances. N.J. Stat. Ann. §24:156A-9(c) (5) 
(1971): Mass. Gen. Laws Ann. ch. 272( §99 (F) (2) (f) (Supp. 
1976) • 

9018 U.S.C.A. §2518(4) (e) (1970). The New York and 
New Jersey sections are identical. N.Y. Crim. Pro. Law 
§700.30(6) (McKinndy 1971); N.J. Stat. Ann. §24A:156A-12(f) 
(1971), as amended New Jersey Statutes §2A:156A-12(F) (1975). 
The Massachusetts section states that: 

If the effective period of the warrant is to termina,te 
upon the acquisition of particular evidence or 
information or oral or wire communication, the 
warrant shall so provide. 

Mass Gen. Laws Ann. ch. 272, §99 (I) (2) (Supp. 1976). 

91s. Rep. No. 1097, 90th Cong., 2d Sessa 101, 103 (1968). 

92people v. Pieri, 69 Misc.2d 1085, 332 N.Y.S.2d 786 
(Erie County Ct. 1972), aff'd, 41 App. Div. 2d 1031, 346 

N.Y.S.2d 213 (4th Dept. 1973); Johnson v. State, 226 Ga. 805, 
177 S.E.2d 699 (1970); State v. Siegel, 266 Md. 256, 272-74( 
292 A.2d 86, 95-96 (1972); see also'Uni'ted States v. Cafero, 
473 F.2d 489, 496 (3d Cir. 1973r;-cert.' deni'ed, 417 u.S. 
918 (1974). ~ 'see People v. Pa'lozzi, 44 App. Div. 2d 224, 
227, 353 N.Y.S.2d 987, 990 (4th Dept. 1974); State v. 
Braeunis, 122 N.J. Super. 319, 325, 300 A.2d 346, 349 (App. 
Div. 1973); United States v. Baynes, 400 F. SUppa 285, 300-10 
(E.D.Pa.),· a'fi'd ~, 517 F.2d 1399 (3d eire 1975). 
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G. Prior applications 

Section 25l8{1) (e) of Title III requires that each 

application include: 

a full and complete statement of the facts concerning 
all previous applications known to the individual 
authorizing and making the nppl'ication, made to any. 
judge for authorization 'to intercept, or for approval 
of interception of, wire of oral cprnmunications . 
involving any of the same persons, facilities or places 
specified in the application, and the ~~tion taken 
by the judge on each such application. 

A court may suppress evidence obtained pursuant to a 

surveillance warrant where the application fails to disclose 

9318 U.S.C~A. §25l8(1) (e) (1970). The provisions for 
New York, New Jersey, and Massachusetts are substantially 
similar. 

N.Y. Crim. Pro. Law §700.20(2) (f) (McKinney 1971): 

The application must contain: 

* * * * 
(F) A full and complete statement of the facts 
concerning all previous applications, known to the 
applicant, for an eavesdropping warrant involving 
any of the same persons, facilities or places 
specified in the application, and the action taken 
by the justice on each such application. 

N.J. Stat. Ann. §2A:156A-9(e) (1971): 

Each application . . . shall state: 

* * * * 
e. A complete statement of the facts concerning all 
previous applications, known to the individual authoriz:tng 
and to the individual making the application, made 
to any court for authorization to intercept a wire or " 
oral communication involving any of the same facilities ~ 
or places specified in the application or involving any, ~ 
pers(~n ,whose communication is to be intercepted, and tl?-e 1\ 
action taken by the court on each such application." \~ 
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. f' I' t' 94 the ex~stence 0 prev~ous app ~ca ~ons. 

IV. Formal Requirements: Swearing, Signing, and Dating 

1[C.33 Each application must be in writing and upon oath 

or affirmation. 95 Each order authorizing electronic 

surveillance must actually be signed by the judge, and 

failure to do so can lead to suppression of evidence. 96 

Finally, each order must be dated, or, again, suppression 

can result. 97 
, , 

93 (continued) 

Mass. Gen. Laws Ann. ch. 272, §99 (F) (2) eh) (Supp. 1976); 

The application must contain the following: 

* * * * 
H. If a prior application has been submitted or a 
warrant previously obtained for interception of oral 
or wire communications, a statement fully disclosing 
the date, court, applicant, execution, results, and 
present status thereof. 

94In United States v. Bellosi, 501 F.2d 833 (D.C. Cir. 1974), a· 
warrant was issued authorizing a wiretap of the defendant in a gambling 
investigation; the resulting evidence was suppressed because tbe 
. application failed to ; l1dicate t.~at t.~e defendant was the subjec.t of 
a 'Vliretap in a previous unrelated narcotics investigation. But see 
United States v. Kilogore, 518 F .. 2d 496, 500 (5th Cir. (1975)");-
cert. denied, 425 U.S. 950 (1975). . . 

95 18 U.S.C.A. §2518(1) (1970) i N.Y. Crim. Pro. Law 
§700.20(1) (McKinney 1971) i N.J. stat. Ann. §2A:15609(1971); 
Mass. Gen. Laws Ann. ch. 272, §99 (F) (1) (Supp. 1976). The 
oath or affirmation need not be before the issuing judge. 
United States v. Tortorello, 342 F. SUppa 1029, 1035 (S.D.N.Y. 
1972), aff'd 480 F.2d 764 (2d Cir.) cert. denied, 414 U.S. 
866 (1973). 

96united States v. Ceraso, 355 F. SUppa 126 (MD.DPa.1973). 

97united States v. Lamonge, 458 F.2d 197 (6th Cir.), 
cert. denied, 409 U.S. 863 (1972). 
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V. What Court Nay Issue a Warrant 

Applications for electronic surveillance warrants 

must be presented to a "judge of competent jurisdiction. 1I9B 

This is "a judge of a United States district court 

or a United States court of appeals,,99 on the federal level, 

and at the state le'vel it is lla judge of any court of general 

criminal jurisdiction of a State who is authorized by a statute 

of that State to enter orders authorizing interceptions of wire 

or oral communications."100 The intent of this section is to 

limit the judges who can authorize electronic surveillance 

-

warrants, and "to guarantee responsible jUdicial participation 

in the decision to use these techniques. ,,101 New York permits, 

all trial judges down to county court level to issue warrants,102 

while Massachusetts permits any justice of the state superior 

court to do so.103 New Jersey, on the other hand, permits 

warrants to be issued only by judges of t.he superior CO'L1.rt 

104 who are specifically designated for that purpose. 

9818 U.S.C.A. §2516 (1) (1970), as amended (Supp. 1976); 
18 U.S.C.A. §25l6 (2) (1970) imposes the same requirement on 
the states. 

99 18 U.S.C.A. §2510 (9) (a) (1970). 

10018 U.S.C.A. §2510(9) (b) (1970). 

lOIS. Rep. No. 1097, 90th Cong., 2d Sess. 91 (1968). 
Normal search warrant practice permits U.S. Commissioners 
and city mayors to issue federal warrants, a practice "too 
permissive for the interception of wire 0:1:' oral communications." 

102N. y • Crim. Pro. Law §700.05(4) (McKinney 1971) 

103Mass .- Gen. Laws Ann. ch. 272, §99 (B) (9) (supp. 1976). 

l04N. J . Stat. Ann. §2A: 156A-2 (i) (1971). 
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2) EXECUTION OF THE ORDER 

Summary 

Law enforcement officers engaged in electronic 

surveillancel05 must carry out four major post-authorization 

duties; failure in anyone of them may result in suppression 

of p~rt or all of wiretap evidence. The officers must: 

1. minimize interception of nonpertinent conversations; 

2. amend the surveillance order under appropriate 

circumstances; 

3. seal the tapes upon termination of the tap; and 

4. cause service of a notice of surveillance upon 

certain individuals. 

The courts generally hold that the minimization requirement 

means that agents must make a reasonable good faith effort 

to minimize interception of nonpertinent and privileged 

conversations. Reasonableness is evaluated on a case-by-case 

105As used in these materials the term electronic 
surveillance generally includes wiretapping and buggirlg, 
although th~ terms electronic surveillance and wiretapping are 
sometimes used interchangeably. Wiretapping generally refers 
to the interception (and recording) of a communication 
transmitted over a wire from a telephone, without the consent 
of any of the participants. Bugging generally refers to the 
interception (and recording) of a communication transmitted 
orally, without the consent of any of the participants. [For 
other fOl"mS of surveillance, see Appendix IIBII, ,!'!B.1-B.80, 
supra.] The term consensual surveillance refers to the 
overhearing, and usually the recording, of a wire or oral 
communicat;ion with the consent of one of the parties to the 
conversation, see also Appendix "A", "',A.l-A.43, supra. See 
Report of the NationaI Commission for the Review of Federar
and State ,Laws Relating to Wiretapping and Electronic 
Surveillan,oe xiii (1976). 
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basis. Agents must also obtain a prospective amendment, 

i.e., a new order, when they intercept evidence of a new 

crime where they have probable cause to believe that similar 

conversations will recur. A retroactive amendment is 

required when incidentally intercepted evidence of new 

crimes is to be used in either a grand jury or trial. 

Violations of the sealing and notice requirements have been 

treated in different fashions by the courts. Serious 

violations may cause suppression of all wiretap evidence 

and leads derived therefrom. 

I. Minimization 

~C.36 Since electronic surveillance is a search and 

seizure, a wiretap must be conducted in strict compliance 

with the Fourth Amendment. Both the United States 

constitution and applicable federal and state statutes thus 

require that the monitoring agents minimize intrusion on the 

suspect's privacy.106 The federal statute, for instance, 

provides: 

Every order and extension thereof shall contain a 
provision that the authorization to intercept shall be 
• . . conducted in such a way as to minimize the 
interception of communications not otherwise subject 
to interception under this chapter. l07 

106See generally comment, "Post-Au't.horization Problems 
in the Use of Wiretaps! Minimization, Amendment, Sealing, 
and Inventories," 61 Cornell L. Ref. 92, 94-106 (1975). 
These materials are based largely on that coinmen·!:. 

10718 U.S.C. §2518(5) (1970). 
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The federal statute does not def~ne the term 

lIinterception." The most prudent and logical definition is 

that a communication is intercepted when it is either 

overheard by a human ear br recorded by a mechanical dev.ice. l08 

The New York Statute adopts this definition. l09 A 

conversation can only be intercepted through the use of an 

electronic or mechanical device; simple overhearing by the 

naked ear does not constitute interception. 110 

A. What may be intercepted? 

,rC.38 A communication is properly subject to interception 

under the federal scheme if it provides evidence of a 

violation of any of a designated list of offenses. lll Under 

the New York statute', monitors must minimize interception 

of communications that are "not otherwise subj ect. to 

eavesdroppir.g under this article." 112 A commu,'1ication is 

subject to interception if it "concern(s)" a designated 

108See , Comment, supra n.l06, at 99-105; Note, 
"Minimization of Wire Interception: Presearch Guidelines 
and Postsearch Remedies," 26 Stan.L.Rev. 1411, 1415-17 (1974). 

109N• y • Crim. Pro. Law §700.05(3) (McKinney 1971). N.J. 
Stat. Ann. §24:l56A-2(c) (West 1971) defines interception 
as lithe aural acquisition of the contents of any wire or oral 
communications through the use of any electronic, mechanical 
or other device • .• ," thus following 18 U.S.C. §2510(4) 
(1970) exactly. Mass. Gen. Laws Ann. ch. 272, §99B(4) (1976), 
however, follows the New York rule. 

11° 18 U.S.C. §2510 (4) (1970). See, e.g., united States 
v. ~cLeod, 493 F.2d 1186 (7th Cir. 1974) Ioverhearing 
one .... half of phone conversation without device not "interception"]. 

llQId. §2516(1). 

l12N • y • Crirn. Pr.o. Law §700.30(7) (McKinney 1971). 
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list of offenses. 113 Under the New Jersey statute, monitors 

must "minimize or e1iminate ll interceptions of conversations 

"not otherwise subject to interception under this act. 114 

The basic thrust of all three statutes it that conversations 

that are irrelevant to the investigation and that do not 

provide evidence of commission of a'crime are not to be 

interc:epted. 

~[C. 39 A conversation providing information useful and 

l13rd. §700.l5 {2} .. 

l14N. J • stat. Ann. §2A:156A-l2(f) (as amended, New Jersey 
statutes §2A:156A012 (f) [1976]). The Massachusetts statute -
contains no expl.i.cit minimization language. The absense of 
such language formed the basis of an attack on that statute 
in Commonwealth v. Vitello, Mass. , 327 N.E.2d 819 
(1975). The defendants there argued that the failure to 
include such language caused the statute to fall short of 
meeting the minimum requirements of the federal statute. In 
rejecting this argument the Supreme Judicial Court held that 
as long as the state procedures fully and effectively 
achieve the results sought through minimization the absence 
of express language would not render the statute invalid. 
The court cited Mass. Gen. Laws Ann. ch. 272, §99.;F'(2) (f) 
(1976) [designation of specific listening periods], §99.F (2) 
(e) [particular description in the authorization order of 
communications to be intercepted], and §99.M (e) [monitor 
returning warrant must describe conversations overheard 
but not recorded] as indicating that the state procedures 
demonstrated a high regard for privacy interests and that 
reasonable efforts would be made to avoid unnecessary 
intrusions. The Massachusetts court thus emphasized the 
importance of minimization while .rejecting the attribution 
of any talismanic significance to the use of the term. 
Federal precedents played a part in this decision; the 
court cited United Sta'tes v. Manfredi, 488 F.2d 588, 598 
(2d Cir. 1973), cert. denied, 417 u.s. 936 (1974), as holding 
_-that the absence of an express minimization directive in an 
order does not necessarily render the order invalid. By 
analogy, the court held that a similar absence of 
minimization language in a statute would not render the 
statute invalid if minimization purposes are otherwise met. ,'-
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relevant to the investigation probably may be intercepted 

even if it does not provide direct evidence of the commission 

of a crime. For instance, one federal court allowed 

interception of a call to the telephone company (to find out 

whether telephone service was about to be discontinued), 

calls to travel agencies and airlines (to keep track of the 

movements of what was described as an international heroin 

ring), calls to a bank to procure money (because money was 

needed to buy narcotics), and calls to persons who were not 

identified (because one purpose of the tap was to develop the 

extent and identity of the conspiracy) .115 No totally 

reliable formula exists for identifying calls that are not 

subject to interception. Clearly, conversations between 

known conspirators about the conspiracy should be intercepted. 

Conversations about the conspiracy between a conspirator and 

an unidentifie.d party are nearly always subject: to 

interception.. Just as clearly, conversations between two 

known innocent parties about an innocent sWJject should not 

be intercepted. Between these two extremes, however, lies 

a gray area which must be dete~~ined anew in each case. 

The following discussion should help to make this 

determination easier. 

B. The permissible scope of interception 

Because the monitors never know exactly wha-t they 

l15United sta-tes v. Falconer 364 F. Supp. 877, 882 (D.N. 
J. 1973) r aff'd, 505 F.2d 478 [3d Cir. 1974), cert .. denied, 
420 U.s. 955 (1975). 
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are about to hear until they hear it, their efforts at 

minimization are usually not completely successful. 

Interception of a single irrelevant portion of a conversation, 

however, is usually not grounds for suppression. The 

standard applied is a rule of reason. The monitors must make 
~ 

a reasonable effort to "minimize out." the greatest possible 

number of irrelevant conversations. 116 Each case is evaluated 

on its own facts, using the perspective of the agent on the 

spot. A court may thus find that a reasonable effort in one 

case could be completely unreasonable in another. 117 The 

reasonableness of the minimization effort is judged by using 

up to six variables. Which of these variables applies will 

depend on the circumstances of each case. 

1. Objective of the investigation: When the aim 
of the electronic surveillance is to explore a complex, 
far-flung conspiracy, the courts generally will find 
a wider range of calls to be relevant and allow the 
monitors a wider margin of er~or.118 When the 
objective is more modest, such as conviction of a 

l16See United States v. Armocida, 515 F.2d 29, 42-43 (3d 
Cir. 197sr; cert. denied, 423 u.s. 858 (1976); United States 
v. Bynum, 360 F. SUppa 400, 409-10 (S.D. N.Y.), aff'd, 485 
F.2d 490 (2d Cir. 1973), vacated on other grounds, 417 U.S. 
903 (1974). But see United states v. Scott, 516 F •. 2d 751, 
756 (D.C. Cir~975f [holding that agents need not make any 
minimization effort at all as long as one-hundred percent 
interception is ultimately found to be reasonable under the 
circumstances.] 

117see United States v. Bynum, 360 F. SUppa 400, 412-13 
(S.D.N.y:-I973) • 

. 118See , ~.q., United States v. Manfredi, 488 F.2d 589, 
600 (2d Cir. 1973), cert. denied, 417 U.s. 936 (1974). 
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known individ\1ali the courts enforce minimization much 
more literal1y.l 9 

2. Loca tion 'of the 'telephone: When the telephone 
is located in a known criminal headquarters, the courts 
allow interception of almost any conversation. 120 When 
the telephone is in a family residence or public place, 
however, the monitors must expect that a high percentage ' 
of the calls will not be relevant, and the courts allow 
a smaller margin of error. 12l 

3. Nature of the criminal enterprise: ~~ere the 
subject-matter of the conspiracy is complex, such as 
in many large narcotics cases, the cO'lrts allow a 
greater margin of error122 Where the subject is 
simpler, such as in a low-level gambling case, the 
courts allow fewer improper interceptions. 123 

4. Use of code: When the suspect.s use code or 
guarded and ambiguous language, the courts allow a 
wider margin of error. 124 

5. Length of time surveillance has run: The 
moni tors and supervising. attorney are expected to try 
to work out any codes and improve their screening plans, 
so that minimization results should improve over the 
duration of the tap. Interception of nearly all 
communications might, therefore, be permissible at the 
beginning of a complex wiretap, but the supervising 

l19see , ~, United States v. George, 465 F.2d 772 
(6th Cir:-T972). 

120see , e.g., United States v. James, 494 F.2d 1007,1021-
23 (D.C. eire 1974), cert. denied, 419 U.S. 1020 (1975). 

121see, e.g., United States v. Sisca, 361 F. Supp. 735 
(S.D.N.y:-r973), aff'd, 503 F.2d 1337 (2d Cir.), cert. denied! 
419 U.s. 1008 (1974). 

122see e.g., United States v. Quintana, 508 F.2d 867, 
873 (7th Cir-:-T975)i United States v. 'Scott, 516 F.2d 751, 
753-54 (D.C. Cir. 1975). 

123 ' . See, e.g., Unl..ted 'States v.' Ge'orge, 465 F.2d 772 
(6th Cir:-r972) . 

l24s . d St t 360 S 400 ~, ~, Un~ te " a es v. Bynum,F. upp. I 

412-13 (S.D.N.Y. 1973). 
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11C.4l 

attorney must thereafter try to devise a set of 
screening rules to guide the monitors in their 
minimization efforts. 125 

6. Judicial' superv~s~on:: If the authorizing 
judge plays an active role in the ongoing surveillance, 
later courts ruling on the minimization question 
usually give s~ecial deference to the original judge1s 
conclusions. 12 The prosecutO'r who secures the judge's 
approval of an ongoing minimiza'l:.ion plan has a powerful 
defense at a subsequent suppression hearing. 

When the defendan't moves to suppress for failure 

to minimize, therefore, l:he intercepted materials are 

judged on a case-by-case basis. The minimization effort 

must have been reasonable under the circumstances at the 

time of interception. The best defense at the hearing is 

usually to call the monitoring agents and elicit from them 

a point-by-point explanation of the minimization plan, in 

impressive detail. 

'IC.42 In a complicated investigation the supervising 

attorney or law enforcement supe~visor typically should 

visit the interception site (plant) on a regular basis. 

On these visits, he should discuss the tap's output with 

the monitors, helping them distinguish calls that are 

pertinent from ones that are not. He should review the 

plant reports daily and try to discern certain categories 

125See, ~, United States v. Falcone, 364 F. Supp. 877, 880-81 
(D.N.J. 1973). See also United states v. Chavez, 533 F.2d 491 (9th eir. 
1976), cert. denied, 96 S.Ct. 2237 (1976). 
[limiting of tap to nine and one-half days sufficient minimization; 
supervis:i..n;j attorney showed gocx1 faith in instructing nonitors in: a 
screening method]. United States v. Abascal, No. 75--1093 (9th Cir. 
March 1977) (interception of all calls during twelve.day wiretap 'was not 
a failure to mi.n.imize; tap was of short duration, suspects used guarded 
language, identities of suspects were uncertain, and object of investigation 
was a large scale drug ring) • 

126 See, ~, United States v. Bynum, 360F. Supp. 414-15 
(S.D.N.Y. 1973). 
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of calls that can be immediately minimized out. When he 

finds such a category--such as calls by the Children from 

a family-dwelling telephone--he should have signs posted 

at the interception site instructing the monitors to shut 

downon all such calls. These instructions should constantly 

be re-evaluated and revised throughout the duration of the 

tap. Regular written reports to the judge on the progress 

of the investigation and the relative success of minimization 

are also helpful. The judge may even iJe invited to observe 

the i.nterception station in operation. Each step helps 

show diligent application of the minimization rule; the 

more concrete steps to point to, the easier it will be to 

defeat a defense motion for suppression. 

C. privileges and immunities 

"C. 4 3 The supervising attorney must carefully ensure 

that the monitors minimize out calls protected by the 

lawyer-client privilege. Any call to a lawyer is privileged 

(and therefore not subject to interception) when the lawyer 

is acting in his professional, advisory capacity.127 Calls 

concerning ongoing criminal activity are not privileged, 

but a call requesting advice concerning past criminal 

activity is privileged. 128 The lawyer may not claim the 

127Id . at 4J.7. 

1288ee generally 8 J. \-vigmore, A Treatise on the Anglo
Americansystem of Evidenceg' (M.cNaughton rev., 1961) §§2290, 
2291, 2298, 2310, 2321, 2326; Note, "Government Interceptions 
of Attorney-Client Communications," 49 N.Y.U.L. Rev. 87 
(1974) . 
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privilege to shield his incriminating statements, for the 

privilege is for the client's benefit only.129 Where the 

lawyer is a conspirator, his incriminating calls may be 

intercepted. Any calls giving legitimate advice to a 

client must be screened out, however, even if the client 

volunteers highly incriminating ;i,nformation about past 

criminal activity. Under no circumstances maya call between 

an indicted person and his lawyer be intercepted; mere 

interception of such a call may result in a mistrial. 130 

Unless the lawyer is a conspirato:.. the most prudent course 

is to instruct the monitors not to ~ntercept any conversation 

involving a lawyer. 

Use of a police informan~ to entice an indicted 

person into making incriminating statements over a wiretapped 

line is prohibited by the Supreme Court's holding in ~assiah v. Uni

ted States. 131 . It is unclear how far this holding might 

l29United States v. King, 335 F. Supp. 523, 545-46 (S.D. 
Cal. 1971), rev'd on other grounds, 478 F.2d 494 (9th Cir. 
1973), cert. denied, 417 U.S. 920 (1974). 

l305ee , e.g., Coplon v. united S'ta'tes, 191 F.2d 749,757, 
759 (D.C:-C"ir:-I95l), ce'r't.' 'denied, 342 U.S. 926 (1952). 
Interception of a conversation between an indicted person 
and his lawyer that concerned inconsequential events might 
not offer grounds for a mistrial. Such a conversation 
would doubtless be irrelevant, and should as a matter of 
course be minimized out. 

131377 U.S. 201 (1964). But see United States v. Hinton, 
543 F~2d 1002 (2d Cir. 1976), cert. denied, 97 S.ct. 796 
(1977) (agents intercepted communications between a government 
informer and defendant who was under indictment and represented 
by counsel in an unrelated state prosecutioniwiretap evidence 
held admissible in the later federal prosecution which 
resulted from a wiretap; Massiah held to apply where, 
in the absence of counsel, statements are deliberately, 
elici ted from a defendant in connection w'i th a crime for which 
he has already been indicted). 
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be extended to protect conversations involving indicted 

persons. Unless there is a compelling reason to intercept 

such a conversation, therefore, the most prudent,policy is 

to minimize out persons under indictment. 

~IC. 45 In one case, husband and ,'life defendants contended 

that conversations between them were protected by the 

marital privilege. 132 The Seventh Circuit disagreed and 

applied the privilege only to conversations that were truly 

private and non-criminal. Any incriminati~g husband-wife 

conversations were properly intercepted, the court ruled. 

This interpretation adds nothing to the basic minimization 

rule, since private, non-criminal conversations should be 

minimized out even in the absence of a privilege. 

D. Techniques 

'[C.46 There are three ways to minimize: extrinsic, 

intrinsic, and a combination of the two. Extrinsic 

minimization means using methods not based on the content 

of individual calls. These include visual surveillance of 

the telephone to determine when the suspect is making a 

call,133 and limiting interception to certain periods of 

the day.134 Extrinsic minimization can be highly effective 

if visual surveillance is feasible and the suspects are 

identified. It is also useful when the suspect uses the 

telephone at a set time each day, or only uses it during 

132united States v." Kahn, 471 F.2d 191, 194-95 (7th Cir. 
(1972), rev'd on 'other grOurids, 415 U.S. 143 (1974). 

l33See1 e'.g., Katz v.' Un'~t'ed S't'a'tes, 389 U.S. 347 1 354 
n.14 (1967). 

134,S' St t D 60 N J 518 527 291 A 2d ' ee, e. g. , a e v. ~, •• ", • 
825 1 829-;---Cert."'Clenied, 409 U.S. 1090 (1972). 
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specific hours. rIf neither condition obtains, extrinsic 

methods ,,/ill be almost llseless. New Jersey has adopted 

extrinsic minimization by statute. 135 

Intrinsic minimization bases :1. ts S,creening method 

on the content of each call as it is intercepted. The 

monitor listens to the first 30 seconds 'or so, and if it 

is nonpertinent he discontinues interception. If the call 

is one that could become pertinent, the monitor may sample 

the call at regular intervals to ensure that neither the 

subject matter nor the parties have changed.
136 

If the 

conversation becomes pertinent, the monitor resumes 

continuous interception. 

,rC.47A 
, 136a In United States v. H~nton, the Second Circuit 

held that monitoring all calls in whole or in part does not 

itself show a failure to minimize. Overhearing and recording 

ceased as soon as a call was determined to be personal in 

135N. J . Stat. Ann. §2A: 156A-12(f) (as amended, New Jersey 
Statutes §2A: l56A012 (f) [1976]) [amended to add the extrinsic 
minimization rule]. The New Jersey statute now requires that 
interception of communications be minimized 

Id. 

. . . by making reasor.'~able efforts, whenever 
possib~e, to reduce ~i\e hours of interception 
author~zed by [the w~ietap] order. 

1365 I' , amp ~ng ~s necessary to thwart wary criminals who 
,slip a short, incriminating segment into a long r chatty 
personc:-1 call. For a classic example of this strategem f 

see Un~·ted "States v. Ki.ng, 335 F. S'tilPP. 5'23 541 (S.D. Cal. 
1971) • -- :' , 

l36aS43 F.2d 1002 (2d Cir. (19~6), cert. denied, 97 S.ct .. 
493 (1976), 97 S.Ct. 796 (1977). . 



nature and only spot checks were later made to insure that 

the conversation did not turn to narcotics. To determine 

whether a call was nonpertinent, monitors listened to the 

first five minutes of each conversation. The court thought 

that a five minute ascertainment period on each call was 

rather long, but found no failure to mi~imize. The suspects 

used code language and the government, by having a minimization 

plan in effect, showed a good faith effort to minimize. 

11C.48 In order for intrinsic minimization to work 

properly it is essential that all interception be by 

simultaneous recording and overhearing. If the agent 

overhears without recording, he has no solid proof of what 

he heard. Such a procedure is also expressly discouraged 

in the federal and New York Statutes. 137 If the agent 

records without overhearing, he is intercepting without 

minimizing and "so leaves the surveillance vulnerable to 

motions for suppression. 138 

13718 U.S.C. §25ll3(8) (a) (1970); N.Y". Crim. Pro. Law 
§ 700.35 (3) (l1cKinney 1971). . COInIr\ortweal thv . Vitello, 
Mass. , 327 N.E.2d 819, 842 (1975) does not specify a 
favored means of minimization, but the discussion of how the 
statute requires minimization without any express language seems 
to suggest that a combination of extr.insic and intrinsic 
minimization should be used. 

138peoPle v. Castania, 73 Misc.2d 166, 172, 340 N.Y.S. 
2d 829, 835 (Moore County Ct. 1973). See also People V. 
Brenes, 53 App. Div.2d 78, 385 N.Y.S.2d 530 (1st Dep't. 
1976) (wiretap evidence was suppressed where all calls 
over designated phones were intercepted and recorded! 
although agents turned down volume on earphones when non
pertinent calls were intercepted, tape recorder was never 
turned off during twenty day tap). 
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,rC.48A In United States v. Daly,138a the Eighth Circuit 

held that section 2S18{8} (c) did not require that agents 

simultaneously record when they make spot checks of innocent 

conversations. The defendant had shown no prejudice from 

the failure to record spot checks. Where one agent who 

moni tored ten percen't of the total number of calls listened 

to all conversations but recorded only those which were 

incriminating, the court held that the deviation was de 

minimis. The authorizing judge r~ed and received 5 day 

reports of results and minimization procedures. The court 

noted that informal judicial supervision was strong support 

for a showing of good faith minimization efforts. 

The intrinsic method is usually the most effective, 

and is accordingly the rule in New York and federal courts. 139 

In §ome cases this method may be further refined by adding 

extrinsic techniques. If the telephone is a pay phone on 

the street, for instance, one agent can maintain visual 

surveillance, informing the interception site when the 

suspect enters the booth. If the monitors then apply 
: 

intrinsic minimization, thet'results are likely to be 

irreproachably legal, and there will be no risk of 

suppression. 

138aS3S F.2d 434 (8th Cir. (1976». 

139See , e.g., United States v. Askins, 351 F. Supp. 498, 
41S-r5. Md. 1972). For a recent development in the Chavez 
case, see United States v. Chavez, 533 F.2d 491 (9th Cir. 
1976},-cert. denied,96 S.Ct. 2237 (1976). The Court approved 
a kind of extrinsic minimization, holding that a tap limited 
to one and one-half days was sufficiently minimized despite 
the interception of all calls except those between attorney
client and priest-penitent. The court cited approvingly the 
supervising attorney's instructions to the moniters regarding " 
the importance of minimization. The difficulty of establishing 
a pattern of innocent/culpable calls appeared to the court 
as justification for the failure to use intrinsic minimization~ 
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II. Amendment 

'IC.SO The authorization order sets out the names of the 

persons, if known,whose communications are to be intercepted, 

and specifies the crime that is being investigated. 140 Quite 

frequently, the intercepted communications provide evidence 

of a crime not mentioned in the order (a "new crime"), or 

incriminate a person not named in the order (a "new person"). 

While the tap is in progres8 the supervising attorney or 

law enforcement supervisor must constantly watch for new 

crimes or new persons, for in either event he may have to 

move swiftly to amend the authorization order. The statutory 

provisions are disarmingly simple, but the practical problems 

are subtle and confusing. Note, too, that interceptions 

of conversations relating to new crimes may be used in 

different ways. Different uses have different limitations. 

Disclosure for "law enforcement" purposes or use as the 

basis of application for search warrants or wiretaps may be 

made without a retroactive amendment of the original order. 141 • 

Disclosure or use as evidence at trial or before a grand jury 

requires that a retroactive amendment be sought as soon as 

practicable. 

14018 U.S.C. §§2S18 (4) (a), (c) (1970) i N.Y. Crim. Pro. 
Law §§700. 30 (2), (4) (McKinney 1971) i N.J. Stat. Ann. §2a: 
lS6A-9 (c) (as amended, New Jersey statutes §2A: lS6A-9 (c) 
I1976]). See also Mass. Gen. Laws Ann. ch. 272, §99.F (2) (1976) . 

141See United States v. Vento, 533 F.2d 838 (3rd Cir. 
1976) [failure of agents to obtain a disclosure order for 
narcotics information overheard on a fencing tap before 
using it to obtain another tap held not to require suppression]. 
See also United States v. Johnson,· 539 F.2d 181 (D.C. Cir. 1976) 
(District of Columbia officials need not get judicial author
ization to use information from federal wiretap to get new 
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A. New crime 

,rC.51 Use of intercepted communications that provide 

evidence of a new crime is specifically permissible under 

the federal, New York, and New "Jersey statutes. The federal 

statute allows use of IIcommunications relating to offenses 

other than those specified in the order of authorization. lll42 

The New York and New Jersey statutes similarly allow use of 

intercepted communications which were not otherwise sought. 143 

As noted above, in both statutes such a communication may be 

used in evidence before a grand jury or at trial only when, 

upon subsequent application, a judge finds that the 

communication was la'i'lfully intercepted. This application to 

the judge must, under all three statutes, be made "as soon 

141 (continued) 

local tap, even though such use of information derived from 
taps governed by D.C. wiretap statute (D.C. Code §548(b) 
(1973» requires jUdicial approval) i United States v. Hall, 
543 F.2d 1229 (9th Cir. 1976), cert. denied, 97 S.ct. 814 
(1977) (where information supplied to state officers who 
searched car was derived from federal wiretap, the items 
seized were admissible in federal prosecution even though 
the wiretap would not have been valid under more restrictive 
state lawi California state officers were lIinvestigative or 
law enforcement officers" within the meaning of sections 
2510(7) and 2517(1), (2) of the federal wiretap law); 
Fleming v. United States, 547 F.2d 872 (5th Cir. 1977) 
(FBI disclosure to the IRS of information obtained from 
wiretap authorized for investigation of gambling offenses 
is a legitimate law enforcement use of wiretap evidence, 
even where 'the IRS wants to base civil or criminal tax suit 
on the information). 

14218 U.S.C. §2517(5) (1970). 

l43N. y • Crim. Pro. Law §700.65(4) (McKinney 1971); N.J. 
Stat. Ann. §2A:156-18 (West 1971j. 
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as practicable. l1l44 

" C. 52 This set of requirements, in effect, establishes 

a procedure for use of conversations that were not the 

object of the investigation but were found in "plain view." 

This procedure flows from the common law exception to the 

strict warrant requirements of the Fourth Amendment. At 

common law, if a search warrant specifies that a gun is to 

be seized and the searching officer finds heroin, the 

heroin is admissible in evidence if it was found inadvertently 

in a lawful search for guns. 145 The heroin is, however, 

inadmissible if the officers had expected to find it from 

the beginning but had not applied for a warrant covering 

it. 146 The heroin is also inadmissible if found in a place 

where the officers could not possibly have been searching 

for guns (e.g., inside a slim sealed envelope).147 

l44 Id . Throughout these materials this statutory 
procedureis referred to as a "special application." The 
term "amendment" refers to a different concept and process. 
A IIspecial application" requests retrospective permission 
to use a conversation that has already been intercepted. 
An "amendment" alters the wording of the order prospectively 
to permit future interception of some kind of conversation, 
in effect a new order. Most courts have unfortunately 
used the term II amendment " to refer to both concepts and so 
have confused the two. 

l45cady v. Dombrowski, 413 U.S. 433 (1973); Coolidge v. 
New Hampshire, 403 U.S. 443 (1971). 

146peop1e v. §.,pinelli, 35 N.Y.2d 77, 80-81, 315 N.E.2d 
792, 794, 358 N'.Y.S.2d 793, 746-47 (1974). 

147 
In such a case, the search wou.ld have gone further 

than authorized by the warrant. The heroin could only have 
been found during the unauthorized search, and so is 
suppressible as a direct "fruit" of a violation of the Fourth 
Amendment. 
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These hornbook. principles constitute the background 

against '\'lhich the interpretation of the wiretap statute 

should go forward. The central question is whether the new 

material intercepted related to a "new crime. II This question, 

moreover, takes on tortuous complexity in joint state-federal 

investigations. In such investigations; the authorization 

order, the offense being investigated, and the offense finally 

charged may be either sta·t.e of federal in origin or they may 
. 

overlap. When is a retroactive amendment needed in such a 

situation? Unfortunately the courts hav.e not resolved this 

issue. rn Moore'v. United States l : 8 the Dj.~trj.ct of Columbia 

Circuit interpreted a provision in the District of Columbia 

Code identical to 18 U.S.C. §2517(S}. In that case l evidence 

which was obtained from wiretaps authorized for the 

investigation of DrC. gambling offenses was disclosed to 

federal agents and used as the basis for prosecution of 

federal gambling offenses involving additional essential 

elements. The defendant contended that jUdicial apPl:-oval 

was required to use the wiretap r~sults as evidence in the 

federal prosecution. The Court of Appeals rejected this 

contention, holding that it did not "believe that there was 

any interception 'relating •.• to offenses other than 

those specified in the order of authorization' within the 

meaning of the D.C. wiretap law.,,149 The court held that 

148513 F.2d 485, 500-03 (D.C. Cir. 1975). 

l49 Id . at 501. 
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since the intercepted conversation did relate to the specified 

D.C. gambling offenses, it was immaterial that they also 

IIconstituted evidence of federal offenses. ,,150 

'IC.54 The Seventh Circuit, in United States v. Brodson,151 

hmvever, took a different position regarding a case in which 

there was even less disparity in authorized crime and . 

intercepted evidence than in Moore. There, the government 

was authorized to investigate the operation of an illegal 

gambling business in violation of 18 U.S.C. §1955. The 

defendant was finally charged wit.h the transmission of wagers 

and ,,,agering information in violation of 18 U. S. C. §1084. 

The government's application section 2517(5) came eight 

months after the indictment was returned by the grand jury 

that considered the intercepted conversations. The Court of 

Appeals held that the application was untimely. The court's 

decision rests on two grounds; first, it ruled that the two 

offenses were separate and distinct, despite a certain 

overlapping. Second, and most important, it held that the 

government's assumption that the offenses were identical 

should have been tested by a neutral judge through an amendment 

proceeding. In fact, it is questionable that an amendment 

need have been obtained at all since the evidence overheard 

relates to the crime specified. 

150Id . at 502. 

151528 F.2d 214 (7th Cir. 1975). 
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The Second Circuit recently followed Brodson. In 

united states v. Marion,152 the court held that subsequent 

judicial approval was required by section 2517(5) before 

communications intercepted pursuant to state court authorized 

wiretaps couJ.d be used in federal grand jury and criminal 

proceedings. In this case, a wiretap was used in the 

investigati')n of, inter alia, tqe state 'crime of illegal 

possession of a dangerous weapon. The order was never renewed, 

extended, or amended .but the intercevted commun~cation was 

used to question Marion before a. grand jury about possible 

violation of 18 U.S.C. §§37l, 922, which concern the 

transportation and transfer of an unregistered firearm 

through interstate commerce. The court held that the 

federal offense was separate and distinct from the alleged 

state offense, which formed the basis of the original 

wiretap order, and that it thus fell within section 25l7(5), 

citing Brodson. 153 Again, it is.. doubtful that an amendment 

was needed. 

152 535 F.2d 697 (2d Cir. 1976). 

153Judge Anderson dissented strongly to t.his holding. 
He cited Moore in opposition and argued that two earlier 
Second Circuit cases, United states v. Grant, 462 F.2d 28 
(20 Cir. 1972) and United States v. Tortorello, 480 F.2d 
764 (2d Cir. 1973) demanded a more flexible reading of 
section 2517(5). Chief Judge Kaufmann, for the majority, 
distinguished these t~o cases from Marion. He argued that 
Grant did not hold thG~t a state crime and a federal crime 
were, for purposes of section 2517(5), so closely related 
as to eliminate the need for subsequent judicial approval. 
According to Judge Ande.~son, in 'l'ortorello the Second CirCt,lit 
merely held that the re(luirement Q£ subsequent aP1?roval . 
was satisfied by the proceudres observed (amendment 
by reference to affidavits on an extension). In light 
of the plain view background of- section 2517 r Judg-e Anderson had 
the better of the argument, but Judge Kaufmann had the 
votes. 
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11C.55A The Eighth Circuit recently took a more lenient 

position with regard to the new crime issue than did the 

t ' B d M' In UnJ.'ted States v. ·Daly,153a cour s J.n ro son or arJ.on. 

the court ruled that a wiretap order which explicitly 

permitted investigation of racketeering activities affecting 

interstate commerce (18 U.S.C. §§1962, 1963) could also 

be used to investigate mail fraud schemes under 18 U.S~C. 

§134l. The reason given was that a related federal racketeer-

ing provision, 18 U.S~C. §196l(l) (B), specifically refers 

to the mail fraud statute. Themail fraud scheme involved 

sending bogus bills to major oil companies. 

'IC. SSB The wiretap in Daly was also used to gather 

evidence of defendant's involvement in an insurance fraud 

scheme. Authorization to investigate insurance fraud was 

also not expressly granted in the wiretap order, nor was 

an amendment sought to include insurance fraud. Without 

seeking a disclosure order (under 18 U.S.C. §25l7(5» the 

government introduced wiretap evidence relating to 

insurance fraud in a grand jury proceeding and an indictment 

was returned charging Daly with that offense. Daly made 

no objection to the introduction of this evidence and the 

issue was not preserved for appeal. In dicta, the court 

stated that even if the issue had been preserved, the 

indictment would have been sustained. Since it was proper 

l53a535 F.2d 434 (8th Cir. 1976). 
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to use the wiretap (without a prospective amendment) to 

investigate mail fraud, it was also proper to use it to 

investigate insurance fraud because use of the mail was an 

essential part of the insurance fraud scheme. Since the 

government discovered three instances of such fraud, the 

scheme was a "pattern of racketeering'" under 18 U.S.C. 

§196l(5). Thus insurance fraud fell within the scope of 

the offenses specified in the original wiretap order. 

11C.55C In Daly, the Eighth Circuit found that cE~rtail1 

offenses were implicitly within the scope of the original 

wiretap order. How far a court will go to find offenses 

implicitly authorized is not clear. Daly did not address 

the central question posed by Moore and Brodson: if 

investigation of an offense is not authorized (expressly 

or implicitly) in a wiretap order, is an aroen~~ent or 

special application required to use wiretdp evidence in 

prosecutions of that offense where SUCI,t evidence was also 

relevant to crimes that were authorized? 

'IC.56 The law on this issue remains in doubt. Brodson 

and Marion may point to a -trend but Moore and Judge 

Anderson's dissent in Marion show that other opinions persist. 

The prosecutor should, how~ver, understand that he may face 

a "new crim(:" issue even if the underlying transaction falls 

within the original order. Prompt application fOl:- amendment 

may be the safest course to follow until the spiit in tpe 

circuits is resolved. 

11C.57 A single conversation providing evidence of a new" 
\;: 
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crime (a "new conversation") is easily handled. If the 

supervising attorney or officer is certain that the 

conversation will never be used in evidence before any grand jury 

t . 1 h d' d . t 154 If h t t or a any triLa e Iilay 1.sregar 1.. e wan s 0 

preserve his ability to use the conversation at trial, 

however, he mus·t follow the statutory procedure. As soon as 

practicable (that is, usually,immediately) he.mu~t make. a 

special application to any judge of competent jurisdiction. 

The application should show simply that the conversation was 

in plain view--that it was intercepted inadvertently while the 

surveillance was being lawfully conducted. 

11C.58 When the judge signs the application the prosecutor 

has satisfied the conditions for later use of the conversation 

in evidence. The decision is reviewable, however, for the 

defendant may always move to suppress the conversation later 

155 on any of several grounds. 

l54This is because the statutes mandate an application to 
the judge as a precondition only to use of the specific new 
conversations in evidence. If the application is not made, 
those particular conversations cannot be used in evidence, but 
the rest of the wiretap evidence is unaffected. When the 
supervising attorney wishes to use the new conversation in 
evidence, he must make his application to the j11dge "as soon 
as practicable." Tardy prosecutors have made the applications 
on the eve of trial; see, ~, united States v .. Cox, 449 F.2d 
679 (10th Cir. 1971), cert. denied, 406 u.S. 934 (1972); 
United States v. Denisio, 360 F. SUppa 715, 719 (D.MD.1973). 

l55He may, for instance, allege that the application was 
not timely. He might also argue that the surveillance was not 
properly minimized and that the conversat;ton would not have 
been overheard under a valid minimization procedure. Finally, 
he might argue that the monitors knew the conversation was 
going to occur, and so did not intercept it inadvertently. 
This last argument is discussed in detail, '1~IC.63-C.65, 
infra. 
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The most common error in the use of this procedure is 

delay in applying to the judge. Although most courts so far 

have declined to suppress when the application was not made 

lias soon as practicable,"l56 any delay at all invites a motion 

to suppress. It is most prudent, therefore, to make the 

application to the judge on the same day as the interception, 

if possible, and certainly within 24 to 48 hours. This 

procedure will be burdensome if a number of new conversations 

show up a regular intervals, but an application to the judge 

will be necessary for each one. 

The problems begin to arise when one considers a 

real-life wiretap. Nany conversations are ambiguous; their 

relationship to a new 9rime may not become clear until long 

afterward. Other conversations may provide evidence of two 

crimes, one of which is specified in the authorization order 

and one of which is not. The supervising attorney's or 

officer's duties in these situations are not entirely clear. 

Much depends on the particular sequence of events. If the 

agent overhears conversations pertaining to a ~new crime on 

the first day of a lengthy wiretap an amendment ~hould be 

secured immediately. If the tap is short term, the new 

conversation ambiguous, and the judge informally kept aware 

of any new developments, the government may be able to wait 

until the time of applying for an extension to request an 

156 
See,e .g ., Un'ited 'sta tes v. Denisio t 360 

715 (D . Mn-:--1973TT People v" Ruffino, 62 Misc. 2d 
N.Y.S.2d 80S (Sup. Ct. Queens County 1970). 
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amendment. The safest course, however, is to apply for an 

amendment as soon as the conversation appears to pertain to 

a new crime. 

,[C.61 The most serious problem by far arises due to the 

interception of unanticipated conversations, as the 

investigation branches out to encompass the new crime. 

At a certain point, the monitors begin to expect to hear 

such conversations and inciude them in their search. Where 

probable cause to believe they will occur exists, interception 

is thus no longer inadvertent and the conversations are 

not in plain view. In short, the monitors are now searching 

for communications not speci£ied in the order. This violates 

the Fourth Amcndmen"t' s requirement of particularity. The 

d t th f b d d t . 1 d th . 157 or er mus ere ore e amen e 0 ~nc u e e new cr~me. 

~[C. 62 This amendment differs completely from the special 

application to the judge described in the statute. The special 

application retrospectively legitimizes use of an already 

intercepted conversation. The amendment opens up the scope 

of the order prospectively to permit future in.terception of 

the new conversations. Because this prospective amendment 

is actually an addition to the authorization order, it must 

be supported by the usual showings of probable cause and must 

satisfy all the statutory requirements for an application. 

The statute;; nowhere mentton thi;; ;procedure for a prospective 

amendment, but it is clearly a constitutional requirement 

l57seer e.g., People v.' DiL'orenzo, 69 Misc. 2d 645, 652, 
330 N.Y.S.2d 720, 727 (Rockland County ct. 1971). 
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where the supervising attorney or officer seeks to continue 

intercepting new conversations. 158 

1rC.63 For example, the monitors rnay intercept a new 

conversation hal.fway through a garnbl.:Lng wiretap. The 

supervising attorney dutifully makes a special application 

for use and the judge signs it. The conversation was cryptic 

and not easily dec:ipherable, although it probably referred to 

an incipient robbery of some sort. The investigators may 

suspect that a robbery is being planned, and guess that 

more of these conversations \ViII occur I but k:e l.ll1able to shCM it 

under a probable cause standard. Now trle investigators 

are in a dilemma. Further conversations are arguably not 

in plain view, because they are expected. If they are thus 

"otherwise sought" in the language of the New York statute, 

the judge might not sign the special applications. But 

because the first conversation was so cryptic the investigators 

cannot establish probable cause based on it alone, and so 

cannot obtain a prospective amendment either. 

1rC.64 The prosecution faced this dilemma in People v. 

DiStephano. 159 Eleven days after the first cryptic 

conversation the monitors intercepted four s~m~lar detailed 

l58 rd . Note, however, that if surveillance te'rminates 
upon interception of a ne\,( crime I there is no need for a 
prospective amendment. All that i~ required is a special 
application for the one new conversation already intercepted. 
People v.' 'Ruffino, 62 Nisc. 2d 653, 659 I 309 N. Y . S. 2d 80S, 
811 (Sup. ct. Queens County 1970). 

, l59people v. DiS'tefano, 38 N.Y.2d 640, 345 N.E.2d 548 
382 N.Y.S.2d 5 (1976). 
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calls in a single day. The investigators had not obtained a 

prospective amendment in the interim because the first 

conversation did not supply probable cause. The defendants 

argued for suppression of the second group of conversations, 

and the New York Appellate Division agreed, reasoning that the 

conversations were expected and so were "otherwise sought.,,160 

,rC.65 The Court of Appeals reversed, but did so without 

laying down guidelines for how to deal with this ambiguous 

situation. The court ruled: 

1'C. 66 

[The inadvertence] requirement is intended to protect 
citizens against anti~ipated discoveries, such as 
occurred in Spinellil where, knowing the location of 
certain tangible evidence and with ample time to obtain 
a warrant, enforcement officers intruded into the privacy 
of the accused without obtaining a prior judicial 
determination of probable cause to enter upon the 
premises. Here, in contrast, neither the [first] nor 
the [second] conversations proscribed anticipated 
discoveries. While it may be true that after [the first 
conversation] the authorities knew of defendant and his 
plans, nevertheless, on the basis of the [first] 
conversation alone, the authorities lacked probable 
cause to seek amendment of the warrant to include 
[the new crimes] . . . • Indeed, the police had no 
grounds upon which they could reasonably have asserted 
that defendant would use Jimmy's Lounge telephone again. 
We conclude, therefore, that the [second] conversations 
were inadvertantlv

2
0verheard and, thus, were discovered 

in "plain view. "It> 

In most cases th~s holding w~ll solve the problem 

by defining the first new conversations as being overheard 

16°45 App. Div. 2d 56, .60-61, 356 N.Y.S.2d 316, 320-21 
(1st Dept. 1974). 

l6lpeople v. Spinelli, 35 N.Y.2d 77, 315 N.E.2d 792, 
358 N.Y.S.2d 7~3 (1974). 

l62peoPle v. DiStefano, 38 N.Y.2d 640, 649, 345 N.E.2d 
548, 553, 382 N.Y.S.2d S, 10 (1976). 
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inadvertently and thus "foundl! in plain view. The supervising 

attorney or officer should thus make special applications 

for use of each new conversation, until he decides that he 

has accumulated probable cause. At this point he should 

immediately submit an application for an amendment of the 

wiretap in the usual form, supported by affidavits and a 

showing of probable cause, opening up the original order to 

include the new crime. Thereafter the new conversations will 

be proper ly in tercepted under the amended order t and no 

further special applications are necessary. 

B. New person 

'[C.67 There appears to be no constitutional requirement 

that the authorization order name the persons whose 

communications are to be intercepted. 163 The federal and 

New York statutes therefore require only specification of 

persons lIif known. 11164 The interception of communications 

by persons not named in the order thus does not raise a 

constitutional question. The only problem is whether the 

$tatute requires the supervising attorney or officer to make 

a special application for use or to amend the order to add 

l638ee Comment, supra, n.106, at 137-38, for a discussion 
of this point. 

16418 U.S.C. §2518(1) {b} {iv} (1970) i N.Y. Crim. Pro. Law 
§700.30(2) (McKinney 1971). N.J. stat. Ann. §2A:156A-12 
(as amended, New Jers:ey statutes §2A: 156A-l2 I1976]) also 
requires specifications of spersons "if known." 'Cf. Mass. 
Gen. Laws Ann. ch. 272, §99.F(2) (b) (1976) which requireg 
a particular description of the indi"ridual whose communications 
will be intercepted, and a statement of facts indicating that 
those comm~nications ,.,ill constitute evidence of a designated 
offense. 
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new names. 

'IC.68 Under federal law, so far, the answer is clearly 

nd.. Unless the authorization order specifically restricts 

interception '1:0 certain persons, the monitors are free to 

intercept and use relevant conversations invo1vi~g anyone. l65 

The federal special application procedure applies to "offenses 

other than those specified in the order," but makes no mention 

of persons not named in the order. 166 

The state of New York law on this point is somewhat 

less clear. New York requires a special application for use 

t'l7hen the mohitors intercept a communication lIwhich was not 

othen'lise sought ... 167 The New York Court of Appeals has 

ruled that II [w]here the communication intercepted involves 

the crime specified in the warrant, the named su'spect, and 

an unknown outside party, •.• the communication is , sought' 

and no amendment is required . . •. thus, the legislative intent 

was to require arnend:rrY::mts where different crilres are disclosed. ,,168 

'IC.70 The last sentence of this quotation indicates that 

the court probably would never require a special application 

165see United States v. Cox. 449 F.2d 679, 686-87 (lOth 
Cir. 1971);" cert. denied, 406---u.-S. 934 (1972) i United S'tates 
v.Ianelli, 339 F. SUppa 171, 177 (W.D. Pa. 1972); United 
States v. La Gorga, 336 F. Supp. 190, 192-93 (W. D. Pa. 
1971) . 

16618 U.S.C. §25l7(5) (1970). 

167N. y • Crim. Pro. Law §700.65(4) (l1cKinney 1971). 

168people V. Gnozzo, 31 N.Y.2d 134, 143-44, 286 N.E.2d 
706, 710, 335 N.Y.S.2d 257, 263 (1972), cert. denied,410 
U.S. 943 (1973) (emphasis added). 
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or amendment of the warrant for a conversation involv;i.~g 

a new person. Note, however i that the precise holding applies 

only to a conversation involving the named crime, the named 

person, and an unidentified third party. The court did not 

spell out what to do \vhen the third party is identified but 

unnamed, or \'lhen the conversation is bebveen two unnamed 

persons about the named crime. Special applications should 

not be required in these situations, but there are as yet 

no New York cases so holding. 

The New York picture is somewhat complicated by 

the Second Circuit's interpretation of New York law in United 
169 States v. Capra. The order in that case authorized 

interception of "communications of Joseph DellaValle with 

co-conspirators. ,,170 The monitors inadvertently confused 

DellaValle's voice with that of one DellaCava, but failed 

to amend the w'arrant to include DellaCava' s name until 17 

days after they realized their error. Because the order 

restricted interception to calls of DellaValle "\-lith 

co-conspirators,," the Second Circuit rUled that the monitors 

had no authority to intercept calls of DellaCava during the 

17-day period preceding the amendment. 

ordered suppression of these calls. 171 

The court therefore 

Presumably this 

169 501 F.2d 267 (2d Cir. 1974 ) I cert. denied, 420 U.S. 
990 (1975). 

170 d 
I . at 273 (emphasis added). 

1 7.1 I d • at 2 76 - 7 7 . 
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entire problem could have been avoided if the original order 

had authorized interception of "communications of DellaValle 

and others as yet unknown.,,172 

1[C.72 In New York, then, the rule is probably that 

amendment of the order prior to a renewal to add a name of 

a newly identifi~d conspirator is unnecessary unless the 

language of the order specifically precludes interception of 

the new person. 

III. Sealing 

,rC.73 Once electronic surveillance ends, the government 

must present the tapes to the issuing judge lIimmediately 

upon the expiration of the period of the order," so that· they 

may be "sealed under his directions.,,173 The presence of 

the seal, "or a satisfactory explanation for the absence 

thereof," is a prerequisite to the use of the tapes in 

evidence. 174 Applications and orders must also be "sealed 

by the judge. ,,175 

l72united States v. Kahn, 415 u.S. 143 (1974). An 
authorization order coverrn:g--Ilpersons as yet unknown" was 
approved in United States v. Fiorella, 468 F.2d 688, 691 
(2d Cir. 1972), cert. denied, 417 u.s. 917 (1974). 

17318 U.S.C. §2518(8} (a) (1970). 

174 Id• 

l75 Id . Although the judge should personally seal the 
tapes and documents, one court declined to suppress when 
the tapes were sealed by an agent out of the judge's presence. 
United States v. Cantor, 470 F.2d 890, 892-93 (3d Cir. 
1972).' . 
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'1 C. 74 Delays in sealing have been permitted in several 

cases. 176 The Third Circuit has ruled; moreover, that 

improper sealing procedures may not result in suppression 

because the sealing process cannot affect the legality of 

the original interception. 177 

The New York State Court of Appeals has reached a 

contrary conclusion in two cases dealing with the sealing 

requirement. Where the monitoring agents compllately failed 

to seal the tapes, the court held ten intercepted 

conversations to have been improperly admitted into evidence.178 

In a more recent case,179 it was emphasized that section 2518 

(8) would be strictly construed so that conversations and 

evidence should be suppressed~ when, in preparation for trial, 

officers unseal tapes in the absence of a judicial order. 

Courts have not treated sealing requirements 

consistently in recent cases and this area of wiret3p law 

is still in flux. Some courts continue to require strict 

adherence to provisions under section 2518(8) (a). The 

l76United States v. Sklaroff, 506 F.2d 837, 840 (5th Cir. 
1975) [delay of 14 days permitted]; united States v. Poeta, 
455 F. 2d 117, 122 (2d Cir. 1971), cert. denied, 406 U.S. 948 (1972) 
[dealy of 13 days permitted]; People v. Blanda, 80 Misc.2d 
79, 362 N.Y.S.2d 735 (Sup. Ct. Monroe County 1974) [delay of 
two days permitted]. S}ee also COInInonweal'th v. Vitello, 
Mass. , 327 N.E.2·d81~49-50 (1975). 

177United States V. Falcone, 505 F.2d 47S, 483-84 (3d 
Cir. 1974), cert. denied, 420 U.S. 955 (1975). 

178 
Peop'le v. Nicoletti, 34 N,Y.2d 249, 313 N.E.2d 336, 

356 N.Y •. S.2d 855 (1974). 
179 

People v. Sher, 38 N.Y.2d 600, 345 N.E.2d 314, 381 
N.Y.S.2d 843 (1976). 
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Second Circuit held that unexplained delays in sealing 

ranging from eight to twelve months required suppression of 

. l79a wiretap eV1dence. That a district judge eventually signed 

a sealing order did not end further inquiry into the 

adequacy of the sealing and custody of the" tapes. The 

purpose of the sealing requirement is to insure that no 

subsequent alteration of the tapes can occur. The court 

declared that a satisfactory explanation is required not 

only for failure to seal the tapes, but for failure to seal 

them immediately upon expiration of the wiretap order. The 

court suggested that, alth?ugh section 2518(8) (a) does not 

require it, the issuing judge should sign a formal court 

order directing sealing and custody of the tapes and should 

. l79b 
maint,in a record of that proceed1ng. 

"C. 7 5B Failure to comply with sealing requirements may 

affect investigative or law enforcement use of information 

derived from wiretap. For example, where information derived 

from inadequately sealed tapes in one wiretap is used to 

establish probable casue for a second wiretap, defendants 

may be able to challenge the admissibility of evi.dence 

l79aunited 
-;::;S-7e-;e:---:a;:..:1;:..:s::..,;0::. Peop 1 e 
743 (4th Dep't. 

States v. Gigante, 538 F.2d 502 (2d eire 1976). 
V. Saccia, App. Div.2d , 390 N.Y.S.2d 
1977). - -

l79b ; But see Un1ted States v. Caruso, 415 F.Supp. 847 (S. 
D:N.y. 1976) (delays of 24 and 42 days in sealing state 
w1rp~::p tapes arising from police effort"to ready tapes for 
sea11ng and make dUElicates was justified and did not 
warrant suppression of wiretap evidencei state officials 
sough~ and gained no tactical advantage or investigati\-e 
benef1~s ~nd there was no indicatj,on of any tampering). But 
see Un1ted States v. Ricco, 421 F. Supp. 401 ( S.D.N.Y. 1976) 
(unexplained sealin~ delay of 12 days in wiretap under 
New York law required suppression). 

262 



-----.,---------------------_._--------

obtained through the second tap.179c Most courts so far 

have rejected this view. The D.C. Circuit held that failure 

to properly seal tapes as required by section 2518(8) (a) does 

not affect further investigative use of the tapes. 179d In 

a recent case, united States v. Fury,17ge the Second 

Circui t dealt with this same issue with regard to sealing 

provisions under the New York wiretap law. 'I'he court ruled 

that failure to seal ade:qu!.'i.,-el:;! under New York law does not 

bar disclosure of the contents of wiretap tapes for investi-

gative purposes or to establish probable cause for additional 

warrants. Failure to mee'c sealing requiremen'ts in the first 

wiretap did not render interception under that tap illegal. 

Thus the evidence from the second tap (based on the first) 

was not tainted, i.e., derived from a primary illegality. 

11C. 75C In Fury, the court dealt with another sealing 

requirement issue. Federal and New York law requires that 

tapes be sealed immediately upon the expiration of an 

eavesdropping warrant (state law) or upon expiration of the 

period of the wiretap order, or extensions thereof (federal 

law) .179£ State officials had obtained two thirty day 

I 
179cun~ted States R' 421 4 ( . ___ ~ ____ . ____ ~~~v~.~.~J.~C~C~O, F.Supp. 01 S.D.N.Y. 

1976) • 

179dunited States v. Johnson, 539 F.2d 181 (D.C .. Cir. 
1976) . 

17ge~ 76 1506 2d . J.·.O. - l Cl.r" April 1977) (interpreting 
N.Y. Crim. Proc. Law §700.50(1), (2) (McKinnex 1971»._ 

1 79 f 18 U. s . C . § 2 518 (8) (a) ( 19 7 0); N. Y. Cr im . P r~~A~ 
Law §700. 50 (2) (McKinney 1971). 
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extensions of the original order. The court held that 

under federal or New York law sealing is proper where all 

the tapes were sealed at the end of the continuing period 

of the wiretap~ The government need not seal tapes upon 

expiration of the period of the original order and again 

after each extension. The court suggested that it wold be 

more in keeping with the purpose of the sealing requirements 

to seal tapes at the end of the original period and again 

after extensions. 

In united States v. Abraham,179g the Sixth Circuit 

dealt with two sealing requirement issues: (1) Whether section 

2518(8) (a) requires that tapes be sealed by the judge or in 

his presence; (2) What constitutes minimwu standards for 

sealing and custody. Government attol.·neys promptly advised 

the district judge that the tapes of intercepted conv'er-

sations were available for his inspection at the time the 

motion was made for an order directing sealing of tapes. 

Without requiring that the tapes be brought to him or viewing 

them at the FBI office, the judge ordered that the tapes 

be sealed and placed in the custody of t.he fBI wi thin the' 

personal control of an FBI agent. Thw dr.'awers of the file 

cabinet containing the tapes were sealed ,,,i th masking tape 

and red tape marked "evidence". Access to the room where 

the cabinet was located was limited. The court found 

that sealing r-equirernents were met. The court also set down 

minimmn standards to govern sealing and custody in future 

cases: 

179 
g541 F.2d 624 (6th eire 1976). 
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1. The tape recordings from eaqh aut.horization 
shall be placed in one or more cartons and securely 
closed with evidence tape or a similar adhesive tape. 
Each carton shall be clearly identified with a 
separate letter designation. The tape on each 
carton shall be initialed by thE~ attorney \"ho obtains 
the sealing order and the number of reels of tape 
in each carton shall be shown. The date of the 
order shall be placed on the tape. 

2. The custodian shall maintain a separate 
ir.ventory of recordings delivered to him under 
each court order. This inve~tory will show by 
letter designation and date each carton of re
cording's delivered to him and the number of separate 
reels of tape com':ained in each car'ton. 

3. The sealed cartons of recordings shall be 
stored in a limited access area un~er the control 
of the court-designa'ted custodian. 'This shall 
be a separate room used exclusively for the storage 
of such recordings or, if a separate room is not 
available, a secure space under control of the 
custodian and designated by the court. A log shall 
be maintained showing the nrone of each person 
entering the storage area together with the time 
of entering and leaving. 

4. Within the limited storage area the cartons 
containing recordings shall be kept in l()cked met.p.l 
file cabinets or Similar locked metal containers. 

5. The recordings so stored shall only be taken: 
from the locked containers and removed from the 
restr.'icted sborage area pursuant to court order ~ 
When ,an order is issued for such removal, the cus
todian shall produce the sealed cartons and 
inventories of tha contents of each in the couri: 
room or chambers of the judge issuing the order'1;179h 

IV. Inventories 

A. In ,general 

~C.76 After surveillance is over and the t~PG5 sealed, 

the issuing judge .mus.t order service oian "inventory" orl"

the persGlns named in the surveill~nce order. The inventory 

is a noticE~ that must include the fact that the surveillance 

l79hId . at 628-29. 
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order was issued, the date it was issued, the period for 

which interception was authorized, and a statement of ~/'Vhether 

or not the individual's conversations were intercepted. 

Inventories are probably also required for any person whose 

name vias added to the order by an amendment. The issuing 

judge may, in his discretion, order inventories for additional 

persons not named in the order. The in.ventory must be served 

within 90 days after termination of the tap, but any judge 

of competent jurisdiction may, upon an ex part~ showing of 

good cause, postpone service of any inventory.180 Further, 

mere service of a post-authorization inventory does not 

give the party served the right to jeopardize ·the secrecy 

of on-going investigations or grand jury proceedings by filing 

a motion~lor disclosure under section 2518(8) (d) to gain 

. f d d ,180a access to transcr~pts 0 recor e conversat~ons. 

Although the statute instructs the judge to order 

servi.ce, the burden in fact falls upon the prosecutor to 

see that it is done. Noncompliance with the letter of the 

law has in some cases resulted in suppression of the wiretap 

evidence, so the prosecutor may not relax his attention to 

l80The federal inventory section is 18 U.S.C. §25l8(8) (d) 
f,1970}" In New York it is N.Y. Crim. Pro. Law §700.50(3), (4) 
(McKinney 1971). The Ne,., Jersey invent.ory section is N. J • 
stat. P"nn. §2A: l56A-16 (1971). Mass Gen. Laws Ann. ch. 
2721 §99.L (1976) requires service of an attested copy of 
the warrant on the person whose communications were 
intercepted prior to the execution of the warrant or within 
30 days after termination with continuous secrecy limited 
to three years. The Supreme lJudicial Court of Hassachusetts 
has ruled, in Conunonwealth V. Vitello, Hass. , 327 
N.E. 20,819 1 844 (1975), that this procedure provided adequate 
access to the information prescribed by 18 U.S~C. §2518 (8) (d) 
and that the secrecy requirements of §99.L were in fact more 
stringent than those imposed by §2518(8) (d) • 

l80aA I' t' f U' d S h ' , , _pp ~ca ~on 0 n~te tates Aut or~z~ng Intercept~on 
of Wire Conununications, 413 F. SUppa 1321 (E.D. Pa. 1976). 
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this detail once the tap is complete and the tapes have been 

sealed. 

A preliminary issue is whether defendants have a 

constttutional right to post-wiretap notice. The early 

inventory cases ignored this possibility, but language from an 

earlier Supreme Court opinion seems to make notice a 

constitutional necessity.18l A Ninth Circuit case also held 

squarely that the Constitution did require post-wiretap 

t . 182 no lce. The Supreme Court, however, in Donovan,treated 

failure to file notice as little more than a non-essential 

statutory requirement of Title III.183 

B. Problems with the service of inventories 

1. Lengthy postponements 

1rC.79 In some cases defendants have requested suppression 

on the ground that the judge unjustifiably exercised his 

discretion to postpone repeatedly the deadline for serving the 

inventory. 184 So far, however, the appellate courts have 

refused to find an abuse of discretion and have agreed that 

181 Berger v. New York, 388 U.S. 41, 60 (1967). 

l82United States v. Chun, 503 F.2d 533, 536-37 (9th 
Cir. 1974). But see United states v. Donovan, 97 s.ct. 
658 (1977) (discussed infra). 

l83united States v. Donovan, 97 S.Ct. 658 (1977). 
See also United States v. Johnson, 539 F.2d 181 (D.C. Cir. 
1976) (interpreting provisions of D.C. wiretap law (D.C. 
Code §23-500 1973) corresponding to section 2518 (8) (d) : 
notice provision requires no more than a reasonable effort 
to reach those whose communications have been intercepted; 
if service is made within time limits, sending a regi~tered 
letter to the address where telephone was registered in 
defendant's name was sufficient inventory noLics). 

184 - see, e.-g., United States, V. l1anfredi, 488 ;E'.2d 588, 
601 (2d Ci;r. 1973), cert. denied, 417 U.S. 936 (1974). 
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th d 1 't'f' d 185 e e ay was JUs l le . The reason for lengthy delays 

most frequently cited is that an ongoing investigation 

necessitates continued secrecy. 

~I C. 80 Excessive postponement for no good cause, however, 

might well induce a court to find an abuse of discretion 

and order suppression. The Third Circuit ill Un'ited states 

v. Cafero186 warned that judges "should exercise great care" 

in granting extensions beyond the 90-day period. 187 

2. Late service 

1rC.8l Frequently the inventory is served beyond the 90-day 

limit or the eventual limit established by judicial 

postponements. This clearly violates the statute, but it 

probably does not violate the Constitution or require 

suppression. 

The early cases simply called the inventory a 

ministerial duty that could not affect substantial rights. 188 

l85See , e.g., United States v. Dafero, 473 F.2d 489, 500 
(3d Cir."l973),cert. dl?nied, 417 U.s:.-'918 (1974); United, --.
States v. Curreri, 363 F. SUppa 430, 436 (D.Md. 1973); United 
States v. Lawson, 334 F. SUppa 612, 616 (E.D.Pa. 1971). 

186 473 ~.2d 489 (3d Cir. 1973), cert. denied, 417 U.~. 
918 (19,74). 

l87 Id . at 500. 

188see , ~, United 'St'at,es V. Ca'fero, 473 F.2d 489, 499-
500 (3d Cir. 1973), C~rt. denied, 417 U.S. 918 (1974); United 
States v. Lawson, 334 F. SUppa 612, 616 tE.D.Pa. 1971). Note 
that special problems arise with respect to wiretaps. The 
traditional search is not done covertly, and is usually 
preceded by notice to the occupant of the premises. 
Inventory notice, in contrast( is the first time a wiretap 
target learns of the search and so is much more important. 
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The Ninth Circuit, however, found that the inventory satisfies 

a constitutional requirement. The court in United States v. 

Chun189 applied an analysis developed by the United States 

Supreme Court in a pair of cases dealing with a suppression 

remedy. 190 When dealing with a suppression problem, the 

Supreme Court ruled, one should ask several questions. 

First, does the statutory section violated "directly and 

substantia1ly,,191 implement the legislative scheme to prevent 

abuse of wiretaps? If not, then suppression is not an 

appropriate remedy. The Chun court ruled that the inventory 

provisions are a central safeguard. Nevertheless, the Chun 

1 . . d b h t' D 192 ana YSlS was re]ecte Y t e Supreme Cour In onovan, 

and the court refused to suppress in the absence of a 

showing that the violation was intentional. Even where such 

a showing could be made, it would not necessarily follow 

that suppression was appropriate. Other questions would 

have to be asked. Has the purpose of the section been 

satisfied despite the violation?193 In case of late service, 

189503 F~2d 533 (9th Cir. 1974). 

190United States v. Giordano, 416 U.S. 505 (1974); ~ed 
States v. Chavez, 416 U.S. 562 (1974). 

191uhited States v. Giordano, 416 U.S. at 527. 

192United States v. DonoVan, 97 S.ct'. 658 (1971). 

193 United States v. Chavez, 416 U.S. 562, at 574-5 (1974). See also 
United States v. Civalla, 533 ~2d 1395 (8th Cir. 1976). Two 
persons named in a court order to receive inventories were 
not served within the 90-day statutory period. The period of. 
delay was short. The eourt found that the government (continues) 
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the answer is usually yes . Even though the inventory was 

late, it was served and so fulfilled the purpose of the 

statute by giving actual notice. Suppression is, therefore, 

usually inappropriate. If notice is substantially late, and 

the defendant can shmv knowledge and pr!3judice, then the 

statutory purpose has not been fulfilled, and suppression 

ILight be appropriate. 

3. No service 

When no inventories at all are served, the defendant 

has received no actual notice, and the statutory purpose 

has not been met. If the defendant can show an intentional 

failure, suppression will follow unless the government can 

show that the defendant has actual notice from some other 

194 source. Actual notice, even from a source other than 

the formal inventory, satisfies the statutory purpose and 

193 (continued) 
did not deliberately ignore the notice provision and that 
the defendants did not demonstrate any prejudice arising 
from the delay. The court thus ruled that the government 
has substantially complied with the statute and that its 
essential purposes were met. The court found no such 
substantial compl~ance, however, with respect to two other 
defendants who had never been named in an inventory order 
and who did not receive notice of the interception until 
their indictments, nearly t~'lO years after the termination 
of the wiretap. The court found that there had been no 
effort to comply with section 2818 (8) -{d) and that the 
wiretap evidence pertaining to those defendants should have 
been suppr.esse.d. Civella thus suggests that a good faith 
effort to comply with the statute will compensa-ce for mi.nor 
delays, but that the absence of such effort may Jead to 
suppression when the violation is sUbstantial. 

1945ee United States v. Wolk, 466 F.2d 1143, 1144 (8th 
Cir. 1972:): 
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should prevent suppression. 195 

1!C. 84 No formal inventories were ever served in ChUrl. 

The Ninth Circuit remanded to the district court to 

determine whether the defendants had actual notice. 196 The 

district cour't found that they did, but not within the 90-day 

limit, and so ordered suppression. 197 The conclusion of the 

district court seems plainly wrong on two grounds. First, 

of course, under Donovan intent would have to be shown. But 

more is at issue. Actual notice is a substitute for an 

inventory. If the inveni:ory is late, the evidence should 

not be suppressed unless the defendant has been prejudiced. 

The district court should not have suppressed in Chu~ 

because of late actual notice without a showing of intent' 

and prejudice, yet the court found explicitly that the 

defendants had not been prejudiced. 198 The lesson is 

never~heless clear: inventories should be served on time. 

4. Deliberate failure to serve 

,rC.85 In two cases that arose from the same New York 

wiretap, the courts considered the problem of an authorization 

order that purported to waive the inventory requirement 

-----------------------------------------
195Id . at 445-46. 

196503 F.2d at 536, 542. 

197386 F. SUppa 91, 95-96 (D. Hawaii 1974). 

1981d at 94. ,.", , 
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completely. 199 The two courts dis~greed over whether to 

suppress the wiretap evidence when the defendants in fact 

were never served. The problem is probably moot, since no 

other judges are likely to add a clause waiving the ~equirement, 

and any prosecutor can easily overcome any objection by serving 

a timely inventory despite the wording of the order. 

5. Persons' not named in 'th'eorder 

1[C.86 Under the federal and New York statutes inventories 

are mandatory only as to persons named in the authorization 
200 

order. Until recently this provision ,has been upheld as 

constitut,ional and has barred motions for suppression on the 

ground of lack of notice when made by persons not named in 

the order. 201 

,[C.87 ').1he Ninth Circuit's opinion in Chun raises the 

possibility that all prospective defendants may have a right 

199united States v. Eastman, 465 F.2d 1057 .,\3d Cir. 1972); 
People v:-Hlieston, 34 N.Y.2d 116, 312 N.E.2d 462, 356 N.Y.S.2d 
272 (1974), gert. denied, 421 U.S. 947 (1975) 

20 018 U. S . C . § 2 518 (8) (d) ( 19 70); N. Y. Cr im • Pro. Law 
§700.50(3) (McKinney 1971). See also N.J. Stat. Ann. §2A:156A-
16 (1971) [same rule] i Hass. Gen. Laws Ann. ch. 272, §99.L(1) 
(1976) requires an attes.ted copy of the warrant to be served 
upon a person whose communications are to be intercepted. 
Section 99.L(2) allows postponement of that service in "exigent 
circumstances" until thirty days after the expiration of the 
warrant or a renewal. Service thus appears mandatory only 
with respect to persons named in the warrant. 

201See ,e.g., Uni'ted 'States V. Ri'zzo, 492 F.2d 443, 447 
(2d Cir.-)-,-cert:-denied, 417 U.S. 944 (1974) i Unit'e'd' 'S't'at'es 
v. Curreri, 363 F. Supp. 430, 435 (D.MD. 1973). The 
government may not evade the notice requirement ,by purposely 
omi tting names from the authorization order. ' Uni't'ed 'S'ta'tes v. 
Bernstein, 509 F.2d 996, 1003-04 (4th eire 1975). 
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to notice, regardless of whether they are named in the order. 

Chun held that the government must furnish the judge with 

accurate information on 't'lho was intercepted and who is to be 

indicted, so that the judge may exercise his discretion 

. . f d 202 
~n an ~n orme manner. The prosecutor must revise and 

update ±his information in order to keep the judge correctly 

informed. 

The opinion also raises the possibility that a future 

case will hold notice mandatory for all defendants, regardless 

of whether they were named in the order. 203 The safest and 

easiest practice for prosecutors in the interim is obviously 

to give all possible defendants an inventory notice. If the 

decision to indict is made after the 90-day limit, and the 

person was not named in the "order and did not receive an 

inventory, he should simply be served as soon as possible. 

',C.88A A recent Supreme Court case, OnitedStates v. 

203a Donovan r deal.t with the inventory-notice provision in the 

federal wiretap statute, section 2518 (8) (d). The government 

inadvertently failed to include two. defendants' names in a list 

(submitted to the issu.ing judge) of persons whose communications 

were intercepted. These defendants were not served with 

inventory notice. They eventually received actual notice and 

were not prejudiced by the delay_ The two sought to have the 

, 

202 503 F.2d at 540. Accord, Uni'ted: Statep v. Donovan, 
513 F.2d 337, 342 ... 43 (6th Cir. 1975), cert. gra'nted, 42J: u.s. 
907 (1976), .L§.Yersed r 97 S.Ct. 658 (1977-)-.-' ----...----

203 503 F.2d at 537. 

203a 97 S.Ct. 658 (1977) 
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wiretap evidence suppressed. The government view was that 

inventory notice was not mandatory since the defendants were 

not named in the original wiretap order. This was correct. 

The government then argued that since inventory notice was a 

matter of discretion for the district judge, there was no 

need to submit the names of persons overheard but not named 

in the order. If the judge wanted more.information he could 

ask for it. 

'IC.88B The Supreme Court rejected this view and held that 

section 2518(8) (d) requires the government to submit either 

(a) a complete list of all identifiable persons whose 

communications were intercepted, or (b) a breakdown by category 

(prospective defendant, innocent party, etc.) of all such 

203b persons. The Departmen'c of Justice pract:i,ce of providing 

only the names of persons with respect to whom there was a 

reasonable possibility of indicuaent was not sufficient. 

'IC.88C The Court then considered the question whether the 

wiretap statute required suppression for failure to include 

the defendants in the submitted list or serve them with 

inventory notice. The Court held that suppression was not 

appropriate. 203C The inadvertent government omissions did 

not make the interception of the defendants' communications 
; 

retroactively unlawful. .P~pplying the test laid down in 

Giordano and Chavez 203d the Court found that section 2518(8) (d) 

was not intended by Congress to play a substantial role in 

limiting the abuse of wiretapping. 

203b 
Donovan, 97 S.Ct. at 669-70. 

203c1d . at 674. 

203dS d' . ee 1SCUSS10n ,48 supra. 
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The Court did suggest, however, that suppression 

might be required where: 

(1) failure to submit names or delay in serving notice 

prejudiced defendants, 

(2) government failure to name or serve persons was 

intentional, or 

(3) a.gents knew before interception that no inventory 

would be served on defendants. 203d 

'IC.88E Several circuits have recently followed and applied 

Donovan. In United States v. Landmesser,203e the defendant 

was not served within the ninety day period under section 

2518(8) (d) because of a government error regarding his address. 

He did not receive actual notice until seventy-five days 

before trial. The Sixth Circuit held that suppression was 

not required. The district court had ordered service within 

the ninety day period and defendant had not shown prejudice 

d t th d 1 I 'd S t 'G' 1 203f h ue 0 e e aYe n Un1te ta es v. D1 1r omo, t e 

Eighth Circuit ruled that suppression was not proper unless 

the government omissions were intentional or prejudiced the 

defendant. The Second Circuit reached the same resu.lt in 

United States v. Fury,203g holding that where the defendant 

eventually received actual notice, the burden was 011 him 

to show that he was prejudiced. 

203eN o. 76-154'0 (6th Cir. April 1977). 

203f550 F.2d 464 (8th Cir. 1977). 

203gN o. 76-1506 (2d Cir. April 1977). 
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'IC. 88F Donovan also dealt with section 2518(1) (b) (iv) 

which requires that applications for wiretaps and orders 

authorizing them identify the person, if known, committing 

the offense and whose communications are to be intercepted. 

The Court ruled that this requires identification of all 

persons (if known) where there is probable cause to believe 

that the person is committing the offense under investigation, 

and the person's communications will be intercepted over the 

target phones. Failure to comply would not warrant suppression 

unless intentional. 203h 

3) SAMPLE PROCEDURES FOR ELECTRONIC SURVEILLANCE 

Introduction 

The following materials exemplify the electronic 

surveillance procedures followed by three leading agencies. 

They were originally collected in the Staff Studies and 

Surveys of the National Commission for the Review of Federal 

and State Laws Relating to Wiretapping and Electronic 

Surveillance (1976). Prosecutors planning ·t.o develop 

electronic surveillance programs in their jurisdictions 

may find these samples adaptable to their own needs. 

203hsee also United States v. Jackson, 549 F.2d 517 
(8th Cir. 1977);United States v. Costanza, 549F.2d 1126 
(8th Cir. 1977). . 
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I. New York County (Hanhattan) 

Rackets Bureau Manual 
Electronic Eavesdropping 204 

While "(tllle requiremenu of the Fourth Amendment are not 
inOel.ible, or obtusely unyielding to the legitimate needs of law 
enforcement." •.. it is not asking too much that officers be 
required to comply with the basic command of the Founh 
Amendment before the innermost secrets of one's home or of
fice are invaded. Few threats to Iibeny exist which are greater 
than that po:.ed by the Ule of eavesdrqpping de"lces •• , • The 
Fourth Amendment does not make the "precincts or the home 

OJ office .•• liCInclu~rie~ where the law can never reDch." .•• 
hut it dues plo!oCribe a con~\i\utional s,t;ttldard that must be 
met hcfore official in\';j~ion is pc:rmi~siblc. 

Bnga v. N~ .... )'ork. 388 US 41.63·64 

STATUTES 

The New York Eave~dlopping Law is contained in Anick 700 
of the Criminal Procedl.lTe Law. Rt'ad it. That AnicJe i~ based 
upon, and derives its authority from Title: III of the FedC"ral Om
nibus Crime Control and Safe StreC'ts Acts of 1968 (18 USC eh. 
119, Sections 2510 to 2520); and thus, any Order ""hieh 
authoriles the inlerception of oral OJ Ielephonic communica
lions mU$t conform in all respects 10 both stalules .. By statute 
[CPL §700.05(4)], an intercepted communication is defined as a 
conversation or discu~sion. whether oral or telephonic, whicb i~ 
intentionally overheard or recorded by "instrument, device or 
equipment" without the consent of any pany thereto. 

Communications which are inlercepted without proper 
authorbalion are hl3dmi~sible as cyidencc, may not be used as 
investigative leads, and subject the eayc:sdropper 10 both Federal 
and slate criminal !;anctions. 

Eavesdropping warrants may be is~ued only upon probable 
cause to helieve that evidence of a crime dc:~igna\ed in Section 
700.05(8), which is being, has neen, or will he, committed by • 
particularly de~cribed jndiyi~ual. will be obtained through eayes
dropping at the subject fadlities and/or premises end thaI 
"normal investigative procedures have been tried and have 
flliled, or rca~or.ably .. ppear to be unlikely to succeed if tried, or 
to be 100 dangerous 10 employ." (Section 700.45) 

The designated crimes include only 1clonies dangerous to life, 
limb or pleperty snd the offenses of drug dealing. gambling, 
bribery, and con~piracy to com ,,"it any of the foregoing. (Ch. 
119 Section 25 16[ 2)) . 

Authorization to eavesdrop is limited to the period necessarj 
to achicve the evidence desired, but in no event may it exceed 
thirty days. Rencwals are permitted (see below). 

204National Wiretap Commission Staff Studies and Surveys, 
311-20 (1976). 
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AMENDMENTS 

Durini- the proper C'ecillion or an e3veMi(opping Order. 
("'id~ncc of (llhel crimc~ may Iw di~c(wered. A c(1nver.~alion 
!wt .... een Ih~ ~ubjCCL\ c()<Occrning a dc~ign:l\ed crime might turn 
10 a di~cu~~ion of anolher non.~pecif:led offense; or. even prior 
10 a dclenninalion of the identities of Ihe partics. it may he clear 
tnat the r.onver~ation cl~nccrns thC' cClmmi~sion of a crime unre
I::led 10 the inv"-\\ir-ation. Sec lion 700.65(4) of the Criminal 
Procedure La .... · provides thaI ~,u!=h evidence may be u~ed pro
vided the Order i~ amended to include the conlenU of the con
IIcr~ations, The amendment authorizing the u~e or interception 
of conver~ations involving other crime~ OT individuals should be 
applied for. a~ ~oon a~ practicahle:. "'hich. in most ca'es ...... iII be 
prior to the terrninal date of the Oroer: The affidavit in ~upport 
of thc application should incorporelte the Original Order and 
should set forth the circumstances under which the conversa
tions were intercepted, the suhMancI: of tho~e cClnver~alions. the 
identities of the parties, and any rea~ons for believing that 
similar cOJlver~ation~ concerning the new crimes or individuals 
will occur over the ~ubject telcphone or in the subject premi~es 
in the future. 

DECISION TO TERMINATE OR RENEW 

The CPL authori7e~ eave~dropping only ~o long as it is neces
~af)° to accomplish the de~ired ends. which could not be accom
pli\hed by con\'entional mean$ ofinveSligation. Eavesdropping is 
not a legal method of gathering intelligence once sufficient 
evidence for full pro~ecution has been Clbtained. The ADA has 
an obligation to direct termination of cave~dropping at that 
point, whether or not the terminal date of the Ordcr has been 
reached. If, however, the evidence ~ou&ht has not been obtained 
by the terminal dale, Section 700.40 pr(wides for an Order of 
Exlen~ion. Both the Application and thc Order must conform to 
the requirements of the Original. In addition, the affidavit in sup-
1'011 of the Application "must contain a statement ~el\ing forth 
the rc~ul\s ... obtained ... or a rc:a~onable explanation of the 
failure to ohtain such re~ul\s." In making the decision whether 
or not 10 renew. the As~istanl musl make a criical evaluation of 
Ihe prllctical chances of oblaining evidence \l,ohieh had not heen 
obtained during Ihe prcviou~ pe.riod of authori7,ation. 

At the time Ihat the application for an Order of Extension is 
made to the iS$uing Justice, the Daily Plant Rcports should 
separately be pre~cnted for the Court'~ inspection as a progress 
rerOI1 of the'type referred to in CPL §700.50(1). If the Justice 
desires, this should be done at shorter intervals. 

TERMINATION 

A. Any device in$lalled to intercept and record must be 
removed or permanenlly inacti,·ated. 

B. Reels 
CPL §700.S0(2) prClvic\es that the original recordings musl be 

scaled by the iS$uing Justice immediately after the eaves
dropping lennin:lles. If the regulations !'Oet forth abaTe have • 
been followed, the orh:inal reels sbould have been rerecorded 
and mainUlined in the Technical Room VaulL They are 
prrliminllrily J,ealed b)' masking tape, which is then stamped or 
si!;nr-d by the Ju ~tice who i~~ue~ thc :o;ealing 'Jrdcr (~ee Apren
dix E). The tllpCS arc then to he Telumed to the Vault, Elich 
time :I tapt. ~C:lllcd or un'ealcd. lc;wc~ or i~ rcturned to the 
Vault, a nOlation to Ihal effcct h m~de on the sign out card 
Any time it is nrce~sary 10 open d l'.cakd tape, it must be done 
pUf~uant to Court Order. Thc A,~i~lanl District Attorner 
lOhould draft an Affidavit in support of thaI Order ~taling the 
need for use of the original. At thc conclusion of thaI use, the 
tape must be re~ea1cd in th!; ~amc m:tnnet a:. wa~ done 
originally. 
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C. Notice 
lIpon the expiralion of tho: Order. plC:prare a nOlice: of ca\le~· 

dropping in cClnformity with Section 70050(3). (~ee Appendix 
F). Such notice "must be pcr~on~lIy sel'ved upon the parties 
named in the warrant and .such olher par1ies to the intercepted 
communications as the JU~licc may determine ...• " Such notice 
mu~t be· ~erved wilhin ninety (90) days. If serving il upon the 
panies at Ihat lime would be detrimental to the investigation, the 
JUl'tice mlly order a po~tponement. The A~sil'tant should prepare 
an affidavit setting forth thc f!xigent cireUml'lances in SUppOI1 of 
the Order of Postponement prior to thl! expiration of the ninety 
(90) day period. (See Appendix G) 

In addi'lion to the parties named in the Order, n"tice should be 
l'ierved upon parties who are pOlential defendants, poten\ial 
grand jUty whnes~s, or individuals who may be adver"c:Iy ef
fected by the interception. 

D. Cmnpletion of Repor\5, 
At the botlom of each lcover page of the DPR·s. there afe 

l'ipaces f('f the number of intercepkd c;;!Is, the number of in· 
climinating calls, and the: number of pcrsons intercepted who 
had not previously been i.ntercepled. Those spaces should be 
filled in 1)1'1 a daily basis. All the expiration of the Order. the daily 
figures should be totalled 3,nd the l£ave~drop Reports complell!d. 

SUPREM E COURT OF THE STATE OF NEW YORK 
(:OUNT)' OF NEW YORK 

EAVESDROPPING 
WARRANT 

In the Maller of 

the interception of certain ..... ire communications transmitted 
over telephone line and instrument pre~ently assigned number 
---- located in ------ County, City and State of Ne ..... 
York, and the inlerccplion of certain oral communications oc
curring at said premises. 

)1 appearing from the affidaviu of -----, District Attor
ney of the CClunty of New York, -----. Assistant District 
Allorney of the County of l'ew York and Police Officer 
- -.---. ~aid affidavits having been submitted in ~upport of 
this eave$dropping \':arrant and incorporated herein as a part 
hefeof, that there are rea~onahle grounds to helieve thai 
e\'iclcnce of the crimes of -----, -----, ----
and Conspiracy to commit ~aid crimes may he ohtained by inter
cepting cenain wire communication~ transmitted over the 
above·captioned telephone line and inMrument and hy intercept, 
ing certain oral communications occurring at the above-cap. 
tioned premises, and the Court being ~atisfied that comparable 
evidence e~sential for the pro~ecution of said crimes could no~ 
be obtained by other means, it is hereby 

ORDERED. th;" the Di~trict Attorney of the County of Ne'" 
York, or any police officer of the City of New York actin.!; under 
the direction and surer\'i~ion of said DiMrict Attorne)', is hereby 
authorhcd to intercept and record the tclephonic communica
tions of the per~on~ de.'crihed in the: supporting affidavits hefein. 
their co-conspirator~ and agents as dC'cribed and delincated in 
p;llagraph -- of the hC'lein incorporated affidavit of [The 
ADA). Iran~mitted o\'c,r the above-captioned telephone: line and 
in~truml!n(; and it is funher 
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ORD~HI:I>. thaI the Dl\lricl AIII,,",:) of Ih.: Cuullty of New 
Yorl. III any pulice officer in the CIty of New York acting under 
the directinn and cuntrul of said District Allorney is herehy 
;IuthnriJed to intelcept and II,:cmd the llral cllOlmunic:Jlions a_ 
dc\crihcu and delineated in paragraph ---- of the herein incor
porated affidavit of [The ADAI, of the pC:l~nns dc:~cribcd in the 
sup~)rling affidavits h.:rein, tho:ir co,conspir.ltors and agents. as 
such communications occur at the above-captioned premises, 
and it is further 

ORDERED. that tbe District Attorney of the County of New 
York, or any police officer of the City of New York actirg under 
his direction and supervi~ion is herehy authori2.ed 10 make ~ecret 
entry into the above-captioned prcmi~es to in~lall ;md maintain 
the eavesdropping devices required to execute this warrant. and 
it is furlhef 

ORDERED, that nothing herein contained shall be construed 
as authorizing the District Anorney or his agents to overhear or 
intercept any communication which appears privileged or unre
lated to the aforementioned crimes, and that this Order shall be 
e~ecutcd in a manner designed to minim he the interception of 
non-relevant and privileged conversations. and it is further 

ORDERED. that the agents and employees of the New York 
Telc:phone Company are directly constrained not to divulge the: 
contenL~ of this Order nor the existence of electronic eaves
dropping over Ihe above-captioned telephone line and instru
ment 10 any person including but not limited to the subscriber of 
the ahove.captioned telephone instrument whether or not the 
said sub~cribers request that the said telephone instrument be 
checked of the e-.;istence of said electronic eavesdropping equip
ment. and it is further 

ORDERED. that this eavesdropping wan ant shall be executed 
immediately and shall be effective the -- day of ---__ 
and iL~ authorization shall continue until the evidence described 
in paragraph -- of the afOlementioned affidavit of [The ADA 1 
shall have heen obtained. [and said authori7.ation shall not auto
matically terminate when Ih.e communications described in said 
paragraph -- have been first obtainedl. but in no event shall 
said authorization exceed (--) days from its effective date, 10 

wit, the -- day of -----. 

Dated: New York, New York 

Justice of the Supreme Court 

SUPREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

APPLICATION FOR 
EAVESDROPPING 
WARRANT 

In the Maller of 

the interception of certain wire communications transmitted 
. over telephone line and instrument presently assigned number 
---- located in -----, County. City and State of New 
York, and the interception of certain oral communir.ations oc
curring at said premises. 

STATE OF NEW YORK 
~s.: 

COUNTY OF NEW YORK 

[The D.A.1. being duly sworn. depo~cl' and says: 
I am the District Attorney of the County of New York, State 

of New York. and as such, make this application for an eaves
drnpping warrant authorizirtg the intc:rccption of certain wire 
and oral communications. 
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I have read the anneu:d affidavits of Assi~tant Di.~trict Altor. 
ne'/----·- and Police Officer -----, which ale incor
porated herein and made a part of this application. 

Ba\ed upon .he (act~ ~el forth in said affiduvits. I rc:spc<:tfully 
suhmit 10 the Court that thlm: are fea~onahlc \!Iounds to belic"e 
lhal es~enti31 evidence of crimes may be obtained by the inler
ceptioll of the oral and wire: communications described in para
graph -- and paragraph -- orMr. -----'5 affid:vil. 

Based upon S2id affidavits, it is my opinion that there arc no 
practical allernative means of acquiring comparable evidence or 
inform~tion_ I believe the nature of the criminal activity involved 
is of sufticient public importance to warrant the employment of 
electronic: interception devices. 

WHEREFORE. it is respectfully requested that an Eaves
dropping Warrant in the form annexed be issued. 

Sworn to before me this 
-- day or -----

SUPREM E COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

AFFIDA VIT IN 
SUPPORT OF 
AN APPLICATION 
FOR EAVESDROPPING 
WARRANT 

In t.1>:.: Matter of 

the interception of r.ertain wire communications transmitted 
over telephone line and in$trument presently assigned number 
--.-- located in -----. County, City and State of Nl:w 
York, and the interception of certain oral communications oc
curring at said premises. 

STATE OF NEW YORK 

55.: 
COUNTY OF NEW YORK 

[The ADAl, being duly sworn, deposes and says: 
I. I am an Assistant District Anomey in the Office of {The 

D.A.l. District Attorney fot New York County, assigned to the 
Rackets Bureau, one of the prin.cipal functions of which is the 
investigation and prosecution of cases involving organized 
criminal actiVity. 

2. In this capacity, I am conducting an investigation into 
(nature of criminal conduct) conducted by (subjects) through 
the use of the above-captioned tc:\ephones and premises. in 
violation of Artir:le -- of the New York State Penal law, 
specifically those provisions c'ntitled ------ and Con
spiracy to commit those crimes. 

3. This affidavit is submilt,:d in support of District Atlorney 
-----'5 application for a Eavesdropping Warrant. 

[The next set of paragraphs are to contain a full and complete 
statement of the facts constituting probable cause, including: 

(I.) Probable cause to believe that a particular design31ed of
fense has been. is being. or is about to be committed. 

(U.) Probable cause to believe that thl: facilities from which, 
or the place where, the communications arc to be intercepted, 
arc being used, or arc about to be used in cOI!!lection with the 
commls~ion of such designated offense. 

(111.) A particular de~criplion of the nature and location oftne 
facilities from which, or the place where the communication is 
to be inte rcepted. 

(IV.) The identity of the persons, or descriptions thereor, who 
arc the subjects of the Order. 

In addition. the goals of the investigation, the period of time 
necessary to achieve such goals and the re3S011S therefore. 
should be set forth in detail. 



OI-("JSION 10 MAKE APPLICA lION 

The only individuals ""ho have the lIuthorily to ~lpply fur an 
Ea\C'~dropping Order in the Stale of New York under Article 
700, arc !hc Allorney General lind the District Anorn,,),s "who 
arc authorized by law 10 pro~~cute or participate it! the prolOeCU
tion of the particular designated orren~c whic:h is the ,ubjec~ of 
the ;Jpplication." This authority h non-delegable, excepl in the 
actual ah~cn("e of the Di~lIict Attorney, and must he e~erci~ed 
by him alont. 

The Congress ha~ .nade the following finding on the bal'is of 
iu own iO\~~iigations and siudies. "Organhed criminals make 
exl~nsive u~e of wire and oral communications in their criminal 
actiyities. The inlerception of such communications to obtain 
.::vidence of the commission of crimes or to prevent their com
mjs~ion is an indbpcnsable aid to law enfOlccment and the ad
mini~lralion of jU~lice." (Chapter 119, §301) 

But cave~drorping is an extraordinary mcans of investigation. 
The decision to employ it must be based, not only upon an 
evaluation of the legal criteria, but upon the importance of the 
inve~tjgalion, the ~criousness of the criminal activit)'. the danger 
that the SUbjects l,u.e to.. the community, and the investigative 
leads to be achicv.:d. t 

It should he noted at this roint, that in the app lie a (ion the 
A~si5tant must set forth a factual hasis for showing that con~en
tional mcans of investigation, have nol, or could nol !-ucceed in 
obtaining the evidence required lror succcssful prosecution. 

Prior 10 the tiTl'e the A~sistanl decides to draft an application 
for an eavesdropping warrant with its supporting affidavits, he 
must give full consideration to thesc faclOrs and articulate his as-
5c~~mcnt of each in an addendum to the investigalivc plan ~ec· 
tion of the Rackets Bureau In"cs'igalion Memorandum. 

DRAFTING TH E APPLICATION 

The A~sj~lanl should prepare the Orden. applic,l\ion~ lind 
!'urrorlin!! affidavit!; in wriling. 

. ~he Order must comply with the pro\'i~ions of nOO.30. In ad
dIllon, the: Order should cont,,;n a direction prohibiting the: 
Telephone Comp,lOY from divulging the: e"istence of the Order 
10 its subscribers. This directive was added arter the Office was 
adyised that without it, the New "ork Telephone Company 
would follow a policy of truthlllUy answering subscribers who 
~ade inquiry as to whether their telephones were being sub
Jected to electronic SIJ[Veiliance. (see Appendix A) 

The application, which is made by the District Attorney, is 
b3'cd upon supporting affidavits of the AssiMani District Allor
ney conducting the investigation, and of other perl'ons (usualJy 
police: officers) who have personal knowledge of the facts con
stituting the requisite probable cause. 

,The application and its incorporated affidaviu must comply 
\I,'lth the provisions of Section 700.20 (~ec Appendices B & C) 

In drafting ,Ill application, the Assistant should keep in mind 
thai In order to use the interccptc:d con\'ersations as evidence, 
the Order and it!; l'-lIpporting affidavits must be turned over to 
the defendant prior 10 trial. T~l\rs, any information which i5 con
fidential and which is not required in order to make out proba
ble cause (~.g., the nami' of an informant) should be made 
\(~('IW~ 10 the Co.urt oUL~ide the application with notice in the ap
pl~cahon that thl~ was done. However, if an informant has sup
p~le.d part 0; thc:probable: cau~c, his reliability ::rnd the basis of 
hl~ Information must he estahli~hed in the affidavits. 

Every paragraph in the affidavits should be con~ecuti\'ely 
numberetl. 
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--------------

~(HE APPLICATION 

Afler all drafts have been completed, they must be: ~ubmlt\ed 
for approval at least forty-eight hours prior to the prClposed is. 
5U"nce date of Ihe Order, 10 the fonowing before subrni~sion II) 

the District Attorney; 
1. The Appeals BUleuU-The Appeals Bureau Chief hilS 

d~signated two or three Auistants to reyie ..... all applications for 
ca\'c~dropping Orders. lbdr role is to analyze the form and Cf)n

lent of the Affidavits for le(ial sufficiency. All questions that the 
,;upe!" .. ising AssiMant DistriCl AnQrney has in his own mind re
garding the legal hasis of the application should be thoroughly 
re!O~~fched prior to the Appe:als Bureau review, in order to 
faCIlitate the conference. The sllpervising Al>sistant h all anor
ne)" and ~~hould not rely on the Appeals Bureau As~istant to 
mah the le&61 decisiollS. 

~. Burca~ Chief-Prior to the drafting of Ihe application, 
!-ultable nollce ,hould have been gj.·en to the Bure,lu Chief in 
the form of a.n investig;nhe memorarldum and oral disc1J~ion. 
At thi3 point, hie must milke a determination balOed upon the 
fi.n~1 draft, the Appeals Bureau's analysh, and manpcI""er ll\'aila. 
bdJty whether or not to approve the applic:ation as it stands, 

The District Attorney must review the prorosed applil:ation 
and. be given the opportunity to question the supervising 
AS51stant, and/or any of the police officer.. who supplied the 
prohllble cause. If he approves, he must subM~ribe and sWI:ar to 
the original and a copy of the application. 

An Eavesdropping W~rrant may be i~~ued by a Ju'slil:e of an 
appellate division of the Judicial Dep:mment in which the eaves
dropping warrant is to be executed, or any Justice: olf the 
Supreme Court of the JudiCIal District in whir;h the Warran, is to 
be executed, or any County Court Judge of the County in ",.hich 
the ..... arrant is to he executed, 

.The supervising Assistant District Attorney must peTsona1Jy 
. appear before the Justice ""ith the application and must make 
ayaila~le to the Justice any police officer who supplied prohable 
cause If so requested. The Justice may question the A:;sisla:nt or 
officer under oath, and if he docs, must record or summarill: the 
testimony. If the Justice issues the Order, he is to l>igl1 the 
o~i~inal and copy !,f ~e Order, \..eep .the copy of the Order and 
ongmal of the apphcatlon and supportmg pap<:rs, and deli"!:r the 
original Order and copy of the supporting papers to the 
Assistant. 

EXECUTION 

Aner th .. justice has acted upon the applicatiun, whether or 
not the Order was issued. the ADA should receive an Ol:der 
number from the Investigation Bureau. At the same time, the ~op 
half of the reporting form is to be filled out with tbe information 
requested (see Appendix D). If the Order has been issued and 
information regardlng the locations of pairs and cabl~s is 
required from the telephol1e company in order to execute the 
warrant, a copy of the Order ( .... ithour th~ supporting affidaviu 
and application) should be sent by hand to the security offi<:e of 
the Company. Usually that will be done by the officer who is as
signeothc inst:!i!:ition. 

Pri~r to ~he execution of the .Order, the ADA must arrange a 
meeung ""Jlh the team of police officers assigned to thl: in
vestigation. At that time, the ADA is to provide the officers with 
a copy of the Order and supporting affidavits and a copy of the 
following regulations regarding thr: e)(ecution of eavesdropping 
Orders: 



EXECUTION OF El.ECTRONIC EAVESDROPPING ORDERS 
OFFICE OF THE DISTRICT ATTORNEY 

COUNTY OF NEW YORK 

..... a court shuuld not admit evidence derived from an elec
tronic 5urveill:lnce urder unless, after reviewing the monitor. 
ing log and hearing the testimony of the monitoring agents, it 
is left with the conviction that on the whole the agents have 
shown hil:h regard for the_ right for privacy and.have done all 
they rea~onable could to avoid unnece5}3ry intrusion." 

U.$. v. TOf/oftdla 

lNTRODUCTION 

Before conducting any electronic surveillance read the 
authorizing Order and Supporting Affidavits especially noting 
the: designated crimes lind subjects. 

11le goal is to execute the Order. recording those conversa
tions which are designated. and minimizing the interception of 
non-relevant or privileged comml~nications. . 

No machine is to be left unattended on automatic. 
"Minimiza tion" requires the police officer to determine whether 
or not each conversation is relevant and subject to interception. 

Anytim,~ a conversation or any parI Ih~,~of is monitored it is 
10 be recorded. If the machine has a separate monitor switch, 
$uch switch is not to be activated unless the machine is record
lnll. However. if the machine malfunctions, or a tape has just run 
out. monitoring is pennissable, while the situation is being 
remedied. 

PROCEDURE 

Listen to the beginnin'g of each (:onversation only 50 long as is 
necessary to determine the parties thereto and the subjects 
thereof. 

I. If the panies and subjects are covered by the Order. con
tinue to listen and record 3S long the conversation remains per
tinent. 

. 2. If either the parties or subjects are not covered by the 
Order, turn off the machine. Check periodically by activating 
the moni'or and r~cord switches to determine lf ~he parties or 
Subjects have changed and fall within category No. I ;lbove. 
Note the length of time ~ccurring between the periodic checks, 
:and the time of each check. 

3. If the con'(ersation docs not fall within category No. I, but 
it is apparent at the outset Ihat a (:rime is being discussed. record 
the conversation insofar as i.t is pertinent to said crime. Im
mediately notify the supervising ADA of the conversation for in-
structions. • 

Genera lIy. the Order will authorize the interception of conver
sations of cert;a;n named persons. as wet! as the agents, co-con
spirators. and accomplices. If a named person is 1I participant in 
the conversation, the statements of the other participants may be 
intercepted if pertinent to the investigation specified in the 
Order. 

In determining the relevancy of the conversation, the execut
ing officers may take into account the c(ld(d, guarded and cryp
tic manner in which persons engaged in criminal activity often 
converse. It is therefore imperative that the officers be familiar 
with the background of the investigation and the conversations 
alre7,dy intercepted in order to properly ...... aluate the meaning of 
the ianguage used by the subjects. 

Con venations between a husband and wife, doctor and pa
tient. auorney and client. and an individual and member of th,: 
clergy are privileged and are not to be intercepted and· recorded. 
Such conversations lose the privileged status when the partici
pants are co-conspirators in the criminal activity which is the 
$ubject of the conversation. but ~uch decision must be made by 
the: supervising ADA. 
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DAIL Y PLANT REPORT 

Abstracts of each convers:Jtion are to be made at !he time of 
.interception and are to be included ill lhe DPR (see Appendices 
H&I). If the (:onversation was nOI entirely recorded, an ap
propriate notalion $nould be made as to why nol (e.g., non'p'e~
linellt. privileged). Where the eXs(:\ words used by the particI
pants are important. that portion (lr the conversation should be 
transcribed verbatim. The original of the DPR should be 
delivered to the supervisini ADA at the beginning of the rollow
ing day. 

OBSERVATION REPORTS 

ElectroniC' surveillance is used as the last resort in any in
vestigation. Conventional means of investigation are preferred 
and in any event should be used in conjunction with court or
dered electronic sUf\·eillance. Whenever meaningful obseri.'J.
tions arc feasible, they should be made and should be recorded 
on OR's, the originals of which should be submitted with the 
DPR's. 

REELS 

The inler(:epled conversations are to be recorded on pre-num
Dered Investigation Bureau reels. After each reel has been 
completed, it is to be n:recorded, and the original is to be 
returned to the tnvestiga~ion Bureau vault. Under no circum
slanus should any portion of any tape be erased. 

Each officer is io read the Order, affidavits and regulations. 
Since the Order inC-orpOT:lleS the supporting affidavits; it is ab-
501uteiy 'essential that ea!:h officer read the affidavits and pay 
particular nOlice to the d;signated en.mes. s~bj~cts. and 
described conversations. "Thereafter, the ASSistant DlstT1ct Attor
ney should satl~ry himself that the Order and regulations are un
derstood by the officers and they have no doubts as to the scope 
of the Order and the proper manne~ of execution . 

The supervising office! should then de:signate a member of his 
team to pick up the: pre-numbered Investig.ation BUfc:au reels 
and DPR forms which are to be used on Int', piant. '::ach reel is 
signed out \c) the officer and when relurnedis checked bat:k in 
by an investigator. Tapes arc kept in the locked Uechnical room 
vault of the Investigation Bureau. 

SUPERVISORY FUNCTION OF ADA 

It is the duty of the ADA to supervise Court-OI'dered eaves
dropping. This dut), is statutory and non-delegable-police o~
ticers are not attorneys-it is the ADA's job to mak.e legal deCI
sions and to coO!.\;lOtly monilor th~ performance of the police. 

\. Read the Daily PI:ant Report each oay-if the.re are any 
queslions as to relevancy. question the officers immediately as to 
their tbea!)' of interception. and if incorrect, instruct them to 
alter thcir Tnanner of e~ecution. 

2. Srot-check the t2lpes-listen 10 important convc:rsation,. 
compare them 10 the llbslracts set forth in DPR. Also listen to 
the extent th:dt non-pertinent conversations were recorded. 
Delermine if 'he recouding and abstracting arc ix:ing done cor
rectly. 

3. Visit thr; plant-Although Assistants are not police affi\~e" 
and do not participate in "field work" proper supervision shollld 
include onc. or two inspectionl of ·the plant:':A t that lime, \I,e 
manner in Ij,'hich the t:onversations are being intercepted and 
recorded can be scnllini7.ed fir~t hand. 



The omce rccord~ must be ched.ed t~ delermine whether or 
not the subjeca of thi~ Order or an~ of the prcmi~e~, were in· 
volved in prc:viou~ applications. If so. a full ,tatement of facts 
concerning !<\Ich applications, and the le~ult~ of those applica-
tions must be ~et forth,) . 

For purposes of thi~ sample, it will be a~~umed that the above 
. i~ conlained in paragraphs 4-13. 

14. For the followj'~'i~ reasons, conventional means of in
vcsti~ation could not succeed in IIchieving the desired goals of 
thb inve~tigation. (~et forth rea~on~ ~upporled by factual detail) 

15. Based on the ahove:, I believe that the criminal activities 
referred to in paragraph 2 arc being engaged in by ----
[at the abo\c-eaptioned premises} (using thc ahovc-captioned 
telephone) and that evidence essential to suecl:s~ful pro~ecu\ion 
can be established only by Court authoril.ed electronic-eaves
dropping as dcscrihed herein. 

16. Wherefore; 1 respectfully request thaI an Order in the 
form annexed, entitled Eavesdropping Warrant, be i~sued by this 
Court. 

17. Said Warrant is specifically limitl:d to the telephonic con
versations of ----- and ------, their agenL~ and co
conspirators, (some of whom are as yet unknown), as they occur 
oVer the above-captioned telephone concerning (nature of 
criminal activity). Said conversations can be expected to involve 
(describe anticipated conversation). 

18. Said Warrant is further limited to the oral conversations of 
----- and -----, their agents and co-conspirators, 
(some of whom arc as yet unknown) as they occur in the ahove
captioned premises concerning (nature of criminal activity). 
Said conversntions can be expected to involve (describe an
ticirated conversation). 

19. I am in possession of no information which would indicate 
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that any of the conversations to he intercepted rnay be e.pected 
to come wilhin any privilege under IIny applicable rule of lallo'. 
The Eavesdropping Warrant will he eaecuted in such a manner 
as to mirimize the possibility of intercepting privileged or non· 
penillf.:\':~ conversalions. No conversations which appear 
privileged or unrelated to this investigation will be intercepted. 

20. All appropriat~ investigating techniques will be used in 
conjunction with infonnation ohtained from the intercepted con
versations and all leads will be followed with the purpose of in
~uring the su;;;cessful pro~ecution of thr conspirators. 

:n. The conversations to be intercepted will be recorded 
under my supervision on lapes which will be safeguarded and 
kept :at all times in the cu~\ody of the Burellu of Investigation of 
the Nc,:w York County District Attorney's Office, will be pro
tected from editing or other alteration and will be used $Oldy 
and approprialcly in the lawful investigation and pro~ecution of 
the crimrs refeored to in paragraph 2 supra. 

(22. In view of the continuing nature of the criminal activity 
de~crihed herein, it is further requested that should this Order be 
granted, its aUlhorization for interception not automatically ter
minate when conversations of the type described in paragraph 
-- have been fnst obtained. For the reasons set forth above:, it 
is my opinion that t'~'idence sufficient to properly prosecute the 
appropriate persons committing the crimes referred to in para· 
graph 2 supra, can be obtained only by the interception of 
several conversations.] In no event, however, should said Order 
authorize inter.:-eption for more than -- days. 

::3. No previous application for the same or similar relief has 
heen made. 

Sworn \0 before me this 
--- day of -----
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APPLtCAlION NO., 

TO: DIRECTOR. AT'lENTION OPERATIONS BRANCH, 0.1.5. 
ADMINISTRATIVE OFFICE OF U.S. COURTS, SUPREME COURT BLOG. WASHltJGTON, D.C. 20544 

REPORT OF APPLICATION &/OR ORDER 
AUTHORIZING INTERCEPTION ,.. 

JUDGE'S { 
NAME 

--~------------------------------------

::~::,,{- --- -- - - ----- - --- - --
OF COMMUNICATION .. 

SOURCE 

OF 

J!,PPLI· 

CATION 

PERSON MAKING 
THIS REPORT 

/ A. THE OFFICIAL MAKING APPLICATION 
I" NAME 
£ 
R 
r-- - -- -- ---------------S TITLE 

0 
N 

A NAME 

CO 
E ~-------------------
N AOORESS 
C 
Y 

8. OFFICIAL AUTHORIZING APPLICATION 

SHOW "SAME" IF SAME AS "A" 

-------------------

r--------------------

APPLICATION Y ORDER OR EXTENSION 

OFFENSES 

DURATION 

OF 

INTERCEPT 

PLACE 

DATE: OF. 

OFFENSES SPECIFIED 

Type of oPhone W,rot.p DOth., (Spoclfy) OATE OF 
Intercept o Mlcr cphonw/E.vUdrop APPLICATION 

PERIOD ORIGINALLV~ 
R!:.OUESTEO 

151 ~ 
LENGTH 

OF 
~ 2nd 

EXTENSIONS 

REQUESTED 
3'd ~ 

L-J SINGLE FAMILY 
OWELLING 

L-.J MULTIPLE OWELLING 

L..J ADARTMENT L-.J 61.:~INE~S LOCATION (Spec"y) 

COMMENTS 

DENIED GRANTED GRANTED WITH THESE CHANGES 
~.~ 'V'" 

0 0 

DATE OF 
ORDER 

0 0 
0 0 I 

0 0 
0 0 
LJ OTHER (Specify) 

REPOR,· ______________ _ _ _____ SIGNATURE _______________________________________ ___ 
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10 .... 2 

.... ~t.'(A'IUN Nt" 

lO DIRlCl0R ~Ttf Nll()~ Of·tH.~"ON:' lU.ANC.I1,D l,s 
"'U~INIS,'I\AlIVl 0'" tel Of UJ. COUR1~ IoUrRfa.\l COUR1 Bl.OC. WAStUNG10N. D.c."0'>44: 

REPORT OF POLICE' & COURT ACTION 
RESUL, TING f ROM INTERCEPTED 
COMMUNICATIONS 

c.ou'n 
AU1HCtc. 

., .... O'M" COU", 

DE SCRIP-
TION OF 
INTER-
CEPTS 

COST 

RESULTS 

"""CUTI ----------------"'OORtS.S 

PI. ICA'lION 'OR IN1l'lCU'1,OH ,,, Cf.'lAI.Nl'AOM___.1 ________________ _ 

A::M7:0A:~~:::'::.~ A::: :::~~:::I.ON~:~~~CA110N~ 

Of' EN!tt:. SJ:l',Clrn:'o 

')'Pf' a' 0 Pf1('1l'l' W".'AO 

Inl ... ,.,,1 Ch~,t,OP"'O 

'n ". 
LINCTH 

L-J SINt;l[ r,lu.ULV 
DWfl.l.lNC 

L-J APA~lM£N' 

TV',O' 
IN11;"C.E.PTIOH 

1'11'-( 

A·~O~(~N~C~V~---------------------------------------; 

ADCUS;- - - - - - - - - - - - - - - - .. -

--., 
ICAllON ORDER Oil [XT(NSION 

OfNI[D C.".N'[O GRANTED Wl1H lH[S,£ CHA .... C 

0 0 

001~' tr.mtUf) PAlE 0' OAllor 

""[."."".'" APP\ 'CATION O"OEA 
--~-1----t-:.-

0 0 ---
0 0 .. --- -- t-- -
0 0 - ----
0 0 --LJ MUL"PI.E eW(l.l.INC; L-J OTH(A .s.,..,,,\', ______________ _ 

L..J fll~l~!O ~~C.A"ON f!aopeUtrl__ __ ... _____ _ 

I"'u ..... "" "'vu· ... C[ 
NUMBER OF 

DAYSIN ''',OUL,..CV .. ttlSoo.dWHon: COMMUPI'CA. ,wc" IM'HA't'~G 
ACTUAl. OY cO .... "UHfCA. '.0 .... ' cOMMlINICA" 

un ' .... TIIl4(.£PT -,.OHI W'fIII ,HTt."CIP'TI!;D TIOH5 
....... , "CE.,.TED .TL"ClP'TED ---

NA"URC A .... O QUANTITV or MANroW( R u5£D ~P":'~." TOtAL'-~ 

• • 
NA1VR( or 01H(,I\ J1l~OURCE5 ".,uu,n c •• ~ 

• 
__ , __ , ___ • __ ...!ill~HE!!.9f ACtiONS RfSUl TIt'..!L~~\ INnACE~T!ONS 

NUMB'" 0' "l". NU~l;tt R 0' ttlllltoClNJ. T,.,IAU lI4bTtON', TO :.U,. .. ,U:S5 
~ON~ CONVICTED .-.,.Rr.SltO.V TYPt 

CO~ ... ",ElID ltV TV,., 0" 
0'0"[ .... 5[ MADE .nItHTED D[.H:t£D OFfr ... ,,[ 

C--. -

"lOt A~~t')M"Nl 0' 'HE. ' .... ,.O.-,ANe( or 'h"It ''''Ti~Ct''T'OW! IN OllA'WINe. ~UCt1ItO"'VfC-"YtONS 

-
OAlI Of. RIPORT ~ _____ • _ _ ________ $I0NA'U"r _____________ • ___________ _ 
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rono 3 

REPOR1-ED FOR 1973 
Additional Costs, Arre.ts, Trial., and Convictions Reported by Prosecutor. in calendar Y •• r 
1974 .s a R .. sult of Order. for the Interceptlon of Wire or Oral Communications Reported in 
the Above Year. (Report a8 of Dec .. mber 31, 1974) 

INSTRUCTIONS 
1. Indicat~ any additional activity which occurred durin9 calendar year 1974 •• _ result 

of interc~pt orders, reported for tha year of the accompanyin9 excerpts of the ~ir"tap 
Report: 

2. If there wa9 no additional activity, enter "none" in each column 3 throu9h 7: 
3. /'lotions to suppress intercepts should be shown with "denied" or "9fanted" in column 6: 
4. 00 NOT REPORT ANY COSTS, ARRESTS, TRIALS, MOTIONS, OR CONVICTIONS. PREVIOUSLY REPORTED 

either on your ori9in81 Form 2 or on a previous supplementary report, Form 3: 
S. Plea ... us .. the r .. por'~in9 number ahown in the Wiretap Report for t~le above year. 

Reportin9 Date of Additional Activity Durin9 Calendar Year 1974 

Number' Applica- Number of Number of /'lotions to 
1973 Report tion Cost Per.ons Triala SUppre" .. Number of Per"ons 

(1) (2) (3) "'rreated by Completed Int1H"Pts Convicted by 

Of~:,"11 
Offense· 

(5) ttad. punt.dl DenIed (7) . -, 
I 
I I 
I I 
I I 
I I 
I I 
I I 
i I 
I I 
I I 
! I 

• I I 
I I 
I I I I I 
I I 
J J 
I I 
I I 
I I 
I 

J 
I I 
I 

I 
. 

I 
I : I . 

·Indicate the offense for which each per~on was convicted, such •• , 
3 (convicted) burglary 
t (convicted) forged checks 

Name, .ddres. Bnd telephone number of peraon 
responsible for completion of this form. 

NAME ____________________ ~ 

ADDPESS, ______________ __ 

CITY,STATE 
ZIP, ________________ ___ 

"REA CODE ___ 'TEl.~l'HOr_t: ______________ _ 

~~ Director ~ 
0.1.5. - ",~~. 

,- cnti"n Operations IIn.llC'h 
- •• atJve Office of 

';h'!!! Unite·:'! ~ft·x<.··." ~~\.our'C.~ 
S"vr"n,c CClt' :!utl,hug, 
W"£~:nq~.,n. ~.c. 'OS(4 
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JURlSDICTION 

DATE _________ . __________ _ 

Xf you have Bny ",'lutions concerning tht. 
form. pleBse cBllr 

Hr. James A. /'IcCafferty 
Chief. Operationa Branch. 
Dividon of fnformation Sy",t:eJ1I3 
Arell Code 20~, 393-1.640, E>Ct. 3~J 



SUPREME COURl OF THE 5T ATE OF NEW YORK 
COUNTY OF NEW YORK 

OI{DER 

In the Maller of 

the intcrception of certain wire communications transmitted 
over telephone line ana inltrument pre~ently a5signed number 
____ , located in -----, CClunty, City and State of New 
York, and the interception of certJlin oral communications oc
curring at ,aid premi~;,. 

(No.) rec:ls of magnetic recording tape hearing New York 
County Diwict Attorney" Office Invc:~tigation Bureau numbers 
_____ • having been milde available to me this day by New 
York County Assi.~tant District Attorney ----- and New 
York City Police Officer ------ and ~aid reds having been 
r.caled under my direction, it is hereby 

ORDERED, that ~id (No.] reels of magnetic recording tape 
be kept in the locked Technical Room Vault of the New York 
County District Attorney" Office under :<cal and that "aid seal 
shall not he broken unless w ordered by II Justice of the 
Supreme Court of the State of New York. 

JusliC'~ of th~ SIJpremf.' Court 

Dated; New York, New York 

SUPREME COURTOFTHE STATE OF NEW YORK 
COUNTY OF NEW YORK 

NOTICE 

In the Matler of 

the interception of certain wire communications transmitted 
over telephone line Iilnd instrument presently assigned number 
____ , located in - ____ • County, City and State of Ne\v 
Yurk, lIn(.i the interception of certain oral communications oc-
curring at Eaid premises. . 
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PLEASE TAKE NOTICE that on -----, the Honorable 
_____ , Justice of the Supreme Court, i~sued an Eaves· 
dropping Warrant (which he duly amended and renewed], 
authorizin!! the District Allorney of the County of New York to 
inlercept and record certain conllel1'3tions, l\$ captioned above, 
transmilled from (daie effective) through (te:rmiIiOlI date), and 
that pursuant to said Ealler.dropping Warrant certain of said con· 
vernti,ons were in fact intercepted and recorded. 

Dated: New York, New York 

Yours, etc. 

District Anorney, New York City 
By:-----

Assistant District Attorney 

SUPREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

ORDER POSTPONING 
NOTICE 

In the: Matter of 

the illte.rception of certain wire communications transmitted 
over telephone line and instrument prc-sentty assigned number 
____ , located in - ____ , County, City and Stale of New 
York, and the interception of cert..ain oral communications oc
curring at said premises. 

11 appearing from the affidavit of -----. Assistant Dis
trict Attorney of the County of New York. 1hzt there is sufficient 
cause to believe giving notice on or before ------ pursuant 
to Section 700.50(3) of the Criminal Pror;edure Law would serio 
ously hamper an inllestigation into the crimes or _______________ itish~e~ 

ORDERED, that such notice, be postponed for a period of 
-- days, to wit, until-----. 

Dated: New York. New York 

Justice of the Supreme Court 



-------------------------------------------------------------------------------------------------------

l 
II. 

11C.91 

Office of the Special Narcotics Prosecutor, New York City 

Sarnple_Inst~uctions Given to Police Officer Monitoring 
Plant20S 

The rollo .... ing inSlruction~ have heen prepared by memhc:n of 
the: Special }>;",colics Cuurts t('l a~si~t you in execulinl! the uve~
druppinr ",;.rranl and in munhorinJ! the: conversations overheard 
lmd intl·Iccpled. 

All the work and effort put into gelling the c:ave~dropping 
walrant, along with all the re~uIL" which mil1ht be obtained ...... iit 
have been wasted unless the police officers monitoring the con
versations carefully ro"o~ the instructions prepared. 

I. LISTENING AND RECORDING 

The law makes no distinction between "listening" to a conver
sation and "recording" a conversation. When you remove pro
perty ~)lJrsuant to a search warrant, thaI is called 8 seizure. When 
you o~'crhnJr or r~cord a conversation pursuant to an eaves
dropping warrant, that also is called a ~ei2ure, but in our case we 
are seizing "conversations" ralher Ihan property. 

Thus RULE ONE stales thai where the instructions below in· 
dicate thaI you must lurn off the m<lchine, stop recording. SlOp 
monitoring, "lOp lir.tening, etc. STOP LISTENING to the conver
sation and TURN OFF the tape recorder. 

2. Just as a search ,,'arrant permits or :luthorizes a "limited" 
liearch for "specified property", an eavesdropping or wiretap 
warrant authorizes you to "intercept OR record telephonic com
munications of [name omilled), with co-conspirators, accom
plices, agents, deliverers, ~uppliers, and cu~tomers, over the 
above described telephone pertaining to the: purchase, sale, 
tran!ifer, shipment or posse~sion of narcotic drugs," 

RULE TWO-you can only intercept (meaning listen or 
record) conver~ations where our named subject is a party. 

RULE THREE-you can only inle~cep\ conversations where 
lname omilted) is a party and where the subject oflhe conversa· 
tion is NARCOTICS. 

Thus you are authorized to Ii!iten to conversations oVer the 
captioned telephone instrument ONLY when [name omitted] is 
on the telephone. II is our opinion, that you may listen to the ini· 
tial part of a conversation, but once you a~certain that our sub-

. ject is not on the telephone, you MUST shut off the recorder 
and stop listening (Exception: sec paragraph 7). 

The phrase "co-conspirators, accomplices, agents. suppliers, 
deliverers, and customers" doe~ NOT give us authority to listen 
to any and all convenations, of any and all per~ons, "'hich occur 
over the telephone. 'Whal it does authorize, in our opinion, is the 
interception of conversations between our named subjects and 
other individuals IF THOSE CONVERSATIONS PERTAIN TO 
NARCOTICS. 

E~cepl as noted in paragraphs 6 and 7. if our named subject is 
not a participant in the conversation, yOU MUST TURN THE 
MACHINE OFF. STOP LISTENING, STOP RECORDING. 

205Id . at 356-57. 

. . 
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3. I'RIVli..I'.(iF-.D COM MUI'IC" AllONS 

Th~ e~yc~dropping warrant spcciflclllly state~ Ihat we arc not 
pelmitled 10 intercept any communications of Inamc omillcd) 
"which au: ot!ilerwi~e prh'i1ered." We may not listen 10 any con· 
"e~alion ~ hieh would fall under any lej:al prh'i1ege: he"" een al· 
torney <lnd client, between dnt;,or and plltienl, hl'twccn husband 
lind wife, lind helwcen clergyman <lnd parbhoner. 

ATIORNEY-CLIENT-r.onsidcr this lin absolule rule: Ncycr 
).no\l,·ingly lislen 10 or record a conven;alion helwl:cn a subject 
.. nd his allnrney. At prescnt we lire unaware of any slIch exisling 
,eJaliomhip. but if 0:1(: is eSlabli-hed nolify me immediately. and 
post the name ;lOd number of the allorn~y 1I tbe: plant so w~ do 
not intercept ~uch calls. 

PARISHIONER-CLERGYMAN-f-ame liS ahoye. 
DOCTOR-PATIENT -lIny convemltions a patient tJas • ... ·jtl1 a 

doctor relalive 10 diagnosis. s) mplnms, \reatmc:nl. or any olher 
aspect of physical, mental or emotional disorder is privileged. If 
a conversation between a doctor and patient is not about II 

professional relationship, it is not prh·j)cge:d. However, as II 

gelleral rule, do not listen to any con\ersati(lnr. bclwcen a "ub
ject and a doctor. 

HUSBAND-WIFE-In genl!ral, the same rulc:~ apply to con
~ers3li(lns hetwO:I!n a :!iubj~ct and his wife as with his attorney or 
his c1erg>man or his doctor. However, e:tperience has d",mt1n
str::tcd that a subject may utili1e his wife to take mess:lgcs from 
narcotic co.conspirators, O:IC., or to call, or to dial narcotic co
ronspirators. Therefore, a limiled degree of spot monitoring (sec 
posragraph 7) may be maintained if sUhject calls wife. 

4. OTHER CONVF.RSATIONS 

Even if a conyersation hetween our subject and anotho:r does 
not fall within an area privileged by law, thaI does not mean that 
you ha\c the right to lislen to or record the entire conversation; 
we are permitled \0 Iblen 10 and record ONLY those conversa
tions PERTAINING TO NARCOTICS. 

Becausl! of the cryptic, guarded, coded nature of our subject's 
narcotic conversations, il may be necessary to listen to conversa
tions which in fact do not relate to narcotics at all. In our 
opinion, the Courts will not suppress pertine nt conversalions 
simply becau.e some non.pertinent convers:ltions have heen in
tercepted. 

The slandard which the Courts arc likely 10 apply, in deter
mining whether there was an overly broad listening 10 non-per
linc:nl conversations, is simply: Did the monitoring officus make 
tl goad faith effort (0 comply wilh the r(Slriell"ons in the eaves
dropping warranl? 

Keep in mind that each of you might be required to ex.plain . 
from the witness st;;nd why a particular conveosa~ion was inter
ccpted. Make a good-faith effort to comply with the central pur
pose of the: warrant: the interception of conyersations pertaining 
to narcotics. 

5. SUBJECT NOT PARTY TO CON VERSA TJON 

As a general rule, if neither the person who makes a phone 
call nor the person who receives the call is our named subject, 
that conver~3tion is heyond the scope of our warrant and must 
not be listened to or recorded. 

However, in eltccuting the warrant we have the right to insure 
that our named subject does not get on the phone immediately 
after the initial part of the con\lcr~alion. . 

Thcn:rore, in our opinion. it is permissihle to listen to a con
versation which docs nnt involve any named subject fo\' a brief 
period of time, to ascertain whether our named subject is ahout 
to get on the phone. If our subject does not get on the phone 
within the first 15-30 seconds, you must stop listening and tt;;rn 
off the machine. Thereafter, you may do no more than spot
munitor the conversation (sec paragraph 7). 
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6. OTHER CHiMES-O'j HER SllBJECTS 

We do not have 3uthuril.:lIion tt~ overhear evidence of the 
commi~sion or planning of other crimes, such 2/S murde~. etc. 
Conversations must be monitored wilh our sole legal purpose in 
mind: interception or convcn,ations of our subject with others 
pertaining to NARCOTICS. 

If While you are permi~~ibly monitoring a narcotic conver.s3-
tion. Ihe subject switches thl!! topic of conversation 10 other 
crimes such as murder or robbery you arc permitted to contjnu~ 
intercepting evidence of the "other crimo:s" but I must be 
notified IMMEDIATELY in order to seck the proper amend
ment to our eavesdropping warrant. 

When sp()t.m~lOitllring (s\:e paragraph 7) a conversation 
when; neither party is a named subject or "'hen otherwise per
mhsihl;- monitoring cony(;tsations, you oyerheJr a NEW sub,;e:ct 
discus: ing drugs (possibly subject's wife) you arc allowed to con
tinue io overhL!ar and to rec(lrd such comcrsation but I must be 
notified as :soon as pussibl.:, in order to amend the eJvesdrnpping 
warrant to include the NEW subject. 

One of our staled and authorized purposes in conoucdng this 
. investigation is 10 id~nrify our subjects "co-conspir:ltors, accom

plices, agents, suppliers. deliverers, and customers," in narcotics 
traffic. As soon as any such individual has been identified, I 
should be notificu immediately. 

If we know the name or nickname of a given "co-conspira
tor," etc. we can sec:k authority to add him to the named sub
jects whust! conversations may be overheard. 

Eyen if we do not have a name, if the same person's voice is 
heard discussing narcolics with our suhject on several occasions, 
we call sel!k authority to add him to the order. for C!ltampic as 
"JOHN DOE No. I. who had telephonic cOl1vers:Jtions with 
SUBJECT No. I on June 21, 1971, al approximately 3 p.m.; and 
with subject No.2 on June 24, at approximately 8:30 p.m." 

7. SPOT-MONITORING 

References h .. ve been made in paragraphs 2, 3, 5, and'u to 
"spot-monitoring. " 

Assum;ng a conversation does not, during thl! initial 15-30 
seconds fall within the catagory specified in the warrant, the 
recording and listening devices must be turned off. 

Howcver, it is possible that some time 'after this iniriJI period, 
our subject might get on thL! phone. To guard ~,gainst missing 
such a conversation, spol-munilorins is required. Every thirty to 
sixty seconds or so, turn thl! recording and listening devices back 
on; listen for a few seconds. If during those few seconds 
evider'.:e of our subject discussing narcotics is inlerct:pted, keep 
listening; if not, tum off the machine. Stop listening. Continue to 
Spot· monitor as Ihe circumstances indicate. Spot-mnnitoring 
means recording ali well as listening. 

You may sput-monitor a conversation between our subject 
and others when originally the interception was non-narcotic. 
You're spot-monitoring to ascertain if the nature of the conver
sation has switched to narcotics. 

8. USE OF LISTENING AND RECORDING DEVICES 

Whenever possible, anything that' is recorded should be 
listened to. This rule should he followed while spot.monitoring 
as well as while hearing and recording full conversations. 

Under no circumstances is the recording equipment to be left 
on "automatic" when the plant is not being mann<::d. If the plant 
is not manned, the equipment must be lurned off. 

If there Jre any questions concerning any instructions or if you 
haye questions while monitoring or if any em.:rgency develops, I 
can be contacted at the Special Narcotics Courts. Sergeant 
Frank Ttefcer has my home telephone numher if that becomes 
necessary. -

GOOD LUCK. 

ROBF.RT P. LA RUSSO 
ASSISTANT DISTRICT ATrORNEY 



III. New Jers~"y 

,rC.92 Instructions and Forms for Electronic Surveillance206 

UNIT: 

CRIMINAL INVB5TI~ATION SECTION 

F.LECTRONIC SURVEILLANCF. REQUEST 

DETECTIVE )fAKING APPLICATION - (List individual detectne affiant 
in Application) 

CRIME: (List specific crime for which the order is sotight) 

SUBJECT: (Identify nerson involved and briefly outline his 
-criminal history and significance if involved in 
organize crime) 

PLANT LOCATION: (Identify specific telephone to-be monitored, 
location of place and anticipated investigative 
~elephone lines needed) 

CO-OPERATING POLICE AGENCIES: (Identify any outside enfoTcernent 
agency having access to wire information or plant 
location and any agency to whom disclosure must 
be authorized by court order) 

MANPOWER r.O~!"lTnIENT: (Outl ine :m ticipated State Police manpower 
needs and uni~s from which same will be 
acquired) 

206Id. at 127-69. 
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GOALS OF SURVEILLANCE REQUESTED: 

n. Significance of crime: 

b •. What impact wi 11 this order have upon any specific 
criminal element. i.e., are we seekin~ an individual 
bookmaker or inr.oads into a far reachin~ orRanized 
group. 

c. What do you have to achieve with this surveillance. 

DURATION OF SURVEILLANCE REQUESTED: 

WIRE ORDER NUMBER: 
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CRIMINAL INVEStICATION SECTION 

ntcTRoNIC SURVELLANCF: .R.EQUE~1" 

v.o. # ---
lIaR.E.AU/TROOP APPROVED DISAPPROVED DATE 

nmSTIGATIONS 
OFFICER 

nITELLIGENCE 

ocu 

TARGET A1~ ADDRESS 

TELEPHONE TO BE INTERCEPTED AND LISTING 

INVESTIGATION TO DATE 

.. GOJ,L OF OPERATION 

ANTICIPATED ~~OWER 
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DETECTIVE 

ANTICIPATED LENGTH 
OF OPERATI0N.-=~ __ 

/s, _____ -----

I 

I 
l / .. 



1Atcl .\JIlI' 'UlI 

REMOVAl .. 
,. ".. "ICO~DEII 

n~.~\g __ 
0,,11 ...... 
Na Tttn«· 0 ... • OnlOH. 
W",N •• nt 

." .. 'Nt 

stALING [NVl&.oK 

OFFICIAL ELECTRONIC SURVIELLANCE 

TAPE HANDLING PROCEDURE 

S",,,on~ 

Go c~r'''I.,. .".....-rsd 
0-.............. 

,,,,,, .. hGftly. 

No "1-. D" •• OnlOll • WUlhef. 01C.. 

,.. '~tto-'.~WO't wT'It\m" hoIn 
) • ....,,.. r..n ..... 
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DATE 7 11 BLUE t;1I ELUB 7" CLEAR t;1I CL3.t..R OTliER TJ .. PE RETUR1:BD 

- -

l 
I ------

-. 

-----

TAPE PROCESSED -E'VIDalCE' .. 

DA~r:: r.~APE I) to' :~F.n BY ?IC!C-lj'? BY DA'.:'3 I~.'?:-~ ;'! ?0'?,9CESSED BY PICK-Hp· BY 
T-l iT-33 -
T-2 ~T 34 
T-3 ;'1'-35 

T-4 }T-36 
T-S ;T-37 
T-6 !T-38 . - T-7 tT-39 
T-8 jT-40 
T-9 iT-41 

-- -T-10 iT-42 
T-ll ~T-43 - T-12 IT-44 • 
T-13 IT-4S 
T-14 iT-46 
T-15 ~T-47 

T-16 IT-48 
T-17 h-49 
T-18 iT-50 
T-19 IT-51 

" 

T-20 iT-52 
T-21 jT-53 
T-22 IT-54 
T-23 ~T-SS 
T-24 - \T"'"56 
T-2S IT-57 
T-26 IT-58 
T-27 IT-59 

\ T-28 IT-6o 
T-29 ;T-61 '0. -... 

T-30 tT-62 
T-31 IT-63 
"i'--i' jT-64 
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INSTALLATION XO. 

~E\v J'E::G::::~ STP.':'i:. ::-C:..:rC::': 
~=~C7~OXIC SU~~:~~;~CZ 
IXSTAL~~IOK EV~~~IOX 

iJ-XI? ------ -------
CAIY..E O::W~:K DATE _______ _ 

----------------

;-::; . JIM '7 1""'"<' . p~.: --
8 9 10 :i.l 1.2 ~2 1 2 3 4 5 6 7 B' 9 lv 11 12 1 2 3 4 . 5 6 7 

LL! I il··'·!···j· .. ·I.·,' i·!··f·.I·!·.·i··.j·j·'!·;,Lj .. i:.· i~J 
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It.. " I.·:n· ··j'·1 :'1· :"1 :·1 :·,.': .. 1: .... \ '!' \."! .! · .. ·ly·\····Ii' l---:-rl 
'!si LI.I ·1·:=··I·I~'··I:-.···.'i .. I···i·:···I"·!··I·.! :··!·.···I···I·"..i·· .. ·I··'I··I~:J 

I ,. 1 I I I' I "1 . I I •• 1 •• •• ' '. 1 ., •• I I .. 1 I' 1 I~,-- .' ..' I . .. '1 ': I ' .. J ~ ! '.' I:':' .! '. : .' 1 . '~ .' ! ~ I . . i 1 ,... .' t-+. . 
L2..Ll I. '!' !. 1 .. 1 I" ! '. I·· .) I':':' I " I· 1 I !. I' I~~_--.l 

.~l .. ~9B: LI·j:j·I·I·I:i: .. '.! .. j •.. , .• j.; .... ! ':'j'" i"I~'I! I 
, I-I I·· I· .... j.. 1 . :.: I" i ... ·. ,....! ;.. I . ::j .. : ~ . ! .! l I : : I -:: I :.--j I I 
2,0 I I IT,,! . " '~: iii' !. I· ! I i I : I I: i I I I 
0.1 I IT I' 1 I 1 '. : I' \ .. ' i I' "I . ill I I' . I I I 1 
Jl?~Lllf 'I'" I' .- 1 ! ~ I '··1"': I I I ! ··I--.J~_'_· 1--1 1-
f~H I I', Iii 1 I Iii II! I· I . I·' 1 .LJ I 
9!L'LL-" I 1 1 I I -r-/ I I I 1 I 1'1 ! !. I 1 
...:. ilS f i-I- I' I i I· '. \ i I .' I , ·1 I, I .' '. 1 ". I ;, \., , 
~il~ I, : I .1 'I"! \,;. T , .... ! .. , 1 '.\ "I'~·.\·· ! ,.,.: \····1 '!'l":: : "·\·-;1 .! 'I -
~'"I17 .. 1"",,1 1··I·I··I .... i ~·I·:·I·:~:I·· I 'I"'i" i ·1:':·" I·.'·I·'·I·I-I·~ 
"'i, E 1 . 1 ._; T'I I 1 1 i ·1' 1 'I .. I ., I' 'I' "'1 . U_'_' LJ. 1 
~i~ll i r r-II: f' 1 1 1 1 1 I 1 I bL33 
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EXPLORATORY 

SUBSCRIBER (NAME) _______ , ____ EXPLORATORY TAKEN BY ___ _ 

ADDRESS (STREET) TELEPHONE COMPANY NOTIFIED b· ________________ ~ __ _ 

(CITY) ________________________________ ~W:H~O~====~D~A~T~E~==~_T_I~ME~r~===_ 

TELEPNONE NUMBER ________ « MAIN Cl AUX. CJ trnKNOWN t:l 
REQUESTING TROOPER ______________ _ UNIT __________ _ 

LEAD INFO ____ _ CRIME _______ PAPER ANTICIPATED ___ _ 

.,......,... ... '><T'ttrrnx=r,'(Z""Q;ra • 

WHO _______ DATE ____ TIME __ _ 

ROTARY Cl TOUCH TONE 0 

UNDERGROUND CABLE NUMBER ________ _ PAIR ________________ ~,~-_ 

I 
= -

POLE i STREET BINDING POST BINDER COLORS 

-

t 
AERIA.I". CABLE NUMBER - ~'.- . PAIR 

~ -

IPOLE #f STREET (BINDING POST BINDER COLORS 

-
-I 

. 

-
. 

. 

'L - a 

--r-
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APPLYING AGENCy _______________________ aOB NUMBER, ________________________ _ 

·APPLICATION MADE BY ____________________ __ 

SLAVE ( ) HARDWARE ( ) ROTARY ( ) TOUCH TONE ( ) 

-----------------------------------------------------------------------------
'rELEJ,>HONE f COURT ORDER 

SUBSCRI~ER'5 NAME _____________________ JUDGE~ ____________________________ _ 

ADDRESS ____ ~ _________________________ DATE 15SUED ________________________ _ 

. 
______________________________________ DURATION~( __ ~l~D~A~y~S __ _=B=ET~W~E=E~r~: ________ _ 

CRIME RESTRICTIONS 
------~-----------------

---------------------------------------, TAPE i 1 BEGAN-DATE TIML ~~------~~~-----

EQUIPMENT USED MONITORING ENDS-DATE TIME 

__________________________________ SEALED BY & DATE __________________ ___ 

RENEWALS --------------------------------------
______________________________________ 1. JUDGE __________________________ _ 

DATE ISSUED __ -------------------
DU RAT I ON ______________________ ___ 

2. JUDGE ------------------------------------- ---------------------------
DATE ISSUED ____________________ __ 

DURATION __________________ ~----

-----------------------------------------------------------------------------
lI.LETHOD OF INSTALLA'I'ION INSTALL. BY _______________________ _ 

_____________________________________ INSTALL. DATE ______________________ _ 

______________________________________ INSTALL. MANHOURS TOTAL ______ . ______ _ 

-----------------------~---------------PLANT LOCATION 
& PHONE i ------------------------------

SLAVE i ______________________________ ~ 

PLANT i 

INVEST.i ____________________________ ___ 
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§tutr of N rw Jlrr.5l'Y 

DEPARTMENT OF LAW AND PUBLIC SAFETY 

DIVf5lQN OF STATE POLICE 

COLONEL O. B KELLY 

SUPER INTENOENT 

OPERATIONS ORDER) 
) 

NUMBER 270) 

October 13. 1970 

RE: S. O. P. 194,500 

ELECTRONIC SURVEILLA NCE UNIT 

I. PURPOSE: 

POST OFFICE BOX 1111 

WEST TRENTON. NEW JERSEV 01162:1 

11109' 802.2000 

A. To establish guidelines and to achieve. uniformity in the procedures 
for the administration, application and implementation of electronic 
surveillance court orders. 

II. MECHANICS: 
" . 

A. The Head of the Intelligence Bureau shall cooperate with Division 
personnel who are attempting to acquire a court order to implement 
an electronic surveillance device. 

B. The Bureau Head shall establish and maintain liaison with the 
Organized Crime Unit in order to cOVer the legality of all operations 
involving ele(:tronic surveillance. 

C. The Head of the Intelligence Bureau shall maintain Iiies on the 
following: 

1. All applications for the issuance of elec~ronic eavesdropping 
court orders. 

2. All applications for the issuance of wiretapping warrants. 

3. All Court Orders issued for the implementation of electronic 
surveillance. 

4. The approvals of the A ttorney General for Court Orders to 
implement elect;ronic survetUance. 
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5. All emergency requests for court approval of electronic 
surveillance use. 

6. All other Court documents. such as inventories, orders to 
postpone service of inventory:. sealing orders, etc. 

D. All requests for use of electronic surveillance will be made in the 
manner prescribed. 

E. The Ele'ctronic Surveillance Unit will utilize State Police specialists 
and technicians for the installation and maintenance of equipment 
necessary to implement Court Orders. 

F. A ttached to this order are addendums covering: 

1. A pplication procedures for Electronic Surveillance Court 
Orders. (Addendum 111) 

2. Electronic Surveillance Emergency Procedures (Addendum #2) 

3. Operation procedures for Electronic Surveillance Plants 
(Addendum #3) 

4. Electronic Surveillance Log (Form 465) and continuation page 
(Form 466) (Addendum 1/4) 

5. Electronic Surveillance Final Plant Report (Form 467) 
(Addendum # 5) 

6. Court,Results (Addendum,lIb) 

BY ORDER OF THE SUPE~INTENDENT 

e.d.£'//~ 
E. Olaf! f(J 
Major 
Deputy SupeTintendent 
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§lutr of N rm aJprsry 

DEPARTMENT OF LAW AND PUBLlC SAFETY 

DIVISION OF STATE POLICE 
CO~ONtL 0 B KELLY 

IiU,.tR'NT£ND£NT 

OPER. INST. TO: 

SUBJECT 

February 4, 1971 

"OST OFFICE f!'.;~ t;. 

WEST TfI£NTON. NEW .I£R5('( C:iLII2.:i 

'11011' 11112.2000 

Commanders, Troops A. B. C; D and E; All 

Stations; Section Supervisors, Bureau Chiefs and 
Units, Division Headquarters. 

Requests made to the Electronic Surveillance 
Unit. 

1. All requests made to the Electronic Surveillance: Unit for 
the installation of "consent" electronic eavesdropping or wire-tapping 
equipment shall be made in writing by the requesting Unit with the 
approval of their Bureau Chief and shall be directed to the Intelligence 
;Bureau Chief. 

2. All requests made to the Electronic Surveillance Unit for 
the use of electronic equipment, e. g. tape recorders, radios, receivers, 
etc. or the drawing of supplies, e. g. tapes, batteries, cassettes, etc. 
shall be made in writing by the requesting Unit with the approval of 
their Bureau Chief and shall be directed to the .Intelligence Bureau Chief. 

3. All requests made to the Electronic Surveillance Unit for 
copies of tapes, other than those which result from Court authorized 
wiretaps or bugs shall be made in writing by the r~questing Unit with 
the approval of their Bureau Chief and shall be directed to the Intell~w 
gence Bureau Chief. 

4. This Operations Instruction shall be attached to and made 
a part of O. O. ? 70. 

BY ORDER OF THE SUPERII'TENDENT 
./ 

6 I.J r'a.// 
E. Olaff, Miij2r 
Deputy Superintendent 
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October 13, 1970 
l~ddenuum ·fl 

APPLICATION FOR ELEC'rROi.UC SURVBILLANCr: COURT ORDERS 

I. r·1embers of this Division who have reason to believe 

they have probable cause to utilize the "New Jersey 

l-Jiretapping and Electronic Su'rveillance Control Act" 

shall be guided by the following procedures. 

A. Wiretapping or electronic eavesdropping (bugging) 

may be used during the investigation of the 

following crimes: 

1. r·lurder 

2. Kidnapping 

3. Extortion 

4. Narcotic Traffic 

5. Gambling 

G. Bribery 

7. Loan Sharking 

8. Arson 

9. Burglary 

10. Forgery 

11. Embezzlement 

12. Escape 

13. Receiving stolen Property 

14. Larceny punishable by imprisonment for more 

than one year. 

15. .A1t:eration of Botor Vehicle Identification 

Numbers. 
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Addendum ~l 

16. Conspiracy to commit any of the foregoing 

offenses. 

B. Wl~n an investigator has reason to believe that 

during the investigation int~ any of the pre

ceding crimes, he has Drobdble cause for the 

interception of oral corrununication by \V'iretapping 

or electronic eavesdropping (bugging), through 

his troop commander or Bureau supervisor, he shall: 

1. Contact the supervisor of the Intelligence 

Bureau who will wnen necessary, consult a 

member of the Organized Crime unit to deter-

mine the applicant's legal eligibility. 

2. The following factors must be available: 

a. 7he identity of the particular person, 

if knmITn, conunitting the offense and 

\-lhose conununications are to be int/~rcepted.· 

b. The details of the particular c:Y;.'ime that 

nas been, is being, or is about to be 

committed. 

c. If ·the cotnr.1unication is to be intercepted 

by wiretapping or by electronic eaves-

dropping (bugging). 

d. The particular location of the telephone 

to be tapped or the room to be bugged 

and facts or informant information in-
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from the Organized Crime unit, will draft an 

affid~vit of application in quadruplicate,routing 

of four copies shall be: 

1. Original - The judge authorizing the inter~ 

ception 

20 First carbon copy - Electronic Surveillance Unit 

3. Second carbon copy - Organized Crime unit 

4. Third carbon copy - The applicant. 

D. After the application is' drafted, the' personal 

approval of the Attorney General shall be' obt'ained 

j,:n writing in quadruplicate .. One copy shall be 

:l!t.tached to each copy of the affiuavit of appli-

, cation .. 

E. After the approval of the application is obtained 

from the Attorney General, the investigator, and 

when necessary, a lawyer from the Organized Crime 

unit shall then apply for an order from a judge 

of the Superior Court who has been designated 

by the Supreme Court to receive electronic sur

veillance applications. The order shall be pre

pared in five copies. Routing of the copies 

shall be: 

1. Original - Judge authorizing interception 

2. First and Second Copies - Electronic Sur

veillance Unii:. 

3. Third Copy - Organized Crime Unit 
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dicating that incriminating conversations 

will take place over the phone to be 

tapped or in the room to be bugged. 

e. The length of time (\-lith a r.laximum of 

thirty (30) days) for" \."hich the electronic 

surveillance Court Order will be in effect. 

(If the investigator cannot estimate the 

length of time that ,..,.ill be needed, the 

Organized Cri~e Unit will assist in deter

mining the duration of the Court Orde~.) 

f. The facts showing that other normal in

vestigative procedures with respect to the 

offense have been tried and have failed 

or appear likely to fail or are too dan

gerous to ern?loy. 

g. The facts concerning any known prior 

application. for wiretapping or electronic 

eavesdropping of the same facilities, 

places or persons as in the current in

vestigation. 

C. From the information supplied to the supervisor 

of the Intelligence Bureau, a dete~ination will 

be made regarding the SUfficiency of the probable 

cause. ,.vhen probable cause is deemed sufficient, 

the applicant, in cooperation with an attorney 
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4. l"ourth Copy - Shall be kept by the applicant 

at the plant during operation. 

F. At least one copy of each document routed to 

the Electronic Surveillance Unit,'for Master File 

must carry the actual s~gnatures of the officials 

applying and authorizing such documents. 

G. If the nature of the Investigation is such that 

the authorization should not automatically ter

minate when the desired type of communication has 

been ,first obtained, the original application must 

contain a particular statement of facts establi'shing 

probable cause to believe that additional communi

cations of the same type will conti17ue to occur 

after the first communication. 

H. The original Court Order will require that the 

electronic surv~illance begin and u as soon as 

practicable." In no event may any order authorize 

interception for more than thirty (30) days. 

II. Heneval Procedures: 

A. The statute pe~lTIits an indefinite number of 

extensions or renewals of the original order, 

each for a period of not more than thirty (30) 

days, if additional procedures are complied with. 

B. An application for a renew~l must be made basically 

in the same manner as the original application. 
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The renewal application will incorporate by 

reference the various allegations and fact 

statements of the original application. In 

addition, the application fo~ renewal must con

tain a statement of facts showing the results 

obtained from the electronic surveillance so 

far, or a reasonable explanation of the failure 

to obtain resulta. 

C. It will be necessary if a renewal is desired 

without interrupting the electronic surveillance 

to obtain the rene';lal order prior to the expira

tion of the original order. 

D.lt is vital that ~le investigative unit contact 

the Organized Crime unit through the Intelligence 

Bureau at least five (5) days, excluding week.ends 

and holi~ays, prior to the expiration of the Court 

Order in order to process an application for re-

newal. 

E. Upon each renewal, distribu·tion of court documents 

shall be the sarne as with an original application 

and order. 
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,OCTOBER 13, 1970 
ADIJENl)m i ~ 2 

ELECIl'RONIC SURVEILLANCE EIJjERGENCY PROCEDURE 

Ie The ~tatute provides for a highly restrictive pro

cedure for the emergency installation of wiretaps and 

electronic eavesdropping in circumstances· where "IU-

l1EDIATE INTERCEPTION" is required r.before an applica-

tion for an order could with due diligence" be sub-

mitted to a judge. 

II. ,Emergency application requires all the procedural s,teps 

'as with a written application and order to be covered. 

Approval by the Intelligence Bureau' Head, ,consultation 

when necessary with the Organized Crime Unit, the 

personal authorization of 'the Attorney General for the 

emergency installation_ 

III. .An "informal application" then must be made' orally to a 

judge; The Court must determine from this oral appli-

cation that legal grounds exist upon ''I'hich a formal 

order could be issued pursuant to the statute. In 

addition, the court must find that "an emergency s{tua-

tion exists ,,,i th respect to the investigation of con-

spiratorial activities of organized crime," related to 

one of the specific offenses in connection with which 

an order normally could be issued. The statute has 

failed to define the phrase"conspiratorial activities 

of organized crime." 
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IV. If the court makes the required findings, it may grant 

verbal approval for the use of electronic surveillance 

without a written order, conditioned upon the filing, 

within 48 hours, of a formal written application in 

accordance with normal procedures. If the 'vri tten 

order is granted, it is retroactive to th~ time of the 

verbal approval 9'iven by the court. 

V. The statute provides that an emergency installation 

"shall immediately terminate when the communication 

sought is obtained or when an application for an order 

is denied. I, 

VI. It should be noted that if emergency verbal approval is 

granted by a judge and the installation made, and if the 

formal written application is denied, notice and an 

inventory must be, provided to the subject in accordance 

with the nonnal'statutory procedures. 

VII. In view of the requirements of this procedure, it is 

imperative that the follm·ling be adherred to: 

A. Any conversations monitored during the 48 hour 

emergency period must remain strictly confidential 

and not disseminated except to: 

1. PrAvent the commission of a crime 

2. Apprehend a fleeing felon 

3. Recover stolen property, contraband or' evidence 

of a crime where the movement of the property 
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is expected before formal application can be 

made. 

B. No transcripts shall be made of tapes made during 

the emergency portion. 

c. ~~y duplicate tapes made during the emergency 
. 

portion of this operation must be turned over 

to the court when an application in writing is 

denied. 

D. Any conversation monitored under the emergency 

provisions of the law ,,,here an application made is 

denied shall not be used or disclosed in any legal 

procedings except in a civil action brought by an 

aggrieved person. 

E. Before dissemination of information obtained during 

the emergency portion of this act is made, the 

monitor shall conununicate with a laNyer from the 

Organized Crime Unit to determine if such informa-

tion can be disseminated. 

VIII. The reporting procedure outlined in Addendums 4, 5 and 6 

shall be followed except for the follovling: 

A. No reports shall be forwarded to any Unit or station 

until after the written application for the Court 

Order has been approved. 

B. In the event that the formal order for court approval 

is denied, all reports and copies prepared during 

the initial operation shall be forwarded to the 

Electronic Surveillance Unit for destruction. 
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ADDEIWU;; r, 3 

OPERNl'ION OF AN ELEC'fRONIC SURVEILLAIJCl:; P:r~ANT 

I. Upon receipt from the applicant of the prescribed 

n~er of copies of Court Documents authorizing a 

'~iretap or the use of electronic eavesdropping, the 

Electronic Surveillance Unit shall open a master file 

for the installation and shall assign a "JOB NU!-lBER". 

This I\JOB NUl-illER;1 consists of the last two digits of 

the year, plus the ntunber of the installation for 

that year. 

EXM~LE: The first application approved in 1969 will, 

be 69-1 and the second 69-2, etc. 

II. The electronic Surveillance Unit shall, if necessary, 

furnish one copy of the Court Order to the appropriate 

telephone company and obtain the necessary pair and 

cable information and ",hatever assistance effectively 

is required 'to execute the order~ 

III. The Electronic Surveillance Unit, \'li th \'/hatever assis-

tance is required from the applicant, will locate the 

plant (monitoring location). The Unit shall complete 

the installation of all necessary equipment to execute 

the Court Order. 

IV. During the operation of the plant, the Electronic Sur

veillance Unit shall provid'e whatever assistance.. in

struction, ~aintenance and service of equipment that is 
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deemed necessary. 

V. The plant, or the monitoring location, shall be manned 

by members of the investigative unit, station or troop 

responsible for the investig~tion. One man shall be 

placed in charge of the operation and he shall be 

responsible for monitoring the plant, plant security 

and what~ver outside investigation is required under 

the circu~stances. 

VI. If the results of the electronic surveillance are to 

be admissable in Court proce~1ings, it is vital that 

the original tapes, herein'referred to as "OFFICIAL 

TAPES" I be handled in accordance 'VIi th the following 

procedures: 

A. "OFFICIAL TAPES" will be issued by the Electronic 

Surveillance Unit to the person design~ted re

sponsible for the plant operation. 

1. "OFFICIAL TAPE" Reels shall be transparent 

blue in color. 

2. Only "OFFICIAL TAPES" shall be used in any 

installation. 

3. Unused IIOFFICIAL TAPE" shall be returned at 

completion of an operation. 

B. V7hen an "OFFICIAL TAPE" 15 placed on a recorder, 

the take-up reel will be numbered using an indelible 

fel t black pen with the plan·t number followed by the 
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letter "Til and the number of the reel of tape used 

in the operation~ 

EXAHPLE: If tlfe plant number is 69-1, the first 

reel of tape used will be marked 69-l-Tl 

and the next reel will be marked 69-l-T2, 

etc. 

C. The actual tape will also be marked with a black in

delible felt pen approximately one, foot in from the 

end on the dull side of the recording tape. Immedi-

ately after the tape identification number the mon~~ 

toring officer will place his initials. This shall 

be done at the beginning and end of each tape .. 

D. Mlen a tape is completed or must be removed from 

the recorder, the tape shall be immedia .. ~e~¥ wound 

forward on the take-up reel which bears the tape 

nwnber. 

E.. The "OFFICIAL TAPE" must never be left unattended'. 

At the close of the days operation, if the plant is 

not in a continual 24 hour operation, any tape that 

has be.en used to record intercepted communications 

'wi 11 be removed from the recorder' onto the take-up 

reel and sealed. 

F. To seal an "OFFICIAL TAPE" it shall be placed in 

it's original cardboard container, both the container 

and reel shall elen be placed in a supplied en

velope. A piece of transparent sealing tape shall 
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be placeC around the entire envelo~e. (Do not 

moisten adhesive on envelo~e's flap) Along the 

tape, on the fla!? side of the envelope, shall be 

\,lri tten the tape nU'1lber, the date and the time 

t;1e tape covers, the identification and signature 

of the gerson resron~ible for that tape's sealing. 

The seale.r'!'3 ird tials '3hal.l also be NTi t.ten on the 

seam on the large flap so that the envelopes cannot 

be o?ened '.,;ri th0ut "separating the initials. The 

sealing must be accorl'l~lished in such a manner so 

as to com~letely prohibit entry into the envelope 

without being detected. 

G. If the envelope must be opened to allot,., for re-
\. 

vie'VrinrJ or copying the tape, the original seal 

shall be broken (cut) at the enveloI"e flap to permit 

entry. Ti1e date and the name of the person breaking 

the seal shall be written on the original seal. 

The resealing procedure shall be tbe same as with 

an original ta!?e', using the Sl.l!!le envelope. The ne\'7 

seal shall be placed along side of the original 

and still attacheC'J senl. No unsealed "0FFICIl\L Tl'.PE" 

shall leave the possession of the person who has 

removed it from its Gnvelope. 

H. }).ll "OFFICIAL TAPES" \Olill be returned to the Elec-

tronic Surveillance unit \1ithin 24 hours after the 
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final day of plant operation. Care should be taken 

not to mutilate the envelope or seal during trens

portation. 

I. A copy of all tapes will be made by the Electronic 

Surveillance unit when the log indicates any perti

nent incriminating conversation is recorded, as 

outlined in Addendum f4, and returned to the plant 

supervisor. The security and custody of these 

copi_p>s. of the "OFFICIAL TAPES" shall be the re

sponsibLlity of the plant supervisor. They will 

be kept until the completion of any resulting 

trials and then returned to the Electronic SUr

veillance Unit for magnetic erasuring 'and reused 

for copy work. NOTE: No Transcripts will be made 

using the nOFFICIAL TAPE" •. 

VII. The statute required that "IHNEDIATELY" after the ter

mination of the electronic surveillance, all tapes must 

be returned to the court and sealed by the judge. Once 

this is 9one, it will not be possible to unseal a tape 

for the purpose of reviewing or copying or making a 

transcript without obtaining an additional court order. 

It is therefore important that tapes be copied as soon 

as possible after the interpeption of pertinent data. 

VIII. Immediately upon the termination of an installation, the 

Electronic Surveillance Unit shall make arrangements to 

return the tapes to the Court for the purpose of sealing. 

IX. The reports designated in Addenuum H4, ~5, and ~6 shall 

be made by the investigator responsible for the plant 

operation or someone expressly designateu by him to 

complete these reports. 
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ADDENDU;·1 ~-1 

ELECTRONIC SURVEILLANCE LOG FOru·1 465 AND COHTINUA'fION 

PAGE FORH 466 

I. PURPOSE OF THE LOG 

The J;:lectronic Surveillance Log, SP Form 465, and 
the Continuation Page, SP Form 466, shall,be used to 
maintain a chronological record of surveillance plant 
operations. 

II. MECHANICS 

A. The Electronic Surveillance Log, SP Form 465 shall 
be submi tted with each reel of ';OFFICIAL TAPE". 

~ ~., 

1. The Log will cover one reel. 

2. No one Log shall cover more than a 24 hour 
period. 

B. The Log together with the tape shall be ,forwarded 
to the Electronic Surveillance Unit within 48 hours 
of its being recorded. 

C. When additional space is necessury to complete the 
log, use the Continuation Page, SP Form 466. 

D. Uniform abbreviations appear at the bottom of the 
Log and are to be used when relevant. 

E. This report shall be prepared in four copies. 

F. Routing of the four copies shall be as follows: 

1. Original - to the Electronic Surveillance Unit 
and placed in master file. 

2. First copy - to the Electronic Surveillance 
Unit to be forwarded. to the Organized Crime 
unit. 

3. Second copy - Station/unit copy. 

4. Third copy - Prosecutor's copy, to be main
tained in the station/unit case file pending 
court action. 
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III. INS'I'RUCTI01~S .FOR PREPARATION OF THE ELECTRONIC SUR
VEILLANCE LOG, SP FOP~'I 465, AHD CON'l'INUATION PAGE, SP 
FORa 466. 

A. 'l'he nUJi1bers on the E~ectronic Surveillance Log, SP 
Form 465, and the Continuation Page, SP Form 466, 
have been inserted to simplify filling out the 
report. They correspond ,./i th the numbers and 
titles in this guide •. 

1. STATI01JjUNIT - Enter the name of State Police/ 
unit maintaining the log. 

" .. 
2. CODE - Enter the station/Unit code designation. 

(Refer to Station-Troop Code, Addendum t9, 
o. o. 227, Investigation Reporting ?rocedures) 

3. PLANT NUiIDER - Enter the number assigned to 
the plant operation. ('l'his number will be 
received from the Electronic Surveillance Unit 
on obtaining a court order. 

4. DIVISION CASE lJUBBER - Insert Division Case 
Nwnber. (This number viII be a combination of 
the Station code number and the Station case 
number. ) 

Example: A02691 will be the Division case 
number of the first investiaation . ~ 

report from Absecon Station for the 
calendar year 1969. 

5. TAPE HUrmER - Enter the number of the reel of 
tape used during the period cO';fered by the log. 

G. DATE AND TII1E LOG STAR'lIED - Enter the date and 
tine the tape is placed 011 machi,ne. 

7. DATE AND TI!r.E LOG ENDS - Enter the dat~ and time 
~~e tape ended or the operation ceased. 

8. TOTAL HOURS - Enter the total number of hours 
of all personnel. used in tbe plant operation 
during the time covered by the log. 

9. TnlE IN - In this column, insert the time of 
all incoming calls, If the plant is a~ eaves
dro?ping operation, also enter the tim~ .. any 
person enters the room being bugged. 
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10. TI:m OUT - In this column, enter the time of 
all out-goiny calls. If the plant is an 
eavesdropping operation, also enter the time 
any person leaves the room· being bugged. 

11. DBTAILS - This space is used for all informa
tion pertinent to the operation and a brief 
text of monitored conversation. 

a. The first entry will recoru the time the 
reel \-las placed on the machine, the number 
of the reel that is to receive the moni
tored conversation, the person making the 
log and ,\~ho assisted in plant operation. 
The first entry will also denote that 
the plant is opening for the day or is a 
continual operation. 

Example: 
with tape 
recorder. 
this case 

The plant \-Jas opened at 9: 00 
number G9-1-Tl placed on the 

The index was set at (000). 
the entry ,.,ould read: 

A.H •. 

In 

9:00 A.a. Plant opened. Official Tape 
69-1-Tl placed on machine by Det. Droi/"n. 
Index set at (000). Assisted in plant 
operation by ))ets. H. Black and J. 'V7hite. 

Examole continued: If the plant wa.s in .. 
continual operation and an official reel 
'vas removed and .-another placed on machine 
the entry ~ould reau: 

9 ~ 00 A.!·1. Continual Oper.ation. Official 
tape 69~1-T2 placed on machine by Det. 
Brm·m •.• etc. 

b. Relief of monitoring personnel will be 
recortIed in this space. 

EXar:lple: Oet. B. Bro'vm ''las the original 
monitor on the plant shift. He and his 
assistants wer~.relievec1 by Det. J. Jones 
and ere,,, at 11: 55 A.H. \'1i th tape reel 
69-1-T2 on the "recorder at index setting 
(GO). In this case no further entries 
are made on that page of the log. A nett' 
"Continuation Page" will be headed: 
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11:55 A.i1. Det • .1. Jones relieving Det. 
B. Bro\V'n, Tape 69-1-T2 on index (60). 
Dets. Black and White relieved by Green 
and Blue. 

c. Outgoing Calls. If the Electronic Sur
veillance Unit has provided some means 
of immediately retrieving ~he outgoing 
called n~~er - place that number in the 
details colu.nm.. ' 

Example: 123-45G7 ( ) 

(Explanation) - The parenthesis are pro
vided for the insertion of the name of 
tha t phone numbers subscriber \.,hicb. can 
be inserted later.) 

Under certain circumstances the called 
number cannot be immediately obtained 
but can be at a later time using the 
recorded dial pulses or touch tones. 
In this ease, number each out going call 
placing a 110/ 11 or "TT/" to indicate if it 
was a dialed call or a touch tone call. 

Exarn}2le: 

D/ffl ( ) 

Text of 

D/i2 ( ) 

TT/#3 ( 

T'l'/~4 

( 

call 

{ 

) ( 

) ( 

) 

) 

) 

) 

Explanation: The "D" indicates it was 
an outgoing dialed call and the "TT" 
indicates it ,-"as an outgoing touch tone 
call. The first parenthesis is provided 
for the insertion of the phone number at 
a later time - the second for the sub
scriber. 

The Electronic Surveillance Unit vrill later 
assist in the retrieval of t~e numbers. 
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d. Incoming calls - Uniform abbreviations 
appearing at the bottom of the log will 
be used where relevant. 

Example: During a plant operatioll, an 
unidentified male answers the phone and 
speak.s ",-i th an unidentified female. 'l'he 
conversation concerns the purch~=e of a 
desk for the caller's office.. Therefore, 
this conversation is not oertinent to .. , 
the investigation in progress or related 
to another crime. In this case, the 
entry would read: 

u. r~. ( 
desk. 

) to U.F. ( 
{25} NIP 

) re purchase of 

Explanation: The parenthes'is are provided 
for insertion of.the names of those in
volved should they Le i~entified later 
in the investigation. The parenthesized 
number is the index num0er. 

e. The last entry on the log will be the 
time t.he reel ends. The last entry ";'ill 
also denote if the plant is continuing 
operation or is closing for the day. 

Example; 'i'he tape reel in .use was 69-l-T2. 
'l'he reel had run out (or was about to), and 
a new reel of tape "Jas to be placed on 
machine to continue operation. In this 
case the entry would read: 

6:00 P.M. Det. Brown removes and seals 
tape 69-l-T2 and places 69-l-T3 on machine. 

Example continued: If the plant , ... as closing 
for the day: 

6 ~ 00 p .~~. Det. Brmvn removes and seals 
tape 69-1-T2. Plant Closed. 

12. DATE - Appears on Continuation Page only. 
Place date of last entry covered on that 
page of the Log. 

13. HAr-iE - Signature of the mOili tor' for that page 
of the Log. 
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14. BADGE NU!1.BER - Monitor's, if applicable. 

15. PAGE . OF PAGES~ (Self-explanatory) 

16. NUNBER OF CONVERSA'J;'IONS - TOTAL. Total number 
of conversations intercepted and covered by 
this single log. 

17. NUNBER OF CONVERSATIONS' - INCRIiUNATING. 
Numbelr of incrirnina'ting conversationq covered 
by this single log. 
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III S1 AT ION/UNIT 

(:') 'rAPE NUMBER 

NEW JERSEY STATE POUCE 

ELECTRONIC SURVEILLANCE LOG 

(2) CODE. (ll PLAN1 NUMSE.R 

(6) DATE ... TIME LOG STARTEt (7) DATE ... TIME LOG ENDS 

I") DIVI!oION CA!>!. NUMBER 

(9) TIME IN (IO)TIMEOUT (II) DETAIl.S 

". 

UM· UNIDENTIFIED MALE UF· UNIDENTIFIED FEMALE 0/_ • DIAL CALL 

ABBREVIATIONS: 
NP· CONVERSATION NOT PERTINENT NA. NO ANSWER TR· TRANSCRIBE TTl_ - TOUCH TONE 

Ill) NAME (1.) BADGE NO. (I!» PAGE NUMBER OF CONVERSATIONS 

__ OF __ PAGES (16) TOTAL 1(17) INCRIMINATING 

!!..p. ~ (!> R ••• 7-'10 WHITE - EI~c:. Sur". Unit YELLOW - Org. Crime Unit PINK - Station/Unit GOLDENROD - Pros~culor 
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(I) STATION/UNIT 

NEW JERSEY STATE POLICE 
ELECTRONIC SURVEILLANCE LOG 

CONTINUATION PAGE 
(3/ PLANl NUMBrH (4) DIVISION CASC NUMBER ('I 1 APE NUMBC n 

(9) TIME IN 110) TIME OUT Ill) DETAILS 

UM· UNIOENTIFIED MALE UF • UNIDENTlFIEO !"EMALE 0/ •• DIAL CALL 

ABBREVIATIONS: 
NP. CONVERSATION NOT PERTINENT NA • NO ANSWER TR • TRANSCRIBE 

(12/ DATE (13) NAME 114) BADGE NO. 115) PAGE 

___ OF ____ PAGES 

S.P . .&66 R~". 7-70 WHITE· Elec. Surv. UnIt VELLOW· Org. Crime Unit PINK· Station/Unit GOLDENROD· Prosecutor 
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OCTOBER 13, 1970 
ADDI:NDtJ:1 it5 

ELECTRONIC SURVBILLA~~CE FINAL PLANT REPORT FOPl} 467 

I. PURPOSE OF THE REPORT 

A. The Electronic Surveillance Final Plant Report, 
SP Form 467, summarizes a ~omp1eted surveillance 
operation. In effect, the report is a compilation 
of certain information recorded in the Electronic 
Surveillance Logs. This data '''ill permit reporting 
to S.tate and Federal Government as required by la,,,. 

B. Conduct of the investigation will be reported 
according to Operation Orders covering the Investi
gation Reporting System. (S.O.P. 195,000) 

l~ In the event that no investigation report has 
been made prior ,to the implementation of an 
el~ctronic surveillance court order, this 
report shall be made ,.Ji thin 43 hours of the 
installation of any electronic surveillance 
equipment. 

2. Supp12mentary Investigation Reports will be 
submitted as required. 

II. l'ffiCHAi'ilICS 

A. 'l'he Electronic Surveillance Final Plant Report, 
SP Form 467, shall be suomi tted fo1lovling the ' 
completion of any electronic surveillance opera
tion ~y the person in charge. 

B. This report shall be prepared in three copies. 

c. Routing of the'three copies shall be as folluws: 

1. Original and first copy - Original copy to the 
Electronic Surveillance Unit ~aster file via 
channels and the first copy will be furnished 
to the Organized Crime Unit. 

2. Secona copy - station/Unit copy, case file. 

III. Ii.~STRUCTIONS 'FOn PREPARATION OF THE ELECTRONIC SuR
VEILLANCE FINAL PLru'ilT REPORT FORM 467 

A. The n\wOers on the Electronic Surveillance F~nal 
Plant Report, SP Form 467, have been inserte~ t9 
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simplify filling out the re;,.:>ort. They correspond 
with the numbers and titles in this guide. 

1. STATION/UNIT - Type the name of the State Police 
Station/Unit reporting the investigation. 

2. CODE - Enter Station/Unit code designation. 

3. PLANT NUX-illER - Enter the number assigned to 
the plant operation. (This number \vas assigned 
by the Blectronic Surveillance Unit on receiving 
the Court Order.) 

4. DIVISIOH CASE NUf1BER - Type Division Case Number. 
(This number will be a combination of the Sta
tion Code Number and the Station Case Number.) 

5. PERSON AUTHORIZING INTERCEPTS 

NAJ·'lE OF JUDGE-ADDRESS. The name ann court 
address of the judge who signs the court order. 

HM-'iE & ADDRESS OF PERSON AUTHORIZING INTERCEP
TION APPLICATION. 

EXAHPLE: A. G. Geo. F. Kugler, 'l'renton. 
Act. A. G. lVin. Smith, Trenton. 

·6. CRIl.m SPECIFIED - Enter the crime under in
vestigation at the time. of application for 
the court ordex'. 

7. PEHIOD ORIGINALLY REQUESTED - The number of 
days permi tterl to intercept by the order •. 

DATE OF APPLICATIO~ - Date application was 
signed by court. 

DATE OF ORDER - Date order was signed by court. 

3.. LENGTH OF EXTENSIONS 1st, 2n.d, 3rd - T!le number 
of days permitted by the respective extension. 

DATE OF APPLICATION & DATE OF ORDER - Dates 
renewal application and renewal order were 
signed by the court • 

. 9. TYPE OF INTERCEPTIOn - Type "X" in the space 
indicating \-lhether the surveillance y.yas phone 
vliretap, microphone/eavesdrop or other - specify 
what other. 

323 



-3- hDDl:l~lJUI: f 5 

10. LOCA'l'lm~ OF THE INTERCEPTIOl~S - Type "x II 
at the location '-lhere the monitored conver
sation took place. 

Residence - One family ii,."elling 
Llul tiple -' '1\10, three or four family dwelling 
Apartment - !~ore than four family dwelling 
Business Location (Specify) Example: New Car 

Dealer - Office, Eard0are Store - counter, 
Restaurant - cashier, Used Car Dealer -

. garage, etc. 
Other (Specify) - Car, train, bus, park, beach, 

street, etc. 

11. DURATION EET{~EEN - Date plant officially 
opened, month - type number, day of month, 
year - type last b'lO digits, "and" date plant 
was hterminated" using same date indications. 

12. NUliBER OF DAYS II~ ACTUAL USE - Enter number 
of days plant '-las operated. 

13. NUi·JBER OF PEPSONS lIJBOSE CQi.ll1UNICATIONS lrJERE 
INTERCEPTED - Probably the most important 
figure on whole report. Atte:mpt to be as 
accurate as possible. Count total number of 
people whose conversations were he,ard. 
Example: In a bookmaking operation, the book
maker is one and each of his customers are 
counted once, no matter hm'l many times they 
call in. 

14. IWHBER OF CO;·l::1mHCA'l~IONS IHTERCEPTED - Total 
number of conversations entire operation. 

15. NUllBER OF INCRIBINATIl.JG COiv"L~·mNICATIONS INTER
CEPTED - Total number of incriminating con
versations of entire operation. 

16. AVERAGE FREQUENCY OF IblT:E.RCEPT (Per Day) -
Diviue the number of clays in actual use (12) 
into communications intercepted (14) for daily 
average. ~his figure might help in arriving 
at a reasonable estimate for number of persons 
"'hose communications were intercepted (13). 

17. NATURE & QUANTITY OF lW1POHLR USED - r.lan Hours -
Type in respective block man hours for each 
category - only which a};Jply. 
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18. RESOORCE COST - Type in respective block 
costs of plant rental, telephone service 
(if knovm), tape used I number of reels, 
other (specify). 

19. ARRESTS, NAlolES & ADDRESSES - List all those 
persons whose arrests were responsible (im
Jt:Iaterial to \vhat degree) due to some monitored 
conversation resulting from this particular 
plant. 

State & Federal La\</ requires each of these 
persons be given a !lotice of inventory (Ad
visement of int.ercepted communications) 
within ninety (90) days of the orders ter
mination. 

20. DOES NAHE APPEAR ON OTHER FINAL PLANT REPORT -
Type "yes" or "no" for each arrested person~ 

21. OTHER RELATED INSTALLATIONS - Type number of 
other related plants which contributed to in-
vestigation. (steps) :,~".' , 

22. REPORTING DATE - Self-explanatory 

23. NAr-ffi AND BADGE NUr1BER - SeJf-explanatory 
". 

". 
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ELECTRONIC SURVEILLANC::" 
~z.w JeRSEY STATE POLICE FINAL PLANT REPORT 

I 
(1) l>u.l,oo/Unn 12) Cooe (3) Plant "umblll (4) Oivi.ion "" .. numt..r 

(5) ~.ma .nd toddr.ll of Judgoo Applic".~ion Order or Extension 
(6) Clime 'pGclf~ 

Person 
Authorizing (71 PITiod origiNlilV req .... ud Dlte of 8Pp\i"",ion Da" 01 ord.r 

the Name and "ddren Cof per..,n authOt~ing .... iotercopuon Ipplic.olion 
Intercepts 

ea) 
ht ...... 

LENGTH ",)F 
(9) Typ. of I "",cvpliorll 

EXTENSIO,NS 2nd --o Wire up o M;,:rc;phont I ev",drop DOth., hpaclfy) REQUESTED 

3rd -
1101 LCoc.1lion of intore_plion 

oR •• idonl oAponmlnt OMuhiple d..,..lting OBuJif\l:u IOt.alion oOther Ispecifv) 

(11) Duriltion 1121 Number of Number of !l61 Averape 
day. in actual 

(13) P."on. who •• 
froquency of 

Description Monlh OtV y.,., "'. fl"! (151lnclimiMling ;nltrU'pu ptor day 
communications eo",municalion. c.ommlJnicatiOni 

of Be1wffn w,,"lnltrc:eptld iott"tlplld intlrCeplOd ---
Intercepts 

ano 

_ .. 

NATURE OF RESOURCES 

(17)M~nhoull' Monitoring InnJlltltion Ttln.c,ibing Olhllr 

RESOURCE COST 

11BI PI.ot ,onl Ttl.phone IItyiao Tap .. usld No, 01 'otis Olhar (.pecifyl 

ACTION RESULTING FROM INTERCEPTED COMMUNICATIONS 

(19) Arr •• " 1201 DOli Mm' Ippur on any othar finll report 

NAMES AND ADDRESSES YOi No 

" . , . " ; 0': , . , , . 
: 

" 

; 
" ; .. 

", 

. . 
, 

" , . , . .. . .~ 
' , 

" '. 
" 

.. ., . ", 
" .. . 

. " . '" 
" .. " 0" 

" 
.\ .... 

, 

: !:'1/ O;her r.l:tct; l:llt~t\~tjDnI 1221 R'poninp dau 

I. 
(23) Nam. ,nd b&tr.. numb ... 
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COURT RESULTS 

OCTOBER 13, 1970 
ADDENDUa #6 

The Final Plant Report, while it provides a good 
portion of the data required to be reported to state 
and Federal Government as required by la\'l, fails to supply 
suLseguent resulting court action. This information must 
be supplied yearly as a supplemental report to previous 
actions. The Final Plant Report completes the applicants 
obligations as far as required Electronic Surveillance 
Reports and fails to fill 'this void. 

However, it is still n1ecessary to extract certain 
resulting court action from the state police Investigation 
Reporting System. The "Final P.rrest Report'; carries the 
court results, trials, and convictions, necessary to meet 
statutory requirements. 

In order that this information may reach the Blec
tronic Surveillance unit whose responsibility it is to 
prepare these statistics, the follm·ling shall be accom
plished: 

To Operations Order #228 Investigation ~eporting 
System - Addendum 11 Instructions for Preparation of 
Arrest - Section 68. IINarrative" the followir:g shall be 
added: 

"if the arrest is the result of evidence gathered 
through a court authorized electronic surveillance, type 
'LElec. Sur. n in the upper right hand corner of this re
port below the perforation." 

The Bureau of Internal Records, shall forward a 
photostatic copy of a Final Arrest Report, carrying this 
identification, to the Electronic Surveillance Unit. 
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ELECTRONIC SURVP.ILLANCE -iONITOnnlG 

I. Monitoring shall take place only so' long a~ it is 

resuired to e3tabli9h the element~ of the offen~e 

and the identity of all persons involved. 

II. Hours ~tipulated in the court order for monitoring 

shall not be exceeded. There shall be 3elf-imposec. 
. 

re~trictions on the hours of ~onitoring in an effort 

to mininize or eli~inate interception of non-~ertinent . 

conver'3ation. 

'Joni toring hour~ shall be regularly revie\·Jed by the 

moni tors and their supervi30r~ to aC:lieve that objective. 

III. During the_ period specified in Paragra:~'1h" f.l 'moni toring 

Ghall take place every day permi tted ~Jy court orner \.;ri th 

~le following exceutions: . -
A. Ehen it is 'learned that incriminating conversation 

i5 hot likely to be intercepter.i during a given 

~eriod of time, e.g. ~rinciral sus?ect on vacation 

or out of tm·ln. 

B. :'lhere in tile judgm~nt of the inve3tigators the 

elements of the offer.se have been e3tablisned and 

the perpetratorG identified, hut so"1~ investigative 

conGiceration nece3sit~te5 reco~encing monitoring 
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at a later date, e.g. nrenaration for a raid. 
,. 

C. ~'Jhere moni toring an electronic surveillance in-

stallation is one pha~e o~ a broader inventigation 

and it is neces::;ary to 3u3p~nd Floni tnring during 

an interim :)eriod to conduct other forms .of inve;:;tl.-

gation in Dre?aration for further Monitoring. 

IV. If monitoring of an electronic Gurveillance installation 
, 

.~,' . .i3 to be 3u:Jpended for a T.:leriod of time the following 

procedure will be follmleCl: 

A. The unit LeDder monitoring the installation will 

contact the Electronic Surveillance Unit 8upervisor 

on the laot date of o~eration ana advise him that 

monitoring will be ~u3~ended,temporarily. 

B. A log ",ri 11 be !?repared and fon·.1arded for each day 

of 3u::;pended o:.>eration. This log \."ill list reason 

for sU3!1en"'3ion -'3.:10 be signed by the rlant and Unit 

Guperv iGor:.:; • 

C. Prior to renuming monitoring the Unit Supervisor 

will contact t~e Electronic Surveillance Unit 3uper-

visor or his re!'Jresenta.tive antl. aovi:.;e him of the 

intention to reJQ~e monitoring. 

D. Logs and tapes' ':Till be fODJarded in the ::>rescribed 

manner. 
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APPENDIX D - ELECTRNOIC SURVEILLANCE IN THE 
ADJUDICATIVE STAGE 

1) FEDERAL PRIVILEGE IN THE GRAND JURY 

SUM.M.ARY -·.----------------------------------------·------~ID.l 

A. Grand Jury Background--------------------------~D.2 

B. Existence of Federal Privilege Tor 
Unlawful Surveillance--------------------------'D.4 

1. Adequacy of witness's claim----------------~D.5 

2. Adequacy of denial-------------------------1[D.7 

3. Refusal to testify after an adverse 
finding------------------------------------~D.12 

4. Disclosure---------------------------------~D.13 

5. Wiretap privilege in New York--------------~D.16 

6. Wiretap privilege in New Jersey------------~D.18 

7. Wiretap privilege in Massachusetts---------~D.19 

2) SUPPRESSION FOR NON-COMPLIANCE WITH THE TITLE III 

INTRODUCTION-------------------------------------------,[D.20 

A. Who May Obtain Surveillance Warrants-----------'D.2l 

1. What officer must apply for the warrant----tD.2l 

2. Application by an acting federal officer---'ID. 23 

3. Restrictions on state officers 

a. What officer must apply for the 
warr.ant----------- ---------------------'[D. 24 

b. Delegation in case of vacancy----------~D.25 

B. Contents of the Application for Surveillance---,D.26 

1. Enumera,ted crimes- . 

a. Federal crimes 

b. State crimes 
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c. Limitation to crimes punishable 
by imprisonment for more than one 
year----------------------------------"D.26 

2. Particularity as to conversations 
sought 

3. Particularity as to place-----------------~D.27A 

4. Particularity as to persons---------------~D.28 

a. Failure to identify known parties-----"D. 28 

5. Inadequacy of investigative alternatives--~D.3l 

6. Period of time surveillance to be 
authorized 

7. Prior applications------------------------~D.34 

C. Contents of the Surveillance Order 

1. Determination of probable cause 

a. Taint of evidence from prior 
illegal wiretaps----------------------~D.35 

2. Directives limiting scope of the 
surveillance------------------------------.D.39 

a. Identification of speakers· 

b. Duration and termination directives 

(i) Failure to include a directive 
requiring termination upon 
attainment of the objective 
of the order---------------------.D.39 

(ii) Failure to date the order--------~D.4l 

c. Minimization directives 

3. Signature of the court--------------------tD.42 

D. Execution of the Surveillance Order 

1. Who may execute surveillance---·-----------4fD. 43 

2. Avoidance of excessive surveillance 

a. Failure to minimize intercepted 
conversations-------------------------~D.44 

(i) Failure to make any attempt to 
minimize-------~-----------------~D.45 
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(ii) Failure to minimize despite 
a good faith effort-------------.D.46 

b. Interception of privileged 
communications 

3. Amending the surveillance order-----------'rD. 48 

a. Failure to amend retrospectively 
for crimes not specifically 
designated but related to designated 
offenses and therefore legally 
intercepted 

(i) Federal crimes and federal 
orders---- ·,-------------------~ID. 49 

(ii) Federal crim~s and state 
orders---------------------------~D.51 

b. Failure to amend in a prompt fashion 
for unreal ted crimes------------------~D.53 

c. Failure to amend prospectively 

(i) Persons--------------------------~D.55 

(ii) Crimes---------------------------'D.59 

4. Extension of the surveillance period 

5. Termination of the surveillance 

E. Post-Surveillance Requirements 

1. Delivery, sealing, and storage of 
applications, orders, and recordings------~D.6l 

2. Delivery of notice of the 
surveillance------------------------------~D.64 

3) DEFENDING ILLEGALITY: SUPPRESSION HEARING 

SUMI·'lARY -- - - -- - - -- - - -- - - - --- - - ---- - ------- - -- - - --------'r D • 68 

A. Sources of the Power to Suppress--------------~D.74 

1. Consti.~ut.ional--------------------------~·--'rD. 74 

2. S~erv isory----------'---------------------'ID. 77 

3. St~ tutory---------------------------------~ID. 78 

B. Motion to Suppress: Authority----------------~D.81 
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1. Federal-----------------------------------~D.81 

2. New York----------------------------------~D.84 

3. Massachusetts-----------------------------'ID. 86 

4. New Jersey--------------------------------~D.88 

C. Initial Showing-------------------------------~D.91 

D. Hearing-----------------------:---------------'D.96 

1. Nature of proceedings---------------------~D.96 

2. Standing----------------------------------~D.98 

a. Search and seizure--------------------~D.IOO 

b. Electronic surveillance---------------.D. I08 

c. Confessions---------------------------~D.lll 

3. Illegality: allocation of burdens--------~D.112 

a. Search with warrant-------------------~D.114 

b. Search without warrant----------------~D.117 

(i) Search incident to arrest--------~D.119 

(ii) Plain view------------------------1rD.120 

(iii)Consent--------------------------'D.123 

(iv) Stop and frisk-------------------~D.125 

(v) Exigent circumstances------------"D .126 

c. Electronic surveillance---------------~D.128 

d. In-court identification---------------~D.131 

e. Confessions---------------------------.D. 132 

f. Harmless error------------------------~D.136 

E. Fruit of the Poisonous Tree-------------------~D.139 

1. standing----------------------------------~D.142 

2. Attenuation-------------------------------"D.143 

3. Allocation of burdens---------------------~D.144 

4. Collateral uses---------------------------~D.145 
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F. Appeal---------------------------~------------~D.149 

4) ISSUES AT TRIAL 

SUMMARY-----------------------------------------------1rD.154 

A. Introduction----------------------------------~D.l55 

B. Objections to the Tape Recording as a Whole---~D.156 

C. Laying the Foundation---------~---------------~D.160 

1. Credibility of device---------------------'D.161 

2. Competency of operator--------------------.D.163 

3. Authenticity of recording-----------------~D.164 

4. Preservation of recording-----------------~D.166 

5. Identification of speakers----------------~D.169 

6. Identification of conversations-----------~D.174 

D. Presentation of Recording---------------------tD.177 

1. Problem of audibility---------------------~D.178 

2. Efforts to mitigate the effect of 
inaudibility------------------------------~D.179 

3. Voice identification----------------------.D.187 

4. Completeness------------------------------~D.188 

E. Alternative uses------------------------------'D.l91 
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1) FEDERAL PRIVILEGE IN THE GRAND JURY 

SUMMARY 

'ID.l Prosecutors can immunize witnesses before grand 

juries and compel testimony over a claim of self-incrimination. 

Reluctant grand jury witnesses, theref.ore, seek other means 

of avoiding testimony. Where unlawful electronic surveillance 

was conducted and questions are asked based upon it, the 

grand jury witness has a limited privilege not to testify 

based upon a federal statute. Complicated procedures are 

involved in asserting and responding to claims of unlawful 

surveillance before the grand jury. The Supreme Court has not 

recognized a constitutional privilege to refuse to testify 

based upon general search and seizure claims. Other 

constitutional or common law privileges such as attorney

client, husband-wife, and priest-penitent may be asserted by 

grand jury witnesses with success. These privileges, however, 

are not absolute, and the courts will, in certain instances, 

refuse to recognize them. 

A. Grand Jury Background 

~D.2 The power to compel persons to appear and testify 

before grand juries is firmly established. Its roots are deep 

in history and the importance of the grand jury is reflected 

in the Fifth Amendment. The duty to testify, too, is 

recognized as a basic obligation that every citizen owes to 
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his governm(~nt. 1 Such t.v,';timonl:' is a primary source of the 

information needed to brincJ criminal sanctions to bear. The 

duty to testify is so necessary that a witness's personal 

privacy must yield to the puhlic's overriding interest in the 

administration of justice. 2 

lBranzburg v. Hayes, 408 U.S. 665, ,688 (1972). 

2Blair v. United States, 250 U.S. 273, 279 (1919): 

Long before the separation of the American 
Colonies from the mother country, compulsion of 
witnesses to appear and testify had become established 
in England. By Act of 5 Eliz., c. 9, §12 (1562) I 

provision was made for the service of process out of 
any court of record requiring the person served to 
testify concerning any cause or matter pending in th~ 
court, under a penalty of ten pounds besides damages 
to be recovered by the party aggrieved. See 
Havithbury v. !-larvey, Cro. Eliz. 130; 1 Leon. 122r 
Goodwin (or Goodman) v. West, ero. Car. 522, 540, 
March, 18. \\1hen it was that grand juries first 
resorted to compulsory process for witnesses is not 
clear. But as early as 1612, in the Countess of 
Shrewbury's caRe, IDrd Bacon is reported to have 
declared that 'all subjects, without distinction of 
degrees, owe to the King tribute and service, not 
only of their deed and hand, but of their knm>lledge 
and discofery. I 2 How. St. Tr. 769, 778. And by 
Act of 7 & 8 Wm. III, c. 3, §7 (1695), parties indicted 
for treason or misprision of treason were given the 
like process to compel their witnesses to appear as 
was usually granted to compel witnesses to appear 
against them; clearly evincing that process for crown 
witnesses was already in familiar use. 

At the foundation of our Federal Government the 
inquisitorial function of the grand jury and the 
compUlsion of witnesses were recognized as incidents 
of the judicial power of the united States. By the 
Fifth Amendment a presentment or indictment by grand 
jury was made essential to hold one to answer for a 
capital or otherwise infamous crime, and it was 
declared that no person should be compelled in a 
criminal case to be a wjtness against himself; while, 
by the Sixth Amendment, in all criminal prosecutions 
the accused was given the right to a speedy and 
public trial, with compulsory process for obtaining 
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But the power to compel testimony is not absolute. 

Its most important limitation is the Fifth Amendment privilege 

against compulsory self-incrimination. No man can be forced 

---- -----.----
2 (continued) 

witnesses in his favor. By the first Judiciary Act 
(September 24, 1789, c. 20, §30, 1 Stat. 73, 88), 
the mode or proof by examination 'of witnesses in 
the courts of the United States was regulated, and 
their duty to appear and testify was recognized. 
These provisions, as modified by subsequent 
legislation, are found in §§861-865, Rev. Stats. By 
Act of March 2, 1793, c. 22, §6, 1 Stat. 333, 335, 
it was enacted that subpoenas for witnesses required 
to attend a court of the United States in any district 
might run into any other district, with a proviso 
limiting the effect of this in civil causes so that 
witnesses living outside of the district in which the 
court was held need not attend beyond a limited 
distance from the place of their residence. See §876, 
Rev. Stats. By §877, originating in Act of February 
26, 1853, c. 80, §3, 10 Stat. 161, 169, witnesses 
required to attend any term of the district court on 
the part of the United States may he subpoenaed to 
attend to testify generally; and under such process 
they shall appear before the grand or petit jury, or 
both, as required by the court or the district attorney. 
By the same Act of 1853 (10 Stat. 167 1 168), fees for 
the attendance and mileage of witnesses were regulated; 
and it was provided that where the United States was 
a party the marshal on the order of the court should 
pay such fees. Rev. Stats., §§848, 855. And §§879 
and 881, Rev. Stats., contain provisions for requiring 
witnesses in criminal proceedings to give recognizance 
for their appearance to testify, and for detaining 
them in prison in default of such recognizance. 

In all of these provisions 1 as in the general law 
upon the subject, it is clearly recognized that the 
giving of testimony and the attendance upon court or 
grand jury in order to testify are public duties which 
every person within the jurisdiction of the Government 
is bound to perform upon being properly summoned, and 
for performance of which he is entitled to no further 
compensation than that which the statutes provide. 
The personal sacrifice involved is a part of the 
necessary contribution of the individual to the welfare 
of the public. The duty, so onerous at times, yet so 
necessary to the administration of justice according 
to the forms and modes established in our system of 
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to testify against himself. But those capable of giving the 

most useful testimony are often those implicated in the crime. 

Without their testimony, the ability of the grand jury to 

function would be seriously impaired. To balance the needs .. 

of the grand jury with the rights of the individual, a 

prosecutor may, therefore, immunize wftnesses before grand 

juries and compel testimony.3 

B. Existence of Federal Privilege For Unlawful Surveillance 

Nevertheless, an immunized witness may still be 

reluctant to testify. He may attempt to avoid testifying by 

claiming that the questions are based upon an unlawful 

electronic surveillance. Consequently, he may assert that his 

testimony may not be received in evidence under the exclusionary 

rule of 18 U.S.C. §25l5. 4 When the witness makes this claim, 

2 (continued) 
government (Wilson v. United States, 221 U.S. 361, 
372, quoting Lord Ellenborough) I is subject to 
mitigation in exceptional circumstances; there is a 
constitutional exemption from being compelled in any 
criminal case to be a witness against oneself entitling 
the witness to be excused from answering anything 
that will tend to incriminate him (see Brown v. Walker, 
161 U.S. 591); some confidential matters are shielded 
from considerations of policy, and perhaps in other 
cases for special reasons a witness may be excused from 
telling all that he knows. 

3See , e.g., Kastigar v. United Sta~es, 406 U.S. 441 (1972) 
(18 U.S.C. §600l). 

40mnibus Crime Control and Safe Streets Act, Title III, 
§802, 18 U.S.C. §25l5 (1968): 
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the government must affirm or deny the alleged unlawful act 

under 18 U.S.C. §3504(a).5 If the government meets this burden 

and adequately denies that the questions are based upon 

unlawful electronic surveillance, the witness must testify or 

4 (continued) 
Whenever any wire or oral communication has been 
intercepted, no part of the contents of such 
communication' and no evidence derived therefrom 
may be received in evidence in any trial, hearing 
or other proceeding in or before any court, grand 
jury. . . or any other authority of the united States~ 
a State, or a political subdivision thereof if the 
disclosure of that information would be in violation 
of this chapter. 

Section 2515 was included in Title III to protect the privacy 
of those affected by an unlawful surveillance. S. Rep. No. 
1097, 90th Cong., 2d Sess. 66 (1968). liThe perpetrator must 
be denied the fruits of his unlawful actions." Id. at 69. 
No use whatsoever is to be made of the product of such 
surveillance. Consequently, the witness usually bases his 
claim here on an assertion that but for the unlawful electronic 
surveillance, he would not have been subpoenaed and the 
government would not have been able to ask certain questions. 
He argues that because section 2515 calls for the exclusion of 
evidence which is the result of both direct and derivative use 
of the unlawful electronic surveillance, he need not answer 
the questions. 

50rganized Crime Control Act, Title VII, §702(a), 18 
U.S.C. §3504 (a) (1970): 

In any trial, hearing, or other proceeding in or 
before any court, grand jury, department, officer, 
agency, regulatory body, or other authority of the 
United States--

(1) upon a claim by a party aggrieved that evidence 
is inadmissible because it is the primary product of an 
unlawful act or because it was obtained by the 
exploitation of an unlawful act, the opponent of the 
cla1m shall affirm or deny the occurrenc~ of the 
alleged unlawful act. . .. (emphasis added) 

For comparable state rules, see infra '1 'ID. l6-D. 19 

340 



be subject to a contempt proceeding. 6 If the government 

concedes that the questions are based upon an unlawful 

electronic surveillance or fails to meet this burden, the 

witness may not be compelled to testify.7 

1. Adequacy of witness's claim 

11D.5 A grand jury witness may clalm that the questions he 

is being asked are based upon an unlawful electronic 

surveillance by: 

1. making a mere assertion; or 

2. filing a factually based affidavit. 

In In re Evans,8 the Court of Appeals for the District of 

Columbia held that the mere assertion that an unlawful wiretap 

was used was adequate to trigger the government's obligation 

to respond. 9 It was argued that to require no more than a 

6See , e.g., In re Vielguth, 502 F.2d 1257 (9th Cir. 1974) 
[witness's affidavit setting forth belief that he was the 
subject of electronic surveillance, identifying telephone 
numbers, and time period in question sufficient to trigger 
government's obligation to respond]; In re Toscanino, 500 F.2d 
267 (2d Cir. 1974) [court, in absence of s\-Vorn written 
representation indicating agencies checked, unable to affirm 
government's denial]; United states v. Alter, 482 F.2d 1016 
. (9th Cir. 1973) [government is denial wasinsufficient as it 
was conclusory, not concrete and specific]; In re Evans, 452 
F.2d 1239 (D. C. Cir. 1971), cert. denied, 408 u.s. 930 (1972). 
[witness's mere assertion oI-Unlawful surveillance required 
government to affirm or deny allegation] . 

7Gelbard v. Uni:ted States, 408 U.S. 41 (1972). 

8452 F.2d 1239 (D.C. Cir. 1971), cert. denied, 408 u.S. 
930 (1972). 

9452 F.2d at 1247. Evans was followed in United States v. 
Toscanino, 500 F.2d 267, -281(2d Cir. 1974). See alRo In re 
Grusse, 402 F. Supp. 1232, 1234 (D.C. Conn.), aff'd, 515 F.2d 
157--(2d Cir. 1975). 
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demand encouraged the elimination of unlawful intrusions, 

while it imposed only a minimal additional burden on the 

government~ to require more could well impose a burden upon 

defendants and witnesses that could rarely be met. lO This 

, t' , V' 'I 11 argument 1S no a.Lways persuas1ve. In In re 19l ( the 

Tenth Circuit rejected the "mere assertion" rule. The court 

held that the claim asserted was insufficient since the 

affidavit filed lacked any concrete evidence, or even 

suggestions, of surveillance. '1'0 trigger a government 

response, factual circumstances from which it can be inferred 

that the witness was the subject of electronic surveillance 

must be set forth. ~his conflict in the circuits is as yet 

unresolved by the Supreme court. 12 

lOIn Evans, Chief Judge Bazelon stated his belief that 
because electronic surveillance functions best when its object 
has no idea that his communications are being intercepted, the 
burden upon defendants to come forward with specific 
information would, ih most instances, be impossilz51e to carry. 
He further stated that unless the government was in the habit 
of conducting lawless wiretaps, it could easily refute any 
ill-founded claims. Be suggested that any additional burden 
upon the government could well be met through employing 
computers to record and sort gover~ment wiretap records. 452 
F.2d at 1247-50. Judge Wilkey, in a dissenting opinion, 
vehemently disagreed, citing House reports concerning t~e 
number of inquiries and,t,he time required to process each. 
452 F.2d at 1255. 

11524 F.2d 209 (lOth Cir. 1975), cart. denied, 425 U.S. 927 (1976). 

12See also In re Millow, 529 F.2d 770 (20 eire 1976) 
[government, in response to claim based upon knowledge that 
some electronic surveillance was used in ':he investigation 0f 
other persons involved in the same activities leading to 
examination of witness, submitted authorizing orders to 
presiding judge; witness was not entitled t~ more as section 
3504 was not intended to turn investigations by government 
into investigations of government]. -
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When a grand jury witness claims that the basis of 

the questions he is being asked is an unlawful electronic 

surveillance of a third party (i.e., an attorney), the adequacy 

of the claim is generally measured by standards first set out 

in United States v. Alter, where the Ninth Circuit held that: 

Affidavits or other evidence in support of the claim 
must reveal 

(1) the specific facts which reasonably lead the 
affiant to believe that named counsel for the named 
witness has been subjected to electronic surveillanceJ 

(2) the dates of the suspected surveillance; 
(3) the outside dates of representation of the witness 

by the lawyer during the period of surveillance; 
(4) the identity of persons by name or description 

together with their respective telephone numbers, with 
whom the lawyer (or his agents or employees) was 
communicating a't the time the claimed surveillance took 
place; and 

(5) facts showing some connection between possible 
electronic surveillance and the grand jury witness who 
asserts the claim or the grand jury proceeding in which 
the witness is involved.13 

The witness does not, of course, have to plead or prove his 

entire case, but he must make a prima facie showing that good 

cause exists to believe that there was an unlawful electronic 

surveillance. 

2. Adequacy of denial 

~D.7 When the witness's claim is adequate to trigger the 

duty to respond, the government then has the burden of 

affirming or denying the allegation. The government may: 

13 482 F.2d 1016, 1026 (9th eire 1972). Alter has 
engendered a great deal of con~usion. It has been widely 
rniscited for the proposition that it sets forth a checklist of 
requirements that must be met by a witness to establish a 
claim which will trigger the government's obligation to 
respond under section 3504. This is not the case. Alter 
applies only to a claim by the witness that the questions , 
he is being asked are tainted by surveillance of conversations 
in which he did not participate. See In re Vielguth, 502 F. 
2d 1257, 1259 (9th eire 1974). 
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l. deny that there was any surveillance; 

2. deny that there unlawful surveillance; 14 was any or 

3. concede the existence of the electronic surveillance 
and that it was unlawful. 

The government's response could take the form of: 

1. a general statement; 

2. an affidavit; 

3. testimony under oath; or 

4. a plenary suppression hearing. 

When the government denies the-existence of surveillance, 

the practical difficulties of proving a negative arise. lS 

This dictates a practical rather than a technical approach. 

The problem is ascertaining a minimum standa~d. Fortunately, 

-there is a trend towards flexibility, and the necessary scope 

and specificity of a denial are tied to the concreteness of 

the claim. 16 As the specificity of the claim increases, the 

14Note : If the language of the prosecution in responding 
under section 3504 to an objection is: "The questions. are not 
based upon an unla~ . .vful electronic surveillance," the objecting 
witness will not be sure if there were a surveillance unless 
he has received a section 2518(8) (d) inventory notice. 

15See In re Weir, 495 F.2d 879, 881 (9th Cir. 1974): 

Proving a negative is, at best, difficult and in 
our review, a practical, as distinguished from a 
technical, approach is dictated. 

16 In re !-1:illow, 529 F.2d 770 (2d Cir. 1976) [where a 
substantial claim is made, the government agencies closest to 
investigation must file affidavits] i In re Hodges, 524 F.2d 
568 (1st Cir. 1975) [oral testimony of government attorney 
gave affirmative assurance that no information had come from 
unlawful surveillance where claim made one week after refusal 
to answer and 25 minutes before contempt hearing]; In re 
Buscaglia, 518 F.2d 77 (2d Cir. 1975) [where only basis for 
claim was refusal of attorney to affirm or deny, information 
tendered by prosecutor under oath to the court sufficient to 
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specificity required in response increases accordingly. Thus, 

a general claim may be met by a general response, but a 

substantial claim requires a detailed response. A detailed 

response means that the government agencies connected with the 

investigation must search their files scrupulously and a 

summarizing affidavit indicating the agencies contacted and 

their respective responses must be submitted to the court. 

~ID. 8 Although this is the trend, some courts still adhere 

to the standards set out by the court in Alter for the 

government's response. 17 Generally, under Alter, if the 

government's position is a denial, it should be given in 

absolute terms by an authoritative officer speaking with 

knowledge of the facts and circumstances; the response must be 

16 (continued) 
establish no surveillance] i United States v. Stevens, 510 F.2d 
1101 (5th Cir. 1975) [where witness's claim was in general and 
unsubstantiated terms, government's unsworn general denial, 
given at the direction of the court, was sufficient] i united 
States v. See, 508 F.2d 845 (9th Cir. 1974), cert. denied, 420 
U.S. 992 (1975) [claim was vague to the point of being a 
fishing expedition] i United States v. D'Andrea, 495 F.2d 1170 
(3d Cir.), cert. denied, 419 U.S. 855 (1974) [where there is 
no evidence showing government's representations to be false, 
witness has no right to a hearing as to the existence of 
wiretap] . 

17 482 F.2d at 1026. See also In re Vigil, 524 F.2d 209, 
214 (10th Cir. 1975), cert. denied, 425 U.~. 927 (1976) 
[knowledgeable U.S. attorney, in charge of investigation, 
provided court with assurance that there was no surveillance 
by filing a responsive, factual affidavit] i United States v. 
D'Andrea, 495 F.2d 1170 (3d Cir.), cert. denied, 419 U.S. 
855 (1974) [a check of all agencies involved with an 
accompanying affidavit required]; Korman v. United States, 
486 F.2d 926 (7th Cir. 1973) [an official government 
denial by officer of a responsible government office, sworn 
to by the prosecutor in charge of investigation or government 
agency conducting the grand jury investigation, is required]; 
In re Tierney, 465 F.2d 806 (5th Cir. 1972), cert. denied, 
410 U.S. 914 (1973) [oral testimony that every government 
agency related to investigation was checked was sufficient 
denial] • 
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factual, unambiguous, and unequivocal.
18 

Usually, such a 

denial will take the form of an affidavit stating that all 

agencies authorized to carryon electronic surveillance or 

those connected with the investigation19 have been checked, 

sun~arizing the respective responses. 20 The witness then 

contends that he should be granted a plenary suppression 

hearing to determine the existence of unlawful electronic 

surveillance. Such requests are universally denied. 2l 

18 482 F.2d at 1027. 

19 In re Qu~nn, 525 F.2d 222 (1st Cir. 1975). 

2°Generally, the denial will be in the form of an affidavit as it 
facilitates the task of the presiding judge in inspecting the papers. 
But this is not an absolute requiranent. The denial may be in such terms 
as satisfy the district court judge. See United States v. D'Andrea, 495 
F.2d 1170,1174 (n.12) (3d Cir.) , cert.-a-enied, 419 U.S. 855 (1974). 

2lIn re Persico, 491 F.2d 1156 (2d Cir.), cert. denied, 
419 U. S-.-'924 (1974). The request would have to be in the form 
of a motion to suppress under 18 U.S.C. §25l8(10) which 
provides: 

Any aggrieved person in any trial, hearing, or 
proceeding in or before any court, department, 
officer, agency or regulatory body, or other authority 
of the United States, a State or a political sub
division thereof, may move to suppress the contents 
of any intercepted wire or oral communications, or 
evidence derived therefrom, ori the grounds that--

(i) the communication was unla\vfully intercepted; 
(ii) the order of authorization or approval under 

which it was intercepted is insufficient on 
its face; or 

(iii) the interception was not made in conformity 
with the order of authorization or approval. 

Such mo~ion shall be made before the trial, hearing, 
or proceeding unless there was no opportunity to make 
such motion or the person was not aware of the grounds 
of the motion. 

But section 2518 does not provide for such a motion in the 
context of a grand jury proceeding. The legisl~t~ve histbry 
specifically states: 
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When the government acknowledges the existence of a 

wiretap but denies that it wus unlawful, the courts generally 

accept the production of an authorizing court order as an 

adequate denial of illegality, providing, of course, that the 

order is not facially defective. 22 At this point, witnesses 

usually contend that the order should ~e turned over to them 

to examine, ~hile the government counters that an in camera 

inspection is sufficient. For the most part, the courts 

accept the government's position. 23 The proper procedure is 

described by Judge Gee in In re Grand Jury Proceedings 

(Worobyzt):24 

21 (continued) 
Because no person is a party to a grand jury 
proceeding, the provision [section 2518(10)] does 
not envision the making of a motion to suppress in 
the context of such a proceeding itself. 

S. Rep. No. 1097, 90th Cong., 2d Sess. 106 (1968). 

22See , e.g., In re Marcus, 491 F.2d 901 (1st Cir. 1974) 
[witness precluded from raising defense that questions were 
based upon improperly authorized electronic surveillance 
after judge found the interception order was not facially 
defective]; Cali v. United States, 464 F.2d 475 (1st Cir. 
1972) [witness may not make motion to suppress in grand jury]. 

23In re Grand Jury Proceedings (Worobyzt), 522 F. 2d 196 (5t..'1 
Cir. 1975), cert. denied, 425 U.S. 911 (1976) [witness not entitled to 
inspect authorizing documents where district court judge has examine::l 
the facial regularity of the documents in camera]; In re Droback, 
509 F.2d 625 (9th cir. 1974), cert. denied, 421 u.S. 964 (1975) 
[witness cannot delay grand jury procee::ling to conduct a plenary 
challenge of electrnoic surveillance]; In re Presico, 491 F.2d 1156 
(2d Cir.), cert. denied, 419 U.S. 924 (1974) [grand jury 
witness not entitled to hearing to determine whether questions 
are based upon unlawful surveillance.] 

24 522 F.2d 196 (5th Cir. 1975) cert. denied, 425 U.S. 911 
(1976) . 
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The petitioner hGrein did not seek a full-blown 
adversary h~aring .... All that he sought was the 
opportunity to examine the underlying affidavits and 
the order authorizing the tap, in short, a peek .... 

The relevant facts make this case indistinguishable 
from Persico, and we think the rule there the proper· 
one. Where the only question raised is the facial 
regularity of a wiretap authorization, we prefer to 
rely on the district court judge's in camera 
determination. 25 

This procedure, however, is not universally followed. The 

First Circuit, in In re Lochiatto,26 has held that an in 

camera inspection is insufficient protection for the witness. 

Under Lochiatto, a witness is entitled to an opportunity to 

examine the authorizing application, affidavits, and orders 

for facial defects. 

At this point, the witness would like a plenary 

suppression hearing to determine the validity of the authorizing 

orders, but the courts generally refuse to grant such a 

request. 27 

When the government concedes that there was an 

unlawful surveillance or the judge finds the orders to be 

facially defective, the grand jury witness has the privilege 

not to answer questions based upon the unlawful surveillance. 28 

The problem then arises: how is the privilege vindicated? 

25Id. at 197-98. Such a procedure protects the privacy 
of all parties while still protecting the interest of the 
grand jury witness. 

26 497 F.2d 803 (1st Cir. 1974). 

27 In re Mintzer, 511 F.2d 471 (1st Cir. 1974); In re 
Persico, 491 F.2d 1156 (2d Cir.), cert. denied, 419 u.S. 924 
(1974). 

28Gelbard v. United State;, 408 U.S. 41 (1972). 
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I 
I There are three possibilities: 

1. trust the prosecutor not to ask any questions based 
upon the surveillance, with the witness challenging 
any suspected questions on an ad hoc basis; 

2. have the presiding judge in an in camera proceeding 
limit the scope of questioning; or 

3. hold a plenary suppression he~ring to determine the 
extent of the taint. 

There are no definitive cases on this point. 29 

29Standing may be determined by an in camera inspection, 
Taglianetti v. United States, 394 U.S. 316 (1969), but 
Alderman v. United States, 394 U.S. 165 (1969) requires an 
adversary hearing to determine whether a conviction was 
tainted by the existence of an illegal wiretap. 

See Giordano v. United States, 394 U.S. 310 (1969) 
[Alderman limited to situation where violation present]. The 
argument is that a similar hearing would also be required to 
determine the extent to which the illegality taints the 
questioning. See United States v. Seale, 461 F.2d 345 1 365 
(7th Cir. 1972)(sworn testimony, subject to cross-examination, 
of relevant government officials must be submitted to show 
lack of taint in a contempt proceeding where overheard 
conversation was link in communication from lawyer to defendant]; 
United States v. Fox, 455 F.2d 131 (5th eire 1972) [a defendant 
who has been illegally overheard has a right not only to the 
intercept logs, but also to examine the appropriate officials 
to determine the connection between the records and the case 
made against him, but he is not. allowed to rumma,ge randomly 
through the government's files]; United States v. Fannon, 
435 F.2d 364 (7th Cir. 1970) [where there is conceded illegal 
surveillance of a co-defendant, neither an in camera 
inspection nor the unsworn answers of the prosecutor are 
adequate) ; United States V. Cooper, 397 F. Supp_ 277 (D. Neb. 
1975) [transmittal to the prosecutor of information obtained 
through unlawful surveillance must be shown]. 

But see In re Mintzer, 511 F.2d 471 (1st Cir. 1974) 
[limits Alderman as a post-conviction case to trial evidence, 
refusing-to allow grand jury witness opportunity to develop 
case to show the taps found to be unlawful, i.e., without 
authorizing order on a facially defective Qrder, are arguably 
relevant to the questions posed). 
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3. Refusal to testify after an adverse finding 

~D.12 If a witness still objects to questions and refuses 

to answer after an in camera inspection or an adequate denial, 

he may be held in civil contempt by the court. 30 At this 

point, the witness will again usually argue that he be granted 

a plenary suppression hearing, urging that the contempt 

hearing is a "proceeding" within 18 u.s.c. §25l8(lO). A 

contemporaneous contempt proceeding was not, however, held to 

be different from a grand jury proceeding in In re Persico, 

and the witness was not granted a suppression hearing. In 

Persico, the court looked to Justice White's concurring 

opinion in Gelbard, in which he observed: 

30 28 U. s. C. § 1862 (a) (1970) : 

Whenever a witness in any proceeding before or 
ancillary to any court or grand jury of the United 
States refuses without just cause shown to. comply 
with an order of the court to testify or provide 
other information, including any book, paper, 
document,. record, recording, or other material', the 
court upon such refusal, or when such refusal is duly 
brought to its attention, may summarily order his 
confinement at a suitable place until such time as 
the witness is willing to give such testimony or 
provide such information. No period of such confinement 
shall. exceed the life of--

(1) the court proceeding, or 
(2) the term of the grand jury, including extensions, 

before which such refusal to comply with the court 
order occurred but in no event shall such confinement 
exceed eighteen months. 

Contempt that may be purged by compliance is civil. 
Shillitani v. United states, 384 U.s. 364 (1966). Gtand 
jury witnesses who refuse to testify are usually held in civil 
contempt since imprisonment for criminal contempt, under 
federal statutes, is limited to six months absent a jury trial. 
Cheff v. Schnackenburg, 384 U.S. 373 (1966). 
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Where the Government produces a court order for 
the interception, however, and the witness nevertheless 
demands a full-blown suppression hearing to determine 
the legality of the order, there may be room for 
striking a different accommodation .... Suppression 
hearings in these circumstances would result in 
protracted interruption of grand jury proceedings. 3l 

4. Disclosure 

'ID.13 18 U.S.C. §§25l8(8) (d), (9) " and (10)32 give an 

aggrieved party only limited pretrial disclosure of papers and 

31 408 u.s. 41, 70-71 (1972). 

3218 U.S.C. §25l8(8) (d) (1968): 

Within a reasonable time but not later than ninety 
days after the filing of an application for an order 
of approval under section 2518(7) (b) which is denied 
or the termination of the period of an order or 
extQnsions thereof, the issuing or denying judge shall 
cause to be served, on the persons named in the order 
or the application, and such other parties to 
intercepted communications as the judge may determine 
in his discretion that is in the interest of justice, 
an inventory which shall include notice of--

(1) the fact of the entry of the order or 
application; 

(2) the date of the entry and the period of 
authorized approved or disapproved interception, 
or the denial of the application; and 

(3) the fact that during the period wire or oral 
communications were or were not intercepted. 

The judge, upon the filing of a motion, may in his 
discretion make available to such person or his counsel 
for inspection such portions of the intercepted 
communications, applications and orders as the judge 
determined to be in the interest of justice. 

18 u. s. C. §25l8 (9) (1968): 

The contents of any intercepted wire or oral 
communication or evidence derived therefrom shall not 
be received in evidence or othe~Tise disclosed in any 
trial, hearing, or other proceeding in a Federal or 
State 'court unless each party, not less than 10 days 
before the trial, hearing or proceeding, has been 
furnished with a copy of the court order, and 
accompanying application, under which the interception 
was authorized or approved. (footnote Gontinues) 
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the product of surveillance. A grand jury witness objecting 

to questioning and seeking to see the underlying documents or 

intercepted communications, therefore, will find himself with 

highly limited rights. 33 If the surveillance is terminated, 

he will receive notice in accordance with section 2518(8) (d). 

But sections 2518(9) and (10) are inapplicable to a grand jury 

proceeding or a contemporaneous civil contempt hearing. 34 If 

there is a conceded illegality or a finding by the presiding 

judge that the surveillance was unlawful, it is unclear as 

to what type of disclosure the aggrieved witness is entitled. 35 

But this will be a rare situation. Normally there will be 

limited disclosure, if any, in connection with the grand 

jury proceeding. 

'ID.14 If the contumacious grand jury witness is 

prosecuted for criminal contempt, he is entitled to 

1. full disclosure under section 2518(9)i and 

2. a plenary suppression hearing. 

32 (continued) 
18 U.S.C. §2518 (10) (1968): 

... The judge, upon the filing of such motion by 
the aggreived person, may in his discretion make 
available to the aggrieved person or his counsel for 
inspection such portions of the intercepted communication 
or evidence derived therefrom as the judge determines 
to be in the interests of justice. 

33In re Grand Jury Proceedings (Worobyzt)/ 522 F.2d 196 
(5th Cir. 1975}cert. denied, 425 U.S. 911 (1976). 

34 In re Persico, 491 F.2d 1156 (2d Cir.) / cert. denied, 
419 U.S. 924 (1974). 

35See supra, n. 29. 
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If the wiretap is found to be unlawful, then the witness is 

arguably entj: led to disclosure and an adversary taint hearing 

under 

1. section 2518(10); or 

2. Alderman. 36 

36 394 U.S. 165 (1969). United States v. Fox, 455 F.2d 
131 (5th Cir. 1972) elaborated upon Alderman; it granted an 
aggrieved party: 

1. a right to inspect the intercept logs; 

2. a right to examine appropriate officials in regards 
to the connection between the records and case made against 
him; and 

3. a right to find out who the appropriate officials 
are. 

This is not, though, a right to rummage through all the 
government files. 

Alderman, however, granted the right to an adversary 
hearing to determine the extent of taint in the context of 
pre-1968 surveillance. The Supreme Court has not reconsidered 
its holding in Alderman in light of Title III. See United 
States v. United States District Court, 407 U.S.-z97, 324 
(1972) . 

The question now left open is whether under Title III 
an in camera inspection procedure is authorized to determine 
whether unlawfully intercepted information is arguably 
relevant to a prosecution before the material must be turned 
over to the defendant. The issue of automatic disclosure 
versus an initial in camera proceeding cannot be settled by 
looking at a constitutional text. See Taglianetti v. United 
States, 394 U.S. 316 (1969) [not every issue raised by 
electronic surveillance requires an adversary proceeding and 
full disclosure]. 

It is unclear whether the decision in Alderman rested 
upon the Court's supervisory power over the admission of 
evidence or on the Constitution. It is a reasonable 
interpretation that it rested upon the supervisory power. 
If so, Alderman has arguably been superseded by Congress when 
it enacted Title III. The legislative history of Title III 
specifically states: 

(footnote OOn tinues ) 
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In sum, a grand jury witness is not entitled to a 

hearing to determine if surveillance was conducted or to test 

36 (continued) 
This provision [section 2518(10) (a)] explicitly 

recognizes the propriety of limiting access to 
intercepted communications or evidence derived 
therefrom according to the exigenpies of the situation. 
The motion to suppress envisioned by this paragraph 
should not be turned into a bill of discovery by the 
defendant in orde~ that he may learn everything in 
the confidential files of the law enforcement agency. 
Nor should the privacy of other people be unduly invaded 
in the process of litigating the property of the 
interception of an aggrieved person's communications. 

S. Rep. No. 1097, 90th Cong., 2d Sess. 106 (1968). 

Disclosure of overheard conversations may harm persons who 
have completely innocent conversations with people later 
prosecuted, or who are merely mentioned in such conversations. 
See, e.g., Life Magazine, May 30, 1969, pp. 45-47 [exceFpts 
from transcripts of conversations overheard through government 
electronic surveillances published there contained unflattering 
references to prominent entertainment figures, an elected 
official, and members of the judiciary, none of whom was a 
party to any of the published conversations}; R. Conolly, "The 
Story of Patriarca Transcripts," BoS:ton Evening Globe, 
September 2, 1971, p. 22 [transcripts, despite a protective !. 

order, appeared in the newspaper three weeks after disclosure]. 
The lives and families of people identified in the conversations 
may be endangered. Pending investigations can be significantly 
impaired as disclosure frequently leads to flight by potential 
defendants and the destruction of evidence. 

The argument against disclosure where the aggrieved 
person is overheard merely by happenstance is particularly 
strong as the interception is incidental and wholly irrelevant 
to the purpose of the surveillance. In this context, an in 
camera review will protect the defendant's interests because 
the judge is capable of determining that an interception has 
no relation to a prosecution. 

18 U.S.C. §3504(a) (2) further provides for only limited 
disclosure for pre-1968 interceptions. This statute, although 
not applicable to post-196B interceptions, can also be viewed 
as expressing a congressional intent to limit the holding in 
Alderman. The legislative history reveals an intent to 
overrule Alderman as it pertains to pre-1968 interceptions. 
See, e.g., 112 Congo Rec. H9649 (daily ed. Oct. 6, 1970). 

(footnote continues) 
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the legality of any such surveillance. He may refuse to 

answer only where surveillance was conducted and there was no 

~uthorizing order, where the government concedes that the 

surveillance was unlawful, or where there was a prior judicial 

adjudication of illegality. Consequently, while Gelbard 

recognizes the testimonial privilege of the grand jury witness, 

that privilege is effective only when there is either a 

conceded illegality or when the court finds insufficient the 

authorizing order or the governmental denial of illegality. 

In other instances, e.g., where the government shows that the 

questions are not based upon unlawful electronic surveillance, 

the witness will be compelled to t~stify. 

5. Wiretap privilege in New York 

~D.16 New York wiretap-grand jury practice is not a~ fully 

developed as its federal counterpart. Nevertheless in New 

York, a grand jury witness need not answer questions which are 

based upon an illegal wiretap. 37 Since section 3504 is not 

36 (continued) 
These arguments are particularly strong when made in the 

context of a national security surveillance. Secrecy is an 
absolute. necessity. Disclosure will include location of the 
listening d6vice which can be devastating. The identity of 
agents may also be revealed. To disclose may compromise 
national security. If the information cannot be disclosed 
under any circu~stances, the entire investigation may have 
to be abandoned. Thus, there is a need to re-evaluate the 
present position on disclosure. Legality in the national 
security area is generally now determined through an in camera 
procedure. united States v. Lemonakis, 485 F.2d 941 (D.C. 
Cir. 1973), cert. denied, 4 1 5 u.s'. 989 (1974). 

37People v. Einhorn! 35 N.Y.2d 948, 324 N.E.2d 551, 365 
N.Y.S.2d 171 (1974). 
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applicable to the states,38 a slightly different procedure 

follows a recalcitrant witness's claim of unlawful 

interception. Upon the request of the witness 39 (which must 

be respected), he is to be brought before the presiding judge 

who may make appropriate inquiry either in camera or in open 

court as to the soundness of the objec~ion. Here, the inquiry 

by the presiding judge is not in the nature of a suppression 

hearing. Since lengthy suppression hearings are too disruptive 

of grand jury proceedings, they are not available to grand 

jury witnesses. 40 If the presiding judge finds that there 

38R: Rept. No. 1549, 9lst Cong., 2d Sess. 3 (1970): 

As amended by the committee, the application of 
Title VII is limited to Federal judiciary and 
administrative proceedings. 

3~eople v. Breindel, 73 Misc.2d 734, 739, 342 N.Y.S.2d 428, 
434 (New York County 1973), aff'd, 35 N.Y.2d 928,365 N.Y.S.2d 163 (1974). 

I hold, therefore, that the People are under no 
obligation to disclose to a Grand Jury witness that 
the questions about to be propounded are the product 
of electronic surveillance. 'A balance must be struck 
between the due functioning of the Grand Jury system 
and a defendant's rights under the eavesdropping 
statutes.' (People v. Mulligan, 40 App. Div.2d 165, 
166, supra). The integrity of -the grand jury's fact 
finding process is what is at stake here. Providing 
an uncooperative or hostile witness with the type of 
information requested in this case permits him to 
tailor his testimony to matters already known to the 
Grand Jury, thereby defeating the purpose of calling 
him. Such dis~losure also jeopardizes the secrecy of 
the investigation and hence its chances of success 
with respect to the targets thereof. 

40People v. Mulligan, 40 App. Div.2d 165 (1st Dept. 1972) i 
In re oTj3J?3::erl, 76 ,!l.lisc.2d 303, 350 N.Y.S.2d 498 (Rockland 
County Court 1973). 
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was no wiretap or that there are no facial defects in the 

court order authorizing the wiretap, he may then compel the 

witness to 'testify or be subject to a contempt citi3.tion. 

A prosecution for contempt in New York is generally 

criminal in nature. 41 Because it is, the witness being 

41N.Y. Penal Law §21[,.:,J (McKinney 1975) provides: 

A person is guilty of criminal contempt in the first 
degree when he contumaciously and unlawfully refuses 
to be sworn as a witness before a grand jury, or, 
having been sworn as a witness, he refuses to answer 
any legal and proper interrogatory. Criminal 
contempt in the first degree is a class E felony. 

The legislative history of this statute provides clearly: 

The intent of the new enactment, as expressed 
in the Governor's Memorandum of Approval, was to 
'increase the penalty for refusal to. . testify 
before a grand jury--after having been granted 
irnrnunity--from a possible jail sentence of one year 
to a maximum prison sentence of four years . . 
Recently,district attorneys investigating organized 
criminal activity have been confronted by witnesses 
who refuse to testify before grand juries even after 
they have been granted immunity. The increase in 
perialty . . . should encourage otherwise uncooperative 
witnesses to assist grand juries in their investigations. ' 

Hechtman, Cornrnent~ Penal Law (McKinney 1971). 

N.Y. Penal Law §5l5.5G, providing for misdemeanor 
contempt, is still occasionally used. Criminal contempt 
prosecution is preferred over civil contempt prosecution 
because the contumacious witness can only be imprisoned for 
the term of the grand jury when found to be civilly contempt, 
but he can be imprisoned for up to four years when he is 
found to be criminally contempt. The civilly contempt witness 
may also purge himself of the contempt by testifying. The 
criminally contempt witness cannot. The crime for which he 
is charged was completed in the grand jury. The prosecuting 
attorney may, however, dismiss any charges brought against a 
contumacious or recalcitrant grand jury witness if~that witness 
subsequehtly cooperates. This, of course, is solely a matter 
of the prosecutor's discretion. Thus, there is a strong 
double incentive to testify. 
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prosecuted is entitled to all applicable procedural safeguards, 

most importantly, a plenary suppression hearing. 42 To 

guard against vague and unsupported allegations, the Court of 

Appeals has establishe:3. a set of criteria to be met by a defendant 

making such a claim. In People v. cruz,43 the court said: 

The defendant has the burden" of coming forward 
with facts which reasonably lead him to believe that 
he or his counsel have been subjected to undisclosed 
electronic surveillance. The defendant's allegations 
should be reasonably precise and should specify, 
insofar as practicable 

[1] 
[2] 

[3 ] 

t,he dates of suspected surveillance, 
the identity of the persons and their 
telephone numbers, and 
the facts relied upon which allegedly link the 
suspected surveillance to the trial proceedings. 44 

Following such a showing, the people then have the burden of 

affirmi.ng or denying the allegations with a reasonably specific 

and comprehensive affidavit. The affidavit should specify 

1. the appropriate local, State, and, if applicable, 
Federal law enforcement agencies contacted to 
determine whether electronic surveillance had 
occurred; 

2. the persons contacted; 

3. the substance of the Inquiries and replies; and 

4. the dates of the claimed surveillance to which the 
inquiries were addressed .44a 

These guidelines are to apply only in the context of a 

criminal trial, not in the context of a grand jury 

42 . 18 U.S.C. §25l9(lO) and N.Y. Crim. Pro. Law art. 710 
(McKinney, 1971). 

43 3 " 4 N.Y.2d 362, 314 N.E.2d 39, 357 N.Y.S.2d 709 (1974). 

44 Id . at 369, 314 N.E.2d at 43, 357 N.Y.S.2d at 714. 
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proceeding. 45 The right of a witness to raise this objection 

is not without limitation. There can be only one appearance 

before a justice to determine the existence or validity of a 

wiretap. 46 The right to object is not absolute and multiple 

challenges serve only to disrupt and delay the proceedings. 

The right is waivable. 47 A witness may not testify in hope 

that such testimony is later suppressable. The proper 

procedure is to raise the objection and request to be taken 

before the presiding justice. If the challenge fails, the 

wi tness must still remain silen-t when questioned before the 

grand jury to preserve his objection. 

6. Wiretap p~ivilege in New Jersey 

,[D .18 The New Jersey wiretap statute is modeled on Title 

III; its legislative history is explicit: 

This bill is designed to meet the X/ederal
requirements and to conform to the Federal Act 
(Title III) in terminology, style and format, which 

45 The standards set out in Cruz and in Einhorn are often 
confused and used interchangeablY:--°-See In re Myers", 173 
N.Y.L.J.-"17 (1975). -

46peop1e v. Langella, 82 Misc.2d 410, 370 N.Y.S.2d 381 
(New York County 1975). 

47people v. McGrath, 86 Misc. 20. 249, 380 N.Y.S.2d 976 (New York County 
1976). In McGrath, the presiding justice, upon inspection I 
found no facial defects with the authorizin~ ordei and ordered 
the defendant to testify. The defendant did so "under 
protest." His answers were evasive and a prosecution for 
contempt followed. The court then found that the wiretap 
orders were, indeed, invalid because they were issued without 
probable cause; however, the court al~o found that the 
defendant had waived this objection by testifying. 
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will have obvious advantages in its future application 
and constructio~.48 

The New Jersey courts have not faced a question of a privilege 

before a grand jury based on an unlawful electronic 

surveillance. A reasonable inference may be drawn, however, 

that federal decisions would be consid~red persuasive 

authority. This is even clearer after the recent appellate 

., . S t Ch' tk . 4 9 declslon ln ta e v. al In. In response to a 

motion to suppress at trial, the court fashioned a procedural 

remedy to protect Fourth Amendment rights. The court said: 

In making a motion to suppress, a defendant must 

(1) make a claim that he is aggrieved by an unlawful 
search and seizure; and 

(2) show reasonable grounds to believe that the 
evidence will be used against him in some penal. 
proceeding. 

In determining the reasonableness of the defendant's 
belief 

(1) Defendant's allegation should be reasonably precise; 
(2) The allegation should set forth, insofar as 

practicable: 

(a) the dates of suspected surveillance, 
(b) the identity of the persons and their telephone 

numbers, and 
(c) the facts relied upon which allegedly link the 

suspected surveillance to the trial 
proceedings. 50 

No standards were established defining the specificity 

required by the people's response, but in light of the heavy 

48N. J . Stat. Ann. 2A:156A-l et seq. (West 1971); Rep. on 
S. No. 897, Electronic Surveilla.nce, S. CommJt.tee on Law, 
Public Safety and Defense, Oct. 29, 1968, p. 21. 

49 135 N.J. Super. 179, 342 A.2d 897 (App. Div. 1975). 

SaId. at 187-88, 342 A.2d at 902. 
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reliance upon 7\1 ter in formul~ting the s'tandards in Chaitkin, a - ,,-----

trial context, it is extremely likely that the New Jersey 

co:.~rt would adopt Alter type standards in the grand jury 

context. 

7. Wiretap privilege in Massachusetts 

The question of whether a gr~nd jury witness has the 

privilege to refuse to answer questions based upon an unlawful 

electronic surveillance has not been decided by any court in 

Massachusetts but there is no reason why they, too, will not 

draw heavily from the decisions in federal courts. 51 

2) SUPPRESSION FOR NON-COMPLIANCE' WITH THE STATUTE 

INTRODUCTION 

'[D.20 The purpose of these materials is to provide a brief 

outline of some of the cases in which federal and state law 

enforcement authorities failed in some fashion to comply wi~h 

statutory requirements for electronic surveillance, and where 

the evidence resulting from the surveillance was suppressed. 

The case summaries are organized according to the requirements 

51In Commonwealth v. Vitello, Mass. ,327 N.E.2d 
819 (1975), the Massachusetts wiretap statute;-}1ass. Gen. 
Laws Ann. ch. 272, §99 (1975), was found to conform with the 
requirements of the comprehensive federal legislation. In so 
doing, the court set a standard for suppression questions. 
Suppression is required only where there has been a failure 
to satisfy any of those statutory requirements that directly 
and substantially implement the congressional intention to 
limit the use of intercept procedures to those situations 
clearly calling for the employment of the extraordinary device. 
See 327 N.E.2d at 845. This approach follows the federal 
rule. See United States v. Giordano, 416 U:S, 505 ,(1974). 
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of Title III of the Omnibus Crime Control and Safe Streets 

Act, though not all of the statute's requirements have led to 

mistakes'~nd the suppr~ssion of evidence. The hope is that 

this catalogue of mistakes will facilitate avoidance of 

further problems. 

A. Who May Obtain Surveillance Warrants 

1. What officer must apply for the warrant 

~D.21 United States v. Giordano, 416 U.S. ~05 (1974). 

The defendant moved to suppress evidence obtained under 

a wiretap order on the grounds that the application was, in 

fact, approved by 'the Attorney General's Executive Assistant, 

although the application for the order named an "Assistant 

Attorney General specially cesignated' by the Attorney General ll 

as the applicant. The Executive Assistant placed the 

Assistant Attorney General's signature on the application; 

neither the Attorney General nor any Assistant Attorney 

General personally reviewed the application. The Supreme 

Court affirmed the district court's suppression of the 

evidence. 

But see United States v. Chavez, 416 u.S. 562 (1974), 

the companion case to Giordano. The application for a wiretap 

order recited approval by a specially designated Assistant 

Attorney General but, in fact, was approved by the Attorney 

General himself. The Court held that approval by the proper 

official was the statutory requirement and that this 

requirement was met. The erroneous recital of authorization 
, 

on the application was a clerical matter and did not affect 

the propriety of the order. Every violation of Title III, in 

short, does not automatically require~Buppression of evidence. 
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Under Giordano and Chavez suppression is proper 
only if there is a failure to satisfy statutory 
requirements that directly and substantially 
implement the congressional intention to limit 
the use of intercept procedures to those situations 
clearly calling for the employment of this 
extraordinary device. 

Giordano, 416 U.s. at 527. 

2~ Application by an acting federal officer 

United states v. Swanson, 399 F. Supp. 441 (D. Nev. 

1975) . 

An Acting Assistant Attorney General approved an 

application for a warrant before he was confirmed by the 

Senate. The court held that he did not have the authority to 

rnake an application and suppressed the evidence. But see 

United States v. Guze~, 527 F.2d 552, 559-60 (8th Cir. 1975) 

(upholding a wiretap application made by a specially 

designated assistant more than thirty days after the Actin~ 

Attorney General took office; the court found that the Acting 

Attorney General held office pursuant to 28 U.S.C. §508(b) 

(1970), and was thus not supject to the thirty-day limitation 

of 5 U.S.C. §3348 (1970)) 

3. Restrictions on state officers 

a. What officer must apply for the warrant 

'ID. 24 Application of Olander, 213 Kan. 282, 515 P.2d 1211 

(19731.. 

The state statute authorized "the attorney general, an 

assistant attorney general or a county attorney" to apply for 

a surveillance order. The court suppressed evidence obtained 

under an order applied for by an assistant county attorn~y. 

Similarly, State v. Frink, 296 Minn. 57, 206 N. W. 2d 664 1:1973); 
, 

contra, People v. Naha~1 9 Ill. App.3d 570,575-76,292 N.E.2d 
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466, 468-70 (Ill. App. Ct. 1973); State v. Angel, 261 So.2d 

198 (Fla. Dist. Ct. of App.); aff'd, 270 So.2d 715 (Fla. 1972). 

b. Delegation in case of vacancy 

State v. Cocuzza, 123 N.J. Super. 14, 21, 301 A.2d 

204, 208 (Essex County Crim. Ct. 1973). 

Delegation of authority to make applications was not 

pxoper even though authorized by the chief prosecutor, where 

the chief prosecutor was not actually absent or disabled. 

B. Contents of the application for surveillance 

1rD.26 

1. Enumerated crimes 

a. Federal crimes 

b. State crimes 

c. Limitation to crimes punishable by imprisonment 
for more than one year 

People v. Amsden, 82 Misc.2d 91, 368 N.Y.S.2d 433 

(Sup. Ct. Erie County 1975). 

The defendant moved to suppress evidence obtained 

pursuant to warrants issued only for the crime of promoting 

gambling in the second degree, a misdemeanor, not punishable 

by imprisonment for more than one year. The court held that 

the "imprisonment for more than one year" clause modifies all 

of 18 U.S.C. §2516(2) (1970) and suppressed the evidence. 

1m. 27 Contr~, United States v. Carubia, 377 F. Supp. 1099, 

1104-05 (E.D. N.Y. 1974); People v. Nicoletti, 84 Misc.2d 385, 

390-93,375 N.Y.S.2d 720, 726-28 (Niagara County Ct. 1975); 

S. Rep. No. 1097, 90th Cong., 2d S8SS. 99 (1968). 
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2. Particularity as to conversations sought 

3. Particularity as to place 

Calhoun v. State, 20 Crim. L. Rptr. 2418, (Md. 

Ct. Spec. App. Jan. 3, 1977). 

The court suppressed evidence from a wiretap where 

the application for the order merely incorporated prior 

affidavits concerning other locations .. Probable cause 

must be established for each particular place. 

4. Particularity as to persons 

a. Failure to identify known parties 

United States v. Donovan, 97 S. Ct. 658 (1977). 

The government must identify all individuals where 

there is probable cause to believe that they are engaged 

in the activity under investigation and that their conver-

sations will be intercepted. But inadvertent failure to 

name such an individual is not grounds for automatic 

suppression. The court, applying the Giordano test, held 

that failure to identify a known party in the application 

did not make the wiretap illegal under 18 U.S.C. §25l8(10) 

(a). The decision is limited to the facts of the case and 

the court left open the question of knowing omission of 

identification or failure to provide the mandatory inventory 

notice. 

11D. 29 Similarly, United States V. Civella, 533 F.2d 

1395 (8th Cir. 1976), cert. denied, 45 U.S.L.W. 3586 

(197~); United States V. Doolittle, 507 F.2d 1368 (5th Cir.), 

aff'd en bane, 518 F.2d 500 (1975), cert. dismissed, 423 U.S. 

1008 (1975}i United States v. Kilgore, 518 F.2d 496 (5th 

Cir.), reh. en banc denied, 524 F.2d 957 (5th''''C'ir~, 1975,)~ 
", 

cert. denied 425 U.S. 950 (1976); United States v. Chiarizio, -------, 
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388 F. Supp. 858 (D. Conn.) aff'd, 525 F.2d 289 (2d Cir. 1975); 

People v. Palozzi, 44 App. Div.2d 224, 227, 353 N.Y.S.2d 987, 

989 (4th Dept. 1974). Contra, united States v. Bernstein, 

590 F.2d 996 (45h Cir. 1975), cert. denied, 45 U.S.L.W. 3416 

(1976); united States v. Moore, 513 F.2d 485, 495-98 (D.C. 

Cir.1975). 

~D.30 All decisions on this issue made prior to the 

Supreme Court's decision in Donovan shquld be read in 

light of that Becision which seems to require intentional 

omission or substantial prejudice for suppression. 

5. 

'ID.31 

1974) . 

Inadequacy of investiqative alternatives 

United States v. Curreri, 388 F. Supp. 607 (D. Md. 

The court suppressed evidence obtained as a result 

of electronic surveillance because the application for the 

warrant did not state reasons why other investigative 

techniques failed, would fail, or would be too dangerous. 

See als,o Calhoun v. State, 20 Crim. L. Rptr. 2418 (Md. Ct. 

Spec. App. Jan. 3, 1977). 

~D.32 United States v. Kalustian, 529 F.2d 585 (9th 

Cir. 1976). 

The application for an order authorizing a wiretap in 

a gambling case included statements by the investigating 

officers that other methods of investigation would not work, 

based on their "knowledge and experience." The court 

suppressed the evidence from the wiretaps, holding that the 

application must include a "full and complete statement of 

underlying circumstances." But see United States v. Matya, 

20 Crim. L.Rptr. 2074 (8th Cir. Sept. 9, 1976) (The 

government do,es not have to exhaust or explain away all other 

possible investigating techniques in an application for an order.). 
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~ID. 33 ~ontra, United States v. ~teinberg, 525 F.2d 1126 

(2d Cir. 1975), cert. denied, 425 U.S. 971 (1976). .' 

6. Period of time surveillance to be authorized 

7. Prior applications 

.D.34 United States v. Bellosi, 501 F.2d 833 (D.C. Cir. 

1974). 

The defendant, charged with gambling violations, moved 

to suppress evidence obtained pursuant to a surveillance 

Warrant. The court granted the motion on the grounds that 

the application for the warrant failed to indicate that the 

defendant was previously the subject of a wiretap in an 

unrelated narcotics investigation. But see United Statds v. 

Kilgore, supra ~D.30,at 500. 

C. Contents Gf t.he Surveillance Order 

1. Determination of-.prQbable cause .. (' 

a. Taint of evidence from prior illegal wiretaps 

tD.35 United States v. Houltin, 525 F.2d 943 (5th 

Cir. 1976). 

The court ordered suppression of evidence and re-

versal of the convictions of the defendants because of 

prior evidence received from illegal state wiretaps. 

The court found that the evidence used in the federal 

prosecution was tained by the illegal state evidence. 

But see United States v. Caruso, 415 F. SUppa 847 (8 .. 

D.N.Y.1976). 

'ID.36 State V. Farha, 218 Kan. 394, 544 P.2d 341 (1975), cert. 

denied, 44 U.S.L.h'. 3738 (1976). 

The Supreme Court of Kansas ordered suppression of wiretap 
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evidence made under a valid statute becuase of taint fran wiretaps 

made under the previous I<ansas statute, which did not canply with 

Ti tie III requirements. 

~D.37 Contra, Unite~ States v. McHale, 495 F.2d 15, 17 

(7th Cir. 1974) ,( wiretap was upheld because there were 

sufficient untainted sources in the application). 

~ID. 38 See also United States v. Cotroni, 527 F.2d 708 

(2d Cir. 1975), cert. denied, 426 U.S. 906 (1976) {evidence 

obtained by Canadian authorities in compliance with Canadian 

law, though not in a manner which would have complied with 

United States constitutional or statutory requirements, was 

admissible in federal court; Title III was irrelevant where 

interception was not in this country). 

11D. 39 

2. Directives limiting the scope of the sur.veillance 

a. Iden~ification of speakers 

b. Duration and termination directives 

(i). Failure to include a directive requiring 
termination upon attainment of the 
objective of the order 

People v. Pieri, 69 Misc.2d 1085, 332 N.Y.S.2d 786 

(Erie County Ct. 1972), aff'd, 41 App. Div.2d 1031, 346 N.Y.S. 

2d 213 (4th Dept. 1973). 

A warrant permit~ed surveillance to continue for thirty 

days regardless of whether or not incriminating evidence was 

obtained. The warrant was held to be invalid on constitutional 

and statutory grounds and the evidence was suppressed. 

1,D. 40 Similarly, Johnson v. State, 226 Ga. 805, 177 S.E.2d 

699 (1970); State v. Siege~, 266 Md. 256, 272-74, 292 A.2d 86, 

95-96 (1972). But see united States v. Poeta, 455 F.2d 117 

(2d Cir.), cert. denied, 406 u.S. 948 (1972): United States v. 
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Baynes, 400 F. Supp. 285, 300-10 (E.D. Pa.), ~ff'd.mem., 517 

F.2d 1399 (3d Cir. 1975); Peopl~ v. Fiorillo, 63 Misc.2d 480, 

311 N.Y.S.2d 574 (Montgomery County Ct. 1970); People v. 

Palozzi, 44 App. Div.2d 224, 227, 353 N.Y.S.2d 987, 990 (4th 

Dept. 1974); State v. Braeunig, 122 N.J. Super. 319, 325, 

300 A.2d 346, 349 CAppo Div. 1973); State v. Christie 112 

N.J. Super. 48, 270 A.2d 306 (Essex County Crim. ct. 1970). 

(ii) Failure to date the order 

'ID.41 United States v. Lamonge, 458 F.2d 197 (6th cir.), 

cert. denied, 409 U.S. 863 (1972). 

Wiretap evidence was suppressed because of the absence 

of a date of issuance on the amending order, making the 

duration of the wiretap unlimited. 

c. Minimization directives 

3. Signature of the court 

,[D.42 United States v. Ceraso, 355 F. SUppa 126 (M.D. 

Pa. 1973). 

The court ordered suppression of evidence where the judge 

failed to sign the warrant. 

D. Execution of the S.urveil1ance Orders 

1. Who may execute surveillance orders 

,[D.43 People V. Lossinno, 38 N.Y.2d 316,379 N.Y.S.2d 777 

(1975), rev~, 47 App. Div.2d 534, 363 N.Y.S.2d 834 (2d Dept. 

1975). A motion to suppress failed where the order permitted 

the district attorney to designate any "person" to execute the 

warrant; thf:: court construed "person" to mean "law enforcement 

officer," and further identification was not necessary. 

2. Avoidance of excessive surveillance 
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a. Failure to minimize intercepted conversations 

"D.44 See generally Comment, "Post-Authorization Problems 

in the Use of Wiretaps: Minimization, Amendment, Sealing, and 

Inventories," 61 Cornell L. Rev. 92, 94-126 (1975). 

"D.4S 

1972) • 

(i) Failure tO,make any attempt to minimize 

United States v. George, 46S"F.2d 772 (6th Cir. 

Evidence from all conversations was suppressed where 

government agents failed to comply with the limitations 

contained in the order authorizing the interception. 

"D. 4 6 

(ii) F~ilure to minimize despite a good faith 
effort 

United States v. LaGorga, 336 F. Supp. 190, 195-97 

(W.D. Pa. 1971). 

Where agents attempted to minimize the interceptions, but 

did record conversations which werE': unrelated to the objectives 

of the warrant, the court ordered suppression of only those 

conversations which were irrelevant, refusing to issue a 

blanket suppression order. 

But see United States v. Armocida, 515 F.2d 29, 

42-46 (3d Cir. 1975), cert. denied, 423 U.S. 858 (1976), where 

the court, while denying a motion to suppress, formulated a 
, 

three-factor test for reviewing minimyzation efforts: 

(1) the nature and scope of the criminal enterprise 
under investigation; 

(2) the governmentgs reasonable expectation as to the 
character of and the parties to the conversations; 

(3) the degree of judicial supervision by the 
authorizating judge. 
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See also United States v. Chavez, 533 F.2d 491 (9th Cir. 1976), 

cert. denied, 426 U.S. 911 (1976). 

b. Interception of privileged COTIlll1Unications 

3. Amending the surveillance order 

'fD. 48 See generally Comment, 11 Post-Authorization Problems 

in the Use of Wiretaps," ~upra 'fD.44, at 126-39. 

'fD. 49 

1975). 

a. Failure to amend retrospectively for crimes not 
specifically designated but related to designated 
offenses and therefore legally intercepted 

(i) Federal crimes and federal orders 

United States v. Brodson, 528 F.2d 214 (7th Cir. 

The court affirmed the dismissal of an indictment where 

the gambling evidence supporting the ind~ctment was obtained 

by a wiretap authorized for violations of a separate gambling 

statute. The government delayed until eight months after the 

indictment, until just prior to the trial, before applying 

under 18 U.S.C. §2517(5) (1970) for authorization to use the 

contents of the communications intercepted concerning criminal 

activities not specified in the original order. The court 

found that the government's application was not made "as soon 

as practicable." 

See also United States v. Campagnuolo, ____ F. Supp. 

(S.D. Fla. Dec. 31, 1975). But see United States v. 

Moore, 513 F.2d 485, 500-03 (D.C. Cir. 1975). 

(ii) Federal crimes and state orders 

United States v. ~arion, 535 F.2d 697 (2d Cir. 1976), 

rehearing application pending. 
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,~., ...... ----------------------------------------------------

Conversations intercepted and used as evidence in federal 

grand jury and criminal proceedings, where the interception 

was by state court order specifying analogous but s~parate 

and distinct state offenses, were suppressed and the federal 

convictions reversed because the federal government failed to 

obtain judicial approval for the use of the conversations. 

under 18 U.S.C. §2517(5) (1970). Title III provisions control 

their state counterparts unless the state provisions are more 

restrictive. The opinion notes that where an order is extended 

or renewed by subsequent court order, the review by the 

issuing judge is sufficient to satisfy section 2517(5), 

provided there is some indication that additional offenses, 

federal or state, might be involved. 

,rD.52 But see United states v. Rizzo, 492 F.2d 443, 447 

(2d Cir.), cert. denied, 417 U.s. 944 (1974); United States v. 

Tortorello, 480 F.2d 764, 781-83 (2d Cir.), cert. denied, 

414 U.s. 866 (1973). See also United States v. Vento, 533 

F.2d 838 (3d Cir. 1976) (no authorization needed to use 

wiretap evidence to secure another wiretap). 

,rD.53 

b. Failure to amend in a prompt fashi,on for. 
unrelated crimes 

United States v. Brodson, supra ~D.50; United states 

v. Marion, supra ~D.51; United States v. Campagnuolo, supra 

,rD. 50. 

,rD.54 See People v. DiStefano, 38 N.Y.2d 640, 345 N.E.2d 

548, 382 N.Y.S.2d 5 (1976); but see People v. Ruffino, 62 Misc. 

2d 653, 309 N.Y.S. 2d 805 (Sup. Ct. Queens County 1970). See 
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~lso united St~t~~ v. ~~~1 449 F.2d 679 (10th Cir. 1971), 

cert. denied, 406 U.S. 934 (1972). 

c. failure. to amend prosp.?-ctively 

(i) Persons 

United States v. ~U.pra, 501 F.2d 267 (2d Cir. 1974), 

cert. denied, 420 U.S. 990 (1975). 

The wiretap warrant authorized interception of conversa-

tions of one party "with" conspirators, the police continued 

to intercept conversations of the defendant after his identity 

became known to them, delaying seventeen days before amending 

the warrant. The court suppressed all conversations of the 

defendant intercepted during that period, calling the 

interception a warrantless surveillance in violation of Title 

III. 

91D.56 Even though the Supreme Court has not directly 

considered this issue, the holding of Capra is of questionable 

validity in light of United States v. Donovan, supra, 

912 U • 

'ID. 57 But see United ~tates v. Kahn, 415 U,S. 143 (1974), 

where the warrant authorizcdiJitC.~rcepti~n of communications 

of the husband and '''others as yet unknown." The Court denied 

a motion to suppress conversations between the wife and a 

third party, finding that since the government did not have 

probable cause to suspect the wife of complicity in the 

specified crimes at the time the application was made, she 

fell into the category of persons "as yet unknown." 
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1fD.58 See also People v. DiStefano, supra'ID.54, at 648-

50, 345 N.E.2d at 553, 382 N.Y.S.2d at 10, where the police 

intercepted one conversation of the defendant, but failed to 

amend the subsequent application for an extension to include 

the defendant or the crimes for which he was eventually 

indicted. The court refused to suppress the conversations, 

holding that after the first conversation the police lacked 

probable cause to amend the warrant to name the defendant, or 

to include the crimes for which he was charged, or even to 

assert that he would use the tapped telephone again. 

(ii) Crimes 

'ID.59 People v. DiLorenzo, 69 Misc.2d 645, 330 N.Y.S.2d 

720 (Rockland County ct. 1971). 

The court ordered suppression of conversations relating 

to a crime not specified in the surveillance warrant because 

the state officers failed immediately to amend the warrant to 

include the crime. The court did allow conversations of the 

defendant, who was not identified in the original warrant, 

which related to the specified crimes to be admitted in 

evidence. Subsequent authorization for use of these 

conversations was obtained, though at the same time as the 

authorization for the conversations relating to the new crime 

which were suppressed. 

Contra, united Staces v. Denisio, 360 F. SUpPa 715, 

720 (D. Md. 1973). 

4. Extension of the surveillance period 

5. Termination of the surveillance 
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E. Post-Surveillance Requirements 

1. Delivery, sc_aJ....:~_g-'.a!'d storage of applications, 
orders, and rccord~.ngs 

'ID.61 See generally Conunent, "Post-Authorization 

Problems in the Use of Wiretaps, 11 supra ~ID. 44, at 139-41. 

'ID.62 

1976) . 

United States v. Abraham, 541 F.2d 624 (6th Cir. 

The court vacated an order suppressing contents of 

tapes, holding that statutory provisions were satisfied where 

tapes were sealed in file cabinet drawers, but not in the 

judge's presence, pursuant to the order for sealing. The 

court also set forth minimum requirements for sealing and 

custody regarding: 

1. Sealing in identified cartonsj 

2. inventory; 

3. storage room; 

4. locking in metal cabinets; and 

5. removal for trial. 

~D.63 People v. Sher, 38 N.Y.2d 600, 345 N.E.2d 314, 

381 N.Y=S.2d 843 (1976). 

The Court of Appeals ordered suppression of recordings 

and all evidence derived from interceptions where the pro~ 

secution unsealed them shortly before trial without judicial 

approval or supervision. See also People v. Nicoletti, 34 

N.Y.2d 249, 313 N.E.2d 336, 356 N.Y.S.2d 855 (1974) i 

suppression of recordings was ordered where the police 

failed to present them to the issuing judge for sealing upon 

expiration of the warrant. The defendant needed only to show 

that the recordings were unsealed, and did not need to show 

evidence of actual tampering. 
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Contra, united States v. Cantor, 470 F.2d 890, 892-93 

(3d Cir. 1972). 

2. Delivery of notice of the surveillance 

'ID.64 See generally Comment, "Post'-Authorization Problems 

in the Use of Wiretaps,~ supra ~D.44, at 141-54. 

~D.65 United States v. Chun, 503 F.2d 533 (1974). 

Post-tap identification of every party intercepted is 

not required. But, in order for the judge to give discre

tionary notice, the government is required to give a des

cription of the general classes of intercepted parties. 

This holding was cited with approval by the Supreme Court in 

united states v. Donovan, 97 S.Ct. 658 (1977). 

~D.65A United States vo" Donovan, 97 S.Ct. 658 (1977). 

Failure to inform so as to enable the judge to give 

discretionary inventory notice is not grounds for automatic 

suppression. The court seems to require prejudice, or 

intentional omission, or knowingly preventing service of 

notice for suppression. 

,D.66 Similarly, United States v. Civella, 533 F.2d 1395 

(8th eire 1976): cert. d~nied, 45 U.S.L.W. 3586 (1976). 

(The court suppressed wiretap evidence related to two 

defendants who never received inventory notice, while 

permitting such evidence to be admitted against defendants 

who received inventory notice five and thirteen days 

respectively after the expiration of the ninety day period 
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allowed by section 2518 (8) (d); United States v. Principie, 

531 F.2d 1132 (2d Cir. 1976) (requiring a showing of 

prejudice by defendant for suppression for failure to give 

notice); United States v. DiGirlomo, 20 Srim. L. Rptr. 2516 

(8th Cir. March 1, 1972) (Court reman~ for determination on 

question of prejudice under Donovan). Contra, (Note: All 

decisions made before Donovan should be viewed in light of 

that decision.), united States v. Eastman, 326 F.Supp. 1038 

(M.D. Pa. 1971), ~.ff'~, 465 F.2d 1057 (3rd Cir. 1972); 

State v. Berjah, 266 So.2d 696 (Fla. Dist. Ct. of App. 

1972) . 

"D.67 But see United Stat~~ v. LaGorga, 336 F. Supp. 190, 

194 (W.D. Pa. 1971); ?eople v. H~~ston, 34 N.Y.2d 116, 312 

N.E.2d 462, 356 N.Y.S.2d 272 (1974), cert. denied, 421 U.s. 

947 (1975) i S~ate v. Ro~an, 116 N.H. 41, 352 A.2d 737 (1976). 
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3) DEFENDING ILLEGALITY: SUPPRESSION HEARING 

SUMMARY 

~D.68 A court's power to suppress evidence derives from 

the Constitution, inherent supervisory powers, or statutes. 

The procedure governing this power in federal courts is set 

out in Fed. R. Crim. P. 41. Wiretap cases are controlled by 

18 U.S.C, §2518 (1970). New York'~ procedure is set out by 

statute, while rules of court govern in Massachusetts and 

New Jersey. 

~D.69 Generally, motions to suppress evidence are made 

before trial, unless the defendant shows a compelling reason 

for failing to make a pretrial motion. 
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~D.70 Hearings proceed after an initial showing of fact 

is made by the moving party. The defendant must first 

establish that alleged illegal acts violated his personal 

rights. Next, he must show illegality and that the product of 

the illegality will be used against him. 

After establishing standing, the moving party 

carries the burden of proving illegality when the police 

collected the evidence under a warrant. vlliere evidence is 

seized without a warrant, the government must pro~e that it 

is lawful under recognized exceptions. Similarly, when a 

confession is challenged, the government must prove that it 

was made voluntarily. 

1/D.72 If "tainted" evidence provides substantial leads to 

other evide-~e, the other evidence must be suppressed. The 

defendant IT' ?rove that the derivative evidence was obtained 

by the exploi tation o,f the primary illegal action. When the 

government alleges that the alleged derivative evidence came 

from an independent source or that the connection is 

attenuated it must so persuade the court. Although illegal 

evidence is inadmissible on the quest{~n of guilt, prosecutors 

may introduce it to impeach witnesses, to refresh their 

memories, or to facilitate decisions in sentencing and parole 

hearings. 
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"D. 7 3 Each jurisdiction provides for appeal of the 

suppression decision. Federal and New York courts permit the 

government to make an interlocutory appeal while the defendant 

must wait until after trial. In Massachusetts and New Jersey, 

either party may take an interlocutory appeal; only the 

defendant may appeal after verdict. 

A. Sources of the Power to Suppress 

1. Constitutional 

,D.74 The exclusionary rule prohibits the use of 

unconstitutionally obtained evidence in criminal prosecutions. 

Because the Fifth Amendment specifically forbids compelled 

self-incrimination, the exclusionary rule was first applied 

to challenge compelled testimony.52 Federal courts later 

expand~d the rule to exclude evidence obtained in violation 

of the Fourth Amendment's search and seizure clause. 53 

OVer the years several justifications for this 

expansion evolved. Th~ most debatable of these is that the 

rule deters unlawful police conduct.'54 The courts also uphold 
\ I 

S2Boyd v. United States, 116 U.s. 616, 634-35, 638 
'(1896). The continuing validity of the substantive holding 
of Boyd is questionable after Fisher v. United States, 
42Stf.:S. 391 (1976) and United States v. Hiller, 425 u.S. 
435 (1976). 

53Weeks v. United States, 232 U.S. 383, 393 (1914). 

54F t. . 
. or argumen s ~n support of deterrence, see Elkins v. 

Un~ted States, 364 U.S. 206, 217 (1959); and 'Lii1kletter v. 
Wal~e~f 381 U:S. 618, 6~6 (~964). The opposing view is set out 
by ~h~ef Just~ce Burger s d~ssent in Bivens v. Six Unknown 
Agents, 403 U.S. 388, 411-24 (1971). 
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the rule as an essential guarantee of constitutional rights. 55 

Finally, it is justified as the imperative of judicial 

. t . 56 In egrlty. 

~ID. 76 In 1961, despite continual debate over the utility 

of the rule, the Supreme Court applied it to state criminal 

proceedings through the Fourteenth Amendment. 57 Currently, 

evidence obtained in violation of other constitutional 

provisions is also rendered inadmissible by the exclusionary 

rule. 58 

2. ,?upervisory 

~D.77 Federal courts also exclude evidence on the basis 

of their supervisory authority, regardless of constitutional 

55United States v. Calandra, 414 U.S. 338, 347 (1974); 
Mapp v. Ohio, 367 U.S. 643, 648 (1961) (quoting Weeks). 

56Justice Brandeis expressed this view in his dissent in 
Olmstead v. United States, 277 U.S. 438, 485 (1928): 

In a government of laws, existence of the government 
will be imperilled if it fails to observe the law 
scrupulously. Our Government is the potent the 
omnipresent teacher. For good or ill, it teaches 
the whole people by its example. Crime is contagious. 
If the Government becomes a lawbreaker, it breeds 
contempt for law; it invites every man to become a 
law unto himself; it invites anarchy. 

57Mapp v. Ohio, 367 U.s. 643, 655 (1961). 

58These violations include: 

1. evidence received as a direct result of an 
unconstitutional entry and arrest, Wong Sun 
v. United states, 371 U.S. 471, 487 (1963) i and 

2. evidence obtained in the absence of defendant's 
counsel in violation of the Sixth Amendment, 
Massiah v. United States, 377 U.S. 201, 205-06 
Tl%4)-[ confessionT;--unIted States v. Wade I 388 
U.S. 218, 224, 227 (1967) [line--up identification]. 
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violations. 59 Although the McNabb confession rule was 

ostensibly superseded by section 3501 of the Omnibus Crime 

Control Act of 1968, exclasion of evidence based on judicial 

supervisory powers remains possible. Few courts, however, 

continued to suppress evidence on the basis of their 

supervisory powers. 

3. 

1,D. 78 

Statutory 

Suppression of evidence may be required by statute. 

Before current wiretap legislation was passed, the Court 

implemented statutory suppression in Nardone v. United States. 60 

Evidence obtained in violation of section 605 of the Federal 

Co~uunications Act of 1934 was excluded. Police failure to 

comply with recent electronic surveillance laws may currently 

be grounds for suppression. 61 

In 1974, the Supreme Court handed down two decisions 

discussing violations of the federal electronic surveillance 

statute that require suppression. 62 Approval of tap 

59McNabb v. United States, 318 U.S. 332, 340-41 (1943) 
[confesSIOn-of defendant ruled inadmissible because it was 
obtained during an illegal detention before arraignment] . 

603G8 U.S. 338 (1939). 

61 . See, e.g., 18 U.S.C.A. §§2510-2520 (1970), as amended, (Supp. 
1976) i N. Y. Cn.m. Pro .. Law art. 700 (1971), as amended, (Supp. 1975) i 
N.J. Stat. Ann. §2A:156A (1971), as amended, .(Si:1pp. 1977). l'1ass. 
Gen. Laws Ann. ch. 272, §S9 (1968), as amended, (Supp. 1977). 

62A motfon to suppreSs evidence obtained by electronic 
surveillance may be, inter alia, based on the following 
theories: 

1. absence of probable cause, 18 U.S.C.A. §2518(l) (b) 
(1970); N. Y. Crim. Pro. Law §700.15 (2) (McKinney 1971)" 
N.J. Stat. Ann. §2A: 156A-9 (c) (1971) ( as amended, (Supp. 1977) i 
Mass. Gen. Laws Ann. ch. 272, §99F (2) {a), (3)' (Supp. 1976) i 

(footnote continues) 
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applications by an official not designated by the statute 

rendered the product of the tap suppressible in United States 

v. Giordano.63 The Court reasoned that "pre-application 

approval was intended to play a central role in the statutory 

h ,,64 sc erne. . . . Mere misidentification of the proper 

62 (continued) 
2. absence of required executive authorization, 

18 U.S.C.A. §2516(1) (Supp. 1976); N.Y. Crim. Pro. 
Law §700.20(2) (a) (McKinney 1971); N.J. Stat. Ann. 
§2A:156A-8(1971); Mass. Gen. Laws Ann. ch. 272, 
§99F (1) (Supp. 1976); 

3. failure to identify all parties, 18 U.S.C.A. 
§2518(1) (b) (1970); N.Y. Crim. Pro. Law §700.20 

- (2) (b) (McKinney 1971); N.J. Stat. Ann. §2A:156A-
9 (c) (1) (1971); Mass. Gen. Laws Ann. ch. 272, 
§99K (3) (Supp. 1976); 

4. failure to minimize, 18 U.S.C.A. §2518 (5) (1970); 
N.Y. Crim. Pro. Law §700.30(7) (McKinney 1971); 
N.J. stat. Ann. §2A:156A-12 (f) (1971); Mass. Gen. 
Laws AJm. ch. 272, §99K (3) (Supp. 1976); 

5. absence of investigative need, 18 U.S.C.A. 
§2518(1) (c) (1970) i N.Y. Crim. Pro. Law §700.15(4) 
(McKinney 1971); N.J. Stat. Ann. §2A:156A-9(c)(6) 
(1971) ~1~ss. Gen. Laws Ann. ch. 272, §99E(3) (Supp.1976); 

6. omissions or errors in affidavits, applications, 
or warrants; 

7. failure to list all prior related wiretaps, 18 
U.S.C.A. §2518(1) (e) (1970); N.Y. Crim. Pro. Law 
§700.20(2) (f) (McKinney 1971); N.J. Stat. Ann. 
§2A:156A-9 (e) (1971) i Mass. Gen. Laws Ann. ch. 272, 
§99F (2) (h) (Supp. 1976); and, 

8. failure to give notice, 18 U.S.C.A. §2518(8) (d) 
(1970): N.Y. Crim. Pro. Law §700.50(3) (McKinney 
1971); N.J. Stat. Ann. §2A:156A-16(1971) i Mass. 
Gen. Laws Ann. ch. 272, §990 (1) (2) (Supp. 1976). 

63 416 U.S. 505 (1974). 

64 416 U.S. at 528. 

383 



official who approved a tap application, however, does not 

rise to these standards according to United States v. Chavez. 65 

Consequently, violations of the wiretap statute mayor may 

not require suppression depending on how they are categorized 

under Giordano-Chavez. 

'ID. 80 Likewise, minor irregularities in procedure or 

insignificant violations of administrative regulations 

generally do not mandate exclusion. 66 In federal courts, 

therefore, if evidence is not obtained in violation of the 

Constitution or a statute requiring suppression for violation, 

it is not suppressible. 67 Theoretically, courts could 

exercise their supervisory powers to exclude such evidence, 

but this is seldom done. 

B. Motion to Suppress: Authority 

1. Federal 

Fed. R. Crim. P. 41(f) provides for a pretrial 

motion to suppress evidence. The motion may be made in the 

65416 U.S. 562, 569 (1974}. But courts are careful to assure proper 
authorization, ~ United States v. Iannelli, 528 F.2d 1290 (3rd Cir. 1976). 

66Recently, a federal court commented that the violation 
of agency regulations, designed to protect a defendant's rights 
in a criminal tax fraud prosecution, would probably not 
constitute grounds for suppression of the evidence. Although 
the First, Fourth and Ninth Circuits have held the other way, 
the court noted disillusionment with the exclusionary rule in 
recent Supreme Court opinions, as the basis for its dict~~. 
United States v. Leonard, 524 F.2d 1076, 1088-89 (2d Cir. 
1975) cert. derll~! 419 U.S. 857 (1976) i Also seeJ Bivens V. Six Un]mown 
Agents, 403 U.S. 443 (1971) (Burger, C.J. dissenting) i and Schneckloth 
v. Bustamante, 412 U.S. 218 (1973). 

6701mstead v. United States, 277 U.S. 438, 467-68 (1928). 
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district of trial; afterwards, the judge may convene a hearing 

and rec~ive evidence on the motion. If the defendant fails to 

move to suppress before trial, he waives the right to object. 68 

But if the opportunity to move did not arise or if the 

defendant was not aware of grounds for the motion, the court 

has discretion to hear the motion at trial or in a separate 

hearing. 69 

Fed. R. Crim. P. 4l(e) deals specifically with the 

70 return and inadmissibility of illegally seized property. 

Motions to suppress ullconstituionally obtained confessions 

are treated analogously, except that these motions are 

68Segurola v. United States, 275 U.S. 106,111-12 (1927); 
United sta'feSv. Mauro, 507 F.2d 802, 806-07 (2d Cir.), cart. 
de:nled, 420 U.S. 991 (1974). See also United States v. SlSca, 
503 F.2d 1337 , 1349 (2d Cir. 1974);-Gert. denied, 419 U.S. 
1008 (1975). Some courts have. been more permissive on the 
grounds that Fed. R. Crim. P. 12(b) (1) states that pre-trial 
motions may be made before trial. This wording does leave 
room for judicial discretion. See United States V. Collins, 
491 F.2d 1050, 1052 (5th Cir.) cert. denied, 419 U.S. 857 .(1974). 

69United States V. Ramos-Zaragosa, 516 F.2d 141, 143 (9th 
Cir. 1975) [prosecutor and defense counsel agreed to exclude 
seized heroin, but analysis of it was not suppressed; 
defendant was not to be penalized for making untimely motion 
due to counsel's maneuvers]. 

70Fed . R. Crim. P. 41(f) governs motions to suppress 
evidence. Prior to 1972 Rule 41(e) set out grounds for such 
motions (illegal seizure, insufficient warrant, seizure of 
wrong property, lack of probable cause, illegal execution); 
however, Rule 41(f) as amended does not state grounds. 
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commonly made during trial. 7l 

The federal wiretap statute specifically provides 

for a motion to suppress. 72 Defense attorneys must make such 

motions before trial. 73 This provision was included to 

prevent defeat of the government's right to appeal under 

subparagraph 10(b) of the same section. 74 

2. New York 

~D.84 In New York, motions to suppress evidence are 

gov(~rned by N. Y. Crim. Pro. Law art. 710 (McKinney 1971). The 

motion must be brought and decided in the Supreme Court within 

the same jurisdiction as the trial court. If the motion 

involves a simplified traffic information, a prosecutor's 

information, or a misdemeanor complaint, it can be made in 

the local criminal court. 75 Section 710.70 designates this 

motion the exclusive means of suppressing evidence in criminal 

prosecutions. Failure to make a timely motion constitutes 

waiver, but a motion may be made during the trial if: 

Motions to suppress unconstituionally obtained confessions 

are treated analogously, except that these motions are 

71Pinto v. Pierce, 389 U.S. 31, 32-33 (1967). But see 
Hickmanv.Sielaff, 521 F.2d 378, 386 (7th Cir. 1975), cert. 
~~4l9 U.S. 857 (1974) [if a motion to suppress is made at trial, the 
defendant has a right not to have the hearing beforl"l the jury] . 

7218 U. S. C.A. §25l8 (10) (a) (1970). 

73United States v. Sisca, 503 F.2d 1337, 1348-49 (2d eire 
1974), cert. denied, 419 U.S. 1008 (1975). 

74S. Rep. No. 1097, 90th Cong., 2d Sess. 106 (1968). 

75N. y . Crim. Pro. Law §7l0.50 (McKinney Supp. 1975). 
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1. 

2. 

. 76 
the defendant was unaware of the facts; or 

the defendant had no reasonable opportunity to 
make the motion before trial. 

Article 710 also deals with confessions and tainted in-court 

identifications. If a defendant was not notified of the 

prosecutor's intent to use involuntary. statements by the 

defendant to a public official or testimony of a witness who 

made an improper identification, a motion to exclude such 

evidence may be made during the trial. 

The New York wiretap statute does not specifically 

authorize a motion to suppress the product of an illegal 

wiretap. Neverthe16ss, the courts treat such evidence as 

they treat results from any illegal search and seizure. 77 

3. Massachusetts 

~D.86 Massachusetts provides for the suppression of 

evidence through rules of its District and Superior Courts. 78 

An unjustified failure by the defense to make a motion within 

ten days of pleading constitutes a waiver. 79 Exceptions are 

recognized when there is no opportunity to make the motion or 

when the defendant is unaware of the grounds for such a 

76people v. McCall, 17 N.Y.2d 152, 156-57, 216 N.E.2d 570; 
573, 269 N.Y.S.2d 396, 399-400 (1966). 

77People v. McCall, 19 App. Div.2d 630, 631, 241 N.Y.S.2d 
439 (2d Dept. 1963). 

78See Mass. Super. Ct. R. 8, 61 and Mass. Dist. Ct. R. 
73-A. 

79Commonwealth v. Hanger, 357 Mass. 464, 468, 258 NLE.2d 
555,558 (1970). 
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motion. 80 Generally, motions to suppress confessions are made 

at trial. 81 

'ID.87 The Massachusetts wiretap statute permits the 

defendant to suppress the contents of intercepted wire or oral 

communications for the reasons noted below. 82 In practice, 

Massachusetts courts look to the rule of court governing 

regular motions to suppress for procedure requirements. 

4. New Jersey 

In New Jersey, motions to suppress evidence obtained 

by illegal search and seizure are governed by New Jersey Rule 

of Criminal Practice 3:5-7. The motion may be made in the 

Superior Court or in the county court of the county 

where the evidence was obtained. 83 Failure .to make a pretrial 

80Commonwealth v. Bottiglio, 357 Mass. 593, 595, 259 N.E. 
2d 570, 572 (1970). See also Mass. Super. ct. R. 61. 

81Comrnonwealth v. Campbell, 352 Mass. 387, 403, 226 N.E. 
2d 211, 220-21 (1967). 

82Mass . Gen. Laws Ann. ch. 272, §99P (Supp. 1976): 

1. That the communication was unlawfully intercepted. 

2. That the communication was not intercepted in 
accordance with the terms of this section. 

3. That the application or renewal application fails 
to set forth facts sufficient to establish probable 
cause for the issuance of a warrant. 

4. That the interception was not made in conformity 
with the warrant. 

5. That the evidence sought to be introduced was 
illegally obtained. 

6. That the warrant does not conform to the provisions 
of this section. 

83N. J . Rules of Criminal Practice 3:5-7(a). 
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+- . . h' h 84 b " mO_lon walves t e rlg t, ut an exceptlon lS granted when 

the defendant was unaware of grounds for the motion at that 

time. 85 

New Jersey rules distinguish a motion to suppress 

from an objection to the admissibility of a confession. 86 

Objections to confessions may be raised during the trial. 

Like the federal statute, New Jersey's wiretapping 

law provides for a motion to suppress illegally obtained 

evidence. It must be made ten days before the trial, unless 

the moving party was not aware of grounds for the motion. 87 
t! 

The law enumerates the grounds on which evidence from a tap'· 

may be challenged. 88 

C. Initial Showing 

'fD.91 All fou'r jurisdictions require a defendant to make a 

minimal initial showing of fact with his motion to obtain a 

84 N. J . Rules of Criminal Practice 3:5-7(c). See also 
State v. McKnight, 52 N.J. 35, 48, 243 A.2d 240, 247-4s-Tr968). 

85N. J . Rules of Criminal Practice 3:5-7(a) i State v. 
Roccasecca, 130 N.J. Super. 585, 591, 328 A.2d 35, 38 (Law 
Div. 1974). 

86State v. Hale, 127 N.J. Super. 407, 412, 317 A.2d 731, 
733 (App. Div. 1974). 

87N. J . Stat. Ann. §2A:156A-2l (1971) as amended, (Supp. 1977). 

88 1 . The communication was unlawfully intercepted; or, 

2. the order of authorization is insufficient on 
its face; or, 

3. the interception was not made in conformity with 
the order of authorization, or in accordance with the 
requirements of N.J. Stat. Ann. §2A-156A-12 (1971), 
as amended, (Supp. 1977). 
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pretrial hearing. The motion is summarily denied unless the 

accompanying affidavit or evidence is definite and sufficiently 

detailed to permit the court to conclude that relief is 

warranted if the allegations are proved. 89 

'ID.92 In New York the affidavit accompanying the motion 

may be the defendant's or another pers6n's, provided the 

90 
affiant has personal knowledge of the facts alleged. For 

a motion to suppress a confession, an affidavit by the defense 

counsel raising a constitutional objection is enough to get a 

hearing. Nonetheless, a failure to allege involuntariness 

permits denial of the motion. 91 

'ID. 93 Massachusetts requires a written motion with 

verification by affidavit. The motion is readily dismissed 

for lack of specificity about the evidence to be excluded.
92 

In contrast, a defendant may obtain a hearing on the 

93 
voluntariness of a confession upon request. 

89United States v. Ledesma, 499 F.2d 36, 39 (9th Cir. 
1974); People v. Coleman, 72 Misc.2d 202, 203, 338 N.Y.S. 
2d 168, 170 (Dutchess County ct. 1972); State v. Cullen, 
103 N,J. Super, 360, 366-67, 247 A.2d 346, 349-50 (App. Div. 
1968); Commonwealth v. Bottiglio, 357 Mass. 593, 595, 259 
N.E.2d 570,573 (1970). 

90N. y . Crim. Pro. Law §7l0.60 (McKinney Supp. 1975); 
People V. Harry, 65 Misc.2d 553, 558, 318 N.Y.S.2d 172, 176-77 
(Westchester County ct. 1971). 

9lpeople v. Spartarella, 34 N.Y.2d 157, 162, 313 N.E.2d 
38,40'-41,356 N.Y.S.2d 566,569 (1974). 

92commonwealth v. Bottiglio, 357 Mass. 593, 595, 259 
N.E.2d 570, 573 (1970); Commonwealth v. Slaney, 350 Mass. 400, 
403, 215 N.E.2d 177, 180 (1966). 

93Commonwealth v. Sheppard, 313 Mass. 590, 604, 48 N.E.2d 
630, 639 \(194~-
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In New Je~sey, any motion to suppress must be 

accompanied by a full brief on the facts and the law. 94 A 

defendant shall g'.=t a hearing upon request in confession cases. 95 

~ID. 95 Genera:~ly, an iIDitial showing is not difficult to make in 

search and seizllr8, confession, or identification cases because the 

defendant is likel.l to have first-h{'I~d knowledge of irregularities. 

Electronic surveillance cases pose special problems to the defense. 

ConsequenUy, the governrn::.w ,!:::. must give defe.ndants access to surveillance 

records before trial so that they can take full advantage of pretrial 

rrotions. 96 In Federal courts the·,i''1itial showing required for a suppression 

hearing on wiretap evidence is the same as that for other types of evidence.
96a 

D. Hearing 

1. Nature of proceedings 

~D.96 Although a defendant has no constitutional right to 

be pres'=nt at the suppression hearing, Fed. R. Crisp.. P. 43 

implies that he should be present, particularly if testimony 

94N. J . Rules of Criminal Practice, 3:5-7(a); State v. 
Walker, 117 N.J. Super. 397, 398, 285 A~2d 37, 38 (App. Div. 
1971) r cert. denied, 63 N.J. 258 (1973). 

95N. J . Rules of Evidence 8(3): 

Where by virtue of any rule of law a judge is required in a 
criminal action to make a preliminary determination as to 
the admissibility of a statel1ent by the defendant, the 
juoge sha.ll hear and oete.rmine the question of its :::. 
acJmissibili ty out of the presence of the jury. 

96Alderman v. United States, 394 u.s. 165, 182 (1969). 
See also Tag1ianotti V:-Urlitcd-States i 394 U. S. 316, 317 
(1969)-.-t "-:--.-.-an aoversary proceeding and full disclosure 
were required in those cases (Alderman and companion cases), 

. . only because i:he in camera procedures at issue there 
would have been Rn inaoeguatemeans to safeguard a defendant's 
Fourth Amendment rights. H]. 

96aunited States v. Losing, 539 F.2d 1174 (8th cir. 1976). 
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is given. Q7 On the other hand, New York and Massachusetts 

courts hold that the defendant has the righ~ to be present 

98 upon his request. 

All four jurisdictions agree that admissibility of 

evidence is an issue for the court. 99 The presence of a jury 

97Fed . R. Crirn. p.43, as amended, 416 U.S. 1016 (1974) provides: 

. The defendant shall be present at the arraignment, 
at the time of the plea, at every stage of the trial 
including the impanelling of the qury and the return of the 
verdict, and at the irnp8sition of the sentence, 
except as otherwise provided by these rules. 

See also united States v. Dalli, 424 F.2d 45,48 (2d Cir.) , cert. 
denied, 400 U.S. 821 (1970), and Burley v. United States, 295 F.2d 
317, 319 (lOth Cir. 1961). 

98people v. Anderson, 16 N.Y.2d 282, 213 N.E.2d 445, 
266 N.Y.S.2d 110 (1966); People v. Restifo, 44 App. Div.2d 
870, 355 N.Y.S.2d 496 (3d Dept. 1974) i Amado v. Commonwealth, 
349 Ma s s. 716 , 212 1'1. E . 2 d 205 ( 19 65) • 

99united States v. Whitaker, 372 F. SUppa 154,161 (M.D. Pa.), 
aff'd, 503 F.2d 1412 (34d Cir. 1974), cert. denied, 419 U.S., 1113 
(1975). See also People v. DuBois, 31 Misc.2d 157, 161, 221 N.Y.S 
2d 21, 25 (Queens County Ct. 1961) [whether evidence should be suppressed 
asthe fruit of a..'l. illegal search is to be dete.uni.ned by the court] ; 
People v. Leftwich, 82 Misc.2d 933, 996, 372 N.Y.S.2d 888, 891 (SUp. 
Ct. New York County 1975) [the voluntaril1ess of a confession is first 
determined by the judge]; State v. Price, 108 N.J. Super 272, 282, 260 
A.2d 877, 883 (Law Div. 1970) [determining the voluntariness of a consent 
to a search is a factual decision to be made by the hearing judge]; 
State v. Smith, 32 N.J. 501, 161 A.2d 520, cert. denied, 364 U.S. 936 
(1960) [the trial judge makes the initial determination of the 
voluntariness of a confession, but the ultimate issue is left to the 
jury]; State v. Hampton, 61 N.J. 250, 294 A.2d 93 (1972) (The judge 
alone detennines canpliance with and/or waiver of Miranda rights and 
makes the initial determination of voluntariness, but if the judge 
decides in favor of the State, the ultimate determination of voluntariness 
is left to the jury); Corrnronwealth v. LePage, 352 Mass. 403, 410, 
226 N.E.2d 200, 204 (1967) [whether a search was illegal is a ~lestion 
for the judge and not the jury] ; COImlOnwealth v. Johnson,352 Mass. 311, 
396, 225 N.E.2d 360, 364, cert. granted, 389 U.S. 816, cert. dismissed, 
390 U.S. 511 (1967) [the judge passes on the voluntariness of a confession 
in the first instance, but the final determination is one of fact 
for tl1e jury] . 
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is not, however, reversible error. The rules of evidence are 

usually relaxed or inapplicable at these hearings. lOO 

2. Standing 

The Supreme Court recognized the personal nature of 

Fourth, Fifth, and Sixth Amendment rights over a period t,f 

time beginning in 1905 with McAlister v', Henkel. lOl The C<...

recognized this rationale, too, in 1969 in the wiretap area.
1c2 

As a consequence, defendants must have standing to complain 

about unconstitutionally acquired evidence before it can be 

suppressed on their request. 

1,D.99 To illustrate, a defendant may move to suppress only 

his own confession. Search and seizure cases present more 

complex standing problems. To object, the defendant must have 

a privacy interest in the premises searched or in the property 

seized. Finally, standing in electronic su.rveillance cases 

100For example, hearsay is admissible and counsel is pennitted 
to ask leading questions. See united States v. Matlock, 415 U. S. 
164, 172-73 (1974); People ;;:-Harrington, 70 Misc.2d 303, 305, 332 
N.Y.S.2d 789,792-93 (Allegany County Ct. 1972); Cc:mronwealth v. Lehan, 
347 Mass. 197, 206, 196 N.E.2d 840, 846 (1964). But see N.J. Rules 
of Evidence 8 (3) (In a hearing on a rrotion to suppress a statement 
by the defendant the rules of evidence apply) . 

101201 U.S. 90, 91 (1905) [Fifth Amen~1t right against self
incrimination is personal to the witness himself]. This view was 
recently reaffirmed in Fisher v. united States, 425 U.S. 391 (1976). 
Fourth Amendment rights are personal, as set forth in united States v. 
Miller, 425 U.S. 435 (1976). The Sixth Amendment right to counsel . 
fiB.y be raised only by the individual whose right was violated. 
Massiah v. United States, 377 U.S. 201, 205 (1963). See also, People 
v. Estrada, 28 App. Div.2d 681, 280 N.Y.S.2d 825 (2d Dept. 1967), aff'd., 
23 N.Y.2d 719, 244 N.E.2d 364, 296 N.Y.S.2d 57 (1969), ~ert. denied, 
394 U.S. 953 (1969). 

102Alderman v. United States, 394 U.S. 165, 176 (1969). 
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is currently dcfinod by privacy ond property rights. 103 Katz 

found eavesdropping in a public telephone booth a violation 

of the defendant's "reasonable expectation of privacy. ,,104 

But the court also affirmed the vitality of property 

principles in Alderman by granting standing to the mmer of 

the place where a wiretap was located; his participation in 

the intercepted conversations was held irrelevant. lOS 

a. Search and Seizure 

~D.lOO The concept of standing is most fully developed in 

search and seizure cases. In Jones v. United States,l06 the 

Supreme Court recognized 'traditional ideas of standing based 

h . . f . h d 107 on t e ownershlp or possesslo~ 0 the premlses searc e . 

The decision went on to articulate a new principle which 

expanded standing in these cases to those who were 

legitimately on the premises during the search. 

~D.lOl In practice, federal courts grant standing to: 

1. a tenant complaining about an illegal search of 
his apartment;108 

103See infra ~D.l09 and 132. 

104Katz v. United States, 389 U.S. 347, 361 (1967) 
(Harlan, ~ concurring) .0_-

105Alderman, 394 U.S. at 179-80. 

106 362 U.S. 257 (1960). 

107This concept was reaffirmed in Brown v. United States, 
411 U. S. 2 2 3 ( 1 9 7 2) • See in f r a '1 D • 1 07 . 

108 Chapman v. United States, 365 U.S. 610, 617-18 (1961). 
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-- ----------------------------------

2. 

3. 

4. 

an occupa~B90f a hotel room whose room was illegally 
searched i· 

a guest or licensee of the owner or tenant of the 
premises searchedi llO and, 

one of the users of an office that was illegally 
searched. III 

Federal courts refuse to grant standin~ to: 

1. one who had assumed rent payments for the- leased 
building before the search occurred;ll2 

2. a business associate of the co-defendant and owner 
of the property searchedi 1l3 

3. a tenant who willfully abandoned the premises before 
the illegal search occurred;114 and, 

4. a trespasser who merely used the premises searched. 115 

~D.l02 Generally, New York, Massachusetts, and New Jersey 

follow federal guidelines where standing is governed by the 

defendant's relationship to the property searched. 116 

109Stoner v. California, 376 U.S. 483/ 488-90 (1964); 
United States v. Anderson, 453 F.2d 174 (9th Cir. 1971). 

110United States v. Wright, 466 F.2d 1256, 1259 (2d Cir.), 
cert. denied, 410 U.S. 916 (1972) ~ United States v. Migl~el, 
340F.2d 812,814 (2dCir.), cert. denied, 382U.8. 8t:.~(T965). 

111Mancusi v. DeForte, 392 U.S. 364, 368-69 (1~68). 

112United States v. Konigsberg, 336 F.2d 844, 847 (3d 
Cir. 1964; i United States--V-:- Wolfson, 299 F. Supp. 1246, 
1249 - 50 (D. De 1 .---rg-6-9).-- ----

113United States v. Grosso, 358 F.2d 154, 161 (3d Cir. 
1966). 

114Feguer v. United states, 302 F.2d 214, 248-49 (8th 
Cir.), i~rt. denie~7f1U:S~72 (1962). 

115united States v. ~, 309 F. Supp. 329, 331 (N.D. 
Cal. 1970). 

116Defendants had standing to protest as guests of the 
lessee of an apartment where incriminating narcotics were 

(footnote continues) 
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If a defendant does not have standing because of his 

interest in the premises he may achieve it through his 

interest in the property seized. Total ownershipl17 or 

possessory interest l18 establish standing to complain. 

Possessory interest is broadly defined in the federal courts 

to include constructive possession of property. 119 

If a defendant relinquishes his interest in property 

before the illegal search, he has no standing to complain. 120 

Likewise, a defendant has no standing to object to the 

116 (continued) 
seized. People v. Cokley, 42 App. Div.2d 538, 344 N.Y.S.2d 
796 (1st Dept. 1973). A defendant had no standing to object 
to the seizure of a car that he neither owned nor possessed. 
Commonwealth v. Campbell, 352 Mass. 387, 402 226 N.E.2d 211, 
220 (1967). A person does have standing if he has a 
proprietary, possessory, or participatory interest in the place 
where the evidence was found. State v. Allen, 113 N.J. Super. 
245, 273 A.2d 587 (App. Div. 1970). 

117Schwimmer v. United States, 232 F.2d 855, 860061 (8th Cir.), 
cert. denied, 352 U.S. 833 (1956) [a lawyer had standing to 
complain about subpoena duces tecum of records he had 
deposited with a corporation for storage]. 

118Un ited States v. Ong Goon Sing, 149 F. Supp. 267, 268 
(S.D. N.Y. 19S7T [defendant was holding papers seized for a 
third person from whom he purchased laundry]. 

119Mancusi v. DeForte, 392 U.S. 364, 367 (1968). See also, 
United States v. Re, 313 F. Supp 442 (S.D. N.Y. 197Qf [records 
stored with an accountant, in absence of agreement, were not 
constructively possessed by defendant] i United States v. 
Bit'rell, 242 F. Supp. 191, 200 (S.D. N.Y. 1965) [records of 
defendant s'tored with an attorney]. 

120Abel v. United States, 362 U.S. 217, 240-41 (1960) 
[evlde:nce reclaimed from hotel wastebasket after defendant 
vacated room]. New York follows a similar rule. People v. 
Pantoja, 76 Misc.2d 869, 351 N.Y.S.2d 873 (Sup. ct. Bronx 
County 1974), affld, 47 App. Div.2d 814 (1975) [defendant gave 
rifles to third-party who held them at the time of the search]. 
But New York courts did find standing where abandonment of 
property was unintentional. People v. Adorno, 37 Misc.2d 36, 
234 N.Y.S.2d 674 (New York City Criminal Ct. 1962). 
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seizure by federal officers of papers filed with a state 

121 
court. 

until 1960, defendants charged with a possessory 

offense faced a special dilenuna when they asserted standing 

through ownership of seized property. If possession of the 

seized property itself constituted a crime, a defendant CQuld 

not, in effect, acquire standing without confessing an 

incriminating interest in contraband or stolen property. The 

122 
court first recognized this dilemma in Jones v. United States. 

There it held that where "possession both convicts and confers 

standing" the defendant need not allege an interest in the 

premises or property. 

~D.I06 The scope of Jones may well have been narrowed in 

Simmons v. United States. 123 The court held that the Jones 

automatic standing doctrine applies where the defendant is 

accused of possessory offenses. He must, the Court said, 

continue to allege possession to achieve standing to challenge 

124 evidence when charged with a non~possessory offense. The 

court added I 

0 ••• when a defendant testifies in support of a 
motion to suppress evidence on Fourth Amendment 
grounds, his testimony may not thereafter be 

121United States v. Silverman, 449 F.2d 1341, 1345 (2d 
Cir. 1971),cert. denied, 405 U.S. 918 (1971). 

122 362 u. S. 257, 261 (1960). 

123 390 U.S. 377 (1967). 

124Id . at 389-93. 
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admitted against him at trial on the issue of 
guilt unless he makes no objcction.125 

11D .107 Consequently, under ?i_mmons it could be argued that 

the need for automatic standing was removed. Indeed, in 

Brown v. United States,126 the court held that defendants in 

a possession crime had to allege possession to establish 

d · 127 stan lng to suppress. Later, however, the opinion is 

careful to note that it was not yet necessary to decide if 

Simmons removed the need for lIautomatic standing. 1I The court 

specifically reserved that decision for a case IIwhere 

possession at the time of the contested search and seizure 

is 'an essential element of the offense charged. 111128 

b. Electronic surveillance 

1!D .108 Electronic surveillance provides a complex setting 

for the application of standing rules. The terms IIsearch and 

seizure" or lIunlawful invasion of privacyll are used in 

reference to recordings of conversations overheard by 

government authorities. Frequently, these recordings are 

acquired without physical trespass onto the defendant's 

property. Rarely is there seizure of tangible property. 

Traditional standing doctrines illustrated by Jones or Brown 

do not readily apply to electronic surveillance situations. 

125 I d. at 394. 

126 411 U.S. 223 (1972). 

127Id . at 228. 

128Id. at 228, quoting Simmons v. United States, 390 
U.S. at 390. 
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\ 
\ 

\ , 

I 
\ 

Katz v. United States129 defined an illegal wiretap, 

under '~he Fourth .l\mEmdmen t I as one tha.t invaded person i s 
I , 

"reasor\.able expectation of privacy. " The Court recognized 

Katz's btanding to object to the tap even though his calls 
I 

\ 

were ma~e from a public telephone booth. Standing in the 
, 
\ . 

context\of electronic surveillance was faced more directly in 
I 

~ 130 
Alderman\. v. United Sta·tes. There the Court recognized two 

classes 

from an 

1. 

2. 

i 
bf defendants who have standing to suppress evidence 
I 
I 

~llegal electronic surveillance: 
I 

a party to the cOhversations overheard; and 

the owner of the premises where the tap was 
located, regardless of his presence at the time 
of the conversations. 131 

I 
I Under 18 U.S.C. §2510(10) (1971) an "aggrieved person" 

is entit1ed to invoke the motion to suppress evidence from 

.illegal (i=1ectronic surveillance. Such a person is one who wa't:. 
, 

a party jto any intercepted wire or oral communication or a 

h th . t t' d" d 132 person algainst 
i 

w om e ln ercep lon was lreCte. 

12;1389 u.S. 347 1 361 (1967). 
I 

13C,i3 Q4 65 (1 6 ) _ U.S. 1 9 9 . 
I 

131 : 
, 11/1.. at 176-80. New York also grants standing to defendants 

who partIcipated in the conversations intercepted. People v. Butler, 
33 App. Div. 675, 305 N.Y.S.2d 367 (1st Dept. 1969)/ aff'd , 28 N.Y.2d 
499, 267 N.E.2d 943, 318 N.Y.S.2d 943 (1971). A person who was not 
party to conversations intercepted under an originally defective 
wiretap 0rder lacked standing to attack conversations intercepted under 
the orde:;;-. State v. Cocuzza, 123 N.J. 14/ 301 A.2d 204 (Law Div. 1973). 

1:3218 U.S.C.A. §2510 (11) (1970). Comments in the 
legislative history of the bill indicate that this provision 
was intended to reflect existing law. See Jones v. United 
States, 362 U.S. 257 (1960); Goldstein v. united States, 316 
u.S. ]."14 (1942); Wong Sun v. Dnited-states, 371 U.S. 471 
(1963)1. S. Rep. No. 1097 , 90th Congo I 2d Sess. 91 (1968). 
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c. Confessions 

~D.lll In general, a defendant only has standing to 

suppress his own confession, if it was obtained by unconstitu-

, . h d 133 h 1 h th tlonal met 0 s. Nevert e ess, e may suppress e 

" 134 
confession of his co-defendant in partlcular Clrcumstances. 

3. Illegality: allocation of burdens 

~D.112 In a motion to suppress, the burden of proof is upon 

the moving party to show that the evidence to be excluded was 

obtained by illegal means. To succeed, the showing must be 

made by a preponderance of the evidence. 135 

~D.113 New York places the initial burden of coming forward 

with a showing of legality upon the state. When that is met, 

, 

133Constitutlonal rights are personal; they may not be 
asserted vicariously. Alderman v. United States, 394 U.S. 
165, 174 (1969). An involuntary confession may violate 
several of the defendant's constitutional rights, depending 
on how it was obtained. A coerced confession violates the 
right against self-incrimination. Boyd v. United States, 
116 U.S. 616 (1896). A confession received in the .absence 
of counsel may violate Sixth Amendment guarantees. Massiah 
v. united States, 377 U.S. 201, 205-06. 

134In Bruton v. United States, 391 U.S. 123 (1968), the 
Court set aside a conviction because a co-defendant's 
confession implicating the defendant was received in 
evidence. Although the jury was instructed to disregard 
the confession, the Court felt that there was substantial 
risk that it influenced the verdict. The joint trial also 
precluded cross-examination of the co-defendant, in 
violation of the defendant's right of confrontation under 
the Sixth Amendment. 

135United States v. Matlock, 415 U.S. 164, 177 (1974); 
Coolidge v. New Hampshire, 403 U.S. 443, 484-90, reh. denied, 
404 U.S. 874 (1971) i Commonwealth v. Hanger, 357 Mass. 464, 
467-68, 258 N.E.2d 555, 558 (1970); State v. Stolzman, 115 
N.J. Super. 231, 236, 279 A.2d 114, 115 (App. Div. 1971) 
(implication] . 
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136 the ultimate burden of persuasion rests on the ,moving party. 

~ Search with warrant 

In a marginal case, the courts tend to sustain a 

search under a warrant, \"here without one it would fail.
137 

If the violation is technical or clerical, proof of illegality 

does not mandate suppression. 138 To suppress evidence, then, 

the defendant must show bad faith, prejudice, or infringement 

136people v. Malinsky, 15 N.Y.2d 86,91 , 204 N.E.2d 188, 
192, 255 N.Y.S.2d 850~5~ (1965); People v. Berrios, 28 N.Y. 
2d 361, 367-68, 270 N.E.2d 709, 712-1~21 N.Y.S.2d 884, 
888-89 (1971). 

137United States v. Ventresca, 380 U.S. 102, 106 (1965). 
Grounds for attacking a warrant follow. 

1. The warrant is invalid on its face because of: 

a. failure to show probable cause; 
b. failure to specify with particularity, the 

places to be searched, or persons or things 
to be seized; 

c. facial inaccuracy; or 
d. improper authorization. 

2. The warrant was improperly executed because: 

a. either notice, inventory, or return was 
neglected t or 

b. the search was beyond the scope of the warrant. 

ALI Model Penal Code of Prearraiqnment Procedure, Tent. Draft 
No. 4 (1971) § 8. 02. 

l38united States v. Hall, 505 F.2d 961, 968 (3d Cir. 
1974) : 

Rule 2 expresses values sought to be achieved by 
the Federal Rules of Criminal Procedure. We are 
commanded to give the rules a construction which 
secures 'simplicity in procedure, fairness in 
administration and elimination of unjustifiable 
expense and delay. ' 

See also People v. Mallard, 79 Misc.2d 270, 359 N.Y.S.2d 
622 (Sup. ct. -Queens County, 1974); Commonwealth v. ~romer, 
365Mass.5l9, 521-22, 313 N.E.2d 557, 559 (1974). 
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of substantial rights. Further, if the prosecutor makes a 

showing of substantial compliance or good faith, the 

. . f d f 139 suppress10n mot1on may 0 ten be e eated. 

In contrast, if the violation is constitutional and 

h b d · . d '" d 140 t e ur en 1S carr1e I suppress10n 1S requ1re . 

~D.116 The jurisdictions handle att~cks on supporting 

affidavits differently.141 Despite diversity in 

139united States v. Hall, 505 F.2d 961, 963 (3d eir. 1974) 
[failed to return search warrant promptly] i united States v. Harrington, 
504 F.2d 130, 134 (7th Cir. 1974) [failure to leave a copy of the warrant 
and a receipt for the property taken] i United States v. Ravich, 421 F. 2d 
1196, 1201 (2d Cir. 1970) cert. denied, 400 U.S. 834 (1970) [nighttime 
search of unoccupied roc:m]; United States v. Sturgeon, 501 F. 2d 1270, 
1275 (8th Cir. 1974) cert. denied, 419 U.S. 1071 (1974) [issuance by 
state judge without designating a federal magistrate to whom it was 
to be returned]; United States v. Burke, 517 F.2d 377, 381 (2d eire 
1975) [failure of affidavit to recite reliability of informant, where 
reliability of informant, where reliability was apparent fran the facts] ; 
People v. Rose, 52 Misc.2d 648, 276 N.Y.S.2d 450 (Dist. ct., Nassau 
County I 1st Dist. 1967) [failure to give receipt for property seized]; 
Commonwealth v. Cromer, 365 Bass. 519, 521-22, 313 N.E.2d 557, 
561 (1974) [seven day delay in execution of warrant]; State 
v. Bisaccia, 58 N.J. 586, 279 A.2d 674 (1971) [erroneous 
address in affidavit and warrant] . 

140coolidge v. New Hampshire, 403 U.S. 443, 447 (1971) 
[approval by chief prosecutor acting as magistrate]; People v. 
Malinsky, 15 N.Y.2d 86, 204 N.E.2d 188, 255 N.Y.S.2d 850 
(1965) [lack of probable cause] i People v. Rothenberg, 20 
N.Y.2d 35, 38, 228 N.E.2d 379, 3801, 281 N.Y.S.2d 316, 317 
(1967) [lack of specificity in warrant]; Commonwealth v. 

Owens, 350 Mass. 633, 636, 216 N.E.2d 411, 412-13 (1966) [lack 
of' probable causej reliability of informant not established]. 

141Federal courts may go beyond the face of the affidavit 
to consider any facts asserted under oath before the 
magistrate who received the application. United States V. 
Focarile, 340 F. Supp. 1033, 1043--4 (D. Md.), aff'd sub nom. 
United States v. Giordano, 469 F.2d 522, aff'd, 473 F.2d 906, 
aff'd, 416 U.S. 505 (1974). New York and New Jersey also 
consider supplemental testimony given under oath before the 
i~suing magistrate. It must be recorded or transcribed, 
however. In New Jersey the transcript must be attached to the 
affidavit. People v. Schnitzler, 18 N.Y.2d 456, 460, 223 N.E. 
2d 28, 30, 2~N.Y.S.2d 616, 618 (1966); State v. Stolzman, 

(footnote continues) 
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142 approach, each places a heavy burclen on a defendant who 

wishes to go behind an affidavit in a suppression hearing. 143 

a. Search without a warrant 

11D.117 Searches conducted outside the judicial process on 

141 (continued) 
115 N.J. Super. 231, 234-35, 279 A.2d 114,115 (App. Div. 1971). 
Federal and New Jersey courts indicate the proseuction may call the 
issuing magistrate to verify oral testimony accompanying the affidavit 
under some circumstances, United States v_Falcone, 364 F _ Supp_ 877, 
888, 895 (D. N.J. 1973), affld, 500 F.2d 1401 (3d Cir. 1974); State 
v. Clemente, 108 N.J. Super. 189, 198, 260 A.2d 514, 520 (App- Div. 
1969), cert. denied, 55 N.J. 450, 262 A.2d 704 (1970) ,: Hassachusetts 
does not permit supplementation of the affidavit by sworn 
testimony. Commonwealth v. Monosson, 351 Mass. 327, 330, 
221 N.E.2d 220, 221 (1966). 

142Mos t of the federal circuits hold that a defendant is 
entitled to a hearing delving below the surface of a facially 
sufficient affidavit upon a showing of: 

1. a misrepresentation by the government of a 
material facti or 

2. an intentional misrepresentation by the government, 
regardless of materiality. United States v. 
Carmichael, 489 F.2d 983,988 (7th Cir. 1973); 
Jackson v. United States, 336 F.2d 579, 580 (D.C. 
Cir. 1964); United States v. Dunnings l 425 F.2d 
836, 840 (2d Cir.), cert. denied, 397 U.S. 1002 
(1969); King v. United States, 282 F.2d 398, 
400-01 (4th Cir. 1960); United States v. Thomas, 
489 F.2d 664 1 669 (5th Cir. 1973); United States 
v. Marihart, 492 F.2d 897, 899-90 (8th Cir. 1974); 
United States v. Harwood, 470 F.2d 322, 324-25 
(lOth Cir. 1972); United States v. Damitz, 495 
F.2d 50,53-54 (9th Cir. 1974). 

New York will inquire into the veracity of an affidavit, but 
a presumption in favor of validity exists. People v. Alfinito, 
16 N.Y.2d 181, 186, 211 N.E.2d 644, 646, 264 N.Y.S.2d 243, 
246 (1965). 

New Jerseyrloes not permit such an inquiry. State v. Petillo, 
61 N.J. 165', 173, 293 A.2d 649, 653, cert. denrecr; 410 U.S. 
944 (1972). 

143United States v. Carmichael, 489 F.2d 983, 988 (7th 
Cir. 1973) [defendant must-show recklessness regarding a 
material error or intentional untruthfulness]. 
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144 
(l dc, f (~n c1 ant. ';, p.r () p ( I r t y tire' )(\r f;(\. unreasonablc'. Once a 

defendant ~3hows Lllc1t a ~;(ldrch loo}; place without a warrant, 

the government must prove that circumstances justified the 
145 

action under one of the recognized exceptions to the rule. 

The government need only go forward with evidence to establish 

the excep~ion by a preponacrance of the evidence; proof beyond 

a reasonable doubt is !'!ot necessary.146 

~ID. 118 Exceptions to the prohibition of warrantless searches 

present variations to the general rule. 147 These exceptions 

and their procedural implications are treated in the following 

sections. 

(i) Search incident to arrest .. - .. ---.--~- - ,._ .... - .--"-"---~-- .. - .. ~ ---

When the government asserts that a warrantless 

search was incident to an arrest, it must show a lawful arrest. 

---,-"---- _ .. -----.- .-.~---- ..... -----_._._ .. ----- ...... ---_ .. _-----_._-_.-

144C "d OO ... l ge v. New HaITlpshire, 403 U.S. 443, 474 (1971). 

1451d . at 453; ?_e_'2.E...le_ .. y. Berrios, 28 N.Y.2d 361,367, 
270 N.E.2d 709, 712, 321 N.Y.S.2d 884, 888-889; Commonwealth 
v. Autobenedetto, Mass. , 315 N.E.2d 530, 534 (1974); 
State v. Contursi,-4i N.J. 422, 425, 209 A.2d 829, 832 (1965). 
Exceptions include search incident to arrest, consent search, 
seizuer of objects in plain view, and search under exigent 
circumstances. 

146!Jni.~s8 _~~te.§_ . .Y .• _Jv1.?_t}ock, 415 U.S. 164, 177 (1974); peop};e v. 
!I~rFJ:l?9.ton, 70 Misc.2d 303, 305, 332 N.Y.S.2d 789, 792-93 (Allegany County 
ct. 1972); state v. Brown, 132 N.J. Super. 180, 185, 333 A.2d 264, 
267 (App. Dlv.-r975)-~-~~~t~y .... ~~_t_t:i:!13ton, 142 N.J. Super. 45, 51-52, 
359 A.2d 881, 885 (A~p. Div. 1976). 

342 U.S. 48, 51 (1951) 

Only where inddcmt to a valid arrest ... or in exceptional 
CirCUlTLstances may an eXCInption lie and. then the burden is 
on those seeking the exc:mption to show the need for it. . . . 
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The arrest must conform both to the requirements of state 

law;148 and to the mandates of the federal Constitution. 149 

Beyond this, the prosecution must prove that the search was 

appropriately limited in scope. Arrests fabricated to permit 

warrantless searches under this doctrine are not tolerated. 150 

(ii) Plain view 

If evidence is in plain view when police are making 

a lawful search or arrest it may be seized. The government 

must show that the challenged object was exposed to the view 

148United states v. Montos, 421 F.2d 215, 224 (5th Cir. 
1970) . 

l49Ford v. United States, 352 F.2d 927, 932-33 (D.C. Cir." 
1965); People v. Martin, 32 N.Y.2d 123, 125, 296 N.E.2d 245, 
246, 343 N.Y.S.2d 343, 345-46 (1973) i State v. Brown, 132 
N.J . .super. 180, 185, 333 A.2d 264, 266-67 (App. Div. 1975); 
Commonwealth v. Autobenedetto, Mass. , 315 N.E.2d 530, 
533 (1974). The Constitution requires that probable cause 
exist to arrest without a warrant. 

150The Supreme Court set out the factors that determine 
the scope of a search in Chimel v. California, 395 U.S. 752, 
763 (1969):-

• . . it is reasonable for the arresting officer 
to search the person arrested in order to remove 
any weapons that the latter might seek to use in 
order to resist arrest or effect his escape . • . 
it is entirely reasonable for the arresting officer 
to search for and seize any evidence on the arrestee's 
person in order to prevent its concealment or 
destruction. 

The decision also permitted a search of the area into which 
the defendant might reach for weapons or evidence. For 
examples, see Co1lidge v. New Hampshire, 403 U.S. 443, 478 
[the prosecution had to prove that the evidence seized was 
within the grasp of the arrestee]: People v. Lewis, 26 N.Y. 
2d 547,260 N.E.2d 538,311 N.Y.S.2d 905(1970) [when a 
suspect is arrested in his apartment, a search of his car is 
not proper] . 
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of the officer. It must also prove that the officer had a 

right to be where he was when he saw the object.
15l 

Generally, the legality of a policeman's presence 

may be proved by showing: 

l. he was present to make a lawful arrest; 

2. he was present with a warranti or 

3. he was on the premises with consent of the owner 
or occupant. 

.D.122 Federal courts also require the prosecution to prove 

h h d ' 'd t 152 h t at t e 1scovery was 1na verten . A recent Fourt 

Circuit decision, however, indicates that lower courts do not 

1 ' h' f l'nadvertence.
153 

a ways requlre a s oWlng 0 

(iii) consent 

1,D.123 In contrast to the minimal showing required in the 

previous two sections, a heavy burden to show voluntariness 

'h 't h 154 1S on t e government 1n consen seara es. Clear and 

convincing proof of consent must be offered. 155 Lower federal 

l51Harris v. United States, 390 U.s. 234, 236 (1968); 
People v. Gatti, 29 App. Div.2d 617, 285 N.Y.S.2d 437 (4th 
Dep~1967); Commonwealth v. Fields, Mass. ,319 N.E.2d 
461, 463 (1974) i state in Interest of--ZC-C., 115N.J. Super. 77, 81, 
278 A.2d 225, 227 (App. Div. 1971). The intrusion that brings 
the officer within plain view of the object may be under 
warrant or under one of the exceptions to the warrant rule. 
Coolidge v. New Hampshire, 403 U.s. 443, 465. 

152coolidge v. New Hampsl!ire, 403 U.s. at 469. 

153United States v. Bradshaw, 490 F.2d 1097, 1101, n. 3 
(4th Cir. 1974). 

154Bumper v. No£~h Carolina, 391 U.s. 543, 548 (1968). 
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courts distinguish between consent given in custody and 

consent given out of custody. 156 Recently, the Supreme Court 

also implied that the burden on the government varies depending 

on whether the defendant was in or out of custody when he gave 

157 consent. In general, a slightly higher standard of proof 

is required in cases where consent was. given while the 

defendant v;ras in police custody. l57A Some courts use the language 

158 
of presumption to describe this standard, but it would be 

more accurate to think of it as a "favored inference." 

While New York and New Jersey clearly follow federal 

practice, the situation in Massachusetts is not clear. The 

Autobenedetto decision, in 1974, required the prosecution to 

l56United states v. Montas, 421 F.2d 215, 223 (5th Cir.), 
cert. denied, 397 u.S. 102~I970) [postal inspector asked 
employee two routine questions] i United St~tes v. Candella, 
469 F.2d 173, 175 (2d Cir. 1972) [defendant under arrest, 
pointed locations of handguns after he was informed of his 
rights] i United States ex reI. Dunham v. Quinlan, 327 F. 
Supp. 115, 123 (S.D. N.Y. 1971) [defendant under arrest, 
gave keys of his apartment to sheriff and told him to search 
it after he was advised of his rights]. Findings of consent 
were upheld in all cases. 

l57Schneckloth v. Bustam?~te, 412 U.S. 218, 248 (1973). 

We hold only that when the subject of a search is 
not in custody and the State attempts to justify a 
search on the basis of his consent, the Fourth and 
Fourteenth Amendments require that it demonstrate 
that the consent was in fact volunarily given, and 
not the result of duress or coercion, express or 
implied. 

l57AUnited States v. Abbott, 20 Crim. L. Rptr. 2343 (10th 
Cir. Jan. 6, 1977) (The court applied a waiver test to consent 
searches while ignoring Schneckloth). 

l58United States v. Elrod, 318 F. Supp. 524, 526 (E.D. La. 
1970), aff'd, 441 F.2d 353 (5th Cir. 1971). 
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show the legality of a warrantless search for the first time. 

The standards applicable to the showing are not yet 

established. Previously a policeman's testimony was adequate 

proof of voluntariness.
159 

Now, this would probably not be 

sufficient. 

(iv) Stop and frisk 

All four jurisdictions require the prosecution to 

justify a "frisk" preceded by a temporary detention. 160 

Massachusetts has a statutory provision governing "stop and 

frisk." The courts construe it to conform with requirements 

161 set out in federal cases. 

(v) Exigent circumstances 

A final exception to the prohibition of warrantless 

searches is where officers reasonably should not be expected 

to obtain a search warrant. In these cases the prosecution 

must show that the officers reasonably believed the evidence 

or objects sought would be destroyed or removed if not seized 

immediately. 162 

l59Cornrnonwealth v. Garreffi, 355 Mass. 428, 431, 245 
N.E.2d 442, 445 (1969). 

l60United States v. Cupps, 503 F.2d 277, 280-81 (6th 
Cir. 1974); People v. Mac~26 N.Y.2d 311, 315, 258 N.E.2d 
703, 707, 310 N.Y.S.2d~, 296 (1970); state v. Dilley, 49 
N.J. 460, 464, 231 A.2d 353, 357 (1967). See generally, 
Terry v. Ohio, 392 U.S. 1 (1968). 

l61Mass . Gen. Laws Ann. ch. 41, §98 (1973). Commonwealth 
v. Anderson, Mass. , 318 N.E.2d 834 (1974). 

l62Schmerber v. California, 384 U.S. 757, 770-71 (1966) 
[blood samples taken befor~ alcohol dissipated]; Carroll v. 
United States, 267 U.S. 132, 159 (1925) [search of an 
automobile immediately after the chase]; People v. McIlwain, 
28 App. Div.2d 711,281 N.Y.S.2d 218 (2d Dept. 1967) [entry 
by officer seeking narcotics after hearing a toilet flush]. 
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Airport body searches are the most rec~nt exception 
,-

to the search warrant rule. In general, the courts require 

the government to show that from all the facts available to 

the officer, he was justified in taking immediate action. 163 

c. Electronic surveillance 

1,D. 128 After the defendant makes a minimal showing required 

for a hearing, the prosecution bears the burden of persuasion 

on most of the issues raised. The standard of proof required 

is preponderance of the evidence, but the burden itself varies 

with the issue. 164 If violation of the governing statute 

rises to a "constitutional" level the prosecution must show 

compliance with the statute. On the other hand, if the 

violation is "ministerial," the government may show substantial 

compliance or good faith on the part of the officers to carry 

its burden and avoid suppression. 

The defendant must prove that the government failed 

t ... h' . 165 o mlnlmlze t e lnterceptlons. This is rather difficult 

because the courts apply a general good faith test to 

163See United States v. Moreno, 475 F.2d 44, 48-50 (5th 
Cir. 1973TT United States v. Bell, 464 F.2d 667, 672 (2d Cir. 
1972) i United States v. Slocum,~64 F.2d 1180, 1183 (3d Cir. 
1972); United States v. Epp~on, 454 F.2d 769, 770-71 (4th 
Cir. 1972); People"v. Boyles, 73 Misc.2d 576,578,341 N.Y.S. 
2d 967, 969 (Sup. ct., Queens County 1973); State v. Adrons, 
125 N.J. Super. 587, 312 A.2d 642 (App. Div. 1973). 

164Eiee 1,D. 79, n. 62, .?~_pr~, for a list of issues. 

165United States v. Cox, 462 F.2d 1293, 1300-01 (8th Cir. 
1972), ~er:r-:-den\9d, 417 rcs. 918 (1974). 
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establish proper minimization. 166 

11D.130 Failure to notify the defendant after a tap may be 

grounds for suppression. 167 Where this is an accepted basis 

for suppression, the- defendant is usually required to show 

f '1 t t' f 1 It' , d' 168 al ure 0 no l y P us resu lng preJu lce. 

d. In-court identification . 

11D.131 To defeat a motion to suppress an in-court 

166Interception of all calls is not failure to minimize 
per se. United States v. James, 494 F.2d 1007, 1018 
(D.C. Cir. 1974), cert. denied sub nom. Tantillo v. 
United States, 419 U.S. 1020 (1975) ;:state v. Dye, 60 
N.J. 518, 534, 291 A.2d 825, 833 (1971), cert. denied, 
409 U.S. 1090 (1972). Even if the defense can show im
proper minimization, a showing of good faith by the pros
ecution will prevent suppression. United States v. King, 
353 F. Supp. 523, 541-44 (S.D. Ca. 1971), rev'd on other 
grounds, 478 F.2d 494 (9th Cir. 1973), cert. denied, 417 
U.S. 920 (1974); United States v. Curreri, 363 F. Supp. 
430, 437 (D. Md. 1973); People v. Solomon, 75 Misc. 2d 
847, 849-50, 348 N.Y.S.2d 673, 676-77 (Sup. Ct., Kings 
County 1973); State v. Molinaro, 122 N.J. Super. 181, 
182, 299 A.2d 75 (App. Div.), cert. denied, 62 N.J. 574 
303 A.2d 327 (1973); State v. LaPorte, 62 N.J. 312, 316, 
301 A.2d 146, 148 (1973) [search of car subjected to less 
stringent standards than in federal cases]; Commonwealth 
v. Duran, 363 Mass. 229, 231 N.E.2d 285, 287 (1972) [suit
cases unidentifiable except upon arrival, were seized 
at the airport]. For further discussion see Coolidge 
v. New Hampshire, 403 U.S. 443, 474-84; United States 
v. Bradshaw, 490 F.2d 1097 (4th Cir. 1974). 

167The circuits split on this issue. The Fourth and 
Sixth Circuits held failure to notify is grounds for 
suppression, while the Second Circuit did not find it 
sufficient to suppress. See, e.g., United States v. Donovan, 
513 F.2d 337, 343 (6th Cir:--19-~[grounds for suppression] i 
United States v. Rizzo, 492 F.2d 443, 447 (2d Cir.) [not 
grounds for automatic suppression], cert. denied, 417 U.S. 
944 (1974). 

168United States v. Iannelli, 477 F.2d 999, 1003 (3d Cir. 
1973), aff'd, 420 U.S. 770 (1975); People v. Tartt, 71 Misc. 
2d 955, 959, 336 N.Y.S.2d 919, 923 (Sup. Ct., Erie County 
1972) i People v. Hueston, 34 N.Y.2d 116, 356 N.Y.S.2d 272, 
12 0 I 31 "2N":E. 2 d 46 2, 35 6 N. Y . S . 2 d 2 7 2, 2 7 5 -7 6 ( 19 7 4) i cert. \ 
?enied, 421 U.S. 947 (1975); St?te_~~~, 60 N.J. 518, 546, 291 A.2d 
825, 839-40 (1972), ~ert. deni~, 409 U.S. 1090 (1972). 
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identification, based upon a prior illegal identification,169 

the prosecution must show that the in-court testimony comes 

from a legal source. 170 The burden of persuasion is met by a 

d f h . d 171 prepon erance 0 t e eVl ence. 

e. Confessions 

,[D.132 Treatment of confessions is s~mewhat_conJused 

presently. Nevertheless, all four jurisdictions agree that 

when the government introduces an inculpatory statement or 

confession by the defendant, it must prove that it was made 

voluntarily. 172 

,[D.133 The Supreme Court approved the practice of New Jersey 

and Massachusetts when it found proof by a preponderance of 

169See , United States v. Wade, 388 U.S. 218, 223-27 
(1967) aSlffiodified by Kirby v.-rIIinois, 406 U.S. 682 1 687-91 
(1972}i and United States v. Ash, 413 U.S. 300, 313-17 (1973). 

170United States v. Wade, 388 U.S. at 242; People v. 
Bilinski, 40 App. Div.2d 617, 335 N.Y.S.2d 785 (3d Dept. 
1972) ~ Commonwealth v. Cefalo, 357 Mass. 255, 257-58 1 257 N.E. 
2d 921, 923 (1970). 

171Factors to consider in determining independence are: 

1. prior opportunities to observe the defendant; 
2. discrepancies between a pre-line-up description 

and the actual description of the defendant; 
3. previous mistaken identificationsj 
4. pre-line-up identification of the defendant by 

photographYi 
5. failure to identify the defendant on a prior 

occasion; and 
6. time lapse between the crime and the line-up. 

Commonwealth v. Cooper, 356 Mass. 74, 84, 248 N.E.2d 253, 260 
(1969) quoting Unlted States v. Wade, 388 U.S. at 241. 

172Miranda v., Arizona, 384 U.S. 436, 475 (1966); People 
v. Huntley, 15 N.Y.2d 72, 78, 204 N.E.2d 179, 182-83, 255 N.Y. 
S.2a-S38, 843-44 (1965); State v. Yough, 49 N.J. 587, 231 A.2d 
598 (1967). -
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the evidence on this lssue passes constitutional muster. 173 

New York goes beyond this standard to reguire proof beyond a 

reasonable doubt. 174 

'ID. 134 All four jurisdictions submit the question of 

voluntariness to both the judge and the jury. First, the 

judge conducts a hearing on admissibility from which the jury 

is e:xcluded. If he finds the confession "voluntary" for 

constitutional admission purposes, the trial continues with 

the introduction of the evidence. Finally, the judge instructs 

the jury to weigh the confession during its deliberations. 

His previous determination does not preclude a finding of 

175 involuntariness on its part for credibility purposes. 

Arriving at a suitable definition for "voluntary" 

has caused the most confusion in this area of law. "Voluntary" 

173Lego v. Twomey, 404 U.S. 477, 489 (1972); Commonwealth 
v. White~3 Mass. 409, 232 N.E.2d 335 (1967); State v. Yough, 
49 N.J. 587, 600,231 A.2d 598,603-04 (1967). However, the 
New Jersey Supreme Court recommended that state courts switch 
to a "beyond a reasonable doubt ll standard in light of the 
Miranda line of decisions. After Lego v. Twomey, the same 
court cited Yough for the proposition that "beyond a 
reasonable doubt" standard should be applied. The court also 
indicated that Lego might have some effect here. It seems, 
therefore, likely that New Jersey will return to the 
preponderance of the evidence rule. State v. Kelly, 61 N.J. 
283, 294, 294 A.2d 41, 47 (1972). 

174 People v. Huntley, 15 N.Y.2d 72, 78, 204 N.E.2d 179, 
182-83, 255 N.Y.S.2d 838, 843-44 (1965); People v.Thasa, 
32 N.Y.2d 712, 714, 296 N.E.2d 804, 344 N.Y.S.2d 2 (1973). 

1 7 518 U. S . C . A. § 3 5 01 (a) (1 9 6 9); P eo p 1 e v . Hunt ley, 15 
N.Y.2d 72, 78, 204 N.E.2d 179, 182-83, 255 N.Y.S.2d 838, 843-
44 (1965); St.ate v. Tassiello, 39 N.J. 282, 291-93; 188 A.2d 
406, 411-12 (1963) i Commonwealth v. Sheppard, 313 Mass. 590, 
604, 48 N.E.2d 630, 639 (1943). In New York a defendant must 
raise his objections to a confession at trial in order for 
the jury to be charged on voluntariness. People v. Cefaro, 
23 N.Y.2d 283, 288-89, 244 N.E.2d 42, 46, 296 N.Y.S.2d 345, 
350-51 (1968). 
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cnn mean 11 Lru~;tw()rthy"; i'l cnn al so mean \I given with 

full understundillCJ of the cOlwc'<'luC'llces. II 'The crux of 

the issue has come to mCun--did the defendant know about his 

rights to remain silent and to have counsel? Case law has 

developed the knowledge requirement beyond reading Miranda 

warnings upon arrest. Now the government must prove both 

that the defendant had the capacity to understand his rights, 

176 and that he did l in fact, understand them. Any showing of 

misunderstanding on the part of the defendant might refute 

"voluntariness" in the sense of knowledge of the consequences. 

Once the Miranda rules are met, traditional voluntariness 

standards obtain. 177 

f. Harmless error178 

Not all violations of thetonstitution mandate 

suppression or retrial where illegally obtained evidence is 

176United States v. Cox, 487 F.2d 634, 636 (5th Cir. 
1973) [defendant was informed of rights l signed waiver, and 
officers testified to his apparent coherence; confession a&nittedJi 
united States v. Fraizer, 476 F.2d 891, 897 (D.C. Cir. 1973) [expert 
testimony estOblished defenCiant had capacity to understand I'llranda 
warnings given to him]. People v. _Lux, 34 App. Div.2d 662, 310 1~.Y.S.2d 
416 (2d Dept. 1970), aff'd l 29 U.Y.2ci 848 1 277 H.E.2d 923, 328 N'y.S.2d 
2 (1972). [despite low IQ, capacity shown by level of education, 
snplo.'llJ.11ent, and service in the army] . 

177Davis v. North Carolina, 384 U.S. 737, 740-41 (1966); 
Clewis v. Texas, 386 U.S. 707/ 708-09 (1967). In both of 
these cases-;the trial took place before the Miranda decisiOl'l. 
Consequently, the Court looked to Miranda plus traditional 
tests of voluntariness for guidelines-to judge the 
admissibility of the defendants' confessions. 

178Harmlcss error is to be distinguished from clerical or 
ministerial errors where the wrong address is typed on a 
search warrant or the name of the object of a wiretap is 
misspelled on the application. See, e.g., State v. Bisaccia l 

58 N.J. 586, 592, 279 A.2d 675,678 (1971). 
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admitted. On appeal, after the defendant shows that evidence 

was obtained unconstitutionally, the prosecution may prove 

"beyond a reasonable doubt that the error complained of did 

not contribute to the verdict obtained. 11179 At the same time, 

courts recognize, "that there are some constitutional rights 

so basic to a fair trial that their in~raction can never be 

treated as harmless error. 
" 180 

In practice, the Court seems to view all of the 

evidence to decide what impact the challenged elements had on 

the jury's decision. If the evidence was not decisive, the 

d · t 11 d 181 d . 1 . h ver lC usua y stan s, esplte anguage ln C apman 

indicating that if it had any influence at all there was 

reversible error. 182 

11D.138 The federal wiretap statute requires suppression on 

specified grounds. 183 In addition, other violations of the 

179Chapman v. ~alifornia, 386 U.S. 18, 24 (1967). 

180Id • at 23. The Court seems to be referring to 
coerced confessions. It cites Payne v. Arkansas, 356 U.S. 
560, 568 (1958) where it previously held, lithe coerced 
confession vitiates the judgment because it violates the 
Due Process Clause of the Fourteenth Amendment. II 

181Harrington v. California, 395 U.S. 250, 254 (1969); 
Milton v. Wainwright, 407 U.S. 371, 372-73 (1972) [overwhelming 
evidence of the prisoner's guilt, aside from the challenged 
materials, was presented]; People v.Crimmins, 36 N.Y.2d 
230, 237, 326 N.E.2d 787, 791~-:367 N.Y.S.2d 213, 218 (1975); 
State v. Bankston, 63 N.J. 263, 273, 307 A.2d 65, 70 (1973); 
Commonwealth-~v. 'McDonald, Mass. , 333 N.E.2d 189,192 
(1975). See-also united Statesv. Hunt, 20 Crim. L. Rptr. 2381 (9th 
cir. Jan. 6, 1977). 

182 Chapman v. C~li~9En~~, 386 U.S. at 23-24. 

18318 U.S.C.A. §2518 (1» (c) (1970). 
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statute have been held bases for suppression. 184 As with 

constitutional errors, not all statutory violations result in 

automatic suppression. For instance, the Third Circuit 

affirmed a lower court's refusal to suppress wiretap evidence 

where the purpose of the violated provision had been served 

and the defendant failed to demonstrat~ prejudice or 

intentional neglect on the part of the government. 18S 

E. Fruit of the Poisonous Tree 

Evidence derived from other illegally obtained 

evidence must be suppressed. This "fruit of the poison tree 11 

doctrine was set out by the Supreme Court in Silverhorne 

Lumber Co. v. United States. 1B6 The Court refused to admit 

evidence obtained as a direct result of an illegal search 

saying, " ... the knowledge gained by the government's own 

wrong cannot be used in the way proposed. nlB ? 

184United States v. Giordano, 416 U.S. 50S, 528 (1974): 

We are confident that the provision for pre
application approval was intended to playa central. 
role in the statutory scheme and that suppression 
must follow when it is shown that this statutory 
requirement has been ignored. 

185United States v. Kohne, 358 F. Supp. 1053 (W.D. Pa. 
1973) I aff'd, 4B5 F.2d 682(3d Cir. 1973), aff'd, 487 F.2d 
1395 (3d Cir. 1973) [government failed to serve defendants 
with copies of applications and court ([ders for wiretap, 
ten days before the trial). See also United States v. Burke, 
517 F.2d 377 (2d Cir. 1975) (affidavit fai..J.ed to recite 
reliability of informant, but reliability was apparent from 
facts], 

186251 U.S. 385 (1920). 

187Id . at 393. 
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Since Silverthorne, evidence derived from illegal 

wiretaps,188 illegal entry and urrest,189 and illegal line

ups190 has been excluded from trial. 

To determine whether evidence is the fruit of the 

poisonous tree, courts 'look to "[w]hether, granting 

establishment of the primary illegality, the evidence to which 

instant objection is made has been come at by exploitation of 

that illegality .. 11 191 

Standing 1. 

'ID.142 The Supreme Court determined the standing issue by 

1 . 1 h d' 192 ana ogy to Glmp e searc an selzure cases. To suppress 

derivative evidence, a defendant must be the victim of the 

primary illegality. 

2. Attenuation 

~D.143 From the outset, courts recognized that although 

derived from illegal acts some evidence would be admissible. 

188Nardone v. United States, 308 U.S. 338 (1939). 

l89Wong Sun v. United States, 371 U.S. 471 (1963). 

190united States v. Wade, 388 U.S. 218 (1967). 

191Wong Sun v. United States, 371 U.S. at 388. See also 
People v. Robinson, 13 N.Y.2d 296, 301, 196 N.E.2d 26r;-2~ 
246 N.Y.S.2d 623 (1963). 

192Goldstein v. United States, 316 U.S. 114, 121 (1942): 

... the federal courts in numerous cases, and 
with unanimity, have denied standing to one not the 
victim of unconstitutional search and seizure to 
object to the introduction in evidence of that 
which was seized. A fortiori the same rule should 
apply to the introductl~ol:evidence induced by 
the use or disclosure thereof to a witness other 
than the victim of the seizure. 
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If the knowledge was gained from an independ~nt source,193 

or if the connection between the acts- and the evidence becomes 

"so attenuated as to dissipate the taint,I1194 it may be 

introduced at trial. 195 

1935ilverthorne Lumber Co. v. United States, 251 u.s. at 
392. Some courts suggest that if derivative evidence would 
have been discovered through lawful investigation, it should 
be admissible regardless of illegal police activity. Roberts 
v. Ternullo, F.2d , 18 Crim. L. Rptr. 2415 (2d Cir., Jan. 
71 1976) i PeoPle v. FItzpatrick, 32 N.Y.2d 499. 300 N.E.2d 
139, 346 N.Y.S.2d 793 (1973), cert. denied, 414 u.S. 1033 (1974). 
The Fifth Circuit recently rejected this VJ.ew. United States V. Castellana, 
488 F.2d 325 (5th Cir. 1974). 

194Nardone v. United States, 308 U.S. at 341. Dissipation 
of the taint is often proved in confession cases by demonstrat
ing that the confession was an act of free will. Wong Sun v. 
United States, 371 U.S. at 491. The court must judge free 
will according to the facts of each case. For instance, in 
Brown v. Illinois, 422 U.S. 590, 605 (1975), the Court found a 
confession made two hours after an illegal arrest insufficiently 
attenuated for admission. See also State v. Hodgson, 44 N.J. 
151, 156-57, 207 A.2d 542, 545/-cert~ denied, 384 U.S. 1021 
(1965) . 

195Nardone V. United States, 308 U.S. at 341: 

... the trial judge must give opportunity, however 
closely confined, to the accused to prove that a 
substantial portion of the case against him was a 
fruit of the poisonous tree. This leaves ample 
opportunity to the Government to convince the trial 
court that its proof had an independent origin. 

On remand to the Second Circuit, the admission of evidence in 
Nardone was upheld. United States V. Nardone, 127 F.2d 521 
(2d Cir.), cert. denied, 316 U.S. 698 (1942). Judge Leonard 

Hand found that evidence, obtained after police uncovered 
illegal evidence, was properly admitted. The illegal evidence 
contributed to the prosecution only insofar as it convinced 
police to continue the investigation. Commenting on the 
previous Supreme Court rulings, Hand wrote: 

Such expressions indicate no dispositions towards 
the refinements inevitable in deciding how far the 
illicit information may have encouraged and sustained 
the pursuit. We hold that, having proved-to the 
satisfaction of the trial judge that the "taps" and 
telegrams did not, directly or indirectly, lead to the 
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3. Allocation of burdens 

1,D. 144 The defendant has the initial burden to show that 

the evidence introduced against him derives from illegal police 

activity. Once this is done, the government must convince 

the trial court that the "fruit" is either purged of the 

primary illegality or removed enough to be attenuated from it. 

4. Collateral uses 

1,D .145 Unlawfully obtained evidence may, however, be used 

at trial on issues other than guilt. Illegally seized evidence 

or voluntary, but otherwise illegal, confessions may be 

introduced to impeach the defendant's testimony.196 Further, 

illegally seized evidence may be admitted during trial to 

refresh a witness's memory.197 

195 (continued) 
the discovery of any of the evidence used upon the 
trial, or to break down the resistance of any unwilling 
witnesses, the prosecution had purged itself of its 
unlawful conduct. Id. at 523. 

Also, in Brown v. Illinojs, 422 U.S. at 604, the Supreme Court 
held that the burden of showing the voluntariness of a 
confession made in custody after an illegal arrest is on the 
prosecution. Factors to be considered are: 

1. temporal proximity of arrest and confession; 
2. presence of intervening circumstances; and, 
3. purpose and flagrance of official misconduct. 

196Monroe v. United States, 234 F.2d 49, 56-57 (D.C. Cir.), 
cert. deniecr;-352 U.S.-S73IT956). 

197Walder v. United States, 347 U.S. 62 (1954) [search 
and seizure)-;-Harris~-New-~k, 401 U.S. 222 (1971) 
[confession]; oregon v. Bass, 420 U.S. 714 (1975). Recently, 
NeW Jersey adopted the impeachment exception for the use of 
unconstitutionally obtained confessions in State v. Miller, 
67 N.J. 229, 337 A.2d 36 (1975). The impeachment exception 
is also applicable to wiretaps. united States v. Caron, 
474 F.2d 506 (5th Cir. 1973). 
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'lb ' f ' 198 In Gl ert v. Call_ornJ~, the Supreme Court 

excluded from a penalty hearjng testimony derived from an 

'II 1 l' 'd t'f' , 199 1 ega lne-up J ·en l.lcatlon. Some lower courts admit 

such evidence at sentencing hearings for various reasons. 200 

Involuntary confessions are treated differently. 

Some courts reject them because admission conficts with 

f d t 1 f ' 201 un amen a alrness. 

~ID. 148 Finally, illegally obtained evidence is admissible 

1 ' d' 1 't' I' bl 202 at paro e reVocatlon procee lngs, so ong as 1 lS re la e. 

F. Appeal 

~ID. 149 In federal courts, a defendant may raise the 

suppression decision during his appeal after conviction. In 

contrast, the government may appeal the ruling directly under 

198388 U. S. 263 (1967). 

199Id . at 272-74. 

200United States v. Schipani, 435 F.2d 26, 28 (1970), 
cert. denied, 401 U.S. 98~97IT [illegal wiretap evidence 
was admitted in sentencing hearing where it was reliable and 
it was not gathered to improperly influence sentencing] i 
Armpriester v. United States, 256 F.2d 294, 297 (4th Cir. 
1958) [illegally obtained confession not sufficient grounds 
to vacate sentence because no prejudice to defendant was 
shown]. Contra, United States v. Weston, 448 F.2d 626, 
631-32 (9th Cir. 1972) and Verdugo v. United States, 402 
F.2d 599, 610-13 (9th Cir. 196~ See also, People v. Jackson, 
20 N.Y.2d 440, 231 N.E.2d 7221 285 N.Y.S.2d 8, cert. denied, 
391 U.S. 928 (1967) [involuntary confessions inadmissible at 
sentencing hearings). 

201United States ex reI. Brown v. Rundle, 417 F.2d 282, 
284-85 (3d -Cir. 1969). 

202United States ex reI. Sperling v. fitzpatridk, 426 F.2d 
1161, 1163(1970)-.----·--·--·--·--
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18 U.S.C. §373l (Supp. 1976). The appeal must be made before , , 
the defendant is put in jeoPfrdYI and after the United States 

attorney certifies that the action is not dilatory and that 

the evidence is substantial proof of a material fact. 

The federal electronic surveillance statute 

specifies that in addition to other rights of appeal, the 

government may appeal the granting of a motion to suppress. 

Again, the U.S. attorney must certify that the appeal is not 

made for delay. Notice of appeal must be filed within thirty 

days of the order.
203 

1/0.151 New York's Criminal Procedure Law permits defendants 

to appeal the denial of a motion to suppress upon an appeal 

f h 
.. 204 

o t e convlctlon. The People may appeal as of right after 

filing a notice of appeal and a statement asserting that the 

deprivation of evidence makes it almost impossible to pursue 

the prosecution to conviction. 205 

110.152 In New Jersey, both the State and the defendant may 

appeal a suppression decision with leave of the Appellate 

Division. 206 The state wiretap statute specifically provides 

for an immediate appeal by the State provided the officer who 

203 18 U.S.C.A. §25l8 (10) (b) (1970) 

204N. Y. Crim. Pro. Law §7l0. 70 (2) (McKinney 1971). 

205N. y . Crim. Pro. Law §§450.20(8), 450.50 (McKinney 
1971) . 

206 See N.J. Court Rules 2:3-1 [Appeals by the state in 
Criminal Actions], 2:5-6(a) [Appeals from Interlocutory 
Orders, Decisions, and Actions], and 2:2-3 [Appeals to the 
Appellate Division from Final Judgments, Decision, Actions, 
and from Rules] . 
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authorizes the tap certifies that the appeal is not taken for 

purposes of delay.207 

~D.153 Massachusetts permits the defendant to appeal after 

the trial. In addition, interlocutory appeal may be made upon 

application of either party, provided a justice or the chief 

justice of the Supreme Judicial Court determines an immediate 

appeal would facilitate the administration of justice. 208 

4) ISSUES AT TRIAL 

SmW1ARY 

"D.154 The admissibility of tape recordings, after 

constitutional and statutory objections are met, is an 

evidentiary issue. A foundation must be laid that the device 

works, the operator was competent, and that the recording is 

authentic. A showing of compliance with statutory sealing 

requirements must also be made. Before a recording can be 

introduced, the parties speaking must be identified and it 

must be shown that the recording is complete. Evidentiary use 

of tape recordings include direct evidence, impeacr~ent, and 

witness recollection refreshment. Techniques of presenting 

tape recordings includes the use of ear phones, public address 

systems, and transcripts. 

207 N.J. Stat. Ann. §2A-156A (1971) I as amended, (Supp. 1977). 

208Mass . Gen. Luws Ann. ch. 278, §28E (Supp. 1976). 
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A. Introduction 

The great weight of authority sanctions the use of 

sound recordings obtained through electronic surveillance 209 

where the matters recorded are competent and relevant,2l0 

209As used in these materials the term electronic 
surveillance generally includes wiretapping and 
bugging, although the terms electronic surveillance 
and wiretapping are sometimes used interchangeably. 
Wiretapping generally refers to the interception 
and recording of a communication transmitted over a 
wire from a telephone, without the consent of any of 
the participants. Bugging generally refers to the 
interception (and recording) of a communication 
transmitted orally, without the consent of any of 
the participants. [For other terms of surveillance, 
see Appendix liB," ""B.I-B. 80, supra.] The term 
consensual surveillance refers to the overhearing, 
and usually the recording, of a wire or oral 
communication with the consent of one of the parties 
to the conversation. See also Appendix IIA", 
~~A.l-A.43, supra. 

See Report of the National Commission for the Review of 
Federal and State Laws Relating to Wiretapping and Electronic 
Surveillance xiii (1976). 

2l00nly evidence that is competent and relevant is 
admissible. J. Wigmore, Evidence §§9-l2 (3d ed. 1940). See 
also Fed. R. Evid. 40l-03~ For discussion of issues concerning 
sound recordings, see generally Annot., IIAdmissibility in 
Evidence of Sound Recording as Affected by Hearing and Best 
Evidence Rules,lI 58 A.L.R.3d 598 (1974); Annot., "Omission or 
Inaudibility of Portions of Sound Recordings as Affecting Its 
Admissibility in Evidence,lI 57 A.L.R.3d 746 (1974); Annot., 
IIAdmissibility, in Criminal Prosecutions, of Evidence Secured 
by Mechanical or Electronic Eavesdropping Devices," 97 
A.L.R.2d 1283 (1964); Annot., "Identification of Accused by 
Voice," 70 A.L.R.2d 995 (1960); Annot., "Admissibility of 
Sound R8cording as Evidence in Federal Criminal Trial," 10 
L.Ed.2d 1169 (1964). See also ABA Standards for Criminal 
Justice: Electronic SurVeiTl<li1be (approved draft 1971); ABA 
Standards for Criminal Justice: Discovery and Procedures 
before Trial (approved draft 1970); Zuckerman and Lyons, 
"Strategy and Tactics in the Prosecution and Defense of 
Complex Wire-Interception Cases," Commission Studies: National 
Commission for the Review of Federal and State Laws Relating 
to Wiretapping and Electronic Surveillance 25-59 (1976) 
[hereinafter cited as Commission Studies]. 
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and the recordin0s wcro mndc' in compl iance with the various 

wiretap statutes. 2Jl Sound recordings may prove to be an 

invaluable aid to the court and the jury. In fact, a sound 

recording may be more satisfactory and persuasive evidence 

than written and signed documents or oral testimony of 

witnesses, who must rely solely upon their memories. 212 Sound 

recordings are used for a variety of purposes. In the majority 

of instances, they are used as independent evidence of the 

fact in question,213 but they may also be used to corroborate 

211The 24 jurisdictions which have enacted wiretap 
statutes and their respective statutes are: 18 U.S.C. §§2510-
2520 (1968); Ariz. Rev. St;qt. Ann. §§13-1051 to -1061 (Supp. 
1973); Colo. Rev. Stat. Ann. §§16-15-101 to -104, 18-9-301 
to -310 (1973); Conn. Gen. Stat. Ann. §§53a-187 to -189, 
54-41a to -41s (Supp. 1975); Del. Code Ann. tit. 11, §§1335-
36 (1974) i D.C. Code Ann. §§23-541 to -556 (1973); Fla. State 
Ann. §§934.01 -.10 (Supp. 1975); Ga. Code Ann. §§26-3001 to 
-3010 (1972); Kan. Stat. Ann. §§22-2514 to -2519 (1974); Md. 
cts. & Jud. Pro. Code Ann. §§10-401 to -408 (1974); Mass. Gen. 
Laws Ann. ch. 272 §99 (Supp. 1975); Minn. Stat. Ann. §§626A.01. 
to -.23 (Supp. 1975); Neb. Rev. Stat. §§86-701 to -707 (1971); ~ 
Nev. Rev. Stat. §§179.410 to .515, 200.610 to .690 (1973); 
N.H. Rev. Stat. Ann. §§570-A:1 to -A:11 (1974); N.J. Stat. 
Ann. §§2A:156A-1 to -26 (1971) i N.M. Stat. Ann. §§40A-12-
1.1 to -1.10 (Supp. 1973); N.Y. Crim. Pro. Law §§700.05 
to .70 (McKinney 1971), N.Y. Penal Law §§250.00 to .20 
(McKinney 1967); Ore. Rev. Stat. §§133.73 to .727 (1975); 
R.I. Gen. Laws Ann. §§12-5.1-1 to -16 (Supp. 1974); S.D. 
compiled Laws Ann. §23-13A-1 to -11 (Supp. 1974); Va. Code 
Ann. §§19.2-66 to -70 (197G)i Wash. Rev. Code Ann. 
§§9.73.030 to .100 (Supp. 1974); Wis. Stat. Ann. §§968.27 to 
.33 (Supp. 1975). 

212See ~ID.169, infra. 

213See , e.g' l Zamloch v. United States 193 F.2d 889 (9th 
Cir.) cer~dei1ied,-:ff3-U-:-S. 9'34 (1952) [conspiracy]; 
Gil1ars v. unite-Ci-States, 182 F.2d 962 (D.C. Cir. 1950) 
(treason1 i Unlted'States v. Schanerman, 150 F.2d 940 (3d Cir. 
1945) [briberY):""'----- ,.--.----
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.... 

. 214 . 215 other eVldence, to impeach the credibility of a w~tness, 

or to refresh the memory of a witness. 216 Before a sound 

recording may be used, however, a proper foundation must be 

laid. 217 The usual procedure followed in determining the 

admissibility of a sound recording is having the trial judge 

listen to the recording out of the presence of the jury and 

rule on its admissibility as a matter of law. 2l8 

B. Objections to the Tape Recording as a Whole 

The rule against hearsay is often invoked when a 

tape recording is offered into evidence. The ability to 

cross-examine to determine the weight to be given to a 

particular piece of evidence is a characteristic feature of 

Anglo-Saxon trial advocacy. The objection is sometimes made 

that a tape recording cannot be cross-examined or that its 

contents are hearsay. Neither objection is sound without a 

careful examination of the facts, for while the tape cannot 

be cross-examined, its operator may be, and the rule against 

214Kilpatrick v. Kilpatrick, 123 Conn. 218, 225, 193 A. 
765, 768 (1937) [conversation testified to was simultaneously 
recorded] i People v. Hornbeck, 277 App. Div. 1136, 101 N.Y.S. 
2d 182 (2d Dept. 1950) [complaining v"itness in rape testified 
to conversation with defendant which had been recorded at her 
end of the line]. 

2158ee "D. 191, infra. .----

216See "D. 192, in fra. ---
2l7See ,'D. 160, infra. ---
2l8TOdisco v. United S~ates, 298 F.2d 208, 211 (9th Cir. 

1961), cert. denied~-'-3b8-U:~~:,.--gs9 (1962) i State v. Driver, 
38 N.J. 255,288, 183 A.2d b55, 672 (1962). 
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hearsay itself is fraught with exceptions and qualifications. 219 

Hearsay objections may, for example, be defeated by: 

1. the co-conspirator rulei 

2. the admissions exception; 

3. the declaration against interest exceptioni and 

4. the good hearsay rule. 

Where a conspiracy is invo1ved,220 statements of co

conspirators which incriminate the defendant are admissible. 221 

These statements, however, must be made during the course of 

the conspiracYi 222 they also must be made in the furtherance 

of the conspiracy.223 Any other statements do not fall within 

the exception. 

~fD.15 7 If the recorded statement was made by the defendant, 

it is an admission, and it can be used against him.224 If 

219See generally J. Wigmore, Evidence §§669, 1420-27 
(Chadbourne rev., 1970). 

220 In instances where a wiretap is being employed one of 
the charges for which the defendants are indicted is usually 
conspiracy. 

221Fed . R. Evid. 801 (d) (2) (E) defines such statements as 
non-hearsay. N.J. Rules of Evidence, Rule 63(9) (b) make such 
statements an exception to the hearsay rule. 

222Logan v. United States, 144 U.S. 263, 309 (1892); 
United States v. Cox, 449-F--:2d 679 (lOth Cir. 1971), cert. 
denied, 406 U.S. 934 (1972) [must be so connected as to be 
considered a part of the conspiracy]. See also Note, 
"Developments in the Law of Conspiracy,"72 Harv. L. Rev. 920, 
983-86 (1959). 

223Commonwealth Va McDermott, 255 Mass. 575, 152 N.E. 704 
(1926); People v. Ryan,-263 N.Y. 298, 305,189 N.E. 225,227 
(1934). 

224Fed . R. Evid. 801 (d) (2) (A) defines an admission as non .... 
hearsay. At common law, it is a well recognized exception to 
the rule against hearsay. 
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the recorded stut.cmcnt wa~; mude by another party, i. e., a 

mere witness, it may also be admissible as a declaration 

against interest. This is a limited exception to the hearsay 

rule. The statement must be harmful to the speaker's 

pecuniary or penal interest. In most instances, the speaker 

must also be unavailable to testify.228 

The purpose of the rule against hearsay is to 

prevent the admission of unreliable or untrustworthy evidence. 

But where the evidence offered is both trustworthy and 

reliable and there is a need to receive the evidence, the need 

for the rule disappears. There has been a trend in recent 

years to accept this urgument. 226 The new Federal Rules of 

o d hOd d th 0 0 0 227 EVl ence ave, In part, a opte . lS posltlon. This 

position should also be adopted when a hearsay objection is 

made to the offer of a tape recording as evidence. Where 

the tapes can be shown to be accurate and authentic and there 

225 See F d R E °d e. . v l . 804(b)(3). 

226 See Dallas County v. Commercial Union Assurance Co., 
286 F.2d 388, 396 (5th Cir~19(1)-[ncwspaper in library]; united 

States v. Iaconetti, 406 F. Supp. 554 (E.D. N.Y. 1971), cert. denied, 
45 U.S.L.W. 3463;:reh. denied, 45 U.S.L.W. 3587 (Jan. 1, 1977); [evidence 
lTDre probative thall ariythingeJ 5e and it deals with an important 
IT1l1ttcr]; united States v. Barbati, 284 F. Supp. 409 (E.D. N.Y. 1968). 
[ci tes Da.lYEls-County-[or-non.:.rTi(::Chani cal application of rule against 
hcarsayT;!-Iew v. Aruda, 51 Hawaii 451, 462 P.2d 476 (S.Ct. ~969) 
[businessmanlSStatsnents to an attoJ:ney] i ~ll v,~~, 104 N.J. 
Super. 586, 250 A.2d 775 (App. Div. 1969) [dicta}. 

227See Fed. R. Evid. 803 (24), 804 (b) (5) [allowing the 
use of hearsay evidence that is as reliable as the other 
listed exceptions]. 
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is a need to receive them, they should be admitted. 228 

Challenges to the admissions of a tape recording may 

also be made on the best evidence rule. It is clear, however, 

that the tape recording is the best evidence of a conve~sation; 

the testimony of a witness to the conversation is only 

secondary. 229 A tape recording, if authentic, is clearly more 

accurate than the memory of a witness. 230 In fact, a 

defendant may be better protected by a tape recording, which 

includes the entire conversation, than by the testimony of a 

mere witness, who is likely to recall only the most crucial 

parts of a conversation. 231 

228 In wiretap cases, the need to receive the material 
is great. Without it, convictions of members of ~he 
higher order cannot be obtained, because they are generally 
not otherwise connected with the criminal conduct. 

The admission of tapes does not, however, solve all 
hearsay problems. Where there is hearsay within hearsay, 
there must be an exception for each to allow them to be 
admitted. Fed. R. Evid. 805. See also Palmer v. Hoffman, 318 
U.S. 109 (1943); Kelly v. Wasserman~N.Y.2d 425, 158 N.E.2d 
241,185 N.Y.S.2d-S:nr-(1959)i Johnson v. Lutz, 253 N.Y. 124, 
170 N.E. 517 (1930). -

229 United States v. Jacobs, 451 F.2d 530, 542 (5th Cir.1971), 
cert. deniect, 405 U.S. 955, reh. denied, 405 U.S. 1049 (1972). [re
collection of witness a year or more after conversation occurred questioned] 
Lindsey v. united States, 332 F.2d 688, 691 (9th Cir. 1964) [recording 
more accurate]; United States v. Klosterman, 147 F. Supp. 843, 
849 (E.D. Pa.), rev. on other groundS, 248 F.2d 191 (3d Cir. 
1957) [recording apt to be more accurate and complete]; State 
v. Dye, 60 N.J. 518, 529 291 A.2d 825, cert. denied, 409 U.S. 
1090-(1972) [defendant has the right to use original tapes for 
purposes of cross-examination or to replay them for the jury]; 
People v. Feld, 305 N.Y. 322, 329, 113 N.E.2d 440, reh. denied, 
305 N.Y. 9~114 N.E.2d 475 (1953) [tapes offered because of 
severe attack upon witness's credibility); People v. Mitchell, 
40 App. Div.2d 117, 118, 338 N.Y.S.2d 313, 315 (3d Dept. 1972) 
[generally admissible] . 

230Monroe v. United States, 234 F.2d 49, 54 (D.C. Cir.), 
cert. denied, 352 U.S. 873, reh. denied, 352 U.S. 937 (1956). 

231 Un ited states v. ~~o?terman, supra n. 229. 
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c. Laying the Foundation 

'ID.160 Before a tape recording may be admitted into 

evidence, a foundation must be laid. The government must show 

that: 

1. the recording device was capable of taping the 
conversation now offered as evidence; 

2. the operator was competent to operate the device; 

3. the recording is authentic, without changes, 
additions, or deletions; 

4. the recording was preserved in a manner that is 
shown to the court; 

5. the speakers are identified; and 

6. the conversation elicited was made voluntarily, in 
good faith, and without inducement. 232 

These facts must be shown in order to prove that the recording 

accurately demonstrates what it purports to demonstrate. 233 

1. Credibility of device 

Before any evidence obtained through the use of 

232S . d ee, e.g., Unlte States v. McKeever, 169 F. Supp. 
426, 430 (S.D. N.Y. 1958), rev. on other grounds, 271 F.2d 
669 (2d Cir. 1959) [defendant wished to offer tapes of 
conversations with the al.leged victim of extortion made 
after the indictment to prOve a prior inconsistent s'tatement]; 
United States v. McMillan, 508 F.2d 101, 104 (8th Cir. 1974), 
cert. denied, 421 U.S. 916 (1975) [quoting McKeever] i State 
v. Driver 38 N.J. 255, 2B7, 183 A.2d 655, 672 (1972) [foun
dation similar to McKeever established where recording is 
offered to corroborate a confession] . 

The precise elements of the foundation are discretionary 
with the judge. Brandow v. United States, 268 F.2d 559 (9th 
Cir. 1959). He must determine if the foundation established 
is such that a jury could find that the tapes are connected to 
the defendant. Carbo v. united States, 314 F.2d 718, 736 
(9th Cir. 1963) ,-cert. denied, 377 u.S. 961, reh. denied, 377 

U. S. 1010 (1964). -But the loca'tion of the tap need not be 
revealed. State v. Travis, 133 N.J. Super. 326, 332, 336 A.2d 
489 (App. Div. 1975)~ 

233 ( See e.g., 3 J. Wigmore, Evidence, §790 Chadbourne rev.~ 
1970). -
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scientific or tcchnical devices may be introduced into 

evidence, it must be shown that the device has a basis in the 

laws of nature, i.e., that it works. When the device is first 

used, this entails lengthy expert testimony. Eventually, 

this burden may be avoided, and the .court may take judicial 

notice of facts which are common knowledge. But a court may 

take judicial notice only where the fact is one of common 

knowledge in the locality of the c~ : and is by its nature 

indisputable 234 or where there is general scientific 

acceptance of the device as a reliable means of ascertaining 

235 the truth. The Second Circuit, in united States v. 

236 Sansone, took jUdicial notice of the general public's 

familiarity with the use of tape recorders and admitted the 

tape recorqing being offered. 237 Taking judicial notice is a 

matter within the judge's discretion. If the judge resists, 

proof is required. 

234Varcoe v. Lee, 180 Cal. 338, 181 P. 223 (1919). 

235State v. Cary, 99 N.J. Super. 323. 

236 231 F.2d 887, 890 (2d Cir.), cert. denied, 351 u.S. 
987 (1956) [defendant's conversation with informer overheard 
by a concealed transmitter and recorded by portable recording 
set two hundred feet away]. 

237 Id . at 890: 

We think that the general public, in this day of car 
telephones, home recording instruments, and amateur 
transmitting and receiving equipment, is sufficiently 
aware of the effectiveness and the weaknesses of 
these mechanical devices so that the party advancing 
the evidence need not lay an elaborate foundation of 
expert testimony in order to be admitted. 
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Once there has been a showing that the device can 

work, it must then be shown thnt the particular device used 

did work. Usually this is done through the testimony of the 

person who operated the device. This task is made simpler if: 

1. a test of the device is made before there is any 
transmission r recording, etc.~ or 

2. a test is made after the interception to ensure 
that the device was working. 238 

The operator may then testify to the results of these tests 

and satisfy the requlrement. 

2. Competency of op~rator 

~D.163 The person who operates the recording device must 

be competent. 239 There is no licensing requirement to operate 

d ' d . 240 b t l'f th t h ' 1 a recor lng eVlce, u e agen as any specla 

238 un ited States v. McMillan, 508 F.2d 101, 104-05 (8th 
Cir. 1974), cert. denied, 421 U.S. 916 (1975) [tapes played 
back immediately after recording to ensure that recorder was 
operating]; United States v. Sansone, 231 F.2d 887, 890 (2d 
Cir.) f cert. denied, 351 U.S. 987 (1956) [test made prior to 
recording]; United States v. McKeever, 169 F. Supp. 426, 430-
31 (S.D. N.Y~958) [testimony that recording device was capable 
of receiving from a distance and recording conversations]; 
State v. Dye, 60 N.J. 518, 528, 291 A.2d 825, cert. denied, 
409 U.S. 1090 (1972) [agents tested device by placing a phone 
call to the tapped phone, a pay phone in a liquor store, and 
conversing briefly with the person who answered; test was 
recorded and tape itself could later be used to corroborate 
agent's testimony] i People v. Vellella, 28 Misc.2d 578, 580-
82, 216 N.Y.S.2d 488-,-490-91 (Ct. of Gen. Sess. N.Y. City 
1961) [explicit testimony by persons who installed and operated 
recorder] . 

239Un ited States v. McKeever, supra, n. 232, at 430. See 
also Monroe v. United States, 234 F.2d 49, 54 (D.C. Cir.), 
cer:E. denied, 352 U.S. 873, reh. denied, 352 U.S. 937 (1956) 
[agent testified to the operation of the recording device, his 
method of operating it, and the accuracy of the recording]. 

240Todisco v. united States, 298 F.2d 208, 211 (9th Cir. 
1961), cert. denied~ 36~U:~-989 (1962) [failure to have 
license if one were required would not render the evidence 
inadmissible] . 
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training or experience quulifying him to operate the device, 

he should include it in his testimony.241 If the agent lacks 

training or experience, however, he must present evidence of 

his competence. 242 

3 . ~uthenticity of recording 
,-.---

While the requisite foundation for tape recordings 

may vary at times, the clement of authenticity is universally 

recognized as required. The agents who conducted the wiretaps 

must testify that the tape recorder accurately recorded what 

was said in the original conversation overheard by the 

monitors. 243 A party or a witness to the conversation may 

also testify that the tape accurately recorded the 

conversation he heard. 

,rD .165 Accuracy includes a showing that no changes, 

additions, or deletions were made. This requirement, in a 

large part, serves to prevent falsification of the tape 

recording. 244 The potential for abuse with skillful editorial 

manipulation can be great. 245 The manipulation can, at times, 

---------------------
241State v. pye, supra, n. 238, at 527, 291 A.2d at 835. 

242United States v. McMillan, 508 F.2d 101 (8th Cir. 
1974), cert. denied, 421 U.S. 916 (1975); State v. Driver, 38 
N.J. 255,287,183 A.2d 655, 672 (1962). 

243united States v. Starks, 515 F.2d 112r 122 (3d Cir. 
1975) [proof of accuracy must be clear and convincing] ; United 
States v. Stubbs, 428 F.2d 885, 888 (9th Cir. 1970), cert. 
denied, 400 U.S. 1009 (1971) [no abuse of discretion whece judge 
found tape to be on the whole accurate and complete]. 

244People v. Nicoletti, 34 N.Y.2d 249, 252, 313 N.E.2d 
3 3 6 I 3 3 8 I 35 6 N. Y . 'EL2 d 85-S; 85 7 - 5 8 (19 5 8) . 

245 Id . See generally Weiss and Hecker, "The Authentication 
of Magnetic Tapes: Current Problems and Possible Solutions," 
Commission Studies 216-40 (1976). 
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be undetectable, but the presence of unusual or unexpected 

sounds or the absence of expected sounds may be an indication 

of falsification. 246 If a challenge based upon suspect sounds 

is made, the burden of proving the accuracy will be upon the 

government. It may be possible to prove that the tapes have 

not been erased, spliced, or altered i~ any way, but the task 

will, in all likelihood, be expensive and arduous since it 

requires expert scientific examination and testimony. 247 It 

is not unusual, however, for the accuracy of the tapes to be 

stipulated by the defendant after constitutional and other 

objections are overcome. 248 

246Signs suggestive of falsification are: 

1. gaps; 
2. transients (abrupt sounds of short duration); 
3. fades (reduction in strength of sound)i 
4. equipment sounds; 
5. extraneous voices; and 
6. information inconsistencies. 

Weiss and Hecker, supra, n. 245, at 216, 220-21. These signs 
may be innocuous, the product of environmental conditions, 
instrument malfunctions, or improper recording technique. Id. 
at 222. But they may also be the sign of purposeful 
falsification by means of: 

1. deletion; 
2. obscuration (making part of recording unintelligible) ; 
3. transformation (changing or rearranging portions to 

alter meaning); or 
4. synthesis (generation of an entirely artificial 

recording) . 

Id. at 223-24. 

247People v. Feld, 305 N.Y. 322, 113 N.E.2d 440, reh. 
denied, 305 N. Y. 924,-114 N.E.2d 475 (1953) [expert called by 
defense to testify that the tapes were not altered]. 

248See , e.g., United States v. James, 494 F.2d 1107 (D.C. 
Cir.), cerE. dei1I"ed'-Sub nom. Tantillo v. united States, 419 U.S. 1020 
(1974) . 
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Integrity is relatnd to authenticity. The integrity 

of the tapes may be shown with pruof that: 

1. the sealing requirements, if any, have been fulfilledi 
and 

2. the chain of custody prevented access to the tapes 
by any unauthorized parties. 

~D.167 The purpose of the sealing requirements 249 is to 

249 18 U.S.C. §2518 (8) (a) (1968) provides: 

. . . Immediately upon the expiration of the period 
of the order or extensions thereof, such recordings 
shall be made available to the judge issuing suc'b. 
order and sealed under his directions. Custody of 
the recordings shall be wherever the judge orders. 

The Sixth Circuit has established the following as the 
minimum requirements for the sealing and custody of tape 
recordings: 

1. recordings shall be placed in cartons, sealed with 
tape, identified by letter designation and initialed 
by the attorney who obtains the sealing order; 

2. the custodian shall maintain separate inventory 
under each court order; 

3. cartons shall be stored in a limited access area, 
used exclusively for staorage of such recordings 
and a log of persons entering shall be kept; 

4. cartons shall be locked in metal file cabinets 
and; 

5. recordings so stored shall only be removed pursuant 
to a court order. 

United States v. Abraham, 541 F.2d 624 (6th Cir. 1976). See 
also N.J. Stat. Ann. 2A:156A-14 (West 1971); N.Y. Crim. 
Pro. Law §700.50 (McKinney 1971). The Massachusetts statute, 
Hass. Gen. Laws Ann. ch. 272, §99(M) and (N) (Supp. 1975) 
does not explicitly require sealing. The integrity re
quirement can be satisfied through proof of custody. 
Commonwealth V. Vitello, Mass. , 327 N.E.2d 819, 844 
(1975) . 
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ensure the integrity of the tapes and to preserve the 

confidentiality of sensitive information. 250 A delay in 

sealing or sealing by someone other than the judge is excusable 

error if a satisfactory explanation can be made for the 

failure, a showing is made that the requirements were 

substantially complied with l and if no. showing is made that 

the defendant was prejudiced. 251 But if there is no explanation, 

the tape recordings are not admissible. 252 

250Un ited States v. Cantor, 470 F.2d 890, 893 (3d Cir. 
1972) [section 2518(8) designed to ensure orders and 
applications are treated confidentially] . 

251 I d. at 893 [although appropriate for judge to seal, 
agent permitted to seal; judge's sealing would not add to 
confidentiality] i united States v. Poeta, 455 F.2d 117, 122 
(2d Cir.), cert. denied, 406 U.S. 948 (1972) 117, 122 (2d 
Cir.), cert. denied, 406 U.S. 948 (1972) [due to mistaken 
impression that issuing judge had to seal, there was a thirteen 
day delay] i People v. Blanda, 80 Misc.2d 79, 362 N.Y.S.2d 735 
(Monroe County cC 1974) [delay from Friday to the following 

Monday excusable] . 

252people v. Nicolleti, 34 N.Y.2d 249, 252, 313 N.B.2d 
336, 338, 356 N.Y.S.2d 855, 857-58 (1974) [explanation offered 
that judge knew of storage arrangements and the tapes were 
needed for transcription and analysis was inadequate explanation 
for lack of seal when measured against the potential for 
abuse through skillful editorial manipulation which may be 
undetectable or detectable only with expensive expert 
analysis]. See also People v. Sher, 38 N.Y.2d 600, 345 
N.E.2d 314, 381 N.Y.S.2d 843 (1976) [tapes previously 
sealed were unsealed two or three days prior to trial for 
purposes of the trial without judicial supervision; even 
without claim of alteration, such a procedure is prohibited; 
failure to comply with sealing requirements renders the 
evidence inadmissible]. Compare United States v. Falcone, 
505 F.2d 478 (3rd Cir. 1974), cert. denied, 420 U.S. 955 
(1975) (where trial court found that integrity of tapes is 
pure, delay in sealing not sufficient reason to suppress even 
though no satisfactory explanation given for delay) with 
United States v. Gigante, 538 F.2d 502 (2d. Cir. 1976) 
(without satisfactory explanation for failure to seal 
"immediately," tapes not admissible even though no evidence 
of alteration). 
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A chain of custody must also be shown. The purpose 

is to both ensure integrity and to provide an additional check 

upon the possibility of falsification. 253 The custodial care 

of the tape recordings must at all times be reasonable. 254 

Once the tapes arc scaled, custody is to be wherever the court 

directs. Often this is with the law enforcement agencies 

because their facilities are, by and large, better equipped 

for safekeeping. 255 The same standard of care applies to the 

253See ~D.164, supra. Sealing itself helps to establish 
claim of custody. People v. Nicoletti supra n. 252 at 253, 
313 N.E.2a at 338, 356 N.Y.S.2d at 858. See also United 
States v. Fuller, 441 F.2d 755, 762 (4th Cir.);-Cert. denied, 
404 u.S. 829 (1971) [where tape made by defendants was seized 
by government agents, they had to establish a claim of custody 
from the time of seizure to the time of trial]. 

254people v. Blanda, 80 Misc.2d 79, 86, 362 N.Y.S.2d 736, 
744 (Monroe County Ct. 1974) [reasonable standards include 
labeling, initialing, cataloging, and safekeeping]. 

255Congress recognized this possibility. S. Rep. No. 
1097, 90th Cong., 2d Sessa 104 (1968) states: 

Most law enforcement agency's facilities for 
safekeeping will be superior to the court's and the 
agency normally should be ordered to retain custody, 
but the intent of the provision is that the records 
should be considered confidential court records. 

See also 18 U.S.C. §2518 (8) (a) and (b) (1968) i N.J. Stat. Ann. 
2a:156A-14 (West 1971) i N.Y. Crim. Pro. Law §700.55(2) 
(McKinney 1971). Mass. Gen. Laws Ann. ch. 272, §99 (N) (1) 
(Supp. 1975) requires storage in a place to which only the 
judge or court personnel have access. Cf. united States v. 
Cantor, 470 F.2d 890, 893 (3d Cir. 1972)[tapes kept by agent] i 
State v. Dye, 60 N.J. 518, 291 A.2d 825, cert. denied, 409 
u.S. 1090-(T972) [tapes kept in prosecutor's office]. 
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custody of th(~ topes duri n9 the investigation and prior to 

sealing evon though this time period is not dealt with in the 

various wiretap statutes. 256 

5. 

The identity of the speakers.·on a recording is 

. 256a essentlal. Dltim"1tely it is a fact question to be decided by 

the jury.2S7 Voice identification is usually a relatively 

simple task, but the government may be forced to present 

extensive evidence of voice identification if the defense 

offers evidence to show that the defendant's voice is not on 

256people v. Nicoletti, 34 N.Y.2d 249, 313 N.E.2d 336, 
356 N.y.s.id7fSS (fg-T4)Ttapes stored in agent's footlocker 
unreasonable]; People v. Blanda, 80 Misc.2d 79, 83-86, 362 
N.Y.S.2d 73S, 7"4f~-f4-(Monro-e--"County Ct. 1972) [tapes kept in 
detective's safe to which no one else had combination and in 
officer's locker to which he had only key found to be 
reasonable custody]. 

256aSee 9gJ]_~J:::.?1:1:.Y Shumkler, IIVoice Identification 
in Criminal Cases under Article IX of the Federal Rules of 
Evidence,1I 49 _'1:'emp.: _~=-.-9..:. 867-79 (1976). 

257 Un ited States v. Whitaker, 372 F. Supp. 154, 163 (M.D. 
Pa.), at"f 'd",--S"03 -P-:-2d l400·"(3cj""-CTr. 1974) (without opinion), 
.c~£~':._.~ta:_I1X~d, 419 U. S. 1113 (197 S) . 
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the tape. 258 Further, voice identification must be 

particularized7 connection of the voices on a tape recording 

to a group of defendants as a whole is not sufficient. 259 

Identification can be made by: 

1. circumstantial "clues" on the tapes themselves 
which identify the speaker; 

2. testimony of anyone familiar with the voice; 

3. expert testimony based upon spectrogram (voice) 
analysis; and 

4. permitting the jury to compare for itself the voice 
on the tape with the voice of the defendant or an 
exemplar of his voice. 260 

Where several possible methods of identification are 

available 261 they should all be used, particularly if the 

258There are few examples in the cases of a defendant 
attacking the prosecution's identification, usually because 
either the defendant identifies himself on the tape, there is 
other evidence of whose voice it is, or he concedes that the 
voice is his own. Usually, also, the defendant recognizes 
that there is no constitutional objection to taking a voice 
exemplar. United States v. Dionisio, 410 U.S. 1 (1973). 

259People v. Abelson, 309 N.Y. 643, 649, 132 N.E.2d 884 I 

886 (1956) [conviction reversed and a new trial ordered where 
agent whose testimony was not based upon personal familiarity 
identified voices as belonging to a group of defendants rather 
than one particular defendant] . 

260A fifth, but not really viable, method of voice 
identification appears in People v. Lubow, 29 N.Y.2d 58, 272 
N.E.2d 331, 323 N.Y.S.2d 829--(i!971).--There, no evidence of 
voice identification was offered by the prosecution. Instead, 
the judges (there was no jury) were given transcripts of the 
tapes to use as aids in listening to the tapes. The transcripts 
were not admitted into evidence. These transcripts identified 
the speakers by name. The defense counsel made no objection. 
Id. at 68, 272 N.E.2d at 336, 323 N.Y.S.2d at 835. 

261Mos t tapes will contain some circumstantial eviderice 
identifying the speaker as the defendant. Moreover, the agent 
monitoring the wiretap often will become familiar with the 
defendant's voice either through pre-wiretap investigation 
or post-wiretap questioning. 
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defendant challenges the identification. 262 

Generally, the most effective means of voice 

identification is through the use of circumstantial evidence.
263 

The most direct source of evidence is, of course, those tape 

recordings in which the parties to the conversations identify 

themselves by name. 264 The tapes may also reveal a planned 

course of action. Where the plan is later carried out by the 

defendants, this is circumstantial evidence identifying the 

262 Un ited States v. Cox, 449 F.2d 679, 689 (10th Cir. 
1971), cert. denied, 406 U.S. 934 (1972) [circumstantial and 
agent]; Chapman v. United States, 271 F.2d 593 (5th Cir. 1959), 
cert. denied, 362 U.S. 928 (1960) [officer taping conversation 
testified to identity on tape and own familiarity]; united 
States v. Moia, 251 F.2d 255 (2d Cir. 1958) [voice 
identifica'tion and eyewitness identification]; United States 
v. Sample, 378 F. Supp. 44, 51-54 (E.D.'Pa. 1974) [spectrogram 
and eyewitness] i united States v. Kohne, 358 F. Supp. 1053, 1 
1058 (W.D. Pa.), aff'd, 485 F.2d 682, aff'd, 487 F.2d 1395 
(3d Cir. 1973), cert. denied, 417 U.S. 918 (1974) [agent plus circumstantial]. 

See generally, Zuckerman and Lyons, .?upra, n. 210, at 45-46. 

263Carbo V. united States, 314 F.2d 718, 738 (9th Cir. 
1963), ce~deni'ed, 377 U.S. 953 , reh. denied, 377 U.S. 
1010 (1964) [conversation recorded by two independent means] ; 
state v. Molinaro, 117 N.J. Super, 276, 291, 284 A.2d 385, 
393 (Essei County ct. 1971), rev. on other grounds, 122 N.J. 
Super 181,299 A.2d 750 (App. Div. 1973) [non-criminal conversation 
circumstantial evidence tending to establish identity]. 

264 Un ited States v. Cox, 449 F.2d 679, 689 (10th C~~. 
1971), cert. denied, -406 U.S. 934 (1972) [voice on tape said 
"this is Maurice"; defendant was Maurice LaNeari phone also 
registered to defendant]; Palos v. United States, 416 F.2d 
438, 440 (5th Cir.), cert.·'-denied, 397 U.S. 980 (1969) 
[government informant-dlalednumber registered to defendant, 
asked "Palitos?", and received response "yes, this is he."]; 
United States V. Kohne, 358 F. Supp. 1053, 1058 (W.D. Pa.), 
aff'd, 485 F.2d 682;-aff'd, 487 F. 2d 1395 (3d Cir. 1973) 
Qert. denied, 417 U.S. 918 (1974) [voice of defendant identified by refer
ences to "Frank" on tape of conversations oveheard on wiretap of defendant's 
phone] . 
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265 defendants as the speakers. The defendant's voice may 

also be identified by evidence linking him to placing a phone 

call at the time the monitors were activated. 266 In each 

instance; however, the identification evidence must be linked 

to the defendant, and where the connection is not readily 

apparent, testimony should be given explaining the connection. 

,[D.171 Voice identification may also be by opinion 

testimony which is based upon hearing the voice at any time 

under circumstance connecting it with the alleged spea.ker. 267 

Such testimony may be given by a witness who was acquainted 

with the speaker,268 a government agent, including one who 

265United States v. McMillan, 508 F.2d 101, 105 (8th 
Cir. 1974), cert. denied, 419 U.S. 916 (1975) [plan enacted 
by speakers]; United States v. Bonanno, 487 F.2d 654, 659 (2d 
Cir. 1973) [substance of communication may be sufficient to 
form a prima facie case]; United States v. Alper, 449 F.~d 
1223, 1229 (3d Cir. 1971), cert. denied, 405 U.S. 988 (1972) 
[similarity of content of calls known to have been made to 
other parties] . 

266 United States v. Moia, 251 F.2d 255, 257 (2d Cir. 
1958) [testimony-that defendant entered phone booth to answer 
incoming call); State v. Dye, 60 N.J. 518, 528, 291 A.2d 
825, cert. denied,4(5"9 U.S-.-I090 (1972) [defendant walked 
tow"trd phone which was out of sight in liquor store before 
each call came over monitor) . 

267Fed . R. Evid. 901 (b) (5). 

268United St.ates v. Whitaker, 372 F. Supp. 154, 162 
(M.D. Pa.), aff 1 d, 503 F.2d 1400 (3d Cir. 1974) [without 
opinion], cert denied, 419 U.S. 1113 (1975) [identification 
by woman who knew defendant]; State v. Vanderhave, 47 N.J. 
Super, 483, 488, 136 A.2d 296,:299 (App. Div. 1957), aff'd 
sub nom., State v. Giordinia, 27 N.J. 313, 142 A.2d 609 
(1958) [identificationbyswitchboard operator who overheard 
conversation) . 
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conducted the wirctap,269 or a party to the tapped 

conversation who consented to the wiretap. 270 Familiarity 

with the voice may be acquired before 271 or after272 the 

wiretap. Familiarity with the voice may be acquired 

differently from the way in which the voice was recorded. Any 

269Chapman v. united States, 271 F.2d 593, 595 (5th 
Cir. 1959r-;-ce:rt. denied, 362 u.S. 928 (1960) [testi"Tlony by 
agents of conversations with defendants which were recorded] ; 
Monroe v. United States, 234 F.2d 49, 54 (D.C. Cir.), cert. 
denied, 352 U.S. 873, reh. denied, 352 U.S. 937 (1956)----
[agent who used minifon to record conversations identified 
speakers]; United States v. Kohne, 358 F. Supp. 1053, 1058, 
(W.D. Pa.), aff'd, 485 F.2d 682" aff'd, 487 F.2d 1935 (3d 
Cir. 1973) cert. denied, 417 U.S. 918 (1974) [testirrony by agents 
corroborated by circumstantial evidence] . 

270people v. Brannaka, 46 App. Div.2d 929, 361 N.Y.S.2d 
434 (3d Dept. 1974). 

271United States v. James, 494 F.2d 1007 (D.C. Cir.), 
cert. denied, 419 U.S. 1020 (1974) [identification by agent 
who had conducted surveillance of suspects in restaurant and 
bar for at least seventy hours]; United States v. Sansone, 
231 F.2d 887 (2d Cir.), cert. denied, 351 U.S. 987 (1956) 
[one prior conversation with defendant]; Commonwealth v. 
Murphy, 356 Mass. 604, 611, 254 N.E.2d 895, 900 (1970) [phone 
conversation]; People v. Dinan, 15 App. Div.2d 786, 787, 224 
N.Y.S.2d 624; 627 (2d Dept.), aff'd, 11 N.Y.2d 350, 183 N.E. 
2d 689, 229 N.Y.S.2d 406, cert. denied, 371 U.S. 877 (1962) 
[remoteness of personal conversations between identifying 
witness and defendant and voic~ identification goes only to 
weight]. But see State v. Malaspina, l20 N.J. Super. 26, 30, 
293 A.2d 224; 226 (App. Div.), cert. denied, 62 N.J. 75, 299 
A.2d 73 (1972) [identification resting purely on ability to 
recognize defendant's voice from memory unsatisfactory from 
state's standpoint; proof by content]. 

272United States v. Cox, 449 F.2d 679, 689-90 (lOth Cir. 
1971), cert. denied, 406 U~S. 934 (1972) [voice identified 
to police as defendant's] i United States v. Moia, 251 F.2d 
255 (2d Cir. 1958) [agent's identification basea-upon a single 
conversation subsequent to twelve taped conversations]; 
People v. Strollo, 191 N.Y. 42, '61, 83 N.E. 573,< 580 (1908) 
[testimony of phone conversation with man who was subsequently 
recognized to be defendant was weak, but not incompetent]. 
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difference, however, between the circumstances surrounding the 

basis of the witness's familiarity with a person's voice and 

the transmission of the voice which the witness is identl'fying 

'II d t t f th 'ht t b ' t th 'd 273 Wl e rac rom e welg 0 e glven 0 e eVl ence. 

1[D.172 At times, an attempt may be made to show voice 

identification througn spectographic analysis. 274 For the 

analysis to be admissible, the government must show that it 

has a scientific basis in the laws of nature. The standard 

to be applied is whether there is general acceptance of the 

use of the device in the scientific conununity.275 Host of 

the early cases excluded such analysis because the technique' 

had not been adequatelY tested under field conditions. 276 

273United States v. Rizzo, 492 F.2d 443, 448 (2d Cir.), 
cert. denied, 417 U.S. 944 (1974) [observations from physical 
surveillance admissible although nominal] i United States, 
v. Whitaker, 372 F. Supp. 154,165 (M.D. Pa.), aff'd, 503 
F.2d 1400 (3d Cir. 1974) {without opinion), cert. denied, 
419 U.S. 1113 (1975) [face to face conv~rsation]. 

274See 'Kamine, "Voiceprint Technique: Its Structure and 
Reliability," 16 San Diego L. Rev. 213 (1969) i Romig I 
"Review of the Experiments Involving Voiceprint Identification," 
16 J. Forensic Sci. 183 (1971); Comment, "The Admissibility of 
Voiceprint Evidence y " 14 San Diego L. Rev. 129 (1969); 
Comment, "The Evidentiary Value of Spectrographic' Voice 
Identification," 63 J. Crim. L. C. and P. S. 343 (1972.). See 
also Anu.Qt., "Admissibility and Weight of Voiceprint or Sound 
Spectrograph Evidence," 49 A.L.R.3d 915 (1973). 

275United States v. Stifel, 433 F.2d 431, 437 (6th Cir. 
1970), cert. denied, 401 U.S. 994 (1971); Fry.e v. United 
States, 293 F. 1013, 1014 (D.C. Cir. 1923);-COmmom.<lealth v. 
Fatalo, 346 Mass. 266, 191 N.E.2d 479 (1963). 

276See , e.g., People v. King, 266 Cal. App.2d 437, 72 
Cal. Rptr:-47s-(I968)i State v. Cary, 99 N.J. Super. 323, 
239 A.2d 680 (App. Div.), aff'd per-curiam, 56 N.J. 16, 264 
A.2d 437 (1968). 
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But after extensive experiments 277 there seems to be a trend 

favoring admissibility.278 Mere admissibility does not, 

however, determine the weight to be given to the evidence. 

If the spectographic analysis is the only evidence offered to 

show voice identification, it may be subject to strict 

scrutiny. 279 At the present time, spectrographic analysis 

may best be employed as a means of corroborating other 

identification evidence. 280 

~ID. 173 The jury may also be allowed to decide from their 

own impressions whose voice is on the tape. The jury can 

compare the voices on the tapes with the voices of the parties 

if they testify. 281 In addition, the jury may also compare 

277S T ' 11M' h' '" ee OSl, 1C 19an State Un1vers1ty V01ce 
Identification Project," Voice Identification Research 35, 
57-58 (L.E.A.A. 1972) [incorrect identification at 6%; suggests 
refinements to reduce error to 2%.] 

278United States v. Baller, 519 F.2d 463, 466 (4th Cire 
1975); United States v. Franks, 511 F.2d 25, 33 (6th Cir.) , 
cert. denied, 422 U.S. 1048 (1975) [admitted after 25 page 
inquirey into qualifications and reliability]; United States 
v. Sample, 378 F. Supp. 44, 53 (E.D. Pa. 1974) [admitted only 
to corrQborate other evidence] i Commonwealth v. Lykus, 
Mass. I 327 N.E.2d 671 (1975) [lengthy and comprehensive 
voir dire]; State v. Anreatta, 61 N.J. 544, 549-51, 296 
A.2d 644, 656-48 (1972) [mandates voir dire]. But see United 
States v. Addison, 498 F.2d 741, 743-45 (D.C. Cir. 1974). 
United States v. McDa~iel, 538 F.2d 408 (D.C. Cir. 1976) 
(still inadmissible in circuit; bound to follow Addison 
until clear showing of reliability and scientific acceptance 
or en banc reconsider'ation of Addison) i Commonwealth v. 
Topa, 21 Crim. L. Rptr. 2014 (Pa. Sup. Ct. Feb. 28, '1977) 
(spectrograph not yet generally accepted by scientific 
community; error to admit voiceprint identification). 

279 Comronwealth v. Lykus, supra note 278, 327 N.E.2d at 679. 

280United States v. Sample, supra note 278, at 51-54. 

281 People v. Hornbeck, 277 App. Div. 1136, 101 N.Y.S.2d 
182 (2d Dept. 1950) [jury instructed to compare after 
defendant testified]. 
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the voices on the tape with a voice exemplar of the defendant. 282 

If an exemplar is used, however, it must be made under 

substantially similar circmnstanccs to those of the recording 

with which it is to be·compared. 283 

Identification of conversation 6. 

'ID. 174 The particular conversation may be identified by 

showing: 

1. the monitor's logs; 

2. evidence derived from a pen register, number recorder 1 

or technowriter or 

3. telephone records. 

A monitor's log should include: 

1. a notation of whether calls were incoming or outgoing; 

2. the time of each call; 

3. the phone numbers calied; 

4. a synopsis of the content of each calli 

5. the numerical reading on the tapei 

6. a designation of pertinent or non-pertinent; and 

7. the time monitoring began and ended each day.284 

282Requiring a defendant to submit a voice exemplar 
is not an intrusion upon his constitutional rights. United 
States v. Dionisio, 410 U.S. 1 (1973) [not testimonial]. But 

the prosecution may be required to show admissibility before 
requiring an exemplar. State v. Cary, 49 N.J. 343, 230 A.2d 
384 (1967). See also Annot., "Requiring Suspect or Defendant 
in Criminal Case to Demonstrate Voice for Purposes of 
Identification," 24 A.L.R.3d 1261 (1969). 

283United States v. Whitaker, 372 F. Supp. 154, 165 (M.D. 
Pa.), aff'd, 503 F.2d 1400-(3d Cir. 1974), cert. denied, 419 
u.s. 1113 (1975) [different recording machines at different 
distances does not invalidate voice exemplar]. 

284S tate v. Molinaro, 117 N.J. Super. 276, 281, 284 A.2d 
385, 388 (Essex County Ct. 1971), reversed on other grounds, 
122 N.J. Super. 181, 299 A.2d 750 (App. Div. 1973). This is 
not required by the various wiretap statutes. But without 
such a record, it is extremely unlikely that the requisite 
minimization can be shown. A prosecutor should make certain 
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A pen register can be used to show that a call was 

made and to wher0 it was made. The use of a pen register is 

authorized by Title 111. 285 The foundation required for its 

introduction is within the court's discretion. 286 Phone 

company records may be used to corroborate the accuracy of the 

pen register by showing that the numbers shown by the device 

are registered under the names of the suspects,287 and that 

the calls were made at the time the calls were monitored. 288 

The weight to be given to this evidence is, of course, a 

matter for the jury. 

Phone company records may also be used to identify 

a conversation. The records can show what calls were made 

from one phone. 289 The admissibility of business records is 

governed by statute. 290 In general, the government must show 

284 (continued) 
these records are kept in anticipation of a criminal 
prosecution. 

285See , e.g., S. Rep. No. 1097, 90th Congo 2d Sess. 90 
(1968). -

286United States V. Ianelli, 477 F.2d 999, 1002 (3d Cir. 
1973), aff'd, 420 U.S. 7701(1975). 

287United States v. Kohne, 358 F. Supp. 1053, 1058, (W.D. Pa.), aff'd, 
485 F.2d 682, aff'd. 487 F.2d 1935 (3d Cir. 1973) cert. denied, 417 U.~.918 
(1974)~ 

288United States v. Whitaker, 372 F. Supp. 154, 167 (M.D. Pa.), affld, 
503 F.2d 1400 (3d cir. 1974), cert. denied, 419 U.S. 1113 (1975). 

289 United States V. Fuller, 441 F.2d 755, 758 (4th Cir.), 
gert. denied, 409 U.S. 82g-(1971) [phone records subpoenaed to 
show 259 calls made in six months between phone booth under 
surveillance and residence] . 

290Fed . R. Evid. 803 (6) (1975) i N.J. Rules of Evid~ 63 (13) 
(West 1971); N.Y.Civ. Prac. Law 4518 {a) (McKinney 1963,. 
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that such records an; made in the regular course of business, 

that it is the regular course of business to make such records, 

and that the particular records were made in the regular 

course of business. 291 Once admitted, the weight to be given 

these records is a fact question for the jury.292 

D. Presentation of the Recording 

~ID .177 Structuring the evidentiary presentation in a 

wiretapping case is crucial. The particular culpability of 

each defendant must be clearly shown. This -requires a great 

deal of planning and preparation, especially if there is a 

large volume of intercepted communications. 293 These problems 

must be anticipated before trial. If they are not, a 

successful prosecution is not likely. 

1. Problems of audibility 

~D.178 The admissibility of a tape recording is always 

within the sound discretion of the court. 294 The tape 

291Un ited States v. Whitaker, supra, note 288. 

292Un ited States v. Gallo, 123 F.2d 229, 231 (2d Cir. 
1941) [although the phone records are admissible, the weight 
to be given them may be slight as the identity of the caller 
is unknown). 

293See generally Zuckerman and Lyones, supra, note 210, at 
25. 

294 Un ited States v. Hodges, 480 F.2d 229, 234 (lOth Cir. 
1973) [inaudibility ~ue to" microphone leads connected under 
agent's clothing coming in contact with or rubbing against 
clothing] i United States v. Frazier, 479 F.2d 983, 985 (2d 
Cir. 1973) [judge requested a transcript to aid in his 
determining whether inaudible portions would give a misleading 
impression to the jury] i United States v. Avila, 443 F.2d 
792, 795-96 (5th Cir.), cert:-crenied, 404 u.S. 944 (1971) i 

(footnote c;qntinues) 

445 

) 



recordings often contain inaudible portions due to mechanical 

failures, background noises, or inadequate recording technique. 

A question often presented for the judge's determination is 

whether the inaudible portions are so substantial as to render 

the recording as a whole untrustworthy.295 The accepted 

procedure is for the judge to listen to the tapes out of the 

presence of the jury and to busc his decision upon this 

inspection. 296 Although substantial portions of the tape may 

294 (continued) 
United States v. Weiser, 428 F.2d 932, 937 (2d Cir. 1969) I 

cert. denied, 402 U.S. 949 (1971); United States v. Cooper, 
365 F.2d 246, 249 (6th Cir. 1966), cert. denied, 385 U.S. 
1030 (1967); Monroe v. United States, 234 F.2d 49, 55 (D.C. 
Cir.), cert. denied, 352 U.S. 873, reh. denied, 352 U.S. 937 
(1956); State v. Dye, 60 N.J. 518, 530, 291 A.2d 825, 831, 
cert. denied, 4091O:S. 1090 (1972); State v. Driver, 38 N.J. 
255, 288, 183 A.2d 655, 672 (1962); People v. Lubow, 29 N.Y. 
2d 58, 66, 323 N.Y.S.2d 829, 836, 272 N.E.2d 331, 336 (1971); 
People v. Gucciardo, 77 Misc.2d 1049, 1050 (Kings County ct. 
1974) (audibility a preliminary question of factJ. 

295Monroe v. United States, supra, n. 294 at 54-55: 

No all-embracing rule on admissibility should flow 
from partial inaudibility or incompleteness. The 
Court of Appeals for the Third Circuit, in United 
States v. Schannerman, 150 F.2d 941, 944, has said 
that partial-inaudibility is no more valid reason for 
excluding recorded conversations than the failure of 
a personal witness to overhear all of a conversation 
should exclude his testimony as to these parts he did 
hear. Unless the unintelligible portions are so 
sUbstantial as to render the recording as a whole 
untrustworthy the recording is admissible. 

See also Gorin v. United States, 313 F.2d 641, 652 (1st Cir. 
1963)-,-cert. denied,-:r791J:~'97l (1965) [audible portions are 
not without evidentiary value and the inaudible portion is not 
so substantial that it renders the tapes more misleading than 
helpful]; Cape v. United States, 283 F.2d 430, 435 (9th Cir. 
1960) [test-rs-whether the thread of conversation, though thin 
in places, has been broken]. 

296United States v. Chiarizio, 525 F.2d 289, 293 (2d 
Cir. 1975) [where materials available for one year but objection 
is made only one day before trial, defendant waives right to 

(footnote continues) 
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I 
be inaudible, it can be admitted into evidonce 297 if the jury 

would not be forced to speculate as to the content of the 

inaudible portions. 298 A factor often given great weight in 

determining audibility and intelligibility is the ability of 

the court reporter to make a transcript of the tape. 299 

2. Efforts to mitigate the effects of inaudibility 

296 (continued) 
object; does not condone non-compliance with in camer~]; 
United States v. Bryant, 480 F.2d 785, 789 (2d Cir. 1973) 
[proper procedure is for out of court determination, but 
failure to do so does not reguire reversal]; United States 
v. Kaufer, 387 F.2d 17, 19 (2d Cir. 1967) [trial judge 
determined out of court that tapes were sufficiently audible] i 
Gorin v. United States, 313 F.2d 641, 652 (1st Cir. 1963), 
c~ denied, 379 U.S. 971 (1965) [recordings played in 
presence of counsel but not in presence of jury]; State V. 
Driver, 38 N.J. 255, 288, 183 A.2d 655, 675 (1962) [judge to 
determine if recording is sufficiently audible, intelligible, 
not obviously fragmented and whether editing of prejudicial 
material is required]. 

297 United States V. Frazier, 479 F.2d 983 1 985 (2d eire 
1973) [admissible with 75%- inaudible]; united States V. Cooper, 
365 F.2d 246, 249 (6th eir.) 1 certe denied, 385 U.S. 1030 
(1966) [in general distinctly audible] i United States v. Hall, 
342 F.2d 849, 853 (4th eir.), cert. denied, 382 U;S. 812 
(1965) [admissible with 25% inaudible] i State v. Seefelt, 51 

N.J. 472, 487 , 242 A.2d 322, 330 (1968) [clear and uninterrupted 
despite background noise] . 

298United States V. Skillman, 442 F.2d 542, 552 (8th Cir.), 
cert. denied, 404 U.S. 833 (1971) [as tape was admitted not: 
for content but for impeachment, there would be no speculation]; 
State V. Driver, 38 N.J. 255, 288, 183 A~2d 655, 672 (1962) 
[garbled and full of static and foreign sounds]; People v. 
Sacchitella, 31 App. Div.2d 180, 181, 295 N.Y.S.2d 880, 882 
(lst Dept. ·'1968) [thoroughly and completely inaudible]. 

299Un ited States v. Carlso11 1 423 F.2d 431 , 440 (9th eir.), 
cert. denied, 400- U.S. 847- ""(1970) [although government con.ceded 
partial inaudibility, court reporter was able to trallscribe a 
substantial part of tape); PE?o})le V. Lubow, 29 N. Y . 2d 58, 68 
272 N.E.2d 331, 336, 323 N.Y.S.2d 829,836 (1971) [stenographer 
who had not heard tape before was able to transcribe most of 
it] . 
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Courts have attempted to find a way of overcoming 

the problem of inaudibility. In the past, they have: 

1. used headphones; 

2. made re-recordingsi and 

3. used transcripts. 

~D.180 Often, a tape recording may"be difficult to hear and 

understand because of background noise in the courtroom. This 

problem is sometimes aggravated by the large size of the 

courtroom and the poor quality of the equipment. To alleviate 

these problems, judges have permitted the jury to listen to 

the tapes with headphones. 300 The objection has been raised 

to this procedure that it denies the defendant his 

constitutional right to a public trial. This problem may be 

overcome by anticipating the objection and employing other 

301 
means to ensure a public trial. In D~Aquino v. United States, 

forty sets of earphones were installed, allowing the testimony 

to be heard by the judge, jury, clerk, reporter, counsel, 

defendant, and press. 302 In Gillars v. United States,303 

300United states v. Bryant, 480 F.2d 785, 790 (2d Cir. 
1973) [headphones used afte~ jury could not understand when 
tape was played in courtroom and the jury room] i D'Aquino v. 
United states, 192 F.2d 338, 365 (9th Cir. 1951) [phonograph 
records used for voice identification] ; Gillars v. United 
States, 182 F.2d 962, 977 (D.C. Cir. 1950) [common sense 
approach to objection; no attempted secrecy] i United States v. 
Kohne, 358 F. Supp. 1053, 1063 (W.D. Pa.), aff'd, 485 F.2d 
682,-aff'd, 487 F.2d 1395 (3d Cir. 1973) cert. denied, 417 U.S. 
918 (1974) [records are exhibits which are not passed around 
to spectators in courtrooml. 

301192 F.2d 338 (9th Cir. 1951). 

302 Id . at 365. 

303 182 F.2d 962 (D.C. Cir. 1950). 
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spectators were also given the opportunity to hear by having 

the court supply extra headphones. 304 In United States v. 

Kohne,305 a public address system was employed in conjunction 

with the headphones. 306 

The wiretap statutes recommend that a duplicate or 

work copy of a tape recording be made. 307 The sealing 

requirements of the wiretap statutes practically necessitate 

this procedure. 308 The work copies may be used to: 

1. maximize volume by recording on a larger tapei 309 

2. filter out background noises on the tape;3l0 

304 Id . at 977. 

305 358 F. Supp. 1053 (W.D. Pa.), aff'd, 485 F.2d 679, 
aff'd, 487 F.2d 1394 (3d Cir. 1973). 

306 358 F. Supp. at 1063. 

30718 U.S.C. §25l8(8) (a) (1968) i Mass. Gen. Laws Ann. ch. 
272, §99 (N) (1) (Supp. 1975); N.J. Stat. Ann. §2A:156A-14 (West 
1971); N.Y. Crim. Pro. Law §700.55(2) (McKinney 1971). 

308peop1e v. Nicoletti, 34 N.Y.2d 249, 252, 313 N.E.2d 
336, 338, 356 N.Y.S.2d 855, 857-58 [work copy not made; 
original used: sealing requirements violated]. 

309Un ited States v. Riccobene, 320 F. Supp. 196, 203 
(E.D. Pa. 1970), aff'd, 451 F~2d 586 (3d Cir. 1971) [where copy 

was identical wi thsubsti tution solely for listening 
convenience of the jury, court found no infirmity with 
procedure] . 

310Pountain v. United States, 384 P.2d 624, 631 (5th Cir. 
1967), ceit:--d.enied subnom-.--Marshall v. United States, 390 
U. S. 1005(1 968 fTtheGx-.lstenceo·of· a significant degree of 
background noise might interfere with the jury's understanding 
the substance of the conversation: reliable method existed of 
removing the interference by making a copy while running the 
tape through a suppression device; copy was admitted as an 
accurate reflection of the conversation]; united States v. 
Knohl, 379 F.2d 427 (2d eir.), cert. denied, 389 U.S. 973 
(1967) [filtering without determlning if low pitched voices 
were lost); united States V. Madda, 345 F.2d 400, 403 (7th 
Cir. 1965) [testimony that entire conversation was re-recorded, 



3. preserve the original during preliminary 
proceedingsi 311 or 

4.' edit to include only relevant conversations. 312 

An inherent problem, however, is the inability to distinguish 

the duplicate from the original. 313 For the duplicate copy 

to be admissible, there must be a substantial showing of 

accuracy. 314 This showing may not be required if the defense 

will stipulate to its accuracy.315 The defense counsel must 

be given an opportunity to compare the copy with the 

310 (continued) 
that the material was identical on both tapes, that no sounds 
were dubbed, that the copy was more audible than the original, 
and that it accurately reflected the original before the copy 
was adrni tted] . 

311United States v. Knohl, 379 F.2d at 440-41. 

312united States v. Whitaker, 272 F. Supp. 154, 164 (M.D. 
Pa.) 1 aff'd, 503 F.2d 1400 (2d Cir. 1974), cert. denied, 419 
U.S. 1113--(1975) [summary tapes were played where agents 
testified to their accuracy]; State V. Dye, 60 N.J. 518, 532, 
291 A.2d 825, 832, cert. denied, 409 U.S. 1090 (1972) 
[procedure saved court 102-1/2 hours of tedious and unnecessary 
listening; no prejudice; copies of all work tapes given to 
defendant]. See also ~D.23, supra. United States v. DiMuro, 
540 F.2d 503 (1st Cir. 1976), cert. denied, 45 U.S.L.W. 
3463 (Jan. 1. 1977) (composite tape within Court's discretion 
to admit; grouped to facilitate identification; not barred by 
18 U.S.C. 2518 [8] [aJ) . 

313Un ited States V. Starks, 515 F.2d 112, 121 (3d Cir. 
1975). --- ---

314Fountain V. United States, 384 F.2d 624, 631 (5th 
Cir. 1967), cert. denied sub nom. Marshall V. United States, 
390 U.S. 1005 (1968) [not necessary to establish physical 
defect first]; United States V. Knohl, 379 F.2d 427, 440 
(2d Cir.), cert. denied, 389 U.S:- 973 (1967) [-testimony by 
keeper of tapes, prosecuting attorney, and FBI agents] i 
united States V. Madda, 345 F.2d 400, 403 (7th Cir. 1965) 
-[ extensi ve testimony by agent]; Uni ted States v. Whitaker, 
373 F. Supp. 154, 164 (M.D. Pa.), aff'd, 503 F.2d 1400 (3d 
Cir. 1974), cert. denied, 419 U.S. 1113 (1975) [notes in 
log pertaining-to accuracy]. 

315Johns v. United States, 323 F.2d 421 (5th Cir. 1963) 
[no objection may-be made 'where the defense counsel openly 
conceded accuracy of re-recording] . 
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original,3l6 but failure on his part to make a comparison will 

preclude his objections to its admission. 3l7 

'10.182 Objections are often made to the admission of a 

duplicate based upon the best evidence rule. The best 

evidence rule is founded upon a concern for accuracy.3lB 

• 
Where there is the requisite showing of accuracy, the best 

evidence rule will not be a,' bar to the admission of· the 

duplicate. 319 

'10.183 A tape transcript is usually made. It serveS 

1. as an aid in trial preparationi 320 

3l6Un ited States v. Riccobene, 320 F. Supp. 196, 202 (E.D. 
Pa. 1970), aff'd, 451 F.2d 586 (3d Cir. 1971) [government 
offered to permit defense counsel to listen to both copies and 
original to insure that they were identical] i State v. 
Braeunig, 122 N.J. Super. 319, 329-32, 300 A.2d 346, 351-52 
(App. Div. 1973) [synopsis tapes given to protect privacy of 
innocent third parties] . 

3l7State v. Dye, 60 N.J. 518, 532 f 291 A.2d 825, 832 
(1972) [where tapes given to defendant five months before trial 
any question of accuracy should be settled by request before 
trial] . 

3l8See 4 J. Wigmore, Evidence §§1173-75 (Chadbourne rev., 
1970). See also Fed. R. Evid. 1002 [requires original] and 
1003 [permit.ting duplicates unless there is a genuine question 
of the authenticity of the original]. 

3l9Fountain v. United States, 384 F.2d 624, 631 (5th Cir. 
1967), cert. denied sub nom., Marshall v. United States, 390 
U.S. 1005 (1968) [ease of analysis, intelligibility, .and 
mechanical convenience factors in justifying duplicate] i 
United States v. Knohl, 379 F.2d 427, 441 (2d Cir.), cert. 
denied, 389 U.S. 973 (1967) [where witness took tape and lost 
it, court found proper foundation had been laid for admission 
of duplicate], United States v. Riccobene, 320 F. Supp. 196; 
203 (E.D. Pa. 1970), aff'd, 451 F.2d 586 (3d Cir. 1971) [where 
transfer was from small cassette to tape to improve hearing, 
court noted procedure of playing original was for jury 
convenience]. See also VD.23, supra; Annot., hAdmissibility 
in Evidence of SOUnd Recording as Affected by Hearsay and 
Best Evidence Rules," 58 A.L.R.3d 598 (1974). 

320zuckerman and Lyons, supr~ n. 210, at 25. 
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2 l ···d 321 . as a lstenlng al i 

3. to identify speakers for the jury;322 

4. to aid appellate courts where an appeal is taken;323 

5. to avoid the necessity of repetitive playing. 324 

The transcripts, regardless of whether they are introduced 

into evidence or not, must be shown to' be accurate,325 usually 

by the person who prepared the transcripts. 326 The parties 

321Uhited States v. Bryant, 480 F.2d 785, 791 (2d Cir. 
1973) [where transcripts inaccurate, judge's cautionary 
instruction to rely upon what is heard and not what is written 
satisfactory]; United States v. Jacobs, 451 F.2d 530, 541 (5th 
Cir. 1971), cert. denied, 405 U.S. 955, reh. denied, 405 U.S. 
1049 (1972) [jury instructed 'to use tr:anscript only to identify 
speakers and not for its content although transcripts were 
admitted into evidence] i People v. Feld, 305 N.Y. 322,332, 
113 N.E.2d 440, 444, reh. denied; 305 N.Y.' 924, 114 N.E.2d 
475 (1953) (recognized as assistance to understanding]. 

322See ~D.186, infra. 

323people v. Colombo, 24 App. Div.2d 505, 506, 261 N.Y.S. 
2d 836, 838 (2d Dept. 1965) [without a transcript, court found 
it impossible to review the conviction although it was sent 
the tape recordings]. 

324United States v. Lawson, 347 F. Supp. 144, 148 (E.D. 
Pa. 1972) [where repetitive playing to gain comprehension 
would unduly prolong and possibly prejudice the government's 
case because of overemphasis, transcripts were used as a 
listening aidJ. 

325Un ited States v. Bryant, 480 F.2d 785, 790-91 (2d Cir. 
1973) [agent testified as to accuracy] i United States v. 
Maxwell, 383 F.2d 437, 443 (2d Cir. 1961), cert. denied, 
389 U.S. 1043, 1057 (1968) [testimony of accuracy unchallenged] i 
People v. Feld, 305 N.Y. 322, 332, 113 N.E.2d 440, 444, 
.,reh. _denied, 305 N.Y. 924,114 N.E.2d 475 (1953). 

32GUnited States v. McMillan, 508 F.2d 101, 106 (8th Cir. 
1974), cert. denied, 421 U.S. 916 (1975) i United States v. 
Bryant, 480 F.2d 485, 490-91 (2d Cir. 1973) i Unitec States v. 
Maxwell, 383 F.2d 437, 443 (2d Cir. 1967), cert. denied, 
398 U.S. 1043, 1057 (1968); People V. Feld, 305 N.Y. 322, 
332, 113 N.E.2d 440, 444, reh. denied,305 N.Y. 924,114 
N.E.2d 475 (1953). 
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may also stipulate to accuracy after comparison with the 

327 tapes. A failure to present any evidence of accuracy may . 
be reversible error. 328 

110.184 Occasionally a written transcript is objected to as 

violative of the hears~y rule. In Duggan v. State329 and 

Bonicelli v. State,330 the courts found that the rule was 

violated because the court reporters who made the transcripts 

were not present when the r "", ,; . .:.hng wa~ made and that the 

transcript was therefore pure hearsay. Consequently, it was 

inadmissible. These are the only reported cases on the point. 

Neither seems well taken. Instead, the issue should be seen 

as a best evidence question. 

More often the transcript is objected to as 

violative of the best evidence rule. Where there is no 

coptention that the transcript is inaccurate or there is a 

showing of accuracy, the transcripts are generally admitted in:~ 

327 united States v. Carson, 464 F.2d 424, 437 (20. Cir.), 
cert. denied, 409 u.S. 949 (1972) [only where there was a 
difference between transcript and tape were both used] i 
united States v. Koska, 443 F.2d 1167, 1169 (2d Cir.), 
cert. denied, 404 u.S. 852 (1971) [proper limiting instruc
tions despite stipulation]. If no "stipulated"transcript 
can be developed, the jury may be given: 

1. a transcript containing both versions; 
2. two transcripts, the reasons for the disputed 

portions and an instruction to determine which, if 
either, is accurate; or 

3. the opportunity to hear the disputed tape twice, 
once with each transcript. 

United States v. Onori, 535 F.2d 938 (5th Cir. 1976). 

328People v. O'Keefe, 280 App. Div. 546, 557-58, 115 
N.Y.S.2d 740, 744-45 (3d Dept. 1952), aff'd, 305 N.Y. 619,J.16 
N.E.2d 80 (1953), cert. denied, 347 u.S. 989 (1954). mut I' 

see United States v. McMillan, 508 F.2d 101, 106 (8th Cir. i 

1974), ce'rt. denied, 421 O. S. 916 (1975) [foundation requireJ,i 
only where accuracy is cha11engeO]. ': 

329189 So.2d 890 (Fla. 1966). 

330 339 P.2d 1063 (Okla. 1959). 
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evidence. 331 Nevertheless, the matter is within the court's 

discretion. 332 The courts have usually required both the 

tapes and the transcripts to be admitted into evidence if the 

transcripts are to be in evidence at all. 333 The courts, 

however, will still generally limit the use of the transcripts, 

directing the jury to rely upon what i~ heard on the tapes, 

not on what is read. 334 But where the tapes have been lost 

through no fault of the prosecution, the transcripts may be admitted. 

331United States v. Carson, 464 F.2d 424, 437 (2d Cir.), 
cert:: deniea, 409 U.S. 949 (1972) [in camera inspection] i 
United States v. Koska, 443 F.2d 1167, 1169 (2d Cir.), cert. 
denied, 404 U.S. 852 (1971) [court had both tapes and 
transcript]; United States v. Maxwell, 383 F.20 437, 443 (2d 
Cir. 1967), cert. denied, 389 U.S. 1043, 1057 (1968) 
[testimony on transcript accurate] . 

332people v.Mitchell, 40 App. Div.2d 117, 121, 338 N.Y.S. 
2d 313, 317 (3d Dept. 1972) [tape was best evidence; within 
court's discretion to exclude transcripts]. 

333United States v. Carson, supra, n. 331, at 437; 
Lindsey v. United States, 332 F. 2d 688 , 691 (9th Cir. 1964); 
People v. Feld, 305 N.Y. 322, 332, 113 N.E.2d 440, 444, reh. 
denied, 30s-N:y. 924, 114 N.E.2d 475 (1953) [best evidence is 
already before the court in the form of the original recording 
and the transcripts are intended merely to assist the court 
and jury] . 

334United States v. McMillan, 508 F.2d 101, 106 (8th Cir. 
1974), cert. denied, 421 U.S. 916 (1975) [jury must be 
instructed to rely upon what is heard and not what is written] ; 
United States V. Bryant, 480 F.2d 785, 791 (2d Cir. 1973) 
[disregard transcript if recording does not conform] i United 
States v. Jacobs, 451 F.2d 530, 541 (5th Cir. 1971), cert. 
denied, 405 U.S. 1049 (1972) [limit to voice identification]; 
United States V. Kohne, 358 F. Supp. 1053 (W.D. Pa.), aff'd 
485 F.2d 682, aff'd, 487 F.2d 1395 (3rd Cir. 1973), cert. 
denied, 417 U.S:-9l8 (1974) [visual aid]; United States V. 
LawStOn, 347 F. Supp. 144, 148 (E.D. Pa. 1972) [other methods 
unduly prejuciicialJ! People v. Lubow, 29 N.Y.2d 58, 68, 272 N.E. 
2d 331; 336, 323 N.Y.S.2d 829, 835~36 (1971) [used to 
identify voice but not admitted into evidence]. 
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into evidence if a proper foundation of accuracy is laid .335 

The general rule is that transcripts are not to be 

used by the jury during deliberation. 336 But the Second 

Circuit does not follow this rule; the decision is left to the 

discretion of the judge. 337 

3. Voice identification 

'ID.187 v.7hile the tapes are being played, it is necessary 

for the various voices speaking to be identified. The means 

chosen is within the discretion of the court. 338 Most trial 

courts are now using transcripts to identify the voices. 339 

The possibility of overemphasis and prejudice is outweighed 

by the inconvenience and confusion caused by stopping the tape 

3 35Un i ted States v. Maxwell, su~ra note 332, at 443. See 
also United States v. Knohl, 379 F. d 427, 441 (2d Cir~ 
eerI. denied, 389 U.S. 973 (1967). 

336United States v. McMillan, 508 F.2d 101, 106 (8th 
Cir. 1974), cert. denied, 421 U.S. 916 (1975); United States 
v. Carlson, 423 F.2d 431, 440 (9th eir.), cert. denied, 400 
U.S. 847 (1970); United States v. Lawson, 347 F. Supp. 144, 
148 (E.D. Pa. 1972). 

337United States v. Carson, 464 F.2d 424, 437 (2d eir.), 
cert. denied, 409 U.S. 949 (1972), united States v. Kosk~, 
443 F.2d 1167, 1169 (2d Cir.), cert. denied, 404 U.S. 852 
(1971) . 

338United States v. Hall, 342 F.2d 849, 853 (4th Cir.), 
cert. denied, 382 U.S. 81~965). 

339Id . at 853. See also United States v. Jacobs, 451 F. 
2d 530, 541 (5th Cir.---r9iIT:-cert .. denied, 405 U.S. 955, reh. 
denied, 405 U.S. 1049 (1972) [jury surrendered transcripts--
after tapes played]; Fountain v. Uni't.~d States! 384 F.2d 624, 
632 (5th Cir. 1967), cert. denied sub nom. Marshall v. 
United States, 390 U.S. 1005 (19E8) [use limited to voice 
identification]; Chavira Gonzales v. United States, 314 F.2d 
750, 752 (9th eire 1963) [reporter's transcript used to refresh 
jury's memory]. . 
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to identify each speaker. 340 Care must be taken in the 

preparation of these transcripts so that they accurately 

designate the speakers and correctly transcribe the 

t ' 341 conversa lone 

4. Completeness 

The prosecution must present "the entire picture of a 

crime to obtain a conviction. This necessitates judicious use 

of the tape recordings. The timing of the presentation must 

be carefully planned to allow for corroborative testimony 

which develops the surrounding circumstances. Similarly, what 

is presented by the tapes will often have to be corroborated 

b ' ,,342 to 0 taln a convlctlon. 

Often, the tape recording will include the use of a 

code or slang that the jury is not able to understand. To 

present a clear picture of the crime, the meaning of the code 

or slang must be explained to the jury. An expert witness 

must be qualified and testify as to the meaning of the code 

or slang. This will usually be an agent with experience in 

the field. 343 Failure to do this may be ground for 

340Un ited States v. Hall, supra note 338, at 833. 

341Founta1nv. United States, supra note 339, at 632. 
[preparer personally familiar with voices of each party to 
the conversation]. 

342people v. Abelson, 309 N.Y. 643, 650, 132 N.E.2d 884, 
887 (1956) [where phone conversation revealed plan for betting 
on horse races and sporting events, it must be shown that the 
horses actually ran or the sports events held on the dates 
mentioned] . 

343United States v. Lawson, 347 F. Supp. 144, 149 (E.D. 
Pa. 1972) [because of his experience as a narcotics 
investigator, agent was allowed to testify as to the meaning 

(footnote continues) 
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reversal. 344 It may also be possible to accompany the 

expert's testimony with a chart defining the code or slang 

to act as a visual aid to the jury. 

The tapes may also contain irrelevant, obscene, or 

prejudicial material. The court may instruct the jury to 

disregard this material. 345 Without this instruction, the 

playing of the tapes may be reversible error. 346 The 

prosecution may also aid in this by examining the possible 

jurors for possible prejudice because of the use of this type 

343 (continued) 
of certain words and expressiOns]. See also United State~ v. 
Avila, 443 F.2d 792 (5th Cir.), cert~enIed, 417 U.S. 944 
(1974) [translation of foreign languages allowed]. 

344 People v. Abelson, 309 N.Y. 643, 650, 132 N.E.2d 884, 
887 (1956) [where government failed to qualify expert witness 
to explain jargon, the conviction was reversed due to 
possibility of jury speculation]. 

345chapman v. United States, 271 F.2d 593, 595 (5th Cir. 
1959), cert. denied, 362 U.S. 938 (1960) [caution to jury to 
reject anything not said in presence of defendant] i State v. 
Malaspina, 120 N.J. Super. 26, 30, 293 A.2d 224 (App. Div. 
1972) [telephone conversation relating to criminal charge 
pending in another case]; People v. Mitchell, 40 App. Div.2d 
117, 118, 338 N.Y.S.2d 313, 315 (3d Dept. 1972) [political 
gossip]. The judge may also have the tapes selectively played. 
United States v. Howard, 504 F.2d 1281, 1287 (8th Cir. 1974) 
[not prejudicial). 

346United States v. Gocke, 507 F.2d 820, 823 (8th Cir.), 
cert. denied, 429 U.S. 974 (1974) ["before I was in 
penitentiary" and use of profanity included on tapes; judge 
gave limiting instruction; comments of brief and passing nature 
inadvertently made constitute harmless error]; United States 
v. Cianchetti, 315 F.2d 584 , 590 (2d Cir. 1963) [references 
to defendant as thief, racketeer, and loafer on the tape; no 
clear limiting instruction given; prejudicial error]. 
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of material. 347 The materials may also be edited. 348 Editing, 

though, does present the problem of creating jury speculation. 

E. Alternative Uses 

~D.19l A witness's memory may fail him on the witness 

stand. Unless the witness can recall the events in question, 

he cannot testify, Often, a tape recording may help the 

witness remember. Anything may be used to refresh a memory 

if it in fact revives the witness's recollection. 349 The 

materials may even be illegally obtained. 350 These can be 

used because they are not admitted into evidence. The only 

evidence which is admitted is the testimony of the witness 

afte~'his memory has been refreshed. 351 No foundation 

need be established. But the defense counsel does have a 

right to inspect the tapes before they are used to refresh 

the witness's memory to enable him properly to 

347United States v. Whitaker, 372 F. Supp. 154, 164 (M.D. 
Fa.), aff'd, 503 F.2d 1400 (3d Ci:c. 1974) (without opinion), 
cert. denied, 419 U.S. 1113 (1975) [inquiry on voir dire]. 

3 4 8 See '1 D. 1 6 8, sup r a . 

349Un ited States v. Rappy, 151 F.2d 964, 967 (2d Cir. 
1946), cert. denied, 329 U.S.--805 (1947). 

350United States v. Baratta, 397 F.2d 215, 221-22 (2d 
Cir.), cert. denied, 393 U.S. 939 (1968) [statements used 
were obtained wi thout MiraI]d.~ warnings] • 

351357 F.2d at 967. See also Gaines v. United States, 
349 1".2d 190, 192 (D.C. Cir-.-1965) [permitting jury to hear 
statements used to refresh memory was error because it could 
cause the jury to consider their content as evidence 
notwithstanding instruction to the contrary]. An opponent, 
though, may allow it to come into evidence, but only after 
a proper foundation is established. Fed. R. Evid. 612. 
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cross-examine the witness to establish whether the witness 

did in fact remember. 352 The proper procedure would seem to 

be to have the witness and the defense counsel listen to the 

tapes out of the court's hearing and to then question the 

witness as to his memory of those conversations. 353 

The use of the tapes to refiesh a witness's memory 

is often a prelude to impeaching the witness with his prior 

inconsistent statements. Where the tape recordings are the 

product of an unlawful surveillance or otherwise inadmissible, 

this can be an·important use. It is well settled that 

although the government cannot make affirmative use of 

illegally obtained evidence, a defendant cannot use the 

illegality as a shield against contradiction of his own 

patently false testimony.354 A defendant is allowed to deny 

352Lennon v. United ,states, 20 F.2d 490, 493 (8th eire 
1927); Morris v. United States, 149 F. 123,126 (5th Cir. 
1906)i State v. Hunt, 25 N.J. 514, 523-31, 138 A.2d 1, 5-10 
(1958)i People v-. Gezzo, 307 N.Y. 385, 394,121 N.E.2d 380, 
384 (1954); People v. Woodrow, 18 App. Div.2d 1050, 238 N.Y.S. 
2d 555 (4th Dept. 1963) (mem). See also 3 J. Wigmore, Evidence 
§762 (Chadbourne rev., 1970). But see United States v. Socony 
Vacuum Oil Co., 310 U.S. 150 (1940) [no iron-clad rule; right 
to inspect within sound discretion of judge; no error where 
grand jury testimony used was not shown to either witness or 
counsel but inspected by judge] i Commonwealth v. Greenberg, 
339 Mass. 557, 581, 160 N.E.2d 181, 196 (1959) [inspection 
only after witness sees document]. 

353But see New Mexico Savings.and Loan Ass'n v. United 
States F~lItY and Guarantee Co., 454 F.2d 3281~336-37 (lOth 
Cir. 1972) [although proper to have witness refresh memory out 
of hea~ing of jury, failure to do so is not reversible error). 

354Walder v. United States, 347 U.S. 62, 64 (1954). See 
also Harris V. New York, 401 U.S. 222, 225 . (1971) [inadmissible 
statement, due to failure to give Miranda warnings, may be 
used to impeach a witness if its trustworthiness satisfies 
legal standards). An argument has been made that the 
enactment of Title III changed this rule. This argument was 

(footriote continue~ 
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complicity In the crimes for which he is on trial, but when he 

goes beyond a mere denial, the government is allowed to protect 

the integrity of the trial from his affirmative resort to 

perjurious testimony.355 The government may then impeach the 

witness through the use of his prior inconsistent statements 

found on the recordings. But before the recording may be 

used, a foundation to assure its accuracy and authenticity 

must be laid. 356 If the same showing required before a 

recording may be admitted into evidence as part of the 

government's case in chief is not also required before the 

same recording is used for impeaChment, the evils which the 

354 (continued) 
rejected in United States v. Caron, 474 F.2d 506, 509 (5th 
Cir. 1973). The legislative history clearly provides otherwise: 

It [section 2115] largely reflects the existing law. 
It applies to suppress evidence directly or indirectly 
obtained in violation of the chapter. [citation 
omitted]. There is, however, no intention to change 
the attenuation rule. [citations omitted]. Nor 
generally to press the scope of thA suppression role 
[sic] beyond present search and seizure law. See Walder 
v. United States, 347 U.S. 62 (1954). 

S. Rep. No. 1097, 90th Cong., 2d Sess. 108 (1968). 

355United States v. Bell, 506 F.2d 207, 213 (D.C. Cir. 
1974) [follows Walder]; UnIted St.ates v. Caron, 474 F.2d 506 
(5th Cir. 1973ITrecording of telephone conversa'tions]; 
Commonwealth v. Harris, 364 Mass. 236 I 303 N.E.2d 115 (1973) 
[statements made to police]; State v. San vito, 129 N.J. 
Super. 185, 322 A.2d 509 (App-.-Div. 1974T[proof of facts· of 
arrest]; People v. Fiore, 34 N.Y.2d 81, 312 N.E.2d 174, 356 
N.Y.S.2d ~(1974) [statements inconsistent with refusal to 
waive immunity]. 

356united States v. McKeever, 169 F. Supp. 426, 431 (S.D. 
N.Y. 1958) [impeachment by-tar'e recording of prior inconsistent 
statements]. 
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,,' 

requirement sought to avoid, e.g., prevention of injudicious 

editing, will again emerge. Once the foundation is laid and 

the recordings are a&nitted, the tapes may not, in general, 

be offered to prove the truth of the statements recorded; 

they may be only used to impeach the credibility of the 

witness, i.e., to show that he is not ~orth believing. 357 

357Unite~ States v. Pandilidis, 524 F.2d 644, 650 (6th 
Cir. 1975), cer~. denied! 424 U.S. 933 (1976). But see Fed. 
R. Evid. 801~(1) (A) (1975) [prior inconsistent statement as 
sUbstantive evidence'. 
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