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The development of Information Systems for 
Criminal Justice Agencies began in earnest with the 
passage of the Omnibus Crime Control and Safe 
Streets Act in 1968. Early funding emphasis at 
both the State and Federal level was in the police 
area. Project SEARCH, with its original focus on 
the police sector, is an illustration of major funding 
activity beginning in 1969. Other LEAA and State 
Planning Agency funding during 1969, 1970 and 
1971 was sporadic, and principally for a variety o( 
police applications; occasionally including projects 
in the courts' and corrections' area. My reference to 
the early funding pattern of information systems is 
meant to illustrate the lack of coordinated plan­
ning. There were, of course, many sound sub­
systems developed, but with few exceptions they 
were fragmented from the needs of the total 
criminal justice system. 

In conjunction with the statewide plan required 
by LEAA, some states started planning projects to 
defire Comprehensive Criminal Justice Informa­
tion Systems. To date; however, only about eight 
states have definitely followed such an approach; 
and currently, there are five states which have 
made definite commitments in systems develop­
ment. Utah is one of these and the one with which 
r am most familiar. I will discuss the Utah 
approach later in this paper. . 

The Computerized Criminal Histories project 
started by SEARCH in 1969 was designed for 
operational police use. In the course of implement­
ing the CCH project it was recognized that com­
munication with courts and corrections was essen­
tial. Consequently the evolution of SEARCH has 
been from strictly police application to the crimi­
nal justice system in its entirety. The agencies 
which house the computerized criminal histories 
are gradually branching out to include the needs of 
the total criminal justice system, regardless of their 
orientation. 

The Comprehensive Data Systems Program an~ 
nounced by LEAA in May of 1972 provides a 
major impetus toward establishing a coordinated 
planning approach. The funding requirements for 
the CDS Program should encourage a trend for 
Comprehensive Criminal Justice Iilfonnation Sys­
tem Planning. The CDS Program was previously 
described in detail at this Symposium by Mr. 
George Hall of LEAA. 

Twenty-one state CDS plans have been prepared 
and others are currently in progress. This does not 
mean that the Planning Process has been completed 
in 21 states. In my view, the success of implement­
ing these plans will be directly related to the 
manner in which the planning process occurred. 
Specifically, if the planning process did not provide 
for decision-malGng within the political process the 
success of actual implementation will be question.,. 
able. 

In a Comprehensive: Criminal Justice Informa­
tion System, the mechanisms for obtaining local 
inputs to a central file as well as meeting local 
management information needs must be included 
in the total planning process. The Comprehensive 
Data Systems approach stops short of accomplish­
ing this objective. For example, the Uniform Crime 
Report is dependent upon data elements that 
support local systems, consequently, a compreh~n­
sive criminal justice information system approach 
would include a lllc;;hanism to obtain Uniform 
Crime Report data uS a by-prodUct of the local 
system. 

The rational~ for this approach may be illus­
trated by reference to the Uniform Crime Report. 
In order to meet the data requirements for the 
UCR there are two basic 0ptions: One is to add to 
the existing system which results In duplication; 
the second is to integrate it into one data capture 
process to satisfy local, state and federal require­
ments. Since a Comprehensive Criminal Justice 
Information System effort should be equipped to 
provide for the design of an integrated system, it 
naturally follows that local level management 
information needs should be anticipated and incor-
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porated into the over~all system. 
In my view, planning and implementing informa­

tion systems for criminal justice agencies is now 
moving toward a coordinated, comprehensive ap~ 
proach. By Comprehensive Criminal Justice Infor­
mation System, I mean a system, that at the 
operational level, has jurisdictional authority and 
provides services to all agencies in the criminal 
justice i)ystcm. For example, such a system would 
maintain central files to meet the needs of police, 
courts, and correctional agencies. 

There Is increasing support for such an ap­
proach; the National Governors' Conference in its 
policy positions (If June 1972 stated: 

[Agencies should implement the ..• J "Development of 
mandatory statistical data collection and analysis for all 
components of the criminal justice system including Polke 
Administration, court caseload, correctional data, and expen­
ditures of state and local governments for criminal justice 
institutions." I 

Other agencies and organizations, such as 
LEAA, the National Association of State Informa­
tion Systems (NASIS), the FBI, the International 
Association of Chiefs of Police (lACP), and 
SEARCH, also recognize and support this trend. I 
shall briefly discuss major considerations pertinent 
to the preparation of a Comprehensive Criminal 
Justice Information Systems Plan, and highlight 
principal issues associated with this implementa­
tion. 

Planning, all to frequently, is equated with the 
formal steps of a research activ2ty and creation of 
written documents. To view planning in this way, 
i.e., to make it distinct and remote from the 
managing process, severely limits the potential 
benefit to those with operational responsibility. 
P!anning should be seen as a total management 
strategy, not as a separate scientific process. I wish 
to suggest that the planning process, to be success­
ful, must relate to the political process at every 
stage of development. The planning, implementa­
tion and operational process is not as symetrical as 
we might wish. The very best criminal justice 
information system is not susceptible to being 
arbi"trarily constructed, nor can it be constructed 
on an eXclusively scientific basis. The failure to 
recognize this fact is not unique to those who are 
involved in designing criminal justice information 
systems. In a world in which everything is allegedly 
scientific, planners in all areas of endeavor fall 
victim to this approach. 

Do not succumb to the temptation to imagine 
that you can invent an ideal criminal justice 
information system without involving the principal 
beneficiaries and subjecting the design to thorough 
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review within the political arena where you pro­
pose to operate. In this regard, the point I wish to 
emphasize is that implementation is a difficult task 
only if decision-making has not been modified by 
the planning process. If the major issues h::we not 
been resolved in planning, plan implementation 
will be difficult if not imposdble. Where complex 
issues are involved, as they are in a Criminal Justice 
Information System, implementation can only be 
assured through extensive analysis, tedious dia­
logue, and decision-making. Such an approach will 
help clarify the issues, as well as to focus attention 
on matters upon which real differences exist; it is 
in this context that political jUdgments are neces­
sary. 

To address the specific subject of interest to this 
audience, I shall outline some major considerations 
in the development of a Comprehensive Criminal 
Justice Information System Plan. My observations 
result from actual experience ia developing the 
Utah plan. Systems planning is the process by 
which potential projects are identified, evaluated, 
and placed in priority for later development. A 
completed systems planning report should include 
such items as: 

1. Definitions of goals and objectives for approved informa­
!ion systems. 

2. Identification of the developmental projects with sUGgested 
priorities. 

3. Segmentation of large projects into workable modules or 
sub-projects Which can be implemented individually and 
later integrated into a larger system. 

4. Provisions for coordination of multiple projects as well as 
provisions for individual project monitoring and control. 

5. Estimates of equipment, software, and personnel required 
to complete development of approved projects. 

6. Estimates of the time and costs required to complete the 
activities identified in the plan. 

1· Identification of expected benefits from each projl'ct. 
8. Legislation and procedUres to insure system privacy and 

security. 
9. Mandatory reporting legislation. 

10. Provisions for the on-going funding of the system. 

I wish to emphasize that the completed plan 
represents a snapshot in time and should be 
continuously updated and revised as additional 
information is gathered. 

The initial step in preparing a systems plan is a 
thorougl: examination of existing capabilities. Such 
an examination should include: 

1. The status and current operational costs for existing sub-
systems. 

2. Documenl manual files being used, 
3. Document automated files being used. 
4. Document sub-systems currently under development. 
5. Identification of problem areas. 

I will briefly summarize the major problems 
identified in Utah. In all probability these prob-



lems will also exist in other jurisdictions. 
- There was a definite lack of planning coordi­

nation among the various law enforcement agencies 
throughout the State. This problem appeared to 
stem from the lack of an interagency coordinating 
mechanism rather than from a lack of interest in 
planning' and coordination by the various agencies. 

- In too many instances, the individual agencies 
were not familiar with the functions performed by 
other law enforcement agencies which would have 
contact with a criminal or suspect. The result was 
production of incomplete and inaccurate records, a 
lack of continuity in correctional programs, and 
action decisions being made on data which was 
imperfect. 

- Such information as socio-economic data was 
frequently collected by several different correc­
tional agencies. An effective plan did not exist for 
the sharing of data files by the agencies. 

- An effective process for program evaluation 
did not exist within most agellcies. 

- Legal constraints existed relative to the dis­
semination of historical information. For example, 
a large portion of the information relative to 
juveniles was regarded as confidential and thus 
release of it was highly restricted. 

- Many of the existing manual processes were 
frequently inadequate because of incomplete defi­
nition of the systems and existence of little, if any, 
documentation describing the processes and deci­
sion reqnirements, and because of files which 
contained forms which w~re not compatible with 
files in other agencies and automated data capture 
requirements. 

- Existing systems had frequently been de­
signed and developed without considering the 
needs of other agencies which might benefit from 
the capabilities of the systems. 

A thorough examination of exi~ting SUb-system 
capabilities will assist in determining new system 
requirements. Goals and objectives should be care­
fully defined during this phase of the planning 
process. The scope of the new system should 
address the n")eds Vi planning, evaluation, research, 
operations, and administration. 

Following identification of system goals and 
objectives, the details of development must be 
determined. This should include a careful delinea­
tion of priorities. Establishing priorities is extreme­
ly important at this point in ordE,}' to insure 
development continuity. 

MAJOR DESIGN AND IMPLEMENTATION CON­
SIDERA TIONS 

A Comprehensive Criminal Justice Information 
System should be conceptually designed, with an 
initial emphasis on user management requirements, 
in order to function as an integrated complete 
system, rather than a fragmented series of smaller 
systems. One could not describe any state's Crimi­
nal Justice System as a well-organized integrated 
system capable of a rapid, coordinated response to 
a stimulus. However, an operationally integrated 
information system f;)r criminal justice permits 
decision-makers to examine the system as a com­
plete unit, in spite of its traditional fragmentation. 

In addition to a knowledge of goals, objectives, 
and information requirements, design of the inte­
grated system involves key considerations which 
deserve careful evaluation to insure the feasibility 
and flexibility of the system's implementation. 

- While the potential of systems cost savings 
and the value of an integrated information system 
are undeniable, the total system must be, to the 
maximum extent possible, capable of providing 
service to individual agencies without infringement 
upon the management lights of those agencies. 
Information int<'lldec. only for specific agencies 
must be produced fOt, and be available to, only 
those specific agencies. 

- Further, detail system design activities should 
hiwe as a priority objective service to individual 
(especially local) agencies in terms of administra­
tive aid and workload reduction, with local agency 
participation emphasized in the definition of the 
specific nature of such service. 

- Such a system will transcend organizational 
boundaries and governmental levels, and will there­
fore require a high degree of cooperation among 
the participating agencies. During the detailed 
development phases the requirements of each 
agency must be carefully researched, and although 
some compromises will necessarily occur, the 
mandatory requirements of each agency must be 
provided for within the limitations of cost/benefit 
analyses. 

- The goals and objectives imply a complex and 
justifiably costly system which will require signifi­
cant development time p'rior to final implementa­
tion and total integration. 

- Funding capabilities must be considered and 
should include state and local government commit­
ments from their own sources fl.S well as State 
Planning Agency funding priorities. 

The fields of criminal justke and information 
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systems technology are dynamic by their nature, 
and it should be expected that the Omnibus Crime 
Control and Safe ,Streets Act will accelerate the 
pace of change. An attempt to implement this 
complex system as a single unit might result in 
significant system obsolescence prior to comple­
tion of implementation. 

- Manpower and skill-level resources appropri­
ate to a project of this nature are severely limited, 
both nationally and locally. Particular care should 
be taken not to underestimate the extremely vital 
requirement for project management, control and 
monitoring skills as these relate to the complexity, 
scope, magnihlde, and cost of the implied develop­
ment effort, including the requirement to effect 
the interagency cooperation and coordination es­
sential to the success of the dfort. 

Considerations pertaining to the ongoing opera­
tions of a Comprehensive Criminal Justice Informa­
tion System are frequently overlooked in the 
planning process. I want tC) emphasize that failure 
to address key operational issues early in the 
planning process will jeopardize future succe.Ss. 
Key areas that must be considered are: 

A. Organizational placement and structure of devel­
opment staff: 

1. Should not be att~ched to operational criminal justice 
agency; 

2. Should be funded by Stat~ legislative appropri..ltion; 
3. Shou.ld h'lve legis.lative authority to operate; and 
4. Should have a governing board represented by all segments of 

the system. 

13. Staff configuration should: 
1. Insure that the development staff has the capability to: 

a. Execute and ('oordinate development; 
b. Analyze and interpret statistical data; 
c. Provide technical assistance to user agencies; and 
d. Provide on.going support for the system. 
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Experienced systems support is critical to the 
design and implementation of systems of this 
complexity. Not only must team members have the 
technical and state-of-the-art skills in systems 
design and advanced computer concepts, but cer­
tain team members must also have interagency and 
intra-agency knowledge so that considerations 
from all aspects are evaluated and designed proper­
ly. The lack of technical expertise in the design of 
such a complex system would probably result in an 
inefficient and costly system, and one that does 
not produce the final products dictated by the 
system's objectives. On the other hand, a lack of 
expertise in the V1riouS criminal justice areas would 
allow development of systems which, although 
technically correct and efficient from an electronic 
data processing point of view, would in all proba­
bility not satisfy the actual information needs of 
criminal justice agencies. 

C. Privacy and security: 
1. Adequate privacy and security legislation should be passed. 
2. Administrative regulations should be developed and enforcen. 
3. Physical security should be examined and upgraded if 

necessary. 
4. Management control of the system must be maintained. 
5. Software and hardware should have built-in safeguards. 

D.Funding 
1. Insure that users are aware of f\lture fu.nding that the system 

will require. 
2. Develop a funding plan for current and future support of the 

system. (Necessary regardless of whether Federal funds are 
used or not.) 

3. Obtain commitments on future funding support from appro­
priate funding sources. 
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