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PREFACE 

These materials were produced by the Cornell Institute on 

Organized Crime. The Institute is a training and research 

center developed as a joint program of the Cornell Law School 

and the Law Enforcement Assistance Administration (LEAA). Now 

in it's ~ifth year of operation, the Institute is engaged in 

a number of major undertakings, including an empirical study 

of the "Rackets Bureau" concept designed to illuminate the 

most productive paractices of existing organized crime in-

vestigation and, prosecution units, the establishment of a com-

puterized bibliography of materials relating to organized crime 

to facilitate scholarly research, and the training of organized 

crime prosecutors in the legal and practical aspects of the 

most advanced techniques of investigation and prosecution of 

organized crime. It is with these goals in mind that these 

materials have been prepared. 

Perhaps the most difficult to use, ,but .:tilie most productive 

investigative technique in the prosecutor's kit of evidence-

gathering tool.s, electronic surveillance must be carefully and 

lawfully employed, if it is to realize its full potential. If 

these materials can contribute to raising the quality of legal 

work in this important area, a major aspect of the mission 

of the Institute will have been advanced • 

Cornell Institute on 
Organized Crime 

Cornell Law School 
January 1980 

" 

G. Robert Blakey 
Director 
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ELECTRONIC SURVEILLANCE 

Law and strategy (Prosecution)* 

G. Robert Blakey** 

Introduction 

In 1968, Congress broke a legislative log jam of 

over 40 years and enacted Title III of the 1968 Crime 

Control Act.*** This afternoon I'd like to do three 

things with you: (1) describe the nature of that decision; 

(2) discuss the history of the use of the 1968 statute, 

both on the federal and the state level; and (3) address 

myself to som~~ problems associated with its implementation. 

Nature of the 1968 Decision 

Let's take a look first at the nature of the 1968 de-

cision. There is a myth, propogated by some defense counsels 

and losing civil libertarians, that Title III was the product 

*Transcript of edited lectures delivered in 1979 to a sem
inar offered by the Cornell Institute on Organized Crime on the 
Techniques in the Investigation and Prosecution of Organized 
Crime. 

**G. Robert Blakey, A.B. 1957, LL.B. 1960, J.D. 1968, 
University of Notre Dame. Mr. Blakey is a professor of law at 
the Cornell Law School and is the director of the Institute on 
Organized Crime. He served in the United States Department of 
Justice in its Organized Crime and Racketeering Section from 
1960 to 1964, when he left to teach at the Notre Dame Law 
School. In 1966 and 1967 he was a consultant on organized 
crime to the President's Crime Commission, and from 1969 to 
1974 he served as chief counsel to the Subcommittee on Crim
inal Laws and Procedures of the U.S. Senate, which is chaired 
by Senator John ,L. MCClellan. In 1976 to 1978, he was chief 
counsel and staff Director of the House Select Committee on 
Assassinations • 

***Omnibus Crime Control and Safe Streets Act, Title III, 
18 U.S.C. §25l0 et seq. (1970). 
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of 11 strange coalition of southern resentment towards the 

Supreme Court and popular anxiety about lawlessness. It 

was, in short, a blend of racism and [the] law and order 

mentality. Nothing could be further from the truth. In 

fact, the Congress made a conscientious effort in 1968 to 

follow the teachings of the Supreme Court in the area of 

electronic surveillance. Indeed Supreme Court decisions 

were cited some 66 times in 20 pages of technical commen-

tary on Title III. Katz* and Berger**, the Supreme Court's 

two key cases at that time on electronic surveillance, were 

themselves cited some 16 times in the legislative history. 

Title III was the product, at least in the senate, of a 

fair and open debate. A motion was made to strike it, and 

the motion was defeated by a vote of 68 to 2. Such "right 

wing racists" as Senator Bye of Indiana, [and] Senator 

Brook of Massachusetts supported the bill. I can also in-

clude in that category people like Percy, Musky, Ervin and 

Tydings. 

My point is straightforward. Title III was, in fact, 

the culmination of a debate that began, not in the context 

of law and order in 1968, but in context of what to do 

about electronic surveillance. The dialogue between Con-

gress and the Suprene Court had its origins in 1931 with 

.. 
. , . 

*Katz v. United States, 389 U.S. 347 (1967). 

**Berger v. United States,. 388 u.S. 41 (1967). 
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the recomnlendation by then Attorney General Mitchell that 

there be some court order system on the federal level. 

Title III was also recommended by the Katzenbach Commission, 

put together by President Johnson in 1967. In addition, 

it was endorsed by the Judicial Conference of the united 

States when Earl Warren was chief justice of the united 

States. If you know anything about Earl Warren, and if you 

know anything about the Judicial Conference of the united 

States • . . . The best way to explain it to you if you 

donlt is to say that the Judicial Conference was to Earl 

Warren a lot like the teamsters union was to Jimmy Hoffa. 

In any event, what Earl said he wanted, Earl got. Earl 

Warrenls reaction and attitude towards the Judicial Conference 

was: "leave it to me. Illl bargain for us." So when the 

Judicial Conference of the united States endorsed electronic 

surveillance, it was perfectly clear to those people who 

were working in the legislative process that what we had was 

a constitutional product 

History of the Use 

Let me turn my attention then to the history of the 

use of Title III in the years after 1968. One of the inno

vations that was a product, or part of, the 1968 l~gislation 

was the creation of a wire tap commission, a commission that 

came into existence a number of years after the statute was 

enacted and then sat f~r approximately 2 years holding hear-

3 
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ings and studying the operation of the statLlte. For those 

of you who work with electronic surveillance, I recommend 

that you read the commission's Final Report. This is what 

it looks like. You can get it from Government Printing 

Office. It's entitled "Electronic Surveillance": Report 

of the National Commission for the Review of Federal and 

State Laws Relating to Wire Tapping and Electronic Surveil

lance. It was puLlished in 197'6. It critically reviews 

the experience on [the] federal and state level with the 

use of Title III and makes specific recommendations for , 

amendments [to] the statute. But of far more signi,ficance 

to you, [recommendations] on how to use it, and summarizes 

what has been the experience, the good experience, and points 

out the bad experience. If you work with it on a day to day 

basis again, I repeat, - you ought to read the commission's 

Final Report, particularly the summary of the evidence. 

The commission heard from some 100 witnesses over a 17 day 

period. ..Based on that testimony, it made 4 key findings: 

(1) That wire ,tapping is, or electronic surveillance is, an 

indispensible aid in the gathering of evidence; (2) that 

it's been to date primarily useful in gambling and narcotics 

prosecutions, a little les~ so in loansharking; [(3)] that 

there ha[s] been a failure to use electronic surveillance 

imaginatively in fencing and similar prosecutions (that "sim

ilar category" clearly includes labor racketeering); [and] 

(4) - and I think probably the most significant finding on 
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the part of the commission - was that it was best used when 

an experienced prosecutor, well trained in the law, worked 

closely with law enforcement people. The Commission study 

overwhelmingly reaffirmed the experience of the racket bu-

reau concept, that is, that good investigations are conducted 

well when prosecutors and law enforcement officers work closely 

together. 

Let me now outline for you somewhat in general terms 

the current data on the use - at least in the order of [the] 

magnitude - of electronic surveillance throughout the United 

States. There are, as some of you obviously know, reports 

that have to be filed in connection with each wire tap. They 

are collected and annually published by the Administrative 

Office of the United States Courts and if you want to find 

out what your brothers are doing and not just talking about 

in the racket business, go read the annual reports to see 

how many wires were put in and where they put them in. • • 

If you find a guy at a conference like this talking about 

the hot shot unit from which he comes and you find out he 

put in no wires last year you can dismiss him as a serious 

organized crime prosecutor. 

At any rate, there are today 25 states and the federal 

government that have authority to conduct electronic surveil

lance. Ironically, Oregon, Pennsylvania, South Dakota and 

Wisconsin, never used their statutes! There were 582 appli

cations (and 2 denials) which is a 9% dec~ease in applications 

5 
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over the preceding year. cr ime is declining in this I guess 

the sophisticated tools if we're not going to use 
country taps last 

. 1 81 federal wire h 't There were on y to deal wit ~. 

year. There were 489 state wire taps, down 11%. I suppose 

4n· organized crime with the decline • again that correlates d 

. 't d States! 76% of the or ers and racketeering in the Un~ e 

Came from four states, Florida, Maryland, New Jersey and 

. that between honest truth of the matter ~s New York, and the , 

.0 b t all that s "~ccounted for a ou New York and New Jersey you ve 

done. 152 in New Jersey: k And I might 125 in New Yor • 

is down 64 in number. note that New York 

[The] typical wire tap can last anyw ere h from one day 

to 150 days. The average wire tap lasts 24 days, it over-

t 40ns 28% of which are in-738 conversa. , hears 68 people, or 

a re sound, 28% are incrim-If those statistics criminating. . 

question[s] about minim~za-ra 4ses some serious inating, that • 

I 'll talk a little bit about later. t 40n, something 

... f nd is that One of the things the wire tap commission ou 

these statistics are not very accurate, 

f magnitude than they are in the order 0 

that they are more 

in any sense of 

bl ' 34% were nar-42% of the wires were gam ~ng. 

precision. either gambling 
cotics. That means 76% of these cases were 

That tells me that or narcotics. the wire tap statute is 

d W4th imaginat~on. not being use ... . A gambling wire is easy 

to pull down, easy to make to get on, easy to put up, easy 

1 Narcotics a other things being equa • an arrest on - all 
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little less so. But the sophisticated work with wire tap

ping is not being done. If in fact there were only 45 rac

keteering w~re taps, if in fact there were only 25 homicide 
" 

taps, out of
l 

that total figure, they're being used in the 

easy cases, they're not being used with imagination. There 

may be honest explanations for this. 

One of the things we .found on the wire tap commission 

on the federal level was that, of course, the FBI tended to 

do gambling cases and the DEA obviously tended to do drug 

cases. But when we looked carefully at the way the DEA was 

administering, or working with, the wire tap statute .•• 

we found, much to our suprise, • • • that the problem was 
, 

the wire taps were too productive. Let me repeat that in 

case you didn't hear it. They were too productive. So 

much evidence came in off the wire, that it required addi-

tional manpower to run after leads. It required additional 

manpower to man it. They had so much evidence that they 

had to carve out a center piece that they used to prosecute, 

and they had no manpower or facilities to disseminate the 
l/. 

rest to the state and local [agencies]. So the solution 

on the part of the DEA was not to ask for additional man-

power to utilize the tool that obviously was giving them 

too much evidence, it was to cut down • • . th~ number of 

wires. I wonder if the-American people fully underst[an]d 

What it means not to have sophisticated narcotics prosecu
tions. 
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There's something else I ~uppose ; should mention. A 

, 11' be p' ut ~ n somet.ime between 9 gambling w~re can norma y • 

and 5. 

hours. 

Gamblers tend to wO,rk business hours, or bankers 

Unfortunately narcotics wires can't be put in during 

h ,the part of law enforcement regular hours, and t ere was on 

officers [a disinclination] to sit up all night and keep 

narcotics distributor's hours. They wanted to go home and 

watch TV, and drink beer and play with the kids, too. Again, 

it's sort of troubling to learn that the problem was not 

with the tool but with those who were supposedly utilizing 

it. 

Of the 572 applications, 510 were for wire taps, only 

27 were for bugs. What does that tell , ? me • • •. It tells 

me that the cops and t'he prosecutors are taking the easy way 

out. Look, a wire tap is a good thing.· It gets you a lot 

of evidence. It's easy to put in, it's easy to manage but 

it won't get you the best [evidence]. The experience of the 

FBI from about 1959, when they began doing wire tapping out

side of the 4th Amendment to about 1965, when President John

son told them to stop, particularly in organized crime cases, 

was that all of the good information was over bugs. The 

FBI in that period of time was able to establish, as no other 

investigative age~cy in this country has, the nature and char-

acter of organized crime ~n t e Un~ ea. , h 't d St tes It's organiza-

tion, it~s structure, it's folkways. ~ • They d ~d ~t with bugs, 

they didn't do it with wire taps. • Iron~cally, ,it would have 
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been illegal for them to put the wire taps in too, but they 

were willing to violate the 4th Amendment, but not the at-

torney general's permission rules, which existed at that 

time. What I'm saying to you is a carefully planned bug 

is worth ten times what a wire tap is in getting the good 

information. You can defend against a wire tap by not using 

phones. What are you going to do against the sophisticated 

bug? Where can you go? The answer is, now~e; which is 

one of the frightening aspects of the statute, I suppose. 

On the other hand, if it is used consistent with the the 4th 

Amendment, the statute and some sound discretion, I'm not 

terribly troubled that criminals have no place to go to hide 

from lawful police conduct. 

Wire tapping can be expensive. The most expensive 

federal tap • • • was in the Eastern District of Pennsylvania. 

According to the statistics, they spent $141,695 on a rac

keteering tap. I'm not terribly sure how they calculate 

the money. The most expensive state wire came to New York 

City [with] reported costs [of] $332,770 in a murder prose

cution. I'm not terribly sure how Mr. Morganthal calculated 

that either. It looks like he actually planned it to solicit 

a federal grant with that as a background! In any event, 

average cost of a wire is $11,278, which I suppose sounds 

expensive. But it is better to have an expensive wire that 

results in evidence than an inexpensive physical surveillance 

that just tells you who's meeting with whom, but not what 
~'. " ... 

9 

.... ~-.-~ 

Ii 
II 

~ 
I 
I 
I 

, 



'I , 

'" \ 

they're saying. h t wire tapping is I canlt be convinced t a 

not cost effective, as , , Since 1969 opposed to expens1ve. 

and 13,788 convictions, about there have been 28,133 arrests 

More convictions ~re pending. [a] 49% [conviction] rate. 

, of those were low level If I did not know that the major1ty 

arrests and convictions, I gambling would feel a lot better 

about the statistics. If I tbought that the wire tapping 

labor racketeering, political had been used in narcotics, 

, , cases, I know the con-t ;on and other organized cr1me corrup ..... 

t hat or higher and lId feel a little viction rate would be 

bit better about it. 'nt;s whatever Ramsay Clark My P01 ....., 

notwithstanding, the objection you says to the contrary 

is that it doesn't work. cannot lodge against wire tapping 

is how do we make it work It indeed does work. The problem 

t a nd the federal statute. ' tent with the 4th Amendmen conS1S 

Problems Associated With Implementation 

1 the phrase wire I have used as I should not, loose y 

tapping or electronic surveillance. What I mean by that I 

ought to ..... discussing some current 'def;ne now before I go into 

problems with the statute. 

Definitions 

What I mean is one party consenting If I say recording, 

' Th;s ;s a tape recorder on one record1ng. ..... ..... party in a conver-

;s not wire tapping or bugging, , Generally, that ..... sat10n. 
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loose language to the contrary notwithstanding. I am not 

talking about transmitting. That's when one guyls wired 

[and] broadcasts [out]. There are some states that have 

confused bugging in the proper sense with transmitting and 

insist on requiring warrants in transmission situations. 

I think that mistake in part flows from the loose use of 

the term wire tapping or electronic surveillance. Neither 

one party consent recording nor one party consent transmit-

ting is what lIm talking about this afternoon. What lIm 

talking about is wire tapping and by that I mean listening 

over the telephone or bugging, which is a microphone in 

place either on the outside of the wall or the inside of 

the wall, it doesn't make any difference anymore. 

So what I want to talk to you about is wire tapping 

and bugging in [the] context of Title III as enacted in 1968 

and as currently administered by the courts. There are in 

your background materials detailed papers on recording and 

transmitting which speak pretty much for themselves. 

Practice 

Title III is an interesting piece of legi.slative work. 

'Many people say ••• and we ha[d] this problem on the wire 

tapping commission • • • we asked the FBI, for example, to 

tell us how they wire tapped. What were the standards that 

they used in administering the statute? And it suddenly be

came clear in talking with the working officials, not only 

11 
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in the Bureau, but in the Department of Justice; that they 

didn't understand the sense in which the question was being 

asked. If we asked: "when can you wire tap?" they 'tended 

to come back and tell us the legal rules • • .'. That's 

not what we meant. When do you do it? How do you do it? 

They tend to come back with the technical manual. It was 

as if the two categories, the law and techniques, explain 

the practice and what those of us on the commission were 

trying to find out was the practice neither described by the 

law nor described by the electronics of putting a bug in. 

It's, when do you wire tap? 

Title III in fact says nothing about when you should 

put in a wire. It says nothing about when you ought to put 

in the wire. • It's structure is, there shall be no 

wire tapping, there shall be no bugging, and then there's 

an exception. The exception says ~ou may, doesn't say you 

must, doesn't say you ought to. It simply says you may and 

then there's a long list of don'ts. Specific don'ts. Not 

one do in the statute (in the proper sense of the 'word do and 

don't). Title III is a series of limitations on you. Now 

there's no way tha,t you can draft a series of limitations· wLth

out having a general concept of what it is that you're about. 

Title III as Tool 

That general concept of what you're about is what I'd 

like to talk to you about for a few minutes this afternoon. 

. . , , . 
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It's not on the face of the statute. It's not in the lit-

erature. I haven't seen it in the organization manuals in 

the Bureau. I haven't seen it in organization manuals on 

the State level. Some hint of it appears in the wire tap 

commission report. 

What is wire tapping then? Not law and not technique. 

What's the idea behind the statute? Well, the idea behind 

the statute is that wire tapping and bugging is a tool, de-

signed to solve certain investigative problems. So you 

have to understand what a tool is and you have to understand 

what the investigative problems are to understand the wire 

tapping statute. And I've come back right now to where I 

was this morning when Ron [Goldstock] was talking [on in

vestigative planning.] Ron attributed [the concept of] the 

"can't do-can do lawyer" to me. Well, the truth is, I 

didn't think it up. My understanding of [the] "can do and 

can't do lawyer" comes from Robert Kennedy. When I was in 

the department in the 1960's, in meeting after meeting after 

meeting, Robert Kennedy would say: "I want to do such and 

such," and five lawyers would say: "Mr. Attorney General, 

you can't: do that." And the refrain would come in: . "will 

somebody here please tell me what I can do and stop telling 

me what I can't do." His attitude was that we had problems 

in our society, civil rights and organized crime and anti-

trust, and the function of government was to something about 

those problems. And the function of the law was to see to it 

, 
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that what we did consistent with about those problems was 

the function of It wasn't d our traditions. ou
r values an th's you 

law to turn and can't do 1., teli people that you 

can't do that. If f 'e tapping, you· think 0 W1.r a nd I'm talk-

as prosecutors ing to you now '11 be supervising wire who W1. 

inhibit the investi-don'ts, you will ' g as a series of 

tapp1n , as a series of ways 
If you think of it 

gatory process. [and] you put the em-
done and can't be done, th

ings can be a creative 
phasis on the ways they can 1.'11 make be done, you w 

t o the partnership contribution t rand inbetween prosecu 0 

t of this lecture and If you get nothing else ou 
vestigator. . t'tude and I 
Out of this week, [get a] change 1.n at 1. .' 

, '1 among supervisory change in attitude pr1.mar1. y . 
mean [a] , office or 

le in a prosecutor s ple supervisory peop P
eo , , or 1.'n the De-. 'enc1.es 1 in investigat1.ve ag supervisory peop e y 

Don't come to ever f Justice in Washington. 
partment 0 a reason for 

t f ind a problem. situation 0 If there is 

that mindset , is attributable to law proamong lawyers, 1.t 

h ' the first semester of law fessors, like myself, w 0 1.n , . 

, thod train you into find1.ng the socrat1.C me , school, in 

things that are wrong and then 

never giv[ing] you three years, 

continue that process for 

an opportunity to think 

Positively, or creatively. imaginatively, 

school on figuring out how learned in law 

Forget what you 

not to do things. 

of Problems will W1.re What kinds , tapping solve. Think 

about it for yourself. (1) t Will turn hearsay I ~ 
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mation into admissible evidence. You can use hearsay for 

probable cause and if the wire works, you go from an in.for

mant's report, which is hearsay and probably not usable, 

into admissible eVidence. A great way of thinking about 

it is a way of changing evidence. It will take investiga_ 

tive suspicion, if you massage it a little bit, turn it into 

a probable cause, into proof beyond reasonable doubt. . 

Isn't that what the whole process is all about? You start 

at one end with some suspicion, you massage it a little 

bit, you get it up to probable cause, you put a wire in and 

you've got proof beyond a reasonable doubt. That's no minor 
thing. 

Goldstock was talking about an informant this morning 

and somebody raised the question, well, is he reliable? The 

only people [that] really rel[y on] informants, are jUdges 

issuing search warrants. I would have real problems relying 

on most informants. The typical informant has already 

turned against the culture in which he lives and he's deal-

ing with us because of what? Fear, favor, or revenge, all 

motives to lie. The reliable informant is a fiction in 

the law, an appropriate one I suppose, that you can't get 

around and that you must live with. But what will wire 

tapping do for you? It will take a "reliable" informant's 

hearsay testimony that is suspect and impeachable, and tUrn 

it into unimpeachable tapes. Now it's true people can 

complain that you can edit tapes. 
[But] the wire tapping 
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commission studying all surveillan?e in the United St~tes 

found hbt one instance of documented police tampering with 

tapes. In fact, in the literature, although this. is one 

of the largest single objections to electronic surveillance, 

there is not one incident documented where an effort was 

t d t a tape and use it for the made by law enforcement 0 oc or 

disadvantage of a defendant. Not one incident. So while 

it is an allegation, it is in fact contrary to experience. 

You take evidence that is impeachable and put it into a 

Remember what the jurors in virtually unimpeachable form. 

the watergate case said. One of them came out and was 

paper, I l'mmediately wrote it down, a Nixon quoted in the 

juror said "It is hard to argu~ with tapes. It's too bad 

we couldn't have tapes in every trial." Think about that. 

It's true. Richard Nixon was done in by wire tapping. 

Appropriately enough in light of Watergate. Is there any 

real difference between a wire tap that is put in with a 

search warrant and brings back a tape, and subpoena~ing a 

person's tapes? It's a court order that brings out a tape 

of the actual conversation. There's no functional difference. 

Richard Nixon was done in by wire tapping, appropriately 

enough! 

(2) Largely unnoticed [in] the effect of wire tapping 

is that it not only cuts deep into a conspiracy, it also 

cuts wide. • [I]t picks up all of the peripheral people 

in the conspiracy. The easiest and best illustration of 

.-
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that is one of the cases that was examined by the national 

wiretap commission: the Sherbergen case in Detroit. One 

wire placed in Detroit, in a narcotics case, not only picked 

up the basic distribution group in the city of Detroit, it 

picked up the pilot that was flying the "stuff" in from Peru. 

[O]ne phone conversation was actually between Detroit and 

Peru, so [the wire] picked up the exporter in Peru. 

the whole of the conspiracy as it was laid out. 
It got 

Now, I have to tell you frankly, it did not get all 

of the conspiracy. There ~s some evidence that it was fin

anced by L.C.N.* people and the investigation never got to 

the L.C.N. level. But it took out the whole exportation

importation-distribution-organization in one fell swoop. 

Conventional methods of investigation could perhaps have 

taken out some of the members of that organization sequen~ 

tially. And, if [done] sequentially--person by person-

the'likelihood is that each would have been replaced. What 

happened when one wire investigation identified virtually 

simultaneously the entire group and permitted the indict

ment of the entire group [was that] it eliminated the whole 

organization. Now, I am not going to kid you; you can still 

buy heroin on the streets of Detroit. But that may be more 

a function of the absence of additional wiretaps, or further 

investigative methods; it may also be attributable to [the 

*L.C.N. - La Cosa Nostra (Mafia) 

17 , 



j 
1 • 1 

'1 I 

lack of] reform of the socioeconomic conditions that led 

to addiction. But from an in~estigative point of view, if 

was to take out that organization, wire tapthe objective 

. was appropriate for that goal or objective. p.'1ng 

h t ' tapp1.'ng 1.'S a problem solving tool, If I say t a W1re 

finding out what the problem is, is a major dimension to 

it. , 11 there 1.'S orlly one place in the wire Now irouJ.ca y, 

tap s,tatute where this concept appears. The word "objective" 

1 .l.~n the wire tap statute in 18 U.S.C. §2518 appears on y on~e 

(5) in reference to time. I·t says you can put in the tap 

long enough but not longer than the objective that you have. 

b b ' ct1.'ve? What the statute What does the statute mean y 0 Je • 

1.'S ~hat l.'n your investigative plan, ([and] there's presupposes ~ 

no place in the statute where it talks about investigative 

plan, but you can't meaningfully say that you have an objec

tive until you've sat down and planned it) that you can keep 

it in until you re~lize your objective. That's a clear case 

in the statute where the underlying, the inarticulate assump

tion of the statute is investigative planning and objectives. 

[Similarly, with regard to alternative means] unless you have 

'a concrete objective in, mind, how can you say that you looked 

to see whether you can reach another way and having failed or 

found it to be too dangerous, you put in your wire. The same 

thing can be said in terms of parties. How do you identify 

which parties you ought to tell the judge about. Case law 

talks about probable cause, but its really'in terms of the 
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investigative plan. Isn't it? With the little bit of sus

picion and a little bit of probable cause you get a wire on 

two or three people but your objective is to fill in the 

size of the conspiracy that you're working with, to fill 

in the other parties. To get evidence against the other 

parties, that's your objective; and it is a problem solving 

tool in terms of those objectives: 

parties, offenses and times. 
identifying people, 

In the context of a fencing investigation, for example, 

what is your objective?* It is primarily, in my judgment, 

or ought to be,.to gather evidence against all members of 

the organization and potentially to gather in all members 

of necessarily allied organizations. If you are putting 

a wire in on a fence, sit down and try to figure out what 

role that particular fence is playing. Do we know, from 

what we understand about the redistribution system, what 

other parties probably play a role in what he is doing? If 

he, for example, is a legitimate outlet fence, he [probably 

does not deal with] thieves; [the outlet fence] is the last 

level before the general public. If he is a legitimate 

outlet fence, he has a wholesaler fence dealing with him. 

So it is fairly clear that you want to get the wholesaler. 

An objective that would only aim at the retail .. outlet is 

" ~~. generalll" .Blakey and Goldsmith, "Criminal Re
dl.strl.butl.on of Stolen Property: The Need for Law Reform " 
74.~ ~ ~ 1511 (1976): Strategies for Combatting the 
Crl.m1.nal Recel.ver of Stolen Goods (LEM 1976). 
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too narrow. You have to say: "Hey, there's probably a 

wholesale fence out there he's dealing with." . 

If you are going after that wholesaler or broker fence, 

you can also reasonably assume that retail outlets ex~st 

and your investigative objective ought to be to identify 

all of them that your broker fence is dealing with. If the 

broker fence is truly a broker, that is to say, if he is 

setting up hijackings along the line, you can reasonably 

assume that hijackers are involved and your investigative 

objective ought to be to 'identify all the hijackers he works 

with, [and] all the retail outlets he works with. He may 

very well be· dealing with certain other specialty fences. 

[He] is primarily a broker picking up whatever comes along-

targets of opportunity. He is going to have to "job-that

out," very often, to a specialist •. Therefore, your objec-

tive ought to be to find who the specialists are. If he 

has a sophisticated operatio~, the likelihood is, corruption 

is involved. That means there is a crooked cop somewhere, 

and you can be assured, as sure as you are sitting here, 

that there will probably be a crooked lawyer around somewhere, 

too; [the fence] needs professional services. Not always, 

but too often. He may very well need an accountant, he 

may very well need a lawyer, he may very .well need a bail 

bondsman. Your ultimate investigative objective should be 

to identify all of those parties. That is the scope of the 

real functioning organization; those are some of the other 

20 

. .' 

'. 

, , . 

people or organizations that are working with him. 
A 

wire offers you some promise, not simply of a fencing case 

against the first person, but to take out that whole dis

tribution network. 

My own judgment is that, as a 10.ng te'~m . .... operat~on, you 

really ought not ahlays to focus entirely on the fence. 
Every 

time you can find f 
one 0 our people, a lawyer or a crooked 

cop, you ought to take the t~me d 
~ an trouble to make that 

collateral case. 
If there were no crooked lawyers, a lot 

of crimes would not exist. 

a lot of other people. 
We do more harm, frankly, than 

Let me make two preliminary r~marks before we get into 

the question of meeting the for.mal requirements of the stat-
ute. 

I sound like I am suggesting to you that 
wire tapping 

is a good idea and that . 
~t will solve problems for ::ou. 

Let me be openly candid about . 
~t. Wire tapping will wipe 

your shop out if you don't do ~t r~ght. 
~ ~ That statute not 

only has criminal penalties in it, it has civil penalties 

in it. It will not only suppress the . 
ev~dence that is im-

properly taken, it will also result in liquidated damages 

and attorney's fees against everybody who . 
part~cipates in 

putting it in, if you don't do it r~ght. 
~ There is a major 

disincentive on anybody's part to put ~n 
~ surveillance with-

out two things: 
(1) technical training in it, and by this 

I mean learn the don'ts so that you can operate them cor

rectly and in good faith, [ d (n)] 
an ~ , go in with technically 
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know how to put it in 
enforcement officers who 

trained law f h can draw out 0 
it properly so that t ey 

properly and man . ed law enforcement 
And by technically tra1n 

equipment. 

adequate 

Look LEA through 
grantsmanshiP will get you 

70% of the major 
Nevertheless, 65% to 

electronic equipment. 

Court cases dealing 
with wire tapping and bugging 

supreme 

f
'ace of the opinion that the bug 

record on the 

did not work, 

. e way. I have never had a con-
that the tap failed 1n som 

versation with an FBI agent 
or other people involved in 

ld not tell me one story 
putting in surveillance [who) coU 

t that failed. Good Lord, if 
another about equipmen 

after on the affidavits, 
h t time working 

. to spend all t a you're g01ng .. urn 
That ought to be the m1n1m , 

get equipment that will work. 
. there with stuff that 

time you get guys 1n 
yet time after 

won't work. 

Authorizing surveillance 

t for a wire tap? There are 
What are the requiremen s 

Let me explain them to you 
b~t f'"or the reasons a little .J,. 

six. ' rate 
t d how they ope • 

I think you'll unders an 
behind them and 

prosecutive Decision 
Requirements: 

III is a prosecutive 
First, wire tapping under Title 

. The decision 

It 
is no longer a police decis10n. 

decision. 

t
o take the wire tap away from ,the 'police 

by the Congress 
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is based on two things. (1) A perceived experience that 

the police abused it" We can argue whether that's true or 

not, but the perception was there that built up over 40 

years. The police, left to their own devices, abused it. 

And they abused it because they were arrest minded and not 

conviction minded. Because they were arrest minded, if 

the evidence was suppressed or no conviction [resulted], 

it didn't make any difference, the cops were counting col-

lars. [The] decision [was] to make it a prosecutor's judg-

ment whether a wire tap or a bug should be used, because 

prosecutors, bless their souls, care only about one thing 

and that is convictions, "not sentences, not impact in the 

community, but convictions." They are as crazy about con

victions as cops are about collars and both, unless it's 

part of the general policy or general strategy, are largely 

irrelevant. Nevertheless, the fear that your evidence will 

be suppressed and you will lose your conviction [is a factor 

that motivates prosecutors.] [That factor was] the assump-

tion the Congress [had in mind when it] made it a prosecutive 

decision and not a police decision [to conduct surveillance.] 

Now there are a lot of technical rules that have developed 

about who's supposed to sign things and whether people can 

delegate them and whether the signatures have to be in 

writing. That kind of prosecutor baroque is contained in 

the background papers. For God's sake, don't lose a wire 

tap on the grounds that the prosecutor didn't sign the order 
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or whether the delegation was proper. There's just simply 

, b t the suppression of evidence and the no proport~on e ween 

loss of that case and the failure to live up to those kind 

of rules. 

Offense Reguirements: Designated 

Second major point: Title III deals with designated 

. can't get a wire tap for everyoffenses, which means you 

thing. You have to get a wire tap for the designated of-

fenses. How do you learn the·desisrnated offenses? Go 

read them. They are on the face of the statute and make 

sure that you are using them in that context. Why did Con-

gress choose to go with designated offenses? Well this is 

h )1 ' What Congress didn't want a story that is wort te~ ~ng. 

to do was authorize surveillance for the sex crimes: adul-

tery, fornication, homosexuality. But there was no way Con-

gress could vote to exclude adultery, fornication, homosexu-

ality from the list of crimes, directly. I mean how can 

you legislativGly be against that, particularly if privately 

f 't? So a me.chariism or word or phrase, a eupheyou are or ~ . 

mien, was developed and the euphemism was: dangerous to. 

life, limb or property and punishable by more than year in 

jail. If you think about it for a minute, what in the crim-

inal code except sex 0 enses. ff ~s not [dangerous to] either 

life, limb or property? Only the sex offenses • 

fact a euphemistic way of saying the negative. 

24 

It is in 

, . 

--~ - - -----~ - -- ~ -----

~ . 

/ 

Unfortunately that has caused some confusion in the 

states. The question is where the "and" applies. Normally, 

the way that [phrase] should be construed, and legislative 

history is explicit on this. Designated offenses in the 

federal list are clear and designated offenses in the state 

list are clear. There's a series that are set out specific

ally, for example gambling, but then there's the catchall 

clause at the end that says dangerous to life, limb or prop

erty punishable by a year. What does "and" apply to? The 

better opinion is that you can get a misdemeanor gambling 

wire. The less well reasoned opinion is that the felony 

limitation applies as well to gambling. That wasn't the 

intention of Congress, although the intent was not expressly 

set out in the terms that I have given it to you. Yet the 

legislative history is explicit on the "and". 

What must you do in terms of that designated offense? 

You must link up probable cause, which you all know about 

from regular search warrants, with the person, phone and place, 

and subject matter. It is different, from an arrest or typ-

ical search and seizure. 
[In] a typical search and seizure 

there is no necessity to have a person involved. All you 

have to do is know the thing is evidence and it's located 

in some place. For an arrest all you need is probable 

cause as to person, place or phone, and subject matter, and 

it must be in terms of the designed offenses. 

The probable ~aus~ problems for wire tapping are not 
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, Two hints f search and se1zure. 
that terribly different rom 

It is a good idea to think of every 
for you for practice. 

standing on some 
fact in your wire tapping application as 

paragraph and the 
footing and the facts should be in one 

This is what I knoW and 
, ought to be in the next. foot1ng 

how I know it is going to 
Normally, this is how I know it. 

And then you have to do two things 
be from an informer. 

to establish the reliability 
under spinne11i*. You've got 

an
d the reliability of the source of the 

of the information 

and t his is in rough terms, you 
That means, information. 

any fundamental idea. One para~ 
need three paragraphs for 

1 to set out the 
out the idea, one paragrapl 

graph to set 

of t he idea, and one paragraph 
source 

to give the judge 

idea and the person 
to be1i~ve the content of the 

reasons 
have that kind of small rule 

If you who gave it to you. 
_ think that you have got to do 

for yourself, - think three 

P
erson and a so~rce, that is, an 

three things, an idea, a 
and the idea, you won't have any 

evaluation of the person 
d 't h e any spinelli prob-

Spinelli problems, or you shou1 n av 

1ems. 

Designated Person 
statute has another provision in 

Now the wire tapping 

it. 

-7 / •• 

th erson that you ex
It says you have to designate e p 

spinne11i, 393 U.S. 410 (1969). 
*~u~n~i~t~e~d~s~t~a~t~e~s_v~.~~_~~~--

" 

., .. 
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pect to overhear, if known. What does that mean? Well, I'll 

tell you what we thought it meant in '680 In 1968, if you 

had asked me whether you have to designate the person to be 

overheard in terms of the 4th Amendment, I would have said 

yes. The wire tap statute in fact has that clause in it, 

designate the person if known, because I thought the con-

stitution under the 4th Amendment required [it]. I 

was wrong. The Supreme Court has now told us that you don't 

have to designate people, that the 4th Amendment only requires 

the designation of crimes. But'there's a statutory clause 

based on my misperception of the constitution at that time 

that says you have to designate persons. What it means is 

that if you don't have probable cause for one of t?ose people 

in Go1dstock's outline [on investigative targets as part of 
" 

investigative planning], you can't put his name in as a des

ignated person. If you don't have probable cause, you can't 

put his name in because you can't secure authorization to 

overhear a known person, by known I mean his name, if you 

don't have probable cause. If you do have probable cause, 

you must put his name in. So there's only two categories. 

Probab~~~ cause or no probable cause. That's obviously a 

dilemma, because probable cause is an elastic standard. One 

man's probable cause is another man's lack of probable cause. 

What's the solution for it? My solution for it is. as follows: 

go down in a very careful articulation of your investigative 

objectives, identifY,a11 ~he people you know to be in the 
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situation and ones that you may reasonably suspect to come 

into it. Get as many of the names as you can. Go down the 

h probable cause for?" list and say "which ones do I ave. • • 

Those you must put in. "Which ones do I certainly not have 

probable cause for?" Those you cannot put in. What about 

the ones in the middle, the gray ones? My solution to you 

is, designate them in the application but not in the order. 

Bring them to the judge's attention, and say: "Your honor, 

I do not think I have probable cause as to these three people. 

So while they're known to me, and this is the basis on which 

they're known, they're not ones that I want an order for 

because I think I haven't got probable cause. But what I 

want you to do for me is if there are any special rules of 

minimization that you would want to put on these people, be

cause they are for example a lawyer or priest or bailbondsman, 

or something, then tell me what they are, and should these 

people come into the tap, although Ido not have legal prob

able cause to believe that they will, we will minimize those 

people accordingly." What you have done by this is met what 

I think is the Supreme Court standard in Donovan*. [The] 

Supreme Court told us in Kahn** yo~ don't have to [designate] 

if there's no probable cause. They told us in Donovan, if 

you have probable cause you must. But they wouldn't suppress 

.. ' 

*United States v. Donovan, 429 U.S. 413 (1977). 

**United States v. Kahn, 415 U.S. 143 (1974). 
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for a failure to designate unless two things were present: 

the failure was deliberate and it caused prejudice. The 

only sense in which I understand the word prejudice here 

is that the failure to bring it to the judge's attention 

deprived the person to be overheard of some protection 

that he would have had had the judge known about it. I 

think the way around that is straightforward. Bring it 

to the judge's attention, but don't ask to have it in 

the order. Have it only in the application and ask to have 

any special minimization rules applied to you, or any pro

hibition against listening to this person. If the judge 

doesn't give it to you [there's no prejudice]. 

Requirements: Exhaustion of Other Procedures 

The fourth requirement is that you exhaust other in

vestigative procedures before you put in a wire tap. I 

think I ought to be explicit when I say that I feel about 

wire tapping and about bugging a lot like I feel about bat

tlefield surgery. It's always bloody, it is not always 

successful, but in certain situations there is no practical 

alternative. It's only when there is no practical alter

native that wire tapping is tolerable in a free society. 

It is a gross invasion of privacy. Do not do it unless you 

have to. What this means to you is: look what the alter

natives are. If you can make a case without wire tapping, 

do it. It is cheaper. The average wire tap costs about 
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12, . $ 000 It involves enormous lawyer time. I do not want 

, h' In fact, a good wire which has to overemphas1.ze t 1.S. 

, f lly w1.'ll avoid trial, and trial is more been put 1.n care u 

expensive than a motion to suppress. The study of the 

commission [shows a ] ·th t 1.'f you put a good wire in and the 

d h defendant hear it in the preliminary defense counsel an t e 

d ' th defendant will usual.ly plead guilty. procee 1.ngs, e He 

go before a J'ury with that kind of evidence. does not want to 

1.'f you do it right; It may be in one sense money-saving 

time-saving if you do it right. If you do it wrong, you 

have years of litigation. It is, therefore, a technique 

of last resort. 

, means] clause in the wire tapping What [the alternat1.ve 

statute does is try to make the prosecutor articulate the 

reasons for his decision • • • that to advance this investi-

gat ion there's no pract1.ca a e • , 1 It rnative Again, its only 

in terms of an investigative plan that has [an] articulated 

objective in which you have considered what the alternatives 

are, that this clause can be complied with. It is.no longer 

, dec1.'sion as soon as its a requirement in your prosecut1.ve 

the statute. It now becomes a judicial decision whether the 

invest1.gat1.ve , , alternat1.'ves have been examined, thought 

through and re]ecte , , d e1.'ther because they're not apt to be 

successful or they're apt to be too dangerous. That tells 

1 h ' One 1.'S you must share your reasons you a coup e t 1.ngs. 

with the JU ge. , d Now that's great the first time you draft 
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an application. It will be a fresh expression on your 

part of what the alternatives are. What happens, my good 

lawyers, the second time you put in an application? You 

grab for the old papers, right? You change a couple words, 

you throw it into the typewriter and out comes boilerplate. 

The chief difficulty with drafting these applications is 

precisely the tendency on the part of the prosecutors to 

take forms and just fill in a couple of different words. 

The courts are troubled with boilerplate in this area. Try 

to figure some fresh imaginative way of particularizing to 

this ~ why the investigative alternatives have been ade

quately resolved. Let's be realistic, too, ••• if you 

put one gambling wire in and you put another gambling wire 

in, they will all look alike. If you put in one narcotics 

wire and you put in another narcotics wire, it's not entirely 

the fact that you are inarticulate that you can't express 

in different words why this case is not unlike the other. 

Nevertheless, even though boilerplate may be an adequate. ex-

planation of why this case is different, try to look for 

the facts and to articulate • • • for the judge [why] in 

this case • the investigative alternatives are not ade-

quate. 

Requirements: Time 

Number five. Time. The federal statute authorizes 

electronic surveillance for not longer than 30 days or your 
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h ' h 's less Why did Con-investigative objective w 1C ever 1 . 

In fact, the prosecutive descretion gress take 30 days? 

on the part of the department of justice is about 20 days. 

h t Cut it down to 20 Some states have state statutes t a 

days. I'm familiar with the process in a number of state 

th t h arr ~ved at this and it's because I legislatures a av~ ~ 

am that in 1968 we se 1 a • ~ t 't t 30 I f4 gured we would set 

the federal level at 30 for two reasons We 

made a careful examination of staleness cases in probable 

cause. Staleness is: on the 30th day of wire tap your sur-

veillance is premised on probable cause set out in your now 

30 day old application. In the federal system when it 

takes 6 to 8 weeks to get a wire tap in, your probable 

ld That means that there is increas-cause may even be 0 ere 

bl We found no case that sustained ingly a staleness pro em. 

probable cause after about 45 days so we set the federal 

l1m1t a .• " t 30 We didn't s.et it at 20, which would probably 

be more appropriate, because we knew that state legislatures 

that would follow ·the federal approach would probably say, 

like ali legislatuies do, "I want to be in favor or privacy 

so I'll cut the l1m1t own. ~ , 'd "So we set 4t at 30, which is 

high enough to let the state legislatures cut it back a 

little bit and not be too tight to restrict the statute. 

That's the heart of time. It's not much more complicated 

than that. You can justify a surveillance as long as you 

can justify it in terms of the facts of the individual case. 
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Requirements: Previous Applications 

Number six. There is a requirement in the statute that 

you tell the court about previous applications. Why? There 

was a fear that the prosecutor would harrass individuals 

and seek to gain evidence against them by repeated wire 

tapping. Unless the court was informed of the previous un

successful wire taps, they would not be in a position to 

prevent ha~rassment. A lot of people haven't noticed this, 

but there is within the concept of the federal statute abso-

lute jUdicial discretion to. deny any wire tap for any reason 

or no reason at all. One reason that a judge could decline 

to authorize a wire tap is the thought that even though you 

have probable cause in this instance, it is an harrassment 

to go back on the same guy again. The only way he is going 

to know about the fact of harrassment is if you tell him 

about your past applications involving this person. What 

does this tell you? The only way you're going to know whether 

you had previous applications on this guy is to have records. 

You've got to have some adequate system of indexing previous 

taps and previous applications. If only for this reason. 

Listen, there are a thousand other reasons why you ought to 

have good records, but this is one of them. A problem is 

presented by that requirement. It has gone unnoticed, I 

think, by defense counsel; but eventually it is going to 

get to them. In Giordano* [the Supreme Court] suppressed 

*United States v. Giordano, 416 U.S. 505 (1974). 
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not only the first case in front of it but the derivative 

cases on the grounds, and no other grounds • , that the 

firs.t application was noted in the second application and 

therefore as a matter of law the second application was 

the fruit of the first. See the dilemma? If you don't put 

it in it violates rule number six. If you do put'it in and 

it was bad, you suppress the second wire tap. What do you 

do then when you have a questionable wire tap that has played 

a role in the investigation and you don't want to rely on 

it in the next application? . . . My solution for you 

though is straightforward. Tell the judge about the prior 

wire tap. Tell him only enough about it to make the kind 

of decision I've discussed with you and then ask him for 

a specific finding that he does not rely on the prior wire 

tap in granting the second wire tap. Now, I don't know if 

this will get around Giordano, but • . if the judge is 

notified of thewLre tap because of rule six, and then specif

ically declines to rely on it in issuing the current order, 

I don't see how the rationale of the suppression rule would 

apply, and if the rationale doesn't apply the rule won't 

apply. I can't believe. that the Supreme Court laid down 

a per ~ rule here that's not going to be ~menable to argu

ment case by case. Nevertheless, look what this puts on 

you. Every time you cooperate with somebody who hasn't 

done the wires as carefully as you have, you've got to 

know what his wires are to notify about a previous applica-
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tiona And second, in light of Giordano, you have to really 

make a judgment as to whether his wires are good, because 

if his wires are bad it will bring down like a house of 

cards a whole series of very sophisticated cases. 

Executing Surveillance 

Let us take a look at executing surveillance. What 

have been the major problems? As I see it, there are two 

real problems and two specious problems. The two real 

problems are minimization and amendment and the specious 

problems are notice and sealing. Let me talk about the 

specious problems first • 

The Specious Problems: A) Sealing 

Will you tell me why there is a problem with notice 

and sealing? Would you please tell me why prosecutor[s] 

and police people have had problems with notice and sealing? 

Sealing is nothing more than custody and integrity. In the . 
New York County District Attorney's office, they have large 

series of reels where they have been taking invento~y, in 

effect, sealing taps that go back to where they do not have 

tapes any more; they have wax discs. This business of taking 

a couple of tapes and throwing them in a trunk and leaving 

the trunk in your basement or in a file cabinet for six or 

twelve months is outrageous. There is no reason for a prob-
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lem with sealing. You finish it and you seal it. What 

is the seal? It is a piece of tape that the judge puts on 

it. That is a specious problem. 

The Specious Problems: B) Notide 

Would you please tell me what the problem with notice 

is? In effect, it is a penny postcard. You mu'st !lotify 

everybody that was named in the application;' that is not a 

big qeal. My own suggestion to you is: you ought to bring 

to the judge's attention anybody who was overheard for whom 

you have a name, so he can determine the question of notice. 

The statute requires that in addition to the named people 

in the order, all other people overheard, in the interest 

of justice, must get notice. I would say anybody that you 

plan to indict, anybody that you plan to call as a witness, 

or any other person who is more or less affected by the sur

veillance [should receive an "in the interest of justice" 

notice]. If it is an illegal surveillance, I think you 

must notice everybody for whom you have a name. 

The pu~pose of notice is to get around the problem of 

surreptitious surveillance. Traditionally, when you executed 

a search wc;trrant, you went to th~ front door, knocking and 

announcing who you were. The citizen knew that you were 

there and had an opportunity, at least; to allow you to come 

in peacefully and, if necessary~ turn over the property that 

he was holding. He could subsequently sue to vindicate,,_his 
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rights. with a wire tap or a bug that is not the case. 

Thrown in in the dead of night, listened to, filed away-

nobody knows it ever happened. The purpose of the notice 

provision is to guarantee that while surveillance' may be 

initially surreptitious, ultimately it will not be. Give 

them notice, and if it is illegal, stand back and be willing 

to take the civil suits that I hope they file. 

When to Give Notice 

[Persons who have been under electronic surveillance] 

should be notified within a reasonable period of time. 

[The statute says 90 days after the termination of the sur-

veillance unless you have a reason to postpone. A reason 

to postpone is "good cause," and "good cause" means an in

vestigativ~ reason. The presumption is that notice goes 

out and [that it does so] regularly. The 90 days is not 

something you take every time. Somebody is going to have 

to set up a filing system, just like you keep an office 

calendar: who has been overheard, who should notices go 

to--notice must go out. If there is a problem with noticing, 

a real problem and not a routinely assumed problem, disclose 

it to the judge: it is'good cause. 

Failure to Give Notice as Constituting Grounds for Suppression 

One of the issues that the Supreme Court has now de-

cided is: "Does a failure to [give] notice consti tute ground~i 
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for suppression?" [You must ask: was the defendant] 

prejudiced? Clearly, if [he was] prejudiced, it should be 

suppressed. If [he was] not prejudiced or had actual know

ledge, you have a different case; the rule appears to be: 

no prejudice--no suppression. If the courts decide to get 

tight because prosecutors are intentionally not supervising 

[their taps] and [are] not giving notices, [prosecutors] 

are in trouble. 

The Real Problems: A) Minimization 

Let me talk about what I understand to be the real 

problems. The real problems are minimi,zation and amendment. 

Minimization is not really, in my judgment, a problem. It 

is simply that you must exercise intelligence in the execution 

of surveillance. In a traditional search and seizure, you 

searched a place for a specific thing over a very limited 

period of time. In a wire tap, you search a channel of 

communication or a place of communication over a relatively 

long period of time. You can foresee at the beginning that 

conversations have several aspects; some are related to A, 

some are related to B, but you are only entitled to listen 

to A. What minimization [represents] is a goal: no more 

invasion of privacy than necessary. That is not something 

that [can be] simply worked out by the judge when he issues 

the order. It is something that continually must be worked 

out during the process-of the surveillance. 
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The cases are, in my judgment, fairly clear. [There 

are] two rules. What is required here, federally, is [a] 

good faith effort to minimize, not to eliminate completely, 

but to minimize. That means you have to have an investiga

tive plan; you have to know the probable people you are going 

to listen to; you have to instruct your officers. The key 

difference, if there is a difference in the cases, is between 

the whole world and New Jersey. The whole world says, pri

marily, intrinsic minimization; that is, you must listen 

call-by-call. If it is the proper person and the proper sub-

t ' t' 'sten If "J.'t is not the ject matter, you may con J.nue 0 ~J. • 

proper person or not the proper subject matter, you must 

"stop listening and you may spot-sample. That requires an 

act of faith: you [have to] believe the people [conducting 

the tap] will, in fact, do it this way. 

I am afraid maybe we just have to accept acts of faith 

once in a while. There is no ultimate answer to: "what if 

the police are going to lie?" That is a "what if" question 

to which there is no answer. If they are going to lie on 

minimization, they are going to lie on informants; if they 

are going to lie on wire tapping, they are going to lie on 

planting evidence. If the police, in fact, are liars, all 

bets are off. It is a problem for police selection and 

training. It is not something the law can do much about. 

The law ultimately has to assume that its agents have in

tegrity. I do no~ want to sound like Pat Gray, talking about 
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a presumption of regularity. Nevertheless, I do not think 

you can construct a legal system that.works on the assump

tion that its agents geriera11y act unlawfully and cannot be 

trusted to tell the truth. 

Nevertheless, the genius of the American people has 

been in setting up safegu.ards. The ge;nius of Congress, in 

setting up the statute, was to·get 1awyer.s into the process 

of execution. This means [that] if you have one duty in this 

game, it is to supervise the execution of that surveillance 

. order. This means you should be in daily contact with [your] 

people. You should be reviewing the minimization instructions: 

wide in the beginning, narrow in the end. Once you find out 

she is a babyst~er, once you find out it is grandma calling 

the grocery store--do not listen. As soon as you find out 

that he is talking to a lawyer and you know who the lawyer 

[is] and [there is] no indication of corruption, minimize the 

lawyer out, intrinsically. 

The New Jersey rule, which is a special thing, is 

extrinsic minimization, although I understand they are now 

changing their practice. This means [that] you set the times 

of day or possibly get a visual fix, for example, in a public 

phone booth, and you only turn [the tap] on when he comes in. 

Once he comes and begins talking, you never shut it off, 

except if a lawyer is involved, or an indicted defendant. 

It may very well be in short taps, in areas like gambling 

and m9.ybe narcotics, in effect there is no difference between 
'1\ 

40 

1\ 
'\ 

)1 
). 

l __ . .....,,;.l/-/--~ ....... - --.-..... " ... ----... --.-.-... - ',- .. - .. --.~.--...........,,---,------:;"'~~<...__c--'"'"'"'":'---.--__:"_;;_:_ 
., , ~ It // 

- . ~ . .. • v , . 
.~ 

.. 
,. 

• 1 -

/ 

extrinsic and intrinsic minimization. 
In the fencing area--

underline in the fencing area-- the difference between in-

trinsic and e t' , . 
x r1nS1C m1nimization is the difference between 

day and night. 
I do not see how you can get by with anything 

other than intrinsic minimization ;n f 
• encing, homocide, 

bribery--where you do t h t 
no ave hat pattern of regular calls. 

You are gOing to have to sample 
it as you go along. 

The statute permits you to th 
ga er not only evidence, 

but investigative leads that are evident;ary • 
• For example, 

one of the fil:st wire taps that was ever put in 
by the F.B.I. 

wa.s put in the Miami airport and 
the story that I am told 

is that they had a visual fix on 
it. They were able to mini-

mize by looking [at the defendant] ~hen he .. walked in. [It] 

turned out the defendant himself had hung an out-of-order 

sign on the public phone b h 
oot that he turned on and off 

\'.lhen he went in. 
When they got him, he was a bOOkmaker 

and he primarily placed bookmaking lay-off bets • 
One of 

his calls was to f1 
a ower shop and he had flowers delivered 

to his addr,ess. 
While that is not a bookmaking call it is . , 

an identity call. 
It gave you the name and address of the 

person making the call. Consequently, I think that is of 

SUfficient evidentiary significance ;n 
• the investigation 

and, under the ' 
. c1rcumstances, is incriminating. [It] may 

be not incriminating as to gambling, b t [' , 
u lt 1S] incriminating 

as to identity and therefore t 
no something that necessarily 

would have to be minimized. 
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The Supreme Court did the government,' at least, a favor 

in Kahn.* Unbeknownst to [the] author [of the statute], the 

Supreme Court, in Kahn, fou'nd that the key thing [in minimi

zation] is not names, but subject matter; that subject matter, 

and not identity, determines the relevancy of the call [in] 

fit [ting] it into the category of "incriminating." What 

Kahn tells me is that the Supreme Court is not going to 

read Title III narrowly; it is not going to say that there 

is one primary interest here called privacy, one subordinate 

interest called law enforcement, and, on the whole, the balance 

of [these factors] favors privacy. Stewart [is the author of] 

the opinion; [he is not well known for favoring intrusions] • 

[The Court is] going to look at the statute in a balanced 

way and it is going to say: "Hey, wire tapping is distasteful, 

but it is necessary and I am going to interpret the statute 

in such a way that it works reasonably. Therefore, we 

are going to let them listen to [unknown persons] as long 

as;the subject matter is appropriate." I th~nk they are 

going to permit it. [Thus] if your facts justify [the sur-

veillance of unknowns] and you have artfully drafted your 

order to fit your facts, Kahn permits, (if your facts justify 

a large-scale scheme) a rather wide • . . :net as to these 

[unknown] people. Finally, the court did law enforcement 

another favor in Scott,** in which it held that the test 

*united States v. Kahn, 415 U.S. 143 (1974). 

**436 U.S. 128 (1978). 
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f for a failure to minimize was objective, that is , look to 

see what happened first before you look to the bad faith 

of the officers. That means that it is going to be hard to 

show failure in short tapes. Nevertheless, you ought to 

have good faith--and be able to prove it. 

The Real Problems: B} Amendment 

Let me go to the other problem that is a real one and 

is "screwed" up right now. That is amendment. It is a mis

nomer to talk about it as amendment, for, indeed, there are 

[actually] two problems. One of them is amendment: retro-

active amendment. The other one is a thing the courts have 

begun to talk about as amendment; what they really mean is 

a new order. 

Retroactive Amendment 

Let me first talk about retroactive amendment. ~vhen 

the statute was drafted, the problem arose as follows. In 

light of the Marron* case in the Supreme Court, if you go 

in for liquor and you designate liquor, what can you seize? 

The answer is linuor. In M th S 
~ arron e upreme Court permitted 

the seizure of bqoks and records, not pursuant to the search 

warrant but incident to the arrest. But the law never 

fully developed in this area. Typically, under the Rabin-

*Marron v. Un,ited,States, 275 U.S. 192, 196 (1927). 
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when you went in to conduct owitz-Harris* line of decisions, 

lly made an arrest. While your a physical search, you norma . 

d l iquor, anything beyond liquor that was warrant specifie 

J'ustifiable under [a] search inrelated to it was always 

cident to an arrest theory. der Chirnrnel** when your Now, un 

t is going to be narrow, you search incident to an arres 

[have] a problem. Statute, when almost Under the wire tap 

do not have an incidental arrest and search, by definition you 

you have a [larger] problem. 

I go in for narcotics, and I overhear [For example], 

murder. Can I take it? We were afraid that what Marron 

t take murder if you went on a meant was that you could no 

d Marron, you did not have a narcotics tap because, un er 

We drafted Title III • • • before warrant designating it. 

with the "plain view" the Supreme Court began playing around 

or the inadvertent plain doctrine. The plain view doctrine, 

depending on whether you buy the plurality view doctrine, 

** perml.'ts p_retty wide incidental ' 'th Coolidge case* , opinl.on l.n e _ 

seizure. d it was preWhen the wire tap statute was drafte , 

plain view, at least pre- Coolidge. What we .had to get 

around was this. t ' s and overhear If you go in for narco' l.C 

*Harris v. United States, 390 U.S.)234 (1968); United 
states v. Rabinowitz, 339 U.s. 56 (1950 • 

**Chimel v. Californi~, 395 U.S. 752 (1969). 

, 403 U.S. 443 (1971). ***Coolidge v. New Hampshl.re, 
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murder, you may use it on a quasi-emergency basis, but you 

must get a retroactive order of approval, in the nature of 

a search warrant, that establishes that you were not in 

there under a subterfuge and that it was incidentally seized. 

That would permit you to use it at trial and for judicial 

purposes. 
Unfortunately, the Seventh Circuit and the Second 

Circuit in Brodson and ~arion,* have interpreted the phrase 

"relating to other offenses" as follow[s]. The order autho-

rizes A and the conversations overheard are A. No problem. 

What if you hear B? No problem, you need a retroactive 

order. What if you hear A-B? Have you got to get a new 

order? 
In the Brodson case [the investigators] threw in 

a wire, in a gambling case; the gambling offense I think 

[was] 18 U.S.C. §1952. When it carne time [for trial], [the 

investigators] decided to try the gambling case under 18 

U.S.C. §1955. It was a situation of A-B. The Seventh Cir-

cuit, in what in my mind was a wooden opinion, decided that, 

although it was lawfully seized under §1952(A) since it was 

going to be used at trial for another offense (B), [the 

prosecution] had to have an order of amendment. 
It was 

simply wrongly decided. It was followed again by the Second 

Circuit in Marion, so that if you go in for narcotics, over-

hear narcotics and later decide that you want to use it for 

tax evasion, you have to get an amendment as soon as possible. 

*United States v. Brodson, 528 F.2d 214 (7th Cir., 1975); 
United States v. Marion, 535 F.2d 697 (2d Cir., 1976) • 
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If you go in for narcotics and you overhear murder, I say 

that it would be only then that you would have to have [the 

order amended]. In other words, a retroactive amendment, 

on the better construction, only applies to a wholly un

anticipated offense not within the scope of the original 

order. Marion has interpreted it to [include] any evidence 

seized that is going to be used under a designation different 

from the original offense~ it's wrong, but it is the law. 

Prospective Amendments or New Orders 

[The New York Court of Appeals], in DiStefano,* [states] 

that you have two problems. [First], you have a retroactive 

problem. until you understand [the] relevancy [of the evi

dence] and make decision to use it for either a different 

offense or a wholly unrelated offense, you have no duty for 

retroactive amendment. The second half of that problem is: 

if on a 30-day warrant [for narcotics] you pick up on the 

second day some evidence of robbery, the question [becomes]

before you use that evidence must you get an amendment? If 

[the wire] was for narcotics and you heard robbery, the 

answer is yes--within a reasonable period of time. If you 

want to listen on the third, fourth and successive days to 

succeeding robhery conversations, you now have a problem, 

not of retroactive amendment, but of prospective amendment, 

*People v. DiStefano, 38 N.Y.2d 640, 345 N.E.2d 54.8, 
382 N.Y.S.2d 5 (1976). 
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or in effect a ne~'l order-- [an] amendment opening up the 

wire. I think you have a problem. 

The question is: what is the unit of surveillance? 

If you conceptualize the unit of surveillance as one of 30 

days, I think you probably (and underline the word probably) 

do not need a prospective amendment until you go in for a 

renewal. Frankly, you are better off with 15-day warrants, 

in which case it would probably take you as much time to 

amend prospectively as it would to get a renewaL 

The Court of Appeals decision in DiStefano is that, if 

at this point you have probable cause to believe that suc

ceeding conversations will occur dealing with robbery, you 

must have an amendment or a new order for a prospective 

amendment to be approved by the court before you listen to 

the robbery, even though you could continue listening to 

narcotics. The problem then is a question of time: when 

do you have to get it? Right away or only when you renew? 

I think the best theory is you have to get it as soon as 

it is required, and I would say it is probably required 

quick on long taps, but at least on the renewal with short 

taps. 

One of the difficulties with long surveillance is 

that it seems like a long time between when you have prob

able cause and when you have the order. Therefore, could 

these later overheard robbery conversations have been in-

I advertent? If you are conducting short surveillance, it 
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is probably not a problem because you are going to renew 

it about the time that you would 'amend anyway. The Second 

Circuit has allowed you to avoid enormous amendment prob

lems by saying that if you just tell the court about it, 

you can assume that it is amended. I am thinking that you 

ought to be very explicit with the court and tell th~m pre

cisely that you want to amend this narcotics tap to robbery. 

Let, me end by summing up. Wire tapping works, but 

it has to be worked carefully. I like privacy, too, but 

as the Court of Appeals said in Kaiser:* 

[M]uch as we might like, we cannot,ignore 
the realities. of life. We cannot 19nore 
the rise of organized criminal activity 
and 'families' who promise to provide the 
true 'big brothers' of 1984. As the fact 
of this case reveals, some intrusion under 
the most severely regulated and restricted 
conditions are [sic] necessary, lest the 
only security we enjoy is that from gov
ernment intrusions. 

*Kaiser v. New York, 21 N.Y.2d 86, ~6, 286 N.Y.S.2d 
80l~ 811, 233 N.E.2d 818, 824 (1967), affirmed on other 
grounds, 394 u.S. 280 (1968). 
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ELECTRONIC SURVEILLANCE: 

Law and Strategy (Defense)* 

James J. Hogan, Esg.** 

I kind of feel like Justice Douglas sitting with 

a hundred Rehnquists. 

Professor Blakey told me that I did not h~ve to 

go through the law and give you the law in the cases. 

He says that I should just give you my strategy and 

tactics. Unfortunately, in the present-day scheme of 

things, the defense attorney's strategy and tactics [are] 

the law. 
[One] very seldom wines] on the facts these 

days. What I am going to attempt to do is to tell you 

what I do from . . . the first time a client of mine 

knows that he has been the subject of electronic sur

veillance. I have broken it down into [five] stages: 

the pre-indictment stage, the indictment pre-trial 

stage, the motion to suppress, the trial of the case, 

*Transcript of an edited lecture delivered in 
Au~ust, 1979 , tO,a semi~ar offereo by the Cornell In
st1tute ?n Organ1zed Cr1me on the InVestigation and 
Prosecut1on of Organized Crime. 

**James ~.Ho~a~, B.S: 1~59, Boston University, 
~.D. 196?, Un1v~r5~ty of M1am1. ~r. Hogan is a partner 
1n t~e ~1~m o~ Cohen and Hogan, M1ami Beach, Florida, 
spec1a11z1ng 1n the defense of federal criminal cases 
and federa1.and state cases where the government seeks 
to offer eV1dence derived from eavesdropping. He has 
1ectured,and con~u1ted extensively in the areas of 
e1ectron1c surve1l1ance and gambling. 
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and comments on the use of wiretapping under RICO.* 

Hello. Is my phone bugged? 

The first thing I do, and the thing that you people 

should stop, is make an inquiry to the phone company. 

I did it last week, [with] Southern Bell, in Florida, 

to determine ,LE my telephone was being tapped. They 

[came] out and check[ed] it, and, interestingly enough, 

they told me: "No, your telephone has not been tapped 

and you are not the subject of a legal court order." 

If they do not tell'you that, they refer you to the Fed-

eral Bureau of Investigation or to a local agency; so 

you pretty well know, in that case, that your phone is 

being tapped. It seems to me that this destroys the 

purpose [of the tap], but that is one of the little tac-

tics we use. 

Don't call me. 

The first thing in talking to clients in a wire-

tap case I don't want clients around. I don I'.t 

socialize with them. I don't go to dinner with them, 

ana I don't wC'nt them in my office. Once I'm hired, 

I tell them: "Don't call me. I don't want to hear 

from you. I don't want you calling up to see how 

things look because things look terrible." 

somebody's ona wire tap, it looks bad. 

Anytime 

*Racketeer Influenced and Corrupt .Organizations 
Act, 18 U.S.C. § 1961 et seq. (1976). 
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The toughest thing in my business is to stay clean. 

Once you get to a position where you're charging big fees 

and you're representing people like Dellacroche or 

tanski, the government wants you. They think you're 

part of organized crime if you're representing criminals. 

A lot of defense attorneys are. One, Gino Bellino, an 

FBI informer at the time, was recently killed in New 

York. He was so wrapped up with his clients that he 

became their partner. That's the worst thing that can 

happen. 

The Pre-Indictment Stage 

The first thing I usually know is when somebody 

is served with an inventory which has to be served, as 

you know, within 90 days after the termination of the 

tap. ([Unfortunately,] very seldom do clients come to 

you when they. get the inventory. Th . t t 't . ., ey JUS pu 1 ln 

a drawer someplace . . . and then usually a year later 

they're indicted, and then you find out they did get an 

inventory.) At this time I generally move, pursuant to 

Section 2518(8)* (which is the inventory provision in 

the federal code . . . allow[ing] the judge to give 

you, at that time, the papers: the order, the affidavit, 

the application, and the transcripts of the conversation, 

which [the judge] deems are in the interest of justice 

*18 U.S.C. § 2518(8) (1976). 
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[to give you]). The [Florida] circuits and the federal 

circuits are pretty uniform in that you do not get that, 

but I move for it anyway because [the judge] could give 

it to you if he wanted to. This [is] especially [so] 

if you have a grand jury witness; [if] they are look

ing for perjury before the grand jury, they have the 

tapes and the transcripts all before them. I would like 

to be able to go over those with my client before he 

testifies before a grand jury. 

I have on occasion filed a motion for return. At 

present, the law, at least in the federal courts, is 

that you are not allowed to file a motion for return 

as to the tapes and transcripts because you do not have 

a possessory interest in them: they do not belong to 

you. One important consideration you can imagine for 

the defense attorney is the seizure of money. When 

they seize eight or ten thousand dollars, you are in

terested in getting that back. In Dudley v. United States,* 

[the court] gave the money back because [it] saia that 

there [was] nothing as to the money that [would] increase 

[its] evidentiary value, if you just stipulate[d] that 

such money was seized. [Y]ou could file a motion to 

return, for instance, if your client is served an in-

ventory, he knows he has been the subject of electronic 

*320 F. Supp. 456 (N. D. Ga. 1970). 
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surveillance, but [was] never indicted, and then is sub

sequently searched and articles [seized] from him. He 

could file a motion for return of the articles and [the 

cases] provide for that. The case that Lholds] that you 

have no right to return of the tapes or the transcript 

even where the interception was illegal is United States 

v. King.* 

There is also a problem here of actual knowledge 

when you are not served with an inventory. [One] run[s] 

into this, for instance, if (one] filers] a motion for 

discovery or [one] filers] a motion to cure the lack 

of the filing of the inventory. The courts say, "Well, 

you knew about it so you were not prejudiced." I have 

to agree with Professor Blakey ... that the inventory 

problem is going to be decided against the defense un

less you can show prejudice. In [this vein], the D.C. 

Court of Appeals [has held] that actual notice pre

cludes argument based upon the f.ailure to have an in-

ventory served.** 

At the grand jury 

The next problem we run into is the grand-jury wit

ness where somebody is subpoenaed after he has an inventory. 

*528 F.2d 68 (9th Cir. 1975). 

**United States v. Johnson, 539 F '2d 181 (D C C' ) . .. lr., 
cert. denied, 429 U.S. 983 (1976) . 
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At that time, we move for the transcripts, we move, for 

orders, we move for the affidavits, we move for the 

applications. We refuse to answer, on Fifth Amendment 

grounds, if we think the answer will incriminate. We 

also raise, at that time, the fact that there has been 

illegal electronic surveillance. Generally, the courts 
, 

will take the application and the order and look at 

them in camera. If they find the order facially suf

ficient, then they just say that you have no right to 

continue to refuse once you have been granted immunity. 

The Federal rules require that all grand jury test

imony be recorded in federal courts. It's mandatory. 

And that includes the [prosecutor's] clo1.":Jing arguments. 

You're all from different states, and I don~t know what 

your state rules are, but it's a big step forward to 

make prosecutors realize that what they say before a 

grand jury now they have to answer for. 

where they wer~ inadvertently recorned. 

I've had cases 

One prosecutor 

in a Medicare case said: ~Now, the doctors are going 

to come in and lie to you, but we have offered them an 

opportunity to testify under the Department of Justice 

standards. " He didn't know he was b'eing record~d. .. It 

was true that the doctors came in and lied, but their 

~ndictment was dismissed. 

I also, [at this time], file a motion for the 

transcript of the grand jury testimony, [under] Bursey 

ji_<..~----:---;--_~---:-_.~. 54~_ ,~~. ---:;-., '~I'''-'-''--''' --:;---~',:-:---. .....,......-. .,...........--. _ 
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v. United States.* I do this because [if my client] 

goes in to testify [and] does not have the transcripts, 

you fellows, by artfully questioning him, can make sure 

that he commits perjury. If you want to call him back, 

I want the transcripts of the first grand-jury testimony 

to go over with him. So I tell the court [that there] 

might have been a technical violation or an inadvertent 

mistake that he wishes to clear up at the second appearance. 

Another question that we have, especially in the 

Southern District [of Florida], is whether there is a 

valid grand jury subpoena. This happens a lot in wire

tap cases. You can image [that] the wiretap investiga

tion, as to the Bureau or other agencies talking to the 

witnesses, does not really begin until the inventory 

has been served. So the subpoenas in the Southern Dis-

trict of Florida require you to appear at the U.S. Attorney's 

Office. [This] is an illegal subpoena; there is no such 

subpoena. We either just do not obey them or we use 

them to attack, once the government has said that [it] 

will give [my client] immunity. Interestingly enough, 

most of the witnesses [who] are called in the wiretap 

cases are actually targets of the investigation; if they 

are not going to be indicted, certainly they are going 

to be given immunity and are going to be witnesses. The 

D.C. Circuit,** in [a] grand jury~:investigation, [has] 

*466 F.2d 1059 (9th Cir. 1972). 

**In re Possible Grand Jury Investigation, 17 Crim. 
L~ Rtpr. 2398 (D.C. 1975) (unreported decision) • 
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said that [when faced] with this situation, you go to 

the court and tell [it]: 1) my man is a target of the 

investigation [and 2)] he is going to take the Fifth. 

[In this case], the judge quashed the subpoena [stating] 

that, [making a] man go in [to the grand jury] and take 

the 5th knowing that he is going to be a target of the 

investigation, may affect the jury and lead to indict-

ing him. I also give each witness a grand-jury letter, 

which is about three pages [long], that explains to him 

his rights. [I] have him take it right into the grand 

jury with him so that, if he thinks something is going 

to incriminate him, he can read off the 5th, or, which 

I usually do, corne out after each question and talk to 

me; we decide together whether it is going to incriminate 

him. 

At this time, I also put the gover~ment on notice. 

[First] I send to the FBI or the Bureau of Narcotics, 

the U.S. Attorney's Office, or anybody else connected 

with the investigation, a letter telling them to keep 

their original notes. As you all know, once the in-

ventory is served, the agents go out and start question-

ing the witnesses as to their involvement. Well, if 

they do not keep their original notes at that time, 

what they generally do is [that] the Bureau has [the 

notes] typed and [made] into a "302," which is a type-

written report that is supposed to contain the original 
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notes. And that is what they give you at trial under 

the Jencks Act.* I want [the government] to keep those 

original notes. Why? Not so much for what those original 

notes say. But, if it comes to trial and I put the 

government on notice to keep those original notes and 

they do not, it is subject~ in my estimation, to a motion 

to strike. The [main] case on that [is] U.S. v. 

Harrison.** A more recent case, U.S. v. Moore,*** [states 

that the government is] subject to a motion to strike 

if, after [being] put on notice, [it] still destroy[s] 

the original notes. 

[The same issue arises with regard to] the periodic 

reports that (on a 5 or 10-day interval) the judge can 

require you to make, but are not mandatory. Generally, 

[the investigators] make [them] over the telephone or 

just go in and say: "Well, we've done so much and we 

need more time." My advice to you is to take a reporter 

with you (if you can get into the judge's office [and] 

they have time), and have those periodic conferences 

reported. Why? You are not going to have, at the time 

*18 U.S.C. § 3500. New federal rules went into 
effect August 1, 1979. Prosecutors can now get Jencks 
material from defendants (Rule 16). Consequently, the 
defense attorney who takes statements from witnesses 
must preserve them, just as the government must pres~rve 
them, and, in turn, give them to the prosecutor after 
the witness testifies. Of course that means that vou are 
either going to get a bunch of lying defense attorneys 
or they are not going to take any statements. ' 

**524 F.2d 421 (D.C. Cir. 1975). 
. 

*** 513 F. 2d 485 (D.C. Cir. 1975). 
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of trial or [at the] motion to suppress hearing, the 

judge subpoenaed (which [is possible], to show his super

vision over the ongoing ta?). If those are all reported, 

then the judges are not going to be called in. And, plus, 

it does not leave you open to any attack that you have 

not given [the judge] sufficient information. 

I also tell the government and the FBI that I want 

them to have no contact with my client whatsoever un

less I am present. The reason for this is very sim?le. 

At the time of trial, if there are anv voice-identifica

tion prqblems, 'the Bureau immediately goes out and at

tempts 'to talk to the witnesses that they think are going 

to be defendants, whether it be at the time of arrest, 

[and] say, "Hi, Jack, how're you boy - I'm sorry you're 

in this type of trouble," [getting defendants into] a 

conversation. [Then the agents] can get on the stand 

and say: "Oh, I hac contact with this man when he was 

arrested; I recognize his voice. His voice is the one 

on the tapes." 

The simplest thing you would think for a prosecutor 

is to identify the voice of the defendant on the tape. 

[Yet] time after time after time - I think I've had 

41 wire-tap cases that have actually gone to trial -

they put FBI agents on Why? Why not put somebody 

from the guy's store or call some friend of his? Get 

him up there and make them identify the voice. [In one 
t ' 
,\ 

case I had] they put two FBI agents on. They spoke to 

him in the hall when he was arrested and that's his voice. 
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And then to support that, they have surveillance on the 

man, who was the biggest bookmaker in Michigan at the 

time, and they watched him. He goes into a phone booth, 

you see, and they have two agents sitting in the car 

and they look at their watch and they write down, on that 

Jencks statement I get: "12:09 he went into the phone 

booth. He made one phone call and at 12; 14 he came out 

of the phone booth" - he was on the phone five minutes. 

They played that call. The call was only one minute 

sixteen seconds and the FBI said, "That's his voice." 

Well, that's the only case I ever beat on identity 

I took a clock and set [it] up in the courtroom, 

took my client and the telephone men, had him stann 

up and pick up the telephone, and the FBI man played 

his call. . He played the call a minute and sixteen 

seconds and then the tape went off, he hung up. I 

left my client standing there for the next four minutes 

because he was the one they said was making that call. 

The jury told me that's the. reason they found the man 

not guilty ..• 
, j 

So, having FBI people identify voices, is to me,a 

bad mistake that prosecutors make. I woulq have some

body that has no connection whatsoever to the Depart

ment of Justice or your state prosecutors, not a law

enforcement officer. There are millions of people 

around who can identify a person's voice. Call in some-
, f 

body who has nothing to gain by it. 
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Surrendering your client 

Also, at this time, I attempt to arrange with the 

government for the surrender of the client should he 

be indicted. [If I repres~nted] the government, I would 

not make such arra'ngements because one of the most 'im-

portant things for the government's prosecution is the 

search at the time of the indictment coming down. In 

other words, you go out and arrest or go out and get a 

search warrant based upon the indictment or based upon 

probable cause, say ..• and you obtain information 

or • . • documents . . . which you can use to show a con-

tinuing criminal conspiracy. However, some prosecutors 

have allowed me to surrender my client [and] prevent this 

from happening. 

[In addition] ,surrendering your client prevents 

a voice I.D. at the time of that ,arrest. That is gener-

ally what I do before indictment. [When] going to the 

arraignment, I do not allow the c1iemt to talk. The 

magistrates who handle arraignments in the federal juris-

dictions that I practice in (arid generally I only defend 

federal cases so I am not really up on what happens :In 

state cases) record the testimony and the proceedings. 

So, if.a man comes in and [the magistrate] says, "Well, 

what is your name and age," and [the defendant so] states, 

they record his name and age then [have] a voice I.D. 

at the time [the defendant] comes to trial. This voice 

I.D. problem really does not corne up as much as you 
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think. But, there are many situations where defendants 

that are not really involved have problems with the 

voice I.D. Of course, they could obtain a voice print 

if they want to by ordering [the person] to appear be

fore the grand J'ury, but I f~nd • prosecutqrs just do not 
do that. 

The Indictment Pre-Trial Stage 

Generally, I file extensive motions other than 

the suppression motions. The ones relating just to 

electronic surveillance are the discovery motions [where] 

I attempt to get the logs. If the government resists, 

generally I do not get them; I do not get them until 

the time of trial [by moving] under the Jencks Act. 

In Florida, I am entitled to police reports. Now, why 

do you need the police rep\~rts? y 
J ou need the police 

reports to show that the government did not have to go 

for a wiretap - it was not the last resort; they had suf

ficient non-electronic surveillance. They either had 

undercover buys [or] undercover people betting with 

them and there was no need for electronic surveillance. 

You can introduce these reports at the time of motion to 

suppress and question the witness. I file a motion for 

the government to retain additional not~s. I [also] 

file a motion to dismiss, and, of course, [a] general 

suppression motion. Lat 1 h h e y, we ave ad some success 

with a motion to dismiss based upon a violation of 
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Section 2517(5) (3)* which is the amendment procedure 

Professor Blakey talked about. I do not really think 

it is proper to dismiss under this failure. But, for 

instance, in one case . . • [the court] allowed the tap 

for a [§] 1955 violation (which is organized gambling 

involving five or more people for a period of 30 days, 

$2,000 a day), and [the] tap'intercept[ed] -interstate 

telephone calls. They could not prove the 55 violation, 

but they could prove a [§] 1952 violation [of] using 

the interstate calls. [The defense] filed a motion to 

dismiss as well as a motion to suppress. The court 

granted it.** 

Failure to disclose 

The question here is: when do you raise this 

failure to disclose? In other words, failure to go in 

and get another order approving the interception of 

other crimes. [You should raise it] if you can get 

away with it (and I did it in a case four or five years 

ago). It actually [is] not a ground for a motion to 

suppress, because the interception [was] not invalid 

or illegal. In other words, if you are entitled to 

go in and intercept gambling communications relating 

to a [§] 1955 violation and you inadvertently overhear 

gambling conversations relating to i,nt:erstate gambling, 

* 18 U.S.C. ~ 2517(5) (3) (1976). 

**United States v. Campagnuolo, u:nreported decision, 
decided Dec. 31, 1975 (S.D. Fla.). 
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you are allowed to intercer,t those under the federal 

system. The only thing you have to do, as soon as prac

ticable, [is] go in and get an order to be able to use 

those in evidence. 

Now, [it] is not, as far as I am concerneu, grounds 

for a motion to suppress [th9t the prosecutor] did not 

get [an amended] order because the statute reads that 

you cannot use them at trial without obtaining such an 

order. If your man [is] in jeopardy, at the time they 

go in and say: "We want to use these communications re-

lated to another crime,i' you [must] object. [If you then] 

ask them to produce the order, two things [can] happen: 

1) they do not have the order, the court sustains your 

objection, they cannot use the tapes and your man gets 

a judgement of acquittal; or 2) they just obtain the 

order and then we argue that it has been a year later, 

9 months later, it was not obtained as soon as practi-

cable and, therefore, your objection should be sustained. 

You have some problems here, because the courts will say 

that you have waived the objection if you do not file 

it before trial on a motion to suppress. But I do not 

actually think it is grounds for a motion to suppress • 

Motion for severance 

Of course, we always file a motion for severance. 

Generally, these are better known as Byrd v. Wainright* 

*428 F.2d 1017 (5th Cir. 1970). 
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where we allege that a motions, co-defendant will testify. 

, "X was ' t e saYlng, an affidavit, for lns anc , 
He files I was not 
only a bettor; ' off to me. he was not la,Ylng 

t hing but a bettor." He h 'm He was no , l aying off'to 1. 

will so testify This raises if he obtains a severance. 

in the Sout~ern Distr~ct [of Florida quite a problem 

b n a number where] there have ee of SeVerances on this 

Judge Fay came up especially in wiretap cases. ground, t 

with an interestlng h ' h you may want 0 ' alternative, w lC , 

to you: use if it ever happens he tried them all to-

gether. he let the case go At the close of the case, 

to the jury with those ; d aLl the tapes and defendant$. an 

transcripts pertaining 

the defendant about whom 

to those defendants, except for 

the-co-defendant said he would 

[The J'udge stated] that the testify. 

a, verdict [and obviate come back \vi th 

jury would then 

the need of] two 

Then, the man trials. Who said he was going to 

the stand and testify; [the case [could] get on 

testify 

would] 

] the man '''ho had again with [regard to 
go to the jury - 't did not 

dly been exonerate . d ,Unfortunately, 1 suppose __ , 

work out because t of acquittal at there was a judgemen 

the close of the , government's case. 

Conflict of interest 

thing I attempt to do with the [There is another] 

t 'and some lme governmen t ' s it takes a motion to do this 

in wiretap cases. 'd ~tand [that] sometimes You can un ers 
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I will have a major gambling investigation [With] 12 or 

15 or 10 witnesses before the grand jury; I do not know 

if they are confidential informants [because if] they 

[are] they will not tell me, and generally they will 

take the 5th. So [I] want to find out, as the defense 

attorney, Whether there is going to be a conflict here. 

I file a motion telling them whom I represent, if there 

is an indic~nt, whom I represent in the indictment, 

[and] whom I have represented before the grand jury. 

[I then] let the government come forward and tell me up 

front Whether there is a conflict. If they giVe immunity 

to a witness Who has discussed his testimony with me 

prior to going into the grand jury and has testified and 

[then] gets on the stand, I am in the Position to cross-

examine him based uPon confidential communications. So 

I would like to get that all out in front. A recent 

case of multiple repreSentation where nine clients took 

the Fifth Amendment is In re Matter of Grand JurX'* 

Motion to extend the time to file motions 

The most import,ant pre-trial motion you have to 

file is the motion to extend the time to file motions. 

Why? The new RUle 41 requires you to file a motion to 

suppress before plea. Generally, the magistrate will 

giVe you [a certain amount of] time to file motions in 

*536 F.2d 1009 (3d Cir. 1976). 
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District of ~lorida, In the Southern a wl.
'retap case.. , nment 

we go t o trial between 10 and 40 days a fter arral.g . 

In a wiretap case, for California, there instance one in 

of information. [can be] 14,000 pages So, if you read 

weeks to read it, k it might take you 50 
40 hours a wee, . d' all the 

What you nee 1S d to the tapes. if you listene 

to filing a motion. h government prior 
discovery fr~ t e filing a shot-

ou are just either that. or y . 
to suppress; .' in truth, is what I do 

suppress (whl.ch, , 
gun motion to. d 11 this materl.al 

' 11 you nee a t theoretl.c?l Y,. 
anyway). Eu, file a motion 

bl to Properly to be a e in order for you b 

'f to suppress because, l. ~o not know what has een you u 

d ou do not intercepte , y is a minimization know if there 

problem. without the discovery, J'ust cannot properyou 

ly file a motl.on , to suppress. 

Problem in wiretap This is a big cases if the most 

t hing is satisfied: important h cll.'ent can pay. if t e 

Wiretap case~just t of time to take an immense amoun 

defend, as understand if you have ever gotten 
you can about $12,000 

k says it costs Professor Bla ey 
an order. Well, I 

' tap and to execute it. to develop the Wl.re . 

could not try a case o There are Properly for $12,00 . 

afford to defend 1 around today who .can very few peop e 50 

in a wiretap case. if there are You can imagine, 

or 60 hours of tapes you t then there have to lis,ten 0, 

is execu , tl.'on witnesses, hearings: motion-to-suppress 

sl.'ve proposition. 'bly expen _ it is a terrl. So I generally 
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-t"ll " eli,,;nt originally the prahl""" ana 'be.!1 :h1i:m that 

if he i;nt@d" -to 1'1<=ad, eert<W:ay .he can 90 get SOInehoay 

who"""" p1""d hian lIlt1cll eheaper man 1: wOn1d hecau"e 1: 

fimil -that the eases just 'drag on anti on. (For example] 

r ll.al'
e

o.ne, t1J.e airport case ;that Pro;!:"ssor Blakey men-

<i<;!"isi<>n "as rendered in ·3:anuary of 197.6: fmy client] 
w.ent br.oke .during tha±time. 

'The .Motion 1:0 .suppress :::.:. ',' -

Then I file a motion to suppress. Ther.e are many 

ground;;>, o;!: course, and I cannot coverall the grounds. 

[With re9ar4 to) timeliness, I would mention to You 

that Title In provides that [the government has] to 

give you the order.s and applications 10 days before trial 

and [its rationale) in the legiSlative history [is to 

enable one to] file a motion to suppress. Of course, 

Bul. 41 B~S you ha~ to file a motion to s~press be

fOre yOU plead; it is jUst a question of when you [shoUld] 

1:He it. Generally, as a practical matter, [the govern

ment) givers) it to you right away, as soon as [it] getes] 

an order UnseaLing them after the indictment. I still 

raise cOnstitutionality though I do not expect the Sup-

reme Court, with its present makeup, to rUle it uncon-
,stitutional. 

[However], they have not ruled on the 
oonstitutionality of it. 

,gta.ndin.,g: 

TO establish standing, you don't have to be on the 

\ tape. Xf it's your house, if it's Your phone, if you 
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can show that you paid the rent on the premises [yo'u 

have standing]. Anything to get standing, to try to 

suppress the tapes, because in multi-defendant cases, 

whether or not the tapes are ~ctua11y coming in against 

you, whether or not it's your roan on there, they're 

just as damaging if they're coming in against the 

other four people sitting there because it's all spi11-

over. The spillover effect, expecia11y with the new 

RICO prosecutions, is tremendous. 

[For example, I had a case in] Jacksonville 

and they had [them] for murder. One-of the co-de fen-

dants blew up two witnesses in Jacksonville, blew the 

car up,' they were sitting there with no legs. This 

kid I had was pushing cocaine, 3 ounces of cocaine 

. We had to sit there through seven weeks of 

trial. All the rnurdeT.s and everything else [carne] in. 

By the time seven weeks [was] up, the grand jury just 

thr[e]w them all together like pea SOU? So, no matter 

whether your particular defendant is on there, if you 

are [a] competent defense attorney you want to suppress 

the wire taps. 

Authorization 

The authorization problem is the Giordano* problem, 

which has been gone over many times. The only question 

here is who [do] you subpeona? I had the problem as to 

*United States v. Giordano, 416 U.S. 505 (1974). 
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what I should do in finding that there were five or six 

different authorization signatures on the Wilson letters. 

The government submitted Mitchell's affidavit and Wilson's 

affidavit. The court [inquired], 'why I would not rely 

on those. I said: "W 11 I ' e , Just didn't believe Mitchell 

and I just didn't believe Wilson. I did not want to 

rely on them without some cross-examination." The court 

allowed me to go to Te t t k xas, ~o a e Wilson's deposition, 

and to go to New Y k d or an take Peterson's deposition, 

and Mitchell's deposition. 

that they ~ lying. 

Subsequently, we found out 

The probable cause situation [has been] explained, 

except [as to] the staleness of the ~robab1e cause. 

The State of Florida has ru1e~. that [ h 
I.l t e probable cause 

is] stale if it has been over 30 days from the time of 

the offense to the time you get the wiretao.* 
" There 

is a recent Second Circuit case, I believe, that says 

21 days is all right. 

The probable cause must be as to the place, the 

phone, and the person. The problem here with the 

phone [is clearly illustrated by] the problem that I 

[ran] into [in] U.S. v. Kilg,ore** which J.'s , no~ ,on appeal 

to the Supreme Court of the United STates. [In that 

case], there was very, very t ' ex ensJ.ve probable cause 

*State v. Rodegoez, 297 So.2d 15 (Fla. 1974). 

U.S. ;;~1~1~7~f.496 (5th Cir. 1975), cert. denied, 425 
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Person named as to a 

to all the bookmakers 

ing the line from Las 

a line out Who was giving Greene , 

, 'He was obta1n-' South Florlda. 1n , 

obtaining the Vegas, but he was 

g iving the line out on line and Pay telephones. numerous 

f r his home h wiretap was , 0 [Yet], t e There was phone., 

affidavit mentioning nothing in the that he had ever 

Phone to give used his own 

11'ne information. receive 

we have lost . . . so far. 

l'nformation or to out line 

1 on aDpeal; , present y ~. It 1S 

, es 
investigative techn1qu 'the only 

Other _ techn1ques, 
other investigat1ve 

[As to] f the 
you must in orm 1 you here is that 

thing I can tel tried and that has 
h t YOU have t echnique t a no J'udge of each then 

information, give him complete 
failed. If you ever going to throw 

as I am concerned, is co
urt, as far t' ative 

a case out on lack of developihg other inves 19 

techniques. 

Minimization 

When I was testifying Conuilission, for the Niretap 

want the prosecutOrs "Do you mean you 
they asked me: "Yes, why not?" 

d ?" I said: d severy aYe 
to go to the ju ge , f the New York 

hl in some o. t be practica e 
Now, that may no - vou continually -get 

you tap for a year and J 

cases where federal cases, there 
extensions. 11 in the But, genera y 

Problem with ca 1n was no 11 ' g that judge on . the t elephone 

' "Judge, we each day and say~ng: 'ble problem have a terr1 

today. The first day but codes, people we have nothing 
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talking, they're talking about White pants which we 

think is cocaine or they're talking about dollars which 

we think are hUndred dollars and we cannot decipher the 

calls. We can't tell which ones at the present time COn-

tain incriminating evidence pertjining to the crime." 

And he ~y say, after learning this: "Go ahead and 

intercept them all until You can determine a pattern." 

If he does that, you can bring that up at the motion to 

suppress [hearing],' I submit you have had sUfficient 

judicial superVision [and] nobody is gOing to throw a 

case out on minimization. At least in the Southern 

Distric< [of Florida] and in Detroit, in the Eastern 

District of Michigan and Grand Rapids, those judges are 

ready, willing, and able to talk to the prosecutors as 

the tap goes along and to make those decisions. 

It should not be up to the prosecutor to make that 

decision. If he makes the decision and the court s~ys 
that it was not [his] decision, then you are in trouble, 

but they are not going to throw it out if the judge made 

that decision. The ultimate [scheme of operation], as 

far as I am concerned, would be to have [the conversa_ 

tion with the judge] reported. If not, as soon as you 

finish talking to that jUdge, I would make a contemporan_ 

eous memorandum of what occurred [with] eXactly what the 

judge said. You can [and should] show that to the jUdge 

at that time because [the minimization issue] may not 

come up until a year or two years later. If you have 
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a memorandum, you can refresh his recollection or your 

own recollection on ~he stand as the prosecutor. 

I also do not know exactly hdw you minimize with a 

bug. The mimimization that is used by the federal 

authorities that I have been connected with is that, if 

they determine the call is not pertinent, 'they take 

off [their] head phones and turn off the recorders; they 

can tell when the phone goes op because there is a red 

light. They do make spot checks; at least they tell us 

they do. Of course, we do not know whether they are 

monitoring without recording; you just have to rely on 

them. with a bug, I cannot see exactly how you can 

tell, when you have four or fiv@ people in a room and 

that thing is transmitting all the time, as to what is 

[or is not] pertin~nt. Go I do not know how you mini-

mize with a bug in the place. And I am sure that you 

maybe will raise that later . 

Amendment 

[There is a] question with the disclosure section 

as to whether you have to file a new application ,[upon 

receipt of wiretap evidence of a new crime]. I am [re

ferring to] the disclosures that I went over before: 

[if] you are tapping for one crime and discover evidence 

of another crime, the statute says you have to go back 

and make [an] application to a judge for approval of the 

interception of the other crime evidence. Does that mean 

that you have to file a formal w-ritten application which 
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a written order from the J·udge? W 11 I e , contend that it 

does. The Strike Forces now are doing that, at least 

the ones I have come in cont,act Wl.· th. h' T l.S raises another 

problem when you are filing your application and you have 

put in prior applications do you have to put this ap-

plication as one of those prior ones? I say you do. 

Any prior application that has been filed to intercept 

those individuals must [be] disclose[d] to the judge. 

An interesting question was raised concer~ing how 

you would know about the prior interceptions. Of course, 

the Department of Justice has a centralized system in 

Washington that tells you who has been tapped and who 

has been the subJ'ect of orders. I' Just do not knm'l how 

you do it in the states; except when Professor Blakey 

was explaining it he said: "It is those applications 

that are known to the appll.·cant. M Th t . a l.S not entirely 

true; the statute also says "or are known to the person 

authorizing the application." We have an interesting 

thing in Florida~ There has been a statewide grand 

jury going on for a number of [months] and they have 

[handed down] voluminous indictments, eight or nine 

hundred [with] 30 or 40 taps. The police officers were 

the ones [who] made the applications and the affidavits; 

whether they did not trust the prosecutor, I do not know. 

But they went from Miami, Orlando, [and] Clearwater to 
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Tallaha.ssee and obtained permission for authorization 

from the Attorney General of the State of Florida. I 

think you can make a good argument that he should know 

all the applications that have taken place in Florida 

whereas the District Attorney or the prosecutor in Dade 

county would not know [about] those applications that have 

been made in Clearwater or Orlando. This is a serious 

problem in Florida. 

What I am saying is that you must track the stat-

ute as best you can, you have to say that the intercep

tion was inadvertent, in good faith [and thatJ you were 

not going in on a subterfuge in order to obtain this in-

forma.tion • [The judge] may rule that you do not have 

probable cause. So he will say,' "Don't intercept anything 

more about that." But the call itself may provide you 

with probable cause to continue to intercept it or for 

proof. Generally, if there is a gambling investigation 

and narcotics comes up, you have good reason to believe 

that it is going to corne up again. 

Sealing 

As to the seal.:i,ng problem. I cannot understand why 

you people have problems with that either. The Second 

Circuit* has ruled [that certai.n tapes must be suppressed] 

because the [Department of Justice] kept the tapes in [its 

files for a year before submission to the court for sealing. 

*United Sta't'e's v" Gigante, 5'38 F.2d 502 (2d Cir. 1976). 
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The governmen'c raised the proposition: "Well, the judge 

sealed it after a year. So he found everything was all 

right." The court [stated] that [such fact] does not 

terminate the inquiry. The court said that the defendant 

does not have to prove that the tapes were tampered with. 

The reason for the sealing [is] to protect the[ir] in

tegrity and to show that the tapes have not been altered. 

But, in this case, the Second Circuit said [that the defen

dant] does not have to prove that the tapes were altered 

when it has [been] a year [before sealing]; this is con

trary to [the rule] in the Third Circuit.* 

In this sealing case, I submit that there has been 

no violation of the interception and that sealing is not 

a proper ground for a motion to suppress. And, once again, 

as in disclosure, I would wait until my client is in jeo

pardy. There is nothing wrong with the interception; the 

only thing that sealing does is make the tapes admissible 

at the time of trial. All I am saying is that if the defense 

attorney wants to take a chance in a hopeless case, he 

[should] not raise the sealing problem until the client 

is in jeopardy. Then,when they bring in the tapes, he 

goes up and says: "Can I see the seal?" [If] the seal 

says on it that ~t ~s a 1 ~ ~ year ater, then you raise your 

objections. If [the judge] sustains your objection, there 

are only two alternatives: a mistrial, which raises a 

*See Unite~ Statee v. Falcone, 505 F.2d 478. 483 
(3d Cir:-r974); United States v. Cantor, 470 F.2d 890, 
892-93 (3d Cir. 1972). 
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double-jeopardy problem, or [exclusion of] the ~apes 

1 h d not,have other sUfficient'evidence and hopefu ly t ey 0 

[for a conviction]. 

Entry 

Now the entry [problem], or what I call an illegal 

entry: a trespass or breaking and entering to install 

'The [Supreme Court] just decided a bug or take out a bug. 

that it was legal, under [some] circumstances, for the 

t to go J.'n and install the bug by breaking and governmen 

entering. * [Nevertheless, w]~ had a case in Florida 

where they obtained an order to place a transmitter in 

a bail bondsman's office because he was connected in nar

cotics and gambling and other various interesting activi

ties. They did not tell the judge specifically [that] 

they were going to break and enter; they told the judge 

that they were going to place the microphone. The order 

said, [and] naturally we know the order is always written 

by the prosecutor, [that] you may use any reasonable 

means to install the transmitter~ They broke into the 

place at night, installed the transmitter, broke in once 

again to repair it, broke in once again to take it ~ut. 

(There was a verse ] d newspaper publicity [in this case] 

because ~iami papers were up in arms over the government 

br~akirig and entering somebody's house to put a microphone 

in. I submit: how else are you going to get in? But 

[the judge] suppressed, saying: "They didn't tell me they 

*Dahlia v. United States, 99 S. Ct. 1682 (1979)'. 
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were going to break in. They were afraid to face me and 

say we have to break in." But he signed the order "reason

able means" and I do not know any other "reasonable" 

means, unless you are going' to obtain entry by ruse and 

then just slap a transmitter under a table. 

Other surveillance techniques 

[As to] the other surveillance techniques: tixst, 

the pen register. The Supreme Court has ruled* that when 

you have a pen register, without a wiretap order, there 

can be compulsion on the phone company. In other words, 

you can order the phone company to cooperate with you 

and give you the color code or the lease line, or in-

stall the pen register for you. [The government] said, 

and the legislative history says, that the pen register 

does not come under Title III. Therefore Title III is 

[now] amended to allow you to force the phone company to 

cooperate with you in a wiretap. 

The bumper beeper cases, although I do not honest-

ly understand them, have said that [the] 4th applies to 

bumper beepers. However, the Eighth Circuit** [has held] 

that you [can] put a bumper beeper on a car without a 

warrant if you have probable cause and exigent circumstances. 

One interesting case that recently came out of the District 

*United States v. New York Telephone Co., 434 U.S. 
159 (1977). 

**United States v. Frazier, 538 F.2d 1332 (8th 
Cir.1976). 
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of Hawaii concerns binoculars. This surveillance was 

used to obtain a wire tap.' It was a gambling investiga

tion where police officers used telescCPl!-"es and bim)culars, 

from a quarter of a mile away, to look through the ~Nindows 

of a bookmaker's home and to see who was coming in and 

out. [The government] used' this to show probable cause, 

and interestingly enough, [it] ~sed it also to show that 

normal investigative techniques were not suffic.ient. So 

they had to have a wiretap. The judge of the Distribt 

of Hawaii ruled that plain view which was the government's 

argument means unaided plain view. [The ju<;ige] sa'id: 

"If the government agents have probable cause to suspect 

criminal activity and feel the need for telescope surveil-

lance, they may apply for a warrant."* If that stands 

up, you are in trouble. 

Background conversations 

~he other problem with telephone taps is background 

conversations. I do not know if ahy:of you have run into 

it, but we raised it in United States v. King.** [Assume 

a bug is] on [a person's] telephone. In a bookmaking 

operation, there are generally clerks there; generally 

there is more than one telephone; ~here are people coming 

in either paying, collecting, [or] discussing other things. 

*United States v .. Kim, 335 F. Supp. 523 (S.D. Cal. 
1971), modified on other grounds, (D.C. Haw. 1976). 

**478 F.2d 494 (9th Cir.) I cert. denied, 414 U.S. 
846 (1973). 
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[If] the fellow picks up the phone and you are allowed 

to intercept over that phone, recorded on the tape [will 

be] the other background conversation in the room. We 
were able to suppress that [because] that did not come 

under the warrant. I am not so sure that part of the 

King decision would stand up; it has never gone to a 

Court of Appeals. [The decision] went up, as I recall, 

under the minimization is~ae. 

Privileged communications 

Now, the privileged communications ground. I have 

been intercepted a number of times, in the past four or 

five years, generally with bookmakers, because I had a 

bad habit in the past of betting on sports. I would call 

them and [the agents] would intercept me, and interestingly 

enough, after they learned it was my voice, which the 

FBI in the Southern District of Florida knows, they would 

stop the interception. I have never seen a problem with 

an interception [of an] attorney/client conversation in 

the Southern District [of Florida] or in the other districts 

around the country tha,t I have practiced 1.' n. B ' ut, 1.f Prof-

essor Blakey is correct about the abundance of crooked 

lawyers, I am sure that, we will run into it much more. I 

know that the New York courts h 'd ' ave ra1.se 1.t a couple of 

times and have decided 't 1. . 

An interesting recent case concerned a private wire

tap. In other words, [there were] two individuals, not 

connected with the government, [and] one intercepts the 

communications and records w1.'tho' ut [the] consent [of the 
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other]. Under federal law, you only need the con~ent of 

one; however in Florida and California you need the con-, . 

sent of both parties or it [becomes] a third-degree felony. 

The government was not oonnected, whatsoever, with this 

interception. Then the government obtained the tapes 

and attempted to introduce them at the time of trial. The 

statute[s], [~S] 2511(2) (d) and 2515,* say that this in

terception is illegal if it is used for committing a crim

inal or tortious act, or any other injurious act. The 

government had nothing to do with this. The court ruled 

there that the defendant may prove the illegality by, [a] 

preponderance of the evidence. In other words, the defen

dant raising the issue must prove that [the] i'nte:J;ception 

and that [the] recordings [were] to commit a criminal act. 

[The court] remanded the case to see whether the defen

dant could prove that; the defendant had the burden of 

proof here. The gov,ernment argued that the tape TN'~S indep

endently admissible because [it] had no part in the deci

sion to record or the actual recording. But [§] 2515 pre-

eludes that argument, at least according to this court 

and according to my view. 

Prior application~ and the fadially ~ufficient affidavit 

The prior applications as to the same person's fa~ili

ties or places that you have to include in your application 

.~18 U.S~C. § 2511(2) (d) 0.976). 
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[also present a problem]. We had an interest.ing [problem] 

in the District of Georgia, where the application incor-

porated, as most of them do, the FBI agents' affidavits 

by reference. In the application [a] particular bookmaker 

named Goldstein was included; they did not ask to tap 

him. But there was probable cause shown in the affidavit 

which was included in the application. We said, because 

they did not name Goldstein as being the subject of any 

prior application, that it should have been suppressed. 

Th.e court suppressed it. Then the. governmemt came back 

on rehearing, as [it] doles] quite often lately, and in

formed the judge that [Goldstein] was not in the applica-

tion; that he was only in the affidavit which was incor-

po rated in the application. The judge, as they quite often 

do recently, reversed himself. 

We also sometimes challenge the facially sufficient 

affidavit if [we] can show that there has been a misrep-

resent~tion by a government agent of a material fact. This 

is only a recent developm~nt in criminal law. The old 
o 

rule where an affidavit or application is facially suffi-

cient used to be that [it was] all the magistrate had be-

fore him and you could not go behind it. But now, if you 

can prove that there has been an actual misrepresentation 

of a material fact by a government representative, you are 

entitled to go into it. If you can find an intentional 

misrepresentation, whether it is material, [the evidence 
I 

is] subject to [a] motion to suppress. 
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Subpoenas 

As to [subpoenas] in the motion-to-suppress hearing, 

this depends upon the experience, the aptitude, the ingen

uity of the defense attorney. What I can tell you is who 

I subpoena: I subpoena the monitors. Generally, the gov

ernment will produce the monitors. I do not subpoena all 

of them; I look for the youngest, the most inexperienced, 

and the most likely, as far as I am concerned, to tell 

the truth and not to have been subject to my inberrogation 

before. I subpoena all the other agents as to the execu

tion of the search warrants and as to the surveillance 

during the time of the tap because the agents will be out 

surveilling the people who are called. If you can show 

that the authorized objecti~e was reached by the sur-

veillance and that the people were discovered and that 

[the agents] did not terminate" then you have a chance to 

suppress - a slim chance. I also bring in the techni-

cians, for instance, the listening-post layout, to show 

that you can monitor the conversation without recording. 

The circuits are in conflict as to whether monitoring and 

recording are interceptions. But if, as the logs gener-· 

ally say, "recorder turned off" [is true], you can still 

be listening to the conversation and still be intercept

ing. I bring the agents into testify as to that and as 

to any unauthorized personnel in the listening post. I 

also call the attorneys for the government and the Judge 

who signed the order . Generally, the courts quash the 

subpQ<;:na for the judge wh.o signed the order. I bring 

. 82 

1
.
1 

,\. ! 

C 

... 'L_{-__ ~ ___ ~~_,_. _'_,--:-_ 
.. , '--,----~.-----,-, 

'.;, f / 
I.,: Q 

\' :'1 'Il 
" ., .... ,., 

, . 
~ ". 

• 

, . 
'. I 

,<-' 

\ 

i 

the government attorney in to testify. "Did you then go 

to the judge and tell him that you had to continue? 

Were you intimately connected, on a day-to-day basis, 

with this interception?" Of course, if he is properly 

versed or if he is properly prepared, he will say yes. 

[As to] the judges: if you report, as we mentioned, the 

five-day or ten-day report to them, then you do not 

have to call him because you have [the reports]. 

Which documents to introduce? 

The only documents ! attempt to introduce besides 

the general ones [are] the surveillance reports and the 

grand jury transcripts for [the judge's] in camera 
~, 

examination to see if. there has been a failure of amend-

ment 0r a failure of retroactive amendment of the order. 

[There is one thing] I always do in a tap because, gener

ally, now there is a chain of taps [one tap leads to an

other which leads to another which leads to another and 

there may be three branches off it) - I make a chart for 

the judge to see, so that he can determin~ exactly what 

tap led to what tap [and] where it went. [As] to each 

tap, I cite the cases and the grounds on that tap that 

I am looking to suppress; then the judge has the whole 

picture in front of him. It is almost impossible for 

[the judges] to follow [these multiple taps] on an ex-

tensive motion to suppress hearing; the facts and cir-

cumstances of tap A led to B led to C, Band C led to D 

and E. It is almo~t impossible. But with a chart right 

in frQnt of him, he understands what you are talking about. 
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I also int~oduce the Department 6f Justice Title 

III booklet, which we obtained under the Freedom of In-

formation Act, or t if the Florida Bureau of the Law En-

forcement is in the case, I introduce their Technical 

and Monitor Procedures for Wiretap. Why? Because, for 

instance, the Department of Justice manual for electronic 

surveillance says that these recourses to the judges on 

five to ten-day intervals shall be in writing. [The 

manuals] do not rise to a statute or to a regul~tion, 

but they are a good argument that [the agents] were not 

properly doing their job when they just call him on the 

telephone and say: "Judge, we intercepted a lot of 

gambling calls today and we have to continue because we 

don't know all of the unknown co-conspirators." 

Some of the quesitons I ask the monitors: "Did you 

have a copy of the order with you in the listening postS?" 

If he says no, [then I ask]: "Well, what was the author-

ized objective?" "I don't know. II "Welli how did you know 

when to stop, if you don't know what they authorized?" 

"Well, the authorized objective was gambling." "What 

statute? What are the elements? When do you reach the 

authorized objectives? What were you looking for? Could 

you listen with the recorder turned off? Who was the agent 

in charge? Could you stop the termination? Who had to 

$top it? Who had the responsibility to say the authorized 

objective has been reached, we can't go any further?" 
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The dual --__ ~~~r~e~c~o~r~d~er question 

An interesting thing that 
happens in Florida is 

they have tw t' 
o ape recorders in the 

is a work t ape, and one is 
listening post. One 

supposed to be the 
A t originals. 

c ually, both of them are 
originals, because both of 

them ar ' e com~ng right off the 

that they say is the original 
tap. If they seal the one 

one that they say is the work 
and they do not seal the 

happen. Th 
tape, you can see what may 

ere may be times when 

the original and the 
they are turning off 

work tape is still ' 
d . runn~ng. If you 

o not bring this up t 
a the time of motion 

to suppress, 
yoU are never going to 

learn about that work tape. You 
say that the work tape should have been 

sealed and you go into t d' 
wo ~fferent minimization 

are two different recorders. 

recorded, they can take tfue 

problems because there 

Of course, once they 

original tape and make 

have 

dup-licates of it; that is 
their argument: liNe ' 

d are Just making a uplicate set at the 
time of interception. 1I 

tho t Actually, 
se ape recorders, no 

matter how good human 
people work, never will have the same 

thing on them. 
have a pI They will always 

ace where one breaks 
down, they continue to re

take his headphones off, the 
cord; one agent d oes not 
does. I see no reason . 

other 

anyway. 

Appeal 

. . to have two recorders ;n 
... there 

The federal courts have said that 
from ad' you cannot appeal 

en~al of a motion to 
suppress. In other words, 

to suppress was lost, 
if your motion 

you [used t01 say, 
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"I want to preserve this Your Honor, but we are pleadinSf 

guilty, [while] preserving the right to appeal the motion 

to suppress." Irhat is no longer vc3:lid in federal courts. 

But it is a very simple proposition to say at the time of 

trial that what ,you are relying on is the motion to suppress; 

you just stipulate to the facts contained in the indictment. 

You say, "Your Honor, those f.acts are true. However, the 

government will stipulate with me that those facts could 

not have been proved without the introduction of the wire

tap evidence." That preserves your right to appeal the 

motion under U.S. v. Doyle.* 

Plea bargaining 

A very important part in wiretap cases is plea bar

gaining. Generally, [the government] will give you a 

better deal before [it hasJ to go through the motion to 

suppress than they will afterwards. But if [prosecutors] 

cause enough trouble, [defense counsel will] more than 

likely want to get out if [it is a] multiple conspiracy case. 

If there are ten lawyers involved, there are only going 

to be one or two lawyers doing the work; the others are 

going to be riding on their backs. We had [~] case, U.S. 

v. Lanza, ** with 62 defendants, involving [ia] widespread 

numbers operation. I filed, maybe, a hundred pages of motions. 

*348 F.2d 715 (2d Cir. 1965), cert. denied, 382 U.S. 
842 (1966). 

**341 F. Supp. 405 (M.D. Fla. 1972). 
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The Trial Of '1'he Case 

Just a few things concerning the trial in a wiretap 

case. 

Jury selection 

It's bad enough as it is in the federal courts that 

they won't let you talk to the jury. However, it's 

changing a little bit. [I tried a case in Greenville,] 

South Carolina [wi thJ 'Judge Martin, senior judge there, 

69 years old • . • [with emphysema]. Going into South 

Carolina with a man from Miami is a tough proposition. 

It's a farm community, [they're] in overalls and these 

fellows brought in 100,000 Ibs. of marijuana, ... so 

that's a little difficult .. [And the most difficult thing] 

was Judge Martin. He won't let you talk to the jury and 

he won't l';I,sk the jury the questions [you] ask. "One simple 

question, your honor, in the wire tap here they're talk

ing about cocaine. Could you ask the jury if they've had 

any problems with narcotics?" "No." What do you do? 

Nothing. Maybe in New York City it wouldn't be so bad, 

but in Greenvill~, South Carolina, that case was over as 

soon as they heard marijuana. Those are little problems 

that you run into. Besides that, you can't get them out 

on bail. But jury selection, you try to select somebody 

who, in the street terminology, is a wise guy. Somebody 

that's been around. Somebody that bet on football, some

body that bet on horses, somebody that drinks whiskey. 

You want people who have b;~en around; g;enerally, in the 

federal courts you get postmasters, post-office personnel, 
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retired people, and when those people hear those tapes, 

they wonder how can this defense attorney come in here 

and say that this man is innocent? HoW can he do it? I 

mean, if they could, they'd convict me. 

~uries love wiretap~ 
The conception that the people [ofl the united 

states are against wiretapping, that congreSS is against 

wiretapping [is incorrectl. Juries love them, they eat 

them up. The one thing they listen to is the conversation 

over those tapes. You can just see the rapture on their 

faces that they are intruding into the private conver
sa

-

tions of these people. 
But one problem you have, especiallY in gambling 

cases, is that gamblers are the filthiest-roouthed people 

in the world and they will curse and have a unique way 

of expressing themselves concerning the sexual activities 

of humans. And this will come out over the tapes. You 

can just see those women stand up when that word comes out. 

You can [deal with this in either ofl two ways. Gener-

allY, it is done by instructions: "Don't hold it against 

these poor boys because they curse." But ~e real way 

to do it, and we have done it with the Bureau, is [tol 

have that part deleted from the tapes. The technicians 

working for the Bureau are tremendouslY experienced in 

running.thoSe tapes. TheY do not cut out "damn" and those 

kinds of words. But [forl the real hard-core stuff that 

can hurt you, yoU have a pre-trial hearing where you have 

that stuff out. For instance, [ifl betting [isl on baseball, 

ss 

\ 

, 

\ 
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when a bookmaker has lost the night before, things like 

sex, all of these tl ' race, religion, 

will say, "That 

ll.ngs come up. 

dirty mackere1- They snapper hit a home run in 

the last of the ninth; it have cost ~ $1,000." Well, if you 

four Catholics on the . jury, that might hurt you. I 

like "Th know they'll WJ. use a thing , at colored cook, Fryman, 

the pitcher, he beat me last night," or "Th t 
Aaron. II If th ' a spade, Hank 

ey say, "That 

1 

spade, Hank Aaron 
ast night in the ' beat me 

last of the ninth " 
"colored" . ' and you have fovor 

Jurors on there , they might t k 
this poor boy and he is a e something against 

only talking 
they a 1 ' not knowing that 

re istening in. That c 
though 't ' Jan all be deleted. 

J. J.s admiss'b1 . , Even J. e, J.t J.S 
come th dm so prejudica1 as to 

e a issib'l' over-
~ J. J.ty of it. 

that before they start But you have to look to 
p1ayin9 those t apes, and that is 

generally in a pre-trial hearing. 

Transcripts 

The interesting part of the transcripts is that now 

the defense can put in their own transcripts. There's a 

recent RICO case [' J.n which] th . at was tried· 
Court Judge was . ' a Circuit 

J.ndicted in Florida 
eering county H' for running a racket-

. . J.s county was the 

prJ.se and the t 

racketeering enter

concensua11 y eavesdropped apes were 

by the sheriff and by a couple of other witnesses. Well, 

the j ~:tdge said: "That's not what I said " . ..• He was 
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able to make up his own transcripts and,he says, IIThis 

is authentic." The government says that it is authentic, 

and the jury decides which one is authentic. The jury 

decided he was guilty in that particular case. So you're 

able to get at least your side to the jury. 

What ~e the tape is in a foreign language? 

We just finished an extortion case [where] the 

victiln and the people that were [allegedly] extorting him 

were all French-Canadians speaking in French. Now, what 

do you have to do in this case? [First], you have to 

bring in an expert [who] can translate the French to 

l ' h In this instance, it was a woman from the FBI; Eng, 1S • 

she had to be qualified. It is a big proposition here, 

you see; she was qualified in French, she learned her 

French and lived in Paris. But we were able to bring out, 

although they qualified her as an expert, that French

Canadian French and French [as] spoken in Paris are dif

ferent, just as the Cubans in Miami could not speak to 

the Spanish people in Madrid [who] spoke Castillian. It 

is an entirely different dialect; the words mean differ

ent things. The defendant, in this case, took the stand 

to explain what he meant, which might be entirely different 

from what the experts said. 

Multiple witnesses 

That brings up another good point at trial. When 

you are introducing the tape, what do you do as to the 

voice identification, as to the translation, as to explain-

ing the code used on it? There may be 40 different 
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tor's point of view], is to put mUltiple witnesses on the 

stand. Tell the court what you are going to do: "I'm 

bringingln four FBI agents, and I'm going to swear 'em 

all, and they're going to identify the voices. II [Then] 

you do not have to stop each time and say: "Well, all 

right, Jack, you go out and bring Joe for the next con-

versation. 1I You have them all understand, at the same 

time, [that they are] to identify the voices they can 

identify. At the same time, in a foreign-language thing, 

you have your translator there once she has been qualified. 

She translates for the jury. She is under oath too. You 

also have the technician who is running the tape and I 

think he should also be sworn. If you put all these people 

on the stand at the same time, you are giving it all to 

the jury in one big piece and that is what they under

stand. If you keep sending people out and people in and 

sending people out and bringing people in, then [the jury] 

very often do[es] not know what is going on - they cannot 

differentiate the wheat from the chaff, which the defense 

attorneys like. I argue against putting them all on, but 

it is a good prosecutorial tool. The experts in gambling 

codes you can put on the stand at the same time. The FBI 

does not want to put him on the stand until the end be

cause he is the wrap-up witness; he is the real sex of the 

case. 
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Instructions 

[We] come to the instructions that are important 

during the trial. Of course, [there is] the instruction 

as to obscenity. [Another] of the problems we run into 

is that I do not want [the] transcripts of those conver-

sations to go to the jury room. If [the jury has] a 

chance to mull over the transcripts in there, there ·is 

going to be a conviction. Most of the cases have allowed 

the jury to read the transcript as the tapes. are played, 

as an aid, but [the transcript is] picked up afterwards. 

We do everything we can to keep those transcripts out 

of evidence. The Second Circuit has allowed them in; the 

Fifth Circuit says it is not an abuse of discretion. 

But the lower courts are not letting the transcripts go 

to the jury even in the case we just had with the foreign 

language. That raises another problem. The jurors, 

when they get back to [the jury room, are told]: "If 

you have any questions, write me out a note and send it 

in." The first question is: "Can we have the transcripts?" 

Of course, since they are not in evidence they do not 

go back. Then they say: "We.ll, can we hear the tapes?" 

"Well, of course, you can hear the t-apes." But you do 

not have any voice I.D. on the stand, you do not have any 

wintesses explaining the code on the stand, you do not 

have a translator. And there are technical problems be-

cause the man from the Bureau has already gone back to the 

office and he does not have the equipment set up at that 
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time. [However], we have been able not to have the tapes 

played and not to let [the J'ury] have the transcripts. 

You are entitled, as the defendant, to an instruc

tion that the tapes are what control, and if there is a 

difference between the tapes and the transcripts, [the 

jury] must rely upon the tapes. Y ou are entitled to 

that [instruction] immediately upon the transcripts being 

given to the J'ury and agal'n at th e close of the entire 

case. Also, you are entitled, at the time the tapes are 

played, to the co-conspirator instruction that [the tapes] 

are only coming in against the person speaking [and] not 

against anybody who was not present, unless you prove a 

conspiracy. 

One further thing that recently has been going es

pecially since Gannett* is barring the press and the pUblic. 

If you can keep the press out wh1.'le they're playing the 

tapes it's a tremendous help to you h w en you're represent-

ing people who are going t b ' 
. 0 e 1.n the newspaper the next 

day. We represented the people who were Supposed to be 

part of the Purple Gang who were supposed to be killing 

FBI informan'i::s. In a little town of Orlando in Florida, 

where Disney World is, they indicted them for 31 gun counts, 

they purchaseB 31 differ~nt' guns, ~11:22's and I was 

able to keep the press out during the case. Got plenty 
of ubI' 't P 1.C1. y, won the case, but none of the publicity had 

anything to do with the material that was coming off the 

*Gannett Co., Inc. 
99 S. Ct~~98 (1979). v. De Pasquale, 443 U.S. 
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witness stand, it all had to do with the background. 

Now if you can't bar the press, we want to lock the jury 

up. But no judge will lock juries up any more. I don't 

know how it is in your jurisdiction, but in federal 

court it's almost impossible to get a judge to lock a 

jury up. [Take] a case like Dellacroche that's going 

to be in the newspapers a e ~ . 11 th t ~me You, don't want 

the jury to read tha~ Dellacroche is supposed to be a 

killer or Murder, Incorporated, but the federal judges 

won't lock the juries up. I just don't know how to keep 

them from reading this newspaper publicity about it. May

be you have an idea of how to keep a jury from reading 

publicity. Wouldn't you as a juror read? Wouldn't that 

be the most interesting thing in your life? The report 

of the trial that you're actually sitting on. Can you 

honestly believe that a federal judge instructing jurors 

not to read the newspapers has any effect whatsoever? 

. If you can keep the press out they will have nothing 

to read. 

Closing Comments: Wiretapping And RICO 

I would just like to say [that], if there had been 

strict interpretation of the wiretap laws [as] written 

by Professor Blakey and his cohorts, there would be no 

tapping in the United States. The statute is impossible 

to follow as it is strictly written. Since June of 1969, 

when w~re aps were ~ • , t f~rst used ;n the federal courts, the 

courts have done the following. You do not have to instruct 

" 

the monitors how to minimize. You do not have to mini-

mize the interception if you only intercept all the calls 

for 9 1/2 days. You do not have to minimize even when 

the U.S. Attorney instructs the monitors to intercept 

all of the calls. The recordings of the conversations 

are not intercepted if they are stored and never listened 

to. You do not ha.ve to identify the persons intercepted 

even if they are known. You do not have to serve an in-

ventory on time. You do not have to seal the tapes im

mediately upon termination of the interception. You do 

not have to file the application and obtain the order to 

use the interception pertaining to other crimes not men-

tioned in the order. You do not have to date the order 

of interception, even when the interception can only con-

tinue for 15 days after the day of the order. This hap-

pened in two cases in the Southern District of Florida; 

the order said, "You may tap for 15 days from the date of 

this order," and the order was not dated. How do the agents 

in the field who were doing the interception know? Cler-

ical error. 

You can tap [for] 18 days when there are only 15 

days on the order; this is under Rule 45 where you do not 

include Sundays or holidays and you do not include the first 

day. The prosecutor [is "allowed ll ] to lie under oath as 

to who the person was who authorized the interception. 

(Now, the prosecutor really did not know, when he was 

swearing to the judge under oath, that Will Wilson had 
-', 
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authorized the interception; h~ really did'not know Will 

Wilson had never seen the papers.) It allows breaking 

and entering by the police to install, repair, and remove 

the bug. The latter, interestingly enough, may be a 

problem. If it is upheld that you can break in to install 

the bug, does that also authorize you 15 days later, to 

break in and repair it, and 15 days later, to break in 

and take it out? I think you might need another warrant 

to do those subsequent things. You are allowed to wire-

tap where other investigative techniques have not been 

tried, but the applicant thinks that they would not suc

ceed. It aliows probable cause to be shown even \\7here 

probable cause was shown 21 days before the order [was] 

signed; it was not stale because there was a continuing 

criminal conspiracy. 

These are just some of the cases [which] have inter

preted the wiret,ap laws as we have them now. They are 

the greatest tool that you people have,. if yo~ can afford 

them. I cannot argue that they are the greatest tool to 

convict people that has ever been devised. But person

ally, I think we are giving up too much of our individual 

rights [with] the way [wiretaps] are being used now, es-

pecially in the state courts. 

One more thing, RICO,* as Blakey predicted three 

years ago when I was here, is the greatest statute the 

*Racketeer Influenced and Corrupt Organizations, 18 
U.S.C. §§ 1961 et. seq. (1976). 
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prosecutors have ever had. I'm defending a man named 

Anthony Clayton who was indicted with a man named Aniello 

Dellacroche, a New Yorker who had some notoriety on 

occasions. The enterprise in the indictment, could you 

imagine what it is; The Gambino mob. The enterprise 

is the Gambino mob • What do you say? What do you 

say when you see "Th~~ Godfather ll and they say all this? 

How do you overcom.e [it]? How do you overcome that your 

man is Mafia? . . How do you overcome just thinking 

of the Gambino mob? I don't know yet. I don't know. 

I've moved to have it struck, but lim going to lose. 

I just don't know how I can overcome that. Forget about 

the evidence. There's plenty of evidence, but just the 

Gambino mob. Can you see the prosecutor reading the in-

dictment? He'll read it every chance he gets. "Ladies 

and gentlemen, the grand jury charges that these two 

men are members of a racketeer-influencee enterprise, and 

that enterprise is the Gambino moh." No wonder they con-

vict. I'd convict them myself. And Blakey predicted 

that would happen. 

To conclude, after 10 years with the wiretap law, 

I know the defendants are paranoid. I had a client come 

to the office, he comes at 6 o'clock in the morning and 

he was a bad person, connected to one of the families in 

New York, and he comes in with a briefcase - 6 o'clock 

in the morning. I thought maybe that was my last case. 

, 
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[Puts] it on the table in my office, opens up the brief-

case, and takes out a machine - buzz, buzz, buzz - he's 

checking the whole floor, checking my office for bugs. 

They don't even want to talk in my office, my clients. 

"Let's go take a walk Let's go outside." They're para-

noid. And in the federal courts there are so few taps 

now that you don't have to worry. 
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Summary 

1 1 . . 11 1. f 1 1 f ~ E ectron1C surve1 ance 1S a use u aw en orcement 

technique for the control of organized crime. Consensual 

electronic surveillance is not subject to the complex federal 

statutory limits on other forms of electronic ,surveillance. 

It is not a search under the Fourth Amenament. Individual 

states must meet at least the federal standards on electronic 

surveillance, though they are free to pass more restrictive 

legislation. New York's laws controlling consensual surveillance 

closely follow the federal pattern, while the Massachusetts 

and New Jersey statutes are each more restrictive. 

~2 Problems remain with consensual surveillance usage, most 

notably what constitutes a valid consent. There are also 

potential Fifth and Sixth Amendment issues, as well as the 

possibility of claims of entrapment. 

lAS used in these materials, the phrase electronic surveillance 
generally includes wiretapping and bugging, although the terms 
electronic surveillance and wiretupping are sometimes used 
interchangeably. Wiretapping generally refers to the inter
ception (and reco:r:ding) of a communication transmitted over 
a wire from a telephone, without the consent of any of the 
participants. Bugging generally refers to the interception 
(and recording) of a communication transmitted orally, without 
the consent of any of the participants. The term consensual 
sUr'veillance refers to the overhearing, and usually the record
ing, of a wire or oral cornmunication with the consent of one 
of the parties to the conversation. See Report of the National 
Commission for the RE.wiew of l"ederal arid State Laws Relating 
to Wiretapping and Electronic Surveillance, xiii (1976). 
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I. Introduction 

.3 Electronic surveillance is an effective technique in 

gathering evidence of the activities of organized crime. Two 

of the most useful consensual electronic surveillance tech-

niques are recording or transmitting with the ponsent of one 

of the participants to a conversation. Consensual surveillance; 

however, may encompass three discrete, though related, situ-

ations where a party to a conversation, under the direction 

of a government agency and without the consent of the second 

party: 

114 

1. records his conversation with the other party~ 

2. uses electronic equipment to transmit the conversation 
to government agents; or 

3. authorizes law enforcement personnel to use electronic 
devices to overhear and record the incriminating. 
cornmunica tion. 

Electronic surveillance, but particularly consensual 

surveillance, offers la~ enforcement personnel sGveral advan-

2 tages. A recorded conversation may be more reliable and 

often is more convincing than the testimony of the monitoring 

agent. The prosecution's case,. too, cannot be weakened'because 

of the fallibility of human perception and memory. Moreover, 

the credibility of a tape recording is far superior to that 

of a government informant with a "blemished" character. Such 

a recording can also supply the corroboration often required 

2gee Appendix for excerpts from the Report of the National 
Comm~ssion -!.9.r the Review of Federal .. a~d S!:~~~_ .Laws Rel.?tI~ 
to Wlretapplng and Electronic Surveillance (1976) on their 
iTndings on--the effectiveness and--us-age of consp.nsual sur
veillance. 
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for an accomplice's testimony.3 Electronic surveillance can 

be used to establish the recorded individual's state of mind 

or intentions. This can be particularly important in conspir

acy cases. Consensual surveillance also minimizes the pos

sibility that an unreliable informant will cease cooperating 

with the authorities prior to the trial. The existence of 

a well-guarded recording reduces the incentive for killing 

a key witness prior to trial. If an informant succumbs to 

threats of physical violence and refuses or is unable to tes

tify, the recorded conversation can be introduced without the 

consenting participant's testimony. The recorded conversa

tion can also be introduced into evidence even if the infor

mant dies before trial.
4 

Finally, the use of electronic 

surveillance minimizes the r;sk of h ' 1 h ~ P YSlca arm to a police 

agent during an investigation. The actual conversation be-

tween the informant and the criminal can be monitored by 

police to ensure the agent's safety in the event that his 

identity is suspected. 

3El " , 
lm7natln~ ~redibilityas an issue can be particularly impor

tant· ln polltlcal corruption cases. A reliable recording can 
prev?n~ ~he crooked official from turning his trial into a 
~redlblllty contest, relying on his position to gain acquittal. 
lt can al~o,act to exonerate the innocent victim of the irrati~n
al or polltlcal grudge accusation and prevent an unJ'ust indict
ment. 

4 
See, ~~~., United States v. Lemonakis 485 F.2d 941. 948-49 

(is':c. Clr. 1973), cert. deniecr:-4iSU:-S. 989 (1974).' 
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II. Federal Law 

A. ~~atutory Provisions 

Section 2511(2) (c) of the Omnibus Crime Control and 

Safe Streets Act of 1968 (Title III) allows a person "acting 

under color of law" to intercept wire or oral communications 

where the person is either a party to the conversation or where 

one of the participating parties has given prior consent to 

h . t . 5 suc monl orlng. Consensual surveillance, therefore, is 

an exception to the general federal rule which imposes 

warrant and other requirements on electronic surveillance. 6 

Section 605 of the Federal Communications Act of 1934, 

which also prohibits the interception or divulgence of inter-

state and foreign communications, expressly excepts those 

procedures permitted by Title III of the Omnibus Crime Control 

and Safe Streets Act.
7 

518 U.S.C.A. §25ll (2) (c) (1970); 18 U.S.C.A. §251l (2) (d) (1970) also 
allows the interception of wire or oral communications by a 
person "not acting under color of law" provided that: 

1. the person is a party to the con~ersation or has 
obtained the prior consent of one of the participants 
for such monitoring; and 

2. the person does not use the intercepted communication 
to commit a criminal, tortious, or injurious act. 

618 U.S.C.A. §2516(1970), as ~mended, (Supp. 1976). 

747 U.S.C.A. §605 (1962), c1S c1menc]ed, (Supp. 1976). section 605 
only restd cts the actions'-of"p-r=Iv'ate parties. Under the 1968 
amendments to section 605, "person does not include a Jc1w enforce
ment officer acting in the normal course of his duties." S. Rep. 
No. 1097, 90th Cong., 2nd Sess. 108 (1968). This changes the 
prior rule. §~.~. ~.~_i.t:~~_.~~a.t.~~ v. ~.1.:!9.~~12' 226 F.2d 281 (9th 
Cir. 1955), ~!!_~cl per __ c~Ei~'!!., 351 U.S. 916 (1956). 
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~7 The issues surrounding consensual surveillance are; there-

fore, not based on problems of statutory authoritYi' the legal

ity of the technique depends upon an analysis of Fourth Amendment 

guarantees. 

B. Federal Case Law--The Emergence of the White Rationale 

Since 1952, the united states Supreme Court has consist-

ently held that various forms of consensual surveillance do 

not violate Fourth Amendment guarantees against unreasonable 

8 
searches and seizures. In On Lee v. United States, a 

narcotics prosecution, the defendant sought to suppress 

two incriminating conversations which were transmitted to 

federal agents by an informant wired for sound. Only the 

agents monitoring the conversation testified at the defend

ant's trial. Justice Jackson, writing for the majority, 

relied heavily upon Olmstead v. United states,9 which held 

that police surveillance without any physical trespass fell 

outside the scope o~ the Fourth Amendment. He observed that 

no technical trespass had been committed in placing the 

transmitter within the vicinity of On Lee. Consequently, 

there had been no search and seizure, and the defendant's 

. . d' . bl 10 0 J 1 lncrlminating remarks were a mlSSl e. 3._)ee a so con-

8 343 U.S. 747 (1952). 

9277 U.S. 438 (1928); subsequently overruled in Katz v. United 
States, 389 U.S. 347 (1967), discussed infra, '111. 

10 343 U.S. at 751-52. 
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tains language suggesting that the legality of the ~gents' 

monitoring was based on On Lee's indiscretion with one he 

11 
mistakenly trusted. 

12 Rathbun v. united States considered whether an incrim-

inating telephone conversation, overheard by law enforcement 

officials, was admissible evidence where one party to the 

communication'gave the police permi$sion to list~n to the 

discussion on a pre-existing telephone extension. The Court, 

in an opinion by Chief Justice Warren, concluded that there 

was no prohibited "interception" under section 605 of the 

Federal Communications Act. Recourse was not made to the 

"trespass" doctrine followed in On Lee. Instead, the Court 

focused upon the individual's expectation of privacy, or its 

13 
lack, when placing a telephone call. 

• 10 The "misplaced trust" rationale of Rathbun appeared 

... . d 14 agaln ln 1963 ln ~opez v. Unlte States. Lopez was 

convicted of attempted bribery of an Internal Revenue agent 

llId. at 753-54. The precise fact pattern of On Lee, surveillance 
of-an indicted defendant, is no longer permissible under expanded 
concepts of the Sixth Amendment. Massiah v. united States, 377 
u.S. 201 (1964) i discussed infra, '121.---

12 355 u.S. ·107 (1957). 

13 Id . at Ill. Chief Justice Warren observed: . 

Each party to a telephone conversation takes ,the 
risk that the other party may have an extension telephone 
and may allow another to overhear the conversation. When 
such takes place there has been no violation of any 
privacy of which the parties ~ay complain. 

But see .38 infra, concerning the individual's expectations 
when-using a-party li.ne. 

14 373 U.S. 427 (1963). 
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on the strength of a r d' ,Gcor lng containing incriminating 

statements that he made t f d o a e eral agent. The Court 

reasoned that since the agent could testl'fy concerning the 

appellant's statements, Lopez took the rl'sk that his remarks 

would be reproduced, and whether the medl'um was the agent's 

memory or a mechanical recording was inconsequential.15 

The legality of consensual surveillance remained a matter 

of only academic concern, so long as it was valid under either 

the "trespass" or "misplaced trust" rationale. It became, 

however, increasingly a practical concern f or law enforcement 

as the Court moved away from the trespass rationale of Olm-
stead. 16 

Finally, in Katz v. United States,17 the Supreme 

Court overruled the Olmstead "trespass" doctrine and con

cluded that electronic surveillance . wlthout the consent of 

15Id . at 439. The 
dealt with in Hoffa 
(1966) (an informant 

"misplaced trust" 
v. United States, 
situatiorlWIthout 
301-02: 

rationale was directly 
385 U.S. 293, 301-03 
electronic surveillance). The Court stated at 

16 

What the Fourth Amendment protects is the security 
a man relies upon when he places himself or his property 
within a constitutionally protected area .... 

* * * * 

Neither this Court nor any member of it 'has ever 
expressed the view that th 
a wrongdoer's misplaced be~i!fU~~htAmendment protects 
he voluntaril . , a a person to whom 
it. y confldes hlS wrongdoing will not reveal 

Berger v. New York, 388 U.S. 41 (1967) 
validity of a warrantless ' ' cast doubt on the 
alt~ough sillce an entry wa~lf~~~i~e~egardleSs of a trespass, 
untll Katz, 389 U.S. 347 (1967). in Berger, Olmstead survived 

17
389 U.S. 347 (l967). 
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one of the parties was a "search and seizure" with~n the 

Fourth Amendment. In that case, federal agents attached an 

electronic listening and recording device to the outside of 

a public telephone booth. Prior to the interception, the agent ob-

tained neither a warrant nor the consent of either of the parties 

to the conversation. The Court concluded 

that the surveillance violated the defendant's justified 

t t ' f' 18 expec a lon 0 prlvacy. 

.12 Although Katz did not involve consensual surveillance, 

its rejection of the Olmstead "trespass" doctrine made 

the validity of On Lee and Lopez uncertain. If they were 

seen as resting on the "trespass" doctrine, then consensual 

surveillance which violated an individual's reasonable 

expectation of privacy would be a search and seizure, requiring 

a warrant. If they were seen as resting on the "misplaced 

trust" rationale, then consensual surveillance would not be 

a search and seizure, and no warrant would be required. 

.13 This uncertainty was subsequently faced in United States 

Wh ' t 19 1 1 ' ,,20 ' v. 1 e. In a p ura lty oplnlon, Mr. Justlce 

White concluded that Katz did not impose a warrant require-

ment where one of the parties to the conversation voluntarily 

consented to the monitoring of the communication by law 

I 8 I d • --a t 3 5 3 • 

19 401 U.s. 745 (1971). 

20The plurality consisted of Chief Justice Burger and Justices 
White, Stewar~ and Blackmun. Justice Black concurred on the 
grounds that the Fourth Amendment did not apply to any elec~ 
tronic eavesdropping and Justice Brennan concurred in the 
result only on the ground that Katz should not be given cetro-
active effect. ---
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enfor.cement personnel. In W~ite, a narcotics LJrosecution, 

the defendant sought to exclude the testimony of government 

agents who monitored a conversation between the defendant 

and a government informant equipped with a transmitting 

device. The informant could not be located and did not 

testify at the trial. The question presented to the Court 

was whether an individual could justifiably expect that, ab

sent ~ warrant, his conversation would not be simultaneously 
t I, 
rans~ltted to a third party. The defendant argued that 

under Katz he had a reasonable t t' f expec a lon 0 privacy in 

his c~nversations and that a warrant was required. The 

plurality rejected the defendant's argument, finding that the 

constitutional propriety of consensual surveillance did 

not rest on the "trespass" doctrine, but upon the "misplaced 

trust" rationale: 

21
401 

Conc7dedly a police agent who conceals his police 
connec~10ns may write down for official use his con
v7rsatlons with a defendant and testify concerning them 
wlthout a warra~t authorizing his encounters with the ' 
defendant and wlthout otherwise violating the latter's 
Fourth Amendment rights. Hoffa v. United States 385 
U.S., at 300-03 .... If the conductand revel~tions 
of a~ agent operating without electronic equipment do 
not lnva~e the defendant's constitutionally justifiable 
expect~tlons of privacy, neither does a simultaneous 
recordlng of the same conversations made by the agent or 
by others from transmissions received from the agent to 
whom the defendant is talking and whose trustworthiness 
the defendant necessarily risks. 

* * * * 
If the law gives no protection to the wrongdoer 

wh~se trusted accomplice is or becomes a police agent, 
nelther should it protect him when that same agent has 
recorded or transmitted the conversations which are later 
offered in evidence to prove the State's case. 21 

U.S. at 751-52. 
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The White plurality clearly rejected any distinction between 

recording and transmitting,22 and reaffirmed this aspect 

of On Lee in light of Katz. 
23 

C. Post-White Problems 

'114 Al though Whi te wa':; decided by a plurali ty opinion, federal 

courts uniformly o\ccept 'White and sustain consensual surveil-

24 lance against c'onsti tutional challenges. There are, however, 

several problems that arise in applying White. 

1. The Problem of Consent 

~15 The validity of consensual surveillance depends on a 

22As a separate ground for reversal of the lower court decision, 
the Court (the plurality plus Justice B~ennan) held t~a~ un~er 
Desist v. United states, 394 U.s. 244 (1969), the.dec1s10n 1n 
i<-a tz had only prospecti V\9 appli~a tion. The. surve111ance 
involved in ~hite occurred several years pr10r to the Katz 
decision. 

23 1 H 1 and Marshall deemed On Lee Justices Brennan, Doug as, ar an, 
no longer to constitute "sound law." 401 U.s. at 755. 

24united states v. Bonanno, 487 F.2d 654 (2d Cir. 1973) (con
sensual wiretap); United States v. Santillo, 507 F.2d ~29 (3d 
Cir.), cert. denied, 421 U.S. 968 (1975) (consen~ual w1retap); 
United States v. Dowdy, 479 F.2d 213, 229 (4th.C1r.), cert. 
denied, 414 U.S. 823 (1973) (consensual rec;ord1n9 of phone 
and personal conversations--a warrant obta1ned by the agents 
as a precautionary measure was seen by the court as unnecessary 
in light of' White); Ansley v. §~ynchcombe, 480 F:2d 437,.441 
(5th Cir. 1973) (consensual wiretapping and.bugg1ng); Un1ted 
States v. Lippman, 492 F.2d .314 p 318 (6th C1r: 1974),.cert. 
denied, 419 U.s. 1107 (1975) (colJsensual bugg1ng); Un1ted 
States v. Quintana, 508 F.2d 867, 872 (7th Cir. 1975) (c<?nsensual 
wrretap); Uni"ted-States v. ~cM~}Jan, 508 F.2d 101 (8th.C1r .. 
1974), cert:-denied, 'T21 U.S. 916 (1975) .(consen~ual \'l1r~tap); 
Holmes V:-Bi.lrr~-r86 F.2d 55, 59-60 (9th C1r.), cer~ __ 9.~_~?_~, 
'4T4- U:-S. lYf'6-- (1973) (consonsual wi.retap--the. cc;>urt spec7fl.cally 
s ta ted that it \oJas bound by the pl ural 1. ty dec1s10n ~~ yvh ~.t~~ ; 
United States v. Quintana, 457 F.2d 874, 878 (lOth I...~r.), ~_-::E't. 
d-''''--'-d'---4-0-9-''-U S -87····7·--(1 .. ·9-72) (consensual wiretap) ; Un1 ted States en le , • • ___ .. __ . _ ....... __ ._ 

V-:--BTShton, 463 F.2d 887 (D.C. Cir. 1972) (consGnsual bugg1ng). 
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vnlid consunt. In each case, it must be shown lhat consnnl 

was given prior to the surveillance, that it was validly given, 

that the consenting party had the capacity to consent, and that 

the consent was voluntary. 

'116 Sections 2511(2) (c) and (d) of Title III require prior 

consent of a party to the communication. 25 This rule parallels 

the case law under section 605 of the Federal Communications 

Act.
26 

In Weiss v. United states,27 the Supreme Court read 

section 605 to require that consent be given prior to the gov-

ernment interception or divulgence for it to be valid. 

~11 The defendant carries the burden of showing that electron-

icsurveillance of himself occurred. The government then carries 

th~ burden of persuasion to show that the evidence is free from 

illegal taint.
28 

Thus, where a defendant challenges the con-

sent to the surveillance, the government carries the burden 

of proving its validity. Nevertheless, in the absence of a 

consenting party's testimony, validity can be inferred from 

the surrounding circumstances. In Un~~e~_E~9~~ v. ~?~~~~O, 

where the consenting party was incompetent to testify at the 

time of trial, the court stated: 

2518 U.S.C.A. §§2511 (2) (c) 
ization is not permitted. 
Sessa 94 (1968). 

and (d) (1970). Retroactive author
S. Rep. No. 1097, 90th Cong., 2nd 

26 
47 U.S.C.A. §605 (1962), ~~ amended (Supp. 1976). 

27 
308 U.S. 321, 330 (1939). 

28Nardone v. United States, 308 U.S. 338, 341 (1939); Nolan 
v. United States-, 423 F.2d 1031, 1041 (10th Cir. 1969)-,-c~rt. 
~~ied, 400 U.S. 848 (1970). 
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[T]he extent of proof required to show that an 
informer consented to the monitoring or recording 
of a telephone call is normally quite different from 
that needed to show consent to a physical search ... 
Hence, it will normally suffice for the Government 
to show that the informer went ahead with a call after 
knowing what the law enforcement officers were about. 29 

The court inferred a valid consent from testimony by govern

ment agents that the consenting party was aware 6f their 

presence and purpose, yet he still engaged in the conversations. 

~18 The most difficult consent problem for the government is 

shown by united states v. Napier. 30 In Napier the defendant, 

a Miami policeman implicated in drug transactions, challenged 

the capacity of the government informer to consent. The inform

was incompetent at the trial, and the defense argued that he er 

was incompetent at the time of recording, pointing to his long 

history of mental ~llness. The Fifth Circuit held that consistent 

with its burden to prove consent, the government also had to 

. t t 31 prove capaclty 0 consen . While real, the Napier problem 

is of limited applicability, since few consenting 

parties are incompetent. 

,,19 The most common problem facing the government is to show 

that consent was given voluntarily. Most federal courts will 

not find that consent was involuntarily given unless there is 

some proof that the consenting party's " .. will was overcome 

by threats or improper inducement amounting to coercion or 

29 487 F.2d 654, 658 (2d Cir. 1973). 

30 451 F.2d 552 (5th Cir. 1971). 

31 Id . at 553. 
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duress."32 P' h 33 34 rorm ses or opes of leniency, immuni ty," or 

the receipt by the consenting party of "special considerations" 

f 35 
rom the government are all insufficient to vitiate voluntari-

ness. 

2. Fifth and Sixth Amendment Problems and the Issue of 
Entrapment 

~20 Most electronic surveillances are challenged on Fourth 

Amendment grounds, but Fifth and Sixth Amendment objections may 

also be raised.
36 

The Fifth Amendment protection against self-

incrimination, enunciated in Miranda V. Arizona,37 prevents 

an individual's statements from being used against him, if they 

are obtained after his freedom of movement is restrained 

and he does not receive the Miranda warnings. Courts, however, 

32U~~ted States V. Silva, 449 F.2d 145, 146 (1st Cir. 1971), 
cert., denied, 405 U.S. 918 (1972). 

33Id .; Unite.~States V. Jones, 433 F.2d 1176, 1180 (D.C. Cir. 
1970), cert. denied, 402~~ 950 (1971). 

34u . d 
nlte States v. Osser, 483 F.2d 727 (3d Cir.), cert. denied, 

414 U.S. 1028 (1973); United states v. Rich, 518 F·.2d91fo;-985 
(8th Cir. 1975). 

35 . d 
U~lte States V. Franks, 511 F.2d 25, 31 (6th Cir.), cert. 

denled, 422 U.S. 1042 (1975) (informer received an "ext:reffiely 
nice apartment," a living allowance the use of a new Cadillac, 
in addition to not being prosecuted). 

36 
see.Blakey~ "Aspects of the Evidence Gathering Process in 

Organlzed Crl~e Cases: A Preliminary Analysis," Task Force 
Report:.Organlzed Crime (1967), at 96-98, for a discussion of 
the varlOUS constitutional objections to electronic surveillance 
Many courts simply reject out; of hand Fifth and Sixth Amendment • 
ar~uments, citing White as controlling. See, e.g., Stephan v. 
Unlted States, 496 F.2d 527, 528 (6th Cir:--1974); United State~ 
V. Leonard, 363 F. Supp. 1348, 1350-~\1 (N.D. Ill. 1973) .. _ .... _-

37 384 U.S. 436 (1966). 
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do not extend these rules tb defendants against whom recordings 

are introduced in evidence. They s~ress that the conversations 

db not occur under circumstances of custodial interrogation; 

they occur without deprivation of the individual's liberty.38 

The Fifth Circuit (other courts seem not to have found the 

issue to merit discussion) has ref~sed to attach Fifth 

Amendment significance to the fact that the con~enting party 

initiated the recorded conversation, rejecting an attempt 

to analogize the inquiries of the reco~ding or transmitting 

party to custodial interrogation. The court emphasized the 

presence of a consenting party, and ci ted Whi te. 39' 

'121 The Sixth Amendment objection to electronic surveillance 

is an outgrowth of United States v. Massiah. 40 In Massiah, 

the fruits of an otherwise valid consensual electronic sur-

veillance were suppressed because the defendan~ Massiah,was 

under indictment at the time of the recording. To question 

him in the absence of his attorney was a denial of his right 

to counsel. The fact that the defendant was indicted,was a 

signal that the trial process had begun, bringing the sixth 

Amendment into play. The Ninth Circuit, in united States v. 

41 Keen, considered a situation where recordings were made 

38united States v. Bastone, 526 F.2d 971, 977-78 (7th Cir. 1975), 
cert. denied, 19 Crim. L. Rptr. 4061 (May 19, 1976); Koran v. 
United States, 469 F.2d 10'rr,--1072 (5th Cir. 1972). 

39United States V. Quintana, 457 F.2d 874, 878 (lOth Cir.), 
~ert.d~ie(f;--409 U:S-.-S":r7-(1912). 

40 377 U.S. 201 (1964). 

41 508 F.2d 986 (9th eire 1974), ~er~~~ni0d, 421 U.S. 929 
(1975) . 
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prior to any indictment. Relying on ~i~~ryda, the court found 

that where the defendant believed he was talking over the 

phone only to an acquaintance and not to the police, there WnS 

no custodial interrogation, and no "possibility of moral or 

physical coercion." Consequently, there was no deprivation of 

his Sixth Amendment riyht to counsel. 42 

~22 Another issue which can arise in a consensual surveillance 

case is entrapment. The defendant may argue that he originally 

lacked the intent to commit the criminal act, but that the 

actions of a government agent directly resulted in the necessary 

state of mind and criminal conduct. 43 The government action 

in a consensual surveillance situation would be the initiation 

by the recording or transmitting party of conversations which 

ultimately dealt with criminal conduct. The principal element 

of the entrapment defense is the defendant's lack of pre

disposition to commit the crime. 44 Thus, it is doubtful that 

merely initiating conversations with an individual, who subse-

quently makes incriminating statements, would be seen as 

influencing that individual to such an extent as to constitute 

42 Id . at 989. See also Wallace v. United States, 412 F.2d 
1097, 1100-01 (D:C- eire I9E9), cert. denied;- 402 U.S. 943 (1971) 
(surveillance occurred aftex the defendant and his attorney 
had met with the prosecutor to discuss possible cooperation 
of the defendant). 

43 In at least the Ninth Circuit, the accused may now assert 
the defense of entrapment without actually admitting guilt. 
Such an admission is generally required to use the defense. 
Unite d States V. Demma, 523 F.2d 981 (9th eire 1975). 

44United States V. Russell, 411 U.S. 423, 433 (1973); Hampton 
V. unI ted States, 19 er~:m:- L. Rptr. 3039 (8 th eir. AprIr'-iB;" 197fi). -
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45 entrapment. To defeat an entrapment defens~, law ~nforcement 

agents should always caution the consenting party not to 

" 1 t 46 suggest a crlmlna ac. 

D. The Limits of White 

~23 The White rationale has only been extended cautiously. 

The Second Circuit utilized it to permit the warrantless sur-

veillance ofa conversation, where neither party previously 

consented to the surveillance. In United States v. Pui Kan 
47 Lam, the tenants of an apartment which was previously occu-

pied by heroin importers complained to authorities about 

suspicious characters who unsuccessfully sought entry to the 

apartment. With the permission of the current tenants, govern-

ment agents bugged the room. The two defendants were eventually 

admitted into the apartment by a government agent posing as a 

superintendent's helper. An incriminating conversation was 

recorded and subsequently introduced into evidence at the 

defendants' trial. Although the agents obtained neither a 

warrant nor consent, the court concluded that the defendants' 

Fourth Amendment rights against unreasonable searches and sei-

zures were not violated. Citin~ White, the court found that 

the sUbjective expectation of privacy, which was allegedly 

45united States v. Greenberg, 445 F.2d 1158, 1161-62 (2d Cir. 
1971) . 

46 'd 'd f t If the defendant lntro uces some eVl ence 0 governmen 
initiation of the crime, then the burden is on the government 
to show beyond a reasonable doubt the defendant's original 
propensity to commit the crime. U~_~te~~J:.~tes v. Warren, 453 
F.2d 738, 744 (2d Cir.), cert. ~enied, 406 U.S. 944 (1972). 

47 483 F.2d 1202 (2d Cir. 1973), cert. denied, 415 U.S. 984 (1974). 
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violated by the government surveillance, was not "justifiable." 

The interception occurred in an apartment of complete strangers 

th t t d d ". 4'8 a was en ere un er SUSP1C10US Clrcumstances. Aside from 

the unusual nature of the situation, the court emphasized that 

another ground for dispensing with the warrant requirement was 

th 1 k f ff " , b' d 49 Th e ac 0 su lClent tlme to 0 taln a court or ere us, 

Pui Kan Lam may be limited to its unusual factual circumstances. 

~24 The First Circuit, however, took a more limited view of 

White in United States v. padilla. 50 Federal agents installed 

an electronic listening device in a hotel room without prior 

judicial approval, but before the defendant occupied it. The 

bug was activated only when government agents entered the room. 

The government argued that such selective monitoring was com-

parable to the situation where agents actually concealed the 

recording or transmitting devices on their persons. The court, 

in rejecting the argument, expressed a fear that abuse 

might result if electronic devices were installed for long 

periods of time, even though for limited purposes, without 

prior judicial approval. 51 It refused to extend ~~ite to 

allow such a procedure. The court observed: 

48 Id . at 1206. 

49 Xd . at 1206-07. 

50 520 F.2d 526 (1st Cir. 1975). 

51See Lanza v. ~ew York, 370 U.s. 139, 143 (1962) where th~ 
Court stated, i~ di?ta, that a visitors room of a public jail 
was not a constltutlonally protected area affording protection 
from surreptitjous electronic surveillance, while a hotel room 
could be such an area. 
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No case has been presented to us which would allow 
the government to engage in unlawful electronic sur
veillance and profit from the fruits of that surveil
lance on the ground that had a different means been 
employed, the recordings would have been admis~ible. 
We reject the invitation so to extend the holdlng 
of White. 52 

E. Miscellaneous Federal Regulations 

'125 Federal Communications Corrunission Regulation No. 132
53 

states that a private citizen can record a telephone conversation 

only if his recorder-connector equipment contains a tone-

warning device which produces a distinctive beep tone every 

fifteen seconds. This F.C.C. order does not, however, make a 

conversation recorded without a tone-warning'device inadmissible 

in certain criminal prosecutions.54 The purposes of sections 2511 

(2) (c) and 2518(8) (a) of Title 111
55 (requiring, if possible, 

the recording of intercepted communications) are seen as over-

52 520 F.2d 526, ,528. It can be argued persuasively that Padilla 
was wrongly decided; the point can at least be made that the court 
ignored the substantial danger that the wire may be uhcovered 
when informants or agents are wired. Wiring the 
room obviates this danger. As long as the bug is installed 
without an unlawful entry (i.e., 0efore the guest rented the 
room), and it is activated only during conversation that could 
lawfully be recorded by "body bugs," there, should be no objec
tion to this technique. The court's fear of the universal 
installation of bugs to be ready in case surveillance might 
be useful should be grounds for suppression when the conduct 
is engaged in; there is no reason to suppress logically relevant 
evidence until that time. 

53Noted in Alonzo v. State, 283 Ala. 607, 619, 219 So.2d 
858, 870 (1969). 

54Battaglia v. united States, 349 F.2d 556, 559-60 (9th Cir.), 
cert. denied, 382 u.s. 955 (1965). 

5518 U.S.C.A. §§2511(2) (c) and 2518 (8) (a) (1970). 
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riding the f th ~urposes 0, e F.C.C. order, which otherwise would 

negate the congressional intent. 56 

'126 Section 301 of the Federal Communications Act57 

requires a license for the use, of a radio transmitter. Courts, 

however, hold that evidence obtained by an unlicensed transmitter 

is admissible l'n court. Th f th e purpose 0 e licensing law is to 

prevent interference with radio communications. No right of 

the defendant is violated by the lack of a license; consequently, 

there is no policy reason for rendering the evidence inadmis

sible. 58 

'127 Finally, Federal Communication Commission Regulation No. 

15262 prohibits the use between private parties of a radio 

device for surveillance without the consent of all the parties; 

law enforcement th " h au orltles, owever, acting "under law authority. 

are exempted. 59 

III. State Law 

,28 Section 2515 of Title 111 60 prohibits the use of the 

contents of an int~rcepted communication as evidence in any 

court or other authority of the United States, any state, or 

56U 't d ' 
nl eStates v. Buckhanon, 374 F. Supp. 611 (D.Minn. 1973). 

57 
47 U.S.C.A. §301 (1962). 

58(" 
uee ~., Todisco v. United States, 298 F.2d 208, 211 (9th 

Ci~1961), cert. denied, 368 U.S. 989 (1962). 

59 4'7 C.F.R. §lS.ll (March 4, 1966). 

60 
18 U. S . C . A . § 2 51 ~, ( 1 9 7 0) . 
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political subdivision, if the disclosure of ' that information 

would be in violation of Title III. 

~29 states, although they must at least comply with federal 

standards on electronic surveillance, arc free to pass stricter 

legislation. The Senate Report ~ccompanying Title III states 

that: 

The State statute must meet the minimum standards 
reflected as a whole in the proposed chapter. The 
proposed provision envisions that States would be 
free to adopt mOre restrictive legislation, or no 
legislation at all, but not, less restrictive le~is
lation. 6l 

~30 Where states do enact more restrictive legislation, such 

laws do not affect the admissibility of evidence in federal 

t ' 62 prosecu lons. In considering this issue, the Third Circuit 

recently said: 

So ,long as the information was lawfully obtained 
under federal law and met federal standards of reason
ableness, it is admissible in federal court despite a 
violation of state law. 63 

It is probably more accurate to point out that state electronic 

surveillance laws are inapplicable to federal electronic sur

veillance efforts. The Second Circuit, in United States v. 

pardo-Bolland,64 interpreted New York statutes then in force 

not to apply to federal law enforcement officers. The court 

observed: 

61 S. Rep. No. 1097, 90th Cong., 2d Sess. 98 (1968). 

62United States v. Infellce, 506 F.2d 1358, 1365 (7th Cir. 
1974), cert. denied-, 4l9---O:S. 1107 (1975). 

63united States v. Armocida, 515 F.2d 49, 52 (3d Cir. 1975), 
cert. denied, U.S. (1976) . 

64 348 F.2d 316 (2d Cir.), cert. denied, 382 U.S. 944 (1965). 
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[I]t seems most likely that the policing of federal 
officers was intended to be left to federal statute 
and the supervision of federal courts. 65 

Some states, by statute, explicitly exclude officers of federal 

investigative and law enforcement agencies from the coverage 

f h " 1 66 o t elr wlretap aws. 

&" 

A. New York 

.31 New York follows federal law in permitting electronic 

surveillance where one of the participating parties voluntar-

ily consents. Instead of providing an explicit statutory 

exception for consensual surveillance, however, the New York 

legislature defines the terms "wiretapping," "mechanical 

overhearing of a conversation," and" intercepted communication," 

and excludes consensual surveillance: 

1. "Wiretapping" means the intentional overhearing 
or recording of a telephonic or telegraphic communication by 
a person other than a sender or receiver thereof, without the 
consent of either the sender or receiver, by means of any 
instrument, device or equipment ...• ; 

2. "Mechanical overhearing of a conversation" means the 
intentional overhearing or recording of a conversation or 
discussion, without the consent of at least one party thereto, 
by a person not present thereat, by means of any instrument, 
device, or equipment; 

* * * * 
3. "Intercepted communication ll means (a) a telephonic 

or telegraphic communication which was intentionally overheard 
or recorded by a person other than the sender or receiver 
thereof, without the consent of the sender or receiver, by 

65 Id . at 323. 

66Md . Ann. Code art. 27i §585 (1976), discussed in Wallace 
v. United States; 412 F.2d 1097, 1100 (D.C. Cir. 1969), cert. 
denied, 402 U.s. 943 (1971); Mass. Gen. Laws Ann. ch. 27~99 
1I5TTfT (c) (1968) . 
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means of any instrument, 'device or equipment, or (b) a conver- . 
sation or discussiori which was intentionally overheard or recordea 
without the consent of at least one party thereto, by a person, 
not present thereat, by means of any instrument, device, .or 
equipment. 67 

'132 The most recent New York Court of Appeals case considering 

the issue of consensual surveillance was decided in 1969, prior 

to United States v. White. 
, 1 'b 68 Nevertheless, ln Peop e v. Gl son, 

the Court of Appeals concluded that the recording of incriminating 

conversations, made by the defendant to a police informer 

equipped with a concealed ~adio device, was not a violation of 

the defendant's Fourth Amendment rights. The court relied upon 

On Lee and Lopez, and distinguished Katz as not dealing with a 

situation where there was voluntary disclosure by a participating 

party.69 Subsequent New York court decisions cite both White and 

Gibson for the proposition that Fourth Amendment guarantees are 

not infringed where one party voluntarily consents to the elec-
. ,70 

tronic surveillance of a conversatlon. 

B. Massachusetts 

~33 The Massachusetts statute governing consensual electronic 

67N • y • Crim. Pro. Law §700.05 (McKinpey 1971); this section defines 
"wiretapping" and "mechanical overhearing of a conversatio~" 
as those terms are defined in N.Y. Penal Law §250.00 (McKlnney 

1967). 

68 23 N.Y.2d 618, 298 N.Y.S.2d 496, 246 N.E.2d 349. (1969), 
cert .. §enied, 402 U.S. 951 (1971). 

69.!~. at 620, 298 N.Y.S.2d at 498, 246 N.E.2d at 351. 

70See , e~., People V. Brannaka, 46 App. Div. 2d 929, 361 N.Y.S. 
2d434 (3d Dept:--1974);- peo'pre-v. Holman, 78 Misc.2d 613, 
356 N.Y.S.2d 958 (Sup. ct~'-New York-C-ounty 1974); ~~.9_ple 
v. Neulist, 72 Misc.2d 140, 162-63, 338 N.Y.S.2d 794, 817 
(Sup.-·-C·f"-:--Nassau County 1972), rc:~~.on_()th~r grounds, 43 App. 
Div.2d 150, 350 N.Y.S.2d 178 (2d Dept. 1973). 

.. ' .-
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surveillance is more restrictive than its federal counterpart. 

Consensual surveillance is authorized only in the investigation 

of certal'n 'f' d ff' , speCl le 0 enses~. connectlon wi th organ~.zed crime: 

. . . it shall not constitute an interception for an 
investigative or law enforcement officer, as defined in 
this section, to record Or transmit a wire or oral 
communication if the officer is a party to such communicCition 
or has been given prior authorization to record or trans
mit the communication by such a party and if recorded 
or transmitted in the course of an investigation of a desig
nated offense as defined herein. 71 

The class of "designated offenses" is broad enough, however, 

not to hinder the use of consensual surveillance in connection' 

. th 'd' 72 Wl organlze crlme. 

71 
Mass. Gen. Laws Ann. ch. 272, §99(B) (4) (1968)' "investigative or 

law enforcement officer" is defined in §99(B) (8~: 

72 

The term "investigative or law enforcement officer" 
means any officer of the United States, a state or 
a political subdivision of a state, who is empowered 
by law to conduct investigations of, or to make arrests 
f?r, the designated offenses, and any attorney autho
rlzed by law to participate in the prosecution of such 
offenses. 

Mass. Gen. Laws Ann. ch. 272, §99 (B) (7) (1975): 

The term "designated offense" shall include the 
following offenses in connection with organized 
crime as defined in the preamble: arson, assault and 
battery with a dangerous weapon, extortion, bribery, 
burglar~, embezzlement, forgery, gaming in violation 
of sectlon seventeen of chapter two hundred and seventy
one of the general laws, intimidation of a witness or 
juror, kidnapping, larceny, lending of money or things 
of value in violation of the general laws, mayhem, 
murder, any offense involving the possession or sale 
of a narcotic or harmful drug, perjury, prostitution, 
robbery, subornation of perjury, any violation of this 
section, being an accessory to any of the foregoing 
offe~ses and conspiracy or attempt or solicitation to 
commlt any of the foregoing offenses. 

"Organize~ c~ime" is ~efined in the preamble as "consist[ing] 
of a contlnulng co~splracy ~mon~ highly organized and disciplined 
groups to engage ln SupplYlng lllegal goods and services." §99(A). 

The Supreme Judicial Court of Massachusetts recently con
sidered ~h7 whole Massachusetts wiretap act (ch. 272, §99), though 
not speclflcally the aspects dealing with consensual surveillance 
and found it to comply with state and federal constitutional and ' 
statutory requirements. Commonwealth v. Vitello, Mass. 
327 N. E. 2d 819 (1975). 
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~34 The l0ading Massachusetts decision to address the legality 

of consensual surveillance 1S .the 1968 case of Commonweal th 

73 v. Douglas. Police placed a tape recorder on an extortion 

victim's telephone with his consent; but without prior 

judicial approval. The court found this to be acceptable 

under the relevant statutory and constitutional provisions, ob-

serving that such procedures were necessary to combat the 

Hunderworld.H74 The Court noted that: 

A defendant who speaks incriminating words over the 
telephone runs the risk that the person with whom he 
talks may be an informer (see Hoffa v. united States, 
385 u.S. 293, 302-03) or that the conversation (as in the 
Rathbun ~ase) may be overheard on an extension telephone. 
In the'interests of sound law enforcement, in these days when 
telephone talks often supplant face to face encounters, 
he also should be held to take the risk that his words 
may be recorded by his listener. See Lopez v. United 
States. .. 75 

The Court distinguished 'Berger and Katz as not dealing with 

situations where consent waS given. 

C. New Jersey 

~35 New Jersey recently amended its Wiretap~ing and Electronic 

Surveillance Control Act, making it more restrictive than Title 

III. Consensual electronic surveillance is permitted without 

prior approval where an investigative or law enforcement officer 

is a party to the communication to be intercepted, or where an

other officer who is a party to the communication requests or 

73 
354 Mass. 212, 236 N.E.2d 865 (1968), cert. denied, 394 

u.S. 960 (1969). 

74 Id . at 222-23, 236 N.E.2d at 872. 

75Id . at 221-22, 236 N.E.2d at 871-72. 
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requires such interception. 76 Electronic surveillance is also 

permitted where a party to the communication gives his prior 

consent, provided there is prior approval by the Attorney 

General or his designee, or a county prosecutor within his 

authority, who determines that ~here exists "a reasonable 

suspicion that evidence 

of criminal conduct will be derived from such interception.~77 

~36 A recent New Jersey Superior Court case, State v. MCCartin,78 

considered a situation where a malfunctioning private telephone 

was receiving a conversation between two unknown individuals 

concerning gambling activities. The owner summoned the police 

who, with the owner's permission, recorded the telephone con-

76 
It shall not be unlawful under this act for: 

b. Any investigative or law enforcement officer to 
~ntercept a wire or oral communication, where such officer 
18 a party to the communication or where another officer 
w~o is a party tO,the communication requests or requires 
h1m to make such 1nterception. 

N.J. Stat. Ann. §2A:156A-4(b) (1975). 

77 
It shall not be unlawful under this act for: 

. 
c. Any inv~stigative o~ law enforcement officer or any 
person actlng at the d1rection of an investigative or 
law,enf?rcement officer to intercept a wire or oral com
munlcatlon, where such person is a party to the communication 
or one of the pa~ties to ~he communication has given prior 
conse~t to suc~ lnterceptlon; provided, however, that no 
such,lnter7eptlon shall be made unless the Attorney General 
or hls,deslgnee or a county prosecutor within his authority 
de~ermlnes tha~ ~here exists a reasonable suspicion that 
eVldence of crlmlnal conduct will be derived from such 
interception. . 

N.Y. Stat. Ann. §2A:156A-4(c) (1975). 

78135 N.J. Super. 81, 342 A.2d 591 (1975). 
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versations. The court denied a motion to suppress the 

. be inadmissible under Title III recordings, alleged to 

and under New Jersey law. The court found those laws to be 

directed against willful interceptions, while in this case 

79 tly the . was' l.'nadvertent. Consequen , the interceptl.on 

recordings were admissible. 

't decl.'sl.'on, the court carefully disIn reaching l. s 

the Unl.'ted States Supreme Court case of Lee v. tinguished 

'd 80 F10rl. a. 

directly to 

In that case, the police installed a teleph~ne 

the defendant's party line, specifically for 

of recording the defendant's conversations. Inthe purpose 

conversatl.'ons were recorded and introduced into criminating 

The Supreme Court found this to be a vio~ation evidence. 

, t 81 There. of Section 605 of the Federal Communicatl.ons Ac . 

was neither consent of any parties to the telephone con-

I h Unlike Rathbun, versation, nor a regularly used te ep one. 

the phone in Lee was installed solely for the purpose 

'II 82 The New Jersey court distinguished of survel. ance. 

as not being a case of a deliberate McCartin from Lee 

, 83 
interceptl.on. 

79 Id . at 87-88, 342 A.2d at 595. 

80 392 U.S. 378 (1968). 

81 § 605 (1962), as amended (Supp. 1976). 47 U.S.C.A. 

82 392 U.S. at 381-82. 

33135 N.J. Super. at 86, 342 A.2d at 594. 
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D. Florida 

~38 Florida law on consensual electronic surveillance is 

more restrictive than Title 111;84 a warrantless intercept must 

b t d t b 11 t ' t th 't ' 85 l.' f e consen e 0 y a par l.es 0 e communl.ca l.on or, 

done by or under the direction of a law enforcement officer, by 

one party.86 The Florida Supreme Court narrowed this latter 

exception even further. In Tollett v. State 87 the court created 

84 The Florida Security of Communications Act, Fla. Stat. 
Ann., ch. 934 (West 1973), followed Title III closely until 
1974 when it was amended. 
8 L" 

=>Fla. Stat. Ann. § 934.03 (2) (d) (West Supp. 1979). This 
section recently survived a constitutional challenge on First 
Amendment grounds. In Shevin v. Sunbeam Television Corp., 351 
So.2d 733 (Fla. Sup. Ct. 1977), appeal denied, 435 U.S. 920 
(1978), a Miami television station claimed that the statute 
impaired its news gathering activities and constituted a 
prior restraint. In upholding the statute the Florida 
Supreme Court said: 

Section 934.03(2) (d) .... was a policy aecision 
by the Florida legislature to allow each party 
to a conversation to have an expectation of privacy 
from interception by another party to the conver
sation . . . . News gathering is an int~grQl part 
of news Qissemination, but hidden mechanical 
contrivances are not indispensable tools of news 
gathering. Id. at 726-727. 

See also State v. News-Press Publishing Co., 338 So.2d 1313 
(lo"'la:!:5Tst. Ct. Al:lp. 1976) for another application of § 934.03 
(2) (d) to news gathering activities. 
86 

Fla. Stat. Ann. § 9.>4. 03 (2) (c) (West Supp. 1979). See 
also State v. Walls, 356 So.2d ~94, 296 (Fla. Sup. Ct.-r978), 
holding that Section 934.03(2) (d) prevents the use at trial 
of secret recordings made by an alleged victim of crime 
~ithout prior authorization by a law enforcement officer. 

87 272 So.2d 490 (Fla. 1973). The court in Tollett interpreted 
not only the state's statutes, but the search and seizure 
provision of its constitution, Fla. Const. Art. I, § 12 
(1885, amended 1968). 
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a unique evidentiary rule requiring the consenting party to appear 

at trial and testify to the "prior consent." 

[A]uthentication of the giving of conse~tb1~ h d 
the police to make a wiretap must be es a lS e 
by competent and relevant testimony of a pa:ty 
to the communication, subject to,c:oss-examlna-
tion by the defendant, as a condltl0n pre~ede~g 
to the introduction of the wiretap record1ng. 

'139 The most recent Florida case on consensual electronic sur

Aalderink v. State~9 follows ~ollett by ruling veillance, 

f ' 'testimony on the content of an inadmissible a police of lcer s 

h th consenting informant was not intercepted conversation w en e 

produced at the trial. The Court of Appeals for the Third District 

BB ld . at 496. The court stated that failure to adhere to 
this rule: ' 

The 
one 

. dm" f h rsav testimony [O]pens the door f9 r ,a ls~10n 0 ealcation 
of an alleged partlclpant 7n ~ ~omm~n lly it 
who is not produced as a wl~nesb. e~eraoli~e 
furthers the,invasi~n of p~lvap~~n~y ;n~ ~anufa~tured 
encourRges wlretapplng, en ra , 
evidence. Id. at 495. 

Id ' ere recognizeq by serious implications of this h~ ,lng w 
commentator soon after the declsl0n: 

[T]he requirement that the consenting party 
verify his consent may lead to the same result 

ld a blanket requirement for court approval 
~~ :~~etaps: rather than risk its case up~n 1 he 
a earance of an informant, the st~te ~ay ee 

pp elled to secure a court authorlzatlon for 
~~~Pconsensual interceptions. 2 Fla. st. U. L. Rev. 
188, 196 (1974). 

89 353 So.2d 172, 173 (Fla. Dist. ct. App. 1977). 
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has restricted the use of warrantless intercepts even further, 

citing Tollett for the proposition that a warrant is required 

whenever time permits regardless of consent. 90 

E. Illinois 

1140 Illinois recently amended its statute controlling consensual 

surveillance. Previously, law enforcement officers could intercept 

and record conversations where there was one consenting party. 

As of July 1, 1976, the new Illinois ~tatute requires either 

the consent of all parties to the conversation, or the consent 

f t d ' 'd" 1 h' , 91 h ' o one par y an prlor JU lCla aut orlzatlon. T e requlrements 

for judicial authorization are closely analogous to those 

required for the issuing of a federal order permitting non

consensual surveillance under Title III. 92 There is a provision 

for "emergency situations," which allows interception without 

pr~or jUdicial authorization where there is insufficient time 

90 
State v. Muscara, 334 So.2d 167, 169 (Fla. Dist. C~. App. 

1976),--cer-E. deni.ed, 344 So.2d 327 (Fla. 1977). This appears 
to be a misreading of Tollett. Curiously, the same court 
in a subsequent decision admitted tape recorded conversations 
on the ground that the informant had been present at' trial 
and had testifieu as to his consent. No men.tion was made 
of any requirement of a warrant. Crespo v. State, 350 So.2d 
507 (Fla. Dist. Ct. App. 1977). Whether or not Crespo can 
be distinguished from Muscara on its facts is unclear from 
the opinion. The Third"District recen~ly ruled that the 
state constitution required a warrant for eavesdropping 
in the home with the consent of one party. Sarmiento v. State, 
20 Crim. L. Rptr. 2132 (Fla. Ct. App., April--r9;"' 1979). 
The court said sections 934.03(2) (c) and 934.08(3) (West 
Supp. 1979) did not authorize consensual eavesdropping' in 
the home. 

9lIll . Rev. Stat. ch. 38 § 14-2 (Supp. 1979) . 
92Ill • Rev. Stat. ch. 38 § l08A (Supp. 1979) . 
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to obtain judicial approval, or there is need to protect a law 

enforcement officer. The officer must reasonably believe that 

an order permitting the interception could have been issued had 

there been a prior hearing. Moreover, an application for an 

order ratifying the use of an eavesdropping device must be made 

within forty-eight (48) hours of the commencement of such use. 93 

F. Michigan 

'141 The l\1ichigan statute proves more restrictive than federal 

law. It makes it a felony for anyone to willfully "eavesdrop" 
., 

on a conversation without the consent of all parties. 

exception to this rule is provided, permitting: 

Eavesdropping or surveillance not otherwise 
prohibited by law by .a peace officer or his 
agent of this state or federal government 
while in the performanee of his duties. 95 

94 One 

'142 'The Michigan Supreme Court, faced with a situation almost 

identical to that in White, severely limited the scope of this 

exception. In People v. Beavers 96 the defendant engaged in a 

drug sale with a police informer, who simultaneously transmitted 

the conversation to police officers a short distance away. 

conrt: hei"ci-inadmissible the testimony of the police officer 

93 Ill. Rev. Stat. ch. 38, § 108A - 6 (SQPP. 1979). 

94 •. , h l"lJ.c . Stat. Ann. § 28.807(3) (1972) provides: 

95 

Any person who is present or who is not present 
during a private conversation and who willfully 
uses any device to eavesdrop upon the conversa
tion without the consent of all parties thereto, 
or who knowingly aids, employs, or procures another 
person to do the same in violation of this sec
tion, is guilty of a felony punishable by imprison-' 
ment in a state prison for not more than 2 years 
or by a fine of not more than $2,000.00 or both. 

Mich. Stat. Ann. § 28.807 (7) (a). 

The 

96 393 Mich. 554, 227 N.W.2d 511, cert. denied, 423 u.S. 878 (1975). 
131 
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pertaining to the overheard conversatiohs, relying on the "search 

and seizure" clause of the Michigan Constitution.
97 

Although 

the court did not decide the question of whether a party's 

recor~ing of a conversation was a search and seizure, the court, 

unconvinced by White, found that the transmitting did constitute 

such search and seizure. Consequently, a search warrant is 

required in Michigan for the testimony or recordings of the 

monitoring agent to be admissible. 

.43 The Court of Appeals subsequently concluded that Beavers 

should be extended to cases .6£ participant recording as well 

as t " I P 1 L" 98 h h d' ransmlSSlon. n eop e v. lVJ.ngston t e usban J.nstalled 

a recording device on the phone and recorded conversations between 

his wife and a third party without the consent of either. His 

wife intended to murder him but subsequently changed her plans. 

Thereafter, their home was firebombed and the wife went to the 

police. Upon their request she consented to tape conversations 

with the hitmen. 

.44 The court found that the post-firebombing tapes did not 

violate §28.807(7) (a) since the recording took place before the 

Beavers decision and thus was constitutionally permissible. 

Nevertheless, any post-Beavers recQrding ~ould require either a 

warrant or consent of all parties. 99 

----------------------~,'.--~--~----------~-----, 
97[-1.ich. Const. art. 1, § 11."' 

98 64 Mich. App. 247, 236 N.W.2d 63 (1975), overruled on 
othe£ grounds, 76 Mich. App. 50 (1977). 

99 Id . at 252-254. Interestingly, the court also held that 
the husband's taping activity violated § 28.807(3) since 
it took place without consent of both parties and without 
a warrant. Yet, it admitted the evidence and refused to create 
an exclusionary rule, citing the statute's civil and criminal 
penalties for violation. Id. at 255. 
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G. Rhode Island 

'145 Rhode Island closely tracks the .consensual surveillance 

II It authorizes a person acting under provisions of Title I . 

color of law to intercept where such person is either a party or 

one of the parties has given prior consent. A person not acting 

under such color is allowed to intercept under the same conditions, 

but consensual surveillance is prohibited where done for the 

purpose of committing a criminal or tortious act in violation 

, 1 100 
of federal or state constitutl0ns or aws. 

H. Louisiana 

~46 The Louisiana wiretapping statute prohibits the at

tachment of any device for the purpose of listening in on 

wires, cables, or any property owned and used by any person 

without the consent of the owner. It permits, however, the 

tapping of lines by law enforcement officers for the pur-

, ,101 
pose of detectlng crlme. 

'147 In two recent cases, the state's highest court upheld 

the admissibility of evidence obtained through electronic 

surveillance done with the consent of one party. State v. 

GloVer l02 involved a defendant convicted of murder and rape. 

Part of the evidence at trial was defendant's incu.lpatory 

statements made to his common-law wife while she, with her 

voluntary consent, wore a tra?smitter permitting police 
I 

monitoring of the conversation. The court held the evidence 

admissible, not on state constitutional or statutory grounds, 

d h 't 103 but rather under Title III an W 1 e. 

100R.I. Gen. Law § 11-35-21(c) (2) (3) (Supp. 1978). 

101La. Rev. Stat. Ann. § 14:322 (West 1974). 

102 343 So.2d 118 (La. 1977). 

103 Id . at 123-124. 
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'148 , , 104 
Slmllarly, inState v. Petta the court upheld the 

admissibility of tape recordings and transcripts of two phone 

conversations between defendant and a third party on Fourth 

Amendment and Title III grounds, citing White. It found that 

the third par.t.y gave prior consent to police installation of 

equipment on his phone to record the conversations.105 

I. Ohio 

'149 Ohio, like Title III, prohibits the monitoring or 

recording of private oral communications except: 

[C]orrmtunications in which at least one party 
thereto, in order to prevent a crime or bring 
an offender to justice, has consented in ad
vance to such communication being listened to, 
transmitted, amplified, or recorded .... 106 

Despite the Ohio statute, an Ohio court admitted non-

consensual tape recordings as evidence in a divorce case. 

107 
In Beaber v. Beaber, a husband tapped the family phone 

to record conversations between his wife and her lover. In 

holding that Ohio's anti-eavesdropping statute did not apply 

to familial situations,108 the court explicitly followed the 

Fifth Circuit decision in Simpson v. Simpson, 109 a suit 

for civil damages under Title III for a similar marital 

taping. The Fifth Circuit was unwilling to extend Title III 

to familial eavesdropping. Legislative history did not 

104 359 So.2d 143 (La. 1978). 

105Id . at 145. 

1060hio Rev. Code Ann. § 2933.58(B) (Page 1975). 

107 41 Ohio Misc. 95, 70 Ohio Op.2d 213, 322 N.E.2d 910, 
(C.P. Ct., Family Ct. Div., Stark County, 1974). 

108 Id . at 103-104. 

109490 F.2d 803 (5th Cir.), cert. denied, 4]9 u.S. 897 (1974). 
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clearly show that Title III was intended to reach such activity, 

but did show the statute's purpose was to combat crime. As 

a criminal statute, Title III was construed strictly so as 

h 'b't d 110 not to reach conduct not clearly pro 1 1 e • 

J. Wisconsin 

The Wisconsin Supreme Court adopted a unique analysis 

of the section of the Wisconsin statute allowing consensual 

surveillance,lll the language of which is identical to 

§ 2511 (2) (e) of Title 111.112 Both sections provide that 

electronic surveillance is "not unlawful" where a person acting 

under color of law is a party to the communication or one 

of the parties has given prior consent. Similarly, where 

a person is not acting under such color, consensual sur

veillance is permissible so lopg as the interception is 

not for the purpose of committing a tortious, criminal, or 

... t 113 other lnJurl0us ac . 

114 ...... I In State ex reI. Arnold v. County Court, petl~loner s 

telephone conversations with a consenting informant were 

intercepted and recorded. While agreeing that such intercep

tion was not unlawful under the Wisconsin statute, the court 

110Id. at 809-810. These cases are most likely wrongly 
dec ided . S ee E.F..:!:i:.!:n~a:.:!l!::.-..:R~e~p~o~r~t~o~f=-l'~J~a~t:.=i~o::!n~a~l~y,~~..:::i~r:..::e:::...:t:::,:a::.,plO:..-.:::C:,::o::,:mm=l::,;· s::...=.s.=i-=o..;:.:.n 
167-168 (1976). 

lllWis. Stat. Ann. § 968.31(2) (b) (West 1971). 

11218 U.S.C.A. § 2511(2) (c) (1970). 

113In State v. Waste Management of Wisconsin, 81 Wis.2d 
555, 571-572, 261 N.W.2d 147, 154, cert. deni,¥d, ---.- u.S. 

, 99 S. Ct. 189 (1978), the court found that taplng 
conversations for the purpose of protecting oneself, even 
where such conversations proved detrimental to defendant, 
did not constitute an "injurious act" within the meaning 
of the statute. 

114 51 Wis.2d 434, 187 N.W.2d 354 (1971). 
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held that the conversations were t 
no admissible as evidence. 

The court defined "not unlawful" 
as protecting the police 

from the civil and criminal penalties of the act, but refused 

to apply the exception to permit disclosure of the recordings 
in court. 115 

K. California 

,/52 California law prohibl'ts both . 
wlretapping and eaves-

dropping without the consent of all . 
partles to the conversa-

tion. Penal Code Section 631 proscribes taps and unauthor-

ized connections with telephone lines. 116 
Section 632 pro-

hibits intentional d . 
eaves rOPPlng by a person on a "confiden-

tial communication by means of any electronl'c 
amplifying or 

recording device. ,,117 
Section 632 applies to conversations 

_. at 442-.443. The court felt that such conversations 
a::e.p::ivileged un17ss a warrant is obtained. The Arnold 
llmltlng rule applles to the admissibility of the contents 
of the eavesdr~pping in~erceptions as governed by § 968.29(3). 
In State v. ~mlth, 72 Wls.2d 711; 242 N.W.2d 184 (1976) the 
court r 7fusea t~ apply Arnold to prohibit an undercover agent 
who monltored hlS conversation with a prostitute, from ' 

testifYin~ about that conversation. While the fruits of 
the survel11~n~e were not admissible, the surveillance itself 
was ~ot prohlblted. The tapes and eavesdropping officer's 
t7stlm~ny w~s suppressed. -The testimony of the conversa
tlonallst, 1.e.,the undercover officer, was not. Id. at 714 717. 
116, - , 

Cal. Penal Code § 631 (West Supp. 1979). See also 
People v. Soles, 68 Cal. App.3d 418, 420, l36-c.il. Rptr. 
328, ~30 (197?), holding that motel manager who stayed on 
the 11~e to 11sten after connecting a call to defendant'~ 
r,~om dld no~ commit "Wiretapping" prohibited by section E;3l. 
'I e court~dld ~ot say ~hether the motel manager's conduct 
was eavesarOPPlng prohlbited by Cal. Penal Code § 632 
(West Supp. 1~79).' .Presumably, such listening would not 
be eavesdrO~plng because Section 632 defines that activity 
as overhe~rlng a.conversation by means of electronic ampljfying or reCordlng devlces. . 
117 

Cal. Penal.Code § 632 (West Supp. 1979). See also 
People v. Wynlck, 77 C~l. App.3d 903, 907, 144 Cal. Rptr. 
38, 40-41 (1978~, hOldln~ that Section 632 prohibits 
secret elec~ronlc reCOrdlng of a conversation, but doe~ 
not,bar taklng ~otes or later stenographically recording 
one s recollectl0ns. 
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conducted face-to-face or electronically by means other than 

radio. Where the communication cannot reasonably be expected 

to be confidential, the statute's prohibition does not apPly.118 

Under Section 632, "person" includes an individual acting or 

purporting to act on behalf of federal, state, or local 

government. 119 Violations of Sections 631 and 632 are punish-

bl b f ' d" 120 a e y ~ne an ~mpr~sonment. Evidence obtained in 

violation of these sections is not admissible except in a 

prosecution or action on the violation. 121 

1153 Two exceptions exist to the consent requirements. 

First, Section 633 provides that nothing in Sections 631 and 

632 shall be construed to prohibit prosecutors or police or 

persons acting at their direction from "overhearing or re

cording" a communication they could lawfully overhear before 

the 1967 statute took effect. 122 Because Section 633 refers 

to both wiretapping and eavesdropping sections, but uses only 

the phraseology of eavesdropping ("overhearing and recording"), 

it is unclear whether police can legally wiretap without 

consent of all parties. Evidence obtained under Section 633 

118cal. Penal Code § 632 (c) (West Supp. 1979). See 
People v. Martinez, 82 Cal. App.3d I, ,147 Cal. Rptr. 
208, 216 (1978) (tape recording of defendant's conversation 
at jail with relatives was admissible because defendant 
had no expectation of privacy in jail). In re Joseph A. , 
30 Cal. App.2d 880, 886, 106 Cal. Rptr. 729, 733 (1973) 
(monitoring and recording of conversation between uncle and 
defendant minor nephew in police interrogation room not 
improper since interrogation room lends little or no expec
tation of privacy). See also Rogers.v. Ulrich, 52 C~l. App.3d 
894, 125 Cal. Rptr. 306 (1975) (taping by city offic~al of 
conversation with another without the latter's consent did 
not violate Section 632 since conversation with public em-
ployee concerning public business did not qualify as "confidential"). 

119cal • Penal Code § 632(b) (West Supp. 1979). 

l20cal . Penal Code §§ 631 (a), 632 (a) (West Supp. 1979). 

121cal.penal Code §§ 631(c), 632(d) (West Supp. 1979). 

122 Cal. Penal Code § 633 (West 1970). 
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scheme to take the money without carrying out the killing, 

the third person recoraed his conversations with the wife. 

Ultimately he surrendered those tapes to the police and, 

under their direction, voluntarily recorded more. The court 

found the initial set of tapes admissible under Section 633.5. 

Despite the fact that they were made pursuant to a plan to 

obtain money and to protect the third person, they were 

made to obtain evidence relating to one of the enumerated 

offenses and were voluntarily surrendered to the police. It 

was'not important that the initial function of the tapes was 

t ' 128 for the third party's own purposes and not aimed at prosecu J.on. 

'156 Finally, Section 633.5 restricts the permissible 

recording by participants to those communications relating 

to at least one of the enumerated offenses. Absent such of

fenses, a recording by a party to a conversation is inadmis-

" 129 sJ.ble J.n court. 

L. Missouri 

'157 

lance. 

Missouri has no statute regulating electronic surveil

However, the Missouri Supreme Court confronted the 

issue of consensual surveillance long before White. In 

State v. spica,130 the defendant was convicted of murder. 

Some evidence at trial consisted of tape recordings and 

l28 Id . at 377. 

l29people v. Strohl, 57 Cal. App.3d 347, 366-367, 12; Cal. 
R t 224 236 (1976) where the Chief Deputy Coroner s tape 
o~ ~~nver~ation with defendant was admissible since it dealt: 
with bribery· People v. Montgomery, 61 Cal. App.3d 718, ~32 , 
Cal. Rptr. 558 (1976), where the court stated th~t councJ.lm~n 
himself could have taped conversations where subJect was brJ.bery. 

'I 

130389 S.W.2d 35 (Mo. 1965), cert. denied, 383 U.S. 9~~ (1965). 
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motion pictures of conversations made between defendant and 

the deceased's wife, with the wife's consent. The court on 

appeal refused to exclude such evidence. Given the wife's 

consent and active cooperation, these recordings did not 

constitute an unlawful search and seizure in light of the 

131 Supreme Court decisions in On Lee and Lopez. 

M. Texas 

~58 Texas does not regulate electronic surveillance by 

statute. Through its evidence rule making inadmissible any 

evidence obtained in violation of federal or state constitu-
132 

tions or laws, Texas adopts federal law on consensual sur-

'II 133 veJ. ance. In Matter of Bates,134 a Texas appellate court 

admitted into evidence taped conversations between the defen-\ 

dant, a judge, and a police informer. In the first instance 

the informer made the tapes independent of police assistance. 

The court found in this situation [similar to that in People 

v. Ayers, supra] that the defendant expected the informer to 

hear the conversation and thus could not complain when he 

later revealed its contents. Nor did it constitute a viola-

tion of the Fourth Amendment when the tapes were made under 

l3l Id • at 45-46. 

l32Tex . Code Crim. Pro. Ann. art. 38.23 (Vernon 1979). 

l33see 23 Tex. Jur.2d Evidence § 148 (1961 and Supp. 1978). 

134 555 S.W.2d 420 (Texas 1977). 
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police discretion. ~f they were done with the voluntary 

consent of one party, then, under White, there existed no 

. . t . 135 unlawful po11ce 1n-rUS10n. 

N. Arizona 

'159 Arizona follows a one-party consent rule similar to 

that in Title III. It prohibits the overhearing, knowingly, or 

recording of a communication or conversation without the 

136 137 consent of a party. In state v. Holmes, the court 

l35 Id . at 431-432. The court also found that an implied 
promise of leniency by the district attorney to the informer 
was not sufficIent to vitiate the necessary voluntary nature 
of the consent. See also Thrush v. State, 515 S.W.2d 122 
(Tex. ct. of Crim~pp:-r974) upholding one-party consensual 
taping of conversation between co-defenda~ts against Fourth, 
Fifth, and sixth Amendment attacks. 

l36Ariz • Rev. Stat. Ann. § 13-3005 (1978) provides: 

Except as provided in § 13-3012, a person is 
guilty of a class 5 felony who being: 

1. Not a sender or receiver of a telephone or 
telegraph con~unication, knowingly and by means 
of an instrumen'c or device overhears or records 
a telephone or telegraph communic'ation, or aids, 
authorizes, employs, procures, or permits another 
to do so, without blE:! consent of either a sender 
or receiver thereof; or 

2. Not present during a conversation or discussion, 
knowingly and by means of an instrument or device 
overhears or records such conversation or dis
cussion, or aids, authorizes, employs, procures, 
or permits another to do so, without the consent 
of a party to such conversation or discussion; or 

3. Not a member of a jury, knowingly records 
or listens to by means of an instrument or device 
the deliberations of such jury or aids l author-
izes, employs, procures, or permits another to do so. 

13713 Ariz. App. 357, 476 p.2d 878 (1970); cert. denied, 
403 u.s. 936 (1971). 
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upheld over Fourth Amendment objections the admissibility 

of tapes, for the purposes of corroboration, made with the 

consent of only one party. It stab:d that the defendant knew 

what he was saying to his client, intended his communication 

for him, and thus took the chance that his confidence was 

mistakenly placed. 138 

o. Nevada 

.60 Nevada permits consensual electronic surveillance, but 

places restrictions on its use in wiretapping. It permits 

the "interception" or attempted interception of "wire commun

. t' ,,139 1ca 10ns where there exists prior consent of one party 

and an emergency situation exists preventing the procure-

ment of a court order prior to interception. In this event, 

the person making the interception must, within 72 hours, make 

an application to a supreme or district court judge for rat

ification of the interception. Such ratification will not 

be given unless an emergency existed making it impractical 

to obtain a prior order and the interception otherwise met 

138 
Id. at 359. In accord see state v. Wilder, 18 Ariz. App. 

410-,-502 P.2d 1087 (1972) citing Holmes and White. 

139 
Nev. Rev. Stat. §§ 179.430, 179.455 (1977) define 

"intercept" and "wire communication" as follows: 

179.430 "Intercept" defined. "Intercept" means 
the aural acquisition of the contents of any wire 
or oral communication through the use of any elec
tron~c, mechan~c~l, or other device or of any 
send1ng or rece1v1ng equipment. 

179.455 "Wire, communication" defined. "Wire commun
ication" means any communication made in whole 
or in part through the use of facilities for the 
t:ansmission of , communications by the aid of 
W1re, cable, or other like comnection between 
the point of origin and the point of reception 
furnished or operated by any person engaged as 
a cc;ml~o~ car.::'ier in providing or op€rating such 
~ac1l1t1es for the transmission of intrastate, 
1nterstate, or foreign communications. . 

142 



all the requirements of the authorization statute [set out 

in Nev. Rev. stat. §§ 179.410 - 179.515 inclusive]. If 

ratification is refused, the maker of the interception must 

notify the sender and receiver of the communication about 

, t'f 't 140 the interception and the court's fa~lure to ra ~ y ~ . 

1,61 The requirements for consensual eavesdropping are 

far less restrictive. Nevada prohibits the attempted or 

actual overhearing, monitoring, and recording by mechanical 

or electronic devices, of any private conversations, or the 

disclosure of their contents, unless there exists "authoriza-
. 141 tion" by one of the part~es. 

P. Colorado 

1j62 Like Nevada, Colorado provides separately for wiretap-

ping and eavesdropping. It, however, does not severely res

trict the use of consensual electronic surveillance. It 

prohibits intentional wiretapping or eavesdropping without 

l40Id . § 200.620. 

l4l Id . § 200.650. 

l' I , 

the consent of either sender/receiver or a party to the 

conversation respectively.142 Where su=h consent is given, 

there exists no "unlawful interception" within the meaning 

of Section 16-15-102(10) and therefore no suppression of evidence. 143 

Q. Pennsylvania 

1,63 Pennsylvania's new electronic surveillance statute 

allows investigative or law enforcement officers to intercept 

wire or oral communication when one of the parties to the 

conversation consents.
144 

Before the interception is conduc'ced, 

the attorney general or the local district attorney, or their 

l42colo . Rev. Stat. §§ 18-9-303, 18-9-304 (1978) provides: 

18-9-303. Wiretapping prohibited - penalty. 
(1) Any person not a sender or intended re

ceiver of a telephone or telegraph communication 
commits wiretapping if he: 

(a) Knowingly overhears, reads, takes 
copies, or records a telephone or telegraph 
communication without the consent of either a 
sender or a receiver thereof, or attempts to 
do so; or 

18-9-304. Eavesdropping prohibited - penalty. 
(1) Any person not visibly present during a 

conversation or discussion commits eavesdropping 
if he: 

(a) Knowingly overhears or records such 
conversation or discussion without the consent of 
at least one of the principal parties thereto, 
or attempts to do so. 

l43peoPle v. Morton, 189 Colo. 198_ 539 P.2d 1255 (1975), 
cert. denied, 423 u.s. 1053 (1976). 

14418 PaD Cons. Stat. §. 5704 (2) (II) , 
, Publ. L. No. , Pa. Laws 

Bill No. 191, 1977 session). 

144 

as amended ~ Act of 
(1978) (Senate 
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designated assistants, must be satisfied tha~ the consent is 

. t' 145 voluntary and must approve the ~ntercep ~on. Officers 

must 'record the interception, if practicable, and must comply 

d k . 146 with the statute's provisions o~ recording and recor - eep~ng. 

R. Washington 

,[64 The State of Washington. recently amended its privacy 

statute to broaden th0 exceptions to the previously existing 

rule against intercepting communications without the con

sent of all the parties. 147 The consent of on~ party is now 

sufficient' when the communications: (a) are of an emergency 

nature, such as reports of fire, crime, or other disasters; 

or, (b) convey threats of extortion, blackmail, bodily harm, 

or other unlawful requests or demands; or (c) occur anony-

, '. hour. 148 mously, repeatedly, or at an extremely ~nconven~en~ 

Communications not falling within one of these categories 

can still be intercepted and recorded by a law enforcement 

officer acting within the scope of his official duties, pro

vided that he obtains written or telephonic authorization 

, t t 149 from a judge or maq~s ra e. 

----------------------------~------~,-----------------------

145Id • 

14618 Pa. Cons. Stat. § 5714 (A) , as amended ~ Act,of 
Publ L. No. , Pa. Laws (1978) (Senate B~ll No. 
191, 1977 SeSSIon-)-.-

147wash . Rev. Code Ann. § 9.73.030 (2) (Supp. 1978;\. 

148 Id • 

149Wash~ Rev. Code Ann. § 9.73.090(2). 
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1[65 Washington's statute cannot be used to exclude as evid

ence teJephone interceptions made in another state if the 

interceptions were legal under that state's law and had no 

effect within the state of Washington. 150 

Cite checked and Shepardized through: 

January, 1979 
March,1979 
April,1979 

Ivlay,1979 

- Nevada 
California, Arizona, Florida, Wisconsin 

- Illinois, Louisiana, Michigan, New York, 
Missouri, Pennsylvania, Washington, Ohio 

- Colorado, Massachusetts, New Jersey, 
Rhode Island, Texas, United States. 

Crim. L. Rptr. check.ed through May 16, 1979. 

Lexis checked through June 1, 1979. 

150 
ptate v. Mayes, 20 Wash. App. 184, 192-193, 579 P.2d 

999, 1004-1005 (1978) (phone conversations were within 
California, all participants were California residents, 
and purpose of eavesdropping was to aid California police. 
California law requires only one party's consent to interception). 

146 

, 
I 
I 

I 
! 

·1 

I 
i 
I 
I 
! 
I 

l.,.. f' 

, 



., . 

~ .. 

.. 

f / 

'. "'t 

.. 
, , 

," 

. . \ 

" .... ,' 

II. 

III. 

\\ 

,,' 
.. ?- / • 

, II . . 
. - ~ 

Consensual Electronic Surveillance 

Addenda and Errata 

Table of Contents 

Federal Law . . . . . . . . . . . . ,5 
A. Statutory Provisions . . . • • ,/5 
B. Federal Case Law--the Emergence of the 

White Rationale . . . . . . . . ,13 

C. Post-White Problems 

1. 'I'he Problem of Consent 
'/16,17,19 . . . 

E. 

2. Fifth and Sixth Amendment Problems 
and the Issue of Entrapment .•.. '/20,21,22 

Miscellaneous Federal Regulations 

State Law • . 

A . New York . . . . . . 
B. Massachusetts . . . . 
C. New Jersey . . . 

147 

. . . 

. . . 
,j27 

,/30 

,/32 

,/33 • • • • • • f:" 

. . . . • • 1/35 

I: 
I' 

! 
Ii r ,) 
I! 
i 
I 

Ii 
Ii 

I 

, 



,t , 

'" " 

'I 

I 
I 

Addenda and Errata 

(Double underlining indicates corrected material) 

1,5; Note 6: 

"13; Note 23: 

1,16 : 

"16; Note 27A: 

1,17 : 

Correction: 18 U.S.C.A § 2516 (1970), 

as amended (Supp.1979). 

Replace previous with: Justices Brennan, 

Douglas, and Harlan deemed On Lee no longer 

to constitute "sound law." 401 u.s. at 755. 

Justice Marshall agreed, asserting t.hat 

On Lee was not viable in light of the con-

stitutiona1 principles articulated in Katz 

and other cases. Id. at 796. 

Correction: [T)he Supreme Court read § 605 

to require that consent be given prior to the 

government interception or divulgence for 

it to be va1id. 27A 

It is not clear from the majority opinion 

whether retroactive authorization is per-

missib1e under § 605 if it is obtained without 

threat or coercion. 

Omit first three sentences and substitute: 

The defendant has the prima facie purden of 

showing that he has been the victim of an 

unlawful electronic survei11anc~ ~<{,8 But when 

the defendant claims t:hat evidence is inadmis-

sible because it is the primary product of 

an unlawful act, the Government is statutorily 

148 

.- ',' 

,f !' 

1,17 : 

,,17; Note 28: 

required to affirm or deny the occurrence 

of the unlawful act. 28A Thus, when the 

defendant challenges the consent to the sur

veillance, the Government must affirm or 

deny the lack of consent and offer evidence 

in support of its position. 28B 

In the fourth sentence, add "of consent" 

between "validity" and "can." 

Add: United States v. Phillips:, 540 F.2d 

319, 325 (8th Cir.), cert. denied, 429 U.S. 

1000 (1976). 

,,17; Note 28A: 18 U.S.C.A. § 3504(a} (1) (1970). 

~17; Note 28B: United States v. Phillips, 540 F.2d 319, 

"19; Note 34: 

,,20: 

,,20; Note 38: 

"20; Note 3 9 : 

1'21; Note 42: 

326 (8th Cir.), cert. denied, 429 U.S. 1000 (1976). 

Correction: United States v. Rich, 518 

F.2d 980, 985 (8th Cir. 1975), cert. denied, 

427 U.s. 907 (1976). 

Omi~ last sentence. 

forrection: United States v. Bastone, cert. 

denied, 425 U.S. 973 (1976). 

Omit and sUbstitute: Koran v. United ,States, 

469 F.2d 1071, 1072 (5th Cir. 1972). 

Add: The Fifth Circuit extended the Massiah 

proscription to pre-indictment interrogations 

occurring after the investigation focused on 

a P~~~1'cu1 t 42A '<,r..,. ,~ ar suspec • Later, sitting ~ 

baiter the court, in dicta, withdrew the extension 

and limited Massiah to "secret interrogations."42B 
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~21; Note 42A: United states v. Brown, 551 F.2d 639, 642-

643 (5th Cir. 1977), rev'd en banc on other 

grounds, 569 F.2d 236 (5th Cir. 1978). 

~21; Note 42B: United states v. Brown, 569 F.2d 236, 238 

(5th Cir. 1978) (en banc). - ---- It is worth-

while to note some of the recent limitations 

placed upon the Sixth Amendment right to 

counsel in the context of electronic sur-

vei11ance. A transcript of a taped te1e-

phone conversation was held admissible in 

United States v. Taxe, 540 F.2d 961 (9th 

Cir. 1976), cert. denied, 429 U.s. 1040 

(1977), even though the conversation occurred 

after formal charges had been placed. The 

court reasoned that Massiah did not apply 

where the tape was used to impeach the test-

imony of the defendant, and not to prove guilt 

directly. In united States v. Hinton, 543 F.2d 

1002 (2d Cir. 1976), cert. denied, 429 u.s. 980 

(1976), 429 u.s. 1051 (1977), 429 u.s. 1066 

(1977), 430 U.s. 982 (1977), the Second Circuit 

admitted post-indictment recordings on the 

ground that they were obtained in an in>.H=sti-

gat ion wholly distirlct from the indictment. 

Massiah does not apply in a case in which the 

questioner is completely unaware of the existence 

of the indictment and is not seeking information 
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about the crime the indictment charges 

has been committed. 543 F.2d at 1016. 

The Supreme Court recently examined the scope 

of the defendant's right to counsel in 

Brewer v. Williams, 430 u.S. 387 (1977), and 

limited l'-1assiah to cases of actual interroga

tion by the Government. This dictum was applied 

by the Ninth Circuit in the Patty Hearst 

case, United States v. Hearst, 563 F.2d 1331 

(9th Cir. 1977), cert. denied, 435 u.S. 1000 

(1978) to admit a recording of a telephone 

conversation the defendant had with a child

hood friend while in custody at the San 

Mateo County Jail. The court found that merE~ 

eavesdropping did not constitute "interrogation" 

nor an attempt to elicit incriminating 

statements, and therefore, the actions of the 

Government did not trigger Sixth Amendment 

protection. Id. at 1347-48. 

Finally, Massiah does not apply to utterances 

which are not statements about past conduct, 

but which constitute criminal acts in them-

selves. In United States v. Merritts, 527 F.2d 

713 (7th Cir. 1~75), the Seventh Circuit allowed 

a recording of the defendant soliciting a bribe. 

Even though the defendant's statements had 

some relation to the conduct for which he had 
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'122; Note 43: 

'122; Note 44: 

'122; Note 44: 

been indicted, they also constituted a 

separate criminal offense, and therefore 

a recording of them was admissible. The 

court emphasized that the defendant's right 

to the assistance of counsel does not extend 

to the commiss·ion of new crimes. Id. at 716. 

Add: The Fifth Circuit, while in general 

requiring the defendant to admit guilt, at 

the same time allows the pleading of alterna

tive defenses when they are not totally in

consistent.United States v. Greenfield, 554 

F.2d 179, 182-83 (5th Cir~ 1977), cert. denied, 

u.s. _, 99 s. ct. 178 (1978). 

Correction: united states v. Hampton, 507 

F.2d 832 (8th Cir. 1974), aff'd, 425 u.s. 484 (1976) 

Add: There is similar defense not based on 

the suspect's predisposition to commit a crime. 

In united states v. Russell, 411 u.s. 423, 

431-32 (1973) Justice Rehnquist stated: 

[W]e may someday be presented with 
a situation in which the conduct of 
law enforcement agents is so out
rageous that due process principles 
would absolutely bar the government 
from invoking the judicial process 
to obtain a conviction • • . • 

In united States v. Ryan, 548 F.2d 782, 788-89 

(9th Cir. i976.), cert. denied, 430 u.s. 965 

(1977), the Ninth Circuit recognized, as it 

had to, the existence of the "objective approach." 
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The court found, however, that the govern-

mentis actions in securing the agreement of 

the informant to engage in one-party consent 

surveillance did not sink to the level des-

cribed by Justice Rehnquist, where: 

(1) the informant was repeatedly told he 

would go to jail f,or 10 years if he did not 

cooperate; 

(2) the informant was told not to get an 

attorney, or he would no longer be useful 

as an informant; 

(3) the informant was told that his health 

would deteriora-t.e in jail; 

(4) the informant was promised that his friends 

would be "kept out of it;" and 

(5) the informant was told he would be in-

dicted if he did not cooperate. The court 

noted: 

that the due process channel which 
Russell kept open is a most narrow 
one, to be invoked only when the 
government's conduct is so grossly 
shocking and so outrageous as to 
violate the universal sense of justice. 

The court also held that the informant's 

conduct had been "voluntarily" secured, 548 

F.2d at 789-91. 

Correction: Substitute for last six words in 

paragraph: acting "under lawful authority" 

59 are exempted. 
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1130; Note 62: Add: United states v. Testa, 548 F.2d B47~, 

855-56 (9th Cir. 1977) (reviewing prior Ninth 

Circuit decisions, and concluding that evidence 

is admissible in federal court if it is legal 

under federal law, even though its acquisition 

is inconsistent with a more restrictive 

state law). Cf. United states v. sotomayor, 

592 F.2d 1219 (2d Cir. 1979), in which the 

Second Circuit said a state's more stringent 

standards would apply in federal court if 

they protected individual privacy. In Sotomayor, 

the court approved admission of state wiretap 

tapes that were sealed contrary to state re-

quirements as interpreted by state courts 

during the time the case was pending. The 

court said sealing requirements were evidentiary 

and did not protect privacy. Id. at 1225-1227. 

W~ere state agents arrest a suspect pursuant 

to a legal federal wiretap (not authorized 

under the state's law), the DiRe doctrine 

(United states v. DiRe, 332 U.S. 581 (1948)) 

does not mandate suppression in federal court 

of evidence seized after the arrest. United 

states v. Hall, 543 F.2d 1279, 1282-83 (9th Cir. 1976) 

For a discussion of DiRe, Turner (note 66 infra), 

and the interrelation of state and federal law 

on the question of search seizure, see Doppelt 
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'130; Note 63: 

'130; Note 66: 

1130; Note 66: 

and Karaczynski, Standards for the Suppression 

of Evidence Under the Supreme Court's Super

visory Power, 62 Cornell L. Rev. 364 (1977). 

Correction: United States v. Armocida, 515 

F.2d 49, 52 (3d Cir. 1975), cert. denied, 

423 U.S. 858 (1976). 

Omit and sUbstitute: Mass. Gen. Laws Ann. 

ch. 272, § 99 (D) (1) (c) (Michie/Law. Co-op 1978). 

Other states have statutes that are somewhat 

ambigu.ous. Maryland, for example, has dropped 

the explicit exclusion of federal officers 

from its statute and has instead applied 

prohibitions to all "persons." The definition 

of "persons" supplied by the legislature makes 

no mention of federal officers, thus leaving 

some doubt as to whether the statute applies 

to them. The prohibition does not apply to 

state and municipal law enforcement officers 

and persons acting under their direction and 

supervision. Md. Cts. and Jud. Proc. Code 

Ann. §§ 10-401(5), 10-401(6), 10-402(a), 10-402 

(c) (2) • (Supp. 1978). 

~: While federal officers are not specifically 

exempted under Cal. Penal Code § 631 (West 1979), 

the Ninth Circuit has held that conversations 

are nevertheless not to be excluded under 

18 U.S.C. § 2514 (4) (1976) (exclusion of 
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'133; Note 72: 

'135; Note 77: 

privileged communications) . united states v. ,.. 

Feldman, 535 F.2d 1175 (9th Cir.), cert. denied, 

429 u.s. 440 (1976)., ~ also united states 

v. Turner, 528 F.2d 143 (9th Cir.) cert. 

denied, 423 U.S. 996 (1975), 429 U.S. 837 (1976). 

Add: People v. Smith, 58 App. Div.2d 1005, 

396 N.Y.S.2d 949 (4th Dep't 1977); People 

v. Hochberg, 62 App. Div.2d 239, 404 N.Y~S.2d 

239 (3d Dep't 1978); People v. Hopkins, 93 

Misc.2d 501, 402 N.Y.S.2d 914 (Sup. ct. New 

York County 1978) (participant in conversa-

tion was not cooperating with government 

when he taped conversations. Court said 

18 U.S.C. 2511(2) (d) and 18 U.S.C. 2515 (1970) 

did not bar admission of tapes, even if purpose 

of conversation was criminal, as long as pur-

pose of recording was not.) 

Corr(~ction: Commonwealth v. vitello, 367 -' 
Mass. 224, 327 N.E.2d 819 (1975). 

omit and substitute: It shall not be unlawful 

under this act for: 

c. Any person acting at the direction of 

an investigative or law enforcement officer 

to intercept a wire or oral communication, 

where such person is a party to the communica-

tion or one of the parties tC) the conununica-

tion has given prior consent to such intercep

tion; provided, however, that no such interception 
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shall be made un'!.ess the A ttorney General or 

his designee or a county prosecutor within 

his authority determines that there exists 

a reasonable suspicion that evidence 'of crim

inal conduct will be derived from such 

interception . . . . 
N.J. Stat. Ann. § 2A:156A - 4 (c) (S 1 upp. 978) , 

~ amended ~ Act of June 23, 1978, ch. 51, 

§ 2 (102 N.J.L.J. N.L.-42, 43 (1978». 

Cite checked and S1 lepardized through: 

Crim. 

Mqrch,l979 
Al~ril, 1979 
Ma:y, 1979 

- California 
- New York 
- Massachusetts, New Jersey, 

L. Rptr. checked through May 16 19 , 79 

Lexis checked through June 1, 1979 • 
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ApR!=n~ix 

Electronic Surveillance, Report of t~e~at~nal_~ommission 
for the Review of Federal and State Laws Relating to Wire
tapping and Electronic Surveillance,~T-12, 113-17 (foot-
note's omi t ted)':-' -- '-"--
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EFFECTl\'ESESS ()F (:OSSI·:~SyA,L 
B. ELECTHO~IC SLlRVEILLA:\CE I!" 

CHIM Il'\AL Ir\VESTIGATIONS 

1. The Commission finds thaI; . 
Con~en!->ual ch'ctronic surni\lance by la\\. cnro~~('

lIlent authorities is c~pcdally "ital f()~ thc In,cst .. ~a
lion of ('ertain criminal activitics, partlCll~arlY offl.CI~1 

t. "xt()rtion and loan·sharktng. It also ('orrlll' lon, .., . . d 
M:rvc!> to protcct police officers, tnfOrl~lants: a.~. 

I .. n"s or whocycr is the eonscntmg parilCIcornp :lma 0.;, 
ant to the eOlHersation. . ' 

p Court authMilation for such Sllnelllanec .IS .lInnec-
.' . n: for the protcction of privacy hccause It IS not a 
t<;~a_ . f I F rthAmend-
"sealch" within the mcanll1g 0 tIe ()u . 
I~ent of the Constitution, i.e., it serHS not 10 111-

. b I merel" to corroborate ter{'ept con,ersatlOns, u J '.' 

thi .. m, thereby impro\ ing thc a('('u r'Jcy of e\'ldence for 

use in ('ourl. . '. I 
Further court authorization would be IInp~ctl(a 

1 m'an" ""()nr"nsuals" arc done under circum-lccause J" "... 

stanccS requiring immediate action. . 
, In some ('ases, inadequate rt'cord kcep.mg, not the 

abq'nce of court authorization, has provided thc o~ 
p(:rtunity for misuse and thcft of electronic sun'ell-

lancc equipment. . . 

involved. F()r eX:llllpk. if a citill.!11 ICPOflS that a 
bribe has been dCltI<ltlded of him, or an inform:l.rlt reo 

orts t hat he h huyi ng narcot ics flOIl1 a part leU lar 
~ource, recording hh c()nver~atiolls with t.he 5l1~Pt!ct 

'is the best and most certain means of proving exactly 
what was said. Further, insofar as an undercover 
police officer or an inforr~ant must de.al ~\'ith dan· 
gerous suspects, allowing hIm to tram~l1It hIS com:er
sat ions with ltH:m to nearby officers WIll protect hIm. 
We have taken testimony on the harmful effects on 
law enforcement (especially in corruption inve~tiga
tions) of Pennsylvania's recent legislation which ba~s 
the use of court-authorii'ed clln~ensual electronIc 
surveillance recordings as evidence, even if the re
cording contained the only evidence of the identity of 
the murderer of a law enforcement officer who was 
wearing the recorder at the time of his death. , 

Some critics propose that a court order be reqlllfed 
for police use of consensual electronic surveillance. 
This is impractical. In many situations, criminal ~on
spirators move quickly; there is no time. to obtarn a 
court order for the agent or informant who must 
promptly consummate a bribe or a narcotic~ sale ~r 
any other criminal transaction. Moreover, the eVI
dence to support many consensual surveillances can
not meet the probable cause requiremcnts of a court 
order. The very purpose of the recording, in th~se 

ts b'· the Attorney General mdlcate a Recent repor ~ . 
harp increase in the numbcr of conscnsual electrOniC 

s '11 L corlducted b" Fl'd('r'JI agents. ConnrseSUf\el anee., J .' f 

cases, is to corroborate the story of a person aceusrng 
a respectable public official of a bribe altt:!I.npt,. or t.o 
corroborate a disreputable narcotic addIct In hiS 
claims as to who is ~eJ1ing him dope. j" the annual reporj of the Adminislratl\'e Office 0 

t'l:e Unitl.d States Courts inclil':ttes a trend to~ard de-

I·, 'e of 'r'ltle III non-('on~ensual sun'eillance. c II1mg u" , 
. I . 't' of the Comll1illsion lA substantia I\1lnon) ... 

believes that these trends raise thc possibility. t~lat 
F .clerallaw cnforcement authorities may be ~hlftll1g 
fr~om court-authoriled to consensual sur\'eillan~cs 
for the purpose of lcI'oiding thc Icgal safeguardS tn
hcrent in Title Ill. This shift froll1 c~)Urt a.1>~roHd to 
IInrcg~llated conscnsual surHiJlance IS alarmrng.) 

Commentary . 
1. B. 1. The distinction between non~con!-ensual 

electronic surveillance and one-party conscnsual clcc-

Recording incoming police emergency calls is also 
widely and appropriately practiced. Yet it is doubtful 
that it is a practice that could be successfully meshed 
with a court-order system. 

2. Tht1 Cornmi!o>sion recommelld~ that: 

. 'e'lllance as used by law enforcement, tronlC sun , . 
should be clearly understood. Cons~n~ual electrOniC 
surveillance is not a search for commal conversa
~'ons' its basic use is to corroborate such conver.sa-

To preHnt'loss or misu~c of consensual elcc
tronic-survcillancc equipment, law enforcement au
thorities should subject such equipment to carcful 
administrativc controls, such as J,:hcek-out·--check-in 
rceord~, authori7.ing officer signatures, and in\cn
tories reflecting the location and use of equipment. 
Title III should not be amcnded to make a court 
order a pre-requisite to the usc of consensual ele~
tronic equipment by law enforcement agents In 

criminal in\'estigtltions, but Congress should e.\amine 
the increasing lise of consensual elcctroni.c. sur
veillance by Feder:ll law enforcement allthurrtles to 
determine "hether legislati\'c safeguards should be 
provided. 

~ , d to protect the consenting participant. It IS a tlons an . r 
vital investigative means when an under~o~er po Ice 

ff' has been able to penetrate a cnmrnal con-o Icer . . . f t 
spiracy or when a cooperative citIzen or rn orman 
wi~he5 ~o e:o.pose criminality in which he has hecome 

IA suh~tantial minority of the COl11l1lbsion op
poses all of this rl'COlllllll'nllation C\.cept the la~1 
clause of the last sentence, starling "itlt "Congress 
should ... "1 
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* * * * 
B. SLln'ElI.LA:\CE WITII TilE 

CO;,\SEJ\T OF A PARI \' TO TilE 
CO:,\VERSATION 

Title III expressly excludes from its coverage 
surveillance by private citizens and public officers 
where one of the parties to the conversation has con
sented to the overhearing, Section 2SII(2)(c) allows 
persons acting under color of law to participate in 
such consensual interception without restriction. 
Private citizens can use consensual suneillance under 
§ 2511(2)(d), with the proviso that such surveillance 
not be used "for the purpose of commilling any 
crimina! or tortious act ... or for the purpose of 
committing any other injurious act." 

Prior to enactment of Title III, the issue of consen
sual surveillance had been before the Supreme Court 
on a number of occasions, In Rathbun v. United 
States, the Court held that it was not improper for a 
law enforcement officer to listen to a telephone con
versation on an extension line with the consent of one 
party. In On Lee v. United States, transmission by a 
wired informant was upheld, as was recording by an 
Internal Revenue Service agent in Loplf1z v. United 
S!otes. 

Since the enactment of Title III, the issue of 
whether consensual recording could be conducted by 
law enforcement officers without a warrant has been 
before the Supreme Court in' United States v. 
White. In a plurality decision, with four justices 
dissenting, the Supreme Court reversed a lower 
court's ruling that a couft order should have been ob
tained prior to the consensual overhearing. Justice 
Black, who believed that electronic surveillance did 
not constitute a search in Fourth Amendment 
terms, provided the fifth vote for the majority. 

The legality of consell1)ual surveillance by law en
forcelllcnt officers as authori7.ed by § 2S11(2)(c) was 
not befole the Supreme Court in White, because the 
overhearing occurred before enactment of Title III. 
Non,etheless, it is c1ea~ that t he effect of White, 
coupled with Rathbun, On Lee, and Lopez, which 
have never been overruled, is to apply the imprimatul' 
of constitutionality to cOIl',ensual surveillance 
without a prior COllrt order. 

Despite the generally accepted position that war
rantless cOllsensual surveillance by officers and pri
val e citizens is canst il ut iOllal, the hsucs involvcd 
were vigorously debaled during the Commission's 
hearings, One. of the recurrellt questions addre~).ed 
by the Commissioners to witllesses was whether the 
Comlllission should reC()lnrnelld legislative enact
ment of a warrant n:quirelllent or olher cOl1lrols over 
either public or private con')emllal eavesdropping, 
The Commission developed colI~ide, able in forma
tion about the pllrp()~e and illllollnt of such slIrveil
lance, the ways in which it h lI~ed, and the pOlential 
effe<.:ts or varioll~ COlli rols. 
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Consensual surveillance serves a variety of law er.- Ii 
forcement purposes, This variety contributes to th:: II 
high rate of use in many jurisdictions, and it is no: 11 

surprising that such an easy to use, versatile, and ef- Ii 
fective device is popular. Extensive use of consensual ii 
surveillance, however, may create increased risks to !I 

I' 

conversational privacy. Ii 
In consensual surveillance, the consenting party is II 

often an informant of somewhat dubious character. ~ 
Quite often the informant's consent to interception is !i 
obtained to establish his veracity and credibility, ~ 
which might otherwise be impossible. Wiring the in. \1 

formant is thus related to establishing sufficien£ ~ 
probable cause, once his credibility is established, for ~, 
a surveillance order or an arrest or search warrant. Ii 
As one prosecutor stated, this is frequently the" firs, ! 
step" in an inv!'!stigation, Also, when informants' I 
conversations are overheard or recorded, they them- t 
selves are kept honest, later impeachment becomes I 
impossibit:, and informants' covers can be pre- I 
served. furthermore, by recording an informant's ~ 
conversation, the government obtains a form of in· [i 

surance against later recantation. t, 

As a result of comensual ~urveillance, officers [ 
generally believe, t he best po.':.sible evidence is ac· ~ 
quired, and no better means of corroborating an in- I 

formant's information or a witr<:ess's testimony is i 
available. This is particularly imponant in co~rup- Ii,:, 

tion cases and similar situations involving the word 
of one person against another. 

Furthermore, wiring a person who is alleging offi- I:.:,' 

cial impropriety can benefit the official involved. 
1 

Not infrequently, persons making such charges with- I, 

draw t hem when asked to be wired. I n such cir- r 
cumstances, the official is protected, and it has t 
been suggested that elimination of consensual sur- ~ 
veillance would adversely affect innocent people ; 
and potential defendants as much as it would harm 
law enforcement. In any event, where con~ensual 
surveillance is not available, satisfactory resolution 
of corruption allegations may be difficult, if not im
possible. 

A !lot her very imponant use of con!,ensual surveil· 
lance is to protect th~ agent or informant. Par
ticularly in narcotics cases, where acts of violence 
against agents have increased sub~tantially in recent 
years, wiring the officer can add a measure of pro
tection not otherwise available. On the other hand, if 
the officer is discovered \1. caring the device, he is like
ly to be more endangered, Where such-danger is an
ticipated, buggillg the room or area where the con· 
versation will takc place is a beller ~olutioll. 

COIl~<:nsual !-urveillance gives officers mobility and 
nc:xibility. Not only can irnrllcdiate protect ive ac· 
tion be taken if the officer is as~alllt('d, but raids and 

! 
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11 
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rcl:l!t.!d acti\ itie~ can he more effkiciltly c(lordi
nated. Finally, col1<.,en~ual !-.uP'eillance can abo 
play an imp(Jrtant part in gathcring intelligence. . 

C()n~l'Il~lIal .~lIrvciliance has, however, wme rn
he/ent limitations. Technical prnbl<.:rm can reduce 
the /:IIII'C: and audibility of dc:vices, particularly in 
ar('a~ with larL'e \luilclillg~. Olle critic of c()rl"'C:II~ual 
Sill vcilJ;lIlce doubted whether a e()Il\c:nt recording 
created IIllde/ adverl.e cOllditions was in fact rllore ac
curate than the individual's memory. Additionally, 
law c:nroreelllc:nt officers indicated that .inrormants 
arc not always told the truth or the complete facts. 
The most damaging conversations sometimes occur 
after the informant leaves. Not infrequentlY, in
formants are used in a counterintelligence rolc by be
ing given information that requires a police response, 
which in turn discloses the informant's role. 

Despite these limitations, and in view of the diver
sity of purposes, consensual surveillance is a fre
quently used tactic. It is "a daily tool, as indispen
sable as the cop on the beat." Figures supplied by 
the Justice Department show that consensual 
surveillance by Federal officers is increasing. 

Fu rt hermore, consc:nsual surveillance su bst an t ially 
exceeds the me of court-ordered elcctronic surveil
lance. The Federal government reponed that 6,698 
telephone and nontclephone (bugs) comensual sur
veillance~ had been conducted from 1969-1974. 
During the same period, 957 court orderi> Illlthorijled 
Title /II electronic surveillance by Federal officers. 
In only one jurisdiction with substantial surveillance 
activity docs a revt.!rl.e ratio appear. 

Att~rney General Edward Levi gave three reasons 
for the increase in Federal consc;nsual surveillance. 
The Dumber of investigations suited to such eaves
dropping technique has been increasing. Second, 
Federal at!encies have adopted a policy of encourag
ing such ;se. Finally, technical factors, including im
provement in the quality of equipment, have con
tributed to the increase. 

At the State level, figures on the amount of such 
activity are generally unavailable, because many of
fices do not keep records. Recordkeeping is 
e~p<:cially difficult where officers own or have un
limited access to consensual surveillance equip
!lIen!. Where statistics are available, they show 
that the amount of State consensual surveillance is 
also inc/easing. In Miami, State officials used con
~ensual surveillance on 25 occasions in 1973 and 124 
times in 1974. There arc indications that more State 
consensual surveillance would occur if the equipment 
was available to State officials. 

In the opinion of one critic of electronic sur
veillance, Professor Herman Schwartz, consensual 

<"lll'\cillance "can be limited to very ~rl"cific targels, 
and time periods, and docs not ~trike at ~pl'e-:h and .-... 
CI~~ociation the way third,pClrty sUf\'eilJance docs." 
Another critic of electronic ~urveill"nce, P/()fe!'~or 
R. Kent Greenawalt, ~tat('d tllat the irllpact of ('on-
~cll~ual ~lirvcillaIlCl' dcp(·lIdl. on tllrl"e variahles: who 
b overhearillg or ret;ording tile C()llvl"r~ation, what 
the purpo~e~ of fhe ~lrrveill;tlICe are, "lid what Incans 
and device~ arc used for IIwkillg tile illterccption. III 
Profe~sor Greenawalt's view, recOlding ClIts rn~)fe 
deeply into the unaware speaker's expectations of 
privacy than merely allowing' another per~on to 
overhear the convenation. 

Other factors pertinent to the i~sue of the impact 
on privacy of consensual surveillance were wggesfed 
to the Commii>sion. One was the degree to which a 
consenting party can control the direction and sub
stance of the convenation. In one instance a consent
ing party "was in control of what "ould be said i'{\ 
this conver~ation and \~ould naturally have steered it 
along the lines of probable cause." In such cir
cumstances, control over the conversation'S direction 
by the consenting party may be tramforriH:d into in
direct control by the monitoring officers. I n this 
case, according to the official, "we controlled c.xactly 
what she said [and] how she would say it." 

Such control by citht.!r the consenting party directly 
or the officers indirettly appears to he quite tlllllSIWI. 

In 1Il0st situations, tile col1~t.!nting purty is often in
volved in the crirllinal t.!l1terprise 'wd reltrtWnt to 

acknowledge his OWIl role or make self·illcr irllinat illg 
statements that could be OVt.!rht.!ard by the offict.!rs. 
Also, law enforcenlt.!nt officers can coerce 1I1lwillillg 
persons to pruvidc con~ent to overhearing, which 
can reduce the consenting party's willingness to steer 
the conversation or further irnplicate hilllself. On the 
other hand, it was slIggt.!sted that the u~e of an in
formant after applying pressure "really bt.!comes a 
search. . . and interrogat ion." 

2. Regulation of the Use of Consensual 
Surveillance 

Title III specifies no procedures for the use of con
sensual surveillance. This permits absolute discretion 
to individual jurisdictions and agencies to develop 
their own regulatory methods. At the Federal level, 
guidelines require prior upper-level authorization of 
nontelephone const.!mllal surveillance and impose on 
agency heads a general duty to oversee consensual 
surveillance involving telephones. At the State level, 
the decision to use consensual surveillance is general
ly decentralized and often left to police officers. 

A second method by which the use of con.~en~ual 
surveillance is controlled is through restrictions on 
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access to equipment. Practices in this regard vary, 
however, and often appear to be TIlost loose in State 
jurisdictions that impose little or no centrali.-:ed pros
ecutorial control over the decision to usc consent 
techniques. 

a. The Decision to Use Conscnsual SUn'ciliance: 
Justice Dep~rtment regulations require all Federal 
departments and agencies, except in enlt.!rgencies, to 
obtain advance approval from the Assistant Attorney 
General in charge of the Criminal Division or the 
Deputy Assistant Attorney General before using non
telephone consensual surveillance without the con
sent of all puTties to the conversation. To obtain 
such approval, the officer must submit a written re
quest, stating his reasons for desiring authority t.O use 
nontelephonic consensual surveillance and identify~ 
ing the persons to be overheard. 

These regulations define an emergency as a threat 
to safety or imminent loss of essential evidence. Even 
in such circumstances, an informant cannot be wired, 
nor can other use be made of nontekphonic consen
sual surveillance, without pr;br approval of the head 
of the agency or department or his designee. There
after the Assistant Attorncy General in charge of the 
Criminal Division must be promptly notified of the 
surveillance. 

Justice Department regulations charge each de
partment head with the responsibility for controlling 
telephonic consensual surveillance and assisting in 
adoption of agency guidelines on the subject. Agency 
chiefs are required to exercise responsibility over the 
inventory of surveillance devices used by their offi
cers. 

In the official opinion of the Justice Department, 
"present regulations ... are both flexible enough to 
allow our investigative agents to used this technique 
effectively, and yet restrictive enough to assure that 
abuses do not occur." Requests for authorization 
to use" body bugs" have been turned down on the 
basis that the proposed use would be too intrusive 
upon privacy, the particular case was not sufficiently 
significant or had proceeded beyond the 5tage when 
such devices should be used, or the anticipated use 
was decmed inappropriate. 

Approximately 50 pt.!r cellt of the occasions in 
which nontelephonic co.nsellsual surveillance is used 
fall within the emergency category. In such cir
cUlllstanccs, prior uPPl?r-echclon review nlld approv
al does not occur. This .~t<1tistic and fact were 
troublesome to one critic of the Ju!>tice Department's 
policies and use of conscmual bugs. He suggested 
lhat thc high paccntage of emcrgency consensuals 
showed a lack of adequate control, rather than the 
net.!d for warrantles~ consensllal sllrvcilJ<1nce. 

With reference to Federal agencies, ho\~ever, 

emergency comensual surveillance involving bugs 
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must be approved at lower levels re£ardJe~s or the cir
cumstances. In the FBI this procedure.: requires a call 
from the field office to the Sectioll Chier at Burcau 
headquarters, who in turn obtains approval from the 
Assistant Director. If there is no time to obtain fur
ther oral approval from the Justice Department, 
either FBI Director Clarence Kelley or the Assistant 
Director in Charge of Special Op.t;rations can give ap
proval, pursuant to special a,~,'l horization by the 
Department. 

With reference to consensual surveillance involv
ing the telephone, FBI regulations require written 
consent from the consenting party plus the approval 
of an Assistant United States Attorney or a Federal 
Strik.e Force a~torney and the FBI Special Agent in 
Charge. An FBI field officer testified that the 

Bureau's regulations on consensual SUf\'eilJance have 
not cau~cd delay, and that if he could not reach one 
official in the hierarchy another would be available. 
He had no objections to centralized control over the 
decision to use comensual surveillance. 

Procedures in the Drug Enforcement Administra
tion are similar to those used in the FBI, though 
somewhat less elaborate. The DEA Manual requires 
an agent to obtain the approval of his Regional Di
rector for emergency nontelephonic consensual sur
veillance. Approval even in nonemcrgency situa
tions takes very few hours. When such approval is 
made it may authorize a series of uses in the par
ticular case, which can last fOT up to 30 days 
without renewed approval being required. In at 
least some DEA regions, approval of the Regional 
Chief is also required for consensual sUf\'eillance in
volving use of a telephone. 

The Treasury Department and its divisions 
have adopted guidelines baseJ on the .Justice Depart
ment regulations. For comensllal surveillance u~ing a 
telephone, Treasury Departmt:nt guidelines require 
approval at the level of the Special Agent in Charge, 
who must also submit a report to the Department. 

The New York City Joint Federal-State Strike 
Force follows Federal requirements for the comen-
1,ual u~e of bugs. Some criticism of this procedure 
wa5 made, with the suggestion that the United States 
Attorney ~hould have full authority to authorize con
!-.ellsual surveillance. 

At the State level practices vClry substantially from 
juri~dktion to jurbdiction. In ~()J1le, proseclJtors are 
heavily involved in the dt.!ci~ion to me consensual 
surveillance, while there is no such involvement in 
other areas. A formalized approach is taken in Es!>ex 
County, New Jer~ey, where requests for comcnsual 
5urveillanee are pr()ces~ed in the same rnanner as re
qllt.!sts for court-ordered ~ur\'eillancc. BUlh heads of 
the Joint City-County Strike Force mUSt approve the 
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Il'(jUl"t, alld tlte ~Uf\t'iJJ;tllt'!..' IIlllq he conelllctt'd hy 
IlIt'rllht'r1> of tltt' force'~ Flectrunit' Surveillanct' 
Unit. Tltl'~l' COllI rob are nqt dt'!..'IIH:d to he 100 

hurckll,wlle, ;tIle! tid, cart'ful trl'tttillellt of t'OIl\en· 
~Ilal ~urvdll;lIll'e ('X(('Ile!s to rl'cordhl'l'ring, File~ 

~illlilar to those for t:ouft-ordcred ~urvt:illartce arc 
maintaillt'd for each comertsual ~urveillrlrlce. 

Pro~(!cutorial COlltrol is mandated by statute in ll
linois, where tlpproval of the State's Auorney i!> re· 
quired before any form of comel1sual !>Ilrveillanee 
can occur. In Cook County, which includes 
Chicago, the State's Attorney himself persontllly ap
proves each request, a practice not followed in some 
of the other counties.of the State. In Chicago, the in-

vestigating officer contacts a deputy of the Special 
Prosecutor's Bureau, who checks with the State's At· 
torriey. The State's Attorney, whose approval can be 
given orally, is informed of the facts, persons in
volved, and other details. Among the criteria used 
by the deputy to go forward with a request are ap
parent probable cause, potential effectiveness of the 
consensual surveillance, and character of the person 
to be wired. If the officers appear to be making the 
request to avoid kgwork, it may be rejected, The 
limit on authority to conduct comensual surveillance 
b three days. 
COII~emual ~urveillance practices vary among the 

offices in the New York City area, as they do for 
other kinds of electronic surveillance generally. In 
two counties, where the District Attorney's office is 
conducting an investigation, the Bureau Chiers ap
proval is required, whereas, in a Ihird county, any 

'Assistant District Attorney can authorize con~ensual 
surveillance in such circumstances. In the office of 
the Special Corruption Prosecutor, approvall11ust be 
obtained from the ASS!stl;lnt Special Prosecutor in 
charge of the investigntion, the Bureau Chief, and 
the Chief Counsel. 

Where investigations are being conducted by the 
police without prosecutorial involvement, the deci
sion to use any form of consensual surveillance is 
vicwed in New York City as a police decision. The 
only exception is in the office of the Special Corrup
tion Prosecutor, where the Prosecutor participates in 
all investigations. Additionally, a recent amend
ment to the New Jersey Surveillance Statute requires 
prosecutorial control over the use of con~ensual sur
veillance. 

Elsewhere, if there is no prosecutorial involve
ment, there nonetheless appears to be some internal 
control within the police department. In Miami, the 
decision to' use comensual surveillance is made by an 
im'esligatory ~eetion supervisor and reviewed by a 
commanding officer. In Phoenix, there are no pro
cedures for consensual telephone surv~iIIance, 

f I 

though ('oll~l'n~ual l'\l~'" rl1u~t /1(' apPwH'd by tlie 
Itead of the illtl'lli!'l'I\t'" !->l'l'tiPII a~ 10 IIl·n'<."it~ arIel 
choice of cquij1llll'rll. JlrO"l'Clltorial contr()1 (lvl'r 
th" (kci.~ion \\ij, 1ll'lie\l'd by ~(Ill1e Statc plml'Cllt()r:
to he: quite irllportant. 

h, (' .. nfrol CI\l'r FcPli/llllt'nf: h·dcral practiee~ with 
refcrence to control l'xer-cbed over cOIl"l'mual IIllf· 

veilltlnce equiprm'nt tlppl'cH to be tellcrally ~t:rnd
ardii'ed. Each rt!!('IlCY head is required to exercbe 
control over I.uch device!>, and wbmit an anllllal in· 
ventory and statement of re~ult~ obwined. S,'\ era I 
agencies have adopted regulations concerning CU1>-

tody over all surveillance equipment. 
The Drug Enforcement Administration keep$ its 

equipment in its regional offices, with the exception 
of two KEL-SETS (popular name of a widely u'ied 
body transmitter) kept' in district offices. FBI 
equipment is signed out to an agent individually, and 
an inventory card is maintained on each item by 
equipment number. 

At the State level, some prosecutor's offices 
and police departments have developed inventory 
and sign-out procedures to control equipment. In 
many jurisdictions, however, it seems that no pros
ecutorial cont rol is exel cised over police acce,s to 
equipment. 

3. Th('I':rrl'('/ of HCtluirillg a W:arralll 
() r fill ,,()~i n g Ti I Ie III P rot'l'd!l n's 
on CU/lsl'nsulil SurHil/allcc 

Although it is clear, ulldcr the l.:a,e.~ begillning with 
. On Lee v. United States and continuing through 

United States v. White, that no prior court order, 
much less an order as complex as a Title III order, is 
constitutionally required before consensual surveil
lance can occur, several witnesses recommended that 
some form of court-order procedure be adopted for 
consensual surveillance. Law enforcemcnt personnel 
Wefe almost unanimous in their opposition to this 
proposal. 

This opposition was not diminished by the fact 
that court orders have been ol'tained in individual 
ca~es. Prior judicial approval h:as been solicited by a 
few prosecutors in the hope of avoiding later allega
tions of impropriety, as in the OslJorn case, and 
in a recent investigatioll of Illinois State Icgi~lators, 
Occasional use of a cOllrt order by a pro~ecutor docs 
not constitute endor~ement. of a wal rUllt rl'quire
ment, as noted by the te~tirn()ny of United SWte, At. 
torney James Thomp~on, who obtained tln ad hoc 
order for an inve&tigation involving Illinois legis
lators, 

There is nearly unanimous oppositiun to thc sug
gestion of imposing the procedures of § 2518, dealing 
with nonconsensllal electronic surveillance, on con-
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sen.\ual surveillance. Even most defense allOTll!.!},S 
who testified before the Commi'ision stated that § 
2518 procedures were not necessary in the consensual 
situation, and they proposed only an order process 
similar to that for a conventional warrant. Nor aid 
the several academic proponents of a warrant re
quirement for comensual surveillance argue that the 
procedures of § 2518 would be essential or even de
sirable components of a consensual surveillance war
rant. In sum, there were few supporters of any 
proposal to incorporate § 25) 8 procedur.es mto con
sensual surveillance warrants. 

Law enforcement opposition to requiring a con
ventional search warrant procedure is, however, 
almost as vigorous as it is to a procedure that would 
incorporate the detailed requirehlents of§ 2518. The 
predictions about the con~equences to law enforce
ment of a warrant requirement ranged from state
ments that a warrant requirement would end the use' 
of consent devices, destroy their usefulness, and 
cause the loss of a very important tool, to concerns 
about reduced efficiency and a reduction In use by 
about 50 percent. o.ne prosecutor asserted that law 
e~forcement could live without court-ordered sur
veillance but not without t:onsensual surveillance. 
Another stared that a warrant requirement wot.tld be 
an unwise impediment. 

Sevcral other p~a!'ons were given in support of op
pmition to imposing a warrant requ'ircment on the 
use of consensual surveill:lIlce, Probable cau.se to 
support such a warrant, it was argued, would often 
be difficult if not impossible to obtain, particularly 
if unreliable informants Wcre the only source of in
formation to support an application to conduct con
sL'nsual surveillance. 

I f consensual surveillance were to be used to obtain 
probable cause for a surveillance order or an arrest or 
search warrant, as is often the case, a warrant proce
dure, if it had a. probable calise requirement, would 
be impossible to obtain. It would require officers to 
have probable cause to use a device for obtaining 
probable cause. In other situations, such as drug 
transactions, two meetings instead of one would be 
r~qllired: the first to acquire probable calise, the sec
ond to r(,cord the convcrsation. QlIe~ti()ns were 
ellso raised about the tirlle lilllit on a cun<,!..'mllal sur
veillance order if it were ba,ed on a ~ingle shuwiJlg of 
probable cause. 

Fur therrnore, OPPUIIl:rtt:- of a wurrant requirclllcnt 
asserted that ~uch a reqllircrlll:nt would limit tlte u,e 
ur inr()r/llant~. One par ticipant at the I.aw En
forcclllent Efre~tiv('rte\.~ Confcrence !>tatcd tltat an 
informant would run out of the office if he were told 
he would have to appear before a judge. 

PropUrll.'nts of a warrant requirenl!..'nt re:-pondcd 
that probable cause would be relatively easy to es
tablish, as when the device is to be worn to protect an -
agent or informant from danger or when a pur
chase of narcotics had been arranged, For the 
Itmited purpose of obtaining a consensual surveil
lance order, it was suggested, cause to wear the de
vice could be established without verification of the 
informant's reliability, and a reduced showing, 

\ 

such a~ that approved for a stop and frisk by Terry v. 
Ohio, might be acceptable. . 

A second major objection to a warrant require
ment was the time required to prepare a consensual 
surveillance application and order, find a judge, an~ 
have the order issued, Several law enforcement offi
cers asserted that this process would cause significant 
and adverse delays in a situation in which officers 
needed to react quickly. One official suggested that 
one result of a warrant requirement would be that ev
ery situation calling for its use would be conside;ed 
an emergency, and the requirement would be sim
ply bypassed by usi'1g the emergency exception. 

A third objection was that the administrative bur
dens would be "enormous," especially with 
reference to manpower needed to draft and process 
applications. As stated by representatives ?f ~ne 
prosecutor's office, time spent on paperwork IS time 

·105t from investjgation. Other prosecutors de-
scribed a warrant requirement as imprelctical and 
unworkable, 

Finally, one prosecutor argued that the interest ad
vanced by the use of consensual surveillance is accu
racy, rather than trespass. The proponents of a 
prior warrant for comensual surveillance, on the 
other hand, would define the interest protected as 
conversational privacy. 

Some pro~ecutors' offices must already obtain 
prior warrants, and, although the use o,f consen~ual 
surveillance is infrequent, prosecutors 111 those Jur
i~dictions did not appear to feel par.ticularly hindered 
by this requirement. The police did not necessarily 
agree, however. Other prosecutors indicated t.hat 
they would have no objection to a warrant reqll1re
ment, an'd that they would not be "aghast at the 
thought of putting consensual devices under ,court 
order." Their \ iews, however, were clearly 111 the 
minority. The ~trongcst wpport for a warrant re
quircmcllt carne florn dcfen~c attorneys and pro
fe:-~ors. The ~arne dcfen~e attorileys inclicatt'd that 
a :-howing :-hort of plOhahlc call~e would be rllCept
able, and a broader ranr,e of ca.,c~ in which ~Ilch 
~urvcillanct could he u~ed wa~ aho tl1d(m,ed. '1 he 
rnain COil cern appeared to be to e~tahli&h a proc('(!llre 
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whereby officers would be required to appear hefore 
a jupge and descrihe the reasons, the proposed super
vision, and the unavailability of alternatives. 
, Proponents of a 'A'arrant requirement also indi
cated a willingness to accept less form'al procedures 
in the event of an emergency. Telephone approval 
was consider~d acceptable in such circumstances. 
The important consideration in an emergency was to 
make a record before usin!! the device if a judge 
could not be found. , 

Pennsylvania officials described the adverse effects 
of a warrant requirement where the only basis for ap
proval in the statute is danger to the officers. In 
one case, officers could not show potential danger 
and were frustrated in their efforts to apprehend par
ticipants in an interstate operation. If a warrant re
quirement were impo!>ed, the statute should permit 
the investigation of a reasonably broad range of ac
tivities. 
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Specialized Forms of Electronic Surveillance 
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Summary 

Recent decisions have held that the use of electronic 

tracking devices is subject ,to Fourth Amendment limitations. 

,A conVincing argument can be made, however, that the warrant

less installation of such devices does not constitute an 

unreasonable search within the Fourth Amendment. A "bumper 

beeper" monitors only the physical location of a motor vehicle 

that is knowingly exposed to the public. Moreo\rer, physical 

location of a motor vehicle is observable from public areas. 

Consequently no reasonable expectation of privacy exists 

against the use of such tracking devices. 

~2 An electronic tracking device is a means oD visual, 

not aural, surveillance; it provides information concerning 

the physical characteristic of an individual (location); 

it does not intercept communications. A "bumper beeper" 

is a mechanical aid used to augment visual surveillance 

analogous to binoculars or flashlights. Because it is elec

tronic, it should not be confused with wiretaps. 
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I. Introduction 

~13 Electronic tracking devices (ETD), commonly 

known as "bumper beepers," are small transmitters 

which emit periodic radio signals. Directional 

finders are used by police to determine the location 

of the abj@ct to which an ETD is attached. Law 

enforcement off:~,cials of tel. use ETD' s to enhance 

visual surveillance of a motor vehicle. The use 

of this investigatory technique dramatically 

reduces both the expense and the number of police 

officers needed to conduct effective visual sur-

veillance of an automobile. Moreover, electronic 

tracking devices minimize the chance of detection 

by a suspect and render any evasive action ineffec-

tive. 

Although visual surveillance of a motor vehicle 

on a public street does not constitute a search within 

'1 
the meaning of the Fourth Amendment, two recent 

decisions hold that visual surveillance augmented by 

electronic tracking devices is subject to Fourth 

Amendment limitations. These materials will analyze 

the constittitionality of using ETD's without obtaining 

prior judicial1approval in light of the Fourth Amend-

mente Th~y conclude that such surveillance ought 

not be h~ld subject tb Fourth ~mendment limitation. 

1 ) See discussion ;in text, infra, at ~132. 
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I I. ' ~e of the Fourth Amendment ---.-.- .. - '-
A. Reasonable Expectation of ~~ivacy 

The constitutional parameters of the Fourth 

Amendment's protection against' unreasonable searches 

and seizures were reformulated - by the Supreme Court 

in Katz v. United States. 2 
In Katz, government 

agents attached an electronic listening device to ~he 

outside of a public telephone booth without obtaining 

prior judicial approval. b o serving that the Fourth 

Amendment protects pers10ns rather than places, the 

Court concluded that the warrantless eavesdropping 

violates an individual's' Justifiable expectation of 

privacy. It constitutes, therefore, a search and 

seizure within the Fourth 3 Amendment. The majority 

explained that although a person was not entitled 

to Fourth Amendment protection if he knowingly exposed 

something to the public, whatever he sought to pre-

serve as private, even in an area accessible to the 

public, may be constitutionally protected. 4 Two 

tests must be met if the courts are to find 

a reason~ble expectation of privacy: 

1. the person must have "exhibl'ted 

(subjective) expectation of privacy," and 

2. the expectation must be one that 

2389 U.S. 347 (1967). 

3Id . at 351, 353. 

4Id . at 351-52. 
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willing to recognize as "reasonable." 

since the reasonableness of an expectation of privacy 

will most likely influence the determination of 

whether the defendant actually entertained such an 

expectation, the prosecutor's primary task is to 

demonstrate that such an expectation of privacy was 

unreasonable in light of the surrounding circumstances. 

Katz indicated, in dictum, that the "reasonable-. 

ness" of an individual's expectation of privacy from 

police surveillance varies according to the type of 

surveillance involved. For example, while the defendant 

in Katz could have had a reasonable belief that his 

conversation would not be overheard after entering the 

glass-enclosed telephone booth, i.e., reasonable in 

an "auditory" sense, he could not have entertained a 

reasonable expectation of privacy in a "visual" sense, 

since he was as visible after entering the booth as he 

would have been if he had remained outside. The court 

observed: " [W]hat he sought to exclude when he entered 

SId. at 361 (Harlan, J. concurring}. The Katz ~otion 
of a "reasonable" expectation of privacy wassubse
quently reiterated by the Court in u.s. v. White, 401 
u.s. 745 (1971), a plurality decision: 

Our problem is not what the privacy expectations 
of particular defendants in particular situations 
may be .... Our problem, in terms of the 
principles announced in Kat~, is \"lhat expectations 
of privacy are constitutionally "justifiable"--
what expectations, the Fourth Amendment will protect 
in absence of a warrant. 

Id. at 751-52. 
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the booth was not the ' lntruding eye--it was th'e uninvited 
ear. 116 

Katz may b 't ____ e Cl ed, therefore, as recognizing a 

distinction between audio and 

visual surveillance. 

valid constitutional 

This belief that certain types of 

visual Rurveillance do not constitute searches within 

the Fourth Amendment is embodied in the "plain view" 

and the "open fields" do t ' . c rlnes. 

B. The "Plain V' " lew and "Open Fields" Doctrines 

118 Traditionally, courts hO.'td that the observation of 

an object or activity in "plain view" does not 

constitute a search within the Fourth Amendment. In 

Harris v. United States,7 the Supreme Court observed: 

"It has long been settled that objects falling in 

the plain view of an f' o flcer who has a right to be in 

the position to have th t ' a Vlew are subject to seizure 

and may be introduced into evidence." Consequently, 

a search within the Fourth Amendment ' lS not conducted 

when police officers maintain vl'sual surveillance of a 

motor vehicle on bl' 8 a pu lC road. 
6389 U.S. at 352. 

7390 , U.S. 234, 236 (1968) ( lm~ounded automobile where routine search of ~hlCh, revealing th produced automobile registrati~~ 
lnto evidence). e car to be stolen, was admitted 

8u ' 
nlted States v ~ i 

1975), reh. grantodO mes, 521 F.2d 859, 866 (5th Cir 
United States v Ma-;t 52? ~. 2d 1364 (5th Cir. 1976)· . 
Ore. 1975). Se~ disc~~~~ , 395 F. Su~p. 42, 44 (D: 

on in text, ~nfra, 111134-44. 
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1r 9 Nevertheless, the "plain view" doctrine is subject 

to limitations. It is applicable only if the officer 

has a right to be in the position from which the 

object or activity is observed. 9 Further, the evidence 

must be discovered inadvertently. Mr. Justice Stewart, 

in his plurality opinion in Coolidge v. New Hampshire, 

observed: 

What the "plain view" cases have in common 
is that the police officer in each of them had 
a prior justification for an intrusion in the 
course of which he carne inadvertently across 
a piece of evidence incriminating the accused. 
The doctrine serves to supplement the prior 
justification--whether it be a warrant for 
another object, hot pursuit, search incident to 
lawful arrest, or some other legitimate reason 
for being present unconnected with a s~arch 
directed against the accused--and permlts t~e 
warrantless seizure. Of course, the extensl0n 
of the original justification is legitimate 
only where it is immediately apparent to the 
police that they have evidence before them; the 
"plain view" doctrine may not be used to extend 
a general exploratory search from one object 
to another until something incriminating at 
last emerges. 10 (emphasis added) 

1rlO Courts also consistently hold under the "open 

fields" doctrine that the Fourth Amendment does not 

prohibit the warrantless search of an individual's 

property which lies beyond the dwelling house and 

immediately adjac~nt area. In Hester v. United States,ll 

9Harris v. United States, supra, note 7. See also 
Ker v. California, 374 u.s. 23, 42-43 (1963T(p1urality 
opinion). 

10 403 U.S. 443, 466 (1971) (plurality opinion). See 
also United States._~_.!:!.ol.~, 414 F.2d 458 (10th Cir. 
"1969)-.--

11 265 U.S. 57, 59-(1924). 
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Justice Holmes stated: "[T]he special protection 

accorded by the Fourth Amendment to the people in 

their 'persons, houses, papers and effects,' is not 

extended to the open fields." 

~11 Nevertheless, the Court's decision in Katz was 

fo1lowed'by uncertainty concerning the continued 

validity of the "open fields" doctrine. In light of 

Katz's rejection of the "physical trespass" rule and 

the possibility that a person might entertain a reasonable 

expectation of privacy concerning property situated 

outside the curtilage, commentators advocated the 

abandonment of the "open fields" doctrine. 12 Despite 

these suggestions, the Supreme Court reaffirmed the 

validity of the "open fields" doctrine. 13 In Air 

Pollution Variance Board of Colorado v. Western Alfalfa 

Corp., the Court concluded that conducting an air 

quality test without consent or warrant14 was not an 

unreasonable search and seizure. Although the 

inspection took place on the defendant's property, there 

was no indication the premises were closed to the publici 

the Court observed that any alleged invasion of privacy 

12see 1 Antieau, Modern Constitutional Law §2:8(1969); 
Mascolo "'rhe Role of Abandonment in the Law of Search 
and Sei~ure: An Application of Misdirected Emphasis," 
20 Buf. L. Rev. 399, 409-13 (1971). 

13 416 U.S. 861, 865 (1974). 

l4At the time of the test, no state st~tute existed 
requiring a warrant. Colorado later adopted a search 
warrant requirement for the investigation of air pollu
tion violations.' 416 U.S. at 863. 
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was "abstract and theoretical."lS As the investigator 

only observed what was visible to anyone near the 

site, the "open field" exception to the Fourth Amendment 

was applied to uphold the inspectort s cQnduct. 16 

C. Constitutionality of Various Surveillance Techniques 
Augmented by Mechanical Aids 

1. Aural Amplification and Recording Devices 

'112 Katz, on the other hand, did not prohibit all forms 

of warrantless aural surveillance. In Katz, government 

agents used an electronic listening device to amplify 

the substance of a conversation that the defendant sought 

to keep private. Thus, the warrantless eavesdropping 

intruded upon an expectation of privacy that society 

was willing to recognize as "reasonable." In United 

lSId. at 865. 

l6Cf. In Gedko v. Heer (18 Crim. L. Rptr. 2006 (\'l.D" 
Wisc. Aug. 27,1975), the court held that police eaves
dropping and observation of marijuan~ conducted on 
defendant's fenced "open field" bearing a no trespassing 
sign, violated his reason?ble expectation of privacy. 
The court asserted that the effect of the Katz decision: 

• . . was to make the area in which the intrusion 
took place one of several factors to be considered 
in evaluating the reasonableness of an expectation 
of privacy as to activities carried on in that 
place; that Hester no longer has any independent 
meaning except insofar as it indicated that "open fields" 
were not areas in which one traditionally could have 
expected privacy, so that the court might view more 
strictly an assertion of privacy in an open area: 
but that the final determination of the issue 
requires a close examination of all the facts. 

rd. at 2006. 
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States v. Fisch l7h 
, Owever, the Ninth Circuit held that 

,conversations overheard without 

listening devices did not 
any electronic 

constitute an unreasonable 
search and seizure. I 

n Fisch, police agents situated 
"just a few inches away 

from the crack below the door 
connecting. t d' 

• • wo a JOining [motel] rooms,,18 
listened 

to the defendant's i " 
. ncrlmlnating conversation; they did 

not Use any el t ' ec ronlC equipment. 
The court concluded 

actually sought to keep his 
that even if the defend~nt 
conversations private h' 

, , lS sUbjective expectation was 
not one society w 

as prepared to re' ' 
, Listening at th d Cogn1Ze as reasonable: 
ln the next roo ,e oor to conversations 
th ' m lS not a nei hb 1 lng to do. It is n g or y or nice 
conceding we do not fot genteel. But so 
here with the "compet<?~~et that we are dealing 
ferreting out crime. "1 lve enterprise of 

. . . . 
... The type of infor t' , 
the aural surveillanc ~a 10n recelved from 
considered in att e lS ~.factor to be 
limits "of wh t emJ?ted de.l,tneation of the 
interest in l:w eSnofclety can accept given its 

" orcement " wh th can reasonably be ' ' e er society 
expectation [of p ,~equlr~d to honor that 

. . • . rlvacy] ln all cases." 

.Upon balance, appraisin h . 
prlvate interests her ' g t e publlC and the 
satisfied that the e e lnvo~ved, we are 
as to their privacy x~~ctatl0ns of the defendants 
to be considered re~son:~lwe~e s~ch expectations 
aUdible disclosures e esplte their 
the public interest"mu~t be subordinated to 
sum, there has been ~~ ,aw ~n~orcement. In 
the expectation of ,Justlflable reliance 
society is preparedP~~vacy no~ being "one that 

recognlze as reasonable."19 

474 F.2d 1071 (9th Cir. 1971), cert. 
U.S. 921 (1973). denied, 412 

l8 Id . at 1076. 

19_Id . 
at 1077-79 tfootnotes omitted). 
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Thus, one of the factors that will determine the reason

ableness of an expectation o'f privacy is the type of 

information .obtained by the surveillance. 20 

. . .. 21 th S C t ~13 In Un1ted states v. D10n1s10, e upreme our 

also recognized the permissibility of obtaining certain 

types of aural information with electronic recording 

equipment without prior judicial approval. In 

Dionisio, the defendant, when subpoenaed by a grand 

jury to make voice exemplars by reading a prepared 

transcript into a recording device, argued that such 

voice exemplars constituted a search and seizure 

violative of the Fourth Amendment. Rejecting the 

defendant's argument, the Supreme Court observed that 

the shape of an individual's voice, as opposed to the 

substantive content of his words, is one of the 

physical charac~eristics that is constantly exposed to 

the general pUblic: 

20 

No person can have a reasonable expectation 
[of privacy] that others will not know the 
sound of his voice, any more than he can 
reasonably expect tha~2hi~ face will be a 
mystery to the world. 

See also u.S. v. McI,eod, 493 F.2d 1186 (7th Cir. 
1974) .--

21 410 u.S. 1 (1972). 

22 
Id. at 14. See also Davis v. r.ussissippi, 3S4 

U.~ 721, 727 (1969) (fingerprinting of an individual, 
i.e., a physical characteristic, did not involve the 
"probing into an individual's private life and thoughts 
that marks an interrogation or search"). 

. 
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An examination of several other cases dealing with 

various types of visual surveillance reveals that the 

use of a mechanical aid to augment visual surveillance 

of a suspect will generally not render otherwise lawful 

su~veillance violative of the Fourth Amendment. 

2. Binocular Observation 

Generally, binocular observation by law enforcement 

officials does not constitute an unreasonable search 

within the Fourth Amendment. Although it has not 

directly addressed the issue, the Supreme Court indicated 

in dictum, at least, that warrantless binocular 

"searches" do not violate an individual's constitutional 

rights. 

,,16 In united State~ Lee,23 the Coast Guard discovered 

contraband on the defendant's boat by shining a search-

light upon its deck. Concluding that the use of a 

searchlight was not an unreasonable search, Mr. Justice 

Brandeis observed: "Such use of a searchlight is compar-

able to the use of a marine glass or a field glass. It 

is not prohibited by the constitution."24 

23 2 7 4 u. S. 559 ( 19 2 ~n . 

24 Id . at 563. Mr. Justice Brandeis apparently relied 
upon the "open fields" doctrine to support his state
ment that binocular observation did not constitute an 
unreasonable search. The Supreme Court also recognized 
the constitutionality of binocular observa~ion in On 
Lee v. United States, 343 U.S.747 (1952). In On Lee, 
a narcotics prosecution, the defendant sought to suppress 
two incriminating conversations which were transmitted 
to federal agents by a government informant wired for 
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Despite the uncertainty caused by Katz, lower 

federal courts in the post~Ka,tz era continue to hold 

that bin6cular observation without judiciil approval is 

not a violation of the Fourth Amendment. The position 

of the observer is of critical importance. Most courts 

considering the legality of binocular observation 

approach the issue by determining whether the surveillance 

would have been constitutionally proper had binoculars 

not been used. For example, in Fullbright v. united 

26 states, the Tenth Circuit observed that any warrantless 

surveillance within the area immediately surrounding a 

dwelling house, i.e., the curtilage, constituted a per 

se intrusion upon the individual'~ reasonable expectation 

of privacy. But since the police were outside the 

curtilage, the mere use of high powered binoculars to 

• 
24 (continued) 

sound. Concluding that the warrantless eavesdropping did 
not violate the defendant's Fourth Amendment rights, the 
Court, in dictum, compared the electronic surveillance 
to the use of binoculars: 

The use of bifocals, field glasses or the 
telescope to magnify the object of a witness' 
vision is not a forbidden search or seizure, even if 
they focus without his knowledge or consent 
upon what one supposes to be private indiscre
tions. Id. at 754 (dictum). 

25The Supreme Court, in United States v. White, 401 
u.s. 745 (1971), a plurality opinion, was unable to 
agree whether On Lee remained good law in light of 
the principles enunciated in Katz. This uncert~inty, 
however, related to the validItY-of one party cbnsent 
surveillance rather than to the dictum concerning 
binocular observation. 

26 392 F.2d 432 (lOth Cir.), cert. denied, 393 u.s. 
830 (1968). 
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observe the defendant operating a 
still within the 

curtilage, did not render illegal the otherwise lawful 

observations: 27 

If the investigators had h ' 
the curtilage there wOUldPbys~~allY breached 
that any observations d e l~t~le doubt 
have been proscribed rna e there~n would 
outside the curtila; ~ut o~s7ryations from 
are not generally i~t °d,act~v~t~es within 
Constitution. er ~cted by the . . . . 
By this we do not mean t 
from outside a curtila eO say that ~urvei1lance 
could constitute an iIi u~der no c~rcumstances 
the teachings of Kat ega ,search in view of 
U.S. 347, 88 S.Ct. 5~7v·l~n~ted States, 389 
It ' , , ' L.Ed.2d 576 (1967) 

~s our Op~n~on ho . 
record before us in l~e~~r, that on the 
observations' ,g of Hester the 

~n quest~on may not b d 
an unreasonable search if th e eerned 
from outside the ' ey were made 
[defendant's) far~~2g~lage of the 

t18 Other decisions uniformly uphold the 
warrantless use 

of binoculars. I ' 
n ~ted States v. Minton,29 for 

example, binocular observation of the 

illicit liquor approximately 80 to 90 

held not to t' cons ~tute an unreasonable 

defendant unloading 

feet away was 

search and seizure. 
The court explicitly f 

ound that the defendant lacked 

27 
The court relied u on ' 

States v. MCCall, 24~ F.;~ ;;~l~er dec~sion, United 
s~pport the proposition that th (lath C~r. 1957), to 
d~d not alter the character or e m7re,u~e,of binoculars 
In l1cCall, the court held th adml.Ss~b~l~ty of evidence. 
through binoculars seeei 11 at ~n agent s observation 
furnished sUfficient.L . ~ bi rna e for night vision 
a warrantless search. pro a e cause for him to conduct 

28 
392 F.2d at 434-35 (footnotes omitted) . 

29 
488 F.2d 37 (4th C' 

U.S. 936 (1974). ~r. 1973), cert. denied, 416 
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t ' of privacy, since he could a "reasonable" expecta lon 

th t h Id not be observed not justifiably believe a e wou 

'k 30 unloading the illicit WhlS eYe 

T e 1mpac 0 __ __ h ' t f Katz upon the constitutionality 

of binocular observation was also directly addressed 

by the Pennsylvania Superior Court in Commonwealth v. 

Hernley.3l In Hernley, a federal agent stood on a 

four foot ladder situated on public property 

approximately 35 feet from the defendant's print shop. 

The agent used blnocu ars , 1 to observe the defendant 

printing illegal football parley sheets. The Pennsyl-

vania court concluded that the use of the ladder and 

binoculars did not constitute an unreasonable search. 

In debcrmining whether Katz rendered warrantless 

binocular observation illegal, the court observed that 

the defendant manifested no concern for or expectation 

of privacy: 

[A]lthough Katz does eliminate th7 physical 
intrusion requIrement in electronlc . 
eavesdropping situations, it also e~phas1zes 
the need for a justifiable expec~at1on on , 
the part of the suspect that he lS cond~ct1ng 
his activity outside the sphere of posslble 
governmental intrusion. 

. . .. ----------~-----------
30Id . at 38. Similarly in United States v. Grimes, 
42~.2d 706 (5th Cir. 1970), the ?ourt, relying upo~ the 

"open fields'" doctrine, held that blnocular observatlon 
made from a field belonging to another person, abo~t 
50 yards from the defendant's house, did not const1tute 
an illegal sea~ch. 

31 216 Pa: Super. 177, 263 A.2d 904 (1970), cert. denied, 
401 U.S. 914 (1971). 
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Our case presents the situation in which it 
was incumbent on the suspect to preserve his 
privacy from visual observation. To do that 
the appellees had only to curtain the windows. 
Absent such obvious action we cannot find that 
their expectation of privacy was justifiable 
or reasonable. The law will not shield 
criminal activity from visual observation when 
the actor shows such little regard for his 
privacy. 32 

3. Airborne Observation 

~20 The general proposition that the mere use of a 

visual aid does not render an otherwise constitutional 

search unlawful is further supported by the police 

helicopter cases. In one of the earlier helicopter 

33 deciSions, People v. Sneed, the court concluded that 

the use of a helicopter to view marijuana in a yard, 

not otherwise visible from a public road, constituted 

an unlawful search. In Sneed, the helicopter was 

specifically directed by a deputy to search for mari-

juana plants growing on the defendant's premises. 

Moreoveri at one point in the search; the helicopter 

hovered as low as 20-25 feet above the defendant's 

premises. In concluding that the defendant had a 

reasonable expectation of privacy to be "free from 

noisy police observation by helicopter from the aiT at 

20-25 feet," the court emphasized that the police 

32 
Id. at 181-82, 263 A.2d at 907 (footnote omitted). 

3332 Cal. App.3d 535, 108 Cal. Rptr. 146 (5th Dist. 1973) . 
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have the rJ.'ght to be in such a position officers did not 

for observation: 

In the case at bench, the officers were , 
at the Fowler ranch for the purpose of explorJ.ng 
the premises for the marijuana plan~s. They had 
no other legitimate purpose for flYJ.ng over the 
property. The marijuana plants w~re,not 
discovered by happenstanc~ aS,an J.nc:dent to 
other lawful activity [cJ.tatJ.ons omJ.tted]: The 
helicopter activity was a seeking out, manJ.festly 

, t 34 exploratory J.n na ure. 

In Dean v. Superior court,35 however, another 

h it California court rejected the Sneed approac i 

concluded, under similar circum'stances, that there could 

be no "reasonable expectation" of privacy from aerial 

surveillance. In Dean, police directed an airplane to 

make a special search for a marijuana farm believed to 

be located in an isolated area of the Sierra foothills. 

Although the court conc~ded 1) that a person's 

reasonable expectations of privacy could ascend into 

the airspace over his property, and 2) that the 

Privacy, it defendant had such an actual expectation of 

concluded that this expectation of privacy was not 

, "reasonable," and hence, not recognized by socJ.ety as 

within the sphere of the ?rotections of the Fourth 

Amendment: 

When the police have a plain view ~f 
contraband from a portion of the premJ.ses as 
to which the occupant has exhi~ited no reaso~able 
expectation of privacy, there J.5 not search In a 

34 Id . at 542, 108 Cal. Rptr. at 150-51 (emphasis added). 

35 35 Cal. App.3d 112, 110 Cal. Rptr. 585 (3d Dist. 1973). 
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constitutional sensei the evidence so displayed 
is admissible [citations omitted). One who 
establishes a three-quarter-acre trac~ ~f 
cUltivation surrounded by forests exhJ.bJ.ts no 
reasonable expectation of immunity from 
overflight. The contraband character of 
his crop doubtless arouses an internal, 
uncommunicated need for secrecy; the need 
is not exhibited, entirely subjective, 
highly personalized, and not consistent 
with the common habits of mankind in the 
use of agricultural and woodland areas. 
Aside from an uncommunicated need to hide 
his clandestine activity, the occupant 
exhibits no reasonable expectation of privacy 
consistent with the common habits of persons 
engaged in agriculture. The aerial over
flights which revealed petitioner's open 
marijuana field did not violate Fourth 
Amendment restrictions. 36 

Since other farmers could not reasonably expect their 

crops to be concealed from aerial observation, the 

defendant's expectation of privacy concerning his 

marijuana patch was unreasonable. 

V2l Similarly, in People v. Superior Court ex reI. 

Stroud,37 a police helicopter on routine patrol was 

requested to look for automobile parts that were 

recently stripped from a stolen car. Using gyrostabi-

lized binoculars, the officer in the helicopter, 

hovering at an altitude of 500 feet, observed the 

missing auto parts in the defendant's backyard. The 

backyard was fenced in and its contents were not 

visible from the public street, although they could 

be seen from a neighbor's yard. The court concluded 

36Id • at 117-18, 110 Cal. Rptr. at 589-90 (footnotes 
omitted) • 

3737 Cal. App.Jd 836, 112 Cal. Rptr. 764 
(2d Dist. 1974). 
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that the defendant lacked a "reasonable" expectation 

of privacy concerning the storage of stolen goods in 

his backyard: 

Patrol by police helicopter has be~n,a 
part of the protection afforded the cltlzens 
of the Los Angeles metropolitan area fo: s~me 
time. The observations. made from ~he alr ln 
this caS:t::\ ml\st be regarded as r~utl~e. ~ , 
article as cDnspicuous and r~adl1y ldentlflable 
as an automobile hood in a residential yard 
hardly can be regarded as hidden from such a 

, 38 Vlew. . 

~oreover, the court concluded that Sneed was inapposite, 

since the defendant's property in Sneed was not 

customarily subject to aerial observation from either 

crop-dusting airplanes or routine police helicopter 

patrols . 

4. Flashlight Decisions 

'122 The flashlight search decisions also support the 

" that the use of certain visual aids general proposltlon 

does not render an otherwise lawful search unconstitu

tional. For example, in ~, as noted above, the 

Supreme Court held that an examination of a boat with 

dl'd not constitute an unreasonable search a searchlight 

39 within the meaning of the Fourth Amendment. 

'123 Despite the uncertainty caused by Katz, lower 

federal courts continue to hold that flashlight 

illumination does not render an otherwise legal search 

38 Id . at 839, 112 Cal. Rptr. at 765. 

39 See discussion in text, ~~'pra, at '116. 
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violative of the Fourth Amendment. In United States v. 

HOOd,40 for example, the Ninth Circuit concluded that 

the use of a flashlight to look into a car at night 

did not constitute a search under the Fourth Amendment. 

Similarly, in Cobb v. Wyrick,41 the court observed 

that the nighttime use of a flashlight to locate spent 

shell casings did not constitute a search: 

[T]he use of a light to notice that which 
would also be in plain view in the daytime 
does not transform that which would not be a 
search in the daytime into a search at an 
hour when the sun is not fully exposed. 

5. Mail Covers 

V24 A mail cover is a fourth type of visual surveillance 

technique used by police to secure information comparable 

to the type of information obtained from electronic 

tracking devices. The post office conducts a "mail 

cover" by furnishing the government with information that 

appears on the outside of all mail addressed to a 

specific address. Themail • .I.vhichisneveropened.is 

subsequently delivered to the addressee, and only the 

name and address of both the addressee and the sender, 

the postmark, class of mail, etc. are sent to t e po lce. . h I' 42 

4°493 F.2d 677, 680 (9th Cir.), cert. denied, 419 
U.S. 852 (1974). 

41
379 F. Supp. 1287, 1292 note 3 (W.D. Mo. 1974). 

42 403 F.2d 472, 475 note 2 (7th Cir. 1968), cert. 
denied, 402 U.S. 953 (1971). 
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This means of visual surveillance enables the police 

to learn the names, addresses, or approximate geographic-

al location o£ the people corresponding with a person. 

'125 No cour·t has held that the Fourth Amendment pre-

vents the post office from conveying such information to 

law enforcement officials. The Ninth Circuit, in 

Lustiger v. 'Uni ted States, 43 for example, recognized 

that an individual's mail is protected by the Fourth 

Amendment, but it concluded that a mail cover was 

permissible, provided no substantial delay occurs in the 

delivery of the mail: 

The protection against unreasonable 
search and seizure of one's papers or other 
effects, guaranteed by the Fourth Amendment 
extends to their presence in the mails 
[citations omitted]. Thus, first class 
mail cannot be seized and retained, nor 
opened and searched, without the authority 
of a search warrant. See Weeks v. United 
States r 232 U.S. 383, 34·S. Ct. 341, 58 
L.ed 652 .... However, the Fourth Amendment 
does not preclude postal inspectors from 
copying information contained on the outside 
of sealed envelopes in the mail, where no 
substantial delay i~ the delivery of the 
mail is involved. 44 

.26 Other circuit courts similarly uphold the 

45 constitutionality of mail covers. Tn addition, 

43 386 F.2d 132, 139 (9th Cir. 1967), cert. denied, 
39 0 ·U. S. 9 51 ( 19 6 8) . 

-44 Id . at 139. 

45United States v. Leonard, 524 F.2d 1076 (2d eire 1975), 
cert.-denTed, 44 U.S.L.W. 3624 (May 3, 1976); United 
States v. Van Leeuwen, 397 U.S. 249 (1970); Canaday v. 
United States, 354 F.2d 849, 856 (8th Cir. 1966); United 
States v. Costello, 255 F.2d 876, 881-82 (2d Cir.), cert. 
denied, 357 U. ~937 (1958). Moreover, in United 
States v. Isaacs, 347 F. SUppa 743, 750 (N.D. Ill. 
1972), a federal district court explicitly concluded 
that Katz did not render mail cover operations uncon
stitutional. 
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mechanical mail covers are upheld. 
In United Stat£~ 

Leonard, the mail cover investigation received the 

benefit of 
mechanical assistance and high speed ' 

Coplers. 
stats were made of the faces of all suspect envelopes. 

machine, did nothing that investigators themselves 

could not do by hand; it simply did it with greater 

efficiency. The comparison with the electronic tracking 

device is Ob"l'OUS. M h ' 1 
v ec anlca surveillance should be 

upheld in either case. 

D. ~a~ona?le Searches of Automobiles: 
Constltutlonal Distinction A Significant 

'127 Although ~ stated that the Fourth Amendment 

protects persons rather than places from 
unreasonable 

searches and seizures, the Supreme Court has also 

recognized over the years a significant constitutional 

distinction between the search of an automobile and 

the search of a dwelling. In Carroll v. United States,46 

federal agents sought to introduce evidence of contra

band liquor seized in the warrantless search of an 

automobile. After ' 
surveYlng the historical development 

of the Fourth Amendment, the Court concluded that a 

car migh~ be searched without a warrant in circumstances 

which would not otherwise ]'ust;fy a 1 

of an individual's home: 
• warrant ess search 

46
267 

We have made a somewhat extended reference 
to these statutes to show that the 

guaranty of 

U.S. 132 (1925). 
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freedom from unreasonable searches and seizures 
by the Fourth Amendment h8\s been construed, 
practically since the beginning of the Government, 
as recognizing a necessary difference between a 
search of a store, dwelling house or other 
structure in respect of which a proper official 
warrant readily may be obtained, and a search 
of a ship, motor boat~ wagon or automobile, 
for contraband goods, where it is not practicable 
to secure a warrant because the vehicle can be 
quickly moved out of the locality or4~urisdiction 
in which the warrant must be sought. 

An automobile's mobility does not, however, justify the 

wa~rantless search of every vehicle driven on a public 

road: 

It would be intolerable and unreasonable if 
a prohibition agent were authorized to stop 
every automobile on the chance of finding 
liquor and thus subject all persons lawfully 
using the highways to the inconvenience and 
indignity of such a search ... 48 

The court in Carroll justified the warrantless search, 

on the existence of probable cause: 

The measure of legality of such a seizure 
is, therefore, that the seizing officer shall 
have reasonable or probable cause for believing 
that the automobile which he stops and seizes 
has contraband liquor therein which is being 
illegally transported.49 

.28 Carroll remains good law. It was reaffirmed in 

Brinegar v. United States,50 ~D~y~k~e~v~.~T~a~y~l~o=r~I~m~p~l~e~m~e~n~t~ 
51 52 Mfg. Co., and most recently, in Chambers v. Maroney. 

47 Id . at 153. 

48 267 U.S. at 153-54. 

49 267 U.S. at 155-56. 

50 388 U.S. 160 (1949) . 

51 391 U.S. 216, 221 (1968) . 

52 399 U.S. 42 (1970) . 
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In ~hambe!s, the occupants of an automobile were arrested 

and the vehicle taken to the police station, where it 

was searched without a warrant, producing incriminating 

evidence. Although the police had sufficient time 

to obtain a·~arrant for the search of the car following 

the defendant's arrest, the court found that the vehicle, 

could have been searched on the spot when it 
was stopped since there was probable cause to 
search and it was a fleeting target for a 
search. The probable-cause factor still obtained 
at the station house and so did the mobility of 
the car unless the Fourth Amendment permits a 
~arrantless seizure of a car and the denial of 
1ts use to anyone until a warrant is secured. 
In that event there is little to choose in 
~erms.of practical consequences between an 
1mmedlate search without a warrant and the car's 
immobilization until a warrant is obtained. The 
same consequences may not follow where there is 
unforeseeable cause to search a house. 53 

The Gourt added in a footnote: 

It was not unreasonable in this case to take 
the car to the station house. All occupants in 
the car were arrested in a dark parking lot in 
the middle of the night. A careful search at 
that point was impractical and perhaps not safe for 
the officers, and it would serve the owner's 
convenience and the safety of his car to have the 
vehicle and the keys together at the station 
house. 54 

The court observed that, 

i~ an e~fective search is to be made at any 
t 7me, elther the search must be made immediately 
wlthout a warrant or the car itself must be 
seized and held without a warrant for whatever 
period !5S necessary to obtain a warrant for the 
search. 

53Id . at 52; accord, Texas v. White, 96 S. Ct. 304 
(1~}5) (per curiam), reh. denied, 96 S. Ct. 869 (1976). 

54Id . at 52 note 10. 

55Id • at 51. 
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The court then added in a footnote: 

Following the car until a warrant can be 
obtained seems an impractical alternative since, 
amon~ other things, the car may be taken out of 
the Jurisdiction. Tracing the car and searching 
it hours or days later would of course permit 
instruments or fruits of crime to be removed from 
the car before the search. 56 

If an automobile is being used in the perpetration of a 

crime (e.g., getaway car or transportation for contra

band, etc.) and if police have probable cause to search 

it, Chambers authorizes law enforcement officials to con

duct an immediate search of the vehicle without obtaining 

judicial approval, even though the car could be effectively 

immobilized until a search warrant was procured. 

~29 A warrantlass search is, however, permissible only 

if the police have probable cause to search and the 
, 

vehicle is a "fleeting target." For example, in 

Coolidge v. New Hampshire, the defendant was arrested 

at his home for a murder. Two vehicles parked in his 

driveway were subsequently searched without a valid 

warrant. Asserting that the mere existence of 

probable cause did not furnish a sufficient basis for 

the warrantless search, the Court concluded that the 

Carroll-Chambers "automobile exception" was inapplicable: 

As we said in Chambers, ... "exigent 
circumstances" justify the warrantless search 
of "an automobile stopQed on the highway," 
where there is probable cause, because the car 
is "movable, the occupants are alerted, and the 
car's contents may never be found again if a 
warrant must be obtained." "[TJhe op~ortunity 
to senrch is fleeting ... " (emphasls supplied). 

--_. --_. - -- '--'--'-'--'- ..... ------ -_ .. 
56 Id . at 51 note 9. 
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When the police arrived at the [defendant's] 
house to arrest him, two officers were sent to 
guard the back door while the main party 
approached from the front. [The defendant] 
was arrested inside the house, without resistance 
of any kind on his part, after he had voluntarily 
admitted the officers at both front and back 
doors. There was no way in which he could 
conceivably have gained access to the automobile 
after the police arrived on his property ... 

The word "automobile ll is not a talisman in 
whose presence the Fourth Amendment fades away 
and disappears. And surely there is nothing in 
this case to invoke the meaning and purpose of 
the rule of Carroll v. United States--no alerted 
criminal bent on flight, no fleeting opportunity 
on an open highway after a hazardous chase, no 
contraband or stolen goods or weapons, no 
confederates waiting to move the evidence, not 
even the inconvenience of a special police 
detail to guard the immobilized automobile. 
In short, by no possible stretch of the legal 
imagination can this be made into a case where 
"it is not practicable to secure a warrant," 
Carroll .... and the "automobile 
excepti~n," despite its label, is simply 
irrelevant. 57 

~30 Finally the Supreme Court, in Cardwell v. Lewis,58 

acknowledges a distinction between the 

substantive invasion of an individual's privacy and the 

mere identification of an automobile's physical charac-

teristics. In a plurality opinion, the Court held 

that the testing of paint scrapings and tire tread was 

not a search subject to the warrant requirement. The 

Court did refer to the existence of probable cause for 

the examination, which may not always be present in a 

"bumper beeper" investigation. Nevertheless, the 

57 A03 U.S. at 460-62 (footnote omitted). 

58 417 U.S. 583 (1974) (plurality opinion). 
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Court's conclusion that the physical identification of 

a motor vehicle is not a search removes such an 

investigation from the Fourth Amendment. Pointing up 

privacy as opposed to property interests, the plurality 

noted that a motor vehicle is not usually a residence, 

but rather a means of transportation and its occupants 

t d t 1 , '. 59 and conten s are expose 0 p a1n V1ew. 

E. Suggested Fourth Amendment Analysis of Electronic 
Tracking Devices: A Summary 

,/31 As noted above, the Fourth Amendment protects 

an individual from unreasonable searche~ and seizures 

when the person has an actual expectation of privacy 

'd' bl 60 which is recogn1ze by soc1ety as reasona e. An 

analysis of electronic tracking devices in light of 

this twofold test reveals that the warrantless instal-

Jationof an electronic tracking device should not be 

59The Supreme Court in Cady v. Dombrowski, 413 U.S. 433 
(1973) also noted the greater degree of routine police
citizen contact involving automobiles, i.e., the broad 
regulation of motor vehicles, traffic, and the frequency 
of automobile disability and accidents. This extensive, 
non-criminal contact with automobiles brings police in 
"plain view" of contraband, evidence, and fruits and 
instrumentalities of crime and under such circumstances 
ders warrantless searches appropriate. In United 
States v. Ware, 457 F.2d 828 (7th Cir.), cert. denied, 
409 U.S. 888 (1972) the police checked the confidential 
vehicle identification number stamped on the frame .of an 
automobile thought to be stolen. Even though the exam
ination requires some degree of physical intrusion into 
the car, i.e., opening the door or lifting the hood; 
the court as~erted "that this was not actually a search, 
but a mere check on the identification of an automobile 

. " Id. at 830. Similarly, location on a public 
way should not receive special proLection. 

60 389 U.S. 347, 361 (1967) (Harlan, J., concurring). 
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considered an unreasonable search 'th' Wl 1n the scope 

of the Fourth Amendment. 

~/32 Law enforcement officials use electronic tracking 

devices to enhance visual surveillance of a motor 

vehicle. It is well established that surveillance 

of an automobile using a sufficient number of skilled 

police officers does not violate the suspect's con

stitutional rights. A person who knowingly exposes 

his movements upon a public road lacks a reasondble 

expectation of privacy. 61 Society is generally not 

willing to subordinate the public interest in law 

enforcement to the individual's subjective expectation 

of privacy concerning visual surveillance augmented 

by mechanical aids. It is only when electronic devices 

are used to intercept the substance of a conversation 

that society is willing to give recognition to the indi

vidual's expectation of privacy. 

,33 Electronic tracking devices do not, however, reveal 

the substantive content of conversations. There is no 

need to place them under special rules. Congress, 

for example, did not subject the "bumper beeper~ to the 

strict limitations of Title III. 62 
Electronic tracking 

61 

62 

I'.!. at 351-52. 

Paragraph (4) defines 'intercept' to include 
t~e aural acquisition of the contents of any 
W1re or oral communication by an electronic 
mecha~ical, or other device. Other forms of 
sur~e~llance are not within the proposed 
leg1slation. 

S. Rep. No. 1097, 90th Cong., 2d Sess. 90 (1968). 
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devices monitor only a physical characteristic of the 

lndividual r i.e., motion and location. United States v. 

Dionisio indicates that if only a physical characteristic 

of an individual, rather than the sUbstantive contents 

of a conversation, are obtained through the use of 

electronic devices, the Supreme Court would be unwilling 

to recognize as reasonable an expectation of privacy. 

Electronic tracking devices, voice exemplars, and mail 

covers are all evidence-gathering devices, but since 

none of these investigatory tools reveals the substantive 

contents of an individual's communications, their use 

should not be deemed searches within the Fourth 

Amendment. Such tracking devices are no more intrusive 

than the use of high powered binoculars, searchlights, 

airplanes, or helicopters. Since electronic tracking 

devices merely augment constitutionally acceptable 

surveillance techniques, there is no apparent rationale 

for concluding that the use of such devices rehders 

otherwise permissible searches unconstitutional: 

If such surveillance without such technology 
is not a "search" within the Fourth Amendment, 
there is no reason to hold otherwise, where such 
technology is present, unless civil liberties are 
somehow seen to call for inherently inefficient 
police work; inefficiency itself ought not,be the 
goal of limitations in this field. Such a proposi
tion would, for example, if pressed to limits of 
its logic, argue that a blind policeman would be 
better for civil liberties than a sighted police
man, not because he could not see where he ought 
not look, but because he could not see at all. 
Freedom rests in measured police power, not hobbled 
police work.63 

63Electroni,~surveillan<?_~_L,~o~t of the Nation~l 
Commission for the Review of Federal and State L~W~ 
Relating to Wiretapping and ElectFonic __ S-urveillance 
205-06 (concurring remarks). 
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III. Recent Decisions A 1 
DGVices na yzing Electronic Tracking 

,r34 Two ' 
recent decisions directly address 

the question 
of whether the ' warrantless lnstallation f 

o an electronic 
tracking device (ETD) , ln motor vehl' 1 c es constitutes an 
unreasonable search within the 

Fourth Amendment. The 
Fifth Circuit, in United States 

------~~~~~V~.~H~o~l~m~e~s, has initially 
held that the warrantless 

use of a "bumper beeper" 
violates the Fourth Am d 

en ment, but a rehearing en banc 

is pending and the decision mav be 
.1 reversed. 

,r 35 In Holmes, stat I' 
e po lce attached an electronic 

tracking device t 
o a van owned by a person who had 

agreed to sell an undercover agent 
300 pounds of mari-

juana. The agents did not secure 
a search warrant. 

Two days later, airborne 
narcotic agents followed the 

transmitting signal to a 
shed which housed 1,200 

pounds of marijuana d 
an arrested several people. 

At trial, the defendants argued, 
inter alia, that 

the installation of h 
t e "bumper beeper" constituted 

an unlawful search. 
The district judge concluded that 

the use of the beeper constituted 
an illegal search 

because th e agents failed to obtain a search warrant 
prior to 

installing the electronic tracking device. 
,r36 The Fifth Circuit affirmed the 

decision, stating 
that the installation of the elect ' 

, ronlC tracking 
devlce constituted a search 

within the Fourth Amendment 
since the purposeof the b 

eeper was "to unearth evidence 
of crime and the identity of 

associates in crime for 
197 
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criminal prosecution. ,,64 

~37 The court also asserted that the warrantless use 

of the "bumper beeper" violated the defendant's reason

able expectation of privacy. Nevertheless, a more 

65 
recent Fifth Circuit decision, United States v. Perez, 

In indicates a possible shift in the court's attitude. 

Perez, a tracking device was installed in a television 

set bartered fo~ drugs. The Fourth Amendment issue 

was not presented on appeal and the court indicated 

that it "need not at this time solve the riddle of whether 

an electronic 'bug' installed in the television found in 

[defendant's] car at the time of his arrest .• . con-

h wl'thl'n the strl'ctures of the Fourth stituted a searc 

66 Amendment." The court,'however, took the opportunity 

to hold that the defendant had no reasonable expectation 

that the television would be "cleansed of any device 

designed to uncover the tainted transaction or identify 

, 1,67 
the partles. 

64 
521 F.2d at 864. 

65 526 F.2d 859 (5th Cir. 1976). 

66 Id . at 862-63. 

67 Id . at 863. The court did, however, distinguish the 
case from Holmes. It noted the lack of probable cause 
in Holmes which was present in Perez. 

Additionally, unlike Holmes wher7 the bug was pu~ 
on the defendant's vehicle then ln the constructlve 
possession of the defendant, the "bug" here was , 
installed while the TV was in the rightful possesslon 
of the government agents. Id. at 863. 

198 

\. 

.~ 

~13 8 

dealer ordered two large drums of caffeine from a 

chemical company. Government agents learned of the 

order ~nd placed an electronic tracking device in one 

of the drums without securing a prior court order. Al-

though the defendant drove "circuitously" after picking 

the order up, federal agents in an airplane were able 

to follow him to a garage. Pursuant to a court order, 

a second electronic tracking device was installed in a 

pickup truck parked in the garage. When this second 

"beeper" malfunctioned, the agents obtained another 

court order to repair or replace the device. The 

defendant, who was subsequently prosecuted for possession 

of narcotics, argued that the warrantless installation 

of the electronic tracking device in the drum of 

caffeine constituted a search in derogation of his 

reasonable expectation of privacy. The government 

maintained, inter alia, 1) that the installation of the "beep-

er" did not constitute either a search or seizure, 

and 2) that the defendant had no reasonable expectation 

of privacy while traveling on a public road. The court 

summarily concluded that the installation of the electronic 

tracking device constituted a search since it aided the 

a.gents in discovering "evidence and instrumentalities 

of crime which would incriminate [the defendantJ.,,68 

68 395 F. Supp. at 44. 
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that t he "bee_per" merely augmented The court did recognize 

" h' h l.'S not proscribed by the visual surveillance, w l.C 

Fourth Amendment" and that the use of the electronic 

bl to the electronic tracking device was not compara e 

l.'n Katz.69 Nevertheless, it concluded eavesdropping 

could entertain a reasonable expectation that a person 

of privacy concerning his movement and location: 

Not only criminals take steps to ensure tha~ theI 
Ot followed. Peonle conceal the locatl.on 0 

are n - l' t' t purposes their personal property for egl. l.ma 7 - [th . 
The beeper makes this impossible. Whl.le e 
defendant's] expectation of privacy may, seem, t 
minimal when compared to that expected l.nIpr7~~ e 
conversations, it is nevertheless real. Wl. 
not allow the government to ride rOUghShOd,Q~e~ d 
that right. The implanting of the beeper l.n rl.~~e 
an expectation of privacy protected by the Four 
Amendment. 70 

The court identified three significant factors: 

the Fourth Amendment's prote~tion against 
1. unreasonable searches and sel.zur~s should 

be liberally construed; 71 

2. the government's admittedly cOnttrad!~;~~yy 
osition that a warrant ~as no ~ec , 

~or the initial electronl.C trackl.ng devl.ce 
notwithstanding the fact that ~udi~ial"beepers". 
approval was sought for the ot er wo , 
and 

69The court stated: 

I do not equate the uninvited shadower ~n ~h~S 
instance with the "uninvited ear" descrl.be l.n 

, in and "bugging" cases. The Supreme , ~~~~~a~~ci;ions dealing with the uS7 of elec~ronl.c 
surveillance have all involved,t~e l.nt7rcep~l.on 
of conversations. Any surreptl.tl.OUS ll.stenl.n~ 
to the privately spoken word invades an,area ln 
which we have an extraordinary expectatl.on of 
privacy. Id. at 44. 
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3. the absence of any -"exigent circumstances" that 
would have prevented the agents from obtaining 
a s~arch warrant. 72 

,40 Both Holmes and Martyniuk concluded that the agents 

would not have been able to obtain the same evidence 

without the tracking device. It can be argued, however, 

that several hundred skilled agents reinforced by air

borne patrols might have been able to maintain constant 

visual surveillance without the "bumper beeper," albeit 

at a prohibitively high cost. It is difficult to see 

how the suspect's constitutional right to privacy would 

be no less intruded Upon if one hundred skilled officers 

trailed him instead of one agent equipped with electronic 

tracking equipment. 

'141 Both Holmes and Martyniuk recognize that unaided 

visual surveillance is not proscribed by the Fourth 

Amendment. 73 There are two differences between the use 

of an electronic tracking device and unaided visual 

surveillance: 

1. a suspect is mUch less likely to detect 
surveillance which utilizes a "bumper 
beeper"; 

2. the electronic tracking device is considerably 
more efficient,given the limited resources of 
most police forces. 

,42 The Holmes decision is partially attributable 

to its reliance upon the "trespass doctrine." Instead 

of comparing the use of an electronic tracking device 

72
395 F. Supp. at 43. 

73 521 F.2d at 866; 395 F. Supp. at 44. 
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to police surveillance by several, experienced officers, 

the Holmes court decided that: 

[t]here appears to be slight if any difference 
between installing a beacon on the underside of a 
car and hiding an agent in the trunk who signals 
the location of the car by radio. 74 

As discussed earlier,' Katz abandoned the "physical 

trespass" doctrine in favor of a "'reasonable expectation 

of privacy" test for determining whether a search was 

wi thin the parameters of the Fourth Amendment . 

• 43 Holmes's equating the electronic tracking device 

with an unauthorized wiretap was rejected in Martyniuk. 

An electronic tracking device conveys information comparable 

to that obtained by voice exemplars. If an individual's 

location and movement are not deemed constitutionally 

protected when hundreds of skilled agents and airborne 

patrols equipped with gyrostabilized binoculars and 

searchlights follow an individual, why should the 

rule be different for electronic tracking device sur-

veillance? 

,44 Both Holmes and Martyniuk also failed to consider 

the worthlessness of any procured search warrants if 

the van or drum were to be driven out of the local 

court's jurisd~ction. Neither case looked to the Supreme 

Court's resolution of a similar problem in Carroll and 

Chambers. Neither Holmes nor Martyniuk directed attention 

toward the demonstrably lower constitutional protection 

74 521 F.2d at 865 note 11. 
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~46 If the analysis of these materials is accepted, 

the court order would not have to be based on a showing 

of probable cause. Nevertheless, such an order, issued 

by a detached and independent magistrate, would lend 

greater legitimacy to the investigatory technique. 

~47 Although a court order might be desirable for these 

reasons, it should not, as discussed above, be necessary. 

It must be emphasized, too, that a danger exists that, 

should investigating officers establish a policy of 

obtaining prior judicial approval, the courts may then 

hold them to that policy.79 The officer might effectively 

circumvent this pitfall by asserting, when called upon to 

justify this investigatory technique, that no prior 

judicial authorization was required, but that he.took the 

additional precaution of securing the court order to 

protect himself from tort liability. 

~48 Finally, the extra-jurisdictional effect of a court 

order authorizing the installation of an electronic 

tracking device must be considered since it is likely 

that the monitored motor vehicle will occasionally be 

driven out of the issuing court's jurisdiction. Since 

79 In Un~ted States v. Martyniuk, the court asserted: 

The government advances contradictory 
positions. They contend that placing the 
beeper in the drum was not a search, nor did it 
invade any expectation of privacy. However, the 
government sought court approval to install the 
second and third beepers. 

395 F. Supp. at 44. 
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the issuing court will probably be a court of limited 

jurisdiction, the electronic tracking device order 

will have no effect outside of the court's jurisdiction. 

The monitoring agents will be required, absent special 

circumstanges, to obtain a new court order;n h ... eac juris-

diction through which the vehicle passes. It could be 

argued that removal of the electronic tracking device 

from the local jurisdiction, in which an order had 

been issued, con t't t " . s ~ u es ex~gent circumstances" in which 

it would not be necessary to obtain a court order. For 
r 

example, driving the monitored vehicle out of the 

jurisdiction is comparable to police officers chasing 

a fleeing felon out of the jurisdiction of their 
. . 80 

comm~ss~on as officers. !1oreover, since the basic 

constitutional purpose of secur;ng a w t' ... arran , ~. e., a 

determination of probable cause made by a neutral and 

detached magistrate, would have been satisfied in the 

jurisdiction which initially i~~~~d-the court order, 

no constitutional infirmities can be perceived in such 

an" . t . ex~gen c~rcumsta.nces" analysis. 

80Cf . 
--. Un~ted States v. Bishop, 19 Crim. L. Rptr. 

2134 (5th Cir. April 28, 1976). 
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Addenda and Errata 

(Double underlining indicates corrected material) 

"8; Note 8: 

"9; Note 1 0 : 

"11; Note 16: 

correction: united states v. Holmes, 521 F.2d 

859, 866 (5th Cir. 1975), aff'd en banc by an 

egually divided court, 537 F.2d 227 (5th Cir. 1976); 

united States v. Martyniuk, 395 F. Supp. 42, 45 

(D. Or., 1975), rev'd in part sub nom. united states 

v. Hufford, 539 F.2d 32 (9th Cir.), cert. denied, 

429 u.s. 1002 (1976). 

But cf. United States v. Worthington, 544 F.2d -- --
1275, 1280 n .. 4 (5th Cir.), cert. denied, 434 

u.s. 817 (1977) (under the "plain view" doc

trine the officers must discover the evidence 

by inadvertence while they have a legitimate 

reason for being present~ however, the fact 

that the agents expected to find marijuana , 

does not destroy the necessary inadve~tence.) 

Add: Accord, united States v. Freie, 545 F.2d 

1217, 1223 (9th Cir. 1976) (after Katz, the Hester 

"open field" doctrine means that an individual 

has no reasonable expectation of privacy with 

respect to open fields), cert. denied, 430 U.S. 

966 (1977). 
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"11; Note 16: 

,i 19B: 

Correction: Cf. in Gedko v. Heer, 406 F. Supp. 

609 (W.D.Wisc. 1975), cert. denie~, 558 F.2d 

840 (7th Cir. 1978) . • • Id. at 615. 

Doubts have recently been expressed about 

the warrantless use of binoculars and telescopes 

as aids to visual surveillance. See United states 

v. Kim, 415 F. Supp. 1252 (D. Ha~ii 1976). The 

court held that the use of artificial aids to 

observe activity in a person's home intrudes 

on privacy and constitutes a search. ld. at 

1256. The court felt that where government 

agents have probable cause to suspect crim-

inal activity and feel the need fnr telescopic 

surveillance, they can apply for a search warrant. 

"Plain view" means "unaided plain view"; under 

~ the defendant's subjective expectation 

of privacy is irrelevant. ld. at 1256. 

Kim raises legitimate concerns, but the 

precise holding in the case is not as broad 

as the language above would indicate. The court 

ruled that there is no reasonable expectation 

of privacy regarding shared public areas in 

apartments, condominiums, or open balconies. 

ld. at 1258. The court found objectionable 

the use of high-powered telescopes to view 

the interior of the apartment. la. at 1257. 
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The court noted that the apartment, located 

high above street level, was ope~ to visual 

surveillance only by te1escop~c means. Id. at 1256. 

See also People. v. Arno, 25 Crim. L. Rptr. 2084 

(Cal. ct. App. April 7, 1979) .. Police use of 

binoculars to .peer into an eighth floor office 

from a ~i11top vantage point two hundred to 

three hundred yards away was specifically dis-

approved of. Citing both Katz and Kim, the 

court held that both the Fourth Amendment and 

the state constitution's right of privacy 

created a reasonable expectation of privacy 

with respect to activities which cannot be 

seen by the naked eye. Id. at 2085. The 

court warned, however, that the evidence might 

not be suppressed "where the observed activity 

involves a 'substantial risk of life,' rather 

than the 'pornographic business activity observed 

here." Id. at 2085. 

Contra Commonwealth v. Wi11i~ns, Pa. Super. 

Ct. , 396 A.2d 1286 (1978) Police observed 

defendants in their third floor apartment from 

the third floor of a building thirty to £orty 

feet away using binoculars anJ a startron (a 

device permitting the observer to see into areas 

which would appear dark to the naked eye or 
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1/20: 

1/21; Note 37: 

1/23A: 

The 
or through conventional binoculars). 

court admitted the evidence f' d' , l.n l.ng no viol-
ation of the Fourth Amendment. 

Correction: I D 3 n ean V. Superior Court, 5 . . . 
not within the sphere of protection of the 

Fourth Amendment: 

When the police have a plain view of 

contraband from a portion of h t e premises 

as to which the occupant has exhibited 

no reason~ble expectation of privacy, 

there is ~ search in a . 

Correction: 37 Cal. App.3d 836, 112 C 1 a . 
Rptr. 764 (2d Dist. 1974). 

Recent cases continue t 
o uphold the warrant-

less use of flashligh"ts and other lights. 

United States v. Coplen, 541 F.2d 211 (9th 
Cir. 

1976) (agent shined flashlight into the back 

of private plane k d ' 
par e l.n hanger area), cert. 

denied, 429 U.S. 1073 (1977); Baledge V. State, 

554 P.2d 1388 (Okla. Crim. App. 1976) 
(shining 

flashlight into car to view what 
is in plain 

sight is not a search); Peop'le R d ' _ . V. U aSl.l, 53 

App. Div. 2d 541, 386 N.Y.S.2d 
408 (1st Dep't 

1976) 
(shining flashlight into front seat of 

car is not a search); People 
_ V. Weslex, 88 

Misc.2d 177, 387 N.Y.S.2d 34 
(App. Term 1976) 
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,,24; Note 42: 

"26; Note 4 5 : 

"28; Note 50: 

"28; Note 53: 

(shining ultraviolet light on defendant's 

type O f paste placed on fire hands to check for 

alarm box handles was not a search). 

Correctionr- Uniteu states v. Balistrieri, 403 F.2d 472 

1968) cert. denied, 394 u.s. 985, (7th Cir. , 

vacated and remanded, 395 u.s. 710 (1969), 

aff'd 436 F.2d 1212 (7th Cir.), cert. denied, 

4 0 2 U. S. 953 '( 1971) • 

, Unl.'ted states v. Leonard, 524 Correctl.on: 

F.2d 1076 (2d Cir. 1975), cert. denied, 425 

u.s. 958 (1976) .•. 

correction: 338 u.s. 160 (1949). 

correction: Id. at 52; accord, Texas v. White, 

423 U.S. 67 (1975). 

t ' 403 u.s 443, 460-62 (1971) (footnote Correc l.o!!.: 

omitted) • 

Add at end: United States v. Sherriff, 546 -- ----
F.2d 604 (5th Cir. 1977). 

Recently, the Eighth Circuit in united States 

594 F. 2d 1190 (8th Cir. 1979), has v. Bruneau, 

held that tracking an airplane in flight with 

a transponder is not a search within the Fourth 

Amendme:nt. In that case Federal agents had 
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"31; Note 60: 

"32; Note 61: 

probable cause to believe the defendant was 

about to purchase a particular plane for use 

in his marijuana smuggling operation. At the 

consent of the owner of the plane, but with-

out a warrant, officers planted a beeper on 

the plane just prior to the sale. The court 

engaged in a bifurcated analysis to deter-

mine whether the use of the transponder con-

stituted a search by separately analyzing the 

Fourth Amendment implications of both the 

installment and the monitoring of the beeper. 

Id. at 1194. The court held there was no 

violation of the Fourth Amendment due to the 

instal~ation because the owner consented. It 

held the monitoring did not violate the Fourth 

Amendment because, due to the extensive moni-

toring of planes to avoid collisions, there 

is no reasonable expectation of privacy in the 

airborne location of an airplane. Id. at 1197. 

Correction: Katz v. United States, 389 U.S. 

347, 361 (1967) (Harlan, J., concurring). 

Cf. Johnson v. United States, 367 A.2d 1316, 

1318 (D.C. Ct. App. 1977) (decision to place 

car under surveillance does not present Fourth 

Amendment problems, since there is no invasion 

of constitutionally protected privacy in ob-

serving what is visible for all to see). 
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'133; Note 63: 

'134; Note 63A: 

,r 37; i.\Iote 65: 

'138; Note 68: 

'138; Note 69: 

'138; Note 70: 

'139; Note 71: 

'139; Note 72: 

'141; Note 73: 

'141; Note 73: 

correction: Electronic Surveillance, Report 

of the National Commission for the Review of 

Federal and State Laws Relating to Wiretap-

ping and Electronic Surveillance, pp. 205-06 

united States v. Holmes, 521 F.2d 859 (5th 

Cir. 1975), aff'd per curiam in part on 

rehearing, 537 F.2d 227 (5th Cir. 1976). 

Correction: 526 F.2d 859 (5th Cir.), cert. denied, 

429 u.S. 846 (1976). 

Correction: 395 F. Supp. ~, 44 (D. Or. 1975), 

aff'd in part and rev'd in part sub nom., United 

States v. Hufford, 539 F.2d 32 (9th Cir.), 

cert. denied, 429 U.S 1002 (1976). 

Correction: lvIartyniuk, sUEra note 68 at 44. 

Correction: Martyniuk, supra note 68 at 44. 

Correction: !-'lartyniuk, su:era note 68 at 44, 

citing Boyd '11- • united States, 116 U.S. 616 (1886) . 

Correction: Hartyniuk, su:era note 68 at 43. 

Correction: united States v. HolJ.J'\~, 521 F.2d 

859, 866 (5th Cir. 1975), aff'd per curiam 

in Eart on rehearing, 537 F.2d 227 (5th Cir. 1976); 

Hartyniuk, sUEra note 68 at 44. 

Correction: Holmes, supra note 73 at 865 n. 11. 
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'145; Note 78: 

'147; Note 79: 

'148; Note 80: 

'148A: 

Correction: ..• Bivens v. Six Unknown Agents, 

403 u.S. 388 (1971) 

Correction: 395 F. Supp. 42, 44 (D. Or. 1975), 

aff I d in Eart and rev'd in Eart sub nom., United 

States v. Hufford, 539 F.2d 32 (9th Cir.), 

cert. denied, 429 u.S. 1002 (1976). 

Correction: Cf. United States v. BishoE, 

530 F.2d 1156 (5th Cir.), cert. denied, 429 

U.S. 848 (1976). 

As indicated by several recent cases, the 

law concerning ETD's remains uncertain. Some 

courts continue to hold that attaching a beeper 

to the exterior of a car or plane constitutes 

a search under the Fourth Amendment. United 

States v. Holm~s, 521 F.2d 859, 865-66 (5th Cir. 

1975), aff'd per curiam in part on rehearing, 

537 F.2d 227 (5th Cir. 1976). Others reject 

the view that mere exterior attachment consti-

tutes a "search." United States v. Pretzinger, 

542 F.2d 517, 520 (9th Cir. 1976); United 

States v. Frazier, 538 F.2d 1322, 1326 (8th Cir. 

1976), cert. denied, 429 U.S. 104~ (1977). These 

courts rely on the Supreme Court's holding in 
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Cardwell v. Lewis, 417 u.s. 583, 592 (1974) 

(warrantless examination of a car's exterior 

not unreasonable) (see '130, supra). There is 

general agreement, however, that placing a 

beeper inside a vehicle or opening a closed 

package in the suspect's constructive or actual 

possession does constitute a "search." united 

States v. Hufford, 539 F.2d 32,34 (9th Cir.), 

cert. denied, 429 u.s. 1002 (1976). In united 

States v. Moore, 562 F.2d 106 (1st Cir. 1977) 

the court distinguished between attaching war-

rantless beepers to contraband and ~tolen goods 

on the one hand and non-contraband objects on 

the other. Since the owner of the non-contra-

band goods enjoys an expectation of privacy, the 

courts will suppress evidence obtained through 

the use of warrantless beepers, even where the 

legally possessed substance will, in all like-

lihood, be used to manufacture an illegal drug. 

Id. at Ill. 

warrantless use of beepers has been sus-

tained by applying the traditional exceptions 

to the Fourth Amendment warrant requirement. 

More use could be made of the "exigent circum-

stances" exceptions; "hot pursuit," United 

States v. Frazier, 538 F.2d 1322, 1324-25 

(8th Cir. 1976), and "fleeting opportunity," 
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Coolidge V.New Hamphshi~ 403 U.S. 443, 460 

(1971) (automobile search permitted when jus-

~ified by "fleeting opporturiity"); See also --
Chambers v. Maroney, 399 U.S. 42, 51 (1970) 

(warrantless search justified where the con

tents of the automobile might be lost if a 

warrant were requ.1'red' F ' , ,. raZ.1er.1S a "beeper" 

decision decided expressly on a finding of 

exigent circumstances. S 1 ee ~ United States 

v. Shovea, 580 F.2d 1382 (19th Cir. 1978): 

cert. denied, ___ U.S. _, 99 S. Ct. 1216 

(1979); _u_n_i_t_e~d~S~t~a~t=e=s~v~.~F~r~en~C~h 414 F S , . upp. 

800,,804--06 (W.D. Okla. 1976) (1 ' a so .1nvoking 

the "open fields" exception "). In EmerZ, 541 

F.2d 887, 888-89 (1st Cir. 1976), the "border 

search" t' excep .1on excused the~rrantless in-

sertion of a beeper in a package. Some courts 

apply the "consent" exception where a beeper 

is installed in an obJ'ect ' pr.1or to delivery 

to the defendant. U 't d n.1 eStates v. Hufford, 

539 F.2d 32, 35 (9th Cir., cert. denied, 429 

U.S. 1002 (1976); United States v. Bruneau, 

594 F.2d 1190 (8th Cir. 1979)· Houlihan v T 
' I • exas, 

551 S.W.2d 719, 722 (Tex. Crim. App. 1977), 

cert. denied, 434 U. S. 955 (1977) (no viola-

tion of defendant's Fourth Amendment rights 

where beeper was installed in a van owned by 

the Houston Police Department prior to its 
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delivery to defendant to be used in trans-

porting marijuana); united States v. Abel, 

548 ·F.2d 591 (5th Cir.), cert. denied, 437 

u.S. 956 (1977) (no violation of defendant's 

Fourth Amendment rights where agents obtained 

prior approval of owner to install beeper 

on aircraft used in smuggling marijuana) . 

But ,see United States v. Bobisink, 415 F. Supp. 

1334, 1338 n. 5 (D. Mass.), aff'd sub nom., 

united States v. Moore, 562 F . .2d 106 (lE;;t 

Cir. 1976) (defendant's Fourth Amendment 

rights violated when agents placed beeper 

inside packages of non-contraband chemicals 

commonly used to manufacture a controlled 

substance) . 

In Hufford, the court upheld the warrant-

less monitoring of beepers attached to cars, 

concluding that an individual has no reasonable 

expectation of privacy while driving on public 

roads, .539 F.2d 32, 33-34 (9th Cir.), cert. 

denied, 429 u.S. 1002 (1976). The Frazier 

court reached the same conclusion, 538 F.2d 

1322, 1324 (8th. Cir. 1976). See also Fotianos 

v. State, 329 So.2d 397 (Fla. Dist. ct. App. 

1976) (no violation of defendant's Fourth 

Amendment rights where police implanted an 

electronic beeper on defendant's van and 
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maintained independent visual surveillance 

continuouSly from trailing police cars). 

There is a divergence of opinion regarding 

the installation and monitoring of beepers 

in Pl:!·ckages or other" obj ects. Some cases 

hold that a citizen may reasonably assume 

that what he buys will not contain an "elec

tronic spy," and that a seller of an item 

cannot waive the purchaser's rights by con

senting to the beeper's installation. United 

States v. Bobisink, 415 F. Supp. 1334, 1338 

n. 5 (D. Mass.), aff'd sub nom. , United States 

v. l~loore , 562 F.2d 106 (1st Cir. 1976) • Other 

cases hold that a purchaser or recipient of 

contraband, or items used in criminal activity, 

does not have the right to expect that his 

activities could remain concealed from elec

tronic detection. ,United States v. French, 

414 F. Supp. 800, 803-04 (W.D. Okla. 1976). 

See ~ United States v. Perez, 526 F.2d 

059, 863 (5th Cir. 1976); Carr, "Electronic 

Beepers," 4 Search and Seizure Law Report, 

no. 4, 1-4 (April 1977). 

Two recent cases involved the use of a 

device somewhat different from a beeper. One 

device, known as a transponder or "blipper," 

generates a specially coded radar signal that 

appears distinctly different from ordinary 
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radar blips. Unlike beepers, its signal 

will showup on a radar screen even when the 

monitored plane is flying below radar cover. 

In People v. Smith, 67 Cal. App.3d 638, 136 

Cal. Rptr. 764 (Dist. Ct. App. 1977), police, 

with the owner's permission, installed the 

device without the defendant's knowledge after 

the plane had been rented to the defendant. 

The court held that the warrantless installa

tion of the transponder violated the defen-

dant's Fourth Amendment rights. The court stated: 

While the owner of the Cessna unlocked 

the aircraft and installed the trans-

ponder for the police, the fact remains that 

the airplane was rented to [the defendant] 

. [and] was under [his] possession 

and control when the tracking equip

ment was installed. Clearly [the owner] 

did not have authority to install the 

[device] for the police. Moreover, 

[since the officer] was aware of the 

rental agreement, the 'good faith mistake' 

rule does not apply here. 

67 Cal. App.3d 638, 647, 136 Cal. Rptr. 764, 

768 (Dist. Ct. App. 1977). In United States 

v. Kilgus, 571 F.2d 508, 510 (9th Cir. 1978), 

customs officials used a remote sensing device 
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(FLIR - Forward-Looking Infrared System), which 

uses infrared light rays to detect and track 

targets, to link defendants with a marijuana 

smuggling operation by tracking their DC-3 

from California to Las Vegas. Concluding that 

FLIR has not yet attained general acceptance 

in the scientific community, the Ninth Circuit 

barred the evidence. 

Shepardized through May, 1979. 

Crim. L. Rptr. checked through Nay 30, 1979. 

Lexis checked on June 5, 1979. 
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Pen Registers (and In-Progress Traces) 
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Summary 

A pen register logs outgoing numbers dialed from a 

particular telephone; an in-progress trace identifies the 

numbers from which incoming calls originate. The use of the 

pen register or the in-progress trace does not appear to be 

constrained by either the First, Fourth, or Fifth Amendments. 

Litigation has dealt almost exclusively with the pen register. 

The pen register is not subject to Title III. Similarly, 

the trend of recent cases is to find 47 U.S.C. §605 in-

applicable to pen registers. Judicial authorities for these 

investigative devices may be obtained in one of three ways: 

1. an order, ~nalogous to a search warrant, sup-

ported by probable cause (possibly accompanied 

by an order compelling telephone company co-

operation); 

2. an order not based on probable cause (probably 

not accompanied by an order compelling tele-

phone cooperation), even though a search-warrant-

like order is not required; 

3. a grand jury subpoena, not based on pro~able 

cause, even if a search-warrant-like order is 

required. 
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I. The Device 

'2 A pen regist~r logs numbers dialed from a particular 

telephone.
l 

Attached to a given telephone line, usually 

at a central office, the pen register records on a paper 

tape dashes equal in number to the number dialed. The 

numbers from which incoming calls originate are not 

identified. The pen register does not indicate whether 

the call is completed or the receiver answered and neither 

records nor monitors conversations. A Touch Tone decoder, 

a device analogous to the pen register, is used for 

touch telephones and prints out the number in arabic 

numerals, rather than as a series of dashes. 2 In the normal 

course of telephone company business, the pen register is 

employed to determine whether a home phone is being used 

to conduct a business,3 to check for a defective dial,4 

to check for overbilling,S or to document wire fraud vio

lations. 6 The pen register is also used within the con-

lUnited States v. Giordano, 416 Q.S. 505, 549 n.l 
(1974) (Powell, J., concurring in part, dissenting 
in part). 

2united States v. Focarile, 340 F. Supp. 1033, 1039-
40 (D. Md. 1972), aff'd sub nom. United St~tes v. 
Giordano, 469 F.2d 522, 473 F.2d 906 (4th C1r. 1973), 
aff'd, 416 U.S. 505 (1974) (description of TR-12 
Touch Tone Decoder). 

3schmukler v. Ohio-Bell Tel. Co., 66 Ohio L. Abs. 
213, 116 N.E.2d 819 (Common Pleas, Cuyahoga Co. 1953). 

4united States v. Dote, 371 F.2d 176, 181 (7th Cir. 1966). 

,6United States v. Clegg, 509 F.2d 605 (5th Cir. 1975) 
(use of "blue box"). 

,I' 
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text of an ongoing criminal surveillance, in which the 

monitoring is performed without the consent or know-

ledge of either the telephone subscriber or the intended 

recipient of the telephone call. In this context, however, 

the use of the pen register has engendered considerable 

controversy and, unfortunately, needless confusion. 7 

Questions concerning the pen register are answered in 

different ways by different courts or are often not an-

swered at all. 

An in-progress trace complements the pen register 

and identifies the number from which incoming calls 

.. 8 h 
or1g1nate. T e trace is often used in tracking'down 

the source of annoying or obscene telephone calls. 9 The 

device, however, like the pen register, is also useful 

in electronic surveillance. lO Litigation over the use of 

in-progress traces, unlike the pen register, is scant. 

Reflecting the similarity of the intrusions, the devices 

will, however, probably be treated similarly. 

7Nationa1 Commission for the Review of Federal and State 
Laws Relating to Wiretapping and Electronic Surveillance, 
Report on Electronic Surveillance 120 (1976). 

8State v. Hibbs, 123 N.J. Super. 152, 301 A.2d 789 
(Mercer Co. 1972), aff ' d,123 N.J. Super. 124 301 

A.2d 775 CAppo Div. 1973). ' 

9 
Id.; see also State v. Vogt, 130 N.J. Super. 465, 327 
A~d 6~(App. Div. 1974). 

10 
§~e In re In-Progress Trace, 138 N.J. Super. 404, 

351 A.2d 356 CAppo Div. 1975). 
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II. Is a court order necessary to authorize a pen 

register? 

A. Federal Constitutional Constraints 

The relation of the pen register to search and 

seizure wi thin the Fourth Amendment is unset'cleo in t:1e 

courts. ll For the most part, courts only state that 

h d
' 12 

the pen register is not a general searc an se~zure. 

An analysis of existing precedent supports the 

conclusion, however, that the use of a pen register 

does not constitute a "search and seizure" of which 

the phone subscriber may complain. The following argu

ments may be made in support of this proposition: 

First, as a threshold matter, it is necessary 

to show standing to raise the Fourth Amendment issues. 

The rights guaranteed by the Amendment are personal 

,and a defendant must show that his rights were i.nvaded 

before a court will permit him to present the question 

f d 
" 13 or ec~s~on. 

By analogy to the recent cases involving 

llsee united States v. Giordano, 416 U.S. 505, 554 
n.4 (1974) (dissenting opinion of four Justices) .. 

l2see, e.g., In re Alperen, 355 F. Supp. 372, 374-
75-(5. Mass.), aff1d, 478 F.2d 194 (1st Cir. 1973); 
United states v. Lanza, 341 F. Supp. 405, 433 (D. 
Fla. 1972). 

13see Wong Sun v. united states, 371 U.S. 471 (1962). 
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bank records, the pen re~ister tapes appear to be 

the property of the telephone company and not of the 

subscriber. A typical defendant, therefore, would be 

without standing to complain,15 

Second, the Fourth Amendment protects the in for-

mation that a reasonable and prudent man would consider 

to be hidden from the public. The proper standard 

with which to measure the pen register under the Fourth 

Amendment requires, not only that there be an actual 

expectation of privacy on the part of the telephone 

subscriber, but also a showing that the expectation is 

one which is recognized by society as reasonable.
16 

A strong argument can be made that there is no 

reasonable expectation of privacy with respect to the 

dial pulses detected and recorded by the telephone 

company. In placing a call, a telephone subscriber uses 

equipment owned by the telephone company and voluntarily 

exposes the dial pulses to tbe company and its employees. 

Consequently, it is unreasonable for a subscriber to 

assume that his call, passing through the telephone 

l4U ' 
(
' n~ted States v. Miller, 44 U.S.L.W~'4528, 4529 
Sup. Ct., April 21, 1976); California Bankers 

Assln v. Shu~tz, 416 U.S. 21 (1974). 

l5But cf. Mancusi v. Deforte; 392 U.S. 364 (1968). 

l6U ' ,n7ted States v. White, 401 U.S. 745 (1971) (plurality 
0pl.nl.on) ; Katz v. United States,' 389 U S 347 361 
(1967) (Harlan, J. .. , concurring). 
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17 system, will remain a secret from the telephone company. 

Once this is accepted, it is clear that based on the concept 

concept of "shared privacy" there can be no further reason-

able expectation that law enforcement authorities will 

not learn of the call from the telephone company. 

[The Supreme] Court 'has held repeatedly 
that the Fourth Amendment does not pro
hibit the obtaining of information re
vealed to a third party and conveyed by 
him to government authorities, even if the 
information is revealed on the assumption 
that it will be used only for a limited 
purpose and the confidence placed in the 
third party will not be betrayed. 18 

Thus, under a "shared privacy analysis," if the tele-

phone company reveals the information, with or without 

legal process, the subscriber cannot complain. 19 

1/9 It is also well settled that toll call records 

17see United States v. Baxter, 492 F.2d 150, 167 (9th 
Cir:-1973), cert. denied, 416 U.S. 940 (1974); United 
States v. Gallo, 123 F.2d 229, 231 (2d Cir. 1941); 
cf. United States v. Miller, 44 U.S.L.W. 4528, 4530 
(Sup. Ct., April 21, 1976); DiPiazza v. United States, 
415 F.2d 99, 103-04 (6th Cir. 1969), cert. denied, 
402 U.S. 949 (1971). 

l8united States v. Miller, 44 U.S.L.W. 4528, 4530 
(Sup. Ct., April 21, 1976); see Hoffa v. United 
States, 385 U.S. 293, 302-03~966); Lopez v. 
United States, 373 U.S. 427, 438-39 (1963). But 
see Burrows v. Superior Court, 13 Cal. 3d 23a;-118 
Cal. Rptr. 166, 529 P.2d 590 (1974) (bank voluntarily 
relinquishing deposit records violates privacy). 

19 In United States ~. Ma~lo<?k, 415 U.S. 164, 171 n.7 
(1974), the Supreme Court explained that the relation
ship or authority required to justify a third-party 
consent search is a "mutual use of the property 
by persons generally having joint access or control 
for most purposes .... " §ee also Frazier v. Cupp, 
394 U.S. 731, 740 (l969). 
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are not within the scope of reasonable expectation of 

Privacy.20 Th ere seems to be no valid distinction be-

tween the expectations associated with local calls and 

those calls that cross the local b'll' 1 1ng zone. The 

majority of subscribers probably do not know the bound-

aries of their "local call" zone. Conseq~ently, there 

should be no more privacy , t d 'h aSSOC1a e W1t long distance 

than wi th local calls. 

~10 It is, moreover, not clear whether the dial pulses 

are "seized" by the pen reg~ster. h ~ T e Fourth Amendment 

is he16 not to bar the operat~on f ' ~ 0 a ma11 cover when no 

substantial delay in delivery 1.'S' 1 21 1nvo ved. By analogy, 

just as mail passes through the postman's hands as he 

copies the information written on the envelopes, the 

pen register and in-progress trace have no delaying 

effect on the dial pulses as th h ey pass t rough the 

device. 

1/11 Other commonly encountered constitutional objec-

tions are not present with respect t h o t e pen register. 

There is no violation of the F~fth ~ Amendment privilege 

20see Baxter and DiPiazza cases in note 17 supra. 

2lL t' . , uS,1ge~ v. Un1ted States, 386 F.2d 132, 139 (9th 
C1:. ~907), cert. denied, 390 U.S. 951 (1968); 
Un1ted States v. Leonard, 524 F.2d 1076 (2nd Cir. 
1975) (mechanically assisted mail cover upheld). 

229 



self-incrimination because there is 
against compulsory 

22 . . 1 1y 
subscriber to dial. Slml ar , 

no compulsion upon a 

a claim that the pen 
register has a "chilling effect" 

upon the exercise of First 
Amendment freedom of speech 

to b ar the use 0 f the device. A proper 
is insufficient 

balancing of in
First Amendment examination entails a 

mus
't necessarily by performed on a case by 

terests that 
tl dependant upon the 

case basis, and it is only par Y 

h 
. involved. It is doubtful, 

investigative tec nlque 

pen register would b,e held to con-
therefore, that the 23 

, p' t Amendment freedoms. 
stitute a restraint Qer ~ on lrs 

law enforcement context, the pen 
Moreover, in a criminal 

without the actual knowledge of the 
register is used 

The only "chilling effect" 
telephone subscriber. 

, rh that there 
be attributable to a conce 

possible would 

be a pen register on the telephone. 
may 

B. statutory Constraints 

1. TitIe..Q..!. 
1124 is not applicable 

It is well-settled that Title I 

277 U S 438, 462 
22See Olmstead v. uni~ed St~~;s~.W.2d ;6~, 712 (Iowa 
(1928); State v. Ho~llday, 44 U.S.L.W. 4514 
1969); ~~~ v: unlted9~~)~e~;ffa v. united states, 
(Sup. Ct., Aprll 21, 1 , 
385 U.S. 293, 303-04 (1966). 

23 408 U S 1 (1971); Donohue v. 
SceLaird~:_!?a~, .. Va. 1971), affld, 

Duli123;- 330 F. Supp: 308 (E.D. 
405 F:2d 196 (4th Clr. 1972). 

24public Law 90-351, 82 Stat. 197, 18 U.S.C. §§ 

2510-20 (1970). 
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to pen registers. 25 The reason most often given is that 

the device does not "intercept" conununications as that 

term is defined in the statute because there is no 

"aural acquisition of [the] contents of any wire or 

1 . t' ,,26 ora communlca lone The legislative history supports 

this conclusion: "The proposed legislation is not designed 

to prevent the tracing of phone calls. The use of a 

Ipen register,· for example would be permissible.,,27 

~l3 A pen register used concurrently with a wire

tap, however, is subject to Title 111.
28 In this 

situation judicial authorization for the pen register 

is necessary. Nevertheless, at least the Third Circuit 

holds that "an order permitting interception under 

Title III for a wiretap provides sufficient authoriza-

tion for the use of a pen register, and no separate 

25see , ~, United States V. Giordano, 416 U.S. 505, 
553 (1974) (dissenting opinion of four Justices); 
United States V. Illinois Bell Telephone Co., 531 
F.2d 809, 811-12 (7th Cir. 1976); United States v. 
Falcone, 505 F.2d 478 (3d eire 1974), cert. denied, 
420 U.S. 955 (1975); United States v. Brick, 502 
F.2d 219, 223 (8th Cir. 1974). 

26 18 U.S.C. §25l0(4) (1970). 

27 S . Rep. No. 1097, 90th Cong., 2d Sess. 90 (1968). 

28 See, ~, Korman v. United States, 486 F.2d 926 
(7th Cir. 1973); In re Alperen, 355 F. Supp. 372 
(D. Ma s s . ), a f f I d , 4 78 F. 2 d 194 ( 1 s t C i r . 1973); 
united States V. Lanza, 341 F. Supp. 405, 422 
(M.D. Fla. 1972); see also United States v. Focarile, 
340 F. Supp. 1033 (D. ~l972), affld sub nom. 
United States v. Giordano, 469 F.2d 522;-47~.2d 
906 (4th eire 1973), affld, 416 U.S. 505 (1974) 
(TR-12 Touch Tone decoder governed by Title III 
if used contemporaneously or subsequently with a~ 
sound transducer which converts the dial pulses 
into audible clicks). 
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29 
order for the latter is necessary." It should be 

easy enough to incorporate a request for authorization 

of the pen register into the application for the 

accompanying wiretap. 

2. section 605 

~14 In essence, section 605
30 

provides that, except 

as authorized by Title III, "no person" involved in 

receiving or transmitting interstate or foreign com-

munications by wire or radio may reveal the "existence:" 

or "substance" of that communication except upon 

"demand of. '. .lawful authority" or in certain other 

limited instances. The confusion in the case law on 

the pen register under section 605 may be briefly 

summarized: 

, d . d 31 
1. Supreme Court---Un1te States v. G10r ano: 

"Because a pen register device is not subject. to tJie 
provisions of Title III, the permissibility of its 
use by law enforcement authorities depends entirely 
on compliance with the constitutional requirements 
of the Fourth Amendment." The opinion went on to 
indicate in a footnote: 

The Government suggests that the use of 
a pen register may not constitute a search 
within the meaning of the Fourth Amendment. 
I need not address this question, for in 

29united States v. Falcone, 505 F.2d 478, 482 
( 3d Cir. 1974), cert. denied, 420 U.S. 955 
(1975). Accorn, cornmonWeaTEFl v. Vitello, Mass. 

, 327 N.E .. :d 819, 850 (1975):--

30 47 U.S.C. i605 (1970) . 

31 416 U.S. 505, 553-54 (1974) (dissenting opinion). 
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~y vi~w t~e const~tutiona1 guarantee, 
~ssum~ng 1tS appl1cability, was satisfied 
1n thl.s case. 32 

2: Third Circuit---United States V. Falcone· 33 

pen reg1sters are not within section 605 after 196~. 

3: Fifth Circuit---cf. United Stat Cl 34 
pen regl.ster pr~~ably not within section 6~~·vUnit~a~: 
State~ v: Lanza~ (dictum): pen register prob~b1y -
not wl.thl.n sectl.on 605 after 1968. ' 

4: Sixt~ Circuit---United States v. Cap1an: 36 

pen regl.ster vl.olates section 605' IRS su . 1 h 1d ' " ' ... mmons 
a so e l.nsuffl.cl.ent for disclosure of pen register 
~apes and would require a search warrant or grand 
Jury subpoena. But ~ DiPiazza V. United states 37 
Inte:n~l Revenue,Service investigative su~~ons heid 
suffl.cl.e~t for dl.sclosure of toll records if in
volved wl.th potential civil liability. 

5. Seventh Circuit---United 
~en reg~s~er violates section 605; 
l.S su~fl.cl.ent "lawful authority." 
v. Unl.ted States;39 United States 

States v. Finn: 38 

search warrant 
See also Korman 

v -:--00 te:40 

6. Eighth Circuit---United States v. 41 
pen regl.'st Brick: er not controlled by sectl.on 605. 

32 Id . at 554 n.4. 

33 505 F.2d 478 ( 3d Cir. 1974), cert. denied, 420 
U.S. 955 (1975). 

34 509 F.2d 605, 611 (5th Cir. 1975) . 

35 341 F. Supp. 405, 422 (M. D. Fla. 1972) (dictum) . 

36 255 F. Supp. 805 (E. D. Mich. 19(6) . 

37 415 F.2d 99 (6th Cir. 1969), cert. denied, 402 
U.S. 949 (1971). 

38 502 F.2d 938 (7th Cir. 1974). 

39 486 F.2d 926 (7th Cir. 1973). 

40 371 F.2d 176 (7th Cir. 
was overruled in part by 
at 931-32 n. 11. 

1966) . 
Korman 

Note that Dote 
supra n. ~ 

41 502 F.2d 219, 224 (8tl~i Cir. 1974). 
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, 42 
7. Ninth_.-s.-i.!'Eu~!:---~I.:li tod States v. K1ng: 

'ster-violates sectlon 605; a search warrant 
pe~ regRl le 41 l'S sufficient. (Request by special unaer u . 1 
a ent of United States ~ustoms Agency Servlce a so 
h~ld insufficient for dlsclosure of toll records 
under section 605.) 

, 11 43 8 State Law---(a) Commonwealth v. COYle 0, 
'. ter violates section 605 without warrant; 

pen regls 44 . 1 'th' tap (b) Peonle v. FUSCO, pen reg1ster a ong Wl Wlre 
ermissible; (c) Comm~nwealth v. Steh~,45 use of 

~en register no~ prohi~i~ed by state Wlretap statute; 
(d) Bixler v.' Hllle,46 (ld.). 

The inconsistency in these holdings is readily 

apparent. A close examination of the statute and 

its legislative history permits, however, the con

clusion that the use of the pen register should not 

be constrained by section 605. 

The pen register, unlike conventional electronic 

surveillance, does not divulge the existence of a 

communication. It records only a subscriber's 

47 
efforts to establish a communication. Its use 

should not, therefore, be governed by section 605, 

.. ' 

42 335 F Supp. 523 (S.D. Cal. 1971), aff'd ~n part, 
rev'd i~ part on other grounds, 478 F.2d 494 (9th 
Cir. 1973). 

43 Mass. , 291 N.E.2d 416 (1973). ---

4475 Misc.2d 981, 348 N.Y.S.2d 858 (Nassau Co. Ct. 
1973) . 

45 235 Pa. Super. 150, 338 A.2d 686 (1975). 

46 80 Wash.2d 668, 497 p.2d 594 (1972). 

47compare United States. V. Dote,.~71 F.2d ,~76 2d 
(7th Cir. 1966), wH:!! :!?lxler V. OllIe,,, 80 .ash. 
668, 497 P.2d 594-T1972--r.---seeNote, T~e Legal 

t . ts Upon the Use of the Pen Reglster as a 
Cons raln 11 L R 1028 Law Enforcement Tool," 60 Corne. eVa , 
1039-41 (1975); In r~~n-.Progress Trace, 138 
N.J. Super. 404, 412, 351 A.2d 356, 364 (App. 
Div. 1975). 
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which limits the inte;-ception of "communications." 

~17 The legislativ~ history of the 1968 amendment 

of section 605 clearly indicates, moreover, a con-

gressional intent to eliminate the influence of 

pre-1968 case law on wiretaps and pen registers 

under section 605: 

This [new] section is not intended merely 
to be a reenactment of section 605. The 
new provision is intended as a substitute. 
The regulation of the interception of 
wire or oral communications in the futurE" 
is to be governed by proposed [Title III] ... ~8 

Thus, as amended in 1968, the sole subject of section 

605 is radio communication. 

1/18 Finally, the section was to regulate the con-

duct of communications personnel only: "'Person' 

[within section 605] does not include a law en-

forcement officer acting in the normal course of 

his duties.,,49 It should not, therefore, include 

a telephone company employee acting as an agent of 

the government. 

~19 Even assuming that the pen register is within 

section 605, the "demand of lawful authority" excep-

tion need not necessarily be limited to subpoenas, 

surr~onses, or search warrants. There is no reason 

48 
g. Rep. No. 1097, 90th Cong., 2d Sessa 107 (1968). 

See also United .states v. ~, 4a8 F.2d 193, 195 
(9th Cir. 1973). " 

49 
~.R~. No. 1097, 90th Cong., 2d SesSa 108 (1968). 

fompaE.§. Nard~~ .. ~~ted States, 302 U.S. 379, 
'. . 381 (1937). 
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f a police officer official request 0 to exclude an , 50 
criminal investigatlon. involved in a legitimate 

III. 
be obtained to authorize a Can a court order 

p-er1register? 

enforcement officer may A law seek an order 

authorizing 
because he believes the pen -egister either 

the law (Fourth 
it etc.,) requires Amendment, statute, 

or becau;;;e 
. h likelihood of he de.sires to reduce t e 

f a subsequen success 0 t challenge (civilly or pn 

of the device.' a motion to suppress) to his use 

, dl'ction of the Court 
A Jurls , d' 

. , t' have jurls lC-
a n order, the court 1llUS To issue 

Circuit recently stated that the tion. The Seventh 

't the absence of , 't courts, despl e 
federal dlstrlc 'have inherent power to 

statutory authorlty, 51 express , 

, 'ng the pen reglster. issue an order authorlZl 

----.--- -- _ .. -"-- _ .. - _ .. _4 _. __ .. _ _ ....... e ......... ---- -- ... -

(A 

50 See 
(S. D. 
other 

, 335,F. Supp. 523, 534 Uni ted St~te~~" ~lng, 'd in part on --- 71) aff'd In part, rev 
Cal. 19 , F.2d 494 (9th Cir. 19~ grounds, 478 

, ' Bell Telephone Co., 1 Ililnols __ 5 Un.-:··
J

.," ~d States-/'!. _____ -(7t'-h Cl' r 1976). But. .. ' ~'''''--- -- .;.") 814 " __ 
531 F.2d 809! '8~~, 'ted States, 407 F. ~upp. 

licatlon of Unl ) There IS a ~~: ~~:D. Mo. 1976) (Oli~~~,o~·the court's opinion 
fatal flaw in,a k~y e~emreference to Tit~e III and 
in In Re APellcatlo~h~ncourt's position 1S ap~ 
the pen reglster: a'or part, on the assumptIon 
Parently based, 1n mt~ Ie· Blakey and Hancock, " 

' iew ar 1C , 1 Act that a law rev ~ 'Surveillance Contro ~ 
itA Proposed Electro~~~ 6~2 n.lO (1968), ,was t e 
43 ·Notre_DaE.'~.~a":,,. larly crucial passage 1n ~)_:.. 

' ~f n 0 f a par t 1 C use s s. 9 0 ( 1 9 6 8 , 
or1g N 1097, 90th Cong., ~d t The Committee ~~ ,.~. 'th congressional Inten . dealIng Wl 
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contrary holding would, if such an order were re-

guired, effectively eliminate the use of the pen 

register outside of Title III, which does provide 

for orders authorizing pen registers accompanying 

Wiretaps. ) 

.22 The court's inherent power with respect to pen 

register orders may be supported by an analogy to 

the inherent powers of ~ court, recognized for 

52 \ centuries, to issue search warrants or contempt 

orders.
53 

Similarly, the United States Supreme 

Court has not hesitated in upholding the pOwer of 

a court to fashion orders authorizing the seizure of 

evidence in other than traditional ways.54 

-----' .. ~----------------------------------------------------------51 (continu~d) 

Report, however, was ordered to be printed in April 
1968, while the article was not published until 
June 1968. The explanation of the "but see" 
footnote appearing in 60 Cornell L. Rev. at 1035 

n. 44 to which the court refers, is correct. For 
other examples of the same citation technique, see 
S. Rep. No. 1097, 90th Cong., 2d Sess. 100, 108 
(1967), indicating that the common-law rule of State 
v. Wallace, 162 N.C. 622, 78 S.E. 1 (l913) (conversation) 
overheard ~y surveillance loses privilege), was set 
aside by 18 U.S.C. §2517(4) (privilege retained 
even if overheard) and that the statutory construc-
tion of United States v. Sugden, 226 F.2d 281 (9th 
Cir. 1955), aff'd ~ curiam, 351 U.S. 916 (1956) 
(law enforcement officer "person" within §605), of 
47 U.S.C. §605 was not to obtain under the SUbsti-
tute section 605 (law enforcement officer not a 
person within §605). 

52cf . Entick v. Carringt~, 95 Eng. Rep. 807, (K.B. 
1765) (dicta). 

53 ., 
See Fisher v. Pa~, 336 U.S. 155, 159 (1949). 

54 
See, .1?:.:.9..:.., Unite~ States v. Dionisio, 410 U.S. 

1 (1973) (identify£ng]physlcal characteristic 
obtained by qrand jury subpoena); Osborn v. 

United States, 385 'U.S. 323 (1966) (warra:~ for one
party-consent surveillance sustained). 
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B. P rocedur9l:.....!:1ecl}.~ i_l?m 

~23 Once the court's jurisdiction is recognized, 

the problem of fitting the pen register oruer within 

established procedural mechanisms, however, still 

remains. 
Rule 41 of the Federal Rules of Criminal 

Procedure, for example, w~ich describes the federal 

procedure of issuing search warrants, is limited to 

a search for and seizure of "tangible" property. 

Further, a traditional search warrant as au-

thorization of a pen register may be of doubtful utility. 

Rule 4l(d) requires prompt return of the search warrant 

accompanied by a written inventory of any property 

taken, and Rule 41(c) 
establishes a ten-day time 

limit for execution of the warrant itself. Although 

several cases indicate that the return and inventory 

requirements are ministerial and that any inadvertent 
55 

failure does not invalidate the warrant, at least 

one court has held that the proper sanction for a 

conscious disregard of a similar inventory require-

ment in Title III is suppression of evidence so 

b ' d 56 o talne . 
Thus, by analogy to the wiretap 

statute, the effective lifetime of a pen register 

operated pursuant to a search warrant appears to be 

ten days, after which the surveillance must be disclosed. 

- ' 

55 See, ~, united States v. Hooper, 320 F. Supp. 
50';l-(0. Tenn. 1969), aff'd, 438 F.2d 968 (6th Cir.), 
cert. denied, 400 U.S~-929 (1970). 

56united States v. Eastman, 465 F.2d 1057 (3d Cir. 
19'7 2T:----~··-----·----"··'-
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Unlike Title 111, Rule 41 . on lts face makes no pro-

vision for an order of postponement of the inventory 

requirement. Such an order might be within the court's 

discretion under Federal Rule' of Criminal Procedure 

57(b), which allows the court to fashion new rules 

not inconsistent with the other rules. A question 

then arises as to Mhether postponement is truly 

consistent with Rule 41. Similar problems would , 

doubt, arise under state legislation dealing with 

traditional forms of search and ' se1zure. 

no 

Alternatively, Rule 57(b) may allow the court 

to fashion an order in its ent1'rety, analogous to 

the search warrant, thereby aVOl.'d1'ng the problems of 

Rule 41. 

If the Fourth Amendment is held applicable to 

pen registers, contrary to the analysis of these 

materials, a judicial~order under either Rule 41 or 

57(b) based upon probable cause will be required. 

If the Amendment is not applicable, such an order 

should still 'be available (' ' 1f the government wishes 

restrlctive require-voluntarily to accept the more . 

ments of probable cause).57 

1/27 If the pen register is not subject to the 

Fourth Amendment, however, the government shOUld be 

able to obtain an order under Rule 57 (b) authorizing 

the device without establishing probable cause. The 

57 See !.!!.,F~ __ ~.!!:Progrcss Trace, 138 N.J. Super. 404 
413, 351 A.2d 356, 366---{App-.-Oiv. 1975). ' 
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court, in effect, is merely determining the legitimacy 

of the government's intended use of the pen register. 

Such an order would undoubtedly be of benefit to law ' 

enforcement authorities in subsequent civil litigation 

should it arise by according the office); a ~ ~ good 

, 58 
falth defense. 

IV. Is a collateral order available to compel tele
phone company cooperation? 

~28 Even if a court order authorizing the pen register 

is obtained, the telephone company may still refuse 

to cooperate. AT&T apparently "recommended" to its 

subsidiaries that they refrain from participation in 

pen register installation "effected outside the safe

guards of the federal wiretap statutes.,,59 This 

attitude may reflect a fear of civil liability 

(possibly based upon a breach of a telephone subscriber's 

contract) or criminal liability (possibly based upon 

47 U.S.C. §§50l, 605 [1970]). Thus, as a result of 

the specialized knowledge and skills required to connect 

58W. Prosser, Law of Torts §25 (4th ed. 1971). 
See also Bivens v. Six Unknown Agents, 456 F.2d 
l339---r2d Cir. 1972) (good faith defense), on 
remand from, Bivens v. Six UnkQown ·Named Agents, 
U-:-5.388IT971 ); accord, Jones v·~ Perrigan, 459 
F.2d 81 (6th Cir. 1972); Hill v. Rowland, 474 
F.2d 1374 (4th Cir. 1973). 

59
In 

506 F,.2d 373, 375 (5th Cir. 1975). re Joy-ce, 

k : \., , 
4' '. II 
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and operate the device, an order compelling the com

pany to assist is usually helpful. 

'129 According to a recent Seventh Circuit decision , 
the Federal All Writs Act, 28 U.S.C. §165l (1970), 

authorizes a district court to issue an order directing 

the telephone company to provl'de f ' aCllities, services, 

and technical assistance. 60 
The court stated that 

"CtJhe authority to compel the cooperation of the tele

phone company is in a sense concomitant of the power 

to authorize the installation of a pen register, for 

without the former, the latter would be worthless. ,,61 

The court noted that such an order would be a complete 

defense in any criminal or civil suit. 62 

'130 An order to compel the telephone company to 

cooperate may be, however, ancillary only to an order 

authorizjng the pen register that is based on probable 

cause. Requiring compliance with an order based on less 

than probable cause would accord law enforcement au

thorities a p,ower, in effect, to b su poena the telephone 

company. Traditionally, the prosecutor, acting alone, 

has no ~uch power in conducting investigations, and 

it is probable that the courts ld f wou re use to create 

such power through case law. 

60U ' 
nlted States v. Illinois Bell Telephone 

531F.2d 809,814 (7thCir. 1976). _ Co., 

6J'Id. 

62 
Id. at 814-15. 
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~3l In place of an order authorizing the pen register 

and an order compelling cooperation, the prosecution, 

when assisting a grand jury investigation, may be 

able to use a grand jury subpoena to require the 

telephone company to install and maintain a pen register.
63 

The standards for the issuance of a grand jury subpoena 

are well established, requiring only "the court's 

determination that the investigation is authorized by 

congress, is for a purpose Congress can order, and 

the documents sought are relevant to the inquiry.,,64 

63 In re In-Progress Trace, 138 N.J. Super. 404, 407-
08, 351 A.2d 356, 359-60 (App. Div. 1975). 

64 Oklahoma Press Pub. Co. v. Walling, 327 U.S. 186, 
209 (1946). See Hale v. Henkel, 201 U.S. 43 (1906). 

This memorandum is based on a more complete discussion 
in Note, "The Legal Constraints Upon the Use of the 
Pen Register as a Law Enforcement Tool," 60 Cornell 
Law Rev. 1028 (1975). 
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Addenda and Errata 

(Double underlining indicates corrected material) 

,4, Note 12: Correction: United States v. Lanza, 341 F. 

Supp. 405, 421 (D. Fla. 1972). 

,6, Note 13: Correction: Wong Sun v. united States, 371 

u.S •. 471 (1963). 

,6, Note 14: Correction: United States v. Miller, 425 

u.S. 435 (1976).' 

(Also at ,,8, Note 18) 

,,10, Note 21: Correction: United States v. Leonard, 

cert. denied, 426 u.S. 922 (1976). 

,,11: Correction: A proper First Amendment examination 

entails a balancing of interests that must 

necessarily be performed on a case by case 

basis • • 

,11, Note 22: Correction: Fisher v. United States, 425 

U.S. 391 (1976). 

~ll, Note 23: Correction: Donohue v. Duling, ... aff'd, 

465 F.2d 196 (4th Cir. 1972). 

,14: Correction: Following United States v. King: (Request 

by special agent of United States Customs 

Agency Service also held sufficient for 

disclosure of toll records under section 

605) . 

~129: Note 60: Accord, Southwestern Beil Tel. Co. v. United 
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States, 546 F.2d 243 (8th Cir. 1976); 

Contra, In re Application of the United 

States, 538 F.2d 956 (2d Cir. 1976). The 

issue is now before the Supreme Court of 

the United States. In re Application of 

the United States, 538 F.2d 956 (2d Cir. 

1976), cert. granted sub nom. United States 

v. New York Tel. Co., 45 U.S.L.W. 3508 

(Jan. 25, 1977). 

Cite checked and shepardized through volunie dated April, 1977. 

Crim. L. Rptr. examined through issue qated April 6, 1977. 
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Electronic Surveillance: 

Authorization for Court Order 

247 

.. ,. "---"-""-~'-.~"~~="'.-' ~ 

II 

[. 
I· 

I 

I 
I 



t~ 

" .... 

. 

" , 

:j 
I: 
tf 
I 

'/ 

:1 
i 

-:1 
'/ 
1 

J 
1 
'/ 
'I , , 

1 
. ! 
,j 

I 

'~I 
I 
I 

,) 

1 
j ;i 

! 
~ ,] 

\'; 
-,-----r I 

, .' 

Outline 

--' --------------------'11 summary------·--~----'------- , 

I. 

II. 

III. 

IV. 

v. 

VI. 

, ---------------------~3 Introduct10n-----------

Agents Authorized to Obtain Warrants--------~7 

A. 

B. 

C. 

Giordano and Chavez---------------------~7 

Vacancy in the Attorney General's 
o 1ce-·---·------ff ' ------------------------~ll 

State Authorization Procedures----------~12 

'Information Requirements--------------------~15 

A. Crimes------------------------ - - - - - - - - - - '115 

B. 

C. 

D. 

E. 

F. 

G. 

Particularity as to 

Particularity as to 

Conversations Sought--- '119 

Place---------------~20 

Particularity as to Persons-------------~22 

Inadequa~y of Invest~~~~~~~ _____________ ~26 
Alternat1ves--------

Period of Time Surveillance is t~ _______ 30 
be Authorized------------------- ~ 

Prior Applications----------------------~32 

Formal ~equirements: -~~~~~~~~~-~~~~~~~~----~33 and Dat1ng----------- . 

What Court May Issue Warrants---------------~34 

Surreptitious Entry--------------------------.35 

248 

- " 

... n . '\ 

I' , • . 
". 

-

,,-.. ,,'-,,". ~" -"",..-. 

1 

Summary , 

1/1 Law enfor~ement agencies may obtain a warrant allowing 

the use of electronic surveillancelto intercept certain 

conversations. This exception to the general prohibition 

against wiretapping and eavesdropping was designed to aid 

law enforcement agencies in the investigation of organized 

crime. The federal statute (Title III) sets minimum 

standards for state statutes to meet. These statutes 

incorporate basic limitations on who can apply for a 

surveillance order, on what can be investigated, on 

when and for what reasons approval can be granted, and 

on who can grant approval. Title III requires applications 

to be authorized by highly-placed, politically responsible 

officials; failure to obtain such approval may result 

in suppression of evidence. Proper approval in ~ is 

required; misidentification of the prorer official is 

only a clerical matter if proper approval in fact exists. 

The federal statute's strict limitations on who may 

authorize applications do not pertain to the states. A 

As used in these materials, the term electronic 
surveillance generally includes wiretapping and 
bugging. Wiretapping generally refers to the 
interception (and recording) of a communication 
transmitted over a wire from a telephone, without 
the consent of any of the participants. Bugging 
generally refers to the interception (and recording) 
of a communication transmitted orally, without 
the consent of any of the participants. The term 
consensual surveillance refers to the overhearing, 
and usually the recording, of a wire or oral 
communication with the consent of one of'the 
parties to the conversation. 

See Report of the National Commission for the Review 
9 f Federal and ~tate Laws Relating t~_Wiretapping and 
Electronic Surveillance xiii(1976). .... _----_._-----,-, -
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state statute may authorize the principal prosecuting attorney 

of the state or of any political subdivision to authorize 

applications. 

'12 Title III is explicit in describing the requirements for a 

valid application for, and an order authorizing, electronic sur-

veillance. The application and order must describe the specific 

crime under investigation; electfonic surveillance is authorized 

only for those crimes listed in the statute. They must also 

describe with "particularity" the conversations sought and the 

place Ol:' location of the facilities where the communications 

are to be intercepted. The persons whose communications are to be 

intercepted must also be identified. '1'he application must 

state that other investigative techniques have been tried and 

failed, or will fail, or be too dangerous, and the judge must 

determine the validity of this st.atement before authorizing the 

interception. The application and order must state the duration 

for which the interception is authorized, in no case to exceed 

thirty days without an extension. The order must also include 

a statement as to whether or not the interception will automa

tically terminate upon first obtaining the described communica

tion. Finally, the application must include a description of 

all previous ap~lications for electronic surveillance authoriza-

tion involving the same persons, facilities, or places. Absence 

of any of the information requirements, as well as a failure to 

comply with the formalities of swearing, signing, and dating, 

can lead to the suppression of evidence resulting from the 

electronic surveillance order. 
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r. Introduction 

113 The United States S 
uprem~ Court redefined the 

constitutional premises 

two 1967 cases, Katz v. 

for electronic surveillance in 

United Statesl~nd Berger v. 

New York. 2 
Katz placed el t ' ec ron~c surveillance within 

the limits of the Fourth Amendment; the 
govern~ent could ac-

cordingly no 1 onger·use electronl'c . 
surveillance to intrude upon 

a person's reasonable expectation 
of privacy without'a 

the standards of particularity 

which such a warrant must meet 

warrant. Berger outlined 

under the Fourth Amendment. 
Modern electronic surveillance statutes must, therefore, 
comply with these ' constltutional guidelines. 3 

114 The federal 1 t e ec ronic surveillance statute prohibits 
all willful interception o.r use of wire or oral ' . , 4 communlcations 

la
389 U.S. 347. (1967). 

2388 U.S. 40 (1967). 

3 
The courts hold electronic 

under federal and st;te e~ves~ropping constitutional 
Commonwealth v. Vitello cons~~tutlons. See,~, 
(1975); Un'ited States v' C--,~~s.-, 327 N.E.2d 819 
cert. denied,4l9 U.S. l056~~~97~; .499 F.2d 872 (2d Cir.), 
112 N.J. Super. 48, 270 A 2d 306 I State v. Christy, 
Ct. 1970); Wilson v. Stat~ 343 (Essex County Crim. 

----~.--., A.2d 613 (Del. 1975). 
4

18 ?S.C.A. §§25l0-20,as amended (Supp. 1976). 
as T~tle III of the Omnib -. , Adopted 
Streets Act of 1968 S us Cr7m~ C~ntrol and Safe 
statute shall be f ~ spec~f~cally §2511. (The 
materials.) re erred to as Title III in these 
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with certain designated exceptions.
5 

Exceptions relevant 

to law enforcement include interception made with the 

consent of one of the parties to the conversation
6 

and 

interception made pursuant to a valid electronic surveillance 

warrant. These materials will focus on the law governing 

warrants. 

~5 The procedures outlined in Title III are designed to 

aid law enforcement agencies in combating organized 

crime. Sections 2516(1) and 251S set out the procedures 

5Exceptions not relevant to law enforcement are the 
communications carrier exception (lS U.S.C.A. §2511 
(2) (a) (i) ,as amended [Supp. 1976]) and the Federal 
Communications Commi ssion exception (§2 511 (2) (b), RS 

amended [Supp. 1976]). Another exception may exist in 
cases involving national security matters. The Supreme 
Court held that wiretapping of a domestic organization 
without prior judicial warrant was unconstitutional 
in united States v. united States District Court, 407 
u.S. 297, 309 (1972). The Court specifically left 
open, however, the question of whether warrantless 
surveillance of agents of foreign powers, both 
within the united States and abroad, is permitted 
by Title III. 

618 U.S.C.A. §251l,~ amended (Supp. 1976): 

(c) It shall not be unlawful under this chapter 
for a person acting under color of law to intercept 
a wire or oral communication, where such person 
is a party to the communication or one of the 
parties to the communication has given prior 
consent to such interception. 

(d) It shall not be unlawful under this chapter 
for a person not acting under color of law to 
intercept a wire or oral communication where 
such person is a party to the communication 
and has given prior consent to sudh interception 
unless such communication is intercepted for the 
purpose of committing any criminal or tortious 
act in violation of the Constitution or laws of 
the United States or of any .S1:ate or for the ' 
purpose of committing any other injurious act. 

.-
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for obtaining cou t d r or ers authorizing the electronic 
surveillance f o persons committing certain designated 

Sections 2516(2) and 251S estab11.'sh ' , m1.n1.mum 
offenses. 

standards which all state statutes permitting court-
ordered electronic surveillance 

must meet. The states 
may, however est b1' " a 1.sh more restrictive standards. These 
sections further specify 

that state law enforceme' nt agencies 
may use court-ordered 1 e ectronic surveillance only in 

those states enacting such legislation. Twenty-two 

states and the District of Columbia have approved statutory 
provisions i n accordance with these fed~ra1 standards. 7 

A law enforcement agency' f 'I s a1. ure to meet the federal 

7The 23 jurisdictions d an their respective statutes are: 

Ariz. Rev. Stat. Ann. §§13-1051 to 1 
Colo. Rev. Stat. Ann. §§16-15-101 - 061 (Supp. 1973); 
-310 (1973); Conn Gen St to -104, lS-9-3Dl ~o 
54-41a to 41s (su~p. 1975) ~t. Ann. §§53a-187 to -lS9; 
§§1335-36 (1974)' D C C d' Del. Code Ann. tit. 11 
Fla. Stat. Ann. §§934:01~ ~oAnn. §§23-541 ,to -556 (1973); 
Ann. §§26-3001 to-3010 (i972 (Supp. 1975); Ga. Code 
to -2519 (1974). Md A ); Kan. Stat. Ann. §§22-2514 
(1974); Mass Ge'n L' nne Code C.J. §§10-401 ~6 -40S 

M' '. aws Ann ch 272 1.nn. Stat. Ann. §§626A 01-'2' , §99 (Supp. 1974); 
Stat. §§S6-701 to -707 ~197i ~ (Supp. 1975); Neb. Rev. 
. 515, 200. 610 - . 690 ( 19 73). N)' N e v . Rev. S tat. § § 1 7 9 . 410-
A:l to A:11 (1974). N J ' .H. Rev. Stat. Ann. §§570-
(1971); N.M. Stat. 'An~. '§§S~~~~lAnn. §§2A:156A-l to -26 
(Supp. 1973)' NYC' 2-1.1 to 1.10 19 .,. . r1.m Pro L 

71); Ore. Rev. Stat §§141·72~w §§700.05-.70 (McKinney 
Laws Ann. §§12-5.1-1 to -16' -.9~O (1974); R.I. Gen. 
Laws Ann. §23-13A-l to -11 (i suPP . 1974); S.D. Compiled 
§§19.1 to 89.10(Supp 1975) upp. 1974); Va. Code Ann 
§§9.73.030-.100 (sup~ 1974; Wa~h. Rev. Code Ann. . 
.33 (Supp. 1975). . ); W1.s. Stat. Ann. §§96S.27-

,(List compiled in Comment " 
1.n the Use of Wiretaps' ~, ~o~t-Authorization Problems 
and Inventories II 61 C· 1.n1.m1.zation, Amendment Sea1i 
[1975J). ' orne11 L. Rev. 92, 94 not~ 9 ng 
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e'nables the aggr,ieved person to 
and state standards 8 

h th faulty surveillance. 
suppress evidence obtained throug e 

t t t s provide certain 
~6 Title III and the state s a u e 

unreasonable ,search and seizure 
basic safeguards against an 

by electronic surveillance: 

1. 

2. 

Only a court of competent jurisdiction may issue 

only for certain designated 
the warrants, and then 

crimes. 

The warrant n:iust state with particularity the 

conversation sought, the pe~sons invOlved, the 

crimes being investigated,Qnd the places or 

telephone involved. The application must also 

, , 

the inadequacy of conventional 
show probable cause, 

3. 

4. 

investigative techniques, and ~he feasibility 

of electronic surveillance under the circumstances. 

offl'cers of selected law enforcement 
Only certain 

, apply for su<0h warrants. agencleS may 

remal'n l'n effect only for limited 
The warxants 

periods of time. 

818 U.S.C.A. §§2515, 2518 (10) (1970? 
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II. Agents Authorized to Obtain Warrants 

A. Giordano and Chavez 

~7 Congress restricted the power to obtain warrants to 

certain highly placed, politically responsible officials. 9 

Section 2516 of Title III provid~~~' 

The Attorney General [of the United States] or 
any Assistant Attorney General [of the United 
States] specially designated by the Attorney 
General may authorize an application to a Federal 
judge of competent jurisdiction for . . . an 
order authorizing or approving the interception 
of wire or oral communications by the Federal 
Bureau of Investigation? or a Federal agency 
having responsibility for the investigation 
of the offense to which the application is 
made, .... 10 

Similarly: 

The principal prosecuting attorney of any state 
or the principal prosecuting attorney of any 
political subdivision thereof, if such attorney 
is authorized by a statute of that state to make 
application to a State court judge of competent 
jurisdiction for an order authorizing or 
approving the interception of wire or oral 
communications, may apply to such judge 
for . . . an order authorizing . . . such 
interception . . . . 11 

9This intent is clear in the legislative history. See 
S. Rep. No. 1097, 90th Cong., 2d Sess. 98-99 (1968)-.
This limitation on the scope of the power to apply for 
an electronic surveillance warrant "centralizes in a publicly 
responsible official subject to the political process 
the formulation of law enforcement policy on the use 
of electronic surveillance techniques." Id. at 97. 
See also United States v. Giordano, 416 u-:8. 505" (1974). 

1018 U.S.C.A. §2516 (1), as amended (Supp. 1976). 
'-, -

11 18 U.S.C.A. §25l6 (2) (1970). N.Y. Crim. Pro. 
Law §700 .10 (1) (Supp. 1976) provides that: 

a justice may issue an eavesdropping warrant 
upon ex parte application of an applicant 
who i~ authorized by law to investigate, 
prosecute, or participate in the prosecution 
of the particular designated off~nse which is 
the subject of the application. 
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The questions of what officer must actually authorize the 

application, and what officer must in fact appear before 

11 continued. 

An "applicant" is defined as a: 

district attorney or the attorney general [of the 
State of New York] or if authorized by the attorney 
general, the deputy attorney general in charge of 
the organized crime task force. If a district 
attorney or the attorney general is actually 
absent or disabled, the term "applicant" 
includes that person designated to act for 
him and perform his official function in and 
during his actual absence or disability. Id. at 
700.05(5). 

Mass. Gen. Laws Ann. ch. 272, §99 (Supp. 1976) grants 
the power to apply to: 

The attorney general, any assistant attorney 
general specially designated by the attorney 
general, any district attorney, or any 
assistant district attorney specially 
designated by the district attorney may apply 
ex parte to a judge of competent jurisdiction 
for a warrant to intercept wire or oral 
communication. 

This grant of power is wider than that mandated by 18 U.S.C.A. 
§2516(2). The Supreme Judicial Court upheld the constitutionality 
of the provision in Commonwealth v. Vitello, Mass. , 
327 N.E.2d 819, 838-39 (1975). The court cited a statement 
in S. Rep. No. 1097, 90th Cong., 2d Sess. 98 (1968) that 
the issue of delegation would be a question of state law. 

N.J. Stat. Ann. §2A:156A-8, as amended New Jersey Statut.es 
§2A:156A-8(1975) provides: 

The Attorney General, a county prosecutor or the 
chairman of the State Commission of Investigation 
when authorized by a majority of the members of 
that commission or a person designated to act for 
such an official and to perform his duties in and 
during his actual absence or disability may 
authorize, in writing, an ex parte application 
to a judge designated to rece1ve the same for 
an order authorizing the interception of a 
wire or oral communication by the investigative 
or law enforcement officers or agency having 
responsibility for an investigation • • • . 
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the court to make th 
e application have been 

litigated. 12 widely 
The Supreme Court t ook up these questions 

in United States v G; d 13 . ...or ano. 

,r 8 In Giordano, the defendant 
moved to suppress 

obtained d 
evidence 

un er a wiretap order on the grounds that the 
Attorney Gen I' era s executive assistant signed the order 

Attorney General specially 
rather than the "Ass' t ~s ant 

designated by the Attorney G 14 eneral" named in the 
application. N' e~ther the Attorney G eneral nor any 
specially designated A ' 

ss~stant Attorney General reviewed 
the application. The district court held that section 
2516(1) meant what it said; applications were to be 
made by the designated individuals 

only, and authority 
to approve. applications 

could not be delegated. 15 The 
Fourth Circuit affirmed,16 and 

the Supreme Court granted 
certiorari .. 

12 
See e_o_ U ' 
---'~' n~ted St t 

(2d Cir.), cert. denie~ e~ v. Tortorello,40 F.2d 764 
States v. Ianelli 339 F 14 U.S. 866 (1973); United 
aff'd, 477 F.2d 999 aff;dS~~P. 171 (W.D.Pa.1972) 
1973), aff'd 420 us' 0 F.2d 918 (3d Cir ' 
18,Crim. L. ,Rptr. 24287~~d(1?7S), rehearing denied, 
~n~ted States v K' C~r. Jan. 26, 1976)· 
cert. denied 41'4 u~ns~, 478 F.2d 494 (9th Cir ) I 

1 ;.. , .. 846 (1973) . , 
23 N.J. Super. 14 301 A 2 ; State v. Cocuzza 

Ct. 1973); People ~ F . d 204 (Essex County Crim' 
858 (Nassau County Ct.u~~~3)~5 Misc.2d 981, 348 N.Y:S.2d 

13
416 U.S. 505 (1974). 

14
18 U.S.C.A. §2516(1),as 

ame~ (Supp. 1976). 
15

340 F. Supp. 1033 (D.Md. 1972). 

16 
469 F.2d 522 (4th • Cir. 1972). 

257 



ac: 

~9 The government contended in Giordano that this 

procedure did comply with Title III, and that even if 

the procedure was inconsistent ~ith the statute, 

suppression was not required since there had been no 

constitutional violation. The first contention rested 

on 28 U.S.C. §509, which provides, inter alia, for 

delegation of the duties of the Attorney General to 

his staff. 17 The Court, however, founq that Congress 

intended to make Title III an exception to section 509;18 

Title Ill's enumeration of empowered officials was thus 

exhaustive. The Court rejected the second contention 

also, holding that "Congress intended to require suppression 

where there is failure to satisfy any of those statutory 

requirements th~t directly and substantially implement 

the congressional intention to limit the use of intercept 

procedures to those situations clearly calling for the 

• 11 19 
employment of this extra-ordinary investigative deV1ce. 

Applying this rule, the Court found approval by the 

proper senior official in the Justice Departm,ent to be 

such an essential requirement,20 and held that its 

violation required suppression of the wiretap evidence. 

l7united States v. Giordano, 416 U.S. 505, 513-14 (1974). 

l8"Hearing on Wiretapping and Eavesdropping Legislation 
before the Subcommittee on Constitutional Rights of the 
Senate Committee on the Judiciary," 87th·Cong., 1st 
Sess. 356 (1961). 

19United States v. Giordano, 416 U.S. 505, 527 (1974). 

20 Id • at .527-28. 
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.10 In a companion case to Giordano, United States v. 

21 
Chavez, an application recited approval by an Assistant 

Attorney General, but was, in fact, approved by the 

Attorney General himself. The Court held that Title 

III merely required approval by a proper official, and 

that since the Attorney General was such an official 

the requisite approval was obtained. The error was 

a clerical matter and did not effect the validity of 

22 the order. Chavez, in short, holds that proper 

approval in fact must exist, but that failure to state 

precisely such approval does not necessarily destroy the 

validity of the order. 23 proper authorization on the face 

of the order, however, presents clear evidence of the 

actual approval procedure. The prosecutor should, 

therefore, secure such on-the-face authorization, or he 

will be forced to use affidavits and other evidence 

to establish the propriety of his application. 

21 416 U.S. 562 (1974). 

22 
Id. at 570. 

23The official approving an application may even be able 
to communicate his approval orally. See United States v. 
Falcone, 505 F.2d 478, 481 (3d Cir. 1974), cert. d8nied, 
420 U.S. 955 (1975) (the United States Attorney General 
was allowed to orally direct his Executive Assistant to 
sign the Attorney General's name to the wiretap 
authorization). But see State v. Cocuzza, 123 N.J. 
Super. 14, 18, 301 A.~204, 206 (Essex County Crim. 
ct. 1973) (proper authorizat.ion must be in writing) i 
Commonwealth v. Vitello, Mass. , 327 N.E.2d 819, 
825 (1975) (authority to apply for each wiretap must be 
specifically granted in writing by the Attorney General 
or the District Attorney) . 
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B. Vacancy in the Attorney General's Office 

.11 Authorization problems develop when the office of 

th'e Att~rney General is vacant. When an Attorney' General 

leaves office his power, obviously, terminates. The 

person nominated by the President as his successor has 

, t' 24 no power until conf1rma 10n. Statutory authority 

exists, however, for the Deputy Attorney General or 

other high Justice Department official to assume the 

25 
duties of Attorney General during a vacancy. An 

24united States v. Swanson, 399 F. Supp. 441 (D.Nev~da 
1975) (Acting Assistant Attorney General whose appo1~tment 
had not been confirmed by Senate did not have author1ty 
to authorize application for electronic surveillance). 

25 5 U.S.C.A. §3345 (1967): 

When the head of an Executive department 
or military department dies, resigns, or is 
sick or absent, his first assistant, uQless 
otherwise directed by the President under 
section 3347 of this title, shall perform 
the duties of the office until a successor 
is appointed or the absence or sickness stops. 

28 U.S.C.A. §508 (1968): 

(a) In case of a vacancy in the office of 
Attorney General, or of his absence or 
disability, the Deputy Attorney Gen7ral may 
exercise all the duties of that off1ce, and 
for the purpose of section 3345 of title 5 
the Deputy Attorney General is the first 
assistant to the Attorney General. 

(b) When~ by reason of absence, disability, 
or vacancy in office, neither the Attorney 
General nor the Deputy Attorney General is 
available to exercise the duties of the office 
of Attorney Gener~l, the Assistant Attorneys 
General and the Solicitor General, in such 
order of succession as the Attorney General 
may from time to time prescribe, shall act as 
Attorney General. 

See united States v. McCoy, 515 F.2d 962 (5th Cir. 1975) 
(the Solicitor General, as acting Attorney General, had 
authority to give authorization under 18,U.S.C.A: §2516 
for application for approval of electron1c surve111ance). 

.' 
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Acting Attorney General may thus authorize applications 

during the vacancy while an Attorney General may not 

t 'l h' f' d 26 un 1 e 1S con 1rme • 

C. State Authorization Procedures 

~12 The strict limitations on the number of high 

officials who may authorize warrant application do not 

apply to the states. Section 2516(2) provides: 

The principal prosecuting attorney of any 
State, or the principal prosecuting attorney of 
any political subdivision thereof, if such 
attorney is authorized by a statute of that 
State to make application to a state court 
judge of competent jurisdiction for an order' 
authorizing or approving the interception of 
wire or oral communications may apply to 
such judge for, and such judge may grant in 
conformity with section 2518 of this 
chapter and with the applicable state 
statute an order authorizing or approving 
the interception .... 27 

Accordingly, a state statute may authorize the principal 

prosecuting attorney of the state, of any county, and of 

a city or other municipality to apply for an electronic 

26The courts are split, however, over whether an Acting 
Assistant Attorney General may be a specially designated 
Assistant Attorney General within the meaning of §§2516, 
2518. See United States v. Acon, 377 F. Supp. 649, 651 
(W.D.Pa. 1974), rev'don other grounds, 513 F.2d 513, 
516 (3d Cir. 1975) (Acting AssistantAttorney General is 
not a "publicly responsible official subject to the 
political process" and thus may not authorize wiretap 
applications). But~, United States v. Vigi, 350 
F. Supp. 1008, 1009 (E.D.Mich. 1972) (specially 
designated Acting Assistant Attorney General may 
authorize wiretap applications). 

27 
18 D.S.C.A. §2516(2) (1971). 
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,28 , 29 
surve1llance order. The state statutes 1n Massachusetts, 

New Jersey,30 and New York 3l authorize the principal 

prosecuting attorneys of both the state and the political 

subdivisions to apply for warrants. The New Jersey 

28The legislative history of Title III suggests that 
city attorneys would not have the authority to apply 
for orders. S. Rep. No. 1097, 90th Cong., 2d Sess. 
98 (1968). The wording of section 2516(2), however, 
does not seem to require this limitation. See also 
Price v. Goldman, 525 P.2d 598 (Nev. 1974) (term 
"district attorney" may not be construed to include 
his deputies). 

29Mass . Gen. Laws Ann. ch. 272, §99(F) (1) (Supp. 1976): 

30 

Application. The attorney general, any assistant 
attorney general specially designated by the 
attorney general, any district attorney, or any 
assistant district attorney specially designated 
by the district attorney may apply ex parte to 
a judge of competent jurisdiction for a warrant 
to intercept wire or oral communications. 

N.J. Stat. Ann. §2A:156A-8, as amended New Jersey 
Statutes §2A:156A-8(1975): 

The Attorney General, a county prosecutor 
or the chairman of the State Commission of 
Investigation when authorized by a majority 
of the members of that commisssion, or a 
person designated to act for such an official 
and to perform his duties in and during his 
actual absence or disability, may authorize, 
in writing, an ex parte application to a 
judge designated to receive the same fo~ an 
order authorizing the interception of a wire 
or oral communication . . . . 

31N • y • Crim.Pro. Law §700.05(5) (Supp. 1976): 

• • ~ [A] district attorney or the attorney 
general or if authorized by the attorney general, 
the deputy attorney general in charge of the 
organized crime task force . . . [may approve 
an application for an eavesdropping warrant, or] 
[i]f a district attorney or the attorney 
general is actually absent or disabled . . . 
that person designated to act for him and 
perform his official function in and during 
his actual absence or disability [may 50 apply]. 
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statute also authorizes th 
e State Commission of Investigation 

to apply for a warrant.
32 

Section 2516(2) of Title III 

makes no ex l' 't 
P 1C1 provision for grants of authority to 

such an agency. This portion of 
the New Jersey statute 

may be, if used, vulnerable to a 
challenge on that basis. 33 

'113 The 

anomaly. 

New Jersey statute contains another seeming 

Section 2516(2) allows designated state 

officials to "make" ap l' t" 
p lca lons; the New JerG~y statute 

refers to th' " ' 
elr authorization" of applications. 34 Under 

the provision an agent in New 
Jersey may authorize an 

application which can t '1 ac ua~ y be made by another.35 

32 
N.J. Stat. Ann. §2A·156A 8 . 

Statutes §2A:156A-8 (i975)- , a~ amend~d,New ~ersey 
the 1975 revision. . ThlS provlslon survived 

33 
See Note "New J. 1 ' 

26~tgerS'L Rev e~f;y E ee;tronlc Surveillance Act" 
provision is·invaiid 'T~;2 (~~74) ~hich argues that the 
55 N.J. 249, 262-64 ·261 A ~~ l~~ c~~~s In re Zicarel~ 
s~~., Zicnrelli'v. . , -36 (1~70),aff'd 
U.S. 472 (197.2) as hOld~~; ~~r~eY:h State Commlssion, 406 
Investigation is rimaril a ~ e State Commission of 
it may aid law en~orcemen~ :g~eg7sla~ive agency, although 
of crime. This holding rna b n~les 1n the investigation 
that the Commission'~ ch ,y e lnterpreted as implying 
principal prosecuting~ at~~~man cadnnot qualify as a 

ney un er §2A:156A-8. 
34 

Cf. 10 U.S.C.A. §25l6 (2) (1971) with N J S 
Ann. §2A:156A-8, as . . tat. 
§2A:156A-8 (1975): amended New Jersey Statutes 

35 
~ Note, "New Jersey El t ' 

26 Rutgers L. Rev. 617 ec ronlC Surveillance Act," 
that Title YII require~ :~; J19?4) which sugg~sts 
to apply personally for th e~lgnated state offjcials 
S. Rep. No. 1097, 90th con~.~r2~rSes! comment in 
however, casts doubt on th" .?8 (1960), 

lS lnterpretat1on: 

Paragr~ph, (2) [of §25l6J provides that 
the prlnclpal prosecuting attorney of an 
s~ate or the principal pros(lcutjng attor~(:':y 
o. any pol~tical subdivisjo~ of 'a state 
may 9~U}~r)?-E. an apPUciltion 
(emphasls added). . .. 
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has not, however, affected the validity This incongruity 

of the. statute. The New Jersey Supreme Court has 

sustained applications approved by the prope~ 

36 
but actually made in court by another agent. 

official, 

1114 Section 2516(2} of Title III does not provide 

for substitution of designated state off~cials expli ,~i tly 

in case of absence or disability. Nevertheless, state 

for such sUbstitution have been sustained as provisions _ 

consistent with the purposes of Title III. The prosecutor 

however, that the delegation of authority should take care, 

" 38 He should also provide a statement be in wr~t~ng. 

39 
detail of why the delegation is necessary. 

in 

36 State v. Dye, 60 N.J. 518, 291 A.2d 825, cert. denied, 
409 U.S. 1090 (1972). 

3 7 -- 't 11 - Ma s s • j 327 S ~ Commonwealth v. V~ e 0, --- J 
N Ee~d 819' 837-38 (1975); State v. Travis, 1~5 Net' 

. . , 08 A 2d 78 81 (Essex County Cr~m. . 
Super. 1, 6, 3 . , 3i6 336 A 2d 489, 491 
1973), aff

l
d,133 N.J. Super. , 75 Misc 2d 981. 

( D' 1975)' People v. FUsco, " . , 
APP8'5 ~v34'8 N v S' 2d 858 863-64 (Nassau County Ct. 984-, .~. . , 

1973) . 

38cornmonwea1th v. Vitello, 
837-38 (1975). 

Mass. 327 N.E.2d 819, 

39 , S 1 6 10 308 A.2d State v. Trav~s, 125 N.J. uper. , , ffld 133 N J 
78 81" 83 (Essex County Crim. Ct. 1973), a , .. 
su~er. '326, 336 A.2d 489 (App. Div. 1975}~4~u~ ~e~ 2d 
People v ... ,Fusco, 75 Misc.2d 981,984-85, uCh ~ ~howing 
858, 863-64 (Nassau County Ct. 1973) where s 
was not required. 
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III~ Information Requirements 

A. Crimes 

~15 Title III allows the use of electronic surveillance 

in the investigation of certain crimes. Section 2516(1)40 

describes the federal offenses which are included, and 

section 2516(2)41 lists those crimes for which the states 

may authorize electronic surveillance. 

~16 The federal crimes included under section 2516(1) 

are described by specific reference to the various sections 

of the United States Code.
42 

On the other hand, the state 

offenses listed in section 2516(2) are described in 

generic terms and have been construed broadly.43 The 

New York electronic surveillance statute is much more 

specific, enumerating a long list of crimes by reference 

40 
18 U.S.C.A. §2516(1) (1970), as amended (SuPP. 1976); 

the federal offenses ~an be divided into three categories= 

1. national security offenses; 

2. intrinsically dangerous crimes. 
. , 

3. activities characteristic of organized crime. 
41 

18 U.S.C.A. §2516 (2)(1970). Under this system, 
the "principal prosecuting attorney ... " can 
apply for a warrant authorizing electronic surveillance 
only if there is a state statute authorizing such an 
application. 

42
18 

U.S.C.A. §2516(1) (1970), ~s amended (Supp. 1976). 

4318 S 
U .. C.A. §2516 (2) (1970). For example, lottery and 

bookmaking offenses may be included under "gambling." 
unJ.~~tat~~ .. ,:,:_.Pa.c:..heco, 489 F.2d 554,563-64 (5th Cir. 
1974), cert. . clen...;.ied , 421 U.S. 909 (1975) (lottery 
offenses as gambling); People v. Fusco 75 Misc.2d 
981, 985-86, 385 N. Y. S. 2d858'~L~64-=--~(Nassau County 
Ct. 1973) (bookmaking offenses under N. Y. Penal Law 
§§22S.0S-225.20 [McKinney 1967} as gambling). 
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44 to sections of the penal law. In contrast, the 

45 46 Massachusetts and New Jersey statutes make almost 

no reference to statutory crimes, but rather use the 

generic descriptions. The Florida electronic surveillance 

47 statute also use~ ~he generic descriptions, and it has 

been interpreted by the Florida Supreme Court as 

allowing the use of wiretap evidence only when directly 

or indirectly related to the enumerated offenses. 48 

The court, however, did not give any examples of a crime 

directly or indirectly related to an enumerated offense; 

thus, it is not clear whether it intended to limit the 

broad construction of the generic terms. 

.17 There is some controversy at the state level over 

the question of whet~er the phrase "punishable by 

imprisonment for more than one year" in sectioh 2516(2) 

identifies the entire list of crimes against which 

states may authorize electronic surveillance, or only 

44N. y . Crim. Pro. Law §700.05(8) (McKinney 1971), as 
amended (Supp. 1976). 

45 
Mass. Gen. Laws Ann. ch. 272, §99 (A) (7) (Supp. 1976). 

46N• J • Stat. Ann. §2A:156A-O (1971) " as amended New 
Jersey Statutes §2A:156A-8 (1975). 

47Fla . Stat. Ann. §934.07 (1973), as amended (Supp. 
1976) • 

48 In re Grand Jury Investigation, 287 So.2d 43, 48 (Fla. 
1973). The petitioner,not yet indicted, moved for 
suppression of recordings intended for use by the grand 
jury. The recordings dealt with crimes which were not 
specified in the case and apparently were not included 
under the statute. 
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the preceding phrase, "other crime[s] dangerous to life, 

limb, or property." 49 
Two New York courts, among others, 

recently came out on opposite sides of the question.50 

A federal district court in Florida also '3nalyzed this 
, 51 1.ssue. The court concluded, in dicta, that states 

could use wiretaps only 1.'f the' 1.nterception would 

provide evidence of an enumerated offense' and that 

offense was punishable b' , Y l.mprl.sonment for more than 

one year. The court felt, howev th er, at other offenses 

discovered during a proper . t 
- 1.n ercept could be prosecuted, 

"regardless of the nature of the offense or the 

prescribed punishment. "52 The legislative history of 

Title III indicates that the congressional intent was 

to allow electronic surve1.'llance· , aga1.nst all of the 

specified crimes, whether or not they were punishable 

by one year in prison. The phra~e "punishable by 

imprisonment for more than one year" was intended only 

49 
18 U.S.C.A. §2516(2) (1970). 

50 
43~eoi~e v. Amsden, 82 Misc.2d 91, 93-94 368 N Y S 2d 

~e ~~th~~~~eJS~;irC;;rE~~~s~o~~i~esl~~~I~~:~~:t~~~ ~an 
1.~pr1.son~ent fo: a year or more). Contra,Peo 1 
N1.colett:~ 84 Ml.sc.2d 385, 390-93, 375 N.Y.S.~de v. 
725-28, (Lhagara County Ct. 1975) (wiretaps may b~20, 
author1.zed for t~e enumerated offenses whether or 
not they are pun1.shab1e by imprisonment for one 
year or more); accord,United States v. Carubia 377 
Supp. 1099,1104-05 (E.D.N.Y. 1974). ,F. 

51u ' 
197~~~ed States v. Lanza, 341 F. Supp. 405 (M.D.Fla. 

52 Id . at 413. 
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to modify "other crime[s] dangerous to life, limb, 

53 
or property,. " 

~18 A warrant for electronic surveillance may issue 

when on the basis of facts submitted in the application, 

a judge finds there to be probable cause that an offense 

ihcluded under the statute has been or ~s about to be 

, d ,54 comml t te .' The application must state the "details 

as to the particular offense that has been, is being, 

or is about to be committed,,,55 and the order itself must 

specify "a particular description of the type of 

communication sought to be intercepted, and a statement 

53 The interception of wire or oral communications 
by State law-enforcement officers could only be 
authorized when it might provide, or has provided 
evidence of designated offenses . . . ~ Specifically 
designated offenses include murder, kidnapping, 
gambling, robbery, bribery, extortion, or dealing 
in narcotic drugs, marihuana, or other dangerous 
drugs. All other crimes designated in the State 
statute would have to be "dangerous to life, limb, 
or property, and punishable by imprisonment for 
more than 1 year," (emphasis added). 

S. Rep. No. 1097, 90th Cong., 2d SeSSA 99 (1968). 

5418 U.S.C.A. §2518 (3) (a) (1970). The Third Circuit in 
United States v. Armocida, 515 F.2d 29, 35 (3d Cir. 
1975), cert. denied, u.S. (1976) discussed the 
three different contexts in which a surveillance application 
must show probable cause: 

The first is that an individual has or is about 
to commit one of several enumerated offenses, 
... ; the second: that particular communications 
relating to the charged offense will be obtained 
through the interception [see ~19 of text]; 
third: the premises where the interception will 
be made are being used in connection with the 
charged offense [~ ,,20 of text]. 

See 18 U.S.C.A. §§25l8 (3) (b), (d) (1970). 

5518 D.S.C.A. §2518(l) (b) (i) (1970). 
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of the particular offense to which it relates. ,,56 

Generally, a reference to the statute 11 
a eged1y violated, 

in conjunction with a description of the 
facts giving 

rise to probable cause, is sUffl'cl'e.nt to 
J satisfy these 

requirements. 57 

B. Particularity as to Conversations Sought 

An application for an electronic surveillance 
order, 

1'19 

and the order itself, must include "a partl'cular 
description 

of the type of communication sought to be interc'epted. ,,58 

Most courts, conscious of the d'f ' 
1 f~culty of particularizing 

a future conversation, take a pragmatic approach in their 

examination of the sufficiency of applic~tions and 

56 
18 U.S.C.A. §25l8 (4) (c) (1970). 

57 
See, ~, pnited States v. Mainel10 345 

872 (E.D.N.Y. 1972); United States v K' F. SUPPA 863, 

;2~d ~~~ (S.D.C~l. 1971), ~ified o~ o~~~; ~;~U~ds~u~~8 
(i974). S (9th Clr. 1973~, cert. denied, 417 U.S. 920 
300 A 2d i:te v. Braeunlg, 122 N.J. Super. 319, 325 
69 Mi~c.2d ~~334:6JAP~;lDiV. 1973)~ People v. Hoide;, 
Nassau County i97~): N.Y.S.2d 557, 563 (Sup. Ct. 

58 
§2;f8 U(4· S) .(C).A. §2518 (1) (b) (iii) (1970); 18 U.S.C.A. 

c (1970). New York New J d 
have each adopted similar f ' 1 t' ersey, an Massachusetts 
has recentl . , ~rmu a 10ns,though New Jersey 
cause: y added an addltl0na1 requirement of probable 

The application must contain: 

* * * * 
(iii) ~ pa:ticular description of the type of 
communlcatl0~S sought to be intercepted .... 

N.Y. Crim. Pro. Law §700 20(2)(b) 
~ _also N. Y. Crim.· (iii) (MCKinney 1971) 

Pro. Law §700.30(4) (McKinney 1971i. 

269 

I 
I 

i 
I 
I 
I 
! 

I 
i I ~ 

I 
( 

, 



r t 

" • 

\:?, \0. 

iii 
" -

u 

" .... 

, 59 
orders in meeting this regulrement. 

C. particulari~as to Place 

d orde r must also describe the The application an 

th 1 ce where the location of the facilities or epa 
60 

communications are to be intercepted. 

, 1 concern shown in some statutes There is a specla 

, bl' facilities or where where the surveillance involves pu lC 

58 continued. 
Each application . shall state: 

* * * * 

(3) The particular type of communication ~o 
be intercepted; and a showing that there l~ t' 
probable cause to .believe tha~ such co~un~<?a lon 
will be communicated on the Wlre communlca lon 
facility involved or at the p~rticular,p~ace pted 
where the oral communication 1S to be 1n erce . 

N.J. Stat. Ann. §2A:156A-9(c) (3) (1971), 
Jersey Statutes §2l-.:l56A-9 (c) (3) (1975). 
Stat. Ann. §2A: 156A-12 (d) (1971). 

as amended New 
See also N.J. 

, must contain the following: The applicat10n 

* * * * 
, 1 descr1'ption of the nature of d. A partlcu ar 

the oral or wire communications SQught to be 
overheard. 

Mass. Gen. Laws Ann. ch. 272, §99 (F) (2) (d) (Supp. 1976). 
See also Mass. Gen. Laws Ann. ch. 272, §99 (I) (4) (Supp. 
1976-) .-

59see,~, United States v. Tortorello, 480 F32~ 764, 
78o-T2d Cir.), cert. denied, 414 u.S. 866 (19~7i:72; 
United States v. Mainello, supra note 57'3;i N Y S 2d 
People v. Holder, supra note 57, at 868, ... 
at 563. 

60 Each application shall include the following 
information: 

* * * * 

(ii) a particular description of the n~ture 
and location of the facilities from Wh1Ch or 
the place where the communication is t.o be 
intercepted . . 

270 

I 

.. \ 

-

f • 
/. 

f . 
r 

, . .. ~-.-> .... -~~" ... ~~.----~~ ...... - ,., -~---~,~-... --.. ,-..,., ......... ,~~. ~.. ._- -- -- .... -.+~~-~,+~.~-. «- • 

the interception of the communications. 61 No similar 

60 continued. 

A warrant must contain the following: 

* * * * 

3. A particular description of the person and the 
place, premises or telephone or telegraph line 
upon which the interception may be conducted. 

Mass. Gen. Laws Ann. ch. 272, §99 (I) (3) (Supp. 1976). 

61 
If the facilities from which a.wire communication 
is to be intercepted are public, no order shall be 
issued unless the court, in addition to the matters 
provided in section 10 above, determines that there 
is a special need to intercept wire communications 
over such facilities. 

If the facilities from which, or the place where, 
the wire or oral communications are to be 
intercepted are being used, or are about to be 
used, or are leased to, listed in the name of, 
or commonly used by, a licensed physician, a 
licensed practicing psychologist, an attorney 
at law, a practicing clergyman, ora newspaperman, 
or is a place used primarily for habitation by 
a husband or wife, no order shall be issued 
unless the court, in addition to the matters 
provided in section 10 above, determines that 
there is a special need to intercept wire or 
oral communications over such facilities or in 
such places. Special need as used in this 
section shall require in addition to the matters 
required by section 10 of this act, a showing that 
the licensed physician, licensed practicing 
psychologist, attorney-at-law, practicing 
clergyman or newspaperman is personally engaging 
in or was engaged in over a period of time as part 
of a continuing criminal activity or is committing, 
has or had committed or is about to commit an 
offense as provided in section 8 of the act or 
that the public facilities are being regularly 
used by someone who is personally engaging in 
or was engaged in over a period of time as part 
of a continuing criminal activity or is 
committing, has or had committed or is about to 
commit such an offense. No otherwise privileged 
wire or oral communication intercepted in 
accordance with, or in violation of, the provisions 
of this act, shall lose its privileged character. 

N.J. Stat. Ann. §2A:156A-ll (1971), ~_~_~nd..~d New Jersey 
Statutes §2A:156A-ll (1975). 
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it threatens privileged communications. New Je~sey requires 

that the court determine there to be a "special need" for 

61 continued. 

IB U.S.C.A. §251B (1) (b) (ii) (1970). 

Each order . . . shall specify 

* * * * 

(b) the nature and location of the communication 
facilities as to which, or the place where, 
authority to intercept is granted. 

IB U.S.C.A. §2518 (4) (b) (1970). 

N.Y. Crim. Pro. Law §§700.20(2) (ii) and 700.30(3) (McKinney 
1971) are identical to the federal provisions. 

Each application ... shall state: 

* * * * 

(4) The character and location of the particular 
wire communication facilities involved or the 
particular place where the oral communication is 
to be intercepted. 

N . J. S tat. Ann. § 2A : 15 6A - 9 (c) (4) (1971). 

Each order ... shall state: 

* * * * 

c. The character and location of the particular 
communication facilities as to which, or the 
particular place of the communication ,as to 
which, authority to intercept is granted. 

N.J. Stat. Ann. §2A:156A-12 (c) (1971). 

Mass. 

. .. ~, 

The application must contain the following: 

* * * * 
c. That the oral or wire communications of the 
particularly described person or persons will 
occur in a particularly described place and 
premises or over particularly described telephone 
or telegraph lines. 

Gen. Laws Ann. ch. 272, §99 (F) (2) (c) (Supp. 1976). 

272 

-.. . I.J 

'" 
-', '\, , 

.~ 

---... 

0" 

" 

" .:-:'-', . 

" 

~ 

, 

J 
c· 

f. 

0' 1: 

./ 

federal requirement ' 62 
eXlsts, although New York and 

Massachusetts require a statement in 
the application that 

the communications to b ' e lntercepted are not legally 
privileged. 63 

D. Particularity as to Persons 

~22 Title III requires that applications 
and orders 

identify the person, 

to be intercepted. 64 
if known, whose communications are 

These provisions have not been 

read, however, to require the government to name every 
participant in communications to be monitored. 

62C' 
~~ United States v ' 

~Et. denie~7 V.S~ R1ZZ0, 492 F.2d 443, 447 (2d Cl' ) 
944 (1974). r. , 

63 
N.Y. ~rim. Pro. Law §700.20 ' 

Mass. G\~n. Laws Ann ch 272 (2) (c) (McKlnney 1971)' 
. . ,§99 (F) (2) (e) (SuPp. 1976). 

64 
~ach application shall include 
lnformation: the following 

* * * * 
(iv) the identity of th 
committing the offense e person, if known, 
are to be intercepted. and whose communications 

18 V.S.C.A. §2518 (1) (b) (iv) (1970). 

Each order h . • . s all specify 

a the 'd t' 
• ,1 ~n lty of the pe,rson, if known, h 

communlcatlons are to be lntercepted. w ose 

18 V.S.C.A. §25l8 (4) (a) (1970). 
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,,23 The leading Supreme Court case in this area is 

united States v. Kahn. 65 There, the warrant authorized 

interception of communications of Mr. Kahn, suspected 

of gambling violations, and "other persons as yet unknown." 

Conversations involving Mrs. Kahn and her husband, and 

Mrs. Kahn and a third party were intercepted and 

introduced in evidence against the Kahns .. The Court 

denied a motion to suppress these conversations. It 

found that although the government lacked probable 

64 continued. 

The New York and New Jersey statutes are almost identical 
to their federal counterparts. N.Y. Crim. Pro. Law 
§§700.20(2} (b) (iv) (McKinney 1971) (modifying "offenses" 
in the requirements for the application by replacing "the" 
with "such designated") and 700.30(2) (McKinney 1971); 
N.J. Stat. Ann. §§2A:156A-9(c) (1) (1971) (adding "particular" 
in front of "person" in the requirements for the application) 
and 2A:156A-12(b} (1971) (allowing the order to state "a 
particular description of" the person or his identity). The 
Massachusetts statute requires the application to include a 
statement of probable cause: 

The application must contain the following: 

* * * * 
b. A statement of facts establishing probable 
cause to believe that oral or wire communications 
of a particularly described person wi11.cons~~tute 
evidence of such designated offense or w1ll a1Q 
in the apprehension of a person who th: appli~ant 
has probable cause to believe has comm1tted, 1S 
committing, or is about to commit a designated 
offense . 

Mass. Gen. Laws Ann. ch .. 272, §99 (F) (2) (b) (Supp. 1976). 
The warrant in Massachusetts need only contain "[a] 
particular description of the person \ •.. " Mass. 
Gen. Laws Ann. ch. 272, §99 (I) (3) (Supp. 1976); 
see note 60. 

65 415 U.S. 143 (1974). 
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cause to name Mrs. Kahn in the application for the warrant, 
she fell' . th' " W1 1n the category of "other persons as yet 
unknown. ,,66 The Court held that: 

• • • Tit~e III requ~res the naming of 
a person 1n the app11cation or interception 
order only when the law enforcement 
aut~orities have probable cause to 
be11eve tha~ that individual is "committing 
the offense for which the wiretap is 
sought. 67 

The circuit courts of appeal are currently split 

over the issue of whether the government must name 

a known p~rson where it has probable cause to believe 

that the individual is committing the specified offense. 

The Sixth Circuit in United States v. Donovan,68 the 

Fourth Circuit in United States v. B t ' 69 erns e1n, and the 

District of Columbia Circuit in Un~ted 70 ~.;.;. ... ~=-=-....:S::.:..t=-a::..::.t.:::e.=:s~v~.~..;M~o~o~r~e~ , 

read Kahn to require the government to name in the 

application for a ,dretap order all persons that it 

believes to be involved' th 1n e criminal activity under 

investigation and whose conversations may be intercepted. 

Where such persons are known under a probable cause 

standard, these courts hold that the persons must be 

identified and failure to d ~ o so requireg suppression of 

recordings made under th ~ e war~ant for use agaihst them. 

66Id • 
at 155. 

67 Id • 

68 
513 F.2d 337 (6th Cir. 1975), cert. granted, 18 C . 

L. Rptr. 4161 (Feb. 24, 1976). - ~. 

69 509 F.2d 996 (4th Cir. 1975), cert. pending. 

70 513 F.2d 485 (D.C.Cir. 1975). 
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~25 The Fifth Circuit reached a different result in 

united states v. DOolittle.
71 

There the court held that 

the government was not absolutely required to name all 

persons whom it had probable cause to believe were 

involved in the criminal activity under investigation. 

The court noted that the defendants did not allege or 

demonstrate any prejudice in not being named in the order. 

All defendants received an inventory of the overheard 

conversations, were allowed to listen to the tapes, and 

received transcripts prior to the trial. There was no 

indication of bad faith or subterfuge on the part of 

the government. These factors combined to convince 

the court that the essential purposes of the statute 

had been met, and that failure to name the defendants 

in the application and order did not require suppression 

of the wiretap evidence. The Eighth Circuit recently 

followed Doolittle in united States v. Civella.
72 

In that case, the named defendant was adequately 

identified, and the unnamed defendants were notified 

of the interception soon after its termination. The 

court concluded that sections 2518(1) (b) (iv) and (4) (a) 

73 
of Title III were substantially complied with and their 

--------------------~---------------------------------------------

71 507 F.2d 1368 (5th Cir.), aff'd en banc,518 F.2d 500 
(1975), cert. pending. 

72 19 Crim. L. Rptr. 2136 (8th Cir. Apr. 16, 1976). 

73 
18 u. s . C . A. § § 2 518 (1) (b) (i v), (4) (a) (1970) 

(requiring in the application and the order the 
identification of persons whose communications are to 
be intercepted) ; ~ note 64. 
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purpose was-achieved. I t suggested, however, that a 

showing of bad faith on the part of the government in 

the omission f o the names, or a d emonstration that the 

issuing judge would have acted differently had he seen 

the 

E. 

'126 

omitted names might 1 d ea to a different result. 

Inadequacy of Investigat1.'ve Alternatives 

Section 2518 (I) (c) of Title II I requires that: 

Each application 
information: 

shall include the f 11 ' o oW1.ng 

* * * * 
(c) a full and complete t 
or not other investi ,s atement as to whether 
tried and failed or ~~t1.vthe procedures have been 

b l
'k Y ey reasonably app t 

e un 1. ely to succeed if t ' d ear 0 
dangerous. 74 r1.e or to be too 

New York, New Jersey, and Massachusetts 

provisions in their statutes. 75 

all have similar 

74 
18 U.S.C.A. §25l8 (I) ( ) 

§ 2 518 (3) (c) ( 19 7 0 ) 'h' hC ( 19 ? O); see a 1 so 18 U. S C A 
~ 1.C requ1.res Ene -- . • . 

authorizing interception t d ,e JUOge, before 

75 

, 0 eterm1.ne that: 

(c) normal investi ativ . 
and have failed orgr e proc8dures have been tried 

easonably ap to succeed if tried t pear to be unlikely 
or 0 be too dangerous. 

The application must contain: 

* * * * 
(d) A full and com 1 t 
establishing that ~o~m:lsfateme~t o~ facts 
have been tried and h fn~est1.gat1.ve procedures 
appear to be unlir.el a~e a1.led or reasonably 
to be too dangero~s r 0 succeed ~f tried or 
the evidence sought. 0 employ, [s1.c] to obtain 
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~27 The Senate Report accompanying Title III discusses 

the intent of this provision: 

75 continued. 

fr / 

N.Y. Crlm. Pro. aw . . L §700 20 (2) (d) (McKinney 1971). 

An eavesdropping warrant may issue only: 

* * * * 

4. Upon a showing that normal investigative 
procedures have been tried and have failed, 
or reasonably appear to be unlikely to succeed 
if tried, or to be too dangerous to employ. 

N.Y. Crim. Pro. Law §700.15 (4) (McKinney 1971). 

Each application shall state: 

* * * * 
(6) A particular statement of facts showing 
that other normal investigative procedures 
with respect to the offense have been tried 
and have failed or reasonably appear to be 
unlikely to succeed if tried or to be too 
dangerous to employ. 

N.J. Stat. Ann. §2A: 156A-9 (c) (6) (1971). 

Upon consideration of an application, the judge 
may enter an ex parte order : . . if the court 
determines . . . that there 1S or was probable 
cause for belief that: 

* * * * 

c. Normal investigative procedures with res~ect 
such offense have been tried and have fa1led 
reasonably appear to be unlikely to succeed 
tried or to be too dangerous to employ. 

to 
or 
if 

N.J. Stat. Ann. §2A:156A-lO(c) 
Jersey Statutes §2A:156A-lO(c) 

(1971), as amended New 
(1975) . 

A warrant may issue only: 

* * * * 

3. Upon a showing by the applicant t~at normal 
investigative procedures have been tr1ed and hav~ 
failed or reasonably appear unlikely to succeed 1f 
tried. 

Mass. Gen. Laws Ann. ch. 272, §99(E) (3) 
278 

. . , 

(Supp. 1976). 
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The judgment would involve a consideration of all 
the facts and circumstances. Normal investigative 
procedure would include, for example, standard 
visual or aural surveillance techniques by law 
enforcement officers, general questioning or 
interrogation under an immunity grant, use , 
of regular search warrants, and the infiltration 
of conspiratorial groups by undercover agents 
or informants. Merely because a normal 
investigative technique is theoretically 
possible, it does not follow that it is 
likely .... What the provision envisions is 
that the showing be tested in a practical and 
commonsense fashion. 76 

~28 Most courts, based on the language of the Senate 

Report, require little more than a showing by the 

applicant that other investigative techniques are 

infeasible. They do not interpret these sections of 

Title III to require a full in~depth examination of 

th ' t . . 1 . 77 h . h . . e 1nves 19at1ve a ternat1ves. T e N1nt C1rcu1t, 

on the other hand, in United States v. Kerrigan,78 

showed a greater degree of willingness to examine the 

application's statements that other investigative 

techniques have not or will not work. There, the 

court warned the government that " ... the boilerplate 

recitation of the difficulties of gathering usable 

evidence . . . is not sufficient basis for granting a 

76 
S. Rep. No. 1097 t 90th Cong., 2d Sessa 101 (1968). 

77~ United States~ Armocida, 515 F.2d 29, 37-38 
(3d Cir. 1975), cert. denied, U.S. (1976); In 
re Dunn, 507 F.2d 195, 196-97 (1st Ci~974); united 
States v. James, 494 F.2d 1007, 1015-16 (D.C. Cir.), 
cert. denied, 419 U.S. 1020 (1974). 

78 514 F.2d 35, 38 (9th Cir. 1975), cert. denied, 
(1976) . 
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wiretap order." More recently, in united States v. 

Kalustian,79 the Ninth Circuit granted a motion to 

suppress wiretap evidence because the application did 

not include a "full and complete statement of underlying 

circumstances" explaining whi other investigative techniques 

would not work. The appli~at!on included statements by the 

investigating officers that other methods of investigation 

. 80 
would not work, based on their "knowledge and experience. II 

The purpose of sectio~ 2518(1) (c)8l is to ensure that 

electronic surveillance is not used "casually or with 

indifference to its risks. tl82 In preparing an application, 

it is important to recognize two considerations: 

.. 

The first is that other investigative options 
must be evaluated closely. The second is that 
those options and their insufficiency must be 
detailed in the application, so that the 
judge can independently determine the necessity 
for surveillance. 83 

79 17 Crim. L. Rptr. 2428 (9th Cir. Aug. 4, 1975), modified, 
18 Crim. L. Rptr. 2411 (Feb. 11, 1976). 

80 Id . Accord, United States V. Curreri, 388 F. Supp. 
60~(D.Md. 1974). 

8118 U.S.C.A. §25l8 (1) (c) (1970). 

82Electronic Surveillance; Report of the National 
Commission for the Review of Federal and State Laws 
Relating to Wiretapping and Electronic Surveillance 
67 (1976). 
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F. Period of Time Surveillance is to be Authorized 
-,--;~:.;:;..-=.;=-.:=-=-:..:...::..::~:::::..::!:.!:.:::.::! 

~30 An application for an electronic surveillance 

order must include "a statement of the period of time 

for which the interception is required to be maintained. ,,84 

The order itself must specify "the period of time during 

which such interception is authorized .... ,,85 In no 

case can an order authorize an interception for a period 

. f' 86 1n excess 0 th1rty days, unless an extension is granted. 

The thirty-day period, is an absolute maximum, however, 

and the. intent of Title III is to limit interception to 

84 
18 U.S.C.A. §25l8 (1) (d) (1970). The New York, New 

Jersey, and Massachusetts sections are identical. 
N.Y. Crim. Pro. Law §700.20(2) (e) (McKinney 1971); 
N.J. Stat. Ann. §2A:156A-9 (c) (5) (1971); Mass. Gen. 
Laws. Ann. ch. 272, §99 (F) (2) (f) (Supp. 1976) (Masssachusetts 
requ1res the application, if practicable, to designate 
hours of the day or night during which interception may 
reasonably be expected to occur). 

85 
18 U.S.C.A. §25l8 (4) (e) (1970). The New York and New 

Jersey sections are again identical. N.Y. Crim. Pro. 
Law §700. 30 (6) (McKinney 1971); N.J. Stat. Ann. 
§2A:156A-12 (f) (1971). Massachusetts requires that. 
the warrant contain "[t]he date of issuance, the date 
of effect, and termination -date .... " Mass. Gen. 
Laws Ann. ch. 272, §99 (I) (2) (Supp. 1976). 

86 
18 U.S.C.A. §25l8(5) (1970); N.Y. Crim. Pro. Law 

§700.l0(2) (McKinney 1971). New Jersey limits the 
duration of electronic surveillance to a maximum of 
twenty days. N.J. Stat. Ann. §2A:156A-12 (f) (1971), 
as amended New Jersey Statutes §2A:156A-12(f) 
(1975). Massachusetts allows a device to be installed 
for a period of thirty days, but authorizes interception 
only for a maximum of fifteen days within that period. 
!1ass. Gen. Laws Ann. ch. 272, §99 (I) (2) (Supp. 1976). 

281 

------.---===--~-----------

, 



a period no IIlonger than is necessary to achieve the 

" ,,87 objective of the author1zatlon .... 

In cases where the investigation requires that 

an interception continue to be authorized beyond the 

time when the des:cribed type of communication has been 

first obtained, the application must include "a 

f f t establishing probable particular description 0 ac s 

cause to believe that additional communications of the 

,,88 The order in all same type will occur thereafter. 

d "a statement as to whether or not the cases must inclu e 

interception shall automatically terminate when the 

, ,,89 Th f ' t obta1ned. e described conversation has been 1rs 

87 18 U.S.C.A. §2518(5) (1970). See N.Y. Crim. pro .. 
Law §700.10(2) (McKinney 1971); N.J. Stat. Ann. §2A. 
156A-12 (f) (1971), as amended New Jersey Statutes 
§2A: 156A-12 (f) (1975). The Massachusetts sta~ute has 
no comparable language; see Commonwealth V. V1tello, 

Mas s . ,327 N. E . 2 d 819, 841- 44 ( 19 7 5) . 

88 18 U.S.C.A. §2518 (1) (d) (1970). The New York 
section is identical. N.Y. Crim. Pro. Law §700.20 
(2) (e) (McKinney 1971). The New Jersey and Massachusetts 
sections have slight variances. N.J. Stat. Ann. §2A: 
156A-9 (c) (5) (1971); Mass. Gen. Laws Ann. ch. 272, 
§99 (F) (2) (f) (Supp. 1976). 

89 18 U.S.C.A. §~518(4) (e) (1970). The New ~ork and 
New Jersey sections are identical. N.Y. Cr1m. Pro. Law 
§ 700.30 (6) (McKinney 1971); N. J. Stat. Ann. §2A: 156A-12 
(f) (1971), as amended New Jersey ~tatutes §2A:15~A-12 
(F) (1975). The Massachusetts sectl.on states that. 

If the effective period of the warrant is, 
to terminate upon the acquisition of,part1cular 
evidence or information or oral or W1re , 
communication, the warrant shall so prov1de. 

Mass. Gen. Laws Ann. ch. 272, §99 (I) (2) (Supp. 1976). 
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actual period of authorization in a particular case 

depends on the facts of that case. 90 Several courts have 

suppressed evidence where the order authorized interception 

for the full thirty-day period without regard to whether 

the investigative objectives were reached, or where the 

order failed to include a statement as to whether or not 

the interception would automatically terminate when the 

desired cOHuuunications were obtained. 9l 

G. Prior Applications 

'132 Section 2518 (1) (e) of Title III requires that each 

application include: 

a full and complete statement of the facts 
concerning all previous applications known 
to the individual authorizing and making 
the application, made to any judge for 
authorization to intercept, or for approval 
of interception of, wire or oral con~unications 
involving any of the same persons, facilities 
or places specified in the application, and 
the action taken by the judge on each such 
application. 92 

90 
S. Rep. No. 1097, 90th Cong., 2d Sess. 101,103 

(1968) . 

9lpeople V. Pieri, 69 Misc.2d 1085, 332 N.Y.S.2d 
786 (Erie County Ct. 1972), aff'd, 41 App. Div. 2d 
1031, 346 N.Y.S.2d 213 (4th Dept. 1973); Johnson V. 
State, 226 Ga. 805, 177 S.E.2d 699 (1970); State v. 
Siegel, 266 Md. 256, 272-74, 292 A.2d 86, 95-96 
(1972); ~ also United States V. Cafero, 473 F.2d 
489, 496 (3d Cir. 1973), cert. denied, 417 U.S. 918 
(1974). But ~ People v. Palozzi, 44 App. Div. 2d 
224, 227, 353 N.Y.S.2d 987, 990 (4th Dept. 1974); 
State V. Braeunig, 122 N.J. Super. 319, 325, 300 
A.2d 346, 349 (App. Div. 1973); United States v. 
Baynes, 400 F. Supp. 282, 300-10(E.D.Pa.), aff'd 
~., 517 F.2d 1399 (3d Cir. 1975)~ -----

92 
18 V.S.C.A. §2518 (1) (e) (1970). The provisions 

for New York, New Jersey, and Massachusetts are 
substantially similar. 
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A court may suppress evidence obtained pursuant to a 

surveillance warrant where the application fails to 

d 1 h ' f' 'L' t' 93 ~sc ose t e ex~stence 0 prev~ous app. ~ca ~ons. 
------.. ---------------------------------------------------
92 continued. 

The application must contain: 

* * ,* * 
(F) A full and complete statement of the facts 
concerning all previous applications, known to 
the applicant, for an eavesdropping warrant 
involving any of the same persons, facilities 
or places specified in the application, and 
the action taken by the justice on each such 
application. 

N.Y. Crim. Pro. Law §700.20(2) (f) (McKinney 1971). 

Each application shall state: 

* * * * 
e. A complete statement of the facts 
concerning all previous applications, known 
to the individual authorizing and to the 
individual making the application, made to any 
court for authorization to intercept a wire or 
oral communication involving any of the same 
facilities or places specified in the application 
or involving any person whose communication is 
to be· intercepted, and the action taken by the 
court on each such application. 

N.J. Stat. Ann. §2A:156A-9(e) (1971). 

The application must contain the following: 

* * * * 
h. If a prior application has been submitted or 
a warrant previously obtained for interception 
of oral or wire communications, a statement 
fully disclosing the date, court, applicant, 
execution, results, and present status thereof. 

Mass. Gen. Laws Ann. ch. 272, §99 (F) (2) (h) (Supp. 1976). 

93united States V. Bellosi, 501 F.2d 833 (D.C. Cir. 1974). 
There, a warrant was issued authorizing a wiretap of the 
defendant in a gambling investigation and the resulting 
evidence was suppressed because the application failed 
to indicate that the defendant was the subject of a 
wiretap in a previous unrelated narcotics investigation. 
But see United States v. Kilgore, 518 F.2d 496, 500 
TSth-cir. 1975), cert. pendJ.ng . 
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IV. Formal Requirements: Swearing, Signing, and Dating 

,/33 
Each application must be in writing and Upon oath 

or affirmat~on_.94 E h 
~ ac order authorizing electronic 

surveillance must actually be signed by the judge, and 

failure to do so can lead to sUppression of evidence. 95 

Finally, each order must be dat~d, or aga~n 
.... suppression 

can result. 96 

V. What Court May Iss~e a Warrant 

,/34 Applications for electronic surveillance warrants 

must be presented to a "judge of competent jurisdiction. 11 97 

This is defined as "a J' udge of au' d 
n~te States district 

court or a United States court of appeals,,98 on the 

federal level, and at the state level it is lIa judge 

of any court of general criminal jurisdiction of a 

94 
18 U.S.C.A. §2518(1) (1970)' NYC' 

§700 20 (1) (M K' , " r~m. Pro. Law 
156-9' (19·71)' c ~nney 1971); N.J. Stat. Ann. §2A: 

, Mass. Gen. Laws An h 27 
(Supp. 1976). The oath or affi~~a~i~n n~~d§99~F~ (1) 
before the issuing , d' no e 
342 F S 1 JU gee Un~ted States v. Tortorello 
F 2d 7 upp. ?29, 1035 (S.D~N.Y. 1972), aff'd 480 ' 

. 64 (2d C~r.) cert. der1l.ed, 414 U.S. 866 (1973). 

95united States v. 
1973). Ceraso, 355 F. Supp. 126 (M.D.Pa. 

96 , 
Un~ted ~tates V. Lamonge, 458 F.2d 197 (6th Cir.), 

Qexk. den2ed, 409 U.S. 863 (1972). 

97 
18 U.S .C.A. §2516 (1) (1970~, as amended (Supp. 1976); 

18 U.S.C.A. §2516(2) (1970) 2mposes the same requ2'rement 
on the states. 

9818 U.S.C.A. §25l0(9) (a) (1970) ~ 
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state who is authorized by a statute of that state to 

t ' of wire or oral 
enter orders authorizing intercep 10ns 

, ' ,,99 The intent of this section is to 
conunun1catl.Ons . 

'd who could authorize electronic 
limit the JU ges 

surveillance warrants, and "to guarantee responsible 

judicial participation in the decision to use these 

, ,,100 New York permits all trial judges down 
technJ.ques. 

101 h'l 
court leve l to issue warrants, w J. e 

to the county 
, J'ustice of the state superior 

Massachusetts perm1ts any 
102 New Jersey, on the other hand, permits 

court to do so. 

warrants to be issued only by judges of the superior 
103 

court who are specifically designated for that purpose. 

99 18 U.S.C.A. §25l0 (9) (b) (1970). 

100S R No 1097 90th Cong., 2d Sess. 91 (1~68~. . ep.·' ' t U S ComnussJ.oners 
Normal search warra~t practJ.ce Plerml. s t~ ·a practice 

d city mayors to l.SSue federa warran ~ 1 
~~oo permissive for the interception of wJ.re or ora 

conununications." 

101N.Y. Crim. Pro . Law §700. 05 (4) (McKinney 1971) . 

102Mass . Ann. ch. 272, §99 (B) (9) (Supp. 1976) . 
Gen. Laws 

103N. J . stat. Ann. §2A:156A-2(i) (1971) . 
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VI. Surreptitious Entry 

'13S In United States v. Ford,104 the court found that "bugging, 

unlike nontrespassory wiretapping, ordinarily involves two 

distinct aspects of the Fourth Amendment: protection of private 

premises and of conversational p~ivacy from unwarranted govern

mental intrusion."lOS The court concluded that the fourth 

amendment required explicit authorization of each of these 

intrusions, reasoning that the "deliberate and impartial 

judgment of a J'udicial offJ.'cer,,106 whJ.'ch the amendment places 

between the citizen and the police could best be implemented 

by requiring the police officer to justify each intrusion by 

citing "specific and articulable facts,,107 that warrant the 

particular intrusion in question. l08 

~36 Justification for surreptitious entries is discussed in 

United States v. Agrusa l09 and Application of United states. 110 

Both courts purport to apply the fourth amendment standard of 

104553 F.2d 146 (D.C. Cir. 1977). 

10SId. at 160. 

106Id • 

107Id • at 161. 

108Acc~rd, Application of united States, 563 F.2d 
(4th Cl.r. 1977); United States v. Finazzo, 429 F. 
807 (E.D. Mich. 1977). 

109 S4l F.2d 690 (8th Cir. 1976). 

110S63 F.2d 637 (4th Cir. 1977). 
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IIreasonableness,1I yet each appears to apply the standard in a 

different manner. In Agrusa, the Eighth Circuit noted that 

lithe defendant here would have avoided any incriminating state-

ments had he been told in advance that his conversations would 

b ' d 11111 d h II h If d f t' e ~ntercepte , and conclude t at t e se - e ea ~ng 

nature of an announcement prior to electronic surveillance is 

a sufficiently exigent circumstance to renuer the unannounced 

search and seizure reasonable. 11112 The court based its finding 

of reasonableness on the fact that the kind of electronic 

surveillance envisioned by the law enforcement agents would 

have been impossible without surreptitious entry. In Application, 

the Fourth Circuit emphasized a finding by the district court 

that the investigation by the law enforcement agents could 

proceed only by a surreptitious entry and installation. This 

demonstrated that the surreptitious entry reaoonably accommodated 

the public interest in criminal investigation. 113 
I 

~37 Other courts have found authorization for surreptitious I' 
entry implied in a valid surveillance order. In United States v. 

scafidi,114 for example, the Second Circuit focused on the judge's 

111541 F.2d at 697. 

112Id . at 698. 

113While recognizing the interest in criminal investigation, 
the court recognized that lithe willingness of the Government 
to abide by detailed guidelines as to the time and manner of 
entry, its assurance that entry [would] be made only at a 
time when the premises [were] unoccupied, and its acknowledgment 
that the scope of any such entry should not exceed its limited 
purpose" showed a respect for the individual's expectation of 
privacy. 563 F.2d at 645. 

114564 F.2d 633 (2d Cir. 1977). 
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lack of experience ~n the 
... installation f 

o surveillance devices: 
, I~ would be highly naive 

d~str~ct judge a belief that to impu~e to a 
to effect his bugging auth ,the,dev~ce required 
require installat' or~zat~on did not 
b ~on. But neither h Id ' 
,e presumed to have such f 'I' ,s o~ Judges 
~nstallation of such d ,am~ ~ar~ty w~th the 
which they are to be ,ev~c~s or the premises in 
should be required i ~~s a~led that a court 
method of entr n ~ts or~er to specify the 
the bug, and t~~ ;~e appro~r~ate ~ocation of 
functioning .... It W~~~dto ~nsure ~ts proper 
the courts to invade th be mo~t unseemly for 
enforcement a ' e prov~nce of law 
competence wa;e~~~:~e~yt~sSuming that their 
agencies pres ' an that of the 
It is signifi~~~l~h:~~lled in their field. 
so detailed in its su th7 statute, generally 
makes no mention of aperv~sory requirements, 
entry order. That th~ysneed for a ~eparate 
supervision by the cou ttatute requ~res general 
operation does no~ ev r ~ ov7 r the bugging 
them the practical e ~n ~mpl~edly impose on 

n orcement steps. lIS 
The court concluded that the 

role of the judge is only to decide 
whether electronic surveillance 

is justified, and not to decide 

of accomplishing the surveillance. 116 
the II precise mechanical means ll 

A district court reached 
a similar result in United States 

Dal' 117 v. _
_ -.;~...;.;a, assert~ng th " ... at entry to ' 

~nstall bugging devices is but 
a mere condition precedent that 

must necessarily be satisfied if 
the purpose behind an intercept 

order is to be effectuated. . 
is not another intrusion.,,118 [and] 

115Id . at 640. 

116Id . -
117426 F. SuPp. 862 CD.N.J. 1977). 

118Id . at 866. 
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Addenda and Errata 

(Double underlining indicates corrected material) 

Outline: 

'/3, Note. 2: 

,/3, Note 3: 

'/4, Note 4: 

,/4, Note 5: 

,/4, Note 5: 

"4, Note 5: 

,/4, Note 5: 

Add the following in section III after: 

"A. Crimes. ~15": B. Probable Cause ... ~18. 

Re-letter the remaining sUbsections in section III 

after the new addition. 

Correction: 388 u.s. !! (1967). 

Correction: Commonwealth v. Vitello, 367 Mass. 

224, 327 N.E.2d 819 (1975). 

Correction: 18 U.S.C.A. §§ 2510-2520 (1970 & 

Supp. 1979). 

Correction: . exception, 18 U.S.C.A. § 2511 

(2) (a) (i) (Supp. 1979). 

Correction: Federal Communications Corr~ission 

exception, § 2511 (2) (b) (1970). 

UnJ.'ted states v. United States District Correction: 

Court, 407 u.s. 297', 308 (1972). 

Add: In United States v. Butenko, 494 F.2d 593, 

605 (3d eire 1974) (en banc) I c~~rt. denied, 

419 U.S. a81 (1974~ the court held that a 

warrantless electronic surveillance that was 

made with the p~imary purpose of obtaining foreign 

intelligence information was reasonable under the 

Fourteenth Amendment. The court. in Forsyth v. 

Klein, 447 F. Supp. 192, 196 (E.D. Pa. 1978) 

found "there has been little doubt that a warrant 
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.-

'/4, Note 6: 

,/5 : 

'/5, Note 7: 

'. 

I, 

., 

/ 

is also necessary in matters involving the 

national security interest, except for sur-

veillancesbased on threats to the national 

security involving foreign powers." 

Correction: 18 D.S.C.A. § 2511 (2) (c) (d) (1970). 

Correction: Twenty-~ states and the District 

of Columbia have approved statutory provisions . . . . 
Omit & Substitute: The 25 jurisdictions and their 

respective statutes are: Ariz. Rev. Stat. Ann. 

§§ 13-3004 to -3014 (1978); Colo. Rev. Stat. Ann. 

§§ 16-15-101 to -104, 18-9-301 to -310 (1978); 

Conn. Gen. Stat. Ann. §§ 53a-187 to -189, 54-41a 

to 41s (West 1972 & Supp. 1979); Del. Code Ann. 

tit. 11, § 1335-36 (1974 & Supp. 1979); D.C. Code 

Ann. §§ 23-541 to -556 (1973 & Supp. V 1978); 

Fla. Stat. Ann. §§ 934.01 to .10 (West 1973 & 

Supp. 1979); Ga. Code Ann. §§ 26-3001 to -3010 

(1978); Ill. Rev. Stat. ch. 38 §§ 108A-l to 11 

(Supp. 1979); Kan. Stat. §§ 22-2514 to -2519 (1974 

& Supp. 1978); Md. Cts. & Jud. Proc. Ann. Code 

art. C.J. §§ 10-401 to -412 (1974 & Supp. 1978); 

Mass. Gen. Laws Ann. ch. 272, § 99 (West Supp. 1979); 

Minn. Stat. Ann. §§ 626A.Ol-.23 (West Supp. 1979); 

Neb. Rev. Stat. §§ 86-701 to -712 (1976); Nev. 

Rev. Stat. §§ 179.401-.515, 200.610-.690 (1973, 

1975); N.H. Rev. Stat. Ann. §§ 570-A:l to A:ll 

(1974 & Supp. 1977); N.J. Stat. Ann. §§ 2A:156A-l 

to -26 (West 1971 & Supp. 1978-1979), as amended 
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'15, Note 8: 

'17, Note 11: 

f! I 
... I. 

by Act of June 23, 1978, ch. 51, 102 N.J.L.J. 

NL-42 (1978); N.M. Stat. Ann. §§ 30-12-1 to 

11 (1978); N.Y.' Crim. Proc. Law §§ 700.05-.70 

(McKinney 1971 & Supp. 1978-1979); Or. Rev. 

Stat. §§ 133.723, 133.725, 133.727, 133.992, 

165.535, 165.540, 165.545 (1977); 18 Pa. Cons. 

stat. Ann. §§ 5701-5726 ~ amended by Act of 

Pub. L. No. Pa. Laws 

(1978) (Senate Bill No. 191, 1977 Session); 

G L Ann . §§ 12-5.1-1 to -16 (Supp. R.I. en. aws 

1978); S.D. Compiled Laws Ann. §§ 23-13A-1 to 

-11 (Supp. 1978); S.D. Compiled Laws Ann. 

§§ 23-13A-1 to -11 (Supp. 1978); Va. Code 

§§ 19.2-61 to -70 (1975 & Supp. 1978); Wash. 

Rev. Code Ann. §§ 9.73.030-.100 (1977 & Supp. 

1978); Wis. Stat. Ann. §§ 968.27-.33 (West 

1971 & Supp. 1978-79). Part of this list was 

compiled in Comment, "Post-Authorization Problems 

in the Use of Wiretaps: Minimization, Amendment, 

Sealing and Inventories," 61 Cornell L. Rev. 92, 

94 note 9 (1975). 

Correction: 18 U.S.C.A. '§§ 2515, 2518(10) (1970 

& Supp. 1979). 

Correction: Mass. Gen. Laws Ann. ch. 272, § 99(£) (l) 

(West Supp. 1979) ... Co~~onwea1th v. vitello, 

367 Mass. 224, 327 N.E. 2d 819 (1975). 
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'17, Note 11: 

'17, Note 11: 

\ 

117, Note 12: 

, 1110 

Delete "N.J. Stat. Ann. § 2A:156A-8, as 

amended New Jersey Statutes § 2A:156A-8 

(1975) provides:" and substitute: N.J. Stat. 

Ann. § 2A:156A-8 (West 1971) as amended 

~ Act of June 23, 1978~ ch. 5., 102 N.J.L.J. 

NL-4~ (1978) provides: . 

Insert the following in the quotation from 

the New Jersey statute after "the attorney 

general, a county prosecutor, or" and before 

"the chairman of the state commission": with 

the approval of the Attorney General, except 

in those investigations directly involving 

possible misconduct by officials and employees 

of the Department of Law and Public Safety, . 

Correction & Addition: United States v. Tor-

torello, 4~ F.2d 764 (2d Cir. 1973), . . . 
United States v. Ianel1i, 339 F. SUpPa 177 

(W.D. Pa. 1972), aff'd 447 F.2d 999 (3d Cir. 1973) 

aff'd, 480 F.2d 918 (3d Cir. 1973), aff'd, 420 U.S. 

770 (1975), rehearing denied, 528 F.2d 1290 

(3dCir.1976). 

Add,to the sentence that ends with footnote number 

22 the following, and place the footnote number 

at the end of the addition: 

because the identification requirement does not 
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<, , 

,,10, Note 23: 

~110, Note 23: 

~110, Note 23: 

---<- - ------

playa "substantial role" in the statutory frame

work.
22 

Correction: commonwealth v. vitello, ~ Mass. ~, 

Insert the following before "~ ~ St.ate v. 

Cocuzzo" and after II wiretap authorization)." But, 

first change the period after "authorization).11 to 

a semicolon: 

Uni ted states ex rel. Hachi v. Department of 

probation and Parole, 536 F.2d 179 (7th Cir. 1976) 

(assistant placed Attorney General's signature on 

memorandum of approval after telephone approval 

was received). 

Add: The official must be properly designated 

at the time he authorizes the application; sub-

sequent expiration of his authority before trial 

has no effect on the validity of the order. 

united states v. Florea, 541 F.2d 568, 574 (6th 

Cir. 1976), cert. denied, 430 U.S. 945, 

rehearing denied, 431 U.S. 925 (1977). Where 

words "specially delegated" were used instead 

of "specially designated,1I transfer of authority 

was nevertheless valid. United States v. DiMuro, 

540 F.2d 503, 509 (1st Cir. 1976), cert. denied, 

429 U.S. 1038 (1977). 
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'111, Note 25: 

'112, Note 30: 

----' -

J...._ •. _ 

Correction: 28 U.S.C.A. § 508(b) (West Supp. 

son 0 absence, disability, 1979): When by rea f 

or vacancy in off' , lce, nelther the Attorney 

General nor the Deputy Attorney General ' .1S 

available to exercise the duties of the office 

of Attorney General , the Associate Attorney 

General shall act as Attorney General. The 

Attorney General may designate the Solicitor 

General and th e Assistant Attorneys G eneral, in 

further order f o succession, to act as Attorney 

General. 

o e sentence after footnote Add the following t th 

number 28 between "and New York 31 " and "authorize" 

"Arizona 1a and delete ."and" before "New York".. 3 

co1orado,31b Florida,31c Nevada 31d '31 , Pen~sylvania, e 

Rhode Island,31f and Wisconsin 31g . 

Delete and Substitute: N.J. Stat. Ann. § 2A:156A-8 

(West 1971) as amended b ____ ~~~~~y Act of June 23, 1978, 

ch. 51, 102 N.J.L.J. NL-42 (1978): 

,_ : the Attorney General, a c9unty 
or wlth, the approval of the Attorne 
e~cept ln those investigations y 
dlrect1y involving possible mis-
conduct by officials and employees 
of the Department of Law and Public 
Safe~y, ,the chairman of the State 
Commls~lon of Investigation when 
authorlzed by a majority of the 
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1112, Note 31: 

members of that Gommission or a 
person designated to act for such 
an official in writing, an ex parte 
application to a judge designated to 
receive the same for an order 
authorizing the interception of 
a wire or oral communication . . 

See also Alexander v. Harris, No. 78-2036 (2d 

Cir. March 1, 1979) (New Jersey has no law 

requiring personal appearance of person seek-

ing warrant· Therefore, prosecutor may apply 

for warrant himself or authorize in writing 

applications by investigating agents). 

Add to end of footnote: See also ~nited States 

v. Manfredi, 488 F.2d 588, 601 (2d Cir. 1973), 

cert. denied, 417 u.S. 936 (1974) (Application 

for wiretap order need not be made by the district 

attorney in person before the judge). 

1112, Note 31a: .Ariz. Rev. Stat. Ann. § 13-3010(A) (1978) ("a 

county attorney or the attorney general along 

with the supporting oath or affirmation of the 

investigating peace officer of any police depart-

ment of the state or of any political subdivision 

thereof. ") . 

1[12, Note 31b: Colo. ReV. stat. Ann. § 16-15-102 (1) (a) (197;8) 

(lithe attorney general or a district attorney .. 1I) • 

1112, Note 31c: Fla. Stat. Ann. § 934.07 (West Supp. 1979) 

(lithe Governor, the Attorney General, or any 

State Attorney") . See also State v. Angel, 
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261 So. 2d 198, 200 (Fla. 3d Dist. Ct. App. 

1972), affid, 270 So. 2d 715 (Fla. 1972) (dele

gat'ion of authority to apply for wiretap order 

to Assistant State A~torney permissible under 

Fla. Stat. Ann. § 934.07 (West Supp. 1979)); 

State v. McGillicuddy, 342 So. 2d 567 (Fla. 2d 

Dist. Ct. App. 1977) (state attorney need not 

apply for wiretap, his written authorization for 

application sufficed); Daniels v. State, So. 

2d (Fla. 1st Dist. Ct. App. Feb. 1, 1979) 

(No. FF-474) (principal prosecuting attorney 

authorized by 18 U.S.C. § 2516(2) to make 

application for an order authorizing or approving 

the interception of oral or wire communication 

cannot be construed to include an assistant 

state attorney). 

1112, Not:e 31d: Nev. Rev. Stat. § 179.460(1) (1975) (lithe 

1112, Note 31e: 

attorney general or the district attorney of 

any county"). See also Price v. Goldman, 90 

Nev. 299, 302, 525 P.2d 598, 599-600 (1974) 

(the statute cannot be construed to include other 

deputies) . 

18 Pa. Const. Stat. Ann. § 5708 as amended £y 

Act of ______ , Pub. L. No., Pa. Laws 

(1978) (Senate Bill No. 191, 1977 session) 
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("The attorney general, or, during the absence 

or incapacity of the attorney general, a deputy 

attorney general designated in writing by the 

attorney general or the district attorney or, 

during the absence or incapacity of the district 

attorney, an assistant district attorney desig

nated in writing by the district attorney of 

the county wherein the interception is to be 

made.") . 

1112, note 3lf: R.I. Gen. Laws ~ 1~-5.l-2(a) (Supp. 1978) ("the 

attorney general or an assistant attorney general 

specially designated by the attorney general"). 

.12, Note 3lg: Wis. stat. Ann. § 968.28(West Supp. 1978-1979) 

("the attorney general together with the district 

attorney of any county may approve a request of 

an investigative or law enforcement officer."). 

1112, Note 32: 

'112 : 

'112 : 

correction: N.J. stat. Ann. § 2A:156A-8 (1971) 

as amended ~ Act of June 23, 1978, ch. 51, 102 

N . J . L. J. NL- 4 2 ( 1978) . 

Delete footnote number 33 from the end of the 

paragraph and insert it at the end of the second 

to the last sentence of the paragraph: to such 

33 
an agency. 

Delete the last sentence of the paragraph and 

sUbstitute: This portion of the New Jersey statute 

has been amended so that the Chairman of the 

state Commission of Investigation must have 

approval by the Attorney General, except for 
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investigations "directly involving possible 

misconduct by officials and employees of the 

Department of Law and Public safety."33a 

~12, Note 33a: N.J. stat. Ann. § 2A:156A-8 (West 1971) as 

'113, Note 36: 

'114, Note 37: 

'114, Note 38: 

1114, Note 38: 

1116 : 

amended ~ Act of June 23, 1978, ch. 51, 102 

No J . L. J. NL- 4 2 (1978). 

Delete and Substitute: state v. Dye, 60 N.J. 

518, 291 A.2d 825, application for bail denied, 

409 u. s. 1004 (1972) (dissenting opinion at 

409 u.s. 1090). 

Insert footnote number 37 at the end of the 

second sentence: consistent with the purposes 

of Title III. 37 

Correction: Commonwealth v. Vitello, 367 Mass. 

224, . • . 

Correction: Commonwealth v. Vitello, 367 Mass. 

224.. . . . 

Add: See also 18 Pa. Cons. Stat. Ann. § 5708, as 

a~ended ~ Act of Pub. 

L. No. Pa. Laws (1978) (Senate 

Bill No. 191, 1977 session). 

Delete the sentence in the text following footnote 

43 and substitute the following: the New York 

electronic surveillance statute,44 the Colorado 

wiretapping and eavesdropping statute,44a and 

the Pennsylvania wiretapping and electronic 

surveillance statute are much more specific, 

enumerating a long list of crimes by reference 
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1116, Note 44: 

1116, Note 44a: 

1116, Note 44b: 

1116, Note 45: 

1116 : 

I 
1 

j 
* t 

1 
I 1116, Note 46a: 

'116, Note 46b: 

1116, Note 46c: 

.. 
1116, Note 46d: 

1116, Note 47: 

fr I 

... 

to sections of their penal laws or code. 

Delete & Substitute: N.Y. Crim. Proc. Law 

§ 700.05 (8) (McKinney 1971 & Supp. 1978-1979) 

(amended version of 700.05(8), which took effect 

September 1, 1978, adds certain violations of 

the cigarette tax laws to the list of enumerated 

crimes) . 

Colo. Rev. Stat. Ann. § 16-15-102 (1) (a) (1973 & 

Supp. 1978). See also People v. Martin, 176 

Colo. 332, 336-339, 490 P.2d 924, 931-932 (1971). 

18 Pa. Cons. Stat. Ann. § 5708, as amended by 

Act of Pub. L. No. 
~---------------

Pa. Laws (1978) (Senate Bill No. 191, 1977 

session) . 

Correction: G Laws Ann. ch. 272, § 99(B) Mass. en. 

(1) (West Supp. 197~). 

Delete "and" before "New Jersey46" and substitute 

" 46". a comma. Add a comma after New Jersey. . 

45 46 
In contrast, the Massachusetts, New Jersey, 

46 
ft "N Jersey, " : . • . Add the following a er ew 

----46 a 46b 46c d 
Arizona, Nevada, Rhode Island, an 

. . 46d 
Wl.sconSl.n. 

Ariz. Rev. Stat. Ann. § 13-3010(A) (1978). 
I 

Nev. Rev. Stat. § 179.460(9) (1978). 

R. I. Gen . Laws § 12-5.1-1(g) (Supp. 1978). 

Wis. Stat. Ann. § 968.28 (West Supp. 1978-1979). 

omit & substitute: Fla. Stat. Ann. § 934.07 

(West Supp. 1979). In 1977 the legislature 
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1117, Note 50: 

1117 : 

1117, Note 53a: 

modified the list of crimes by deleting grand 

larceny and abortion, and adding theft, dealing 

in stolen property, and violating the provisions 

of the Florida Anti-Fencing Act. It also gave 

the state broader powers to investigate gambl

ing, by eliminating the previous requirement 

that the gambling be of an organized nature 

or carried on as a conspiracy. 

Delete period at end of footnote and sUbstitute 

a semicolon. Add: People v. DeFiglia, 50 A.D.2d 

709, 374 N.Y.S.2d 891 (App. Div. 1975) (enumerated 

offenses need not be felonies, since phrase 

"punishable by imprisonine.nt for more than one 

year" in § 2516(2) modifies only the preceding 

catch-all phrase). 

Add to end of paragraph: Pennsylvania has 

followed the Congressional intent by dividing 

the crimes within the scope of the statute into 

three categories; the second category outlines 

those offenses which are "dangerous to life, 

limb, or property and punishable by imprison-

S3a ment for more than one year." 

18 Pa. Cons. Stat. Ann. §"S708(2) (3), as amended 

~ Act of _______________ , Pub. L. No. 
-' 

Pa. Laws (1978) (Senate Bill No. 191 t 1977 

session). The first category, section 5708(1) (4) 

(5), is an enumeration of various offe~~ses with 

no required minimum imprisonment. The third 

302 
, 

~ 
I 



. I 
c:~i 

'118, Note 54: 

'118, Note 54: 

category, section 5708(6), is comprised of 

any'conspiracy to commit any offense designated 

in categories one or two. 

Add the heading: B. Probable Cause. 

Delete the period at the end of the first sentence 

and delete footnote number 54. Add the following 

to the end of the first sentence: by particular 

'1" 54 individuals at particular fac~ ~t~es. 

Correction: the first sentence should read: 

18 U.S.C.A. § 25l8(3)(a), (b), (d) (1970). 

Insert the following after the first sentence 

and before the second sentence: The following 

state statutes are identical, or almost identical, 

to the federal statute: Fla. stat. Ann. § 934.09 

(3) (a), (b), (d) (West 1973) ; R.I. Gen. Laws 

§ l2-5.l-4(a) (1),(2), (4) (Supp. 1977) ; Wis. 

stat. Ann. § 968.30(3) (a), (b), (d) (West 1973) ; 

Ariz. Rev. Stat. Ann. § 13-3010 (c) (1),(2) , (4) (1978) ; 

Nev. Rev. Stat. § 179.470 (3) (a), (b), (d) (1973) ; 

N.Y. Crim. Proc. Law § 700.15(2) (McKinney 1971) ; 

N.J. Stat. Ann. § 2A:156A-9(c) (2) (West Supp. 

1979-1980) ; Mass. Gen. Laws Ann. ch. 272, § 99(E) 

(2) (Supp. 1979) ; 18 Pa. Cons. stat. Ann. §§ 5709 

(3) (iv), 5710, as amended by Act of 

Pub. L. No. _, P Laws (1978) (Senate Bill a. 

No. 191, 1977 session). Cf. Colo. Rev. Stat. 

Ann. § 16-15-102 (4) (a) , (b) , (d) (1973) (subsection 

(d) differs in that it does not use the words 
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'118, Note 54: 

'118, Note 54: 

'118, Note 54: 

"such persons" as is d' use ~n other state statutes, 

" [t]here is probable cause for belief that the 

facilities . . . are ... commonly used by such 

person," but rather uses the words "commonly 

used by the person alleged to be involved in 

the commission of the offense"). 

Correction: Unit d St t e ~ es v. Armocida, 515 F.2d 

29, 35 (3d Cir. 1975), cert. d 'd 423 ______ ~e~n~~e~, ___ U.S. 

858 (197~). 

Delete: "See 18 U.S.C.A. §§ 2518 (3) (b), (d) (1970)." 

Add the following to the end f th o e entire footnote; 

For a more recent case discussing the probable 

cause standard when the supporting affadavit 

for the order comes from a confidential infor-

mant and when no tangible evidence can be found 

see United States v. Hyde, 874 F.2d 856, 862-864, 

868 (5th Cir. 1978). See also, United States v. 

Cohen, 530 F.2d 43, 45-46 (5th Cir. 1976), cert. 

denied, 429 U.S. 855 (1978) ; United States v. 

Aloi, 449 F. Supp. 698, 731 (E.D.N.Y. 1977) 

(incoming calls cannot be used to establish 

probable cause that defendant's telephone will 

be used for criminal activity, but does establish 

probable cause to believe the defendant was 

involved in the alleged cr;m;nal " ........ act~v~ties)i 

People v. Milnes, 186 Colo. 407, 414, 527 P.2d 

1163, 1165-1166 (1974); State ex reI. Hussing v. 

Froelich, 62 Wis. 2d 577, 601-602, 215 N.W.2d 390, 

404 (1973). 
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,,18A: 
A specific provision in the pennsylvania statute 

authorizes the issuing judge to make a finding 

of probable cause, where there is no corrobora

tion in the application, on information received 

f f 

d ' 57a The in ex parte in camera procee ~ngs. 

identity of the informant is an additional 

factor that may be considered. The comparable 

federal provision does not specifically address 

, ~)7b 
the informant ~ssue. The substance of the 

in camera proceedings should be preserved in 

writing and should include the fact of identifi

cation without the actual informant identity. 

,,18A, Note 57a: 18 Pa. Cons. stat. Ann. § 5710(B), as amended 

.eY Act of , Pub. L. No . 
--------.--------

Pa. Laws (1978) (Senate Bill No. 191, 1977 

session). See also N.J. stat. Ann. § 2A:156A-IO(f) 

(West Supp. 1978-1979). 

,,18A, Note 57b: 18 U.S.C.A. § 2518 (2) (1970). The following 

states have provisions similar to the federal 

provisiqn: Colo. Rev. Stat. Ann. § 16-15-102(3) 

(1978); Fla. Stat. Ann. § 934.09 (2) (West 1973); 

Nev. Rev. Stat. § 179.475(2) (1975) (the 

provision also requires "oral testimony shall 

be reduced to writing") : N.J. stat. Ann. 

§ 2A:156A-9(6) (F) (West 1971); R.I. Gen. Laws 

Ann. § 12-5.1-2(c) (Supp. 1976); Wis. stat. Ann. 

§ 968.30 (2) (West 1971) ("under oat.h or affirmation" 

is also required). Massachusetts, New York, and 
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,,19, Note 58: 

'119, Note 58: 

" 
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Wisconsin have an additional provision regarding 

information "based either upon the personal 

knowledge of the applicant or upon information 

and belief." Mass Ge L A h . n. aws nn. c . 272, § 99 

(F) (3) (West Supp. 1979); N.Y. Crim. Proc. 

Law § 700.20(3) (McKinney 1971); Wis. Stat. Ann . 

§ 12-5.1-2(d) (West 1971). 

Re-letter ,"B. '! in heading to "C." 

Insert after the first sentence and before the 

second sentence: The order must contain ~a 

particular description of the type of the com

lLlUnication to be intercepted u.ncI a statement 

of the.:; particular offense to which it relates. "58a 

Add the following after "New York, New Jersey, 

and Massachusetts" an<l before "have each adopted," 

but first delete "and" after "Ivlassachusetts" 

and sUDstitute a comma: Arizona, Colorado, 

Florida, Nevada, Pennsylvania, Rhode Island, 

and Wisconsin. 

Add at the end of the footnote.' Ar ' ~z. Rev. Stat. 

Ann. § 13-3010 (B) (2) (c), (D) (3) (1978); Colo. 

Rev. Stat. Ann. § 16-;1.5-102 (2) (b), (5) (c) (1978); 

Fla. Stat. Ann. § 934.09 (1) (b), (4) (c) (1973); 

N ev . Rev. S ta t . § 1 7 9 . 4 7 0 (1) (b) (3) ( 197 3), § 1 7 9 . 4 7 5 

(1) (c) (1975); 18 Pa. Cons. Stat. Ann. §§ 5709 

(3) (iii), 5712(A) (4), ~ a~ended £y Act of 

________________ , Pub. L. No. Pa. Laws 
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,[19, Note 58a: 

,[20 : 

,[20, Note 60 
and 
,[21, Note 61: 

(1978) (Senate Bill No. 191, 1977 Session); 

R.I. Gen. Laws §§ 12-5.1-2 (b) (2) (iii), 12-5.1-5 

(a) (3) (Supp. 1978); Wis. Stat. Ann. § 968.30 

(1) (b) (3), (4) (0) (West 1971). 

Id. 

Re-letter IIC. II in heading to IID.II 

correction: Reverse the two pages following 

the page on which ~21 begins so that the page 

which begins lIit threatens privileged ll comes 

before the page that begins with lithe inter

ception of the communications.
6111 

correction: The page that begins with lIit 

threatens privileged ll contains a misnumbered 

---------------------------

,[20, Note 60: 

footnote - 1161 continued 11 should read 1160 continued. 

,[20, Note 60:' Add the following after 1118 u. S.C.A § 2518 
,[21 : 

. , ' 

(4) (b) (1970) .11: The following state statutes 

are identical to or almost identical to the 

federal provisions: N.Y. Crim. Proc. Law §§ 700.20 

(2) (ii), 700.30 (3) (McKinney 1971); Fla. Stat .• 

Ann. § 934.09(1) (b), (4) (b) (West Supp. 1979); 

R.I. Gen. Laws §§ 12-5.1-2 (b) (2) (ii), 12-5.1-5 

(2) (Supp. 1977); 18 Pa. Cons. Stat. Ann. §§ 5709 

(V), 5712(A) (3), ~ amended ey Act of 

Pub. L. No. Pa. Laws (1978) (Senate 

Bill No. 191, 1977 Session); Wis. Stat. Ann. 

'. 
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§ 968.30(1) (b) (2), (4) (b) (1971); Colo. Rev. 

Stat. Ann. § 16-15-102 (2) (b), (5) (b) (1978) ; 

Ar i z. Rev. S ta t. , Ann. § 13 - 3 010 (B) (2) (d) , 

(D) (2) (1978) (note § 13-3010 (B)(;2:)(e) re-

quires the identification of the telephone 

number or telegraph line involved in the case 

of a telegraphic or telephonic communication). 

Nev. Rev. Stat. §§ 179.470 (1) (b) (2), 179.475 

(1) (b) (1973) is identical to the federal 

provision, but it also adds lithe facilities 

to be used and the means by which such inter

ception is to be made. 11 

Delete: IIN.Y. Crim. Proc. Law §§ 700.20(2) (ii) 

and 700.30(3) (McKinney 1971) are identical 

to the federal provisions. 1I 

Omit and substitute· ---- . Some statutes reflect 

a special concern with surveillance involving 

public facilities or threatening privileged 

communications. 60a New Jersey61 and Rhode 

61G). Island require that the court find a 

IIspecial need ll for the interception of the 

communications. No similar federal require-

ment exists. 62 New York and Massachusetts re-

quire only a statement in the application that 

the communications to be intercepted are not 

legally privileged. 63 Colorado, Florida, Nevada, 

and Wisconsin have general provisions for 

privileged communications. 63a 
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'121, Note 60a: 

'121, Note 61: 

'121, Note 61: 

'121, NOte 6la: 

f I 

.. ' 

--------~ ~ 

For further discussion ~ generally Electronic 
/ 

Surveillance: Execution of the Order, infra 

at '1'1 9 -11 . 

Add the following to the second to last 

sentence of the quotation after "provided 

in section 8 of the act or that the public 

facilities" and before "are being regularly 

used by": or the place used primarily for 

habitation by a husband and wife . • . 

Replace the New Jersey citation, "N.J. Stat. 

Ann. § 2A:156A-ll (1971), ~ amended 

New Jersey Statutes § 2A:156A-ll (1975)" with 

the following: N.J. stat. Ann. § 2A:156A-ll 

(West 1971) as amended £y Act of June 23, 1978, 

ch. 61, 102 N.J.L.J. NL-42 (1978). 

G Laws § l2-5.l-4(b) (Supp. 1978) is R. I. en. 

identical to the New Jersey statutory provision 

for public facilities. R.I. Gen. Laws § 12-5.1-4 

(c) (Supp. 1977) differs from the New Jersey 

provision for privileged communications in that 

it does not explain what is meant by "special 

need" and it does not specify the same people. 

The Rhode Island statute specifies the following 

people: "a licensed attorney-at-law, or an 

ordained minister of the gospel, priest, or 

rabbi of any denomination, or is a place used . 
primarily for habitation by a husband and wife." 
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'121, Note 63a: 

'122, Note 64: 

Fla. Stat. Ann. § 934.08 (4) (West 1973) riNo 

otherwise privileged wire or oral communica

tion intercepted in accordance with, or in 

violation of the provisions of this chapter 

shall lose its privileged character.") Colo. 

Rev. Stat. § 16-15-102 (5) (1973) and Nev. 

Rev. Stat. § 179.465 (3) (1973) are substan

tially similar. Wis. Stat. Ann. § 968.30(10) 

(West 1971) differs in that it mentions only 

attorney/client communications. 

Re-letter "D." in heading to "E." 

Delete the section that follows after "18 

U.S.C.A § 2518 (4) (a) (1970)." and that comes 

before the quotation which begins with "The 

application must contain the following:" and 

substitute: The following statutes are iden

tical to their federal counterparts: Fla. Stat. 

Ann. § 934.09 (1) (b), (4) (a) (West Supp. 1979); 

Wis. St.at. Ann. § 968.30 (1) (b) (4), (4) (a) (West 

1971); Ariz. Rev. Stat. Ann. § 13-3010(B) (2) (b), 

(D) (1) (1978); Colo. Rev. Stat. Ann. § 16-15-102 

(2) (b), (5) (1978). The New York, Pennsylvania, 

New Jersey, Rhode Island, and Nevada statutes 

are almost identical. N.Y. Crim. Proc. Law 

§ 700.20(2) (b) (iv) (McKinney 1971) (modifying 

"offenses" in the requirements for the application 

by replacing "the" with "such designated") and 
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§ 700.30(2) (McKinney 1971); N.J. stat. Ann. 

(1971) ( dd ' "part;cular" 
§ 2A:156A-9(c) (1) a ~ng ~ 

in front of "person" in the requirements for the 

application) and § 2A:156A-·12 (b) (1971) (al

lowing the order to state "a particular des

cription of" the person or his identity); 

G Laws § 12-5.1-2(b) (2) (iv) (Supp. 
R. I. en. 

1977) and R.I. Gen. Laws § 12-5.1-5(1) (Supp. 

1977) (adding "or a particular description of 

the person" after "the identity" to the speci

fication for the form and content of orders); 

Nev. Rev. Stat. § 179.470 (1) (b) (4) (1973) (al

lowing "has committed or is about to commit 

an offense" to the general requirement "who 

is committing" the offense); 18 Pa. Cons. stat. 

Ann. § 5709 (3) (I) and § 5712 (A) (2) (adding 

"or a particular description of," after "the 

identity"), ~ amended ~ Act of 

Pub. L. No. ___ , ___ Pa. Laws 
(1978) (Senate 

Bill No. 191, 1977 Session). The Massachusetts 

statute requires the application to include a 

statement of probable cause • • 
68 

omit and substitute: In united states v. Donovan, 

the supreme Court faced the issue of whether 

the government must name a known person where 

it has probable cause to believe the individual 

is committing a specified offense. During the 

course of a properly authorized wiretap of 
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'124, Note 68: 

'124, Note 69: 

'124, Note 70: 

suspected gambling operations, Government 

agents learned that respondents Donovan, Robbins, 

and Buzzaco were discussing gambling with 

individuals named in the warrant. An auth-

orized extension identified five additional 

individuals and "others as yet unknown," but 

did not mention respondents. , Donovan, Robbins, 

and Buzzaco were subsequently served with 

proper inventory notice, but moved for sup

pression of their intercepted conversations 

for failure to comply with 18 U.S.C § 2518 

(1) (b) (iv), (4) (a) (1970).69 

Delete and substitute: 429 u.s. 413 (1977). 

Delete and substitute: Id. at 421. 

Delete and substitute: Id. at 428. 

omit and substitute: The court held in relevant part: 

1. that § 2518(1) (b) (iv) requires the 

government to name all individuals it has prob

able cause to believe are involved in the sus

pect activities and whose conversation it ex

pects will be intercepted,70 and 

2. that failure to notify the issuing judge 

of respondents' identities did not warrant 

suppression under § 2518(10) (a) (i) since the 

application provided sufficient information 

for the judge to determine that the statutory 

preconditions were satisfied, and because no 
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legislative history suggests that the statute's 

identification requirement plays a "central or 

functional role" in guarding against abusive 

use of wiretapping or electronic surveillance. 7l 

Although refusing to suppress ~he electronically 

seized evidence, the court in Donovan followed 

the Eighth Circuit's approach,72 allowing 

suppression if government agents deliberately 

withheld information that would lead the court 

to the conclusion that probable cause was lacking. 73 

The court further emphasized that strict com-

pliance with Title III requirements is "more 

in keeping" with congressionally imposed duties. 73a 

Where failure to name a known person in an 

application for wiretap authorization results 

in a failure to give inventory notice as re-

quired by 18 U.S.C. § 2518(8) (d), some courts 

have held that a showing of prejudice by the 

defendant justifies suppression of the wiretap 

evidence. 73b The Fifth Circuit, on the other 

hand, concluded that Donovan rejects prejudice 

d f . 73c as a groun or suppress1on. This does 

not appear to be the most plausible reading of 

Donovan. Although the Court in Donovan found 

that the defendants in t.hat case were not prej

udiced, there seems to be little basis for an 

inference that the Court meant to exclude showings 

of prejudice in general from a determination 

of whether evidence should be suppressed. 
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'125, Note 71: 
Delete and substitute: 

Iq. at 435-37. ~ 

~ United .States v. Santarpi9., 560 F.2d 

448 (1st Cir 1977) 
. , cert. denied, 434 U.S. 

984 (1977). 

'125A, Note 72: ~ and substitute: 

'125A, Note 73: 

United States v. Civella, 
533 F.2d 1395 (8th Cir. 1976), -

vacated on other 
grounds sub nom., United States 

v. Barl.£~, 
430 ·U.S. 902 

(1977), cert. denied, 430 U.S. 905 
(1977) • 

~ and substitute: 429 U.S. at 436. The 
court in Civella found that ;n 

.... absence of lit-
eral compliance with th 

e statutory requirements 
and where substantial violat;ons 

.... of "central 
and significant" provisions f 

are ound, sup-
pression may still be required 

even though there 
was no prejudice to the defendant 

and there was 
good faith 0 th 

n e part of the Government. 
Civella at l40l. 

.25, Note 73a: 429 U.S. at 440 . 

.25B, Note 73b: S 
~, ~, United States v. 

--~~~~~~~~~D~i~3f1~'r~1~o~m~o~, 550 F.2d 

404 (8th Cir. 1977); United States v Ha . 
. rr1gan, 

557 F.2d 879 (1st Cir. 1977). 
~ ~ State v. 

Murphl, 148 N.J. Super. 542, 546-49, 
372 A.2d 

1315, 1317-18 (Super. Ct. App. 
Div. 1977) (sup-

pression was not appropriate 
even though the 

individual was not named 
in the order where the 

affidavit did identify him) . 
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• 25B, Note 73c: united States v. Sk1aroff, 552 F.2d 1156, 

,,26 : 

,,26: 

1158 n. 4 (5th Cir. 1977). 

Re-letter IIE.II in heading to IIF." 

Add after the quote and just before "New York, 

New Jersey, and Massachusetts" the following: 

the statutory provisions of Arizona, Colorado, 

Florida, Nevada, Rhode Island, and Wisconsin 

are identical to section 2518(1) (c) of Title III.
74a 

,,26, Note 74a: Ariz. Rev. stat. Ann. § 13-3010 (B) (3) (1978); 

Colo. Rev. Stat. Ann. § 16-15-102 (2) (c) (1978); 

Fla. Stat. Ann. § 934.09(1) (c) (West 1973); 

Nev. Rev. Stat. § 179.470(1) (c) (1973); R.I. 

Gen. Laws § 12-5.1-2 (b) (3) (Supp. 1977); Wis. 

Stat. Ann. § 968.30(1) (c) I (West 1971). 

,,26 : 

,,26, Note 75: 

,,26, Note 75: 

. " 

Insert after "New York, New Jersey," and before 

"and Massachusetts ll
: pennsylvania, 

Add the following after "N.J. S'fat. Ann. § 2A:156A-9 

(c) (6) (1971),11 but first delete the period 

at the end of the sentence and substitute a 

semicolon: 18 Pa. Cons. Stat. Ann. § 5709(3) 

(vii) as amended ~ Act of· ___________ , Pub. 

L. No. ---' Pa. Laws (1978) (Senate Bill 

No. l~l, 1977 Session). 

Delete "N.J. Stat. Ann. § 2A:156A-lO(c) (1971), 

as amended ~ New Jersey Statutes § 2A:156A-lO(c) 

1975)11 and substitute: N.J. Stat. Ann. § 2A:156A-lO 

(c) (Supp. 1978-1979); 18 Pa. Cons. Stat. Ann. 

§ 57l0(A) (3), ~ amended ~ Act of 

.-
. 

. " 
• " t"'A 
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,,28 : 

,,28, Note 77a: 

'. 

1" I, 

" . 

.. 

,;rnse:r.-t after the sentence ending with "the 

investigative alternatives. 77" and before 

the sentence beginning with "the Ninth Cir

cui t i on the other hand," t11e f ollowing: The 

F.i.fth Circuit held that ";t ;s h . ... ... enoug ~f the 

affidavit explains the prospective or retros

pective failure of several investigative tech

niques that reaso~ably suggest themselves. 77a " 

United States v. Hyde, 574 F.2d 856, 867 

(5th Cilr. 1978). See also S'cate v. Barnett, 

354 So.2d 422, 424 (Fla.2d Dist. ct. App. 1978) 

{all possible techniques need not be exhausted; 

"the t ac requires that they be reasonably ex-

hausted only with respect to those individuals 

known (though perhaps their names are not known) 

to be criminally involved."); Cuba v. State, 

362 So.2d 29, 32 (Fla.3d Dist. Ct. App. 1978) 

(the absence of a "complete statement" as to 

the failure of alternative investigative tech

niques for the investigation of criminal lot

tery activities did not render the affidavit 

insufficient); People v. Milnes, 186 Colo. 409, 

417, 527 P.2d 1163, 1167 (1974) (the lower court 

held that wiretapping should be used as a "last 

resort" and used lIonly after reasonable attempts 

at pursuing all reasonable leads" were exhausted; 

the state supreme court held that this view was 

too strict). 
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1128, Note 77: 

'128, Note 77: 

fr I 
. .. ~. 

Pub. L. No. PaD Laws (1978) 

(Senate Bill No. 191, 1977 Session). 

Correction and insertion: 515 F.2d 29, 37-38 

(3d Cir. 1978), cert. denied, 423 U.S. 858 

(1976) (a simple factual precedent in the 

" ff" t) United States affidav1t 1S su 1C1en ; . • • 

J mes 494 F.2d 1007, 1015-16 (D.C. Cir. v. a , 

1974), cert. denied, 419 U.S. 1020 (1974). 

Add: United States v. Cifa:l:'elli, 589 F.2d 

180, (5th Cir. 1979) (purpose of statute is 

to inform judge of the difficulties involved 

in using conventional techinques); united 

States V. Fury, 554 F.2d 522, 529 (2d Cir. 

1977) (detectives stated that the suspects 

"were difficult to tail • very careful 

constantly changing routes}" they had 

been successfully "bugged" before, and were 

consequently wary); United States v. Landmesser, 

553 F.2d 17, 20 (6th Cir. 1977), cert. denied, 

434 U.S. 855 (1977) (while investigating of-

ficers' conclusions based on prior experience 

are relevant, an affidavit based solely on such 

conclusions, without relation to the facts of 

the particular situation, would be invalid); 

United States v. Anderson, 542 F.2d 428, 431-32 

(7th Cir~ .1976) . 
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1128, Note 78: 

1128, Note 79: 

'1128A; 

, 

'128A, Note 80a: 

'128A, Note 80b: 

'128A, Note 80c: 

, . 

;> I. 

.~ .. 

Correction: 514 F.2d 35, 38 (9th Cir. 1975), 

cert. denied, 423 U.S. 924 (197~). 

Correction: 529 F.2d 585 (9th Cir. 1975). 

In United States 80a 
V. Spagnuolo, the Ninth 

Circuit attempted "once more to promulgate 

80b a manageable standard" between the Kerrigan 

and Kalustian decisions. It held: 

1. To show "other investigative procedures 

have failed or will fail" the affidavit must 

reveal "that normal investigative techniques 

have been employed in a good faith effort . . 

2. Where they were not tried, an "adequate 

factual history," sufficient to enable the 

reviewing judge to determine such techniques 

would be unsuccessful or dangerous, must be 

presented. 

3. "The district judge, not the agents, 

must determine whether the command of Congress 

has been obeyed. 80c" 

549 F.2d 705 (9th Cir. 1977) . 

Id. at 710. 

Id. at 711. A recent New York case displays 

" 

a similar attitude. In People V. Brenes, 53 A.D.2d 

78, 385 N.Y.S.2d 530 (App. Div. 1st Dep't 1976), 

aff'd 42 N.Y.2d 41, 364 N.E.2d 1322, 396 N.Y.S.2d 

629 (1977) the court observed that "[t]he police 

officers as well as the informers gained access 
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'128B: 

'128B, Note 80d: 

to the building and actually observed alleged 

couriers entering and exiting from both apart

ments. A "buy" was even arranged • . • • In 

. from the record that normal sum, l.t appears 

investigative procedures were or could have 

been successful and the use of the wiretap 

was merely a useful additional tool. AcCording-

ly, it should never have been authorized. II 

53 A.D.2d at 80, 385 N.Y.S.2d at 531-32. 
80d 

On January 18, 1979 in united States v. Baker, 

the Ninth Circuit declared that particularity 

as to each principle was required citing united 

States v. Abascal,80e but that the statute 

does not require lithe indiscriminate pursuit 

to the bitter end of every non-electronic device 

as to every telephone and principal in question 

to a point where the investigation becomes re

dundant or impractical or the subjects may be 

alerted and the entire investigation aborted 

f 1 hope. II by unreasonable insistence upon or orn 

589 F.2d 1008 (9th Cir. Jan. 18, 1979). Cf. 

united States v. Kilgore, 524 F.2d 957, 960 

(5th Cir. 1975), cert. denied, 430 u.S. 905, 

rehearing denied (1976) (requirement that elec

tronic surveillance be necessary refers not to 

the person whose conversation will be inter

cepted, but to the facts which make wiretapping 

because Of the nature of the particular crime necessary 
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,28B,Note 80e: 564 F.2d 821, 826 (9th Cir. 1977). 

'30: Re-letter "F." in heading to "G." 

'130, Note 84: 

'130, Note 85: 

Delete period at end of footnote and substitute 

a semicolon. Add: Fla. Stat. Ann. § 934.09(1) (d) 

(West 1973); R.I. Gen. Laws § l2-5.1-2(b) (4) 

(Supp. 1978); Wis. Stat. Ann. § 968.30(1) (d) 

(West 1971); Ariz. Rev. Stat. Ann. § 13-3010 

(B) (4) (1978); Nev. Rev. Stat. § 179.470 (1) (d) 

(1973); Colo. Rev. Stat. Ann. § 16-15-102(2) 

(d) (1978); 18 Pa. Cons. Stat. Ann. § 5709 

(3) (vi), ~ amended ~ Act of 

Pub. L. No. ____ , Pa. Laws (19:78) (Senate 

Bill No. 191, 1977 Session) . 

Delete the second and third sentence and substitute: 

The following state sections are again identical: 

N.Y. Crim. Proc. Law § 700.30(6) (McKinney 

1971); N.J. Stat. Ann. § 2A:156A-12 (f) (1971); 

Fla. Stat. Ann. § 934.09(4) (e) (West Supp. 1979); 

R.I. Gen. Laws § 12-5.1-5 (a) (5) (Supp. 1977); 

Wis. Stat. Ann. § 968.30(4) (e) (Hest 1971); 

Ariz. Rev. Stat. Ann. § 13-3010 (D) (5) (1978); 

Nev. Rev. Stat. § 179.475 (1) (e) (1975); Colo. 

Rev. Stat. Ann. § 16-15-102 (5) (e) (1973); 18 

Pat Cons. Stat. Ann. § 5712(A) (5), ~ amended Ex 
Act of __________ , Pub. L. No. Pa. 

Laws __ (1978) (Senate Bill no. 191, 1977 Session). 
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'130, Note 86: 

'130, Note 86: 

'130, Note 86: 

I . I 
.\ 

0 . \ . 'i 3 0, Note 87: 

," I 
I 
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~ I') "I , 
I 
I 
I 

" I , 
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1 

I 
1 
; 
1 
I 

'1 . J 

Delete the period at the end of the first sen

tence and substitute a semicolon: (McKinney 1971); 

Add after the semicolon: Fla. Stat. Ann. 

§ 934.09(5) (West 1973); R.I. Gen. Laws 

§ 12-5.1-5 (b) (Supp. 1978); Wis. stat. Ann. 

§ 968.30(5) (West 1971); Ariz. Rev. Stat. Ann. 

§ 13-3010(E) (1978); Nev. Rev. Stat. § 179.475(3) 

(1975); Colo. Rev. Stat. Ann. § 16-15-102(6) (1978). 

Add to the end of the footnote: Pennsylvania 

limits the initial authorization period to a 

maximum of twenty days with only one possible 

extension or renewal period which also has 

a twenty day maximum. 18 Pa. Cons. Stat. Ann. 

§ 5712(B), ~ ~pded ~ Act of 

Pub~ L. No. Pa. Laws (1978) (Senate 

Bill No. 191, 1977 Session) (note that § 5710 

(a) (6) may lessen the burden of this limitation). 

Add the following at the end of the second 

sentence which ends with "New Jersey statutes 

§ 2A: 156A-12 (f) (1975)," but first delete the 

period at the end of the sentence and substitute 

a semicolon: Ariz. Rev. Stat. Ann. § 13-3010(E) 

(1978); Colo. Rev. Stat. Ann. § 16-15-102(6) (1978); 

Fla. Stat. Ann. § 934.09 (5) (West 1973) (~ 

united States v. Cohen, 530 F.2d 43, 45-46 (5th 
-,."--

Cir. 1976), cert. denied, 429 u.S. 855 (1978»; 
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'130, Note 87: 

'130, Note 87: 

~131, Note 88: 

N ev . Rev. S ta t . § 1 7 9 . 4 7 5 ( 3 ) ( 19 7 5); R. I . 

Gen. Laws § 12-5.1-5(b) (Supp. 1978); Wis. 

Stat. Ann. § 968.30 (5) (West 1971). 

Correction: Commonwealth v. Vitello, 367 

MapS. 224, 327 N.E.2d 819, 841-844 (1975). 

Add to end of entire footnote: 18 Pa. Cons. 

Stat. Ann. § 5712(B) (uses the phr " ase nece~sary 

under the circumstances"), ~ amended by Act 

of ________________ , Pub. L. No. --' --
Pa. Laws (1978) (Senate Bill No. 191, 

1977 Session). 

Delete and susbstitute: 18 U.S.C.A § 2518(1) 

(d) (1970); N.Y. Crim. Proc. Law § 700.20 

(2) (e) (McKinney 1971); Fla. Stat. Ann. § 934.09 

(1) (d) (West 1973); R.I. Gen. Laws § 12-5.1-2 

(b) (4) (Supp. 1977); Wis. Stat. Ann. § 968.30 

(1) (d) (West 1971); Ariz. Rev. Stat. Ann . 

§ 13-3010(B) (4) (1978); Nev. Rev. Stat. § 179.470 

(1) (d) (1973); Colo. Rev. Stat. § 16-15-102 

(2) (d) (1978). Th M e assachusetts, Pennsylvania, 

and New Jersey sections have slight variants. 

Mass. Gen. Laws Ann. ch. 272, § 99 (F) (2) (f) 

(West Supp. 1976); 18 Pa. Cons. Stat. Ann. 

§ 5709(3) (vi), ~ amended ~ Act of 

Publ. L. No. __ , ___ Pa. L aws ___ (1978) (Senate 

Bill No. 191, 1977 Session),.N.J. Stat. Ann. 

§ 2A:156A-9(c) (5) (1971). 
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Delete all of the footnote that follows the 

first sentence. Substitute: The following 

statutes are identical: N.Y. Crim. Proc. Law 

§ 700.30(6) (McKinney 1971); N.J. Stat. Ann. 

§ 2A:156A-12 (f) (West Supp. 1979-1980); Fla. 

Stat. Ann. § 934.09 (4) (e) (West Supp. 1979); 

R.I. Gen. Laws § 12-5.1-5 (a) (5) (Supp. 1978); 

Ar i ~. Rev. S ta t • Ann. § 13 - 3 010 (D) (5) ( 1978) ; 

Nev. Rev. Stat. § 179.475(1) (e) (1975); Colo. 

Rev. Stat. Ann. § 16-15-102 (5) (e) (1978); wis. 

Stat. Ann. § 968.30(4) (e) (West 1971); 18 Pa. 

Cons. Stat. Ann. § 5712(A) (5), as amended ~ 

Act of ,Pub. L. No. -------
Pa. Laws (1978) (Senate Bill No. 191, 1977 

Session). Compare Mass. Gen. Laws Ann. ch. 272, 

§ 99(I) (2) (Supp. 1976) ("If the effective 

period of the warrant is to terminate upon the 

acquisition of particular evidence or information 

or oral or wire communication, the warrant shall 

so provide.") See also State ex reI. Hussing 

v. Froelich, 62 Wis.2d 577, 600, 215 N.W.2d 

390, 403 (1974) (The court found nothing wrong 

with an interception that "ceased after slightly 

more than a week upon realization of its objectives"; 

State v. ~aloof, 114 R.I. 380, 388-91, 333 A.2d 

676, 679-80 (1975) (T,he authorization for the 

telephone tap was defective in that it omitted 
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the "statute command" to stop the interception 

if the purp'0se of the order had been realized 

within thirty days); State v. Luther, 116 R.I. 

28, 351 A.2d 594, 595 (1976) (" substantial 

compliance" is insufficient when three prov-

isions which are required in the order were 

left out of both the original order and the 

extension) . 

Omit and substitute: United States v. Calero, 

473 F.2d 489, 496 (3d Cir. 1973), cert. denied 

417 U.S. 918 (1974); Johnson v. State, 226 Ga. 

805, 177 S.E.2d 699 (1970); State v. Siegel, 

266 Md 256, 272-74, 292 A.2d 86, 95-96 (1972); 

People v. Pieri, 69 Misc.2d 1085, 332 N.Y.S.2d 

786 (Erie County Ct. 1972), aff'd 41 A.D.2d 

1031, 346 N.Y.S.2d 213 (4th Dep't 1973). But 

see United States v. Ventu, 533 F.2d 838, 861 

(3d Cir. 1976) (failure to include minimiza-

tion language does not make order fatal where 

basic guidelines were given and when there is 

a means to measure compliance with the minimiza-

tion requirement); United States v. Cirvillo, 

499 F.2d 872, 879 (2d Cir. 1974) (lack of mini-

mization language in order did not make the 

order fatal when there was "other convincing 

evidence that the officers conducting the wire-

tap were aware of the minimization requirement 

and abided by it."); United States v. Baynes, 
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'132, Note 92: 

. " 

400 F. Supp. 285, 300-10 (E.D. Pa. 1975), aff'd 

mem., 517 F.2d 1399 (3d Cir. 1975) (lack of 

minimization language and lack of the prov-

ision requiring execution as soon as prac-

ticable were deemed a technical insufficiency, 

but were correctable by affidavit or testimony; 

Vitello v. Gaughan, 544 F.2d 17 (1st Cir. 

1976), cert. denied, 431 u.s. 904 (1976) (every 

error does not warrant a writ of habeas corpus). 

Re-letter "G." in heading to "H." 

Delete the second sentence only, "[t]he prov-

isions for New York, New Jersey, and Massachusetts 

are substantially similar," and substitute 

for the sentence: The provisions for Florida, 

Arizona, and Nevada are identical to section 

2518(1) (e) of Title III: Fla. stat. Ann. 934.09 

(1) (e) (West 1973) (Ariz. Rev. Stat. Ann. 

§ l3-30l0(B) (5) (1978); Nev. Rev. Stat. § 179.470 

(1) (e) (1973). The provisions for Rhode Island, 

Wisconsin, Colorado, Pennsylvania, New York, 

New Jersey, and Massachusetts are substantially 

similqr: R.I. Gen. Laws § l2-5.l-2(b) (5) (Supp. 

1977) (substitutes "made to the presiding jus-

tice of the superi6r court" and "the action 

taken by the presiding justice of the superior 

court" in place of "made to any judge" and "the 

action taken by the judge"); Wis. Stat. Ann. 

§ 968.30(1) (e) (West 1971) (substitutes "made 

325 

'132, Note 92: 

" 

1132, Note 93: 

" 

,I 

to any court" and "action taken by the court" 

for "made to any judge" and "action taken by 

the judge"); Colo. Rev. Stat. Ann. § 16-15-102 

(2) (e) (1973) (begins with "A complete statement" 

instead of "a full and complete statemen-t"). 

Add at the end of the entire footnote: the 

application .•. shall contain: 

* * * * 
A complete statement of the facts concerning 
all previous applications, known to the 
applicant made to any court for author
isation to intercept a wire or oral commun
ication involving any of the same facilities 
or places specified in the application or 
involving any person whose communication 
is to be intercepted~ and the action taken 
by the court on each such application. 

18 Pa. Cons. stat. Ann. § 5709(5), as amended 

.£y. Act of ,Pub~ L. No . -----------------
Pac Laws (1978) (Senate Bill No. 191, 

1977 Session). 

Delete and sUbstitute: united states v. Bellosi, 

501 F.2d 833, 836-40 (D.C. Cir. 1974). There, 

a warrant was issued authorizing a wiretap of 

the defendant ina gambling investigation and 

the resulting evidence was suppressed because 

the application failed to indicate that the 

defendant was named in a previous wiretap ap-
) 

plication which was made for an unrelated nar-

cotics investigation. Compare United States 

v. Abramson, 553 F.2d 1164, 1169-70 (8th Cir. 

1977), cert. denie~, 433 u.s. 911 (1977) 
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,,33, Note 94: 

(disclosure of 1970 wiretap in support of 

1973 application without disclosure of the suppression 

of the 1970 application, which was pending appeal, 

did nrt satisfy the duty of disclosure, but 

did not require suppression; non-disclosure 

did not hinder judge's authorization and so 

suppression was not functional or central to 

guarding against abusive wiretapping). See 

also united States v. Kilgore, 518 F.2d 496, 

500 (5th Cir. 1975) (statute requiring applica-

tion to state facts concerning previous applica

tions does not require a fully detailed state-

ment about the contents of the interception, 

but a judge may so require), cert. denied, 425 

U.S. 290 (1975). 

Delete and substitute: 18 U.S.C.A. § 2518(1) 
=::",::"~;,,,,;,;,,;-, 

(1970); N.Y. Crim. Proc. Law § 700.20(1) (McKinney 

1971); N.J. Stat. Ann. § 2A:156-9 (West 1971); 

Mass. Gen. Laws Ann. ch. 272 v § 99(F) (1) (West 

Supp. 1976); Fla. Stat. Ann. § 934.09 (1) (West 

1973); R. I. G:en. Laws § 12-5.1-2 (a) (Supp. 

1978) (requires that the application also be 

subscribed); Wis. Stat. Ann. § 968.30(1) (West 

Supp. 1978-1979); Ariz. Rev. Stat. Ann. § 13-3010 

(B) (2) (1978); Nev. Rev. Sta,t. § 179.470(1) 

(1973); Colo. Rev. Stat. Al.i~t. § 16-15-102 (2) 

(1978). The oath or affirmation need not be 

before the issuing judge. united State~ 
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,/33, Note 96: 

Tortorello, 342 F. Supp. 1029, 1035 (S.D.N.Y. 

1972), ~ff'd, 480 F.2d 764 (2d Cir. 1973), 

cert. denied, 414 u.S. 866 (1973). 

Add: But see United States v. Diadone, 558 

F.2d 775, 777-78 (5th Cir. 1977), cert. denied, 

434 U.S. 1064 (1978). Failure to date the 

order until shortly after the judge signed 

it was a clerical mistake which did not warrant 

suppression. The court declared that "[t]o 

the extent which this result departs from that 

reached by the Sixth Circuit in Lamonge, we 

decline to follow the Sixth Circuit's path." 

,,34, Note 101: See also Ariz. Rev. Stat. Ann. § l3-30l0A 

(1978) (any justice of the Supreme Court, 

judge of the court of appeals, or judge of 

the superior court); Colo. Rev. Stat. Ann. 

§ 16-15-101 (7) (1978) (any justice of the 

Supreme Court of Colorado and a judge of any 

district court of the state of Colorado); 

Fla. Stat. Ann. § 934.02 (8) (West 1973) (jus

tice of the supreme court, judge of a district 

court of appeal, circuit judge, or judge of 

any court of record having felony jurisdiction 

of the state) (United States v. Pacheco, 489 

F.2d 554, 563 (5th Cir. 1974), cert. denied, 

421 U.S 909 (1975) (State ex rel. Kennedy v. 

Lee, 274 So.2d 881 (Fla. 1973». 
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~134, Note 102: Add: Se~ also 18 Pa. Cons. Stat. Ann. § 5702 

, Pub. L. as 'amended £Y Act of -------
No. --' Pa. Laws (1978) (Senate Bill 

No. 191, 1977 Session) (any judge of the 

Supreme Court may receive applications fo~, 

and enter orders authorizing interceptions 

of wire and oral communications); R.I. Gen. 

Laws § 12-5.1-3 (Supp. 1977) (the pending 

justice of the supreior court) . 

Add to end of paragraph: Wisconsin requires 

the application to be made to the Circuit 

Court in the county where the interception 

103a is to take place. 

~134, Note 103a: Wis. Stat. Ann. § 968.28 (West Supp. 1978-1979). 

~1~135,36,37: 

The statute also provides that II [i]n the counties 

having more than one branch of the circuit 

court the application shall be made only to 

the lowest numbered branch having criminal 

jurisdiction. II See also Nev. Rev. Stat. § 179.460 -----
(1) (lito a Supreme Court justice or to a dis

trict judge in the count.y where the intercep-

tion is to take place") . 

Delete and sUbstitute: 

The Supreme Court in Dalia v. united states
l04 

resolved the split among the lower courts re

garding the constitutionality of, and require

ments for, surreptitious entries to install 
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electronic surveillance equipment and/or 

maintain the equipment. 105 The Court held: 

1. A covert entry for the purpose of in-

stalling an otherwise legal electronic bugging 

device is not per se prohibited by the Fourth 

Amendment. 

2. Courts are given statutory authority 

to approve covert entries for the purpose of 

installing electronic surveillance eq'.d.pment. 

The language, structure, purpose, and history 

of Title IV demonstrate that Congress meant 

to authorize courts to approve the use of 

electronic surveillance without limiting the 

means so long as they are reasonable under 

the circumstances. 

3. Special authorization of covert entries 

on the premises described in the electronic 

surveillance order is not required by the 

Fourth Amendment. 

~36 Several states have enacted statutory 

provisions regarding requirements for sur

reptitious entries for installing, maintaining, 

or removing surveillance devices. 106 

'135, Note 104: Delete and substitute: Dalia v. Un~ted State Q ... .;" 

7 4 U ~,$ • I •• W . 44 23 ( 1979) • 
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'135, Note 105: 

,,35, Notes 106 
to 108: 

,,36, Notes 109 
to 118: 

Delete and substitute: Some courts held or 

discussed in dicta that court authorization 

was required before a surreptitious entry 

was made to insta11 an electronic surveillance 

device: united States v. Ford, 553 F.2d 146 

(D.C. Cir. 1977); Application of united States, 

563 F.2d 637 (4th Cir. 1977); united States 

v. Agrusa, 541 F.2d 690 (8th Cir. 1976) I cert. 

denied, 429 u.S~ 1045 (1977). other courts 

found authorization for surreptitious entry 

implied in a valid electronic surveillanee 

order. united States v. Dalia, 575 F.2d 1344 

(3d Cir. 1978); united States v. Scafidi, 

564 F.2d 633 (2d eire 1977), cert. denied, 

436 u.S. 903 (1978). The Sixth Circuit found 

that a judge has no authority to authorize 

a break-in in an electronic surveillance 

order in the absence of a specific statute 

authorizing such an entry and that Congress 

did not provide such a provision. united 

States V. Finazzo, 583 F.2d 837, 841 (6th Cir. 

1978), cert. granted, 47 U.S.L.W. 3533 (1979) 

(No. 78-1051, 1979 Term). 

Delete. 

Delete. 
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'/36, Note 106: Substitute: M ass. Gen. Laws Ann. ch. 272, 

§ 99 (F) (2) (g) I (I) (5)., (K) (3) 
(Supp. 1979); 

Stat. § 200.650 (1975); N.Y. Crim. 
Nev. Rev. 

Proc. Law 

Pa. Cons. 

~ Act of 

§ 700.30 (8) (McKinney 1971); 18 

Stat. Ann. § 5712{G), ~ amended 

------------_____ , Pub. L. No. 
-' _ Pa. Laws _ (1978) 

(Senate Bill No. 191 

.. ---... 

; l 
jj 

(Supp. 1978). 

1977 Session); R.I. Gen. ' 
Laws Ann. § 12-5.1-7(c) 
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Summary 

'1 Law enforcement officers engaged in electronic surveil-
1 

lance must carry out four major post-authorization duties; 

failure in anyone of them may result in suppression of part 

or all of wiretap evidence. The officers must: 

1. minimize interception of nonpertinent conversations; 

2. amend the surveillance order under appropriate cir
cumstances; 

3. seal the tapes upon termination of the tap; and 

4. cause service of a notice of surveillance upon certain 
individuals . 

The courts generally hold that the minimization requirement means 

that agents must make a reasonable good faith effort to minimize 

interception of nonpertinent and privileged conversations. 

Reasonableness is evaluated on a case-by-case basis. Agents 

must also obtain a prospective amendment, i.e., a new order, 

when they intercept evidence of a new crime where they have 

probable cause to believe that similar conversations will recur. 

A retroactive amendment is required when incidentally intercepted 

evidence of new crimes is to be used in either ~ grand jury or 

trial. Violations of the sealing and notice requirements have 

been treated in different fashions by the courts. Serious viola-

tions may cause suppression of all wiretap evidence and leads 

derived therefrom. 
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I. Minimization 

• 2 Since electronic surveillance is a search and seizure, 

a wiretap must be conducted in strict compliance with the 

Fourth Amendment. Both the United States Constitution and 

applicable federal and state statutes thus require that the 

monitoring agents minimize intrusion on the suspect's 

privacy.la The federal statute, for instance~ provides: 

Every order and extension there6£ shall contain 
a provision that the authorization to intercept 
shall be . • . conducted in such a way as to 
minimize the interception of communications not 
otherwise subject to interception under this 
chapter. 2 

.3 The federal statute does not define the term 

"interception." The most prudent and logical definition 

is that a corununication is intercepted when it is either 

overheard by a human ear or recorded by a mechanical 

lAS used in these materials the term electronic surveillance 
generally includes wiretapping and bugging, although the 
terms electronic surveillance and wiretapping are sometimes 
used interchangeably. Wiretapping generally refers to the 
interception (and recording) of a communication transmitted 
over a wire from a telephone, without the consent of any 
of the participants. Bugging generally refers to the 
interception (and recording) of a communication transmitted 
orally, without the consent of any of the participants. 
The term consensual surveillance refers to the overhearing, 
and usually the recording, of a wire or oral communication 
with the consent of one of the parties to the conversation. 
See Report of the National Commission for the Review of 
Federal and State Laws Relating to Wiretapping and 
Electronic Surveillance xiii(1976). 

laSee generally Comment, "Post-Authorization Problems 
in the Use of Wiretaps: Minimization, Amendment, 
Sealing, and Inventories," 61 Cornell L~ Rev. 92, 94-
106 (1975). These materials are based-largely on this 
Comment. 

2 18 U.S.C. §2518 (5) (1970). 
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device. 
3 

The New Yo k t 4 
r s atute adopts this definition . 

A conversation can only b ' 
e lntercepted through the use 

an electronic or 

by the naked ear 

mechanical device; simple overhearing 

does not constitute interception.5 

A. What May Be Intercepted? 

of 

A communication is properly b' 
su ]ect to interception 

under the fed 1 
era scheme if it provides "evidence of" a 

violation of f 
any 0 a designated list of offenses. 6 Under 

the New York statute, 't 
monl ors must minimize interception 

of communications that were "not 
otherwise sUbject to 

eavesdropping under this article. ,,7 
A communication is 

subject to int t' ercep lon if it "concern(s)" a 

designated 11' t f f 8 s 0 0 fenses. Under the New Jersey 

3 
"S7e~ ~omrn7nt, supra note la, at 99-105' 
Mlnlmlzatlon of Wir I t _, ' Note, 

Gu'd l' e n e~ceptlon: Pre search 
14~1~ ~~~~_~~d(~~;~f~arch Remedies," 26 Stan. L. Rev. 

4 
NNjY. Crim. Pro. Law §700.05(3) (McKinney 1971) 
, .. Stat: Ann. §2A: 156A-2 (c) (West 1971) d f' . 
ln terceptl0n as "the a 1 ' '" . e lnes 
of any wire or oral co~a .acqt~lsltl0n of the contents 
of a 1 . unlca lons through the use 

ny e ec~ronlc, mechanical or other device " 
thus followlng 18 U.S.C. §25l0 (4) (1970) exact' .. , 
Gen. Laws Ann. ch. 272, §99.B(4) (1976) h ly. Mass. 
the New York rule. ' owever, follows 

5 
18 U.S.C. §2510(4) (1970) S . 

McLeod, 493 F.2d 1186 (7th'Ciree , ~, Unlted States v. 
o~e,-half of phone convlFrsation' ~974) (overhearing 
"lnterception") . ' wlthout device not 

6 
Id. §2516 (1) . 

7 
N.Y. Crim. Pro. Law §700.30(7) (McKinney 1971). 

BId. §700.l5(3). 
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statute, monitors must "minimize or eliminate" 

interceptions of communications "not otherwise subject 

to interception under this act.,,9 The basic thrust of 

all three statutes is that conversations that are irrelevant 

to the investigation and that do not provide evidence of 

commission of a crime are not to be intercepted. 

~5 A conversation providing information useful and 

relevant to the investigation probablY,may be intercepted 

even if it does not provide direct evidence of the 

commission of a crime. For instance, one federal court 

allowed interception of a call to the telephone company 

9N. J . Stat. Ann. §2A:156A-12(f) (as amended, New Jersey 
Statutes §2A:156A-12(f) [1976]). The Massachusetts 
statute contains no explicit minimization language. The 
absence of such language formed the basis of an attack 
on that statute in Commonwealth v. Vitello, ___ Mass. ___ , 
327 N.E.2d 819 (1975). The defendants there argued that 
the failure to include such language caused the statute 
to fall short of meeting the minimum requirements of 
the federal statute. In rejecting this argument the 
Supreme Judicial Court held that as long as the state 
procedures fully and effectively achieve the results 
sought through minimization the absence of express 
language would not render the statute invalid. The 
court cited Mass. Gen. Laws Ann. ch. 272, §99.F(2) (b) 
(1976) (designation of specific listening periods~, . 
§99.F(2) (d) (particular description in the authorlzatlon order of 
communications to be intercepted), and §99.M(c) . 
(monitor returning warrant must.de~cri~e conversatlons 
overheard but not recorded) as lndlcatlng that the 
state procedures demonstrated a high regard for privacy 
interests and that reasonable efforts would be made to 
avoid unnecessary intrusions. The Massachusetts court 
thus emphasized the importance of mi~imiz~tio~ w~i~e 
rejecting the attribution of any tallsmanlc slgnlflcance 
to the use of the term. Federal p:eceden~s played a 
part in this decision; the court clted Unlted States ~. 
Manfredi, 488 F.2d 588, 598 (2d Cir. 1973), cert. denled, 
417 U.S. 936 (1974~ as holding that the absence of an 
express minimization directiv~ in ~n order doe~ ~ot 
necessarily render the order lnvalld .. B~ ~nal~gy, the 
court held that a similar absence of mlnlmlzatlon 
language in a statute would not render the ~tatute 
invalid if minimization purposes are otherwlse met. 
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(to find out whether telephone service was about to be 

discontinued), calls to travel agencies and airlines 

(to keep track of the movements of what was described as 

an international heroin ring), calls to a bank to procure 

money (because money was needed to buy narcotics), and 

calls to persons who were not identified (because one 

purpose of the tap was to develop the extent and 

identity of the conspiracy).lO No totally reliable 

formula exists for identifying calls that are not 

subject to interception. Clearly, conversations 

between known conspirators about the conspiracy should 

be intercepted. Conversations about the conspiracy 

between a conspirator and an unidentified party are 

nearly always subject to interception. Just as 

clearly, con~ersations between two known innocent 

parties about an innocent subject should not be 

intercepted. Between these two extremes, however, 

lies a gray area which must be determined anew in each 

case. The following discussion should help to make 

this determination easier. 

B. The Permissible Scope of Interception 

~6 Because the monitors never know exactly what they are 

about to hear until they hear it, their efforts at minimization 

are usually not completely successful. Interception of a 

single irrelevant portion of a conversation, however, is 

lOU' d 
nlte .S~ates .~_!alc0.E£' 364 F. Supp. 877, 882 (D.N.J. 

1973), af~, 505 F.2d 478 (3d Cir. 1974), cert. denied, 
420 U. S. 955 (1975). .-.----.--__ _ 
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usually not grounds for suppression. The standard applied 

is a rule of reason. The monitors must make a reasonable 

effort to "minimize out" the greatest possible number of 

. 1 t . 11 
~rre evan conversa~~ons. Each case is evaluated on 

its own facts, using the perspective of the agent on the 

spot. A court may thus find that a reasonable effort in 

one case could be completely unreasonable in another.
12 

The reasonableness of the minimization effort is judged 

by using up to six variables. Which of these variables 

applies will depend on the circumstances of each case. 

1. Objective of the investigation: When the aim of 
the electronic surveillance is to explore a complex, 
far-flung conspiracy, the courts generally will find 
a wider range of calls to be relevant and allow the 
monitors a wider margin of error. 13 When the 
objective is more modest, such as conviction of a 
known individual, the courts enforce minimization 
much Joore literally. 14 

2~, Location of ~he telephone: When the telephone 
is loc~ted in a known criminal headquarters, the courts 
allow interception of almost any conversation. 15 

llSee United States v. Armocida, 515 F.2d 29, 
42-43 (3d Cir. 1975), cert. denied, U.S. (1976); 
United States V. Bynum, 360 F. Supp.-qOO, --
409-10 (S.D. N.Y.), affld, 485,F.2d 490 (2d Cir. 
1973), vacated on other grounds, 417 U.S. 903 (1974). 
But see United States V. Scott, 516 F.2d 751, 756 
(D.C~ir. 1975) (holding that agents need not 

make any minimization effort at all as long as one
hundred percent interception is ultimately found to 
be reasonable under the circumstances). 

12 .' See Un~ted States V. Bynum, 360 F. Supp. 400, 412-13 
(S.D.N.Y.1973). 

13 
See, ~, United States v. Manfredi, 488 F.2d 588, 

600 (2d Cir. 1973), cert. denied, 417 U.S. 936 (1974). 

14 
See, ~, United States V. George, 465 F.2d 772 (6th 

Cir. 1972). 
1\ 

) 

l5See , e . .5.1:,., United states v. James, 494 F.2d 1007, 
1021-23 (D.C. Cir. "197"'4'>:' cert~_ denied, 419 U.S. 
1020(1975) . 
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When the telephone is in a family residence or 
public place, however, the monitors must expect 
that a high percentage of the calls will not be 
relevant, and the courts allow a smaller margin of 
error. 16 

3. Nature of the criminal enterprise: Where 
the subject-matter of ' the conspiracy is complex, 
such as in many large narcotics cases, the courts 
allow a greater margin of error. 17 Where the 
subject is simpler, such as in a low-level 
gambling case, the courts allow fewer improper 
interceptions. 18 

4. Use of code: When the suspects use code 
or guarded and ambiguous language, the courts 
allow a wider margin of error. 19 

5. Length of time surveillance has run: 
The monitors and supervising attorney are expected 
to try to work out any codes and improve their 
screening plans, so that minimization results 
should improve over the duration of the tap. 
Interception of nearly all communications might, 
therefore, be permissible at the beginning of 
a complex wiretap, but the supervising attorney 
must thereafter try to devise a set of screening 
rules to guide the monitors in their minimization 
efforts. 20 

16 . d S· See, e.g., Un~te States v .. ~sca, 

735 (S.D.N.Y. 1973), affld, 503 F.2d 
~ert. denied, 419 U.s. 1008 (1974). 

361 F. Supp. 
1337 (2d Cir.), 

17 . d Q • t 508 F 2d See, e.g., Un~te States v. u~n ana, . 
873 (7th Cir.1975) ~ United States v. Scott, 516 
751, 753-54 (D.C. Cir. 1975). 

867, 
F.2d 

l8 see , ~, United states v. George, 465 F.2d 772 
(6th Cir. 1972). 

19see , e.g., United States V. Bynum, 360 F. Supp. 400, 
412-13 (S.D.N.Y. 1973). 

20see , ~, United States v. Falcone, 364 F. Supp. 877, 
880-81 (D.N.J. 1973). See also,-United States V. Chavez, 
19 Crim. L. Rptr. 2101 -(9th'eir. March 31, 1976) (limiting 
of ~ap to nine and one-half days sufficient minimization; 
su~ervisin9 attorney showed good faith in instructing 
monitors in a scraen.ing mQthod). 
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6. Judicial supervision: If the authorizing 
judge plays an active role in the ongoing surveillance, 
later courts ruling on the minimization question 
usually give special deference to the original 
judge's conclusions. 21 The prosecutor who secures 
the judge's approval of an onf":ing minimization 
plan has a powerful defense at a subsequent 
suppression hearing. 

~7 When the defendant moves to suppress for failure to 

minimize, therefore, the intercepted materials are judged 

on a case-by-case basis. The minimization effort must 

have been reasonable under the circumstances at the time 

of interception. The best defense at the hearing is 

usually to call the monitoring agents and elicit from them 

a point-by-point explanation of the minimization plan, in 

impressive detail. 

~8 In a complicated investigation the supervising 

attorney or law enforcement supervisor typically should 

visit the interception site (plant) on a regular basis. 

On these visits, he should discuss the tap's output with 

the monitors, helping them distinguish calls that are 

pertinent from ones that are not. He should review the 

plant reports daily and try to discern certain categories 

of calls that can be immediately minimized out. When he 

finds such a category--such as calls by the children 

from a family-dwelling telephone--he should have 

signs posted at the interception site instructing the 

monitors to shut off on all such calls. These instructions 

should constantly be re-evaluated and revised throughout 

the duration of the tap. Regular written reports td the 

21.8ee , ~~, united States v. Bynum, 360 :F. 8upp. 4';14-15 
(S . D.N . Y. 1973). 
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judge on the progress of the investigation and the 

relative success of minimization are also helpful. The 

judge may even be invited to observe the interception 

station in operation. Each step helps show diligent 

application of the minimization rule; the more concrete 

steps to point to, the easier it will be to defeat a 

defense motion for suppression. 

C. Privileges a.!,:lc?: Immunities 

~9 The supervising attorney must carefully ensure that the 

monitors minimize out calls protected by the lawyer-client 

privilege. Any call to'a lawyer is privileged (and 

therefore not subject to interception) when the lawyer 

is acting in his professional, adv~sory . 22 .... capac~ty. 

Calls concerning ongoing criminal activity are not 

privileged, but a call requesting advice concerning 

past criminal activity is privileged. 23 The lawyer 

may not claim the privilege to shield his incriminating 

statements, for the privilege is for the client's 

benefi t only. 24 Where th 1 . . e awyer ~s a consp~rator, his 

incriminating calls may be intercepted. Any calls 

22 Id . at 427. 

23 
Se7 generally 8 J. Wigmore, A Treatise on the An 10-

~~~~~an2~9lstem of Evidence, (McNaughton rev. i96l~ 
II" , 2298, 2310, 2321, 2326· Note 
4~o~eyrnmUenLt Interceptions of Attorne~-Clie~t Communications " 

. . . . Rev. 87 (1974). ' 

24U . 
n~ted St~tes v. Ki~1 335 F. Supp. 523 545-46 (S D 

Cal. 1?71) I rev I c'! on other _g_~,~~ds, 478 F ~ 2d 494 .. 
(9th C~r. 1973) I ££Eh_~eni_~d, 4i7, u.s. 920 (1974). 
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giving legitimate advice to a client must be screened 

out, however, even if the client volunteers highly incrimin-

ating information about past criminal activity. Under no 

circumstances may a call between an indicted person 

and his lawyer be intercepted; mere interception of 

h 11 1 ··· 1 25 1 h SUCl a ca may resu t ln a mlstrla. Un ess t e 

la\:yer is a conspirator, the most prudent course is 

to instruct the monitors not to intercept any conversation 

involving a lawyer. 

.10 Use of a police informant to entice an indicted person 

int'o making incriminating statements over a wiretapped 

line is prohibited by the Supreme Court's holding in 

Massiah v. United states.
26 

It is unclear how far this 

holding might be extended to protect conversations 

involving indicted persons. Unless there is a compelling 

reason to intercept such a conversation, therefore, the 

most prudent policy is to minimize out persons under 

indictment. 

~ll In one case, husband and wife defendants contended 

that conversations between them were protected by the 

marital privilege. 27 The Seventh Circuit disagreed 

25see , ~, Coplon v. United States, 191 F.2d 749, 
757, 759 (D.C. Cir. 1951), cert. denied, 342 U.S. 
926 (1952). Interception of a conversation between 
an indicted person and his lawyer that concerned 
inconsequential events might not offer grounds for 
a mistrial. Such a conversation would doubtless be 
irrelevant, and should as a matter of course be 
minimized out. 

26 377 U.S. 201 (1964) . 

27united States v. Kahn, 471 F.2d 191, 194-95 (7th Cir. 
1972), r~v'd on other grounds, 415 U.S. 143 (1974). 
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and applied the privilege 
only to conversations that 

were truly' p , . 
rlvate and non-criminal. 

Any incriminating 
husband-wife conversations 

were properly intercepted, 
the court ruled. This int erpretation adds nothing to 
the basic minimizat;on 

~ rule, since pr' t . 
lva e, non-criminal 

conversations should be ' , , 
mlnlmlzed out even in the 

absence of a privilege. 

D. Techniques 

1112 There are th 
ree ways to minimize: extrinsic, 

intrinsic , and a combination of the two. 
Extrinsic 

minimization means usin 
g methods not based on the 

content of individual calls. 
These include visual 

surveillance of the telephone 
to determine when the 

suspect is 28 
making a call, and limitl'ng 

interception 
to certain periods of the day.29 

Extrinsic minimization 
can be highly effective if visual 

surveillance is feasible 
and the suspects are identified. It is also useful when 
the suspect Uses the 

telephone at a set tl'me each day, 
or only Uses it d ' 

Urlng specific hours. If neither 
condition obt . 

-alns, extrinsic methods 
will be almost 

useless. N J 
ew ersey has adopted extrinsl'c 

minimization 
by statute. 30 

28 
See, ~, Katz 

n. 14 (1967). v. United States, 389 U.S. 347, 354 

29 
See, ~: State v D 

825, 829 certd-'-'-~I 60 N.J. 518, 527 291 
' . enled, 409 U.S. 10910 (1972). A.2d 

30 
N.J. Stat Ann §2 

Statutes §2A:156A_l?A:156A-12(f) 
extrinsic minl' , ~~(f) [1976]). 

ml.Zatl::-m rule. 
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.13 Intrinsic minimization bases its screening method 

on the content of each call as it is intercepted. The 

monitor listens to the first 30 seconds or so, and if 

it is nonpertinent he discontinues interception. If the 

call is one that could become pertinent, the monitor may 

sample the call at regular intervals to ensure that 

neither the subject matter nor the parties have changed.
3l 

If the conversation becomes pertinent, the monitor resumes 

continuous interception. 

.14 In order for intrinsic minimization to work properly 

it is essential that all interception be by simultaneous 

recording and overhearing. If the agent overhears without 

recording, he has no solid proof of what he heard. Such 

a procedure is also expressly discouraged in the federal 

32 and New York statutes. If the agent records without 

overhearing, he is intercepting without minimizing and 

so leaves the surveillance vulnerable to motions for 

, 33 
suppressJ.on. 

----------------------------------------------------------------
3lsampling is necessary to thwart wary criminals who 
slip a short, incriminating segment into a long, 
chatty personal call. See a classic example of this 
stratagem in United States v. King, 335 F. Supp. 523, 
541 (S . D. Ca 1. 1~ 71) . 

,! 

32 18 U.S.C. §25l8 (8) (a) (1970); N. Y. Crim. Pro. Law 
§700.35(3) (McKinney 1971). Commonwealth v. Vitello, 

Mass. , 327 N.E.2d 819, 842 (1975) does not 
specify a favored means of minimization, but the 
discussion of how the statute requires minimization 
without any express language seems to suggest that a 
combination of extrinsic and intrinsic minimization 
should be used. 

33 p'eople v. Castania, 73 Misc.2d 166, 172, ')340 N.Y.S. 
2d 829, 1335(MooreCounty Ct. 1973). 
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~15 The intrinsic method is usually the most effective, 

and is accordingly the rule in New York and federal 

courts. 34 In some cases this method may be further 

refined by adding extrinsic techniques. If the telephone 

is a pay phone on the street, for instance, one agent 

can maintain visual surveillance, informing the 

interception site when the susp~~t enters the booth. 

If the monitors then apply intrinsic-minimization , the 

results are likely to be irreproachably legal, and there 

would be no ripk of suppression. 

II. Amendment 

~16 The authorization order sets out the names of the 

persons, if known, whose communications are to be 

intercepted, and specifies the crime that is being 

investigated. 35 Quite frequently, the intercepted 

communications provide evidence of a crime not mentioned 

34 
See, e.g., United States v Askins' 351 F S 4 o 8--4 1S- .,. upp. 

" (D. Md. 1972). But ~ a recent deve'lopment 
J.n the Chavez case, United States v. Chavez 19 Crim 
L. Rptr. 2101 (9th Cir. March 31 1976) Th' ---t-· d ' ,. e cour 
approve a k~n~ of extrinsic minimization, holding 
that,a,tap lJ.m~t~d,to nine and one-half days was 
suffJ.cJ.ently mJ.nlmlJed despite the interception of all 
ca ,s except those between attorney-client and priest
penJ.tent. ~he court cited approvingly the supervising 
~ttorneyls J.nstructions to the monitors regarding the 
lmportance of,minimization. The difficulty of establishing 
a pattern,of ~n~ocent/culpable calls appeared to the 
c~u7t,as ~ustlflcation for the failure to use intrinsic 
mlnJ.mJ.zatlon. 

35 
18 U.S.C. §§25l8(4) (a), (c) (1970); N.Y. Crim. Pro Law 

§~700.30(2), (4) (McKinney 1971); N.J. Stat. Ann. . 
§ A:156A-9(c) (~~end~£, New Jersey Statutes §2A:156A-
9 (c) [1976]). See also Mass. Gen. Laws Ann ch ?72 
§ 9 9. F (2) (1976) :- --- --'-- . .,~ , 
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in the or~er ~a "new crime"), or incriminate a person 

d · t~e order (a "new person"). While the not name l.n .: 

tap is in progress the supervising attorney or law 

enforcement supervisor must constantly watch for new 

for l.'n either event he may have crimes or new persons, 

The to move swiftly to amend the authorization order. 

statutory provisions are disarmingly simple, but the 

practical problems are subtle and confusing. Note, too, 

that interceptions of conversations relating to new 

crimes may be used i~ di,fferent ways. Different uses 

have different limitations. Disclosure for "law 

enforcement" purposes or use as the basis of application 

for search warrants or wiretaps may be made without a 

h "1 rder 36 Disclosure retroactive amendment of t e orl.gl.na 0 . 

or use as evidence at trial or before a grand jury 

h t retroactive amendment be sought as soon requires t a a 

as practicable. 

A. New Crime 

Use of intercepted communications that provide 

evidence of a new crime is specifically permissible 

under the federal, New York, and New Jersey statutes. 

The federal statute allows use of "communications 

relating to offenses other than those specified in 

36 See united States v. Vento, 19 Crim. L. Rptr. 210~ 
(3(1 Gir. March 16, 1976) (failure of agents to obtal.n 

'disclosure order for narcotl.cs information overheard 
a a fencing tap before using it to obtain another tap on , ) 
held not to require suppressl.on . 

... 

" 

. . .. 
I. 

/ 

the order of authorization."37 The New York and 

New Jersey statutes similarly allow use of 

intercepted communications which were not otherwise 

38 sought. As noted above, in both statutes such a 

communication may be used in evidence beh\';f;) a grand 

jury or at trial only when, upon subsequent application, 

a judge finds that the communication was lawfully 

intercepted. This application to the judge must, 

under all three statutes, be made "as soon as pr~cticable.,,39 

~18 This set of requirements, in eff~ct, establishes a 

procedure for use of conversations that were not the 

obj~ct of the investigation but were found in "plain 

view." This procedure flows from the common law exception 

to the strict warrant requirements of the Fourth mnendment. 

At common law, if a search warrant specifies that a gun 

is to be seized and the searching officer finds heroin, 

the heroin is admissible in evidence if it was found 

40 
inadvertently in a lawful search for guns. The heroin 

3718 U.S.C. §2S17(S) (1970). 

38N. y • Crim. Pro. Law §700.6S(4) (McKinney 1971); N.J. 
Stat. Ann. §2A:lS6A-18 (West 1971). 

39 Id . Throughout these materials this statutory procedure 
is referred to as a "special application." The term 
"amendment" refers to a different concept and process. 
A special application requests retrospective permission 
to use a conversation that has already been intercepted. 
An amendment alters the wording of the order prospectively 
to permit future interception of some kind of conversation, 
in effect a new order. Most courts have unfortunately 
used the term "amendment" to refer to both concepts and 
so have confused the two. 

40Cady v. Dombrowski, 413 U.S. 433 (1973); goolidgev. 
New Hampshire, 403 U.S. 443 (1971). 
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is, however, inadmissible if the officers had expected 

to find it from the beginning but had not applied for 

" "t 41 The heroin is also inadmissible a warrant cover1ng 1 • 

a place where the officers could not possibly if found in 

have been searching for guns (e.g., inside a slim sealed 

42 
envelope) • 

,,19 These hornbook principles constitute the background 

against which the interpretation of the wiretap st~tute 

should go forward. The central question is whether the 

new material intercepted relates to a "new crime." This 

" takes on tortuous complexity in quest10n, moreover, 

joint state-federal investigations. In such investigations, 

the authorization order, the offense being investigated, 

and the offense finally charged may be either state or 

federal in origin or they may overlap. When is a 

retroactive amendment needed in such a situation? 

Unfortunately the courts have not resolved this issue. 

In Moore v. United States,43 the District of Columbia 

Circuit interpreted a provision in the District of 

Columbia Code identical to 18 U.S.C. §2517(5). In that 

case, evidence which was obtained from wiretaps 

authorized for the investigation of D.C. gambling 

41people v. Spinelli, 35 N.Y.2d 77, 80-81, 315 N.E.2d 
792,794,358 N.Y.S.2d 793,746-47 (1974). 

42 
In such a case, the search would have gone further than 

warrant. The heroin could only have 
the unauthorized search, and so is 
direct "fruit" of a violation of 

authorized by the 
been found during 
suppressible as a 
the Fourth Amendment. 

43 513 F.2d 485, 500-03 (D.C. Cir. 1975). 
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offenses was disclosed ~o federal agents and used as the 

basis for prosecution of federal gambling offenses 

involving additional essential elements. The defendant 

contended th~t jUdicial approval was required to use the 

wiretap results as evidence in the federal prosecution. 

The Court of Appeals rejected this contention, holding 

that it did not "believe that there was any interception 

'relating ... to offenses other than those specified 

in the order of authorization' within the meaning of 

the D.C. wiretap law."44 
The court held that since the 

intercepted conversation did relate to the specified 

D.C. gambling offenses, it was immaterial that they 

also "constituted evidence of federal offenses. "45 

~20 The Seventh Circuit, in United States v. Brodson,46 

however, took a different position regarding a case in 

which ther,e was even less disparity in authorized crime 

and interc~pted evidence than in Moore. There, the 

government was authorized to investigate the operation 

of an illegal gambling business in violation of 18 U.S.C. 

§l955. The defendant was finally charged with the 

transmission of wagers and wagering information in 

violation of 18 U.S.C. §1084. The government's application 

section 2517 (5) came eight months after the indictment 

was returned by the grand jury that considered the 

44 Id . at 501. 

45 Id . at 503. 

46 528 F.2d 214 (7th eire 1975). 

351 



., 
• 

i 
I , I 

. l 

I 
I 

.. j 
i~l 

! 

. 'The Court of Appeals held intercepted conversatlons. 

'1 The court's decision that the application was untlme y. 

two grounds; first! it ruled that the two rests on 

were S eparate and distinct, despite a offenses 

certain overlapping. Second, and most important, it held 

that the government's assumption that the offenses were 

been tested by a neutral judge identical should have 

through an amendment proceeding. In fact, it is 

an amendment need have been obtained questionable that 

at all since the evidence overheard relates to the 

crime specified. 

~21 The Second Circuit recently followed Brodson. 

Marion,47 the court held that In united States v. 

approval was r~quired by section subsequent judicial 

2517(5) before communications intercepted pursuant to 

Id be used in federal state court authorize~ wiretaps cou 

d ' s In this case, grand jury and criminal procee lng . 

was used in the investigation of, inter alia, a wiretap 

the state crime of illegal possession of a dangerous 

weapon. The order was never renewed, extended, or 

amended, but the intercepted communication was used to 

Marl'on before a grand jury about possible question 

U.S.C. §§ 37l, 922, which concern violation of 18 the 

f f an unregistered firearm transportation and trans er 0 

through interstate commerce. The court held that 

separate and distinct from the the federal offense was 

47Docket No. 75-1408 (2d Cir. May 7, 1976). 
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alleged state offense, which fOrmed the basis of the 

original wiretap order, and that it thus fell within 

section 2517(5), citing Brodson. 48 Again, it is 

doubtful that an amendment was needed. 

~22 The law on this issue remains in doubt. Brodson 

and Marion may point to a trend but Moore and Justice 

An~erson's dissent in Marion show that other opinions 

persist. The prosecutor should, however, understand 

that he may face a "new crime" issue even if the 

underlying transaction falls within the original order. 

Prompt application for amendment may be the safest course 

to follow until the split in the circuits is resolved. 

~23 A single conversation providing evidence of a new 

crime (a "new conversation") is easily handled. If the 

supervising attorney or officer is certain that the 

conversation will never be used in evidence in any 

48JUdge Anderson dissented strongly to this holding. 
He cited Mo~ in opposition and argued that two earlier 
Second Circuit cases, United States v. Grant, 462 F.2d 28 
(2d Cir. 1972) and United States v. TortoreJ10, 480 
F.2d 764 (2d Cir. 1973) demanded a more flexible 
reading of section 2517(5}. Chief Judge Kaufmann~ for 
the majorit~ distinguished these two cases from Marion. 
He argued that Grant did not hold that a state crlme 
and a federal crime were, for purposes of section 
2517(5), so closely related as to eliminate the need for 
subsequent jUdicial approval. According to Judge 
Anderso~ in Tortorello the Second Circuit merely 
held that the requirement of subsequent approval was 
satisfied by the procedures obs~rved (amendment by 
reference to affidavits on an extension). In light of 
the plain view background of section 2517, Anderson had 
the better of the argument, but Kaufmann had t.he votes. 
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, d 't 49 If grand jury or at any trial, he may dlsregar 1. 

he wants to preserve his ability to use the conversation 

at an¥ trial, however, he must follow the statutory 

procedure. As soon as practicable (that is, usually 

immediately) he must make a special application to 

t ' 'd'ctl'on The application any judge of competen JurlS 1 • 

should show simply that the conversation was in plain 

view--that it was intercepted inadvertently while the 

surveillance was being lawfully conducted. 

When the judge signs the application the prosecutor 

has satisfied the conditions for later use of the 

conversation in eVl ence. 'd 'The decl'sl'on is reviewable, 

however, for the defendant may always move to suppress 

50 
the conversation later on any of several grounds . 

The most common error in the use of this procedure 

49This is because the statutes mandate an applicati?n,to 
the judge as a precondition only to use of ~he ~pec7flc 
new conversations in evidence. If the appllcatl0n 1~ not 
made, those particular conversations can~ot be ~sed ln 
evidence but the rest of the wiretap eVlden~e lS 
unaffect~d. When the supervising attorney wlshe~ to use 
the new conversation in evidence, he must make hlS 
applica tion to the. judge "as soon as p'rac c.icable . " 
Tardy prosecutors have made the applications on the 
eve of trial; see, ~, United States v. Cox, 449 F.2d 
679 (10th Cir.-r973), cert. denied, 406 U.S. 984 
(1974); United States v. Denisio, 360 F. Supp. 715, 719 
(D • Md . 19 7 3) • 

50He may, for instance, allege that the applica~ion was 
not timely. He might also argue that the survell~ance 
was not properly minimized and that the c?nve:s~t70n , 
would not have been overheard under a valld mlnl~lzatl0n 
procedure. Finally, he might argue that the monlt?rS 
knew the conversation was going to ~ccur, and so dld, 
not intercept. it inadvertently. ThlS last argument lS 
discussed in detail infra. 
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is delay in applying to the judge. Although most courts 

so far have declined to suppress when the application was 

not made "as soon as practicable,,,51 any delay at all 

invites a motion to suppress. It is most prudent, 

therefore, to make the application to the judge on the 

same day as the interception, if possible, and certainly 

within 24 to 48 hours. This procedure will be burdensome 

if a number of new conversations show up at regular 

interva~ .. s, but an application to the judge will be 

necessary for each one. 

The problems begin to arise when one considers a 

real-life wiretap. Many conversations are ambiguous; their 

relationship to a new crime may not become clear until 

long afterward. Other conversations may provide evidence 

of two crimes, one of which is specified in the authorization 

order and one of which is not. The supervising attorney's 

or officer's duties in these situations are not entirely 

clear. Much depends on the particular sequence of events. 

If the agent overhears conversations pertaining to a 

new crime on the first day of a lengthy wiretap an 

amendment should be secured immediately. If the tap is 

short term, the new conversation ambiguous, and the 
judge 

informally kept aware of any new developments, the 

government may be able to wait until the time of 

applying for an extension to request an amendment. The 

51 
~, ~~, U~ited __ Stat~~ v. Denisio, 360 F. Supp. 

715 (D.Md. 1973); People v. Ruffino 62 Nisc.2d 653, 
309 N.Y.S.2d 805 (Sup.-·Ct. Queens C~unty 1970) . 
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safest course, however, is to apply for an amendment 

as soon as the conversation appears to pertain to a 

new crime. 

~127 The most serious problem by far arises due to the 

interception of unanticipated conversations, as the 

h t t encompass the new crime. investigation branc es OUO 

At a certain point, the monitors begin to expect to 

hear such conversations and include them in their 

search. Where probable cause to believe they will 

occur exists, interception is thus no longer inadvertent 

and the c~nversations are not in plain view. In short, 

the monitors are now searching for communications not 

h d Thl.'s vl.'olates the Fourth specified in t e or er. 

Amendment's requirement of particularity. The order 
, 52 

must therefore be amended to include the new crl.me. 

This amendment differs completely from the special 

application to the judge described in the statute. The 
\ 

,pecial application retrospectively legitimizes ~se of 

an already intercepted conversation. The amendment opens 

up the scope of the order prospective~y to permit 

atl.'ons Because this future interception of the new convers . 

, actually an additiop. t6" the prospective amendment l.S 

authorization order, it must be supported by the 

usual showings of probable cause and must satisfy all 

the statutory requirements for an applj.cation. The 

52 'r 69 Misc 2d 645, 652, See, ~, People v .. Dl. .Iorenzo, . 1971). 
3-0-- Y S ~d 720, 727 (Rockland County Ct. 3 N... L 
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statutes nowhere mention this procedure for a prospective 

amendment, but it is clearly a constitutional requirement 

where the supervising attorney or officer seeks to 

, 53 continue intercepting new conversatl.ons. 

For example, the monitors may intercept a new 

conversation halfway through a gambling 'Wiretap. The 

supervising attorney dutifully makes a special applicat\on 

for use and the judge signs it. The conversation was 

cryptic and not easily decipherable although it probably 

referred to an incipient robbery of some sort. The 

investigators may suspect that a robbery is being planned, 

and guess that more of these conversations will occur, 

but cannot show it under a probable cause standard. Now 

the investigators are in a dilemma. Further conversations 

are arguably not in plain view, because they are expected. 

If they are thus "otherwise sought" in the language of the 

New York statute, the judge might not sign the Special 

applications. But because the first conversation was so 

cryptic the investigators cannot establish probable cause 

based on it alone, and so cannot obtain a prospective 

amendment either. 

'130 The prosecution faced this dilemma in People v. 

DiStephano.
54 

Eleven days after the first cryptic 

53Id . Note, nowever, that if surveillance terminates 
upon interception of a new crime, there is no need for 
a prospective amendment. All that is required is a 
special application for the one new conversation 
already intercepted. People v. Ruffino, 62 Misc.2d 
653, 659, 309 N.Y.S.2d 805, 811 (Sup. Ct. Queens County 

54peoPle v. DiStefano, 38 N.Y.2d 640, 345 N.E.2d 546, 
382 N.Y.S.2d 5 (1976). 
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conversation the monitors intercepted four similar, 

detailed calls in a single day. The investigators had not 

obtained a prospective amendment in the interim because 

the first conversation did not supply probab1e cause. The 

defendants argued for suppression of the second group of 

conversations, and the New York Appellate Division agreed, 

reas;;;':J.in\1 that the conversations were expected, and so 

55 
were ~otherwise sought." 

,,31 The Court of ~ppeals reversed, but did so without 

laying down guidelines for how to deal with this ambiguous 

situation. The court ruled: 

[The inadvertence] requirement is int7nded to protect 
citizens against anticipated discove:les, such as, 
occurred in Spinelli, [56] where, kn~wlng the l~catlon 
of certain tangible evidence and wlth ample tlme to 
obtain a warrant, enforcement officers intru~e~ 
into the privacy of the accused without obtalnlng 
a prior judicial determination of probable cause 
to enter upon the premises. Here, in contrast! 
neither the [first] nor the [second] conversatl0ns 
could have been foreseen and, t~~s, wer7 no~ 
proscribed anticipated discoverles. Whlle lt may 
be true that after [the first conversation] the 
authorities knew of defendant and his plans, 
nevertheless, on the basis of the [first] 
conversation alone, the authorities lacked 
probable cause to seek,amendment of the warrant 
to include [the new crlmes) .•.• Indeed, the 
police had no grounds upon whi~h they could . 
reasonably have asserted that aefendant would 
use Jimmy's Lounge telephone again. \\Te conclude, 
therefore that the [second] conversations were 
inadverta~tly overheard and, thus, were discovered 
in "plain view." 57 

55 45 App. Div. 2d 56, 60-61, 356 N.Y.S.2d 316, 320-21 
(1st Dept. 1974). 

.' 
56people v. Spinelli, 35 N.Y.2d 77, 315 N.E.2d 792, 358 
N.Y.S.2d 743 (1974) . 

57people v. DiStefano, 38 N.Y.2d 640, 649, 345 N.E.2d 
548, 553, 382 N.Y.S.2d 5, 10 (1976). 
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~32 In most cases this holding will solve the problem 

by defining the first new conversations as being overheard 

inadvGrtently and thus "found" in plain view. 'l'he 

supervising attorney or officer should thus make special 

applications for use of each new conversation, until 

he decides that he has accumulated probable cause. At 

this point he should immediately submit an application 

for an amendment of the wiretap in the usual form, 

supported by affidavits and a showing of probable cause, 

opening up the original order to include the new crime~ 

Thereafter the new conversations will be properly 

intercepted under the amended order, and no further 

special applications are necessary . 

B. New Person 

~33 There appears to be no constitutional requirement 

that thp authorization order name the persons whose 

, t' " 58 communlca 10ns are to be lntercepted. The federal 

and New York statutes.therefore require only specification 

of persons "if known. "59 The interception of communications 

58 
See Comment supra note la at 137-38, for a discussion 

of this point. 

59 
18 U.S.C. §25l8(b) (iv) (J.970); N.Y. Crim. Pro. La\,l 

§700.30(2) (I-lcKinney 1971). N.J. Stat. Ann. §2A:156A-12 
(as amended, New Jersey Statutes §2A:156A-12 [1976]) 
also requires specifications of persons "if known" 
Cf: 11ass. ?en. Laws Ann. ch. 272, §99.F(2) (b) (1976) 
~hl~h,requlreS a particular description of the 
lndlvldual whose con~unications will be intercepted, 
and a ~tat7ment ?f facts indicating that those 
communlcatlons wl11 constitute evLlence of a designated 
offense. 
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by persons not named in the order thus does not raise a 

constitutional question. The only problem is whether 

the statute requires the supervising attorney or officer 

to make a special application for use or to amend the 

order to add ne~ names. 

~34 Under federal law, so far, the answer is clearly 

"no." Unless the authorization order specifically restricts 

interception to certain persons, the monitors are free to 

intercept and use relevant conversations involving 

60 anyone. The federal special application procedure 

applies to "offenses other than those specified in the 

order," but makes no mention of persons not named in the 

order. 61 

11' 35 Th t e s ate of New York law on this point is somewhat 

less clear. New York requires a special application for 

use when the monitors intercept a communication "which 

was not otherwise sought."62 The New York Court of Appeals 

has ruled that " [w]here the communication intercepted 

involves the crime specified in the warrant, the named 

suspect, and an unknown outside party, ... the communication 

is 'sought' and no amendment is required Thus, the 

legislative intent was to require amendments where 

60 S ' 
,~ Unlted States v. Cox, 449 F.2d 679, 686-87 (10th 

Cl~. 1971), cert. denied, 406 U.S. 934 (1972) i 
Unlted States,v. ranelli, 339 F. Supp. 171, 177 (W.O. 
Pa. 1972); Unlted States v. LaGorga, 336 F. Supp. 190 
192-93 (W.D.Pa. 1971). ' 

61 
18 U.S.C. §25l7(5) (1970). 

62N ' .Y. Crlm. Pro. Law §700.65(4) (McKinney 1971). 
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1 different crimes are disclosed.,,63 

I ~36 The last sentence of this quotation indicates that 

\ 

.' c 

. , 

I . 
! 

the court probably would never require a special aPPlication 

or amendment of the warrant for a conversation involving 

a new person. Note, however, that the precise holding 

applies only to a conversation involving the named crime, 

the named person,and an unidentified third party. The 

court did not spell out what to do when the third party 

is identified but unnamed, or when the conversation is 

betwe(~n two unnamed persons about the named crime. 

Special applica~ions should not be required in these 

situations, but there are as yet no New York cases so 

holding . 

The New York picture is somewhat complicated by 

the Second Circuit's interpretation of New York law 

in United States v. capra. 64 The order in that case 

authorized interception of "communications of Joseph 

DellaValle with co-conspirators. "65 The monitors 

inadvertently confused DellaValle's voice with that 

of one DellaCava, but failed to amend the warrant to 

include DellaCava's name until 17 days after they 

realized their error. Because the order restricted 

63p 1 eop e v. Gnozzo, 31 N.Y.2d 134, 143-44, 286 N.E.2d 
706, 710, 335 N.Y.S.2d 257, 263 (1972), cert. denied, 
410 U.S. 943 (1973) (emphasis added). 

64 501 F.2d 267 (2d Cir. 1924), cert. denied, 420 U.s. 990 
(1975) • 

65 rd . at 273 (emphasis added). 
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interception to calls of DellaValle "with" co-conspirators, 

the Second Circuit ruled that the monitors had no 

authority to intercept calls of DellaCava during the 

17 day period preceding the amendment. The court 

66 
therefore ordered suppression of th~se calls. 

Presumably this entire problem could have been avoided 

if the original order had authorized interception of 
67 

"conununications of DellaValle and others as yet unknown." 

~38 In New York, then, the rule is probably that amendment 

of the order prior to a renewal to add a name of a newly 

identified conspirator is unnecessary unless the language 

of the order specifically precludes interception of the 

new person. 

III. Sealing 

~39 Once electronic surveillance ends, the gbvernment 

must present the tapes to the issuing judge "immediately 

upon the expiration of the period of the order," so that 

they may be "sealed under his directions. ,,68 The presence 

of the seal, "or a satisfactory explanation for the 

absence thereof," is a prerequisite to the use of the 

tapes in evidence. 69 Applications and orders must also 

66 Id . at 276-77. 

67United States v. Kahn, 415 U.S. 143 (1974). An authorization 
order covering "persons as yet unknown" was approved in united 
States v. Fiorella, 468 F.2d 688, 691 (2d Cir. 1972), 
cert.denied, 417 U.S. 917 (1974). 

68 . 
18 U.S.C. §2518 (8) (a) (1970). 

69 Id . 
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be "sealed by the judge.,,70 

Delays in sealing have been permitted in several 

cases. 71 
The Third Circuit has ruled, moreover, that 

improper sealing procedures may not result ~n 
.L suppression 

because the sealing process canhot ~ffect the legality 

of the original interception. 72 

The New York State Court of Appeals has reached a 

contrary conclusion in two cases dealing with the 

sealing requirement. Where the monitoring agents completely 

failed to seai the tapes, the court held ten intercepted 

conversations to have been improperly admitted into 

'd 73 74 eV1 ence. In a more rec t ' en case, 1t was emphasized 

that section 2518(8) would be strictly construed so 

that converBations and evidence should be 

70 
J.d. Although the judge should personally seal the 

tapes and documents, one court declined to suppress 
~hen ~he tapes were sealed by an agent out of the 
Judge s presence. United States v. Cantor, 470 
F.2d 890, 892-93 (3d Cir. 1972). 

71u . 
n1ted States v SkI ff 5 

1975) (delay of' aro,. 06 F.2d 837, 840 (5th eire 
14 days perm1.tted) ; United States v 

Poeta, 455 F 2d 117, 122 (2 . . 
U.S. 948 (1972) (delay d C1.r.), cert. denied, 406 

1 of 13 days permitted); People v. 
Banda, 80 Misc.2d 79, 362 N.Y.S.2d 735 (Sup. Ct. Monroe County 
1974) (delay of t~o days permitted). See also 
Commonwealth V. V t 11 M ~ 8 4 9 50 ( 19 75) • 1. eo, __ ass. J,G I ~2 d 819, 

72 . 
Un1ted States v. Falcone, 505 F.2d 478, 483-84 (3d 

Cir. 1974). 

73 
People V. Nicoletti, 34 N.Y.2d 249, 313 N.E.2d 316, 

356 N.Y.S.2d 855 (1974). 

74 
People V. Sher, 38 N.Y.2d 600, 345 N.E.2d 314, 

N.Y.S:2d 843'(1976). 
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suppressed, when, in preparation for trial, .officers 

unseal tapes in the absence of a judicial order. 

IV. Inventories 

A. In General 

'142 After surveillance is over and the tapes sealed, 

the issuing judge must order service of an "inventory" 

on the persons named in the surveillance order. The 

inventory is a notice that must include the fact that 

the surveillance order was issued, the date it was 

issued, the period for which interception was authorized, 

and a statement of whether or not the individual's 

conversations were intercepted. Inventories are probably 

also required fo~ any person whose name was added to the 

order by an amendment. The issuing judge may, in his 

discretion, order inventories for additional persons 

not named in the order. The inventory must be served 

within 90 days after termination of the tap, but any 

judge of competent jurisdiction may, upon an ex parte 

h · f d t . f" 75 s oW1ng 0 goo cause, pos pone serV1ce 0 any 1nventory. 

75The federal inventory section is 18 U.S.C. §25l8(8) (d) 
(1970). In New York it is N.Y. Crim. Pro. Law §700.50 
(3), (4) (McKinney 1971). The New Jersey inventory 
section is N.J. Stat. Ann. §2A:156A-16 (197l). Mass. 
Gen. Laws Ann. ch. 272, §99.L (1976) requires service of 
an attested copy of the warrant on the person whose 
communications were intercepted prior to the execution 
of the warrant or within 30 days after termination with 
continuous secrecy limited to three years. The 
Supreme Judicial Court of Massachusetts ruled in 
Cbrr@onwealth v. vitello~ Mass. ,327 N.E. 
2d 819, 844 (1975) that this procedure provided 
adequate access to the information prescribed by 
18 U.S.C. §25l8(8} (d) and that the secrecy requirements 
of §99.L were in fact more stringent than those 
imposed by §25l8(8) (d). 
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Although the statute instructs the judge to order 

service, the burden in fact falls upon the prosecutor to 

see that it is done. Noncompliance with the letter of 

the law has in some cases resulted in suppression of the 

wiretap evidence, so the prosecutor may not relax his 

attention to this detail once the tap is complete and 

the tapes have been sealed. 

'144 A preliminary issue is whether defendants have a 

constitutional right to post-wiretap notice. The early 

inventory cases ignored this possiblity, but language 

from a Supreme Court opinion seems to make notice a 

constitutional necessity.76 A recent Ninth Circuit 

case, moreover, has held squarely that the Constitution 

does require post-wiretap notice. 77 The notice will be 

sufficient under the Constitution if "the individual has 

been afforded a reasonable opportunity to prepare an 

adequate response to the evidence which has been derived 

from the interception. "78 Note, however, that while the 

Constitution demands only a certain attention to due 

process, the statutes require the notice to be in a 

particular form and within particular time limits. An 

inventory served one day too late might therefore violat~ 

the applicable statute without violating the Constitution. 

76 
Berger v. New York, 388 U.S. 41, 60 (1967). 

77 . 
Un1ted States v. Chun, 503 F.2d 533, 536-37 (9th 

Cir. 1974). 

78 Id . at 538. 
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B. Problems with the Service of Inventories 

1. Lengthy Postponements 

1145 In some cases defendants have requested suppression 

on the ground that the judge unjustifiably exercised his 

discretion to repeatedly postpone the deadline for serving 

the inventory.79 So far, however, the appellate courts 

have refused to find an abuse of discretion and have 

d 1 .. f' d 80 agreed that the e ay was ]Ust1 1S . The reaspn for 

lengthy delays most frequently cited is that an ongoing 

investigation necessitates continued secrecy. 

~46 Excessive postponement for no good cause, however, 

might well warrant a court to find an abuse of discretion 

and order suppression. The Third Circuit in Unitgd 

States v. Cafer08l warned that judges "should exercise 

great care" in granting extensions beyond the 90-

day period. 82 

2. Late Service 

~47 Frequently the inventory is served beyond the 90-day 

limit or the eventual limit established by judicial 

79 
See, ~, United States v. Manfredi, 488 F.2d 588, 

601 (2d Cir. 1973), cert. denied, 417 U.S. 936 (1974). 

80S . d 
~, ~, Un1te States v. Cafero, 473 F.2d 489, 500 

(3d Cir. 1973), cert. denied, 417 U.S. 918 (1974); 
United States v. Curreri, 363 F. SUppa 430, 436 (D.Md. 1973)' 
United States v. Lawson, 334 F. SUppa 612, 616 (E.D.Pa. ' 
1971) . 

81
473 F.2d 489 (3d Cir. 1973), cert. denied, 417 U.s. 

918 (1974). 

82 Id., at 500. 

366 

..... , 

i) 

". I • .. 

.I 

postponements. This clearly violates the statute, but 

unless the defendant is prejudiced it probably does not 

violate the Constitution. 

'148 All the cases on late service so far have declined 

to suppress, but on the whole the reasoning has been weak. 

The early cases simply c~lled the inventory a ministerial 

duty that could not affect substantial rights. 83 A 

recent Ninth Ci~~uit case found, however, that the 

inventory satisfies a constitutional requirement, and 

gave the problem a more complete analysis. The court 

in United States v. Chun
84 

applied an analysis developed 

by the United States Supreme Court in a pair of cases 

dealing with a suppression remedy.85 When dealing with 

a suppression problem, the Supreme Court ruled, one should 

ask two questions. First, does the statutory section 

violaeed "d:tr~.ctly and substantially,,86 impleI1lent the 

legiul~tive s~heme to prevent abuse of wiretaps? If 

hot, then suppression is never an appropriate remedy. 

The ~ court ruled that the inventory provisions are a 

83 
~, ~, United States v. Cafero, 473 P.2d 489, 499-

50~ (3d C11.:'. 1973), cert. denied, 417 U.S. 918 (1974)' 
Un1ted States v~ Lawso~, 334 F. SUpPa 612, 616 (E.D.P~. 
!f~!~· Note bh~~ s~e~1al problems arise with respect to 

d .~s. The trad1t10nal search is not done covertly 
an 1S ~~ually preceded by notice to the occupant of ' 
t~e pr~1~1ses. . Inventory notice, in contrast, is the, 
f1r~t t1me a w1retap target learns of the search and 
so 1S much more important. 

84 503 :'p .• 2d 533 (9th Cir. 1974). 

85 . 
Un1ted States v. Giordano, 416 U.S. 505 (1974); United 

States v. Chavez, 416 U.S. 562,(1974). 

86u . 
n1ted States v. Giordano, 416 U S .• at 527. 

367 

I 
I 
I 

I 

I 
I ' 
I-

, 

t 



-, • 

.. 

! 

! 
,I 

I 
I 
I 
'j 

1 
I 
'I 

~ " 

!l 
fl 
" 

87 . central safeguard. This answer renders suppress10n 

possible and leads to the second question. Has the 

purpose of the section been satisfied despite the 

- 1 ' ?88 V10 at1on. In case of late service, the answer is 

usually. "yes." Even though the inventory was late, 

it was served and so fulfilled the purpose of the 

statute by giving actual not~ce. Suppression is 

therefore usually inappropriate. If notice is 

substantially late, and the defendant can show prejudice, 

then the statutory purpose has not been fulfilled, and 

suppression would be appropriate. 

3. No Service 

~49 When no inventories at all are served, the defendant 

has received no actual notice, and the statutory purpose 

87 503 F.2d at 542. 

88United States v. Chavez, 416 U.S. at 574-75. Se~ also 
Unlted States v. C1ve11a, 19 Crime L.Rptr. 2136(8t~ 
C1r. Apr11 16, 1976). Two persons named in a court 
order to receive inventories were not served within 
the gO-day statutory period. The period of delay was 
short. The court found that the government did not 
deliberately ignore the notice provision and that 
the defendants did not demonstrate any prejudice 
arising from the delay. The court thus ruled that 
the government had substantially complied with the 
statute and that its essential purposes were met. The 
court found no such substantial compliance, however, 
with respect to two other defendants who had never 
been named in an inventory order and who did not 
receive notice of the interception until their 
indictments, nearly two years after the termination 
of the wiretap. The court found that there had been 
no effort to comply with section 2818(S) (d) and 
that the wiretap evidence pertaining to those 
defendants should have been suppressed. Civella 
thus suggests that ayood faith effort to comply with 
the statute will compensate for minor delays, but 
that the absence of such effort may lead to suppression 
when the violation is substantial. 
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has not been met. 
Suppression will follow unless the 

government can show that the defendant had actual notice 

from some other source. 89 
Actual notice, even from a 

source other than the formal inventory, satisfies the 

statutory purpose apd should prevent suppression. 90 

No formal inventories were ever served 
in ~. 

The Ninth Circuit d 
reman ed to the district court to 

determine whether th d f 91 e e endants had actual notice. 

The district court found that they did, but not within 

the 90-day limit, and so ordered suppression. 92 
The 

conclusion of the district court 
seems plainly wrong. 

Actual notice is b' 
a su st1tute for an inventory. If 

the inventory is late, the evidence is not 

unless the defendant has been prejudiced. 

suppressed 

The 

district court should not have suppressed in Chun 

because Qf lat t 1 
e ~~ notice without a showing of 

prejudice, yet the court found explicitly that the 

defendants had not been prejudiced. 93 The lesson 

is nevertheless clear-. ' 
lnventories should pe served 

and on time. 

89S ' 
ee Unlted States v. Wolk, 466 F.2d 

Ci~1972). 1143, 1144 (8th 

90 Id . 
at 445-46. 

91
503 F.2d at 536, 542. 

92
386 F. SUppa 91, 85 (D. Hawaii 1974). 

93 td . at 94. 
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4. Deliberate Failure to Serve 

In two cases that arose from the same New York 

wiretap, the courts considered the problem of an 

authorization order that purported to waive the inventory 

94 requirement completely. The two courts disagreed over 

whether to suppress the wiretap evidence when the defendants 

in fact were never served. The problem is probably moot, 

since no other judges are likely to add a clause waiving 

the statute, and any prosecutor can easily overcome any 

objection by serving a timely inventory despite the wording 

of the order. 

5. Persons Not Named in the Order 

.52 Under the federal and New York statutes inventories 

are mandatory only as to persons named in the authorization 

order. 95 Until recently this provision has been upheld 

as constitutional and has barred motions for suppression 

on the g~ound of lack of notice when made by persons not 

94United States v. Eastman, 465 F.2d 1057 (3d Cir. 1972); 
People v. Hueston, 34 N.Y.2d 116, 312 N.E.2d 462, 356 
N.Y.S.2d 272 (1974), cert. denied, 421 U.S. 947 (1975). 

95 18 U.S.C. §2518(8) (d) (l~nO); N.Y. Crim. Pro. Law §700.50(3) 
(McKinney 1971). See also N.J. Stat. Ann. §2A:156A-16 
(J.971) (same rule)~a'S'S'-:-Gen. Laws Ann. ch. 272, §99.L(1) 
(1976) requires an attested copy of the warrant to be 
served upon a person whose communications are to be 
intercepted. Section 99.L(2) allows postponement of that 
service in "exigent circumstances" until thirty days after 
the expiration of the warrant or a renewal. Service 
thus appears mandatory only with respect to persons 
named in the warrant. 
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named in the order. 96 

The Ninth Circuit's " 
OpInlon in ~ raises the 

possibility that all 
prospective defendants may have a 

constitutional right t t' " 
o no lce, regardless of whether 

they are named in the order. 
Chun held that the 

government must furnish the J"udge wl.'th 
accurate 

information on who was intercepted 
and who is to be 

indicted, so that the judge 
may exercise his discretion 

in an informed manner. 97 
The prosecutor must revise and 

update this ' f ' 
In ormatlon in order to keep 

the judge correctly 
informed. 

The opinion also raises th 
e possibility that a future 

case will hold notice 
mandatory for all defendants, 

regardless of whether h 
t ey were named in the order. 98 

The safest and easiest practice 
for prosecutors in the 

interim is obviously t 
o give all possible defendants 

an inventory notice. 
If the decision to indict is 

made after the 90-day limit, d h 
an t e person was not 

named in the order and did 
not receive an inventory, 

he should simply be served 
as soon as possible. 

96 
~, ~, United St t ' 

(2d Cir.), cert. denie~ es v. RIZZO, 492 F.2d 443, 447 
States v. Curreri 363; 4~7 U.S. 944 (1974); United 
The government rna; not e~aduPP. 430',435 (D.Md. 1973). 
by purposely omitting na efthe notlce requirement 
order. United Stat mes r?m, the authorization 
04 (4th eire 1975) es vt Berns~eln, 509 F.2d 996, 1003-

. , cer . pendln~. 

97 
503 F.2d at 540 Acc d ' 

5l~ F.2d 337, 342:43 (6~~ , Unlted States v. Donovan, 
Crlm. L. Rptr. 4161 (Feb. Cir. 1975), cert. granted, 18 

24, 1976). 

98 503 F.2d at 537. 
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Addenda and Errata 

Table of Contents 

I. Minimization ............. 0 ••• ~1,2/3,4, 

II. Amendment . . . . . . . . . . . . . . . . . . 

III. Sealing . . . . . . . . . . . . . . . . . . . 

IV. Inventories . . . . . . . . . . . . . . . . . 

372 

6,8.,.9,10, 
12,13,14, 
15. 

1116,17,18 
19,21,21A, 
21B,21C, 
23,25,28, 
30,33,34, 
37,38,38A, 
38B. 

11 3 9 , 4 ° , 41 , 
41A,41B, 
41C,41D, 
41E,41F. 

11 4 2 , 4 4 , 4 5 , 
46,47,48, 
49,50,52, 
53,54,54A, 
54B,54C, 
54D. 



,,1 : 

,,1 : 

,,2 : 

'i 2 : 

, " 

~ddenda and Errata 

(Double underlining indicates corrected material) 

Add the following to the list of duties after 

"3. seal the tapes upon termination of the 

, 4 fJ.'le a fJ.'nal report with the tap; and': . 

d of a wrJ.'tten list of names of court compc,e 

participants and evidences discovered; and 

rob "4 cause service of a notice • . " . Re-nu e;:, . 

to: 5. cause service .... 

Delete the first two sentences after the list 

dd To comply with the minimiof duties and ~: 

zation requirement the agent's actions must 

Reas-be reasonable under the circumstances. 

onableness in minimizing the interception of 

nonpertinent and privileged conversations is 

determined objectively without regard to the 

agent's underlying intent or motive. 

Insert footnote number 1 in the first sentence 

after "surveillance": Since electronic 

surveillancel . • . . 

" 

Correction: . federal statute, for instance, 

provides: Every order and extension thereof 

shall contain a provision that the authoriza

tion to intercept • . . shall be conducted 

in such a way as to minimize the interception 

of communications not otherwise subject to 

2 
interception under this chapter . . . . 

.~ 
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'/2; Note 2: 

'/3; 

'13; Note 3: 

a 

Add: The state provisions relating to the 

minimization requirement can be found in 

~Electronic Surveillance: Authorizatiori, 30, note 86. 

Delete and substitute: In most state statutes, 

the definition of "intercept" is identical, 

or nearly so, to the federal statute: 3 

"Intercept" means the aural acquisition 
of the contents of any wire or oral 
co~nunication through the use of an 
electronic, mechanical, or other device. 

The New York and Massachusetts provisions state 

that "interception" means the intentional or 

secret overhearing or recording of communications 

by persons other than the receiver or sender 

f th ,,4 
o e communJ.catJ.ons. A conversation can 

only be intercepted through the use of an elec-

tronic or mechanical device. Simple over-

hearing by the naked ear does not constitute 

an interception. 5 

Delete and substitute: 18 U.S.C. § 2510 (4) (1970); 

Colo. Rev. Stat. Ann. § 16-15-101 (5) (1978); 

Fla. Stat. Ann. § 934.02 (3) (West 1973); Nev. 
I" 

Rev. Stat. § 179.430 (1975); N.J. Stat. Ann. 

S 2A:156A-2(c) (West 1971); R.I. Gen. Laws §§ 12-5.1-1 

(d) (Supp. 1978); Wis. Stat. Ami. § 968.27 (West 

1971) The Arizona statute does not formally 

define "intercept," but parts of Ariz. Rev. Stat. 

§ 13-3005 (1978) read "by means of an instrument 

or device overhears or records." 
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1r3; Note 4: 

1r3; Note 5: 

'I 

Delete and substitute: N.Y. Crim. Proc. Law 

§ 700.05 (3) (McKinney 1971); Mass. Gen. Laws 

Ann. ch. 272, §§ 99.B( 4) (1979). 

Delete and substitute: See,~, United States 

v. MCLeod, 493 F.2d 1186, 1188 (7th Cir. 1974) 

(one-half of phone conversation overheard 

without a device was not an "interception"); 

Sta~e v. Mankel, 27 Ariz. App. 436, 439, 555 P.2d 

1124, 1127 (1977) (officer~ answering~t~l~~hQne 

while in residence after an "emergency entry" 

was not an interception where "there was no 

channeling into the lines of communication nor 

use of tapping or eavesdropping equipment"); 

United States v. Turk, 526 F.2d 654, 658 (5th 

Cir. 1976), cert. denied, 429 U.S. 823 (1976) 

(interception requires the use of a device, 

contemporaneous with the communication inter-

cepted, to transmit or to preserve the communica-

tion). Compare the following two cases: the 

defendants in State v. Bonds, 92 Nev. 307, 309, 

550 P.2d 409, 410 (1976) argued that the inter-

ception was unlawful because there was no order 

authorizing the police to intercept the con

versation through the use of a transmitter on 

an informant. The court found that the con-

versation was not transmitted "by the aid of 

wire, cable, or other like connection between 
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'[4; Note 6: 

1r 4: 

,r 4 ! 

point of origin and point of reception and so 

not within the coverage of Nev. Rev. Stat. 

§ 179.455 (1978) (definition of "Wire Communication"). 

But Rupley v. State, 93 Nev. 60,61-62, 560 P.2d 

146, 147 (1977) looked to the definition of 

"intercept" given by section 179.430: "'Intercept' 

means the aural acquisition of the contents of 

any wire or oral communication through the use 

of any electric, mechanical, or other device 

or of any sending or receiving eguipment!' (T.he 

underlined clause is not found in other state 

statutes.) The court found that the attach-

ment of a suction cup to the receiver of in

formant's telephone was a piece of "proscribed 

receiving equipment" as defined by the statute 

and therefore authorization was required prior 

to its use. 

Delete and substitute: 18 U.S.C. § 2516(1) (1970). 

Add before the last sentence and after the 

sentence er.lding with footnote number 9: The 

Pennsylvania statute permits interception when 

it may provide either "evidence of the commis-

sion of the crime" or "evidence aiding in the 

apprehension of the perpetrator[s].,,9a Most 

state statutes have language similar to these 

provisions. 9b 

Delete "all three" in the last sentence of the 

paragraph and substitute: these. 
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'11 4 ; Note 8: 

'14; Note 9: 

'14; Note 9a: 

'14; Note 9b: 

'16 : 
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'16; Note 11: 
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~~=-=----------------

'16; Note 11a: 

, f I 
... 

Correct,ion: Ma s s. Gen. Laws Ann. ch. 27 2 , _.-... _-
§ 99.F(2) (f); •.• and § 99.M(~). 

18 Pa. COriS. stat. Ann. § 5708, ~ amended 9.Y. 

Act of , Pub. -------- L. No. -' 
(1978) (Senate Bill No. 191, 

1977 session). 

Ar i z. Relv . S ta t • Ann. § 13 - 3 010 (D) (6) ( 19 7 8) ; 

Colo. Rev. Stat. Ann. § 16-15-102 (6) (1978); 

Fla. Stat. Ann. § 934.09(5) (West 1973); Nev. 

Rev. Stat. § 179.475(3) (1975); R.I. Gen. Laws 

§ 12-5.1-5 (b) (Supp. 1978); Wis. Stat. Ann. 

§ 168.30(5) (West 1971). 

Delete sentences 4, 5, 6, 7 and substitute: 

An objective standard is applied to determine 

h b1 f h 1 't t' 11 
t e reasona eness 0 t e actua ~n ercep ~ons. 

The monitor's actions must be reasonable under 

the circumstances regardless of his nnder1ying 

intent or motive. 11a Each case is evaluated 

on its own facts. A court may thus find that 

reasonable actions in one case may be completely 

unreasonable in another. 12 ,The reasonableness 

of the actions is judged by using up to six 

variables. 

Delete and substitute: Scott V. united States, 

516 F.2d 751 (D.C. Cir. 1975), aff'd, 436 U.S. 

128,137 (1978). 

436 u.S. at 138-139. 
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'16; Note 12: 

'16; J:40te 13: 

'16; Note 16: 

'16 ; Note 1 7 : 

'16; Note 19: 

'16; Note 19: 

-, 

'16; Note 20: 

-
/'" I f 

Delete period at end of sentence and substitute 

a cor.una. Add; aff'd, 485 F.2d 490 (2d Cir. 1973). 

.::...:....2.:. an before "United Add, after "See, e·.C!· .," d 

States v. Manfredi,": United States V. Sandeva1, 

550 F.2d 427, 430 (9th Cir. 1976), 

434 U.S. 879 (1979); . 

cert. denied, 

Correction: See, ~, United States v. Sisca, 

361 F. SUppa 735, 745 (S.D.N.Y. 1973), . 

Delete and substitute: S ee, e.g., Scott v. 

!:> , 753-754 (D.C. Cir. 1975), united States, 516 F.2d 7-1 

aff'd, 436 U.s. 128, 140 (1978); united States 

v. Hyde, 574 F.2d 856, 869 (5th Cir. 1978) 

( "We think th at the monitoring of every call 

made until its character was d t . e erm~ned was 

reasonable."); United States V. Daly, 535 F.2d 

434, 441 (8th Cir. 1976); ~eop1e v. Floyd, 

41 N.Y.2d 245, 360 N.E.2d 935, 392 N.Y.S.2d 

257 (1976). 

Add after "See, ~_," and before "united States 

V. Bynum,"'. S tt ' _ co v. Un~ted States, 516 F.2d 

751 (D.C. Cir. 1975) I aff'cl, 436 U.S. 128, 

140 (1978); . 

Delete period at end of footnote and substitute 

a conuna. Add: aff'd, 485 F.2d 490 (2d Cir. 1973). 

Correction: See also United States v. Chavez, 

533 F.2d 491, 493-494 (9th Cir. 1976), cert. denied, 

426 u.S. 911 (1976) (limiting of tap . 
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." 

"6; Note 21: 

"8; Note 2la: 

,,8 : 

"8; Note 2lb: 

Delete and substitute: See,~, Uni.ted States 

v. Hyde, 574 F.2d 856, 869 (5thCir. 1978); 

united States v. Daly, 535 F.2d 434, 442 

(8th Cir. 1976); united States v. Bynum, 360 

F. Supp. 400, 414-415 (S.D.N.Y. 1973), aff'd, 

485 F.2d 490 (2d Cir. 1973). 

Insert footnote number 2la in first sentence 

of ~:8: In a complicated investigation the 

supervising attorney or law enforcement super

. 2la 
v~sor . 

See, ~, 18 PaD Cons. Stat. Ann. § 5712(c), 

as amended £Y Act of ,Pubo L. No. ------
PaD Laws (1978) (Senate Bill No. 191, 

1977 session): 

Responsibility.--The order shall require 
the attorney general or the district at
torney, or their designess, to be respon-
sible for the supervision of their interception. 

Insert footnote number 21Q in the third sentence: 

He should review the plant reports 2lb 

18 PaD Cons. Stat. Ann. § 57l4(A) as amended £y, 

(1978) requires 

the maintenance of signed written records containing 

(1) date and hours of surveillance. 

(2) the time and duration of each intercepted 

communication. 

(3) the participant, if known, in each 

intercepted communication. 

(4) a summary of the content of each inter-

cepted communication. 
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Hass. Gen. Laws Ann. ch. 272, § 99(N) (Supp. 1979) 

has somewhat similar requirements to be in

cluded on the warrant which is to be returned 

within seven days after i.ts termination or last 

renewal. See also People v. Floyd, 41 N.Y.2d 

245, 392 N.Y.S.2d 257, 360 N.E.2d 935 (1976). 

Delete the third to last sentence and substitute: 

Regular written reports to the judge on the 

progress of the investigation and the relative 

success of minimization may be required2lc 

and in any event are helpful. 

W~ene:rer an order authorizing intercep
t~on ~s entered pursuant to this chap
ter, the order may require reports 
to be made to the judge who issued the 
order showing what progress has been 
made tm.,rard achievement of the auth
orized objective and the need for con
tinued interception. Such reports 
shall be made at such intervals as the 
judge may require. 

18 U.S.C.A. § 25l8(b) (1970). Several 

state statutes have progress report provisions~ 

Ariz. Rev. Stat. Ann. § 13-3010 (k) (1978) i 

Colo. Rev. Stat. Ann. § 16-15-102 (7) (1978); 

Fla. Stat. Ann. § 934.09(6) (1973); Nev. Rev. 

Stat. § 179.480 (1975); N.J. Stat. Ann. § 2A:156-l2 

(f) as amended EY Act of June 23, 1978, ch. 51, 

102 N.J.L.J. NL-42 (1978) i N.Y. Crim. Proe. Law 

§ 700.50 (1) (McKinney 1971); ,18 PaD Cons. Stat. 

Ann. § 57l2(D) ~ amended £y ------------
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'19; Note 2ld: 

"9; Note 2 2 : 

,,9 : 

'f I 
, . " 

(1978); R.I. Gen. Laws Ann. § 12-5.1-5 (c) 

(Supp. 1978); Wis. Stat. Ann. § l2-5.l-5(c) (1971). 

Insert footnote numb8r 2ld after: C. Privileges 

.. 2ld 
and Imml.m~ t~es ••. 

18 U.S.C.A. § 2517(4) (1970) ("No otherwise 

privileged wire or oral conummication inter

cepted in accordance with, or in violation of, 

the provisions of this chapter shall lose its 

privileged character"). State statutes are 

similar to the federal provision: Colo. Rev. 

§ 16 15 102(15) (1978); Fla. Stat. Stat. Ann. --

Ann. § 934.08(4) (1973); Mass. Gen. Laws Ann. 

ch. 272, § 99(D) (2) (e) (Supp. 1979); Hev. Rev. 

Stat. § 179.465(3) (1973); R.I. Gen. Laws Ann. 

§ 12-5.1-10 (d) (Supp. 1978); Wis. Stat. Ann. 

§ 968.29(4) (1971); 18 Pa. Cons. Stat. Ann. 

§ 2711, ~ amended £y Act of 

Pub. L. No. ___ , ___ Pa. Laws (1978) (Senate 

Bill No. 191, 1977 Session). 

Delete and substitute: United States v. Bynum, 

360 F. Supp. 400, 417-419 (S.D.N.Y. 1973), 

aff'd, 485 F.2d 490 (2d Cir. 1973). See also 

Ann. § 968.30(10) (1971) which specWis. Stat. 

ifically prohibits the interception of wire 

and oral co~nunication between an attorney and 

his client. 

Add footnote number 25a at the end of the paragraph 
25a 

• any conversation involving a lawyer. 
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~ ~ United States v. Hyde, 574 F.2d 856, 

870 (5th Cir. 1978). The court determined 

that listening to calls between the defendant 

and his doctor and lawyer until the agents 

determined that the doctor and lawyer were 

not participating in the conspiracy was not 

a violation of the minimization requirements. 

lilt would be unreasonable to expect agents 

to ignore completely any call to an attorney 

or doctor; • . . . II 

Add: But ~ United States v. Hinton, 543 F.2d 

1002 (2d Cir. 1976), cert. denied, 429 u.S. 

1066 (1977). Agents intercepted communications 

between a government informer and defendant 

who was under indictment and represented by 

counsel in an unrelated state prosecution. The 

court held that wiretap evidence was admissible 

in the later federal prosecution that resulted 

from the wiretap. The court stated that 1-1assiah 

applied only where, in the absence of counsel, 

statements are deliberately elicited from a 

defendant in connection with a crime for which 

he has already been indicted. 

Add; ~ also United States v. Nendoza, 574 F.2d 

1373, 1381 (5th Cir. 1978) (conversations between 

husband and wife about crimes they are jointly 

participating in at the time of the conversations 

are not marital conversations for the purpose of 

the marital privilege and therefore are not protected). 
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"12; Note 29: 

,,12 : 

"12; Note 30: 

,,13 : 

"13; Note 30a: 

. ' ... 

Delete period at end of footnote and substitute r 
a semicolon. Add: State v. Murphy, 137 N.J. 

Super. 404, 414, 349 A.2d 122, 127-128 (Super.. 

ct. Law Div. 1975), rev'd on other grounds, 

148 N.J. Super. 542, 372 A.2d 1315 (Super. 

ct. App. Div. 1977). 

Delete last sentence and substitute: New Jersey 

and pennsylvania specifically contemplate 

the use of at least one type of extrinsic 

minimization by requiring that, whenever possible, 

reasonable efforts be made to reduce the hours 

. 30 
of interceptl.on. 

omit and substitute: N.J. Stat. Ann. § 2A:156A-12 

(f), as amended ~ Act of June 23, 1978, ch. 51, 

L 42 (1 978) (llsuch interception .•• 102 N.J.L.J. N -

d t d to reduce the hours of be con uc e . . . 

interception authorized 11);18 Pa. Cons. stat. 

Ann. § 5712(B) (same as New Jersey), as amended 

~y. Act of , Pub. L. No. -------------------
Pa. Laws (1978) (Senate Bill No. 191, 

1977 Session). 

Insert footnote number 30a in the second sentence. 

Delete 1130 seconds ll and substitute: 1 1/2 - 2 

. t 30a ml.nu es 

United States v. Armocida, 515 F.2d 29, 45 (3d Cir. 

1975), cert. denied, 423 U.S. 858 (1975). 
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Delete period at end of footnote and substitute 

a comma. Add: modified, 478 F.2d 494 (9th 

Cir. 1973), cert. denied, 417 U.S. 920 (1974). 

See also United States v. Hinton, 543 F.2d 

1002 (2d Cir. 1976), cert. denied, 429 U.S. 

1066 (1977); Pepple v. Floyd, 41 N.Y.2d 245, 

392 N.Y.S.2d 257, 360 N.E.2d 935 (1976). 

Delete the third sentence and substitute: Such 

a procedure is also expressly discouraged in 

the federal statute and in several state 

statutes. 32 

Delete period at end of first sentence and 

substitute a semicolon. Add the following 

before the second sentence: Ariz. Rev. Stat. 

Ann. § 13-3010(H) (1978); Colo. Rev., Stat. 

Ann. § 16-15-102 (8) (a) (1978); Fla. Stat. 

Ann. § 934.09 (7) (a) (West 1973); NE:V. Rev. 

Stat. § 179.485 (1975); R.I. Gen. Laws § 12-5.1-8 

(a) (Supp. 1978); Wis. Stat. Ann. § 968.30(7) (a) 

(West Supp. 1978-1979); 18 Pa. Cons. Stat. Ann. 

§ 5714(A), as amended ~ Act of 

Pubv L. No. Pa. Laws (1978) 

(Senate Bill No. 191, 1977 Session); N.J . 

Stat. Ann. § 2A:156-14 (1~71). 
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'114; Note 33: 

'115; Note 34: 

" . .. ~, 

Delete ~eriod at end of footnote and substitute 

a semicolon. Add: People v. Brenes, 53 

A.D.2d 78, 385 N.Y.S.2d 530 (App. Div., 1st 

Dep't 1976), aff'd, 42 N.Y.2d 41, 364 N.E. 

1322, 396 N.Y.S.2d 629 (1977). But see 

United States v. Daly, 535 F.2d 434 (8th Cir. 

1976). Th~ Eighth Circuit held that section 

2518(8) (c) did not require that agents simul-

taneously record when they make spot checks 

of innocent conversations. The defendant 

had shown no prejudice from the failure to 

record spot checks. Where one agent who 

monitored ten percent of the total number of 

calls listened to all conversations, but 

recorded only those which were incriminating, 

the court held that the deviation was de 

minimis. Id. at 442. The authorizing judge 

required and received five day reports of 

results and minimization procedures. The 

court noted that informal judicial supervision 

was strong support for a showing of good 

faith minimization efforts. Id. 

Correction: united States v. Chevez, 533 F.2d 

491 (9th Cir. 1976), cert. denied, 426 U.S. 911 (1976 
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'116; Note 35: 

'116 : 

'116; Note 35a: 

Delete period at end of first sentence before 

"~ also" and substitute a semicolon. Add 

before "See also": Ariz. Rev. Stat. Ann. 

§ 13-3010 (D) (1), (3) (1978); Colo. Rev. Stat. 

Ann. § 16-15-102 (5) (a), (c) (1978); Fla. Stat. 

Ann. § 934.09(4) (a),(c) (West Supp. 1979); 

Nev. Rev. Stat. § 179.475 (1) (a), (c) (1973, 

1975); R.I. Gen. Laws Ann. § 12-5.1-5 (a) (1), (3) 

(Supp. 1978); Wis. Stat. Ann. § 968.30 (4) (a), (c) 

(West 1971); 18 Pa. Cons. Stat. Ann. § 5712(A) 

(2), (4), ~ amended ex Act of 

Pub~ L. No. ___ , ___ Pa. Laws ___ (1978) (Senate 

Bill No. 191, 1977 Session). 

Insert footnote number 35a in the second to 

last sentence'. D' 1 ~sc osure for "law enforcement" 

purposes or use 35a . . . 

Colo. Rev. Stat. Ann. § 16-15-102(12), (13) 

(1978); Fla. Stat. Ann. § 934.08 (1), (2) (West 

1979); Mass. Gen. Laws Ann. ch. 272, § 99(D) 

(2) (a) ,(b) (West Supp .. 1979); Nev. Rev. Stat. 

§ 179.465(1) (1975); N.J. Stat. Ann. § 2A:156A-17 

(a), (b) (West Supp. 1978--1979); N.Y. Crim. Proc. 

Law § 700.65(1), (2) (McKinney 1971); 18 Pa. 

Cons. Stat. Ann. § 5717(A), as amended £y 
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,,16; Note 36: 

"16; Note 3 6 : 

Act of , Pub. , L. No. ----------------
PaD Laws (1978) (Senate Bill No. 191, 

1977 Session); R.I. Gen. Laws § 12-5.1-10 

(a) , (b) 

(1) , (2) 

(Supp. 1978); Wis. Stat. Ann. § 968.29 

(West Supp. 1978-1979). See also 

Ariz. Rev. Stat. Ann. § 13-3011 (1978). 

Correction: United States v. Vento, 533 F.2d 

838, 852-853 (3d Cir. 1976). 

Add: Several recent cases show the broad 

scope of law enforcement or investigative use 

, Such use does not re-of wiretap eVLdence. 

, ndment under 18 U.S.C. quire a retroact1ve arne 

§2517(5). U 't d States v. Johnson, See, ~, ~n~1~e~~~~~~~~~ __ __ 

539 F.2d 181 D.C. 1r. ( C ' 1976) {District of 

Columbia officials need not get judicial 

authorization to use information from federal 

wiretap to get new, local tap, even though 

such use of information derived from taps 

by D.C . wiretap statute (D.C. Code governed 

§ 548(b) (1973» requires judicial approval), 

d 'd 429 U S 1061 (1977); United cert. en1e, . . 

States v. Hall, 543 F.2d 1229 (9th eire 1976) 

(where information supplied to state officers 

who searched car was derived from federal 

1'tems seized were admissible wiretap, the 
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in federal prosecution even though the wiretap 

would not have been valid under more restric-

tive state law; California state officers 

were "investigative or law enforcement officer" 

within the meaning of sections 2510(7) and 

2517 (1), (2) of the federal wiretap law) , 

cert. denied, 429 U.S. 1075 (1977); Fleming 

v. United States, 547 F.2d 872 (5th Cir.) (FBI 

disclosure to the IRS of information obtained 

from wiretap authorized for investigation of 

gambling offense is a legitimate law enforce-

ment use of wiretap evidence, even where the 

IRS wants 'to base a civil or criminal tax suit 

on the inform~tion), cert. denied, 434 U.S. 831 (1977). 

,[ 16: Insert footnote number 36a at end of paragraph: 

as soon as practicable.36a 

'[16; Note 36a: ~ generally In re Grand Jury Proceedings, 534 

'[17 : 

'[17 : 

F.2d 712 (1977), cert. denied, 434 U.S. 892 (1977); 

United States v. Aloi, 449 F. Supp. 698 (E.D.N.Y. 1977) . 

In the first sentence, delete "the federal, 

New York, and New Jersey statutes" and 

substitute: 
federal and state statutes . . . 

In the third sentence, delete "The New York 

and New Jersey" and substitute: State . . . 
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'117; Note 38: 

'117; Note 38a: 

Delete the period at the end of the footnote 

and substitute semicolon. Add: Colo. Rev. 

Stat. Ann. § 16-15-102(16) (1978); Fla. 

Stat. Ann. § 934.08(5) (West 1973); 18 Pa. 

Cons. Stat. Ann. § 5718, as amended eY Act of 

___________________ ' Pub. L. No. 

Pa. Laws (1978) (Senate Bill No. 191, 

1977 Session); R.I. Gen. Laws § 12-5.1-6(a) 

(Supp. 1977); Wis. Stat. Ann. § 968.29(5) 

(West Supp. 1978-1979). Cf. Nev. Rev. 

Stat. § I79.465(4) (1973) ("direct evidence 

derived from such communication shall be in-

admissible in a criminal proceeding, but any 

other evidence obtained as a result of know-

ledge obtained from such communication may 

be disclosed or used"). See also Mass Gen. 

Laws Ann. ch. 272, § 99 (D) (2) (d) (West Supp. 1979). 

Insert footnote number 38a in second to last 

sentence after "trial": ..• may be used in 

'd b f d ' ' 1
38a 

eVl ence e ore a gran Jury or at trla 

only when, 

Colo. Rev. Stat. Ann. § 16-15-102 (14) (1978); 

Fla. Stat. Ann. § 934.08 (3) (West Supp., 1979); 

1-1ass. Gen. Laws Ann. ch. 272, § 99 (D) (2) (c) 
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(West Supp. 

(2 ) (1973) ; 

(West Supp. 

1979); Nev. Rev. Stat. § 179.465 

N.J. Stat. Ann. § 2A:156A-17(b) 

1978-1979); N.Y. Crim. Proc. Law 

§ 700.65(3) (McKinney 1971); 18 Pa. Cons. 

Stat. Ann. § 5717(B), as amended Ez Act of 

___________________ , Pub. L. No. --' --
Pa. Laws (1978) (Senate Bill No. 191, 

1977 Session); R.I. Gen. Laws § 12-5.1-10(c) 

(Supp. 1978); Wis. Stat. Ann. § 968. 2 9 (3) 

(West Supp. 1978-1979). 

Insert footnote number .1"sb -, at the end of the 

second to last sentence: . • . ·the communica-

tion was lawfully intercepted. 38b 

But see United States v. camp~gnuo10, 556 

F.2d 1209, 1214-1215 (5th Cir .. 1977). Discussed 

infra at '121C. 

In the last sentence delete" d un er all three 

statutes," and substitute: under the federal 

and state statutes cited 38c , " 

Supra at notes 37 and 38. Note that the federal 

provision is more re t ' t' s rlC lve than the Pennsylvania 

provision in cas h ' es were lt is "practicable" 

to make an application to the court prior to 

the final report. I h n suc cases, Pennsylvania 

will probably require t t wo re roactive amend-

ments as soon as the conversation is 

cepted, the second contemporaneously 
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'118; Note 40: 

'11S; Note 41: 

'118; Not.e 41: 

'119; Note 42a: 

f the first order. or as soon as practicable a ter, 

Correction: See Cady v. Dombrowski, 413 U.S. 433. 

Add before the existing footnote material: 

N Hampshire, 403 U.S. 443, Coolidge v. ew _ 

470-471 (1971); ••• 

Correction: 1 v. Spinelli, 35 N.Y.2d Peop e _ 

2d 79 2, 794, 358 N.Y.S.2d 77, SO-Sl, 315 N.E. 

743, 746-747 (1974). 

Insert footnote number 42a at the end of the 

fifth sentence: 
, 42a 

such a situat~on? 

amendment needed in 

1 schipa .. ni, 56 A.D.2d See, ~, Peop e v. _ 

391 N.Y.S.2d 875, 879 (App. Div., 126, 130, 

2nd Dep't 1977) (warrant under federal statute 

cannot be amended retroactively to include 

crimes which would never appear in the 

1) Bu'c see, e. a ., United warrant original y. ___ ___ ~ 

States v. Pacheco, 4S9 F.2d 554, 564 (5th Cir. 

1 S 9 0 9 ( 197 5 ) (ad -1974), cert. denied, 42 U .. 

ditional crimes may be prosecuted regardless 

of the nature of the offense or prescribed 

d ' the federal statute punishment,notwithstan ~ng 

~f the to use wiretaps, only • permitting states 

f e of interception will provide evidence 0 on 

ted offen~es and the offense is the enumera ~ 
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'119; Note 45: 

'121; Note 47: 

. , 

" 

" , 

/ ' . 
. " 

punishable by impr.isonment for more than one 

year); People v. Milnes, 186 Colo. 409, 416, 

527 P.2d 1163, 1166 (1974) ("it would be un-

reasonable and unrealistic to suppress evi

dence of other crimes, which was obtained 

through the interception, simply because they 

are not designated originally in the statute"); 

Milr~ at 416-417, 527 P.2d at 1166-1167 

(although the district attorney must personally 

initiate the wire tap and must personally ap

ply for an extension, there is no statutory 

provision requiring his signature on supple-

mental applications). 

Correction: Delete quotation marks at the end 

of the second to last sentence and insert them 

after: within the meaning of" the D.C. wiretap law. 44 

Correction: Id. at 502. 

Delete and subst~tute.· 535 F 2d 697 (2d C' 1976) • . ~r.. 

The Eighth Circuit recently took a more lenient 

position with regard to the new crime issue 

than did the courts in Brodson or Marion. In 

, 48a 
Un~ted States v. Da.ly, the court ruled that 

a wiretap order that explicitly permitted in

vestigation of racketeering activities affecting 

interstate commerce (18 U.S.C. §§ 1962, 1963) 

could also be used to investigate mail fraud 

48b schemes under 18 U.S.C. § 1341. The court's 

rationale was that a related federal racketeering 
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provision, 18 U.S.C. § 1961(1) (B), specifically 

refers to the mail fraud statute. Themail , 

fraud scheme involved sending bogus bills to 

major oil companies. 

.21A; Note 48a: 535 F.2d 434 (8th Cir. 1976). 

.21A; Note 48b: Id. at 439-440. 

The wiretap in Daly was also used to gather 

evidence of defendant's involvement in an in-

surance fraud scheme. Authorization to in-

vestigate insurance fraud was also not expressly 

granted in the wiretap order, nor was an 

amendment sought to include insurance fraud. 

without seeking a disclosure order (under 18 

u.S.C. § 2517(5» the government introduced 

wiretap evidence relating to insurance fraud 

in a grand jury proceeding and an indictment 

was returned charging Daly with that offense. 

Daly made no objection to the introduction of 

this evidence and the issue was not preserved 

for appeal. In dicta, the court stated that 

even if the issue had been preserved, the in-

dictment would have been sustained. Since it 

was proper to U$e the wiretap (without a pros
\ 

pective amendment) to investigate mail fraud, 

it was also proper to use it to investigate in-

surance fraud because use of the mail was an 

essential part of the insurance fraud scheme. 

Since the government discovered three instances 
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of such fraud, the scheme was a "pattern of 

racketeering" under 18 U.S.C. § 1961(5). 

Thus, insurance f ,1 f rauu ell within the scope 

of the offenses specif;ed ' ... ~n the original 

wiretap order. 48c 

.21B; Note 48c: Id. at 440. 

The Fifth Circuit in United States v. Campagnuolq 48d 

addressed a slightly d'ff ~ erent problem. Dis-

tinguishing the facts of its case from those 

of Brodson and Marion, th e court found that when 

evidence of an unnamed crime ;s used ... in ques-

tioning a grand jury witness for the purpose 

of obtaining an indictment solely for the crime 

specifically authorized, disclosure of evidence 

probative of both the named and an unnamed of-

fense was valid under 48e 2517(3). "We be-

lieve that when wiretap , ev~dence is probative 

of both the offense named in authorization order 

and some other unnamed ff pense, the relation 

of the evidence to the unnamed offense becomes 

important in terms of 2517(5) only when the 

Government attempts to ' use ~t with respect to 

that offense. n48f 

.21C; Note 48d: 556 F.2d 1209 

t21C; Note 48e: Id. at 1214. 

t21C; Note 48f: Id. at 1215. 
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"23; Note 49: 

,,23 : 

correction: united states v. Cox, 449"F.2d 

679 (10th Cir. 1971), cert. denied, 406 u.s. 

934 (1972); United States v. Denisio, 360 F. Supp. 

715, 720 (D. Md. 1973). 

Insert footnote number 49a at the end of the 

paragraph: " .. d 49all . was being lawfully conducte • 

"23; Note 49a: In Pennsylvania, the application must also 

show that the controls were set forth in the 

final report. If the final report has not yet 

been filed, then a second application should 

,,25 : 

be made contemporaneously with the final report. 

Insert footnote nunilier 51a at the end of the 

second to last sentence: " .•. within 24 to 

48 hours. 51all 

,,25; Note 51a: wis Stat. Ann. § 968.29(5) (West Supp. 1978-1979) 

"28; Note 53: 

,,30 : 

,,33 : 

,,33 ; Note 59: 

. -' 

specifies that the application must be made lias 

soon as practicable, but no later than 48 hours. II 

Correction: People v. Ruffino, 62 Misc.2d at 660, 

309 N.Y.S.2d at 812. 

Correction: The prosecution fiaced this dilemma 

in People v. DiStefano. 54 

Delete "and New York" in the second sentence and 

substitute: statute and many state ..• 

Delete the period at the end of the first sentence 

and substitute a semicolon: § 700. 30 (2) (McKinney 197 
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"33; Note 59: 

"33; Note 5 9 : 

,,34; Note GO: 

,,34; Note 60: 

,,34 : 

ft ' • . 
" 

Delete the second sentence, "N.J. Stat. Ann. . . . 
SUbstitute: Fla. Stat. Ann. § 934.09(1) (b), 

(4) (a) (West Supp. 1979); Wis. Stat. Ann. § 968.30 

(1) (b) (4), (4) (a) (West 1971); Ariz. Rev. St.;'lt. 

Ann. § 13-3010 (B) (2) (b), (D) (1) (1978); Colo. 

Rev. Stat. Ann. § 16-15-102 (2) (b), (5) (1978) i 

R.I. Gen. Laws §§ 12-5.1-2 (b) (2) (iv), 12-5.1-5 

(1) (Supp. 1978); Nev. Rev. Stat. §§ 179.470 (1) 

(b) (4} (1973), 179.475(1) (a) (1975); N.J. Stat. 

Ann. § 2A: 156A-12 (b) (West 1971), as amended ex 
Act of June 23, 1978, ch. 51, 102 N.J.L.J. NL-42 

(1978); 18 Pa. Cons. Stat. Ann. §§ 5'709 (3) (I) , 

5712 (A) (2), as amended ex Act of 

Pub. L. No. Pa" La'Vls __ (1978) (Senate 

Bill No. 191, 1977 Session). 

Correction: United States v. Ianelli, 339 F. 

Supp. 171, 177-179 (W.D.Pa. 1972); United States 

II 

v. LaGorga, 336 F. Supp. 190, 195-197 (W.D.Pa. 1971). 

Delete period at end of footnote and sUbstitute 

a semicolon. Add: United States v. Hyde, 574 F.2d 

856, 862 (5th Cir. 1978). 

Add to the end of paragraph: Similarly, the 

statutory provisions for special applications 

for Colorado, Florida, Nevada, New Jersey, Pennsylvania, 

Rhode Island, and Wisconsin specify offenses 

and do not mention the interception of conversations 

with persons not named in the order. 61a 
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'[34; Note 61a: 

'[37; Note 64: 

Colo. Rev. Stat. Ann. § 16-1S-102 (16) (1978); 

§ 934 08(S) (West 1973); Nev. Fla. Stat. lilln. . 

Rev. Stat. . § 17 9 4 6 S (4 ) ( 1973); N. J. S t?l t • Ann . 

§ 2A:1S6A-18 (West 1971); 18 Pa. Cons. Stat. 

Ann. § S718, as ~ded .eY Act of 

Pub. L. No. --' -- Pa. Laws (1978) 

(Senate Bill No. 191, 1977 Session); R.I. Gen. 

Laws § 12-S.1-6(a) (Supp. 1977); Wis. Stat. 

Ann. § 968.29(S) (West Supp. 1978-1979). 

Correction: SOl F.2d 267 (2d Cir. 1974), cert. 

Delete and substitute: The District Court 

in the Eastern District of New York attempted 

to clarify ,the New York law requiring amend

ments by distinguishing Capra and DiStefano 

from the cases before it. In United States 

67a h d f d t was not named in v. Austin t ee en an 

the original or amen e war • d d rant Citing Gnozzo, 

the court found that when there is no claim that 

another crime was involved in the in~ercepted 

conversations of the unnamed defendant, then 

then intercepted conversations were not outside 

t 67b The court disthe scope of the warran . 

tingul.she Capra 'd and Dl.'Stefano by finding that 

in those cases "either the defendant or the crime 

overheard were [sic] totally unrelated to the 

investigation initiated in the original order 
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in neither of these cases was there probable 

cause for interception of the particular con

versations since they did not relate to the 

authorized warrant. ,,67c , lri United States v. Aloi, 

the same court again determined that New York 

law requires an amendment only when "eit'her the 

defendant or the crime intercepted is outside 

the Scope of the wiretap authorized. ,,67d 

~38; Note 67a: 399 F. Supp. ~98 (E.D.N.Y. 1975). 

'38; Note 67b: Id. at 702. 

'38; Note 67c: Id. at 703. 

~38; Note 67d: 449 F. Supp. 698, 730 n. 49 (E.D.N.Y. 1977). 

The Florida District Court in State v. Barnett67e 

held that the Florida wiretap law allows the 

interception of communications of unnamed persons 

provided that someone is violating the law, 

that he is named if his name is known, and that 

the wiretap appears to be the most reasonable 

investigative procedure under the circumstances 

to secure other and conclusive evidence of 

criminal involvement. 

t38A; Note 67e: 3S4 So.2d 422, 423 (Fla.2d Dist. Ct. App. 1978). 

'138B: 
The Colorado court in People v. Hartin 67f referred 

directly to their special applications provision 

and held that it extends to "offenses different 

from those named within the authorization order 

and not to persons other than those named.,,67g 

f .. 



Therefore, a special application for the inter-

is unnecessary in Colorado. ception of a new person 

.38B; Note 67f: 176 Colo. 322, 490 P.2d 92~ (1971). 

d t 934 See also united ,,38B; Note 67g: Id. at 341, 490 P.2 a . _____ _ 

"39; Note 68: 

.. 

1 , 449 F. Supp. 698, 729-731 (E.D.N .. Y. 1977 States v. A 01, 

Delete the period at the end of the footnote 

and substitute a semicolon. Add: Fla. Stat. 

Ann. § 934.09 (7) (a) (West 1973) i R:I. Gen. Laws 

§ 12-:-5.1-8 (a) (Supp. 1978) 'i Ariz. Rev. Stat. 

Ann . § 13 - 3 010 (B) ( 197 8); N ev. Rev. S ta t' . § 17 9 . 48 5 

An § 16-15-102 (8) (a) (1975); Colo. Rev. Stat. n. 

(1973) ; 18 Pa. Cons. Stat. Ann. § 5714(B) , as -
amended !?y Act of , Publ L. No. 

Pa. Laws (1978) (Senate Bill No. 191, 

1977 Session); N.Y. Crim. Proc. Law § 700.50(2) 

(McKinney 1971). Cf. Wis. Stat. Ann. § 968.30(7) (a) 

(West Supp. 1978-1979): nImmediat.e1y upon the 

expiration of the period of the order or ex-

h recordings and records tensions thereof all suc 

of an L~tercepted wire or oral communication shall 

h court J.·ssuing such order and be filed with t e 

order the same to be sealed. n the court shall 

N.J. Stat. Ann. § 2A:156A-14 (West 1971) has 

language similar to the Wisconsin provision. 

M Gen Laws Ann. ch. 272, § 99(N) (1) Compare ass. • 

does not have specific sealing (Supp. 1979) which 
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"39; Note 6 9: 

, 

,r 39; Note 70: 

I 

language. See ~ Commonwealth v. Vitello, 

367 Nass. 224, _, 327 N.E.2d 819, 849-850 (1975). 

Delete and substitute: Fla. Stat. Ann. § 934.09 

(7) (b) (West 1973) i R.I. Gen. Laws § 12-5.1-8(a) 

(Supp. 1978); Nev. Rev. Stat. § 179.485 (1975); 

Colo. Rev. Stat. Ann. § 16-15-102 (8) (a) (1978); 

Wis. Stat. Ann. § 968.30(7) (a) (West Supp. 1978-1979); 

N.J. Stat. Ann. § 2A:156A-14 (West 1971); 18 

Pa. Cons. Stat. Ann. § 5714(B), as amended by 

Act of _____________ , Pub. L. No. 
-' --

Pa. Laws (1978) (Senate Bill No. 191, 1977 

Session); N.Y. Crim. Proc. Law § 700.65(3) 

(McKinney 1971). The statutes for Arizona and 

Massachusetts do not contain this provision. 

Delete and substitute: 18 U.S.C. § 2518(8) (b) 

(1970); Fla. Stat. Ann. § 934.09(7) (c) (West 

1973); R.I. Gen. Laws § 12-5.1-8(b) (Supp. 1977); 

Ariz. Rev. Stat. Ann. § 13-3010 (G) (1978); Nev. 

Rev. Stat. § 179.490 (1975); Colo. Rev. Stat. 

§ 16-15-102 (8) (b) (1978). Compare Wis. Stat. 

Ann. § 968.30(7) (b) (West Supp. 1978-1979) 

(ntogether with all other papers and records 

in connection therewith shall be sealed by the 

court
n
); N.J. Stat. Ann. § 2A:156A-15 (West 1971) 

(nand supporting papers shall be sealed by the 

court
n
); N.Y. Crim. Proc. Law § 700.55 (McKinney 1971) 

("sealed by the justice"); 18 Pa. Cons. Stat. 

Arm. §§ 5714 (B), 5715, as amended ey Act of 
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'140; Note 71: 
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_______________ , Pub. L. No. Pa. Laws 

(1978) (Senate Bill, No. 191, 1977 Session) 

("applications made, final reports, and orders 

•.• and supporting papers and monitor's records"). 

Although the judge should personally seal the 

tapes and documents, one court declined to sup-

press when the tapes were sealed by an agent 

out of the judge's presence. united States v. 

cantor, 470 F.2d 890, 892-893 (3d Cir. 1972). 

See also united States v. Abraham, 541 F.2d -----
624, 627-628 (6th Cir. 1976) (judge ordered 

tapes sealed and placed in personal control 

of FBI agent without requiring that tapes be 

broughtto him or reviewing them at FBI office); 

People v. Portanova, 56 A.D.2d 265, 268-269, 

392 N.Y.2d 123',126-127 (App. Div. 4th Dep't 1977). 

Delete and substitute: Delays in sealing have 

been permitted in several cases when satis

factory explanation for delay was given.
7l 

The Third Circuit has ruled, moreover, that 

the sealing requirement is meant to insure "that 

the integrity of the tapes is pure" and is not 

meant lito limit the use of interception proc-

. d ,,72 e ures. Therefore, a delay in S0~ling, alone, 

does not require suppression under statute when 

it is found that the tapes have not been tampered wit] 

Correction: united States v. poeta, 455 F.2d 

117, 122 (2d Cir. 1971). 
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'140; Note 71: 

'140; Note 71: 

'140; Note 72: 

'141 : 

'141; Note 73. 

'141 ; 

Correction: People v. Blanda, 80 Misc.2d 79 , 
362 N.Y.S.2d 735 (S uper. ct. Honroe County 1974) 

(delay of four days permitted). 

Correction: Commonwealth v. Vitello, 367 Mass. 224 

Add: See also State v. Cerbo, 152 N.J. Super. 

30, 34-36, 377 A.2d 755, 757-758 (Super. Ct. 

App. Div. 1977) (suppre . ss~on not required where 

there was no showing that the integrity of the 

tapes was violated th nor at there was prejudice 

to the defendant) . 

Delete in the first t sen ence "reached a con-

trary conclusion" and SUbstitute·. required suppression. 

Delete and substitute: People v. Nicoletti, 

34 N.Y.2d 249, 253, 313 N.E.2d 336, 339, 356 

N.Y.S.2d 855, 858 (1974) (duplicates of the 

tapes should have been made f or transcription 

so that the originals could be preserved under seal). 

Add to end of paragraph: The Fifth Circuit 

in United States v. Hyde,74a held that the ob

jection that the tapes were not unsealed in the 

manner required by the wiretapping order is with

out any substantive force in the absence of any 

governmental misconduct and because the attorneys 

for the defendants agreed that a proper chain 

of custody of the tapes. had been maintained and 

that the tapes were not tampered with. 
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.41; Note 74a: 574 F.2d 856, 870 (5th Cir. 1978). 

.4lA: Courts have not treated sealing requirements 

consistently in recent cases and this area of 

wiretap law is still in flux. Some courts con-

tinue to require strict adherence to provisions 

under § 2518(8) (a). The Second Circuit held 

that unexplained delays in sealing ranging 

from eight to twelve months required suppression 

of wiretap evidence. 74b That a district judge 

74bUnited States v. Gigante, 538 F.2d 502 (2d Cir. 1976). See 
also People v. Saccia, 55 A.D.2d 444, 390 N.Y.S.2d 743 (App-.-
Div. 4th Dep't 1977); United States v. Ricco, 421 F. Supp. 401, 
405-411 (S.D.N.Y. 1976) (unexplained sealing delay of twelve 
days in wiretap under New York law required suppression) aff'd, 
566 F.2d 433 (1977) cert. denied, 436 U.S. 926 (1978). For 
examplesof cases where the explanation given was satisfactory 
see: United States ~. Caruso, 415 F. Supp. 847, 850-851 (S.D.N.Y. 
1976) (delays of twenty-four and forty-two days in sealing state 
wiretap tapes arising from police effor~to ready tapes for 
sealing and make duplicates was justified and satisfactorily 
explained and did not warrant suppression of wiretap evidence; 
state officials sought and gained no tactical advantage or in
vestigative benefits and there was no indication of any tampering) 
aff'd, 553 F.2d 94 (1977); United States v. Angelini, 565 F.2d 
469 (7th Cir. 1977) (twenty-six day delay for transcription of 
the tapes was made in good faith without the intent to circum
vent the statute, without tampering of tapes, and with dili-
gent haste in completing transcription) ; united States v. Cohen, 
530 F.2d 43, 45-46 (5th Cir. 1976) (immediate return of tapes 
is a better procedure, but where no alterations were made in 
the tapes and there was a showing of an adequate chain of cus
tody, a five-week delay made for the transcription of the tapes 
did not violate the statute), cert. denied, 429 U.S. 855 (1976). 
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114lB: 

eventually signed a sealing order did not end 

further inquiry into the adequacy of the sealing 

and custody of the tapes. The purpose of the 

sealing requirement is to insure that no sub-

sequent alteration of the tapes can occur. The 

court declared that a satisfactory explanation 

is required not only for failure to seal the 

tapes, but for failure to seal tl .... enl ' • l.mmediately 

upon expiration of the wiretap order. The 

court suggested that, although § 2518(8) (a) 

does not require it, the issuing judge should 

sign a formal court order directing sealing 

and custody of the t d apes an should maintain 

a record of tbat proceeding. 

In United States v. Fury,74c _ the Second Circuit 

again dealt with the seall.'ng , requl.rement issue. 

Federal and New York I . aw requl.re that tapes 

be sealed immediately upon the expiration of 

an eavesdropping warrant (state law) or upon 

74c 
554 F.2d 522, 532-534 (2d Cir. 1977) t 

910 (1977), cert. denied, 436 U.S. 931 (l~;~): denied, 433 U.S. 
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f the P,er~od of the wiretap order, expiration 0 ... 

. ') 74d state or extensions thereof (federal law. 

officials had obtained two thirty-day extensions 

for the original order. The court held that 

under federal or New'York law sealing is proper 

where all the tapes were sealed at the end of 

the continuing period of the wiretap. The 

court explained that Gigante concerned separate 

orders by different judges. The case before 

the Fury court concerned back to back exten

sions that simply continued the same wiretap 

on the same telephone under the same warrant. 

Therefore, the government did not need to seal 

tapes upon expiration of the original order 

and again after each extension as long as the 

original order and extensions were consecutive 

. d 74e so that they constituted a single per~o . 

The court did suggest that it would be more 

in keeping with the purpose of the sealing 

requirements to seal tapes at the end of the 

original period and again after extensions. 

The New York Court of Appeals in People v. 

washington74f held to the contrary of most 

state and federal court,decisions concerning 

the sealing issue. The court found that section 

700.50(2) of the N.Y. Crim. Proc. Law requires 

74d18 U.S.C. § 2518(8) (a) (1970); N.Y. Crim. Proc. Law § 700.50 
(2) (McKinney 1971). 

74eFury at 533. 

74fpeoPle v. Washington, No. 505 (N.Y. Ct. of App. Dec. 7, 1978). 
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11 41D: 

sealing at the termination of each order 

authorizing eavesdropping regardless of any 

extension of the period of authorized order 

or extension. This holding confirmed the 

reading given to the statute by the appellate 

division in People v. Glasser.74g 
The 

Second Circuit examined the holdings of these 

cases in United States v. Sotomayor 74h and held 

that the police, who did not seal tapes until 

after the extensions terminated, need not be 

penalized for not sealing the tapes after the 

termination of each order when the state court 

decisions that declared such a 
requirement 

came subsequent to the wiretap. The court 

also found the sealing requirement is a post

interception procedure relating solely to the 

preservation of evidence and does not involve 

the protection of privacy. 

The Second Circuit in Alfano v.United States 74i 

74g 
58 A.D.2d 448, 396 N.Y.S.2d 422 (2d Dep't 

App. Div. 1977). 74h592 
F.2d 1219 (2d Cir. Feb. 2, 1979). 

74i555 F.2d 1128 (2d Cir. 1977). 
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added a further requirement that must be met 

before suppression will be granted for post

conviction relief. The court held that "where 

extraordinary relief by writ of habeas corpus 

is sought, evidence of actual tampering is 

'" 74j h d" f necessary. . T e 1str1ct court 0 New Jersey 

in Cerbo v. Fauver74k followed Alfano. The 

petitioner did not challenge the authenticity 

of the tapes used against him, nor did he allege 

any tampering. The court found that the error 

was only technical and did not require a writ 

of habeas corpus. 

Failure to comply with sealing requirements 

may affect investigative or law enforcement 

use of information derived from wiretap. For 

example, where information deriv~d from in-

adequately sealed tapes in one wiretap is used 

to establish probable cause for a second wire-

tap, defendants may be able to challenge the 

admissibility of evidence obtained through 

the second tap.74l Most courts so far have 

rejected this view. The District of Columbia 

Circuit held that failure to properly seal 

tapes as required by § 2518(8) (a) does not 

affect further investigative use of the tapes.
74m 

74jId. at 1129-1130 n.2. 

74k Cerbo v. Fauver, No. 79-455 (D. N.J. May 1, 1979). 

741See , ~, United States _v. Ricco, 421 F. Supp. 401 (S.D.N.Y. 
1976), aff1d, 566 F.2d 433 (1977), cert. denied, 436 U.S. 926 (1978). 

74m "t d h 5 d 81 ( '19 6) Un1 eStates v. Jo nson, 39 F.2 1 D.C. C~r. 7 , cert. 
denied, 429 U.S. 1061 (1977). 
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In United States v. Fur~,74n the Second Circuit 

dealt with this same issue with regard to sealing 

provisions under the New Y k ' or w1retap law. The 

court ruled that failure to 1 sea adequately 

under New York law does not bar disclosure of 

the contents of wiretap tapes for investiga

tive purposes or to establish probable cause 

for additional warrants. Failure to meet 

sealing requirements in the first wiretap did 

not render interception under that tap illegal. 

Thus, the evidence from the second tap (based 

on the first) was not tainted. 

The Sixth Circuit dealt with two sealing re-

quirement J'SS ' , • - ues 1n Un1ted States v. Abraham: 740 

(1) whether § 2518(8) (a) requ:ires: that tapes 

be sealed by the judge or in his presence; and 

(2) what constitutes m1'n1'mum t d s an ards for 

sealing and custody. Government attorneys 

promptly advised the district judge that the 

tapes of intercepted conversations were avail-

able for his inspection at the time the motion 

was made for an d d' or er 1recting sealing of the 

tapes. Without requiring that the tapes be 

brought to him or v1'ew1'ng th em at the FBI of-

fice, the judge ordered that the tapes be 

74n 
554 F.2d 522 (2d Cir.) (interpreting 

§ 7~0.5l(~), (2) (McKinney 1971» cert 
cer • den1ed, 436 U.S. 931 (1978). . 

N.Y. Crim. Proc. Law 
denied, 433 U.S. 910 (1977), 

740 
541 F.2d 624 (6th Cir. 1976). 

ttoa I 



". 

.. ' 

sealed and placed in the custody of the FBI 

within the personal control of an FBI agent. 

The drawers of the file cabinet containing 

the tapes were sealed with masking tape and 

red tape marked "evidence." Access to the 

l~oom containing the files was limited. Ruling 

that the sealing requirements were met, the 

court set down minimum standards to govern 

sealing and custody in future cases: 

1. The tape recordings from each authoriza
zation shall be placed in one or more cartons 
alIa securely closed with evidence tape or a 
similar adhesive tape. Each carton shall be 
clearly identified witn a separate letter 
designation. The tape on each carton ~hall 
be initialed by the attorney who obtalns the 
sealing order and the number of reels of tape 
in each carton shall be shown. The date of 
the order shall be placed on the tape. 

2. The custodian shall maintain a sep-
arate invehtory of recordings delivered 
to him under each court order. This 
inventory will show by letter designation 
and date each carton of recordings del
ivered to him and the number of separated 
reels of tape contained in each carton. 

3. The sealed carton$ of recordings 
shall be stored in a limited access 
area under the control of the court'-
designated custodian. This shall be a 
separate room used exclusively for the 
storage of such recordings or, if a sep
arate room is not available, a secure 
space under control of the custodian and 
designated by the court. A log shall be 
maintained showing the name of each per
son entering the storage area together 
with the time of entering and leaving. 
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4. Within th~ ~imited storage area the 
cartons ~onta1n1ng recordings shall 
be k~p~ ln locked metal file cabinets 
or slm11ar locked metal containers. 

5. The recordings so stored shall only 
be taken from the locked containers 
and removed from the restricted stor
age area 1?ur~uant to court order. When 
an order 1S 1ssued for such removal 
the custodian shall produce the sealed 
cartons ~nd inventories of the contents 
of each.1n the court room or chambers 
of the Judge issuing the order. 74p 

the first sentence, delete "on the persons 

named in the surveillance order" and substitute: 

"on the persons named in the order or the ap

plication, and such other parties to intercepted 

communications as the judge may determine in 

his discretion. ,,74q 

'142: Note 74q: 18 U.S.C. § 2518(8) (d) (1970). The following 

inventory or notice provisions are identical 

or substantially similar: Ar' R 1Z. ev. Stat. Ann. 

§ 13-3010 (I) (1978); Colo. Rev. Stat. Ann. 

§ 16-15-102 (8) (d) (1978); Fla. Stat. Ann. § 934.09 

(7) (e) (West 1973); N. Y. Crim. Proe. Law § 700.50 

(3) (McKinney 1971); R.I. Gen. Laws § 12-5.1-9 

(SuPp. 1978); Wis. Stat. Ann. § 968.30(7) (d) 

(West 1971). The following statutes are sub-

stantially different.· Ne IJ St v. ,ev. at. § 179.495 

(1) (1975) ("the judge who issued the order shall 

cause to be served on the director of the com

missions on crimes, delinquency, and corrections, 

74PId. at 628-629. 
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the order and any other parties 
persons named in 

t ' ") Hass. Gen. 
to intercepted communica 10ns • 

Laws Ann. ch. 272, § 99(L) (West Supp. 1979) 

of 
execution of a warrant" a "copy 

("prior to 

the warrant or renewal must be served upon a 

1 or wire communications are 
person whose ora 

to be obtained" unless " the application al-

t es requiring the 
leges exigent circums anc 

d the issuing judge 
postPonement of service an 

such C
ircumstances exist" in which 

f in:lsi that 

case service may be made within thirty days 

, h continuous secrecy lim
after termination W1t 

) The supreme Judicial 
ited to three years . 

ruled in commonwealth 
court of Massachusetts 

224 327 N.E.2d 819, 
v. Vitello, 367 Mass. , 

d Provided adequate 
844 (1975) that this proce ure 

t t1e l' nformation prescribed by 18 
access to 1 

§ 
2518(8) (d) and that the secrecy re

U.S.C. 

of
' § 99.L were in fact more stringent 

quirements 

than those imposed by § 2518(8) (d). 
18 PaD 

§ 5716{A) , as amended £Y Act 
Cons. stat. Ann. 

of 
pub. L. No. ___ , ___ PaD 

Laws (1978) B1'll No. 191, 1977 Session) 
(Senate 

d in the order, 
("be served on the persons name 

O
r final report") (§ 57l2(E) is 

application, 
N.J. Stat. Ann. § 2A:156A-16 

about the final report}; 

(West Supp. 1979-l980): 

411 
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the issuing or denying judge shall cause 
to be serveu on persons named in the 
order or application, 2ersons arrested as a 
result of the ~nterce~tion of.their conver
sations, persons indicted asa result of the 
interception of their cunversations, persons 
whose conversations were intercepted and against 
whom indictments a·:-:;e lik;81y to be returned, 
persons whoseconvexsatioils were intercepted 
and who are potential witnesses to criminal 
activities, and such other parties to the 
intercepteti. communications as the judge may 
in his discretion determine.. . . . 

Add the underlined words in the appropriate 

places in the second sentence: that the sur-

veillance order was issued (or denied); the 

date it was issued (or denied), the period 

for which the interception was authorized 

(or denied), • . . 

Delete the third and fourth sentences. 

Insert footnote number 74r after "tap" in 

the last sentence: 

t 74r ap, 

after termination of the 

,42; Note 74r: All the statute sections cited in note 74q 

,r 4 2 i Note 75: 

supra have this provision, with the exception 

of the Massachusetts statute. 

Delete and substitute: 18 u.s.c. § 2518(8} (d) 

1970}; Ariz. Rev. Stat. Ann. § 13-3010 (I) (1978); 

Colo. Rev. Stat. Ann. § 16-15-102 (8) (d) (1978); 

Fla. Stat. Ann. § 934.09(7) (e) (West 1973), 

Mass. Gen. Laws Ann. ch. 272, § 99(L} (2) (West 

Supp. 1979); Nev. Rev. Stat. § 179.495(2) (1975); 

N.J. Stat. Ann. § 2A:156A-16 (West Supp. 1979-1980); 
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'144; Note 77: 

'144; Note 78: 

'145 ; Note 79: 

(: 
I' t I 

.... #, 

N.Y. Crim. Proc. Law § 700.50(4) (McKinney 1971) ; 

18 Pa. Cons. Stat. § 5716(B), ~ amended ~ 

Act of , Pub, L. No. __ , __ -------
Pa. Laws (1978) (Senate Bill No. 191, 1977 

Laws § 12-5.1-9 (Supp. 1978); Session); R.I. Gen. 

Wis. Stat. Ann. § 968.30(7) (e) (West 1971) 

(qualifies its postponement provision by re

quiring the judge review "such postponement 

at the end of sixty days and good cause shall 

be shown prior to further postponement") . 

Add: See also United States v. Donovan, 429 -----
U.S. 413 (19 77) (discussed infra '1'1 74-74C). 

Add: See also United States v. Johnson, 539 

( c' 1976) (interpreting F.2d 181, 193 D.C. J.r. 

" f D.C. wJ.'retap law (D.C. Code provJ.sJ.ons 0 

§ 23-550 1973) corresponding to section 2518(8) (d): 

"notice provision requires no more than a 

to reach those whose comreasonable effort 

munications have been intercepted;" if service 

is made within time limits, sending a registered 

letter to the above address where telephone 

was registered in defendant's name was suf

ficient inventory notice), cert.' denied, 429 

U.S. 1061 (1977). 

Delete period at end of footnote and substitute 

a semicolon. Add: Hicks v. State, 359 So.2d 
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'146; Note r 82: 

\ 

1147 : 

'147; Note 82 a : 

. , 

" '148; Note 88: 

l , I 

/ 

475, 475-478 (Fla. 1st Dist. Ct. App. 1978) 

(the extension for serving ~nventories made 

by the lower court was based on good cause; 

the court did not abuse its discretion in 

denying the motion to suppress)t cert. denied, 

364 So.2d 886 (Fla. 1978). 

Add: 
See ~ State v. Berjah, 266 So.2d 

696, 698 (Fla. 3d Dist. Ct. App. 1972) (sup

pression was granted because the need for the 

extension for any set period was not shown, 

and the ordered extension was used as a basis 

for delay of service of the inventory for 

more than ninety days following lapse of the 

first ninety days after the interception). 

Insert footnote number 82a in the first sentence 

after "ninetY-day limit": 

limit
82a

, or the eventual limit 

. ninety-day 

. . . 
Quintana v. Stater 352 So.2d 587, 588 (Fla. 

3d Dist. Ct. App. 1977) Although the inventory 

was not served within the ninetY-day period, 

"the record showed that the inventory was served 

immediately after the determination by the in

vestigating officers that the defendant's voice 

appeared in the conversations." Id.' 

Correction: 
See ~ United States v. Civella, 

533 F.2d 1395 (8th Cir. 1976), cert. denied, 430 

U.s. 905 (1977). 
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'148; Note 88: 

'148 : 

'148; Note 88a: 

'149; Note 90: 

'149; Note 90: 

"-'-... 

'150 ; Note 91: 

'150 ; Note 92: 

'152 ; Note 95: 

, 
! , 

Q. l 
,j 
, I 

I 
\ 

, ~\"j 

'I '152 ; Note 95: 

-' ;,1 

I 
I 

1 , 
I 
! 

.. I 
I 

• ~ J, 

----~---~- ---- -----

Correction: no effort to comply with section 

2518 (8) (d) and ••.. 

Insert footnote number 88a at end of paragraph: 

. suppression would ,be appropriate.
B8a 

See ~, State v. Murphy, 148 N.J. Super. 

542, 547-549, 372 A.2d 1315, 1317-1318 (Super. 

Ct. App. Div. 1977) (no prejudice was shown 

so that late service of inventories did not 

require suppression). 

Correction: Id. at 1145-46. 

Add: See also united States v. Buschman, 386 

F. Supp. 822 (E.D. Wis. 1975) j aff'd, 527 F.2d 

1082 (7th Cir. 1976). 

Correction: 503 F.2d at 536, 542-543. 

Correction: 386 F. Supp. 91, 95-96 (D. Hawaii 1974). 

Delete: "See also N.J. Stat. Ann. ch. 272, 

§ 99.L(1) (1971) (same rule);" and substitute: 

The statutes for Arizona, Colorado, Florida, 

Rhode Island, and Wisconsin are like the federal 

and New York statutes. 

Add to the end of the footnote: Compare: Nevada 

requires that inventories be served on "persons 

named in the order and any other parties to 

intercepted communications." Besides persons 

named in the ordmi,:' or application, New Jersey 

requires that service be made on other persons 

also. See note 74q supra for the citations to 

the statutes of the states mentioned above. 
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'152; Note 96: Delete: "u' t d 
nl eStates v. Bernstein, 509 F.2d 

996, 1003-04 (4th C' I 
. lr. 1975) cert. pendin<;[." i 

Delete and substitute: J,i 

~ at 540. _S_e_e ~ i 

United States v. Harrigan, f 
557 F.2d 879 (1st Cir. 1977). ~ 

II 

1153; Note 97: 

1154 : 
Delete and substitute: 

The Supreme Court in 
United States v. D 
----~~~~~~~~~o~n~o~v~a~n agreed with the Ninth 

Circuit that the prosecution has the 
respon-

sibility to inform the J'udge 
of all those whose 

commmications have been intercepted. 98 The 

Court dealt with the inventory-not' , , 
lce proVlslon, 

section 2518(8) (d), of the federal wiretap 

statute. 
In Donovan, the government had in-

advertently failed to include two 
defendants' 

names in a list (submitted to the 
issuing judge) 

of persons whose 
conununications were intercepted. 

These defendants 
were not served with inventory 

notice. Th 
ey eventually received actual notice 

and were not ' 
preJudiced by the delay. The two 

, 
I 

I 
I 
I 

sought to have the wiretap , 
eVldence suppressed. 

i 

The government 
argued that inventory notice was 

not mandatory since the defendants 
were not' 

named in the original Wiretap order. 
,The gov-

ernment asserted that ' 
Slnce inventory notice 

was a matter of d' 
lscretion for the district 

judge, there 
was no need to submit the names of 

persons overheard, but not named in the order. 
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,,54; Note 98: Delete and substitute: 429 U.S. 413, 430-431 (1977). 

The Supreme Court rejected the government's 

view and held that § 2518(8) (d) requires the 

government to submit either (a) a complete 

list of all identifiable persons whose commun

ications were intercepted, or (b) a breakdown 

by category (prospective defendant, innocent 

98a party, etc.) of all such persons. The 

Department of Justice practice of providing 

only the names of persons with respect to 

whom there was a reasonable possibility of 

indictment was not sufficient. 

,54A; Note 98a: Id. at 429-432. 

,,54B: The Court then considered the question of whether 

the wiretap statute required suppression for 

failure to include the defendants in the sub

mitted list or serve them with inventory notice. 

't 9 The Court held that suppression was not appropr~a e. 

The inadvertent government omissions did not 

make the interception of defendants' communications 

retroactively unlawful. Applying the test laid 

down in Giordano and Chavez (discussed at ,,48 

supra), the Court found that § 2518(8) (d) was 

not intended by Congress to play a substantial 

, ,98c 
role in limiting the abuse of w~retapp~ng. 

,54B; Note 98b: Id. at 439 • 
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.54B; Note 98c: Id. at 439-440. 

1,54c: 
The Court did suggest, however, that suppression 

might be required where: 

(1) failure to submit names or delay in 
serving notice prejudiced defendants, 

(2) government failure to name or serve 
persons was intentional, or 

(3) agents knew before interception that 
no inventory would be served on defendants.98d 

,/S4C; Note 98d: Id. at 439, n. 26. 

Several circuits have recently followed Donovan. 

In United States v. Landmesser,98e the defen

dant was not served within the ninety-day period 

under § 2518(8) (d) because of a government 

error regarding his address. He did not receive 

actual notice until seventy-five days before 

trial. The Sixth Circuit held that suppression 

was not required as the defendant did not show 

prejudice due to the delay.98f Similarly, the 

Eighth Circuit, in United States v. DiGirlomo,98g 

ruled that suppression was not proper unless 

the government omissions were intentional or 

prejudiced the defendant. The Second Circuit 

reached the same result in United States v. Fury 

holding that where the defendant eventually re

ceived actual notice, the burden was on him to 

show that he was prejudiced.98h 
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'1540 ; Note 98e: 553 F.2d 17 (6th Cir. 1977), cert. denied, 434 

U.S. 855 (197 ) . 
'1540 ; Note 98f: Id. at 22. 

'1540 ; Note 98g: 550 F.2d 404, 406-407 (8th Cir. 1977) . 

'1540; Note 98h: 554 F.2d 522, 528 (2d Cir. 1977), cert. denied, 

433 u.s. 910 (1977) . 

Cite checked an.d Shepardized'through volume dated May, 1979. 

Crim. L. Rptr. examined through issue dated May 30, 1979. 

Shepardized by Lexis June 1-6, 1979. 
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Introduction 

The following materials exemplify the electronic 

surveillance procedures followed by three leading agencies. 

They were originally collected in the Staff Studies and 

Surveys of the National Commission for the Review of 

Federal and State Laws Relating to Wiretappin9 and 

Electronic Surveillance (1976). Prosecutors planning to 

develop electronic surveillance programs in their juris-

dictions may find these samples adaptable to their own 

needs. 
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1. Ne~ York County (Manhattan) 

Rackets Bureau Manual 
Electronic Eavesdropping l 

2 

~hilc. '" I)he requircments of thc Fourth Amendmc 

~~~~:~~~~~; ~btusel,y ~ nyielding, 10 the legirimate ne~~sa~~ I:~ 
'd " , , II IS not asking too much that officers be 

~~~Ir~ 10 ~o,:,ply Wil,h Ihe basic command of Ihe Fourth 
n ment clore the Innermost secrets of h 

;~caen a::a:n;;!~d'b~~~et~~:a~sf ~~!~,~ty e~ist ~d~~7sh ~r~~r:r~~:; 
Fourlh Ad' ropplng eVlces, , The 

m men ment doc~ not make the "precincts of the' 1.0 
1lI 0 Ice", sanctu'Hies v. hcre th~ I~", can never P' .. me 
hut II does prmcrihe OJ CUn\1I1lJ . _lIch, , .. 
met hefore official in\'u~illn 'I: 1I0.na.ILI~tdndurd that must be 

. ., I'cr n"'~l" e 
IJrr;:rr v. N~ .. )'vrA. :188 US 41,63.64 ' 

Sl A1UfES 

The New York EaH'\dlOp' I' , 
of Ihe Criminal P;o(cdure f~n~ ;w~' ,cont:Jlned in Article 700 
upon. :m,d derives it~ authuri;;~;omt'~it;; I~hal Article is hltsed 
nlbus Clime Control and Saf S of Ihe Ft'dcral Om· 
I 19 S . ' e IIcel~ Acts of 1968 ( 18 USC Ch 

• cClions 2510 to 2520)' . ' 
aUlhorizes Ihe interceplion' of ' alnd Ihus, any Order which 
, ora or telcpho ' , 

lions must conform in all nrc CClmmunrca· 
[CPL §700.05(4»)" rc~recls to bOlh statutes, By statute 

, an Inlercepted communicaLi 'd f' 
conversation or discussion wh th on IS ,c lOed as a 
intenLionally overheard or' recce: d e~ ~al.~r telephomc, whicb is 
equipmcnl" without Lh Hey Instrument, device or 

e con~ent of any party th 
COll1lT1unications which' creto, 
h 

' arc Intercepted \ 'th 
aut clri711tion are ifl'ldmi\sihl '0 VI out proper 
investigative! leads 'I'nd ru' b' J'c e

l 
tah~ eVI ence, may nol be used as 

d 
' • " c e e<lvesdropp t b h 

an state criminal sanclions. . er 0 01 Federal 

F.avc~dlOpping v. <lrrants rna b ' 
cause to helieve Ihal evidence y ~ I\~ued on,ly upon, probable 
700.0S(8) v.h' h' h ' ~f a crime deSignated 10 Scction 

, Ie IS clOg. has neen or will h ' 
particularly de~cribed individual wili be ' e, commUted by a 
dropping OIl the ~uhject fl' 'J'" ohtalned t,hrough caves· 
"normal investirative pre c ~I Illes I and/or premises ond that 
f 'I d Co' I cures lave bren Ir' d ' d h 

:11 (' ,or rcawnably ;'I'/,car to he:- unli~el 10 SU' IC', ,an, ave 
to he too rlan!'crou~ tn employ" (S ' y ,ccccd Ir tiled, or 

The de,j 'n;tl'cI t:rin ',' • el'lIon 700.4 S) 
limb or 11I~'Jlcrty ',"dlCt~ IIId~de only fdonics <!Imgcrous to lire, 

I 
" • Ie " cn'e~ of drug nelllin " hI' 

m lCry, and cllmpir"c I" g, gillll 109, 
119 Sec-tion 2516'12t> y 0 commit :'ny of the ruregoing. (Ch, 

Authorizluion 10 cavcsclro is Ii 't d ' 
10 achieve the evidence'd s,P'd h

mr 
': to the period nccl'~~ary 

thirty days Renev.al~ arc p:::~it;ed uc's~~ ~~I:;~~I may it c~ce:-ed 

INational Wiretap Commission Staff Studies and 
311-20 (1976). Surveys, 
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O MAKE APPLICATION 
DECISION T h thorityto apply for an 

The onl" individuals who have t e
f 

aNu "'ilrk under Article 
, d' the State 0 elll, h 

Ea\e~dropping Or er m I and the District Attorney'''W 0 

700 arc the Allorney Genera rticipate in the pro~ecu
are ~uthori2ed by law to ~ro~ec~t~;~!: which is the subject of 
tion of the particula~ des~~na~~y is no~.delegable, except in, th~ 
the application," Th:s a~ ?r

t 
Attorney, and mutt be e~ercl~e 

actual ab~ence of the Dlstrlc , 

by him alone, f Jlowing unding on the bam of 
The Congress has made thed~ . "Organbed criminals make 

, , and stu ItS, , "nal 
its own in\ eSllgallons I unications in their Crimi 

, f "re and ora comm " btain extensive use 0 WI , f h commuOicatlons to 0 

activities, The interce~"?n 0 f ~~~mes or to prevent their com· 
evidence of t~c ~omml!~I~n a~d to law enfOlccment and the ad· 
mis~ion is an mdl~pens I I 9 ~301) 
mi~istration of justice," (Chapter d' ' Y means of investigation, 

' , 'an extraor Inar n 
But eave~droppmg IS, t be based, not onl), upon a 

The decision to employ ,It ~us t u on the importance or the 
e\aluation of the leg,al cnten~f ~~e c~minal <lctivity, the ~an~er 
investigation, the senousne~ communit)" an", the invesllgallve 
that the subjects pose to t e 

leads to be achieved, , 't that in the application the 
It should be noted at thiS ~~II~~siS for showing that ~onve~-

A's'lstant must set forth a fact h ot or could not succeed 10 ,', . "t' ave n , , 
tional means of .'nvesllga 10~, d for succes~ful pros,~cullon: ' 
obtaining the e\'ldence requ!re d 'des to draft an apphcallon 

Prior to the time the Assistan\:~~ supporting affidavits, he 
for an cavesdropp~ng w~rrant W I ~e factors and articulate his a5' 
must give fuJI conslderallon

d 
todthe. to the investigative plan ~ec-

r hinanadenum d ~es~ment 0 eac I Migation Memoran um, 
tilln of the Rackets Bureau nve, 

DRA FTING THE APPLICATION d 
Orders, applications an 

The A ~5i5tant should pr,epare the 

~upporting affid:H'its in .... ritm,g, "sions of §700')O, In ad· 
The Order must comply wllh t~e ~ro~i;ection prohibiting the 

dition, the Order should c?ntal~n the existence of the Order 
Telephone Company from dl~ulgl g dded after the Office WI5 

'b Thi d' ecUve ..... as a C to its subscn ers. s lf N York Telephone omrany 
advi~ed that witho~t it, the thf~;y answering subscrib~rs wbo 
..... ould follow a pohcy of tru th' t lephones were bemg sub-

" to whe ther elf e ) 
made mqulT)' as ill ce (~ee Appendix A , 
jected to electronic su,:,e ,an 'd' by the Di~trict Attorney, IS 

The application, which IS ~a c
f 

the A"istant District Attor. 
, ffidavlts 0 ,,, . II 

ba~ed upon ~upport~~g a. . and of other persons (usua 'I 
ney conducting the mve~\lgatlOn. I knowledge of the facts con· r officers) ..... ho have persona 
po Ice . , obable cause, I 
~tituting the rC'qulslte pr, , r orated affidavits must comp y 

The application and Its, mco~ 20 (~ee Appendices B & C) 
with the provisions of,Sec,tlon ~ Assis'tant should keep in mind 

In drafting an apphcall,on, t e t d' ~on\'crsations as evidence. 
that in order to use the I~terce~;avil\ must be turned over to 
the Order and i';S suppo,rtm~:usl any information which is con· 
the defendant pnor to tnal. ,'d' order to make out proba. 

h' h' not rc:qUHe 10 d 
fidcntial and w IC 15 'f ant) should be ma e 

( the name of an m orm .' h ap 
ble cause ~,g,. 'd the applicatiun with nollce m t e • 
known to the Court OUtsl e H "er 'If an informant has sup' 

h' done owe., , f 
Plication that t 15 was ' h' I" hilit) and the baSIS 0 

h bable cause, IS re I .. 
plied part 0: t t pro 'Ii~hed in thr. affidavil\\, , 
hi~ informatIOn must ~e e~tab mdavit~ should be consecu\l\'el'l 

Ever)' paragraph m the a I 

numhen:d, 

~-------------.----------~--------------------------------------~ 
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THE APPLICATION ltd they must be submilled 
After all drafts have been, com

h
P c e , rior to the propo~ed is, 

I t I a.~t fort v.elght (IUr.; p " t 
for appro va a e 'h f II wing before ~ubnllsslon 0 
suance date of the Order. to teo 0 

the District Attorney: Th A eals Bureau Chief has 
I. The Appeals Bureau:- e t Pr~view all applicat ions for 

designated two or three A~slst~n~ t~ analyze the form and con. 
eavc:\dropping Orders, TIlclr 10 e ~, y All que~lions that the 
tent of the Affidavits for leEal su IClenc

h
:. in his o ..... n mind reo 

, , .' t D'strict Allorney ~ I ~upervlSlng AS5l~tan I I' t' should be thorough y 
, ..' f th' app Ica Ion 
garding the le~al .,asls 0 e eals Bureau review, in order to 
rc,earched pIlor to the App "Assistant is an attor. 

, f The supervlsmg , , 
facilitate the con erence, th A eals Bureau As"~tant to 
ney. and should n,o~ rely on e pp , 

make the kgal d~Clslons: he drafting oC the applic~lIo~, 
2, Bureau Chlef-PIIor to t , to thc Bureau Chief 10 

'uitable notice should have been given dum and oral dbcu'sion, 
" " t' mtmoran 
the form of an mvesllga Ive d t ml'nation based upon the 

'h t make a e er 'I 
At this pomt, emus "I 'S'IS and manpollo' er a\ al a· 

h A als Bureau sana), 'd 
final draft. t e ppe h a lication as II stan s. 
bility whether or not to approve t ~ ~~he proposed application 

The District Attorney must reView t'lon the supervising 
, tU it v to ques , 

and be gl\en the oppor n 'I' officers .... ho supplied the 
, d/' Y of the po ICC t 

ASSistant, an or an h mu.t ~ubscribe and ~u.ear 0 
If h approves e " , 

Prohable cause, e , I' t' n 
' d of the app Ica 10 , 'f 

the origmal an a copy b '~sued by a Justice 0 an 
An Eavesdropping Warra?t, mri ,er;;;'enl in which the eaves· 

appellate division of the JudiCial epa
d 

r any Justice of the 
, to be execute , 0 , 

dropping warrant IS , , , hl'ch the Warrant IS to 
r h J d'cial DI~tnct m .... " h 

Supreme Court 0 t cUI ' J d f the County In "hlc 
be e~ecuted, or any County Court u ge 0 

the ..... arrant is ,t~ be eXt:~uted, District Allorney must per~onaJly 
The supervlsmg Ass~stant.. he a lication and must make 

appear before the J,usllce "I~~ic~ offi~~r who supplied ~robable 
a\'ailable 10 the Justice any P, v question the ASSistant or 

, t d The JU5\1ce mal , h 
cause If so reques e , t record or summa r 17e t e 

' h d 'f he does mus , h 
officer under oat ,an ,I, ' he Order, he is to hlgn t e 
testimony. If the Justice Is~ues t t e co of the Order and 
orillinal and copy ?f t~e <;>r~e!~;;~rtinhg pap~~s, and deli-.cr the 
original of the apphcallon an f the supporting papers to the 
oriEinal Order and copy 0 
Assistant, 

EXECUTION th applicatiun, ",hether or 
After th.: Jll~tict! ~as acted :P~~A ~hould recei\'e an Order 

not the Order was Is\\!ed" th " u At the ~ame time, the top 
number from thl! InveS\lga~lOn l~~r;'~led out with the informJtion 
half of the reporting for,m IS tO

lf 
the Order has hl!en issucd, an~ 

requested (sec: Appt!ntllx D), , of pairs and cabll!s .tS 
, d' the locations h 

informatIOn reg,1I 109 in order to execute t e 
required from the telephone c(nr~P/an~ the suppurting amdavits 

f the Order wll Inu 'ffi f warrant, a copy 0 b h d to the sccurlty 0 Ice 0 
and application) shlluld b.: se,ll\t b1 d:~lc by the officer who is as· 
the Company, Usu~\Iy that WI 

signl!d the installation: Order the ADA must arrang~ a 
Prior to the executIOn of the. ffi' s a"s igned to the m· 

f police 0 Icer " , h 
meeting with the te.am 0 DA is to provide the officers Wit 
vestigation, At that '.lOle, the A t' g affidavits and a copy of the 
a copy of the Order and sUdP

OI I~. execution of ea\c~dr'lp!ling 
following regulations regar IIIg t e 

Orders: 

EXECUTION OF EI ECTlWNIC EAVES[)HOI'I'ING OHDFKS 
OFFICE OF THE DISTRICT AlIORNEY 

COUNTY OF NEW YORK 

.. , , , It court shuuld not admit e\'idence derived from an elec. 
tronic sur .. eillance mdcr unless, after reviewing the monitor. 
ing log and hearing the testimony of the monitoring agents, it 
is left with th.: conviction that on the whole the agents have 
shown high regard for the. right for privacy and have done all 
they reasonable could to avoid unneccssary intrusion," 

U,S, v, T()rtor~lIo 

INTRODUCTION 

BeCore conducting any electronic surveillance read the 
authorizing Order and Supporting Affidavits especially noting 
the designated crimes and SUbjects, 

The goal is to execute the Order, recording those conversa. 
tions which arc designated, and minimizing the interception of 
non·relevant or privileged communications, 

No machine is to be left unallended on automatic, 
"Minimization" requires the police officer to determine whether 
or nllt each conversation is relel'ant and subject to interception, 

Anytime a conl'ersation or any pari tlltft!o/ is monitored it is 
to be recorded, If the machine ha~ a separate monitor swit<;h, 
such switch is not to be activated unless the machine is record. 
ing, However, if the machine malfunctiuns, or a tape has just run 
out, monitoring is permissable, while the situation is being 
remedied, 

PROCEDURE 

Listen to the beginning of each conversation only so long as is 
necessary to determine the parties thereto and the subjects 
thereof, 

I. If the parties and subjects arc covered by the Order. con. 
tinue to listen and record liS long the conversation remains per. 
tinent, 

2, If either the parties or subjects are not covered by the 
Order, turn oIT the mao::hine, Check periodically by activating 
the monitor and r~card switches to determine if the parties or 
SUbjects have changed and Call within category No, I above, 
Note the length of time occurring between the periodic checks, 
and the time of each check, 

J, If the conversation docs not fall within category No, I, but 
it is apparent at the outset that a crime is being discussed, record 
the conversation insofar as it is peltincnt to said crime. 1m. 
rnedi:l\ely notify the supcrvising ADA of the conversation for in. 
structions, 

Generally, the Order wit! authorile the interception of conver. 
sations of certain named person~, as well as the agentl, Co.con. 
spirators, and accomplices, If a nallIed pCr.\On is a parhcipant in 
the conversation, the statements of the othcr parlldf'~lIts may he 
intercepted if pertinent to the investigation specified in the 
Order, 

In determining the relevancy of the con\er~,l\ion, the e,ecut. 
ing officers may take into account tht! coded, guardcd :lOd cryp. 
tic manner in which persoris engilgcd in criminal acti~ity often 
converse, It is therefore imperati\'e that the officers be familiar 
with the background of the imcstigation and the conversations 
already in tercepted in order to properly c\'alu<lte the me:lning of 
the language used by the subjects, 

Conversations hetween a husband and wife, doctor and pa. 
tient, attorney and client, and an individual and n"mber of the 
clergy are privileged and arc not to be interccpted <lnd, recurdcd 
Such con versations lose the privileged status .... h.-a ~hc pdftici. 
pants arc Co·conspirators in the criminal activicy "hich is the 
subject of the convers:ltion, but such decbi'ln ml/st !>c: made by 
the supervising ADA, 
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DAILY PLANT RI,:POR'I 

Abstracts of each conversation are to be rnade at the time of 
interception and are to be included in the DPR (see Appo:ndices 
H&I), !f the conversation was not entirely recorded, an ap. 
propriate notation should be made as to why not (~,g" non.per
tinent, privileged), Where thl! exact ..... ords used by the partici. 
pants are important, that portion of the conversation should be 
transcribed verbatim, The original of the DPR should be 
delivered to the supervising ADA at the beginning of the follow. 
in!! day, 

OBSERVATION REPORTS 

Electronic surveillance is used a,. the last resort in any in. 
vestigation, Conventional means of investigation arc preferred 
and in any event should be used in conjunction with court or. 
dered electronic sur\'eillance, Whenever meilningful observa. 
tions are feasible, they should be made and should be recorded 
on OR '5, the originals of which should be submilled with the 
DPR's, 

REELS 

T~:;o: intercepted conversations are to be recorded on pre.num
bered Investigation Bureau reels, After each reel has been 
completed, it is to be rerecorded, lind the original is to be 
returned to the Investigation Bureau vault. Undn no circum. 
JlanC~J should any portion of any tape be erased, 

Each officer is to read the Order, affidavits and regulations, 
Since: the Order incorporates the supporting affidavits, it is abo 
solutely 'essential that each officer read the affidavits and pay 
particular notice to the designated crimes, subjects and 
described conversations, There'after, the Assistant District Altor. 
ney should satisfy himself that the Order and regulations are un. 
derstood by the officers and they have no doubts as to the scope 
of the Order and the proper manner of execution, 

The '~upervising officer should then designate a member of his 
team to pick up the pre ,numbered Investigation Bureau reels 
and DPR forms which are to be used on the plant, Each reel is 
signed out to the officer and when returned is checked back in 
by an investigator, Tapes are kept in the locked technical room 
vault of the Investigation Bureau, 

SUPERVISORY FUNCTION OF ADA 

It is the duty of the A DA to supervise Court·ordered eaves
dropping, This duty is statutory and non.delegable-police of. 
ficers arc not altorneys.- it is the ADA's job to make legal deci. 
sions and to constantly monitor the performance of the police, 

I, Read the Daily Plant Report each day -If there arc any 
questions as to relevancy, question the officers immediately as to 
their theory of interception, and if incorrect, instruct them to 
alter their manner of exec ution, 

2. Spot,check the t3pes-listen to important conve:r~3tions, 
c(lmpare: them to the abstract~ sel forth in DPR, Also listen to 
the extent that non·pertinent conversations ..... ere recorded. 
Determine if the recording and abstracting are being done cor. 
rectly. 

3 Visit the plant.-Although Assistants arc not police officers 
and do not participate in "field work" proper supervision should 
include one or two inspecliom of the plant: At that time. the 
manner in "hich the conversations an: being intercepted and 
It"l'urded can be scrutinized first hand, 
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AMENDMENTS 
During the proper c<c<;ution of an cave~dropping Ordcr, 

l" idence of other crimc~ may be discovcrcd. A conversation 
bet"ecn the subjects concerning a dcsignated crimc might turn 
to a di~cussion of anothcr non.~pecified offcnsc; or, cvcn prior 
to a determination of the identities of the parties, it may be clcar 
that the c(lnver~ation concerns the commi~sion of a crime unrc
lated to the investigation. Section 70065(4) of the Criminal 
procedure Law provides that su~h evidence may be u~ed pro· 
\ided the Order is amended to include the content.!. of the con
ver~ations, The amendment authorizing thc use or interception 
e;f conversations involving other crimes or individuals 1..··.1uI6 be 
applied for. as ~oon as practicable. which. in mnst ca~es. will be 
prior to the terminal date of the Order, The affidavit in ~upport 
of the application should incorporate the Original Order and 
should set forth the circumstances under which the conversa· 
tions were intcrcepted, the subs'ance of thCI~e conversations. the 
identities of the parties, and any rcasons for believing that 
simil:u convcrsations concerning the new crimes or individuals 
will I)ccur over the subject telephone or in the subject premises 

in the fllture, 

DECISION TO TERMINATE OR RENEW 

The CPL authorizes eavesdropping only so long as it is neces· 
sary to accomplish the desired ends, which could not be accom
pli~hed by conventional means of investigation. Eavesdropping is 
not a legal method of gathering intelligence once sufficient 
evidence for full ptosecution has been obtained. The ADA has 
an olJligation to direct termination of cave~dropping at that 
point, whether or not the terminal date of thc Order has been 
rcached. If. however. the evidence wught has not been obtained 
by the terminal date, Section 700,40 provides for an Order of 
Extension. Roth the Application and the Order must conform to 
thc requirements of the Original. In addition, the affidavit in sup
port of the Application "must contain a statement setting forth 
the rc~ults .. , obtained. , , or a reasonable explanation of the 
f~ilure to ohtain ~uch results." In making the decision whether 
or not to renew, the As~i~tant must make a criical evaluation of 
the pr~ctical chances of obtaining evidence which had not heen 
nht.ained during the previc)us period of authorization. 

At the time that lhe application for an Order of Extension is 
m;.de to the issuing Justice. the Daily Plant Reports should 
~cflarately be presented for the Court's in~pection as a progress 
report of the type referred to in CPL §700,50( I), If the Justice 
desires, this should be done at shorter intervals, 

TERMINATION 
A, Any device inst?,!!":'" to intercept and record must be 

rerno'cd or per m anently in~cti\'ated, 

B. Reels 
CPL §700,SO(2) provides that the original recordings must be 

~t:aled by the issuing Justice immediately after thc eaves
dropping terminates, If the regulations ~et forth above have 
bcen followed, the original reels should have been rerecorded 
and maint.tined in the Technical Room Vault. They are 
prrli.ninarily ~caled by masking tape:, .... ·hich is ti.en stamped or 
~i!:lird by the Ju,tite \l.ho i'.sues the \ritling urder (~ee Appen
db. E), The tapes arc: then to he returned to the Vault. Each 
time a tape, ~e:aled or un~ealc:d. Ic:a\e:~ or ~~ u:turne:d to the 
Vault. a notation to that cffl-ct h 1ll;'!!C on the: sign out card 
Any lime it i~ nrcessary tn open a ~eakd tape:. it must be dnne 
pursuant til Court Order, The: A"j,tant nl~trict Attorney 
,110111<1 draft an Affidavit in ~\lPJlort (If that Order ~t;.tinl! the 
Ill'ed for u~e: of the OTl!!lnal. At the ((lIlt'II"ion of that u\e. the 
t .• pc must he: u',('alc-d in the ~arnc Inlinner a~ wa~ d(.ne: 

olif:inally, 
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C. Notice 
Upon the expiration of the Order. prcprarc a notice of eaves· 

dropping in conformity with Seclion 700,50( 3). (see A ppcndix 
Fl. Such notice "must be personally served upon the parties 
named in lhe warrant and ~uch other parties to the intercepted 
communications as the Justice may determine, .. ," Such notice 
must be served .... ithin ninety (90) days. If serving it upon the 
parties at that time would be detrimental to the investigation. the 
Justice may order a postponement. Thr. Assistant should prepare 
an affidavit ~elling forth the exigent circumstanc'es in ~upport of 
the Order of Postponement prior to the expiration of the ninety 

(90) day period. (See Appendix G) 
In addition to the: partie, named in the Order. notice ~hnuld be 

~erved upon parties who are potential defendants. potential 
grand jury ..... itnesses. ·or individuals who lOa) be advcT\cl} ef· 

fccted by the intercer(ion. 

D. Completion of Reports 
At the bottom (If each co\er page of the DPR ·s. there are 

spaces for the number of intercepted calls. the number of in 
criminating calls. and the number of perwns intercepted who 
had not previously been intercepted. Those spaces should be 
filled in on a daily basis. At the expiration of the Order. the daily 
figures should be totalled and the Eave,drop Report~ completed, 

SUPREME COURT OF THE STATE OF NEW YORK 

COUNTY OF NEW YORK 

EA VESDROPPING 
WARRANT 

In the Matter of 

the interception of certain wire communications transmitted 
over telephone line and instrument pre~ently assigned number 
__ .. ___ located in __ , ___ .. __ County. City and State of Ne ..... 

York. and the ;nterception of certain oral communications oc· 

curring at said premises, 

It appearing from the affidavits of - - -_. -, District Attor· 
ney of the County of New York, - -- --. Assislant District 
Attorncy of the County of New York and Police Officer 
, ______ , said affidavits ha\ing been submitted in ~upport of 
this eavesdropping "arrant and incorporated herein as a part 
hereof. that there arc rea~onahle grounds to helieve that 

evidence of the crimes of .------. -----. ------
and Conspiracy to commit said crimes may be ohtllined b) inter· 
cepting certain ..... ire communications transmitted over the 
above.captioned telephone line and in~trument and by intcf(ept· 
ing certain oral communications nccurring at the above·cap· 
tioned premises. and the Court being ~atisfied that comparahle 
c\'idence es~ential for the pr~l,ecution of said crimes could nol 
be obtained by ot;1er means, it is hereby 

ORDER ED. that the Di~trict Attorney of the County of New 
York. or any police officer of the City of New York acting under 
the: direction and ~upervision of said District Attorney. is hereby 
'1I1thoriled to intercept and record the tclepilonic communica· 
tion~ of the pCf~On\ dl'~t rihrd in the ~upporting amdavlts herein. 
their cn.con'pirat(lI\ anr! "gents a~ d",!:rihed and delinealed in 
p;.ra~laph • _ of the hClcin inl'llrpnrated .. mda\it of IThe 
ADA). tl"rI~mittcd over the ah')\'e,cllpti!lned tcl"ph'Hlc hoc and 

in\lrullIcnt. and it i~ further 
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OROEHE!). that the Dl\trict AthHnc) of th (' 
Y 

I I' e IlUllty of Ne .... 
or~ ur any po Ice officer in the City of N Y k . 

th d
' , I Clio' lH .,,'tln" und'r 

e Irecllun and contrul of said D-,t' A ," c 

h
" I nct tturney IS herchy 

aut umed to Intercept and record th . I . - . 
dc~criht!d and d I' . d' t! Ilra communlcallons a, 

e InC,tlc In paragraph -. -- f ' .' . 
porated affidavit of ITht! ADA J f h' 0 the he.relll Im:()r· 

. ,0 t c pt:r~()ns dcs"r1h'd' th 
supporting affidavits h" h' . ," e In e , , ereln. t elr co·consplrators and a ents as 
such commUnications occur at the abo . g. 
and it is further ve·captloned premises. 

ORDERED. t~at the District Attorney of the Count of New 
~or\.:.' or ~ny polrct: offi:e.r of the City of New York actin under 
hiS dlreCllon and supervIsion is herehy a th 'd g , u onle to make secret 
entr)' Into the above·captioned premi~es to in-tall ad" , th d .' " n maintain 
. ~ eravehs ropplng deVices required to execute this w'lrrant and 
It IS urt er ' • 

ORDERED. that nothing herein contained shall b d as th '. h " e construe 
, tau OTlZlng t e Dlstnct Attorney or his agcnts to overhear or 
In ercept any commun,ication which appcars privileged or unre· 
lated to t~e aforementioned crimes. and that th is Order shall be 
executed m a manner designed to "'. h ' . I . , minimize t e Intercepllon of 
no~;~evant and priVileged conversations. and it is further 

ERED. that the ag~nts and employees of the Ne,,' York 
Telephone Co~pany are directly constrained not to dh'ulge the 
conte?ts of thiS Order nor the existence of electronic caves· 
dropping over the above.captioned telephone line d' 
ment to a ' I . an mstru· 

ny person inC udlng but not limited to the s b 'b f th bo . . U SCrl er 0 
~ a. ve.~aptloned telephone instrument whether or not the 

said subscnbers request that the said telt: h . h k d f . pone mstrument be 
c ec e dO, t~e e ~lstencc of said electronic eavesdropping equip. 
ment. an II IS fu rther 
, OR~ERED. that this eavcsdropping warrant shall be executed 
ln1m~dlately a,nd .shall be effcctive the -- day of --- .-
~nd Its authOrization shall continue until the evidence descrihed 
m paragraph -- of the aforementioned affidavit of ITh ADA") 
sh.al! h~lve hee? obtained, I and said authori7ation shall n~t auto· 
matlca y terminate when th.e communications described in said 
pa,ragraph :--: have been first obtained). but in no event s'hall 
said authOrization exceed (~,-) days from its ff 't' d 
wit. the __ day of ____ , _, ' e e.c tVe ate. to 

Dated: New York, New York 

Justice of the Supreme Court 

SUPREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

APPLICA TlON FOR 
EAVESDROPPING 
WARRANT 

In the Matter of 

rain wire communications transmitted the interception of ce t" .. 
over telephone li?e and instrument presently assigned b 
____ located m C num er 
Y k • . -.----. ounty.CityandStateofNew 

or • anc. the Interception of certain oral com . t' 
curring at said premises, munlca Ions oc· 

STATE OF NEW YORK 

COUNTY OF NEW YORK 
ss.: 

IThe D,A.J, being duly sworn. depme~ and says' 
I am the District ~ttornc:y of the County of N~w York. State 

~f Ne~ York. and as such. make this applicatiun for an caves· 
rnpplng warrant authnri/ing thc interception of c t' , 

and oral cl)mlllunicatilln~, er aln wire 

6. 

I have read the annex.cd affidavits of As~i,tant District Attor· 
ney. - - -- -. - and Puilce Officer -- - - - -. which are incor· 
poratcll hercln and madc a part of this application. 
su~r~~~d upon the fact~ set forth in said affidavits. I respectfully 

, to t~e C(~urt th.lt thcr,c arc rea~Qnahlc grounds to belie\e 
that ,essenllal cVldence of. cnmes ma}' be obtained b) the inter· 
cept~n of the oral and wlrc communications dcscrib.:d in para· 
grap -- and parauraph . - - of Mr . ffid ' B d '" .-----sa t aVlt 

a~e ~pon sa~d affidavits, it is my opinion that there ar~ no 
~racllcal, altc:rnall'e means of acquiring comparable evidence or 

:;~;~ua~o~. I bc:lic~e ~hc nature of the criminal activity involved 

I 
.Ic~ent pubhc Importance to warrant the employment of 

e ectrunlc mterct.'ption devices. 
WH,EREFORE. it is respectfully requested that an Eaves· 

druPPlng Warrant in the form annexed be issued, 

Sworn to hefore me this 
-- day of ---._--

SUPREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

AFFIDA VIT IN 
SUPPORT OF 
AN APPLICATION 
FOR EAVESDROPPING 
WARRANT 

In tht! Matter of 

cer am Wtre commUnications transmitted the interception of t" , 
over telephone Ii?e and instrument presently assigned number 
--.-- located In - --- C ' Y k -. ounty, Clly and State of New 
. or .• and t~e inter~eption of certain oral communications oc-

curnng at said premises. 

STATE OF NEW YORK 

55.: 

COUNTY OF NEW YORK 

(The ADA), being duly sworn, dep()ses and says: 
I. I an,r a~ Assistant District Attorney in the Office of (The 

~,A,), District ,Attorney for New York County, assigned to the 
, ack~ts ~ureau. one of the principal functions of which is the 
m~e~lIglatlo~ . and prosecution of cases involving organized 
CTlmlna aCllvlty. 

2. In this ~a~acity. I am conducting an investigation into 
(nature of cTlmlnal condllc~) conducted by (subjects) throu h 
t~e u,se of the above·caplloned telephones and pr . ~ 
vlOla,lIon of Article -- of the New York State p:~~~e~a: 
speCifically those provis ions e'ntitled . . ------ and Con 
splraey to commit tho'c crimes, • 

3, This 3,ffid3vi,t is.submil\~d in support of District Attorne 
- - - - - s apphcallon for a Eavesdropping Warrant, y 

(The next set of paragraphs are to contain a full and com lete 
statement of the facts constituting probable cause includ' ~ 
f (I,) :ro~able .caus.e to b~lie";e that a parlicular' design:~!d of· 
ense as een. IS being. or IS about to be committed, 

(II,) Probable cause to believe that the facilities from wh' h 
or t~e .place where, the communications are to be intercep;~d' 
are e .. n~ used. or are about to be used in connection with th~ 
commission of such de~ignated offense 
f (.~~I:) \particul~r description of the ~ature and location of the 

t
acbl lI~es rom which. or the place where the communication is 
o e Inte rcepted. 

(IV
h

,) Tbh~ identity of the persons. or descriptions thereof who 
are t e su 1ects of the Order. • 

I,n addition. the, goals of the investigation, the period of time 
necessary to achl~\e such goals and the reasons therefore. 
should be set forth III d.:tail. . 
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Thr office record~ must be ched-ed \(\ determine ",hether or 
nol the subject~ of this Order or an~ of the prcmi~cs, ",ere in· 
volved in previou~ applications. If so. a full slalement of facL~ 
concerning ~uch applications, and the re~uh~ of tho~e applica. 

lI(1n~ must be ~et forth.] 
For purp(J~c~ of thh ~amplc, it will be as~umcd that the above 

i~ conl~incd in paragraphs 4-13. 
14. For the following reasons, tonventional means of in· 

H~ti.l!atio~ (;o.uld not succeed in achieving the dc~ired goals of 
thl~ mve~tlgat\On. (sci fonh rea~ons ~upported by factual detail] 

15. Ba~ed on tl;e above, ! believe: that the criminal activities 
referred to in paragraph 2 are heing engaged in by ----
(at the above.captioned premises] (u~ing the: above.captioned 
telephone] and that evidence es~entialto successful prosecution 
can be established only by Coun authoriled electronic·eaves· 

dlOpping as de~cribed herein. 
16. WherefDre, I respectfully request that an Order in the 

form annexed, entitled Eave~dropping Warrant, be is~ued by this 

Court. 
17. Said Warrant is specifically limited to thc telephonic con· 

versation§ of _____ and ---- -, their agenL~ and co· 
conspirators, (some of whom are as yet unknown), as they occlJr 
over the above.captioned telephone concerning (nature of 
criminal activity). Said conversations can be expected to involve 

(de~cribe anticipated conversation l. 
18. Said Warrant is further limited to the oral conversations of 

. _ •• - __ and .... _ .. -'-, their agents and co·con~pirators, 
(~(lmc: of whom are as yet unknown) a~ they Clccur in the above· 
c~pti(Jned plcmi~es cllncerning (n"lUre of criminal activity). 
Said c()nversation~ can he c~pcc\!:d to involve (de~crihe an· 

ticipated cnnvcl\ation). 
19. I am in pm~f:s~ion of no information which would indicate 

7 

that any of the conversations to he intercepted may be e~pccted 
to come within an~ privilege under any applicable rule of laVl. 
The Eave~dropping Warrant will he e~ecuted in such a mar.ner 
as t~ minimiz.e the possibility of inlercepting privileged or non· 
pertmcnt con\ersations. No conversations which appear 
privileged or unrelated to this investigation will be intercepted. 

20. All appropriate investigating tcchniques will be u~ed in 
conjunction with infnnnation ohtained from the intercepted con· 
versations and all leads will be followed with the purpose of in· 
~uring the successful prusecution of the conspira\ors 

21. The conversations to be intercepted will be recorded 
under my supervision on tapes which will be safeguarded and 
kept at all times in the custody of the Bureau of Investigation of 
the New York County District Attorney's Office, will be pro· 
tected from editing or other alteration and will he used solely 
and appropriately in the la'" ful investillation and pro~l'cution of 

the crimes referred to in paragraph 2 supra. 
(22. In vie v. of the continuing nature of the criminal activity 

described herein, it is further r<,quested that should this Order be 
granted, its authori1.ation for interception not automatically ter· 
minate when cunvf:r~ations of the type de~cribed in paragraph 
__ have heen first ohtained. For the reasons ~et forth above, it 
is my opinion that evidence sufficient to properly pf(l~ecute the 
appropriate persons committing the crimes referred to in para· 
graph 2 supra, can be ohtained only by the interception of 
~evcral conversations.) In no event, however, ~hould said Order 
authorize interception for more than -' - days . 

23. No previous application for the same or similar relief has 

hecn made. 

Swurn to hefore me this 
- day of·· .. 
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FORM t 

AP~lICA r rON NO. 1 

DIRECTOR. ATTENTION OI'ERATIONS BR 
ADMINISTRA TlVE OFFICE OF ANCH,D,I.S. U.S. COURTS, SUPREME COURT BLDG WASHI"-TON 

r-~--------------------------------------~~ . OIU. D.C. ?O~44 
TO: --------··-.=.1 

REPORT OF APPLICATION HI/OR ORDER 
AUTHORIZING INTERCEPTION 

JU~GE'S { 
NAME 

OF COMMUNICATION C=T--{ ---- .. --.. -.------.---------

SOUACE 

OF 

APPLl· 

CATION 

OFFENSES 

DURATION 

OF 

INTERCEPT 

PLACE 

---- ----ADDRESS - - - - - - - - -
PERSON MAKING 
THIS REPORT 

/ t-~-----A::.--~~F-F~CIAL-M-A-KING A-.;;L"i"CATIO-N-------
~ NAME ----------

R 
5 'TITLE- - - -- -- -- -- ----o -------

.N 

I A NAME 
iG 
E'-------N ADDRESS - - - - - -

c 
v 

I APPL ICA TlON 

OFFENSES SPEclF'IED~-~ ---------

Type or OPhone Worel. 0 Inlercept 0 p Dlher ISpecllYI 
1----_. __ .. _ .. ~::'~~hone/E.avtndrop -.-.. -~-... 

DATE OF 
APPLICATION 

--.-----------------
ORDER OR EXTENSION 

OENIEO GRANTEO-GRA --~--'V"'" ~ NTEO WITH THESE CHANGES -

~ 

o 0 

PERIOD ORIGINALLy .... 
REQUe:STED JIll"" o D 

- ~--" .. ~--t---+-'-:"" 
~~-=:--L~~~~' -

OF 

hi 
LENGTH 

EXTENSIONS 2nd ~ 
REQUESTEO ----- ... - .---.---. - .-_. 

Jld 

I ... _.·. _____ t_---o ---=--t---.---
OTHER ISp.;;-r~-;- .-----

o 

LJ SINGLE F~-;':;;;"7' -LJ-'-----' -- '--.'--
DWELLING MUL TlPLE DWEL LING 

o 0 
------.t----I--

o 
o 

L...J APARTMENT LJ t::::==== __ . .:.... __ . __ .c=eUS~~OCATION ISpocIlYI __ -----=--:.=-=.-=====--==-~-;;; ~.: .. -- - .... ...:.. 
COMMENTS 

DATE OF 
REPORT: -------- ..... _ .. _ SIGNATURE_._. 
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'ORM 2 

10 D'RLC101l. ATHN1'ON OHA • fiTS SUPRIMI COURT BlOG. WAS .. , ,. "'iON" BRANCH.D 1.1 N010N O.c 2(bU 

AOM'N'Slll""Vl O~flCl OF U.~ COU. r----r.::;;;;:"'OTWOCC------------l 
REPORT OF POLICE & COURT ACTION 
RESULTING FROM INTERCEPTED 
COMMUNICATIONS 

DESCRIP· 
TlON OF 
INTER· 

f'fAML or JUDea 

COU~l :;~~--------____ ------~ AUhtD'" COURl 

." ... a THI _____ _ 

tN""C,,"1 ;DD"Mc"i",- - - -

AG(NC't" 

o 0 

OAT£. Of 
OROlR_ 

---------;----.-

CO .... MUNICA· 
TION' 

IHTt"ClPTI:D 

t---

~~MI"'A'n"'G 
COMMUNIC",,· 

"oHI 
nlACI.~"n.o 

CEPTS ___ 1-____ -L ________ -1 __ ======~~====~~~ l _____ -L ____________ .. ________ , TOTAL COlT ' 

M.~p.!:!!:.!~t 

COST 

RESULTS 

- -:.==- -'---~--J 

01011 OF. 
HI ~OR':"' •• SIGNA1U'" _.. ____ .. t. __ ... 
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FOrm 3 

REPOR1-ED FOR 1973 
Additional Costs, Arrests, Trials, and Convictions Reported by Proser.utor. in Cal~ndar Year 
1974 a. a Result of Orders for the Interception of wire Or Oral Communication. Reported in the Above Year. (Report a. of December 31, 1974) 

I N!iT..!lUc-r IO~ 
1. Indicate any additional activity which oCCurred during calendar year 1974 as a result 

of interce?t Orders, reported for the year of the accompanying excerpts of the Wiretap Report; 

2. If there Was no additional, activity, enter "none" in each colUmn 3 through 7: 
3. Hotions to suppress intercepts should be shown with "denied" Or "granted" in colUmn 6; 
4. DO NOT R~PORT ANY COSTS, ARR~STS, TRIALS, HOTIONS, OR CONVICTIONS, PREVIOUSLY REPORTED 

eit!,er on your original Form 2 or on a previous supplementary report, Form 3: 
5. Please Use the reporting number shown in the Wiretap,Report for the abOve year. 

Reporting 
Number 

1973 Report 
( 1) 

,.= ... ,-

I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 

I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 
I 

I 
.L °Ind'cate the offense for WhlCh each person Was convlcted, such as: 

3 (convicted) burglary 

I 
1 

1 (convicted) forged checks 

Name, address and t&lephone number of person 
responsible for completion of this form_ 

NAKE _____ .. ___ • ____ • ________ __ 

ADDPESS .. ___ '"_. _. _ ..... __ .... __ . __ . ________ _ 
CITY,STATE_ .. --... _. __ . --._--. --. -

ZIP ___ .. ____ ' ___ .... _ 
AREA CODE .. _ n:r.r:PHO:\E __ .. _ .. ______ _ 

~L TO: D1 r~ctor - Allrntl.Jn Oper4t.lons iJraa,h 
n.I.S_ ~ ~C~lni~trative Cflic~ of 
~he Unltc,~ JLdt •• ~ COurt~ 

S~!-Jr~l'I.,=, ;""C'Jlt ilU\ltil:.q. 
W~S~!~'~~r. J.:. 'J.(4 
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JURISDICTION 

DATE _______________ __ 

If you have any question. concerning this 
form, please call: 

Hr. James A. HcCafferty 
Chi~t, Operation. Branch, 
Divi.ion of Information Sy.te~. 
Area Code 202, 39J-1640, EXt. 383 

----------------- .. -~--.- ... -. 
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surREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

ORDER 

In th~ Matter of 

the interception of certain wire communications transmitted 
over telephone line and instrument pre~ently assigned number 
---- located in -----, County, City and State of New 
York, and the interception of ceru.in oral communications oc
curring at said premises. 

(No.) reels of magnetic recording tape bearing New York 
County District Attorney's Office Investigation Bureau numbers 
-----, having been made available to me this day by New 
York County Assistant District Attorney ----- and New 
York City Police Officer ------- and said rec:\s having been 
M:aled under my direction, it is hereby 

ORDERED, that said [No.) reels of magnetic recording tape 
be kept in the locked Technical Room Vault of the Ne": York 
County District Attorney's Office under seal and that said seal 
shall not be broken unl~5S so ordered by a Justice of the 
Supreme Court of th~ State of New York. 

Jus/iet! of Ih~ Suprt!mt! Court 
Dated: New York, New York 

SUPREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

NOTICE 

In the Matter of 

the interception of certain wire communicatio~5 transmilled 
over telephone line and in~trument pre~en!ly aSSigned number 
---- located in -----, County, City and State of New 
York, and the interception of certain oral communications oc
curring at said premises. 
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PLEASE TAKE NOTICE that on -----, th~ Honorable 
-----, Justice of the Supreme: Court, issued an Ea\es
dropping Warrant (which he duly amended and renewed), 
authorizing the District Attorney of the County of ~ew York to 
intercept and record certain conversations, as captioned above, 
transmitted from (date effective) through (termr~al dat~), and 
that pursuant to said Eavesdropping Warrant certain of said con
versations were in fact intercepted and recorded. 

Dated: New York, New York 

Yours, etc. 
---_.----

District Aftorney, New York City 
By:------

Assistant District Attorney 

SUPREME COURT OF THE STATE OF NEW YORK 
COUNTY OF NEW YORK 

ORDER POSTPONING 
NOTICE 

In the Matter of 

the interception of certain wire communicatio~s transmitted 
over telephone line and instrument presently aSSigned number 
---- located in -----, County, City and State of New 
York, and the interception of certain oral communications oc-
curring at said premises. . , 

It appearing from the affidavit of -----, AS;;lstant ~IS
trict Attorney of the County of New York, that there IS suffiCient 
cause to believe giving notice on or before -------- pursua~t 
to Section 700,50( 3) of the Criminal Procedure Law w.ould sell
ously hamper an investigation il'llo the cllmes of 
---------------- it is hereby 

ORDERED, that such notice, be postponed for a period of 
-- days, to wit, until -----. 

Dated: New York, New York 

Justice of the Supreme Court 

\ 
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II. Office of the Specia.! __ N_~_~coti'cs Prose,-:utor, New York City 
Sample Instructions Given to Police Officer Monitoring 
Plant 2 

Thc fnllllwin!: instructi(ln~ ha\'c hl'cn prepared by memhen of 
the Special N:llcotics Courts tn a~~I~t )'ou in Clrculin~ the caVe5. 
droppinr \O.arrant and in moniHHlnf the convcrsations ovcrhe~rd 
and inll'rcepted , 

All llit' wor~ and cffort pUI into gClling the ea~e~droppin~ 
\0. arr:Jnt, along with all the resull, which might be obtained, wiil 
have heen "':'~ted unle~~ the police officer5 monitoring Ihe con. 
\lersation~ carefully folio", the instructions prepared, 

I. LISTENING AND RECORDING 

The 13\0. makes no distinction het""een "listening" to a conver. 
sation and "rccurding" a conversation. When you remove pro
perty pursuant to a search warrant, Ihat is called a ~eizure. When 
you o.'uhror or record a conversation pursuanl to an caves. 
dropping warrant, that also is c:tlled a sei7ure, hut in our ca.~e we 
are ~eizing "conversations" ralher than properly, 

Thus RULE ONE slates that "'here the instructions below in. 
dicate that you must turn ofT the machine, .top recording, stop 
monitoring, ~top listening, etc. STOP LISTENING to the conver
sation and TURN OFF Ihe tape recorder, 

2. Just as a search warranl permits or authorizes a "limited" 
~earch for "spccified property", an eavesdropping or wirelap 
warrant authori7.es you 10 "intercept OR record telephonic com. 
munications of (name omitted), with co-conspirators, aGCom. 
plices, agents, deliverers, suppliers, and customers, over the 
ahove dc~crihed telephone pertaining to the purchase, sale, 
tnrnsfer, shipment or pos~es5ipn of narcotic drugs," 

RULE TWO--you can only intercept (mtaning liMen or 
record) C()nVeL'Oltions where our nanrcd ~ubject is a pany. 

RULE THREE-you can only intercept conver~ations where 
(name omilled) is a party and where the subject of the Converu_ 
tion is NA~COTICS, 

Thus you are authorized to listen 10 conversations over Ihe 
captioned telephone inslrument ONLY when (name Omilled) is 
on the telt:phone. It is our opinion, thaI you may listen 10 the ini. 
tial pan air a convcrsalion, hut once you ascertain that our sub. 
ject'is not on the telephone, you MUST shul off the recorder 
ilnd stop Ihtcning (Exception' sce paragr;'ph 7), 

The phra\1e "co.conspirators, accomplices, agents, suppliers, 
deliverers, and customers" docs NOT give us authority to listen 
10 any ;md all conversations, of any and all persons, which (I('cur 
over the tclephone, Whal it does authuri7e, in our op'inion, is the 
interception of .conversations bct"'cen our named ;ubjects and 
other individuals IF THOSE CON\'ERSA TIONS PERTAIN TO 
NARCOTICS, 

Exccpt as noted in paragr:rphs 6 <Ind 7, ifour rlamed suhjcct is 
nol a participanl in the convcr.;atilln, YOU MUST TURN THE 
MACHINE OFF. SlOP LISTENING. STOP RECORDING, 

2Id • at 356-57. 
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3. PRIVILEGED COMMUNICAllONS 

The eavesdropping warrant specifically states that we arc not 
permilled to intercept any communications of (name omilled J 
"which are otherwise privileged." We may not listen to any con· 
,crsation "'hich would fall under any legal privilege: between at· 
torney and client, between doctor and patient, between husband 
and wife, and between clergyman and pari~honer. 

ArrOR NEY ·CLlENT -consider this an absolute rule: Never 
knowingly listen to or record a conversation hetween a subject 
and his allorney. At present we arc unaware of any such existing 
relation~hip, but if one is establi~hed notify me immediately, and 
post the name and number of the altorne) at the plant so we do' 
not intercept such calls. 
PARISHIONER·CLERGYMAN,-~ame as above. 
DOCTOR·PA TIENT - any conversations a patient has "'ith a 

doctor re lative to diagnosis, s) mptoms, treatment, or any other 
a~'Pect of physical, mental or emotional di~order is privileged. If 
a conversation between a doctor and patient is not about 8 

professional relationship, it is not privileged. However, as a 
general rule, do not listen to any con\er~ati!lns between a sub· 
ject and a doctor. 

HUSBAND·WIFE-In genc:ral, the same rules apply to con. 
versations betwel!l1 a subj.:ct and his wife as with his altorney or 
his clerg)man or his doctor. However, experience has demon. 
strated that a subject may utilile his wif" to take messnges from 
narcotic co.conspirators, etc, or to call, or to dial narcotic co. 
conspirators. Therefore, a limited degree of spot monitoring (see 
paragraph 7) may be maintained if suhject calls wife. 

4. OTHER CONVERSATIONS 

Even if a conversation between our subject and another does 
not fall within an area privileged by I:lw, that does not mean that 
you ha\'e the right to listen to or record the entire conversation; 
we arc permitted to listen to and record ONL Y those conversa. 
tions PERTAINING TO NARCOTICS. 

Because: of the cryptic, guarded, coded nature of our subject's 
narcotic conversations, it may be necessary to listen to conversa. 

'tions which in fact do not relate to narcotics at all. In our 
opinion, the Courts will not suppress pertinent conversations 
simply because some non·pertinent conver~atiol'ls have been in
tercepted. 

The standard which the Courts are likely to apply, in deter. 
mining whether there was an overly broad listening to non.per. 
tinent conversations, is simply: Did th~ monitoring officers mak~ 
a good faith effort to comply with the restrictions in t"~ ~aV~l' 
dropping warrant? 

Keep in mind that each of you might be required to explain 
from the witness stand why a particular conversation was inter
cepted. Make a good·faith effort to comply with the central pu r· 
pose of the warrant: the interce ption of conversations pertaining 
to narcotics. 

5. SUBJECT NOT PARTY TO CONVERSATION 

As a general rule, if neither the person who makes a phone 
call nor the person who receives the call is our named subject, 
that conversation is beyond the scope of our warrant and must 
not be listened to or recorded. 

However, in executing the warrant we have the right to insure 
that our named subject does not get on the phone immediately 
after the initial part of the conversation. 

Therefore, in our opinion, it is permissible to li~ten to a con· 
versation which docs nnt involve any named subject for a brief 
period of time, to ascertain whether our named subject is about 
to get on the phone. If our subject docs not get on the phone 
within the first 15-30 scconds, you must stop listening and turn 
off the machine. Thereafter, you may do no more than lpot· 
monilUr the con ver~ation (sec paragraph 7). 
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6. OTHER CRIMES-O'T HER SLlBJECTS 

We do not have 3uthurilation to overhear evidence of the 
commission or planning of other crimes, such as murder, etc 
Conversations must be monitored with our selle legal purpose in 
mind: interception of convcr~ations of our subjcct with others 
pertaining to NARCOTICS. 

If while you arc permis,ibly monitoring a narcotic conversa· 
tion, the subject switches the topic of converS;ltion to other 
crimes such as murder or robbery you are permitteci :9 continue 
intercepting evidence of the "other crimes" but I must be 
notified IMMEDIATELY in order to seck the propM amend· 
ment to our eavesdropping warrant. 

When spot.munitoring (see paragraph 7) a conver, .. tron 
~here neither party is a named subject or ~hen otherwise per· 
missibly monitoring con\'ersation" you overhear a NEW subject 
discussing drugs (pos,ibly sUhject's wife) you arc allo~ed to con· 
tinue to overhear and to rCl:ort! su<.:h conlcr>ation but I mu~t be 
notified as soon as pOJ.libl,·, in order to amcnd the e:JH',dropping 
warrant to include the NE W subject. 

One of our stated and authorized purposes in cllnducting thi, 
, investigation is to id~ntify our subjects "co.conspir:ltors, aCCllm. 

plices, agents, suppliers, deliverers, and customers," in narcntics 
traffic. As soon as any such individual ha~ been identified. I 
should be notified immediately. 

If we know the name or nickname of a given "co.conspira. 
tor." etc. we can seek authority to add him to the named sub· 
jects whose conversations may be overhcard. 

Even if we do not have a name, if the same person's voice is 
hcard discussing narcotics with our subject on several occu~ions, 
we can seck authority to add him to the order. for exumple as 
"JOHN DOE No. I, who had telephonic convcr~ations wilh 
SUBJECT No. I on June 21, 1972, at approximately 3 pm; and 
with subj~ct No.2 on June 24. at approximately 8:30 p.m." 

7. SPOT·MONITORING 

References have been made in paragraphs 2. 3, 5, and 6 to 
"spot.monitoring. " 

Assuming a conversation does not, during the initial 15.30 
seconds fall within the calagnry specified in the warrant, the 
recording and listening de vices must be turned off 

However, it is possible that some time after this initial period, 
our subject might get on the phone. To guard again,t missing 
such a conversation, spot.munitoring i; required. Every thirty to 
sixty seconds or so, turn the recording and listening devices back 
on; listen for a few seconds. If during those few seconds 
evidence of our subject discussing narcotics is intercepted. keep 
listening; if not, turn off the machine Stop listening. Continue to 
spot·rnonitor as the circum,tances indicate. Spot.monitoring 
means recording as well as listening. 

You may spot·monitor a conversation between our subject 
and others when originally the interception was non.narcotic. 
You're spot. monitoring to ascertain if the nature of the conver. 
sation has switched to narcotics. 

8. USE OF LISTENING AND RECORDING DEVICES 

Whenever possible, anything that is recorded should be 
listened to. This rule should he followed while spot.monitoring 
as .... ell as while hearing a nd recording full convcrs,ilions. 

Under no circumstances is the recording equipmcnt to be left 
on "automatic" wh!:n the plant is not heing manned If the plunt 
is not manned, the equipment must be turned off. 

If there are any questions concerning all)' instructiol\~ or if you 
have questions "'hile monitoring or if any emergency develops. I 
can be contacted al the Special Narcotics Court~ Sergeant 
Frank Trefcer has my home telephone numhcr if th:1I become\ 
nece\sary. 

GOOD l.UCK. 

ROUER'I P LA RUSSO 
ASSI!; rANT lJlH HICT.~ 1 (UR,V/-. Y 

,1'- .... 

III. New Jersey 

Instructions and Forms for Electronic Surveillance3 

CRIMINAL INV~STIGATION SECTION 

F.LECTRO~IC SURVEILLANCF. REQUEST 

UNIT: 

DETECTIVE ~·fAKING APPLICATION - (List individual detectne affiant 
in Application) 

CRUfE: 

SUBJECT: 

(List specific crime for which the order is sought) 

(Identify 
criminal 
organize 

person involved and briefly 
history and si~nificance if 
crime) . 

outline his 
involved in 

PLANT LOCATION: (Identify specific telephone to be monitored, 
location of place and anticipated investiRative 
~elephone lines nceded) 

CO-OPERATING POLICE AGE~CIES: (Identify any outside enforcement 
agencr havin~ access to Hire information or plant 
locatIon and any aReney to whom disclosure must 
be authorized by eourt order) 

MANPOl':ER c:m!~lInIENT: 

3 rd . at 127-69. 

(Outline anticipated State Police manpower 
needs and units from which same will he 
acquired) 

434 , 
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GOALS OF SURVEILLANCE REQUES!ED: 

a. 

b. 

Significance of crime: 

What impact will t~is order 
criminal element. I.e:, are 
bookmaker or inr.oads Into a 
group. 

have upon any spe:ific 
we seeking an indlvldual 
far reachin~ organized 

c. 
What do you have to achieve with this surveillance. 

DURATION OF SURVEILLANCE REQUESTED: 

WIRE ORDER NUMBER: 

435 
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CRIMINAL INVESTICATION SECTION 

~CTRONrc SURVELr~.NCE REQUEST 

BUREAU/TROOP APPROVED DISAPP~OvtD DATE 
v.o. , ----

INVESTIGATIONS 
OFFICER 

INTELLIGENCE 

ocu 

TARGET &\~ ADDRESS 

TELEPHONE TO BE INTERCEPTED AND LISTING 

INVESTIGATION TO DATE 

GOAL OF OPERATION 

ANTICIPATED Mk~OWER 

436 

DETECTIVE 

ANTICIPATED LE~GTH 
OF OPERATION 
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OFFICIAL. EL.ECTRONIC SURVIEL.LANCE 
TAPE HANDLING PROCEDURE 

S(ALINe [NvtLOP[ 
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EXPLORATORY 

SUBSCRIBER (NAME) ____ , _______ EXPLORATORY TAKEN BY ___ _ 

ADDRESS (STREET) .... ___________ TELEPHONE COMPANY NOTIFIED 

(CITY) __ ~__________________________ ~W:HO~====~D~A~T:E~==~T~I~ME~==::-_ 

TELEPNONE NUMBER _________ MAIN CJ AUX - Cl UNKNOWN CJ 
REQUESTING TROOPER ______ _ 

UNIT __________________ __ 

LEAD INFO ____ _ CRIME , __ -,.-___ PAPER ANTICIPATED ____ _ 

. - -n wr=m".,,,, r = 
WHO ________ DATE ____ TIME __ _ 

ROTARY (J TOUCH TONE Cl 

UNDERGROUND CABLE NUMBER - PAIR --
I IBINDER 

-
POLE # STREET BINDING POST COLORS 

-

I r -

oCI 

AERIAL CABLE NUMBER_ PAIR 

POLE # STREET BINDING POST BINDER COLORS 

- I -- I 
I 

I -
" 

I 
C 

I 
.. 
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DOB Nut-mER -----APPLYING AGENCY _____________________ ___ 

·APPLICATION MADE BY ____________ _ 

SLAVE ( ) HARDWARE ( ) ROTARY ( ) TOUCH TONE ( ) 

---,--------------------------------------------------------------------------
TELEPHONE i COURT ORDER ---------------------
SUBSCRI~ER'S NAME ___________ __ JUDGE --------------
ADDRESS ____________________________ _ DATE ISSUED _____________________ __ 

DURATION ( ) DAYS BETWEEt: 

CRIME RESTRICTIONS ____ ~----------------

--------------------------------------- TAPE t 1 BEGAN-DAT~ TIMI:. 

EQUIPMENT USED MONITORING ENDS-DATE TIMf. 

SEkLED BY & DATE ________________ __ 

RENEWALS 

1. JUDGE _________________________ __ 

DATE .ISSUED _____________ ___ 

DU RAT I ON _________________ __ 

2. JUDGE ________________________ _ 

DATE ISSUED ______________ ___ 

DURATION ______________ ~-----

~~THOD OF INSTALLATION INSTALL. BY _______________________ __ 

_______________________________ INSTALL. DATE __________________ __ 

INSTALL. ~~HOURS TOTAL 

(DATE) SERVICE CALLS (PROBLEMS) 

PLANT LOCATION 
& PHONE ._______________________ _ _____________________ __ 

REl-10VED BY & DATE __________ _ 

SLAVE * ___________________________ __ REl-10VAL MANHOURS _________________ _ 

ENTIRE J9B MANHOURS __________ __ 
PLANT * _________________________ _ 
INVEST.' _____________________ __ 
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DEPARTMENT OF LAW AND !.)lJBLlC SAFETY 

DIVISION OF STATE POLICE 

COLONEL 0 0 KELLY 

SUPERINTENDENT 
POST OFFICE BOX 611 

WEST TRENTON. NEW JERSEY 081\2~ 

11\09 I !l!l~.2000 

October 13, 1970 

OPERATIONS ORDER) 
) RE: S. O. P. 194.500 

NUMBER 270) 

I. 

II. 

ELECTRONIC SURVEILLANCE UNIT 

PURPOSE: 

A. To establish guidelines and to achieve uniformity in the procedures 
for the administration, application and implementation of electronic 
surveillance court orders. 

MECHANICS: 

A. The Head of the Intelligence Bureau shall cooperate with Division 
personnel who are attempting to acquire a court order to implement 
an electronic surveillance device. 

B. The Bureau Head shall establish and maintain liaison with the 
Organized Crime Unit in order to cover the legality of all operations 
involving electronic surveillance. 

C. The ,Head of the Intelligence Bureau shall maintain files on the' 
following: 

1. All applications for the issuance of electronic eavesdropping 
court orders. 

2. All applications for the issuance of wiretapping warrants. 

3. All Court Orders issued for the implementation of electronic 
surveillance. 

4. The approvals of the A ttorney General for Court Orders to 
implement electronic surveillance. 

442 
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5. All emergency requests for court approval of electronic 

surveillance use. 

6. All other Court documents, such as inventories, orders to 
postpone service of inventory, sealing orders, etc. 

D. All requests for use of electronic surveillance will be made in the 

map,ner prescribed. 

E. The Ele-G,ttonic Surveill~\nce Unit will utilize State Police specialists 
and technicians for ,the installation and maintenance of equipment 

necessary to implement Court Orders. 

F. A ttached to thi s, ord,er are addendums covering:' 

1. Application Pfoce,dures for Electronic Surveillanr.:e Court 

Orders. (Adnendum HI) 

Z. 

3. 

4. 

5. 

6. 

Electronic Surveillance Emergency Procedures (Addendum II Z) 

Operation procedures for Electronic Surveillance Plants 

(Addendum #3) 

Electronic Surveillance Log (Form 465) and continuation page 

(Form 466) (Addendum 1/4) 

Electronic Surveillance Final Plant Report (Form 467) 

(Addendum #5) 

Court Results (Addendum 1/6) 

BY ORDER OF THE SUPERINTENDENT 

f:~;;;-:-P 
Major 
Deputy Superintendent 
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DEPARTMENT OF LAW AND PUBLIC t;ft,FETY 

DIVISION OF STATE POLICE 

COLONP.L 0 8 KELLY 

SUPERINTENDENT 
POST OFFICE 80X 118 

WEST TRENTO'" NEW JERSEY 081.125 

11109' 882,2000 

,~J"""""~F 

:1' 

ii 

OPEC{. INST. TO: 

SUBJECT 

February 4, 1971 

Commanders, Troops A, B. C, D and E; All 
Stations; Section Supervisors, Bureau Chiefs and 
Units, Division Headquarters. 

Requests made to the Electronic Surveillance 
Unit. 

1. All requests made to the Electronic Surveillance Unit for 
the installation of "consent" electronic eavesdropping or wire-tapping 
equipment shall be made in writing by the requesting Unit with the 
approval of their Bureau Chief and shall be direded to the Intelligence 
Bureau Chief. 

Z. All requests made to the Electronic Surveillance Unit for 
the use of electronic equipment, e. g. tape recorders, radios, receivers, 
etc. or the drawing of supp'lies, e. g. tapes, batteries, cassettes, etc. 
shall be made in writing by the requesting Unit with the approval of 
their Bureau Chief and shall be directed to the Intelligence Bureau Chief. 

3. All requests ma:de to the Electronic Surveillance Unit for 
copies of tapes, other than those which result from Court authorized 
wiretaps or bugs shall be made in writing by the requesting Unit with 
the approval of their Bureau Chief and shall be directed to the Intelli
gence Bureau Chief. 

4. This Operations Instruction shall be attached to and made 
a part ,of O. O. Z 70. 

BY ORDER OF THE SUPERIl'\TENDENT 
,,/ 

6 (J r,.-",// 
E. Olaff, MtijJr 
Deputy Superintendent 

444 

I 

f 

I' 

I 
I 
I 

I 
I 
! 

II 

, 



,( , 

"~3J"Bi$S(~ 

.' f 0/ 
~ ~' 

I'; " 

. 41-= 

. " 

25 

october 13, 1970 
hddencium *1 

APPLICATION FOR. ELECTROi.HC SURVE;ILLANCr: COURT ORDERS 

I. r'1embers o~ tl;lis Division who have reason to believe 

they have probable cause to utilize the "New Jersey 

Niret~pping and Electronic Surveillance control Act" 

shall be guided by the following procedures. 

A. Wiretapping or electronic eavesdropping (bugging) 

may be used during the investigation of the 

following crimes: 

1. t·turder 

2. Kidnapping 

3. Extortion 

4. Narcotic Traffic 

5. Gainbling 

G. Bribery 

7. Loan Sharking 

8. Arson 

9. Burglary 

10. Forgery 

11. Embezzlement 

12. Escape 

13. Receiving Stolen Property 

14. Larceny punishable by imprisonment for more 

than one year. 

15. Alteration of Hotor Vehicle Identification 

Numbers. 

445 
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16. 

B. tfllen an investigator has reason to believe that 

during the investigation into any of the pre-

,ceding crimes, he has probable cause for the 

interception of oral conununication by \'liretapping 

or electronic eavesdropping (~ugging), through 

his troop commander or Bureau supervisor, he shall: 

1. Co~tact the supervisor of the Intelligence 

Bureau who will when necessary, consult a 

member of the Organized Crime Unit to deter

mine the applicant's legal eligibility. 

2. The following factors must be available: 

a. The identity of the particular person, 

if knmm, committing the offense and 

\'lhose communications are to be, intercepted. 

b. The details of the particular crime that 

has been, is being, or is about to be 

committed. 

c. If the communication is to be intercepted 

by wiretapping or by electronic eaves-

dropping (bUgging). 

d. The p~rticular location of the telephone 

to be tapped or the room to be, bugged 

and facts or informant information in-

44,6 I 
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-3- ADDENDU1~ f 1 

dicating that incriminating conversations 

will take place over the phone to be 

tapped or in the room to be bugged. 

e. The length of time (\'lith a maximum of 

thirty (30) days) for which the electronic 

surveillance Court Order will be in effect. 

(If the investigator cannot estimate the 

length of time that will be needed, the 

Organized Crime unit will assist in deter

mining the duration of the Court Order.) 

f. The facts showing that other normal in

vestigative procedures with respect to the 

offense have been tried and have failed 

g. 

or appear likely to fail or are too dan-

gerous to em?loy. 

The facts concerning any known prior 

application for wiretapping or electronic 

eavesdropping of the same facilities, 

places or persons as in the current in-

vestigation. 

C. From the information supplied to the supervisor 

of the Intelligence Bureau, a determination will 

be made regarding the sufficiency of the probable 

cause. When probable cause is deemed sufficient, 

the applicant, in cooperation with an attorney 
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-4- ADDENDUfll # 1 

from the Organized Crime Unit, will Jraft an 

affidavit of application in quadruplicate, routing 

of four copies shall be: 

1. 

2. 

3. 

4. 

Original - The judge authorizing the inter

ception 

First carbon copy - Electron1.'c - Surveillance Unit 

Second carbon copy - Organized Crime Unit 

Third caroon copy - The applicant. 

After the application 1.'S d f ra ted, the personal 

approval of the Attorney General shall be obtained 

in writing in quadruplica'te. One copy shall be 

attached to each copy of the . affiuavit of appli-

cation. 

After the approval of the application is obtained 

from the Attorney ~ 1 ~enera , the investigator, and 

when necessary, a I f awyer rom the Organized Crime 

Uni t shall then apl1ly for an or"er 
u from a judge 

of the Superior Court who has heen 
>J designated 

by the Supreme Court to . rece1.ve electronic sur-

veillance applications. Th eorder shall be pre-

pared in five c . 
op~es. Routing of the copies 

shall be: 

1. 

2. 

3 • 

Original - Ju~ge authorizing interception 

First and Second Copies - Electronic SUr

veillance Unit. 

Third Copy - Organized Crime Unit 

448 
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~. 5- l\DDENDUl1 # 1 

4. Fourth Copy - Shall be kept by thl:! applicant 

at the plant during operation. 

F. At least one copy of each document routed to 

the Electronic Surveillance Unit for i1aster File 

must carry the actual signatures of the officials 

applying and authorizing such documents. 

G. If the nature of the investigation is such that 

the authorization should not automatically ter-

minate when the desired type of communication has 

been first obtained, the original application must 

contain a particular statement of facts establishing 

probable cause to believe that additional communi-

cations of the same type will continue to occur 

after the first communication. 

H. The original Court Order will require that the 

electronic surveillance begin and "as soon as 

practicable." In no event may any order authorize 

interception for more than thirty (30) days. 

Rene\/al Proc,edures: 

A. The st~,tute perrni ts an indefini te number of 

extensions or renewals of the original order, 

each for a period of not more than thirty (30) 

days, if additional procedures are complied with. 

B. An application for a renewal must be made basically 

in the same manner as the original application. 

449 

c.-. ___ "';"_. __ "~ ..... .;.;.........:.' .:.'-' ----------....:...---.-~-----.:.:..--------------------- --- ----

, c. 

D. 

. , 

E. 

". 

, , 

30 

-6- l\DDENDUN ttl 

The renewal application will incorpora~e by 

reference the various allegations· and fact' 

statements of the original a~plication. In 

addition, the application for renewal must con

tain a statement of facts showing the results' 

obtained from the electronic surveillance so 

far, or a reasonable explanation of the failure! 

to obtain resulta. 

It will be necessary if a renewal is de~ired 

without inter.rupting the electronic surveillance 

to obtain the rene\'/al order prior to the expira-

t~on of the original order. 

It is vital that the investigative unit contact 

the Organized Crime Unit through the Intelligence 

Bureau at least five (5) days, excluding weekends 

and holidays, prior to the expiration of the Court 

,Order in order to process an application for re

newal. 

Upon each renewal, distribution of court documents 

shall be the same as with an original application 

and order. 
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OCTOBER 13, 1970 
ADbENIJUl i # 2 

ELECIl'RONIC SURVEILLANCE m.mRGENCY PROCEDURE 

I. The ~tatute provides for a highly restrictive pro

cedure for the emergency installation of wiretaps and 

electronic eavesdropping in circumstances where .1 I!'1-

I1El.>IA'fE INTERCEPl'ION" is required ':before an app1ica-

tion for an order could with due diligence" be sub-

mitted to a judge. 

II. Emergency application requires all the procedural steps 

III. 

as with a written application and order to be covered. 

Approval by the Intelligence Bureau Head, consultation 

when necessary with the Organized Crime Unit, the 

personal authorization of the Attorney General for the 

emergency installation. 

An "informal application" then must be made orally to a 

judge. The Court ~ust determine from this oral appli

cation that legal grounds exist upon which a formal 

order could be issued pursuant to the statute. In 

addition, the court must find that "an emergency situa-

tion exists with respect to the investigation of con-

spiratorial activities of organized crime," related to 

one of the spacific offenses in connection with which 

an order normally coulc1 be issued. The statute has 

failed to define the phrase"conspiratorial activities 

of organized crime." 
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-2- ADDENDU1,1 1~2 

If the court makes the requ;red f, d' • ~n ~ngs, it may grant 

verbal approval for the use of electronic surveillance 

wi thout a wri tten order, condi tioned u .. r"on ,~ the filing, 

within 48 hours, of a forlnal \dr;tten 
y ... application in 

accordance with normal procedures. If the \oJri tten 

order is granted, it is retroactive to the time of the 

verbal approval given by the court. 

The statute provides that an emergency installation 

"shall' d' ~mme ~ately terminate when the communication 

sought is obtained or when an I' , app ~cat10n for an order 

is denied." 

It should be noted that if emergency verbal approval is 

granted by a judge and the installation made, and if the 

formal written a ')plicat1'on 1'S d ' c en1ed, notice and an 

inventory must be, l',rovided to tl le subject in accordance 

with the nonnal statutory procedures. 

In view of the requirements of this procedure, it is 

imperative th.:lt the follOiving be adherred to: 

A. Any conversations monitored during the 48 hour 

emergency period must remain strictly confidential 

and not disseminated except to: 

1. Prevent the commission of a crime 

2. 

3. 

Apprehend a fleeing felon 

Recover stolen property, contraband or evidence 

of a crime where the movement of the property 
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is expected before formal application can be 

made. 

. No transcripts shall be made of tapes made during 

the emergency portion. 

P~y duplicate tapes made during the emergency 

portion of this operation must be turned over 

to the COll", t when an application in wri ting is 

denied. 

D. Any conversation monitored under the emergency 

provisions of the law where an application made is 

denied shall not be used or disclosed in any legal 

procedings except in a civil action brought by an 

aggrieved person. 

E. Before dissemination of information obtained during 

the emergency portion of this,act is made, the 

moni tor shall communicate with a la\'ll'er from the 

Organized Crime Unit to determine if such informa-

tion can be disseminated. 

The reporting procedure outlined in Addendums 4, 5 and 6 

shall be followed except for the folloirling: 

A. No reports shall be forwarded to any Unit or station 

until after the written application for the Court 

Order has been approved. 

B. In the event that the formal order for court approval 
,', 

is denied, all ~eports and copies prepared during 

th¢ initial operation shall be forwarded to the 

Electronic Surveillance Unit for destruction. 
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OPERA'l'ION OF AN ELEC'rRONIC SURVEILLAUCl:.: PLANT 

U1.)on receipt from the applicant of the pr~scribed 
... , 

number of copies of Court Documents authorizing a 

'~iretap or the use of electronic eavesdropping, the 

Electronic Surveillance Unit shall open a master file 

for the installation .and shall assign a "JOB NWlBER". 

This «JOB NU~illER" consists of the las~ two digits of 

the year, plus the number of the.installation for 

that year. 

EXN1PLE: The first application approved in 1969 will 

be 69-1 and the second 69-2, etc. 

II. The electronic Surveillance Unit shall, if necessary, 

furnish one copy of the Court Order to the appropriate 

telephone company and obtain the necessary pair and 

cable information and whatever assistance effectively 

is required to execute the order. 

III. 

IV. 

The Electronic Surveillance Unit, with whatever assis

t~nce is required fro~ the applicant, will locate the 

plant (monitorin9 location). The Unit shall complete 

the installation of all necessary equipment to execute 

the Court Order. 

During the operation of the plant, the Electronic Sur

veillance Unit shall pr6vid'e whatever assistance, in

struction, ~aintenance and service of equipment that is 
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deemed necessary. 

or t he monitoring location, shall be manned The plant, 

of the investigative unit, station or troop by members 

responsible t·;r the investigation. One man shall be 

the operation anti h~ shall be placed in charge of 

'ble for monitoring the plant, plant secririty responsl 

l'nvestigation is required under and what~ver outside 

the circu~stances. 

elec tronic surveillance are to If the results of the 

:1 ', it is vital that be admissable in Court procc~ lngs, 

d t s "OFFICIAL the original tapes, herein referre 0 a 

l,'n accordance with the following TAPES", be handled 

procedures: 

A. 

B. 

issued by the Electronic "OFFICIAL TAPES" will be 

designated reSurveillance Unit to the person 

sponsible for the plant operation. 

1. 

2. 

3. 

TAPE " Reels shall be transparent "OFFICIAL 

blue in color. 

TA,nES" shall be used in any Only "OFFICIAL u:-

installation. 

TAP E,"" shall be returned at Unused "OFFICIAL 

completion of an operation. 

TAPr:;" is placed on a recorder, Itlhen an "OFFICIAL 

..-~ d using an indelible the take-up reel will be nWI~ere 

Plant number followed by the felt black pen with the 

. 
- " 

~, t 

I 
,/ 
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letter liT" and the urnb h 
n er of t e reel of tape used 

in the operation. 

EXAl'lPLE: If the plant number is 69-1, the first 

reel of tape used will be marked 69-l-Tl 
and the next reel will be marked 69-I-T2, 
etc. 

C. 
The actual tape will also be marked with a black in

delible felt pen approximately one foot in from the 

end on the dull side of the recording tape. Immedi

ately after the tape identification number the moni

toring officer will place his initials. This shall 

be done at the beginning and end of each tape. 

D. 

E. 

F. 

When a tape is completed or must be removed from 

the recorder, the tape shall be immediately wound 

forward on the take-up reel which bears the tape 

nwooer. 

The "OFFICI'AT ... TAPE" must never be left unattended'. 

At the close of the days vperation, if the plant ,is 

not in a continual 24 hour operation, any tape that 

has been used to record intercepted communications 

will be removed from the recorder onto the take-up 

reel and sealed. 

To seal an "OFFICIAL TAPE" it shall be placed in 

it's original cardboard container, both the container 

and reel shall tilen be placed in a supplied en

velope. A piece of transparent sealing tape shall 
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be nlace~ around the ~ntire env~lope. (Do not ,. 
\ ' 

moisten adhesive on envelo~e's flap) Along the 

tape, on the flan side of the envelope, shall be 

"'lritten the tape nU'1lber, the date and the time 

the tape covers, the identification and :;ignoture 

of the gerson resron~ihle for thnt tape's sealing. 

The sealer3 initials ~ha~l also be written on the 

seam on tlie large fla.p so that the envelopes car:not 

be opened withnut separating the initials. The 

sealing must be accQ~~lished in such a manner so 

as to cOflloletely prohibit entry ir.tn the envelope 

without being detected. 

If the envelope must he opened to allot:] for re

vie ... rin,] or copying the tape, the original se,:\! 

sholl be broken (cut) at the envelo;.>e fla!? to permit 

entry. T:le date ant] the name of the person brea)d ng 

the seal shall be written on the original seal. 

The resealing procedure shall be t~e same as with 

an original ta~e, using the sane envelope. The ne\'1 

seal shall be placed along side of the oriqinol 

"'.1,,0 un,r::ealed "OFFICIl\L TJ'.PE u and still attache.:-1 -:;en,l. ~ 

shall leave the possession of the person who has 

removed it from its envelope. 

H. ]:\11 I'OFFICIAL T}\PES" ... Till be returneu to the Elec

tronic Surveillance Unit \1ithin 24 hours after the 
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final day' of plant operation. Care,should be taken 

not to mutilate the envelope or seal during trens .• 

portation. 

I. A copy of all tapes will be made by the Electronic 

Surveillance Unit when the log indicates any perti

ne~t incriminating conversation is recorded, as 

outlined in Addendum 14, and returned to the plant 

supervisor. The security and custody of these 

copies of the "OFFICIAL TAPES" shall be. the re

sponsibili,ty of the plant supervisor. They will 

be kept until the completion of any resulting 

trials and then returned to the Electronic Sur'. 

veillance Unit for magnetic erasuring and reused 

for copy work. ~: No Transcripts will be made 

using the nOFFICIAJ~ TAPE". 

VII. The statute required that "Irfi'lEDIATELY" after the ter": 

mination of the el,ectronic surveillance, all tapes must 

be returned to the,~ourt and sealed by the judge. Once 

this is done, it will not be possible to unseal a tape 

for the purpose of reviewing or copying or making a 

transcript without obtaining an additional court order. 

It is therefore important that tapes be copied as soon 

as possible after the inter~eption of pertin~nt data. 

VIII. Immediately upon the termination of an instc.,llation, the 

Electronic Surveillance Unit shall make ,arrangements to 

return the tapes to ~he Court for the purpose of sealing. 

IX. The reports designated in Addendum 14, #5, and ~6 shall 

be made by the investigator responsible for the plant 

operation or someone expressly designated by him to 

complete these repo,r:ts. 
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LOG FORl'1 465 AND COI1TINUA'fION ELECTRONIC SURVEILLANCE 

PAGE l"ORB 466 

I. PURPOSE OF THE LOG 

II. 

'1 e Log SP Form 465, and The Electronic Survel.l anc 4' 66 sh'''ll be used to . 'p e cp Porm , ." the Continuatl.on as,' ~ d f surveillance plant maintain a chronologl.cal recor 0 

operations. 

NECHANICS 

A. 

B. 

C. 

D. 

E. 

F. 

. 'llance Log, SP Form 465 shall The Electronl.c Survel. 1 f ':OFF'ICIAL TAPE I! • 

be submitted with each ree 0 

1. 

2. 

'II ver one reel. The Log Wl. co 

more than a 24 hour No one Log shall cover 
period. 

shall be forwarded The Log together 'vii th t~e tape Unit wi thin 4 G hours 
to the Electronic Survel.llance 
of its being recorded. 

. to complete the When additional s~ce ~s npecessa~ Form 466. 
log, use the Contl.nuatl.on age, 

t t~e bottom of the Uniform abbreviations appear a
l 

r t 
Log and are to be used when re evan • 

shall be prepared in four copies. This report . 

four conies shall be as follows: Routing of the l:' 

1. Original- to the Electronic Surveillance unit 

2. 

3. 

4. 

and placed in master file. 

- to the Electronic Sur~eillan~e 
First copy d·d to the Organl.zed Cr1me Uni t to be forwar e . 
unit. 

Second copy - Station/unit copy. 

to be mainThird copy - Prosecutor'~ copy, tile pending 
tained in the station/unl.t case 
court action. 
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III. INS'I'RUC'I'IOHS FOR PREPARATION OF THE ELECTRONIC SUR
VEILLANCE LOG, SP FOP..:' I 465, AHD CON'I'INUATION PAGE, SP 
FOrul 466. 

A. 'l'he nUlilbers on the Electronic Surveillance Log, SP 
Form 465, and the Continuation Page, SP Form 466, 
have been inserted to simplify filling out the 
report. They correspond \'li th the numbers and 
ti tIes in tl1i s guide •. 

1. STATIOlJ/UIHT - Enter the name of State Police/ 
Unit maintaining the log. 

2. CODE - Enter the Station/Unit code designation. 
(Refer to Station-Troop Code, Addendum f.9, 

O. O. 227, Inve5tigation Reporting Procedures) 
3. PLA.NT NUiiDER - Enter the nunilier assigned to 

the plant operation. ('1'his number will be 
received from the Electronic ~urveillance Unit 
on olltaining a court order. 

4. 

5. 

G. 

7. 

8. 

9. 

DIVISION iCASE rmrmER. - Insert Division Case 
Number. ('This nUmber ~Jill be a combination of 
the Station code nwnber and the Station case 
nwnber. ) 

Example: A02691 will be the Division case 
nu@ber of the first investigation 
report from ~)secon Station for the 
calendar yearl~G9. 

TAPE NUriBER - Enter the number of the reel of 
tape used during the period Covered by the log. 

DATE AND 'EIliE LOG STAR'l'gD - Enter the date and tine the tape is placed on machine .. 
DATE AND TI!v~ LOG ENDS -- Enter the date and time the tape ended or the o.peration ceased. 

TOTAL uouns - Enter the total number of hours 
of all personnel used in the plant operation 
during the time covered by the log. 

TIIiE IN - In this column, inser.t the time of 
all incondng calls, If the pl~nt is an eaves
dro?ping operation, also enter the tim~.any 
person ~nters the room being bUgged. 
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10. TI:iE OUT - In this column, ente.r the time of 
all out-goin~ calls. If the plant is an 
eavesdropping operation, also enter the time 
any person leaves the room being bugged. 

11. Dl:.TAILS - This space i::; used for all informa
tion pertinent to the operation and a brief 
text of monitored conversation. 

a. The first entry will recor~ the time the 
reel ,-las placed on the machine, the number 
of the reel that is to receive the moni
tored conversation, the person making the 
log and \·.'110 as::;i::;ted in plant operation. 
The first entry will also denote that 
the plant is opening for the day or is a 
continual operation. 

Example: 
\-.:1 th tape 
recorder. 
this case 

The plant was opened at 9:00 A.M. 
number G9-1-Tl placed on the 

The index was set at (000). ~n 
the entry would read~ 

9:00 A.H. Plant opened. Official Tape 
69-1-Tl placed on mac!1ine by Det. i3ro\>m. 
Index set at (000). Assisted in plant 
operation by L>ets. ;:I. Black and J. \'Jhite. 

Examole continued: If the plant was in 
continual operation and an official reel 
was removed and another placed on machine 
the en try ... lOuld re.au:, 

9:00 A.M. continual Operation. Official 
tape 69-1-T2 placed on Machine by Det. 
BrmV'n ... etc. 

b. Relief of monitoring personnel will be 
recor~ed in this space. 

EXar.l1)Ie : Det. B. Brown "las the original 
monitor on the plant shift. He and his 
assistants wer~.relieved by Det. J. Jones 
and crew at 11:55 A.M. with tape reel 
69-1-T2 on the'recoruer at index setting 
(GO). In this case no further entries 
are made on that page of the log. A new 
"Continuation Page" will be headed: 
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11:55 A.i1.
m

Det. J. Jones relieving Oet. 
B. Brown, £ape 69-1-T2 on index (60). , 
Dets. Black and Mlite relieved by Green 
and Blue. 

Ou~going Cal~s~ If the Electronic Sur
ve~~lan~7 Un~t has provided some means 
of ~mmeu~ately retrieving the outgoing 
call~d nll-TTL~er - place that number i~ the 
deta~ls coill-trln. 

E~a~ple: 123-45G7 ( 

(~~planation) - The parenthesis are 
v~Qed for the insertion of the name 
tha~ pllQne numbers subscriber ,,,hich 
be ~nserted laterw) 

) 

pro
of . 
can 

Under certain circumstances the called 
number cannot be immediately obtained 
but can be at a later time using the 
reco~~ed 'dial pulses or touch tones. 
In b,l1s ca~e, number each out going call 
plac~ng,a 0/" or "TT/" to indicate if it 
was a d~aled call ora touch tone call: 

Example: ----. 

O/i~l ( 

Text 

0/#2 ( 

TT/#3 ( 

T'l'/#4 ( 

) 

of 

) 

) 

) 

call 

( 

( 

.~ 

) 

) 

) 

) 

Explanation:. The "0" indicates it was 
~n ~utgoin? dialed call and the "TT~ 
~nd1cat:s 1t,was an outgoing touch tone 
call.. .I.~le fu:'st parenthesis is provided 
for tne ~~sertion of the phone number at 
a l~ter t~me the second for the sub
scr~ber. 

The,Ele~tronic Surveillance Unit will later 
ass~st ~n the retrieval of t:1e numbers. 
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Incoming calls - Uniform abbreviations 
appearing at tne bottom of the log will 
be used w~ere relevant. 

Example: During a plant operation, an 
unidentified male answers the phone and 
spea)~s with an unidentified female. 'l .. he 
conversation concerns the purchase of a 
desk for the caller's office. Therefore, 
this conversation is hot pertinent to 
the investigation ia progress or related 
to another crime. In this case I the 
entry would read: 

u . r~. ( 
desk. 

) to U. F. 
(25) HIP 

) re purchase of 

Explanation: The parenthesis are provided 
for insertion of the names of those in
volved should they ue identified later 
in the investigation. The parenthesizeu 
number is the index num0er. 

e. The last entry on the log will be the 
time the reel ends. 'rile last entry \"ill 
also denote if the plant is continuing 
operation or is closing for the day. 

Example: Tile tape reel in ,use was G9-1-T2. 
'l'he reel had run out (or was about to), and 
a new reel of tape was to be placed on 
machine to continue operation. In this 
case the entry would read: 

6:00 P.M. Det. Brown removes and seals 
tape 69-1-T2 and places 69-1-T3 on machine. 

Example continued: If the plant was closing 
for the day: 

6~OO P.}IJ. Det. Brmvn rel!loves and seals 
tape 69-1-T2. Plant Closed. 

12. DATE - Appaars on Continuation page only. 
Place date of last entry covered on that 
page of the Log. 

13. 1~Al-iE - Signa ture of the moni tor for tha t page 
of the Log. 
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BADGE NUr1BER - ~!oni tor's, if aptllicable. 

PP.GE OF_PAr.Er.. (S 1f ~ ~ e -explanatory) 

NU~mER OF CONVERSA~IONS - TOTAL. Total number 
of conversations intercepted and covered by 
this single log. 

Nut·mER OF CONVERSATIONS' - . INCRliUNATING. 
Number of irlcriminating conversations covered 
by this single log. 
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11) STATION/UNIT 

I~) 1 APE NUMBER 

t9) TIME IN (10) TIME OUT (11) DETAILS 
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NEW JERSEY STATE POLICE 

ELECTRONIC SURVEILLANCE LOG 

(2) CODE (3) PU>.NT NUMBER 

(6) DATE .. TIME LOG STARTEC (7) DATE .. TIME LOG ENDS 

(4) DIVI510N CASE. NUMBEH 

~ _____ ._~. ____ -L ____ .-----_____________________________________ ~ _______________ - ___ -4 

UF. UNIDENTIfiED FEMALE 0/_ • DIAL CALL UM· UNIDeNTIFIED MALE 

Np. CONVEHSATION NOT PERTINENT TR. TRANSCRIBE TT/_ • TOUCH TO~E 
t'UMBER OF CONVER5ATlDNS 
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ELECTRONIC SURV.cILLA!~CE FINAL PLANT REPonT FOPJ 1 467 

I. PURPOSE OF THE REPORT 

A. The Electronic Surveillance Final Plant Report, 
SP Form 467, summariz~~s a completed surveillance 
o~eration. In effect, the report is a compilation 
of certain information recorded in the Electronic 
Surveillance Logs. This data ''Iill permi t reporting 
to S,tate and Federal Government as required by la''I. 

B. Conduct of the investigation will be reported 
acc~rding to Operation Orders covering the Investi
gation [{eporting System. (S.O.P. 195,000) 

1. In the event that no investigation report has 
been made prior to the implementation of an 
electronic surveillance court order, this 
report shall be made within 43 hours of the 
installation of any electronic surveillance 
equipment. 

2. Supplementary Investigation Reports will be 
submitted as required. 

'II. MECHAiHCS 

III. 

A. 'l'he Electronic !iurveillance Final Plant neport, 
SP Form 467, shall be submitted [ollo ... ling th~ 
completion 'of any electronic surveillance opera
tion by the person in charge. 

B. This report shall be prepared in three copies. 

c. Routing of the three copies shall be as follows: 

1. Original and first copy - Original copy to the 
Electronic Surveillance Unit ~aster file via 
channels and the first copy will be furnished 
to the Organized Crime Unit. 

2. Second copy - Station/Unit copy, case file. 

IL~STRUCTIONS FOn PREPARATION OF THE E.LECTRONIC SGR
VEILLANCE FINAL PLANT REP'ORT FORN 467 

A. The numbers on the Electronic Surveillance ::~al 
Plant Report, SF Form 467, have been insert€:-:: tc? 
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simplify filling out the re?ort. They correspond 
wi th the nwnbers and ti tIes in tilis guide. 

1. STATI01'J/UNIT - Type the name of the State Police 
Station/Unit reporting the investigation. 

2. CODE - Enter Station/Unit code designation. 

3. PLAJ.\jT NUHBER - Enter the number assigned to 
the plant operation. (This number "'las assigned 
by the Electronic Surveillance Unit on receiving 
the Court Order.) 

4. DIVISIor~ CASE NUi'1BER - Type Division Case Number. 
(This nUmber will be a combination of the Sta
tion Code Number and the Station Case Number.) 

5. PERSON AUTHORIZING INTEP..CEPTS 

NAI',1E OF ~1UDGE-ADDP£SS. The name ann court 
address of the judge who signs the court order. 

NM'iE & ADDRESS OF PERSON 1'.OTHOflIZING INTERCEP
TION APPLICATION. 

EXN!PLE: A. G. Geo. F. KUgler, Trenton. 
Act. A. G. ~V'm. Smith, Trenton. 

,6. CRniE SPECIFIED - Enter the crime under in
vestigation at the time of application for 
the court order. 

7. PERIOD ORIGIN~..LLY REQUESTED - The number of 
days permitted to intercept by the order. 

DATE OF APPLICATION - Date application was 
signed by court. 

DA~E OF ORDER - Date order was signed by court. 

3. LENGTH OF EXTENSIONS 1st, 2nd, 3rd - T!1e number 
of days permitted by the respective extension. 

9. 

DATE OF APPLICA'l'ION & DATE OF ORDER - Dates 
renewal application and renewal order were 
signed by the court. 

TYPE OF INTEP"C,EPTIOl~ - Type "X" in the space 
indicating whether the surveillance wa~ plIDne 
wiretap, ~icrophone/eavesdrop or other - specify 
what other. 
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10. LOCA'rIml OF THE INTERCEP'rIOl~S - Type "x" 
at the location \'lhere the monitored conver
sation took place. 

Residence - One family dwelling 
11ul tiple - 1\'10, three or four family dwelling 
Apartment - ~10re than four family dwelling 
Business Location (Specify) Example~ New Car 

Dealer - Office, Bardware store - counter: 
Restaurant - cashier, Used Car Dealer -

, garage, etc. 
Other (Specify) - Car, train, bus, parJ~, beach, 

street, etc. 

11. DURATION DET~\]EEH - Date plant officially 
opened, month .. type number, <lay of month, 
year - type last b~O digi ts, "and" date plant 
\-las "terminated" using same date indications. 

12. NULiBER OF DAYS IH ACTUhL USB - Enter number 
of days plant was operated. 

13. NUl,mER OP PERSOl~S ';]}lOS!:: COlll1UNICATIONS t'JERE 
INTERCEPTED - Probably the most important 
figure on whole report:. Atte::rctpt to be as 
accurate as possible. Count total number of 
people whose conversations' were heard. 
Example: In a bookmaking operation, the book
maker is one and each of his customers are 
counted oi1'C'e, no matter hO\·, many times they 

14. 

15. 

16. 

17. 

call in. 

l~m1BER OF CO;.l:1UiJICA'l'IONS IHTERCEPTED - Total 
number of ,conversations entire operation. 

NU; lBER OF INCRIJ lINl'.TING COirl~'iUNICATIONS INTER
CEPTED - Total number of incriminating con
versations of entire o?eration. 

AVERAGE FHEQUENCY OF IHTE..RCEPT (Per Day) -
Divi~e the number of days in actual use (12) 
into communications intercepted (14) for daily 
average. This figure might help in arriving 
at a rcasonable estimate for number of persons 
whose communications were intercepted (13). 

NATURE & QUAHTITY OF I-iAJ1PO'i~r;R USED - r,~an Eours -
Ty~e in rcspective bloc)~ man hours for each 
ca tc::gory ,$ only which ai-'ply. 
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20. 

21. 

22. 

23. 
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-4- ADDENDU;1 ffS 

RESOURCE COST - Ty' . 
costs of plant pte 11n respestive block . ' ren a tel h (1f knovm), tape used' . ep ~.on~ service 
other (specify). ' nUmber of reels, 

ARRESTS, NN'lES & ADORE ,'l" • 
persons whose arre SSE~ - L1st all those 
material to what d sts were responsible (im-
~on . egree) due to so . ,_ versat10n resultin f .' me mon1tored 
plant. g rom th1s particular . 

State & Federal L . 
P7rsons be gi ven' :~" n~e9u1res :ach of thesf; 
V1sement of int ~ t1ce of 1nventory (Ad-
within ninety (;~)e~ted communications) 
mination. ays of the orders ter-

DOES NAlm APPEAR ON 
Type "yes" or "no" fOTHER !INAL PLANT REPORT'-

or eacn arrested person. 

O~~ER RELATED INSTALLATIONS - Type number of 
o e~ re~ated plants which 
vest1gat10n. (steps) contributed to in-

REPORTING DATE - Self-explanatory 

NAI-ffi AND BADGE NU"mER _ 
I Self-explana tory 

4io 
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j\;~W JC:RSEY STATE POLICE 
ELC:CTRONIC SURVEILLAr-:C~ 

FINAL PLANT REF'ORT 

I 
(11 SI"I,on/Un,t (21 Cod. (3) Plam numb., (41 O,"",on CA .. numuor 

I 
(51 f"tlomll .nd ..ad,." of Judlll Application Order or Extension 

(6) Crime .~cif"d 

Person 
Authorizing (7) Pe,iod originallv ,oqu .. ,od o.to of apphc.allon Oat. of o,d" 

Name snd add,es~ of,p.,ilan authorizing .... the 
inte,cuplton Ippl'cat,on 

Intercepts 

(8) 
1st --LENGTH OF 

(5) Tvp. of Interception. 
EXTENSIONS 2nd --

o Wi,. laP o Microphone I ove.d,op o Othor (.p.cify) REOUESTED 

3rd -
(10) LCJc.ation of interception 

oRe.id.nl o Aplrtm.nl OMultiplo d ...... lling OSuloineu location oOtho, (sp.cifV) 

(16) I\"o,ag. (1:11 Numbor of Number of 
frequency of 

Duration 
dav' in octual 

(131 P."on. who,', (14) , (151 Incriminating inll" ""PII por OoV 
(11) 

Month DIV Year .... 
communications Communication, communic.ationl 

Description 
Wire inurcepttd intercepted int.re.pltd of S.t ....... n -- ---

(ntercepts 
ano 

NATURE OF RESOURCES 

(17) M.nhou/l • Monito,ing In.ull.tion Tronw:,ibing Oth.r 

RESOURCE COST 

(181 Plont renl Telephone .. ,."i~ Tapo. u,ed No, of , •• 1. I Otn" (,pocify) 

ACTION RESULTING FROM INTERCEPTED COMMUNICATIONS I (20!, DOll nam. Ippear on tnv other final report ~)Arr.su 
No VI' NAMES AND ADDRESSES 

, 

.. 

.. 

(22) R';>Ortin~ dalt (23) Nam •• nd bed •• numbor 

\ 
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COURT RESULTS 

OCTOBER 13, 1970 
ADDm';DU;,l #G 

The Final Plant Report, while it provides a good 
portion of the data required to be reported to State 
and Federal Government as required by law, fails to supply 
sULsequent resulting Court action. This information must 
be supplied yearly as a supplemental report to previous 
actions. The Final Plant Report completes the applicants 
obligations as far as required Electronic Surveillance 
Reports and fails to fill this void. 

However, it is still necessary to extract certain 
resulting Court action from the State Police Investigation 
Reporting System. The "Final Arrest Report'; carries the 
court results, trials, and convictions, necessary to meet 
statutory requirements. 

In order that this information may reach the Elec
tronic Surveillance Unit whose responsibility it is to 
prepare these statistics, the following shall be. accom. plished: 

To Operations Order #228 Investigation Reporting 
System - Addendum .1 Instructions for Preparation of 
Arrest - Section 68 "Narrative~ the following shall be added: . 

"if the arrest is the result of evidence gathered 
through a court authorized electronic surveillance, type 
"Elec. Sur. PI in the U?per right hand corner of this re
port below the perforation." 

The Bureau of Internal Records, shall forward. a 
photostatic copy of a Final Arrest Report, carrying this 
identification, to the Electronic Surveillance Unit . 
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JU"Nr; 29, 1 en 1 
1~.DDENDUIr. ~p 

ELECTROlUC SUnVr:ILL4NCE "10NI'j,'OJUUG 

,:.Ioni toring shall take place only 30 long a;-.; it i::; 

, h the element~ .. of the offense required to establl.s_ 

and ,the i~entity of all per90n1 involved. 

• 1 d l.'n the court order for monitoring Hours r:.tl.PU ate 

shall not be exceeded . mh sha,ll be se1f-impos~d .... ere 

on
l

• ·the hour Q of ~onitoring in an effort re~,triction::; -

ell.'"~Il.'nate interception of non-pertinent to mi nini ze or , .. 

conver'3ation. 

.-:hal1 \'e regularly reviet·'ed by the: 'ioni toring hour:J _ JJ 

. to ac'lieve that objective. rnonitor~ and their sUperVl.30r~ 

During the. period specified in Paragraph tl monitoring 

, t d ',~y court or~er with 3hal1 take place every day per.m~t e 

the fol10\'1ing exception!]: 

A. 

B. 

, . 
h t l.'ncrl.'~inating converGation \llien it is learned t.a 

ir; not likely to be inb:!rce'pter'l during a given 

ryrincinal sun?ect on vacation neriod of time, e. g. , ' .. ' 

or out of tm·m. 

'd t of the inve:,tigators the ";lhere .in ti1e )U gmen 

elements of the offer.~e have he en e:.;tablinh~d nnd 

f ' d hut 50~e investigative the perpetratorG idcnti l.e , 

, r 6 co:nJTJencing moni tori n9 consideration neCe3Sl.tates ~ 

47,3 
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IV. 

. , 
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at a later date, e.g. prenaration for a raid. 

~~7here moni toring an electronic 5urveil1ance in-

stallation is one pha~e of a broader inve~tigation 

and it i3 neces[:iary to !1uspend monitoring during 

an interim !)eriod to conduct other forms ,of inve.3ti

gation in preparation for further Monitoring. 

If monitoring of an electronic Gurveillanc~ inotallation 

i::; to be .3 uGr e nded for a oeriod of time the follo\'Iing 

procedure will be foll0\1ec1: 

A. The unit leader monitoring the installation will 

contact the ~lectronic Surveillance Unit ~upervi~or 

on the la~t date of oneration and advi~e him that 

monitoring will be ~u3~ended tem~orarily. 

. :3. A log "Ii 11 he r:>repared and fon',1arded for each day 

of :Ju::;pended o~eratiQn. Thi!i log \,"ill list reason 

for sU3~en~ion ~~d be signed by the rlant and Unit 

c. 
f.iuperviGor:.:;. 

Prior to reGUnting monitoring the Unit Supervi:;or 

will contact the Electronic Surveillance Unit super

vi30r or his representative an~ advioe him of the 

intention to re~Q~e monitoring. 

D. Logs and taiJe'i uill be fon/arded in the ~reGcribed 

manner. 
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SU1'11-'.ARY 

~l The duty to testify before a grand jury is firmly 

established. Federal courts may summon a witness from anywhere 

in the nation, and most states have reciprocal agreements 

for sur~oning witnesses upon a showing of materiality and 

necessity. ~ witness may move to quash the subpoena in the court 

having jurisdiction over the grand jury. Orders denying a 

motion to quash are generally non-appealable, though state 

statutes may allow appeals. A witness may consult with counsel 

outside the grand jury room. An ordinary witness is entitled 

to no warnings prior to testifying, though he may invoke the 

Fifth Amendment. A potential defendant should be warned of 

his Fifth Amendment privilege and his right to consult with 

counsel. If a witness receives immunity, he can still refuse 

to answer a question based on unlawful electronic surveillance. 

A witness need not answer questions that violate a corrunon-law 

or statutory testimonial privilege. 

~2 The federal policy of grand jury secrecy conflicts with 

the need for disclosure of federal grand jury minutes to state 

authorities combatting public corruption. The policy favoring 

secrecy of grand jury ?roceedings has existed for several hun

dred years,l and is "older than our nation itself . .,2 Yet the 

policy "is not absolute, and cannot be applied blindly . .,3 The 

rationale behind grand jury secrecy is based on protecting the 

workings of the grand jury. Grand jury secrecy is not a right 

of the witness. The traditjonal reasons for secrecy often 

becoW0 inapplicable after the return of an indictment or after 

trial. 
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Rule 6{e) of the Federal Rules of Criminal Procedure governs 

the disclosure of federal grand jury minutes, and permits dis

closure to be made "in connection with a judicial proceeding.
1I 

This is the primary avenue for state access to grand jury minutes. 

Even when disclosure would not be permitted under Rule 6{e), the 

courts have permitted it where a superior pUblic'interest is 

found. If the witness was granted immunity by the federal court, 

the testimony may still be used in a state civil proceeding. 

The fact that immunity was granted, may weigh heavily in 

favor of granting state access to the minutes. 

~4 In an involved grand jury investigation such as those 

looking into political corruption, a prosecutor may wish to 

subpoena those u~on whom the investigation has focused as 

potential defendants in order to examine them as to allegedly 

criminal activities and suspicious transactions. 'l'he target 

witness is generally afforded less procedural and constitutional 

protection than a de jure defendant. The practice of subpoena

ing a target has not been found to be violative of the ta~get's 

Fifth AYlendment rights. A target 'may consult his attorney 

outside the grand jury room, but he has no broader right to 

counsel than a mere witness. The courts have placed few limit-

ations on the extent to which the target strategy may be used. 

Once the target is the subject of an indictment he can no longer 

be compelled to testify about the crime which is alleged in the 

indictment. Generally, the state courts provide greater protect

tion than do the federal courts. 4 
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A. GRAND JURY BACKGROUND 

. 11 5 The power to comnel persons to appear and testify before 

grand juries has developed over centuries. Until the 16th 

century, juries in civil or criminal cases were supposed to 

find facts based on their own knowledge, and a wit~ess who 

volunteered to testify risked being sued for maintenance. 5 As 

juries bacame less able to find facts on their own, w,i tnesses 

were allowed to testify in civil cases,6 dnd the freedom to 

1 
For historlcal background, see'R. Calkins, "Grand Jury 

Secrecy," 63 Mich. L. Rev. 455 (1964). 

2 

At its inception in 1166, the "Grand Assize" 
(as the grand jury was then called) was not 
protected by secrecy. By 1368, "Ie grande 
inquest" had evolved, and,began the custom of 
hearing witnesses in private. R. Calkins, 
supra, at 456, 457. "However, the true 
independence of the grand jury and the 
institution of grand jury secrecy as a legal 
concept received their first real impetus 
in 1681, as a result of the Earl of 
Shaftesbury Trial." Id. 

Pittsburgh Plate Glass Co. v. United States, 360 U.s. 395, 
399 (1959). 

3 
In re Cement-Concrete Block, ChQcago Area, 381 F.Supp. 

1108, 1109 (N.D. Ill. 1974). 

4 
A survey of Illinois, Massachusetts, California, Florida 

and Ohio case law produced Ii ttle, if any, reference to 
any litig~tion surrounding the strategy herein described. 

5 
See, ~., [1450J Y.B. 28 Hen. 6, 6, 1. 

6 
Stat. of Eliza~eth, St., 1563, 5 Eliz. 1, c.9, §12. 
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testify soon became a duty, In 1612, Sir Francis Bacon in the 

b Trial7 asserted confidently: ~C~o~u~n~t~e~s~s~0~f~s~h~r~e~w~'s~u==r2Y ______ __ 

fr I 

t l'now that all subjects, You mus I\. 

without distinction of degre~s, owe
t to the king tribute and serVlce, no 

onlv of their deed an~ land, but ~f 
their knowledge and dls~overy. I 
there be anything that lmports the 
king's service they ought themselves 

d ded to impart it; much more, 
~~ ~~:~ be called and examined, wheth;r 
7t be of their own fact or of another s, 
1 ht to make direct answer. they oug 

In this country, the duty to testify before a grand 

, 8 
firmly establlshed. 

7 [1612] 2 How. St. Tr. 769, 778. 

jury is 

8 Un';ted states, 250 U.S. 273, 280-281 (1919): Blair v. ..... 

At the foundation of our federal govern-
t the inquisitorial function of the grand 

men , f l'tnesses were ' and the compulslon 0 w , , , 
Jury, "dents of the Judlclal 
recognlzed aSu1~~ld States. By the Fifth 
power of the n1 :ntment or indictment by 
Arnendm:nt, a pres essential to hold one 
grand Jury was made't 1 or otherwise infamous 
to answer ~or a caplla d that no person should 
crlire, and lt was dec,a:e 1 case to be a witness 
be compel~ed in a ~:~mln~y the Sixth Amendment, 
against hlmselfi w 1 e" the accused was 
in all crim~nal prosecu~~~nsand public trial, 
given the rlght to a sp f Yr obtaining witnesses 'th pulsory process 0 
Wl com h f' t Judiciary Act 
in his favor. By ~ e l~~ §30 1 Stat. 73, 
(September 24, 178 , c. ~xami~ation of 
88), the mode or proof

t 
by of the united States 

't es in the cour s d 
W1 ness and their duty to appe~r an 
was regulated, 'd These provis1ons, as 
testify was recogn1ze t · l islation are found 
modified by SUbsequ~~atseg By Act ~f March 2, 
in §§86l-865, Rev. t ·333 335 it was 

93 22 §6 1 Sta. " 'd 17 , c. I' for witnesses requ1re 
enacted that sUbPoe~a~he united States in any 
to attend ~ court 0, 0 an other district, 
district m1~ht r~n,l~t th~ effect of this in 
with a prov1so 11~1~lnltnesses living outside 
civil ca~ses,so ~nawh~ch the, court was held 
of the dlstr1ct 1 limited distance 
need not attend beyon~ a 'd ce See 876, 
from the place oj thelr reS1 e~ ., 

B § 877 originatlng 1n Act of Rev. Stats. y , 
26 1853 c 80 §3, 10 Stat. 161, February, ,., 
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B. Existence of Federal Privilege for Unlawful Surveillance 

l' 6 Nevertheless, an immunized witness may still be reluc-

tant to testify. He may attempt to avoid testifying by 

claiming that the questions are based upon an unlawful 

electronic surveillance. Consequ~ntly, he may assert that 

his testimony may not be received in evidence under the exclu-
9 sionary rule of 18 U.S.C. § 2515. 

When the witness makes 

this calim the government must affirm or deny the alleged unlawful 

9'omnibus Crime Control and Safe Street~ Act, Title III, 
§ 802, 187 U.S.C. § 2515 (1976): 

Whenever any wire or oral communication 
has been intercepted" no part of the 
contents of such communication and 
no evidence derived therefrom may be 
received in evidence in any trial, 
hearing, or other proceeding in or 
before any court, grand jury ... or 
other authority of the United States, 
a State, or a political subdivision 
thereof if the disclosure of that 
information would be in violation of 
this chapter. 

Section 2515 was included in Title III to protect the privacy 
of those affected by an unlawful ~urveillance. ~. Rep. No. 
1097, 90th Congo 2d Sess. 66 reprinted in [1968] U.S. 
Code Congo & Ad. News 2112. "The perpetrator must be 
denied the fruits of his unlawful actions." Id. at 69. 
No use whatsoever is to be made of the product of such 
surveillance. Consequently, the witness usually bases 
his claim here on an assertion that but for the unlawful 
electronic surveillance, he would not have been able to ask 
certain questions. He argues that because section 2515 calls 
for the exclusion of evidence which is the result of both 
direct and derivative use of the unlawful electronic surveil
lance, he need not answer the questions. 
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10 
act under 18 U.S.C. § 3504(a). If the government meets this 

burden and adequately denies that the questions are based 

upon unlawful electronic surveillance, the witness must tes-
11 

tify or be subject to a contempt proceeding. If the 

government concedes that the questions are based upon an 

10Jorganized Crime Control Act, Title VII, § 702(a), 18 U.S.C. 
§' 3504 (a) (1976): 

In any trial, hearing or other proceeding 
in or before any court, grand jury~ depart
ment, officer, agency, regulatory body, or 
other authority of the United Sta~es--

(1) upon a claim by a party aggrieved that 
evidence is inadmissible because it is the 
primary product of an unlawful act,or ~e
cause it was obtained by the exploltatlon 
of any unlawful act/ the opponent of the 
claim shall affirm or deny the occurrence 
of the alleged unlawful act (emphasis added) ... 

For comparable state rules, see infra "" 72-75. Bl~t ~ee In, r7 
Millow, 529 F.2d 770, 775 (2d Cir. 1976) (liThe ma]Orlty op:Lnl0n 
In re Evans insofar as it allows a witness to ~ely on 'mere 
assertion' seems to us unsound"); Matter of Special February 
1975 Grand Jury, 565 F.2d 407, 412-16 (7th Cir. 1977). 

lISee, e.g., United States v. Vielguth, 502 F.2d 1257, 
(9th COiro 1974) (v.ritness' s affidavit setting forth bellef 
that he was the subject of electronic surveillance, ident
ifying telephone numbers, and time per~od ~n question 
sufficient to trigger government's obllgatlon to re~pond); 
United States v. Toscanino, 500 F.2d 267, 281 (2d Clr. 1974) 
(court in absence of sworn wr{tten representation indic-

, 't ' ating agencies checked, unable to afflrm gove:nmen s 
denial)' United States V. Alter, 482 F.2d 1016, 1027 (9th 
Cir. 1973) (government's denial was insufficient as it was 
conclusory not concrete and specific); In re Evans, 452 
F.2d 1239 ~D.C. Cir. 1971), cert. denied, 408 U.S. 930 ~1972) 
(witness's mere assertion of unlawful surveillance requlred 
government to affirm or deny allegation). 

.' . 

,. '. 

unlawful electronic surveillance or fails to meet this 

12 burden, the witness may not be compelled to testify. 

1. Adequacy of witness's claim 

" 7 A grand jury witness may claim that the questions he is 

being asked are based upon an unlawful electronic surveillance 

by: 

1. making a mere assertion; or 

2. filing a factually based affidavit. 13 

14 
the of Appeals District In In re Evans, Court for the of 

Columbia held that the mere assertion that an unlawful 

wiretap was used was adequate to trigger the government's 
15 

obligation to respond. It was argued that to require no 

more than a demand encouraged the elimination 9f unlawful 

intrusions, while it imposed only a minimal additional burden 

on the government; to require more could well impose a burden 

12, 
Gelbard v. united ~tates, 408 U.S. 41 (1972). 

13 
'See 1979 Guild, supra note 35, at § 12.8 (f) (Challenges to 

the Government's denial, involving specific showing of 
electronic surveillance of the witness). 

14 
'452 F.2C1, 1239 (D.C, Cir. 1971), cert. denied, 408 U.s. 

9:30 (1972)" 

15 
452 F.2d at 1247. Evans was followed in United States v. 

Toscanino, 500 F.2d 267, 281 (2d Cir. 1974). See also -
In re Grusse, 402 F. Supp. 1232, 1234 (D.C. Conn.), aff'd, 
515 F.2d 157 (2d Cir. 1975). 
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upon defendants and witnesses that could rarely be met. 16 

This argument is not always persuasive. I I 
,,17 

n n re Vlg,ll, 

the '1'enth Circuit rejected the "mere assertion" rule. The 

court held that the claim asserted was insufficient since 

the affidavit filed lacked any concrete evidence, v~ even 

suggestions, of surveillance. To trigger a government response, 

factual circumstances from which it can be inferred that the 

witness was the subject of electronic surveillance must be 

set forth. This conflict i~ the circuits is as yet unresolved 

by the Supreme Court. 18 

16 1 
In Evans, Chief Judge Bazelon stated his belief that 

because electronic surveillance functions best when its 
object has no idea that his communications are being inter
cepted, the burden upon defendants to come forward with 
specific information would, in most instances, be impos
sible to carry. He further stated that unless the govern
ment was in the habit of conducting lawless wiretaps, it 
could easily refute any ill-founded claims. He sugaested 
that any additional burden upon the government coul~ well 
be met through employing computors to record and sort 
government wiretap records. 452 F.2d at 1247-50: Judge 
Wilkey, in a dissenting opinion, vehemently disagreed, 
citing House reports concerning the number of inquiries 
and the time required to process each. 452 F.2d at 1255. 

17 
524 F.2d 209, 214, (10th Cir. 1975), cert. denied, 425 

U.S. 927 (1976). 

IBSee also In re Millow, 529 F.2d 770 (2d Cir. 1976) 
(government,-in response to claim based upon knowledge 
that some electronic surveillance was used in the inves
tigation of other persons involved in the same activities 
leading to examination of witness, submitted authorizing 
orders to presiding judge; witness was not entitled to more 
as section 3504 was not intended to turn investigations 
~government into investigations of government). 

fr I 
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When a grand jury witnpss claims that the basis of the 

questions he is being askpd is an unlawful electronic sur-

veillance of a third pary (i.e., an attorney), the adequacy 

of the claim is ,generally maesured by standards first set out 

in United States v. Alter, where the Ninth Circuit held that: 

Affidavits or other evidence in support of the 
claim must reveal 

(1) the specific facts which reasonably lead 
the affiant to believe that named counsel for 'the 
named witness has been sUbjected to electronic sur
veillance; 

(2) the dates of the suspected surveillance; 
(3) the outside dates of representation of the 

witness by the lawyer during the period of sur
veillance; 

(4) the identity of persons by name or descrip
tion together with their respective telephone numbers, 
with whom the lawyer (or his agents or employees) 
was communicating at the time the claimed 
surveillance took place; and 

(5) facts showing some connection between 
possible electronic surveillance and the 
grand jury witness who asserts the claim or 
the grand jU~'9.proceeding in which the witness 
is involved. . 

The witness doe5 not, of course, have to plead or prove his 

entire case, but he must make a prima facie showing that 

. 19 
482 F.2d at 1026. See also In re Vigil, 524 F.2d 209, 

216 (lOth Cir. 1975) cert. denied, 425 U.s. 927 (1976) 
(knowledgeable U.S. attorney, in charge of investigation, 
provided court with assurance that there was no surveil-
lance by filing a responsive, factual affidavit); United 
States v. D'Andrea, 495 F.2d 1170 (3d Cir.), cert. denied, 
419 U.S. 855 (1974) (a check of all agencies involved with 
an accompanying affidavit not required); Korman v. United 
States, 486 F.2d 926 (7th Cir. 1973) (an official govern
ment denial by officer of a responsible government office, 
sworn to by the prosecutor in charge of investigation or 
government agency conducting the grand jury investigation, 
is required); In re Tierney, 465 F.2d 806 (5th Cir. 1972), 
cert. ~enied, 410 U.S. 914 (1973) (oral testimony that 
every government agency related to investigation was 
checked was sufficient denial). 
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good cause exists to believe that there was an unlawful 

electronic surveillance. 

2. Adequacy of denial 

" 9 When the witness's claim is adequate to trigger the 

duty to respond, the government then has the burden of af

firming or denying the allegation. The government may: 

1. 

2. 

or 

deny that there was any surveillance; 
20 

deny that there was any unlawful surveillance; 

3. concede the existence of the electronic surveil

lance and that it was unlawful. 

The government's response could take the form of: 

1. a general statement; 

2. an affidavit; 

3. testimony under oath; or 

4. a plenary suppression hearing. 

~10 When the government denies the existence of surveil-

lance, the practical difficulties of proving a negative 
'21 

arise. This dictates a practical rather than a technical 

approach. The problem is ascertaining a minimum standard. 

20; 
Note: ~f the language of the prosecution in responding 

under sect~on 3504 to an objection is: liThe questions are 
no~ ba~ed u1?onan un~awful electronic surveillance,1I the 
ob)ect~ng w1tness w111 not be sure if there was a surveil
lan::e unless he has received a section 2518 (8) (d) inventory 
not1ce. 

21 S . 
~ In re \\le~r, 495 F.2d 879,881 (9th Cir.),cert. denied 

419 u.s. 1038 (1974). -- - ' 

, .' 

Proving a negative is, at best, difficult and in 
our review, a practical, as distinguished from a 
tech n ical, approach is dictated. 
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Fortunotely, there is a trend towards flexibility, ond the 

necessary scope and specificity of a denial are tied to 

22 \ 
the concreteness of the claim. As the specificity of the 

claim increases, the specificity required in response increases 

accordingly. Thus, a ge!neral claim may be met by a Jeneral 

response, but a substantial claim requires a detailed response. 

A detailed response means that the government agencies connected 

with the investigation must search their files scrupulously 

and a summarizing affidavit indicating the agencies contacted 

d h ' 23 an t e1r resp8ctive responses must be submitted to the court. 

~il Although this is the trend, some courts still adhere to 

the standards set out by the court in Alter for the govern-

22 
In_re Millow, 529 F.2d 770 (2d Cir. 1976) (where a sub

stantial claim is made, the government agencies closest to 
investigation must file affidavits) i In re Hodges, 524 F.2d 
568 (lst Cir. 1975) (oral testimony of government attorney 
gave affirmative assurance that no information had come from 
unlawful surveillance where claim made one week after 
refusal to answer and 25 minutes before contempt hearing); 
In re Buscaglia, 518 F.2d 77 (2d Cir. 1975) (where only 
basis for cla-im was refusal of prosecutor to affirm or deny 
to witness's counsel that there had been surveillance, 
information tendered by prosecutor under oath to the court 
sufficient to establish no surveillance); united States v. 
St~~, 510 F.2d 1101 (5th Cir. 1975) '(where witness's claim 
was in general and unsubstantiated terms, government's unsworn 
general denial, given at the direction of the court was 
sufficient); United States v. See, 505F.2d 845 (9th Cir 
1074), cert, ~enied! 4io u.S. 992 (1975) (claim was vagu~ 
to the point of being a fishing expedition); United States 
~ :. .. !2~. A n 9J;~ , 4 9 5 F. 2 d 11 7 0 ( 3 d. C i r . ), c e r t. den i ed, 4 19 
U. S. 855 (1974) (where there is no evidence showing govern
ment's representations to be false, witness has no right 
to a hearing as to the existence of wiretap). Matter of 
Archuleta, 561 F.2d 1059 (2d Cir. 1977) (where the questions 
are ~ar70w ~n scope an affidavit by the prosecutor in charge, 
as d1stlngulsed from an all agency search, suffices since the 
prosecutor knows if his questions are the fruits of illegal 
surveillance). 
23 

'§iee 1976 Guild, supr~ note 35, at § .12.8 (e) (defense 
challenges to the government's deLial involving general 
factual showings of government inaccuracies or falsehoods 
concerning electronic surveillance). 
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24 
Generally, under Alter, if the government's mentis response. 

position is a denial, it should be given in absolute 

terms by an authoritative officer speaking with know-

ledge of the facts and circumstances; the response must be 

factual, unambiguous, and unequivocal. 25 Usually, such 

a denial will take the form of an affidavit stating that all 

agencies authorized to carryon electronic surveillance or 

those connected with the investigaton 26 have been checked, 

summarizing the respective responses. 27 The witness then 

contends that he should be granted a plenary suppression 

hearing to determine the existence of unlawful electronic 
, 28 

surveillance. Such requests are universally denled. 

24 I 
"482 F~2d 1016, 1026 (9th Cir. 1973). Alter has engen-

dered a great deal of confusion. It has been widely 
miscited for the proposition that it sets forth a checklist 
of requirements that must be met by a witness to establish 
a claim which will trigger the government's obligation t~ 
respond under section 3504. This is not the case. Alter 
applies only to a claim by the witness that the questions 
he is being asked are tainted by surveillance of conver
sations in which he did not participate. See United States v. 
yielguth, 502 F.2d 1257, 1259 (9th Cir. 1974). 

25 
482 F.2d at 1027. 

26 
~.n.~e Quinn, 525 F.2d 222 (1st Cir. 1975). 

27 
Generally, the denial will be in the form of an affidavit 

as it facilitates the task of the presiding judge in inspecting 
the papers. But this is not an absolute requirement. The 
denial may be in such terms as satisfy the district court 
judge. See United States V. D'Andrea, 495 F.2d 1170, 1174 
n. 12, (3dCir.), ce17t. denied, 419 U.S. 855 (1974). 

28-
"In re Persico, 491 F.2d 1156, 1162 (2d Cir.), cert. 

denied, 419 U.S. 924 (1974). The request would have to.be 
In the form of a motion to suppress under 18 U.S.C. §2518 
(10) which provides: 
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When the government acknowledges the existence of ~ 

wiretap but denies that it was unlawful, the courts g~nerally 

accept th e' production of an authorizing court order as an 

adequate denial of illegality, providl'ng, f o course, that 
the order is not facially d f ' 29 ' e ectlve. At this point, 

witnesses usually contend that the order should be turned 

over to them to examine, while the government counters that 

an in camera inspection is sufficient. For the most part, the 

28' (continup.d) 
Any aggrieved person in at' , 

or proceeding in or b f ny rlal, hearlng, 
officer, agency re u~ ~re any court, department, 
of the United St t g a o~y body, or other authority 
subd' , , a es, a State, or a political 

lV1S1on thereof rna 
conten~s o~ any int~rce~t:~v:i;~ ~~P;~:~s the 
corrununlcatl0n, 

(i) the communication 1 ' cepted; was un awfully lnter-
(ii) the orde: of,authorization or approval 

~nder ~h7ch lt was intercepted is 
(iii) lnsu~flclent on its face; or 

t~e lnterception was not made in conformit 
wlth the order of authorization or approval. 

Such motion shall be made befor th ' 
or proceeding unless there wa e e trlal~ hearing, 
such motion or the s no opportunlty to make 
of the motion. person was not aware of the grounds 

But section 2518 does not prov'd f 
conte,xt, of a grand J'ury 1 e or such a motion in the 

proceeding. The Ie ' 1 t' h' speclflcally states: glS a lve lstory 

~ecause no P7rson is a party as such to a grand 
~ury proceed7n~, the provision [section 2518 (10)] 

oes not enV1Sl0n the making f ' 
in the context of h 0 ~ mO~lon to suppress 

suc. a proCeedlng ltself. 
£. Rep. No. 1097, 90th Congo Sess. 106, 
Code Congo & Ad. News 2195. See Cali v re~rinted in (1968) U.S. 
475 (1st Cir. 1972). . Unlted States, 464 F.2d 

29 ' 
See, e.g., In re Marcus 491 F 2d 901 ' 

precluded from raising def~nse th~t t~lst Clr. 1974) (witness 
improperly authorized electronic qu 7s 10ns were based upon 
the interception order was not f s~r~~11~ance ~fter judge found 
United States, 464 F.2d 475 (lsta~7a y efect 7ve); Cali v. 
make motion to suppress in grand j~~~) ~972) (wltness may not 

490 

f 

f 
t 

i 

I 
11 
I! 
I' 

Ii 
Ii 

Ii 
Ii 
H 

11 

~ 
~ 
r 



'1 
'I 

" ;1 

" 30 
courts accept the government's pos1t1on. The proper 

procedure is described by Judge Gee in In re Grand Jury 

'31 
Proceeding (Worobyzt): 

The petitioner herein did not see'k a full
blown adversary hearing ... All that he sought 
was the opportunity to examine the underlying 
affidavits and the order authorizing the top' 
in short, a peek ... 

The relevant facts make this case indist
inguishable from Persico, and we think the rule 
there the proper one. Where the only question 
raised is the facial regularity of a wiretap 
authorization, we prefer to rely on th~ qis
trict judge's in camera determination. 32 

This procedure, however, is not universally followed. The 

First Circuit, in In re Lochiatto, 33 has held that an m 
camera inspection is insufficient protection for the witness. 

Under Lochiatto, a witness is entitled to an opportunity to 

examine the authorizing application, affidavits, and orders 

for facial defects. 

-:-3 0' 
In re Grand Jury Proceedings (Worobyzt), 522 F.2d 196 

(5th Cir. 1975), cert. denied, 425 U.S. 911 (1976) (witness 
not entitled to inspect authorizing documents where district 
court judge has examined the facial regularity of the 
documents in camera); Droback v. United States, 509 F.2d 
625 (9th eire 1974), cert. denied, 421 U.S. 964 (1975) 
(witness cannot delay grand jury proceeding to conduct a 
plenary challenge of electronic surveillance); In re 
Persico, 491 F.26 1156 (2d Cir.), cert. denied, 419 U.S; 
924 (1974) (grand jury witness not entitled to hearing 
to determine whether questions are based upon unlawful 
surveillance). United States v. Marales, 566 F.2d 402 
(2d Cir. 1977) (Persico extended to criminal contempt proceedings) . 

31 ) 
522 F.2d 196 (5th eire 1975) cert. denied, 425 U.S. 911 

(1976) . 

32 
Id. at 197-98. Such a procedure protects the privacy of 

all-Parties while still protecting the interest of the grand 
jury witness. 

33 
~497 F.2d 803, 808 (lst Cir. 1974). 
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1 'i 13 At this point, the wi tness would like a plenary suppres

sion hearing to determine the validity of the authorizing 

orders, but the courts generally refuse to grant such a 

34 
request. 

" 14 When the government concedes that there was an unlawful 

surveillance or the judge finds the orders to be facially 

defective, the grand jury witness has the privilege not to 

, 35' 
answer questions based upon the unlawful surve111ance. 

The problem then arises: how is the privilege vindicated? 

There are three possibilities: 

1. trust the prosecutor not to ask any questions 
based upon the surveillance, with the witness 
challenging any suspected questions on an ad 
hoc basis; 

2. have the presiding judge in an in c~me:a 
proceeding limit the scope of quest1on1ng; or 

3. hold a plenary suppression hearing to determine 
the extent of the taint. 

36 
There are no definitive cases on this point. 

34 'In re Mintzer, 511 F.2d 471 (1st Cir. 1974); In re Persico, 
491F.2d 1156-[2d eir.), cert. genied, 419 U.S. 924 (1974). 

35 
)Gelbard V. united States, 408 U.S. 41 (1972). 

36 
Standing may be determined by an in camera inspection, 

~~}ianetti v. United States, 394 U.S. 316 (1969), ~ut 
Alderman v. United States, 394 U.S. 165 (1969) requ1res an 
-a-dversary'i-iearing to determine ,:"hether a, conviction was 
tainted by the existence of an 11legal w1retap. 

See Giordano V. United States, 394 U.S. 310 (1969) 
(Alder-man -limi ted to situation where violation present). , 
The--argument is that a similar hearin<? would, also ~e requ1red 
to determine the extent to which the 1llega11ty ta1nts the 
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3. Refusal to testify after an adverse finding 

,,15 If a witness still objects to questions and refuses to 

answer after an in camera inspection or an adequate denial, 

he may be held in civil contempt by the court.
37 At this 

36 (continued) 
questioning. See united States v. Seale, 461 F.2d 345,365 
(7th Cir. 1972-)-(sworn testimony, subject to cross-examination, 
of relevant government witnesses must be submitted to show 
lack of taint in a contempt proceeding where overheard 
conversation was link in communication from lawyer to 
defendant); united States v. FOx, 455 F.2d 131 (5th Cir. 
1972) (a defendant who has been illegally overheard has a 
right not only to the intercept logs, but also to examine 
the appropriate officials to determine the connection between 
the records and the case made against him, but he is not 
allowed to rummage randomly through the government's files); 
united States v. Fannon, 435 F.2d 364 (7th Cir. 1970) (where 
there is conceded illegal surveillance of a co-defendant, 
neither an in camera inspection not the unsworn answers of 
the prosecutor are 'adequate) ; united States v. Cooper, 397 
F. Supp. 277 (D. Neb. 1975) (transmittal to the prosecutor 
of information obtained through unlawful surveillance must 

be shown). 

But see, In re Mintzer, 511 F.2d 471 (1st Cir. 1974) 
(limits Alderman as a post-conviction case to trial evidence, 
refusing to allow grand jury witness opportunity to develop 
case to show the taps found to be unlawful, i.e., without 
authorizing order on a facially defective order, are arguably 
relevant to the question posed). 

37 28 U.S.C. §1826 (a) (1970) : 

Whenever a witness in any proceeding before or 
ancillary to any court or grand jury of the united 
states refuses without just cause shown to comply 
with an order of the court to testify or provide 
other information, including any book, paper, 
document, record, recording or other material, 
the court, upon such refusal, or when s~ch 
refusal is duly brought to its attention, may 
summarily order his confinement at a suitable 
place until such time as the witness is willing 
to give such testimony or provide such information. 
No period of such confinement shall exceed the 
life of--
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point, the witness will again usually argue that he be 

granted a plenary suppression hearing, urging that the con

tempt hearing is a "proceeding" within 18 USC 2 •.• § 518(10). 

A contemporaneous contempt proceeding was not, however, 

held to be different from a grand jury proceeding in In re 

Persico, and the witness was t t d no gran e a suppression hearing. 

In Persico, the court looked to Justice Wh1'te'·s concurring 

opinion in ~elbard, in which he observed: 

Where the Government produces a court 
o:der for the interception, however, and the 
w1tne~s never~heless demands a full-blown sup
press10n hear1ng to determine the legality of 
t~e order, there may be room for striking a 
~lfferent ~ccommodation ... Suppression hearings 
7n these 71rcumstances would result in Erotracted 
1nterruptl0n of grand jury proceedings. 38~ 

4. Disclosure 

" 16 1 8 u. S . C . § § 2 51 8 (8) (d), ( 9 ) d 3 9 ' , an (10) give an aggrieved 

party only limited pretrial disclosure of papers and the pro-

duct of surveillance. A grand jury witness objecting to 

37 j (continued) 

38 

(1) the court proceeding, or 
(2) ~he te:m of the grand jury, including 

extenslons, before which such refusal to 
comply with the court order occurred 
but in no event shall such confineme~t 
exceed eighteen months. 

. ,C~ntempt,th~t m~y be purged by compliance 
1S c1v11. Sh1111t'~.I!~ v. United States, 384 u.S. 
364 ~1966). Grand jury witnesses who refuse to 
~est7fy are usually held in civil contempt since 
1mpr1sonme~t f~r,criminal contempt, under federal 
st~tutes, 1S 11mlted to six months absent a jury 
tr1al. Cheff v. Schnackenberg 384 U S 373 
(1966). ' ... 

/408 U S 4 .. 1, 70-71 (1972) . 

39 18 U.S.C. §2518 (8) (d) (1976): 
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. a::-_':: seeking to see the underlying documents or question~ng 

C.-';-;L-:mn i ca tions I there fore, .... 'i 11 find himse 1 f intercepted -

39 '(continuec: 
Within a reasonable time but not later than 

. oty days after the filing of an application 
~~~-an order of approval un~er 7ect~on 2518(7~ (b) 
which is denied or th7 terffilnat~on of t~e p7r~od 
of an order or extens~ons thereof, the ~ssu~ng or 
de~ving judge shall cause to be served~ on. the 
per~ons named in the order or the appl~cat~on/. 
- - uch other parties to intercept commun~cat~ons 
anC s . d . t . th t as the judge may determine in h~s .~scre lon .a 
is in the interest of justice, an ~nventory WhlCh 
shall include notice of--

(1) 

(2 ) 

(3) 

the fact of the entry of the order or 
application; 
the date of the entry and the period of 
authorized, approved or disapproved 
interception, or the denial of the 
application; and 
the fact that during the period wire or 
oral communications were or were not 
intercepted. 

The judge, upon the fil~ng of a motion, may in 
his discretion make ava1lable to such person or 
h · counsel for insepection such portions of the 
~s . l' t' d intercepted communicat10ns, app lca l~ns an . 

orders as the judge determines to be ~n the ~nterest 
of justice ..• 

18 U.S.C. §25l8 (9) (1976): 

The contents of any intercepted wire or oral 
communication or evidence derived the:efro~ shall 
not be received i~ evidence or otherw~s7 d~7closed 
in any trial, hearing, or other proceed~ng ~n a 
Federal or State court unless ea~h party,.not 
less than ten days before the tr~a~, hear~ng, or 
proceeding, has been furnished with a copy of the 
court order, and accompanying application, under 
which the interception was authorized or 
approved ... 

C §2518 (10) (a) (1976): 18 U. S. . 

... Th~ judge, upon the filin~ of.suc~ moti~n 
by the aggrieved person, m~y ln h~s dlscret~on 
make available to the aggrleved person or h~s 
counsel for inspection such por~ions of t~e 
intercepted communication or.evldence d7r~ved 
therefrom a$. the judge dete:cm~nes to be ~n the 
interests of justice. 
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with highly limited rights. 40 If the surveillance is terrnin-

ated, he will receive notice in accordance with section 

2518 (8) (d). But sections 2510 (9) and (lO) are inap

plicable to a grand jury proceeuing or a contemporaneous 

civil contempt hearing. 41' If there is a conceded illegality 

or a finding by the presiding justice that the surveillance . 
was unlawful, it is unclear as to what type of disclosure 

th . d' . . 42 e aggr~eve w~tness ~s ent~tled. But this will be, 

hopefully, a rare situation. It is, therefore, likely that 

normally there will be limited disclosure, if any, in 

connection with the grand jury proceeding. 

,,17 But if the contumacious grand jury witness is prosecuted 

for criminal contempt, he is entitled to a full disclosure 

under section 2518 (9). If the wiretap is found to be unlaw

ful, then the witness is arguably entitled to disclosure and 

an adversary taint hearing under: 

1. section 2518 (lO); or 

2. Alderman. 43. 

4Q 
In re Grand Jury Proceedings (Worobyzt), 522 F.2d 196 

(5th Cir. 1975), cert. denied, 425 U.S. 911 (1976). 

41 
In re Persico, 491 F.2d 1156 (2d Cir.), cert. denied, 

419 U.S. 924 (1974). 

42/ 
Supra note 204. 

43 
~394 U.S. 165 (1969). United States v. Fox, 455 F.2d 

131 (5th Cir. 1972) elaborated upon Alderman; it granted 
an aggrieved party: 
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43. (continued) 
(1) a right to inspect the intercept logs; 

(2) a right to examine appropriate officials in 
regards to the connection between the records and case made 
against him; and. 

(3) a right to find out who the appropriate officials 
are. 

This is not, though, a right to rummage through all the 
government files. 

Alderman, however, granted the right to an adversary 
hearing to determine the extent of taint in the context o~ 

.pre-1968 surveillance. The Supreme Court has not recons~d
ered its holding in Ald~rman in light of Title III. See 
United States v. United States District Court, 407 u.s. 
297, 324 (1972). 

The question now left open is whether under Title III 
an in camera inspection procedure is authorized to determine 
whether unlawfully intercepted information is arguably 
relevant to a prosecution before the material must be 
turned over to the defendant. The issue of automatic 
disclosure versus an initial in camera proceeding cannot 
be settled by looking at a constitutional text. See 
Taglianetti v .. united States, .394 U.S: 316 (1969r-Tnot 
every issue ra~sed by electron~c surve~llance requires an 
adversary proceeding and full disclosure). 

It is unclear whether the decision in Alderman rested 
upon the Court's supervisory power over the admission of 
evidence or on the Constitution. It is a reasonable inter
pretation that it rested upon the supervisory power. If so, 
Alderman has arguably been superseded by Congress when it 
enacted Titl~ III. The legislative history of Title III 
specifically states: 

This provision [section 2518(10} (a)] 
explicitly recognizes the propriety of limiting access 
to· intercepted communications or evidence derived there
from according to the exigencies of the situation. 
The motion to suppress envisioned by this paragraph 
should not be turned into a bill of discovery by the 
defendant in order that he may learn everything in 
the confidential files of the law enforcement agency. 
Nor should the privacy of other people be unduly 
invaded in the process of litigating the property 
of the interception of an aggrieved person's 
communications . 

.... s. ReD. No. 1097, 90th Cong., 2d Sess. 106 reprinted in 
[l968]U.S. Code Congo & Ad. News 2195. See ~., 116 Cong.a 
Rec. 35245 (1970). 

. . , 
.. ' 

, 

. ' 

(continued) 

Disclosure of overheard conversations may harm persons 
who have completely innocent conversations with people 
later prosecuted, or who ar~.TIIerely m~ntioned in such 
conversations. See,~, L~fe M~gaz~ne, May 30, .19b~, 
pp. 45-47 (excerpts from transcripts of conversat~ons overheard 
through government electronic surveillances published 
there contained unflattering references to prominent 
entertainment figures, an elected official, and members of 
the judiciary, none of whom was a party to any of the pub
lished conversations); R. Conolly, "The Story of Patriarca 
Transcripts," Boston Evening Globe, September 2, 1971, p. 22 
(transcripts, despite a protective order, appeared in the 
newspaper three weeks after disclosure). The lives and 
families of people identified in the conversations may be 
endangered. Pending investigations can be s:i.gnificantly 
impaired as' disclosure frequently leads to flight by pot
ential defendants and the destruction of evidence. 

The argument against disclosure where the aggrieved 
person is overheard merely by happenstance is particularly 
strong as the interception is incidental and wholly 
irrelevant to th~ purpose of the surveillance. In this 
context, an in camera review will protect the defendant's 
interests because the judge is capable of determining that 
an interception has no relation to a prosecution. 

18 U.S.C. §3504 (a) (2) further provides for only 
limited disclosure for pre-1968 interceptions. This statute, 
although not applicable to post-1968 interceptions, can also 
be viewed as expressing a congressional intent to limit the 
holding in Alderman. The legislative history reveals an 
intent to overrule Alderman as it pertains to pre-19G8 
interceptions. See, e.g., 112 Congo Rec. H9649 (daily 
ed. Oct. 6, 1970~ --- ---

These arguments are particularly strong when made in 
the context of a national security surveillance. Secrecy 
is an absolute necessity. Disclosure will include location 
of the listening device whi~h can be devastating. The 
identity of agents may also be revealed. To disclose may 
compromise national security. If the information cannot 
be disclosed under any circumstances, the entire invest
igation may have to be abandoned. Thus, there is a need 
to re-evaluate the present position on disclosure. Legality 
in the national security area is generally now determined 
through an in camera procedure. United States v. Lemonakis, 
485 F.2d 94r-(D.C. Cir. 1973), cert. denied, 415 U.S. 989 
(1974). See also 1976 Guild, supra note 35,at ch. 12. 
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In sum, a grand jury witness is not entitled to a hearing 

~o determine if surveillance was conducted or to test the 

legality of any such surveillance. He may refuse to answer 

only where surveillance was conducted and there was no auth

orizing order, where the government concedes that the surveil

lance was un'lawfu1, or where there was a prior judicial 

adjudication of illegality. Consequently, while Gelbard 

recognizes the testimonial privilege of the grand jury witness, 

that privilege is effective only when there is either a con

ceded illegality or when the court finds insufficient the 

authorizing order or the governmental denial of illegality. 

In other instances, i.e., where the government shows that the 

questions are not based upon unlawful electronic surveillance~ 

the witness will be compelled to testify. 

5. Wiretap privilege in New York 

~I 18 New York wiretap--grand jury practice is not as fully 

developed as its federal counterpart. Nevertheless, in New 

York, a grand jury witness need not answer questions which 

are based upon an illegal wiretap.44 Since section 3504 is 
'45 . 

not applicable to the states, a slightly different proc-

edure follows a recalcitrant witness's claim of unlawful 

44 People v. Einhorn, 35 N.Y~2d 948, 324 N.E.2d 551, 365 
N.Y.S.2d 171 (1974). 

45 H. Rep. No. 1549, 91st Cong., 2d Sess. 3, 16 reprinted in 
(1970)~s.-Code Congo & Ad. News 4007, 4009, 4027. 

As amended by the committee, the application 
of Title VII is limited to Federal judiciary 
and administrative proceedings. 
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interception. Upon the request of the witness
46 

(which 

e ore t e presiding must be respectful), he is brought b f h 

justice who may make appropriate inquiry either in camera 

or in 

Here, 

open court as to the soundness of the objection. 

the inquiry by the presiding justice is not in the 

nature of a suppression heal."l.'ng. S' 1 l.nce engthy suppression 

they hearings are too disruptive of grand jury proceedings, 

are not available to grand jury witnesses. 47 If the 

presiding justice finds that there was no wiretap or that 

there are no facial defects in the court order authorizing 

the wiretap, he may then compel the witness to testify or 

be subject to a contempt citation. 

A prosecution for contempt in New York is generally 

46~'~~~--=--~~~-------------------------------
People v. Breindel, 73 Misc. 2d 734, 739 342 434 ( , N.Y.S.2d 428, 

Sup. Ct. N.Y. County 1973), aff'd, 45 A.D.2d 691, 356 
N.Y.S.2d 626 (1st Dep't), aff'd, 35 N.Y.2d 928 324 N E 2d 
545, 365 N.Y.S.2d 163 (1974) (Ronald Chester G~ldstock, 'of 
counsel, for plaintiffs). 

47 

I hold, therefore, that the People are under 
no obligation to disclose to a grand jury wit
ness that the questions about to be propounded 
~re the product of electronic surveillance. 
~A] ,balance must be struck between the due func

t~onl.ng of the grand jury system and a defendant's 
r1ghts ~nder the eavesdropping statutes.' (People 
v. M~111gax:, 40 App. Div. 2d 165, 166, supra ...... )-.~~ 
The 1nte~r1ty of,the grand jury's fact-finding 
process l.s,what 1S at stake here. Providing an 
unc~operatl.~e or hostile witness with the type 
o~ 1nform~t10n requested in this case permits 
h1m to tal.lor his testimony to matters already 
known to the gr~nd j~ry, thereby defeating the 
~urpose,of call1ng h1m. Such disclosure also 
Jeopard1ze~ the secrecy of the investigation 
and hence l.ts chances of success with respect 
to the targets thereof. 

197~~\~-~~p~i~~--~_~~M~~~l~l~1~:2g=a~n, 40 A.D.2d 165, 338 N.Y.S.2d 488 (1st Dep't 
o Brlen, 76 Misc. 2d 303 350 N.Y.S.2d 498 (Rockland 

County Court 1973). ' 
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48 
criminal in nature. Because it is, the witness being 

prosecuted is entitled to all applicable procedural safe

guards: 'most importantly, a plenary suppression hearing. 49 

48 'N.Y. Penal Law §215.51 (McKinney 1975) provjees: 

A person is guilty of criminal, contempt in the 
first degree when he contumac~ously and 
unlawfully refuses to be sworn as a witness 
before a grand jury, or, having been sworn as 
a witness, he refuses to answer any legal and 
p~ interrogatory. Criminal contempt in the 
first degree is a class E felony. 

The legislative history of this statute provides clearly: 

The intent of the new enactment, as expressed 
in the Governor's Memorandum of Approval, was to 
increase 'the penalty for refusal to ... testify 
before a grand jury--after having been granted 
immunity--from a possible jail sentence of one 
year to a maximum prison sentence of four years ... 
Recently, district attorneys investigating 
organized criminal activity have been confronted 
by witnesses who refuse to testify before grand 
juries, even after they have been granted immunity. 
The increase in penalty ... should encourage other
wise uncooperative witnesses to assist grand juries 
in their investigations.' 

Hechtman, Comment, Penal Law (McKinney 1971). 

N.Y. Penal Law §275.50, providing for misdemeanor contempt, 
is still occasionally used. Criminal contempt prosecution 
is preferred over civil contempt prosecution because the 
contumacious witness can only be imprisoned for the term 
of the grand jury when found to b~ civilly contempt, but 
he can be imprisoned for up to four y~ars when he is found 
to be criminally contempt. The civilly contempt witness may 
alsO purge himself of the contempt by testifying. The 
criminally contempt witness cannot. The crime for which 
he is charged was completed in the grand jury. The pros
ecuting attorney may, however, dismiss any charges brought 
against a contumacious or recalcitrant grand jury witness if 
that witness subsequently cooperates. This, of course, 
is solely a matter of the prosecutor's discretion. Thus, 
there is a strong double incentive to testify. 

49 18 U.S.C. §2518(10) and N.Y. Crim. Pro. Law art. 710 
(McKinney, 1971). 
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'jl But to guard against vague and unsupported allegations, the 

Court of Appeals established a set of criteria to be met by 

I 

. I 

a defendant making stich a claim. 
50 \ 

In People v. Cruz, the 

court said: 

[The] defendant should have the burden of 
coming, forward ~i th the facts \"hich reasonably' 
lead h~m to bel~eve that he or his counsel have 
been subjected to undisclosed electronic surveil
lance. The defendant's allegation should be 
reasonably precise and should specify, insofar as 
practicable 

[1] 
[2 ] 

[3] 

the dates of suspected surveillance, 
the identity of the persons and their 
telephone numbers, and 
the facts relied upon which allegedly 
link the suspected ~~rveillance to the 
trial proceedings.~r 

Following such a showing, the people then have the burden 

of affirming or denying the allegations with a reasonably 

specific and comprehensive affidavit., The affidavit should 

specify: 

[1] [The] appropriate local, State, and if applic
able, Federal law enforcement agencies contacted 
to determine whether electronic surveillance 
had occured, 

[2] the persons contacted, 
[3] the substance of the inquiries and replies, and 
[4] the dates of claimed surveillance to which the 

inquiries were addressed.~2' 

These guidelines are to apply only in the context of a crim

inal trial, not in the context of a grand jury proceeding. 53, 

50 
134 N.Y.2d 362, 314 N.E.2d 39, 357 N.Y.S.2d 709 (1974). 

51 rd. at 369, 314 N.E.2d at 43, 357 N.Y.S.2d at 714. 

52 
rd. 

53 
LThe standards set out in Cruz and in 

confused and used interchangeably. See 
173 N.Y.L.J. 17 (1915). '" 
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The right of a witness to raise this objection is not 

without limitation. There caD be only one appearan~e before 

a justice to determine the existence or validity of a wire-

54 
tap. The right to object is not absolute and multiple 

challenges serve only to disrupt and delay the proceedings. 
55 

The right is waivable. A witness may not testify in 

hope that such testimony is later suppressable. The 

proper procedure is to raise the objection and request to 

be taken before the presiding justice. If the challenge 

fails, the witness must still remain sil~nt when questioned 

before the grand jury to preserve his ,objection. 

6. Wiretap privilege in New Jersey 

~ 20 The New Jersey wiretap statute is modeled on Title III; 

its legislative history is explicit: 

54 

This bill is designed to meet the Federal 
requirements and to conform to the Federal act 
[Title 1111 in terminology, style and format. which 
will have obvious advantages in its future app
lication and construction. '56' 

'People v. Langella; S2 Misc.2d 410, 370 N.Y.S.2d 381 
(Sup. Ct. N.Y. County 1975). 

55 People v. McGrat~, 86 Misc.2d 249, 380 N.Y.S.2d 976 
(New York County 1976). In McGrath, the. presiding justice, 
upon inspection, found no facial defects with the author
izing order and ordered the defendant t~ testify. The 
defendant did so "under protest." His answers were 
evasive and a prosecution for contempt followed. The 
court then found that the wiretap orders were, indeed, 
invalid because they were issued without probable cause; 
however" the court also found that the d~~fendant had waived 
this objection by testifying. 

56 
N.J. Stat. Ann. 2A:156A-l et seq. (West 1971) i Rep. on 

S. No. 897, Electronic SurveiLllance, S. ,.Committee on La,;." 
Public SafE'.!ty and De-fens'e, Oct. 29, 196'/8, p. 21.. 
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The New Jersey courts have not faced a question of a priv

ilege before a grand jury based on an unlawful electronic 

surveillance. A reasonable inference may be drawn, however, 

that federal decisions would be considered persuasive authority. 

This is even clearer after the recent appellate decision in 

State v. Chaitkin.
57 

In response to a motion to suppress at 

trial', the court fashioned a procedural remedy to protect 

Fourth Amendmen.t rights. The court said: 

The right to move to suppress evidence is conditional 
upon 

(1 ) 

(2 ) 

a claim by the person that he is aggrieved by 
an unlawful search and seizure; and 
a showing of reasonable grounds to believe 
that the evidence will be used against him in 
some penal proceeding ... 

[In determining the reasonableness of each defendant's 
belief] the standards should be as follows: 

(1) Defendants's allegation should be reasonably 
precise; 

(2) The allegation should set forth, insofar as 
practicable: 

(a) the dates of suspected surveillance 
(b) the identity of the persons and their 

telephone numbers, and 
(c) the facts relied upon which allegedly 

link the suspected surveillance to the 
trial proceedings. Sa -

No standards were established defining the specificity 

required by the people's response, but in light of the 

heavy reliance upon Alter in ~ormulating the standards in 

Chaitkin, a trial context, it is extremely likely that the 

New Jersey court would adopt Alter type standards in the 

grand jury context. 

57 . 
'135 

58 

N.J. Super. 179, 342 A.2d 897 (App. Div. 1975). 

ld. at 187-188, 342 A.2d at 902. 
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7. Wiret~~ Privilege in Massachusetts 

The questi~n of whether a grand jury witness has the 

privilege to ref~se to answer questions based upon an 

unlawful electro~ic surveillance has not been decided by 

any court in Massachusetts but there is no reason wh~ they, 

too, will not draw heavily from the decisions in federal 
59 

courts. 

8. Wiretap Privileg~ in Florida 

"" ......... V ~2 The Florida Security of Communications Act was patterned 

after Title III. 60 , Not surprisingly, a-diotrict court of 

-~-

1 f 11 . G lb d U· t d ' 61, appea s 0 OWlng ~ ar v. nl e States, denied that 

witnesses were privilege to invoke the evidentiary prohibition 

of the Florl'da Act.:62 ~ T] S C t h 1e upreme our, owever, expressly 

declined to follow Gelbard, and held that a witness summoned 

before the grand jury was an "aggrieved person," and thus had 

standing to challenge the legality of an interception by way 

-59',,-------------------------------------------------------------
In Commonwealth v. Vitello, Mass. , 327 N.E.2d 

819 (1975); the Nassachusetts wiretap statute, Mass. Ann. 
Laws ch. 272 § 99 (Michie/Law. Co-op Supp. 1978), was found 
to conform with the requirements of the comprehensive federal 
legislation. In so doing, the court set a standard for sup
pression questions. Suppression is required only where there 
has been a failure to satisfy any of those statutory require
ments that directly and substantially implement the congressional 
intention to limit the use of intercept procedures to those 
situations clearly calling for the employment of the extra
ordinary device. See 327 N.E.2d at 845. This approach follows 
the federal rule. See United States v. Giordano, 416 U.S. 
505 (1974). 

:60 'Fla Stat. Ann. ch. 934 (West 1973). § 934.06 is a replica 
of § 2515 of the federal act; § 934.09 a duplicate of § 2518. 

~,~ 1 
w ~upra note 203. 

,62 . 
"In re Grand Jury Investigation, 276 So. 2d 235 (Fla. Dist. 

Ct. App. 1973). 
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of preindictment hearing on a motion to suppress prior to 

63 interrogation. Upon the filing of such a motion, the judge 

may make available to the movant such portions of the intercepted 

communication or evidence derived therefrom as he determines 
64 

to be in the interests of justice. 

63 
'In re G~and Jury Investigation, 287 So. 2d 43 (Fla. 1973). 

64 F1a . Stat. Ann. § 934.09 (9) (a) (3) (West 1973). 
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FEDERAL PRIVILEGE IN THE GRAND JURY 

Addenda and Errata 

B. Existence of Federal Privilege for Unlawful Surveillance 

7 I 

'16, Note 9: Correction: 18 U.S.C. §25l5 ... 

'112, Note 28: Correction:: Any aggrieved person ... may move to 

suppress the contents of any wire or 

oral communication intercepted pur-

suant to this chapter, or evidence 

derived therefrom, on the grounds 

that: 

'12, Note 29: Correction: In re Marcus, 491 F.2d 901 (1st Cir.) 

(Witness •.• ), vacated, 417 U.S, 942 

(1974) . 

'116, Note 39: Correction: 18 U.S.C. § 2518 (9) (1978): 

The contents of any wire or oral 
communication intercepted pursuant 
to this chapter or evidence derived 
tfierefrorn •.. • 

'19, Note 54: Add at end: aff'd, 51 A.D. 2d 906, 380 N.Y.S. 

2d 833 (1st Dep't 1976) 

,20, Note 57: Correction: 135 N.J. Super. 179, 342 A.2d 897 

(Essex County ct. 1975), aff'd, 164 

'121, ~J,:>te 59: Correction: 

- ' .-

N.J. Super. 93, 395 A.2d 878 (App. 

Div. 1978). 

In Commonwealth v. Vitello, ~67 

Mass. 224, 327 N.E. 2d 819 (1975) 

See 367 Mass. at ---, 327 N.E. 2d at 

845. 
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'122, Note 62: 
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Correction: 
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In re Grand Jury Investigation, 276 

So. 2d ~ (Fla. Dist. Ct. App.), 

rev'd, ?87 So.2d 43 (Fla. 1973). 
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Introduction 

,,1 The purpose of these materials is to provide a 

brief outline of cases in which federal and state 

law enforcement authorities failed in some fashion to 

comply with statutory requirements for electronic 

surveillance, and where the evidence resulting from the 

surveillance was suppressed. The case summaries are 

organized according to the requirements of Title III 

of the Omnibus Crime Control and Safe Streets Act, 

though not all of the statute's requirements have led 'to 

mistakes and the suppress~on 0 ev~ e • , f 'd nce The hope is that 

f 't k s repetition can be by providing this catalogue 0 m~s a e 

avoided. 
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I. Who may obtain surveillance warrants 

A. What officer must apply for the warrant 

112 
United States v. Giordano, 416 U.S. 505 (1974). 

The defendant moved to suppress evidence obtained 

under a Wiretap order on the d h 
groun stat the application was, 

in fact, approved by the Attorney General's Executive 

Assistant, although the application for the order named 

an "A 't ss~s ant Attorney General specially designated 
by 

the Attorney General" as the applicant. The Executive 

Assistant placed the Aisistant Attorney General's signa

ture on the application; neither the Attorney General nor 

any Assistant Attorney General personally reviewed the 

application. The Supreme Court affirmed the district 

court's suppression of the evidence. 

1/3 
But ~ United States v. Chavez, 416 U.S. 562 (1974), 

the companion case to Giordano. The application for a 

wiretap order recited approval by a specially designated 

Assistant Attorney General but, in fact, was approved 

by the Attorney General himself. The Court held that 

approval by the proper official was the statutory require

ment and that this requirement was met. The improper 

recital of authorization on the application was a clerical 

matter and did not affect the propriety of the order. 

Every violation of Title III, in short, does not auto

matically require suppression of evidence. 

B. Application by an acting federal officer 

~4 United States v. Swanson: 399 F. Supp. 441 (D. 
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Nev. 1975). 

An Acting Assistant Attorney General approved an 

application for a warrant before he was confirmed by the 

senate. The court held that he did not have the authority 

to make an application and suppressed the evidence. But 

see United States v. Guzek, 527 F.2d 552, 559-60 (8th 

Cir. 1975) (upholding a wiretap application made by a 

specially designated assistant more than thirty days 

after the Acting Attorney General took office~ the court 

G 1 held offJ.'ce pur-found that the Acting Attorney enera 

suant to 28 U.S.C. §508(b) [1970], and was thus not subject to 

the thirty-day limitation of 5 U.S.C. §3348 [1970]). 

c. Restrictions on state officers 

1. What officer must apply for the warrant 

'15 
, , of Olander, 213 Kan. 282, 515 p.2d 1211 App1J.catJ.on 

(1973) • 

The state statute authorized "the attorney general, 

an assistant attorney general or a county attorney" to 

apply for a surveillance order. The court suppressed 

evidence obtained under an order applied for by an 

assistant county attorney. SimilaElY, state v. Frink, 296 

Minn. 57, 206 N.W.2d 664 (1973); contra, People v. Nahas, 

9 Ill. App.3d 570, 575-76, 292 N.E.2d 466, 468-70 

(Ill. App. ct. 1973); State v. Angel, 261 So.2d 198 (Fla. 

Dist. ct. of App.) , aff'd, 270 So.2d 715 (Fla. 1972). 

2. Delegation in case of vacancy 

,6 State v. Cocuzza, 123 N.J. Super. 14, 21, 301 A.2d 
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208 (Essex County Crim. Ct. 1973). 

Delegation of authority to make applications was 

not proper even though authorized by the chief prosecutor, 

where the chief prosecutor was not actually absent or 

disabled. 

II. Contents of the application for surveillance 

A. Enumerated crimes 

1. Federal crimes 

2. State crimes 

3. Limitation to crimes puni~hab1e by imprisonment for 
more than one year 

'17 People v. Amsden, 82 Misc.2d 91,368 N.Y.S.2d 433 

(Sup. Ct. Erie County 1975). 

The defendant moved to suppress evidence obtained 

pursuant to warrants issued only for the crime of promoting 

gambling in the second degree, a misdemeanor, not punishable 

by imprisonment for more than one year. The court held 

that the "imprisonment for more than one year" clause 

modifies all of 18 U.S.C. §2516(2)(1970) and suppressed the 

evidence. 

,8 Contra, United States v. Carubia, 377 F. Supp. 1099, 

1104-05 (E.D. N.Y. 1974); People v. Nicoletti, 84 Misc.2d 

385, 390-93, 375 N.Y.S.2d 720, 726-28 (Niagara County Ct. 

1975); S. Rep. No. 1097, 90th Cong., 2d Sess. 99 (1968). 

B. ?articularity as to conversations sought 

C. Particularity as to place 

515 

l 



D. Particularity as to persons 

1. Failure to identify known parties 

~9 Uriited States v. Bernstein, 509 F.2d 996 (4th Cir. 

1975), cert. pending. 

Where government agents had probable cause to believe 

that the defendant would be overheard on a tapped phone, 

the failure to identify him in applications for exten

sions required the court to suppress evidence obtained 

as a Lesult of interceptions otherwise authorized by the 

order of extension. 

,[10 United States v. Moore, 513 F.2d 485, 495-98 (D.C. 

Cir. 1975). 

The court reversed the conviction and su~pressed 

evidence from the surveillance and its illegal fruits 

where the defendant was not named in the surveillance 

order. The defendant was known to the government and 

there was probable cause that he was committing the 

specified crimes and that his conversations would be 

overheard. 

~ll Similarly, United States v. Donovan, 513 F.2d 337 (6th 

Ci~. 1975), ce7t. granted, 18 Crim. L. Rptr. 4161 (Feb. 
~ ,-

24, 1976). Contra, United States v. Civella, 19 Crim. 

L. Rptr. 2136 (8th Cir. Apr. 16, 1976); United States 

v. Doolittle, 507 F.2d 1368 (5th Cir.), aff'd en banc, 518 

F.2d 500 (1975~, cert. pending~ United States v. Kilgore, 

518 F.2d 496, 499 (5th Cir.), reh. en banc denied, 524 

F.2d 957 (5th Cir. 1975), cert. pending; United States v. 

Chiarizio, 388 F. Supp. 858 (D. Conn.), aff'd, 525 F.2d 
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289 (2d Cir. 1975); Peoplev. Palozzi, 44 App. Div.2d 224, 

227, 353 N.Y.S.2d 987, 989 (4th Dept. 1974). 

E. Inadequacy of investigative alternatives 

~12 United States V. Curreri, 388 F. Supp. 607 (D. 

Md. 1974). 

The court suppressed evidence obtained as a result 

of electronic surveillance because the application for the 

warrant did not state reasons why other investigative 

techniques failed, would fail, or would be too dangerous. 

,[13 United States v. Kalustian, 529 F.2d 585 (9th Cir. 

1975) . 

The application for an order authorizing a wiretap 

in a gambling case included statements by the investigating 

officers that other methods of investigation would not 

work, based on their "knowledge and experience." The 

court suppressed the evidence from the wiretaps, holding 

that the application must include a "full and complete 

statement of underlying circumstances." 

~14 Contra, United States V. Steinberg, 525 F.2d 1126 

(2d Cir. 1975), cert. denied, 19 Crim. L. Rptr. 4058 

(May 19,1976). 

F. Period of time surveillance to be authorized 

G. Prior applications 

'15 United States· v. Bellosi, 501'F.2d 833 (D.C. Cir. 

1974) . 

The defendant, charged with gambling violations, 
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moved to suppress evidence obtained pursuant to a sur

veillance warrant. The court granted the motion on the 

grounds that the application for the warrant failed to 

indicate that the defendant was previously the subject 

of a wiretap in an unrelated narcotics investigation. 

But see United states v. Kilgore, supra ~ll, at 500. 

III. Contents of the surveillance order 

A.Determination of probable cause 

1. Taint of evidence from prior illegal wiretaps 

,16 United States v. Houltin, 525 F.2d 943 (5th Cir. 

1976) . 

The court ordered suppression of evidence and 

reversal of the convictions of the defendants because of 

prior evidence received from illegal state wiretaps. The 

court found that the evidence used in the federal pros-

ecution was tainted by the illegal state evidence. 

~17 State v. Farha, 218 Kan. 394, 544 P.2d 341 (1975). 

The Supreme Court of Kansas ordered suppression 

of wiretap evidence made under a valid statute because of 

taint from wiretaps made under the previous Kansas statute, 

which did not comply with Title III requirements. 

,18 Contra/United States v. McHale, 495 F.2d 15, 17 

(7th Cir. 1974), where a wiretap was upheld because there 

were sufficient untainted sources in the application. 

,19 See also United States v. Cotroni, 527 F.2d 708 

(2d Cir. 1975), cert. denied, 19 Crim. ~. ~ptr. 4070 

(June 2, 1976), where evidence obtained by Canadian 

authorities in compliance with Canadian law, though not 
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in a manner which would have complied with United States 

constitutional or statutory requirements, was admissible 

in federal court. Title III was irrelevant where inter-

ception was not in this country. 

B. Directives limiting the scope of the surveillance 

1. Identification of speakers 

2. Duration and termination directives 

a. Failure to include a directive reguiring termination 
upon attainment of the objective of the order 

~20 People v. Pieri, 69 Misc.2d 1085, 332 N.Y.S.2d 

786 (Erie County Ct. 1972), affld, 41 App. Div.2d 1031, 

346 N.Y.S.2d 213 (4th Dept. 1973). 

A warrant permitted surveillance to continue for thirty 

days regardless of whether or not incriminating evidence 
I 

was obtained. The warrant was held to be invalid on 

constitutional and statutory grounds and the evidence was 

suppressed. 

~21 Similarly, Johnson v. State, 226 Ga. 80S, 177 S.E.2d 699 

(1970); State v. Siegel, 266 Md. 256, 272-74, 292 A.2d 86, 

95-96 (1972). But ~ United States v. Poeta, 455 F.2d 

117 (2d Cir.), cert. denied, 406 U.S. 948 (1972); United 

States v. Baynes, 400 F. Supp. 285, 300-10 (E.D. Pa.), 

affld mem., 517 F.2d 1399 (3d Cir. 1975); People v. 

Fiorillo, 63 Misc.2d 480, 311 N.Y.S.2d 574 (Montgomery 

County Ct. 1970); People v. Palozzi, 44 App. Div.2d 224, 

227, 353 N.Y.S.2d 987, 990 (4th Dept. 1974); State v. 

Braeunig, 122 N.J. Super. 319, 325, 300 A.2d 346, 349 

(App. Div. 1973); State v. Christy, 112 N.J. Super. 48, 
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270 A.2d 306 (Essex Couhty Crim. Ct. 1970). 

b. Failure to date the order 

'122 United States v. Lamonge ll 458 F.2d 197 (6th Cir.), 

cert. denied, 409 U.S. 863 (1972). 

Wiretap evidence was suppressed because of the 

absence of a date of issuance on the amending order, 

making the duration of the wiretap unlimited. 

3. Minimization directives 

C. Signature of the court 

,,23 United States v. CerasolI 355 F. Supp. 126 (M.D. 

Pa. 1973). 

The court ordered suppression of evidence where the 

judge failed to sign the warrant. 

IV. Execution of the surveillance order 

A. Who may execute surveillance orders 

,24 People v. Lossinno, 38 N.Y.2d 316, 379 N.Y.S.2d 77 

(1975), rev'g, 47 App. Div.2d 534, 363 N.Y.S.2d 

834 (2d Dept. 1975). A motion to suppress failed where 

the order permitted the district attorney to designate 

any "person" to execute the warrant; the court construed 

"person" to mean "law enforcement officer," and further 

identification was not necessary. 

B. Avoidance of excessive surveillance 
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1. Failure to minimize intercepted conversations 

'125 See generally Comment, "Post-Authorization 

Problems in the Use of Wiretaps: Minimization, Amendment, 

Sealing, and Inventories," 61 Cornell L. Rev. 92, 94-

126 (1975). 

a. Failur~ to make any attempt to minimize 

'126 United States v. George, 465 F.2d 772 (6th Cir. 

1972) . 

Evidence from all conversations was suppressed 

where government agents failed to comply with the 

limitations contained in the order authorizing the 

interception. 

b. Failure to minimize despite a good faith effort 

,,27 United States v. LaGorga, 336 F. Supp. 190, 195-

97 (lv.D. Pa. 1971). 

Where agents attempted to minimize the interceptions, 

but did record conversations which were unrelated to the 

objectives of the warrant, the court ordered suppression 

of only those conversations which were irrelevant, re-

fusing to issue a blanket suppression order. 

'128 But see United States v. Armocida, 515 F.2d 29, 

42-46 (3d Cir. 1975), cert. denied, U.S. (1976) , 

where the court, while denying a motion to suppress, 

formulated a three-factor test for reviewing minimiza-

tion efforts: 

~l) the nature and scope of the criminal enterprise 
under investigation; 
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( 2) the government's reasonable expectation as 
to the character of and the parties to the 
conversations; 

(3) the degree of judicial supervision by the 
authorizing judge. 

S~e also United States v. Chavez, 19 Crim. L. Rptr. 

076) cert. denied, 19 Crim. 2101 (9th Cir. March 31, IJ , 

L. Rptr. 4072 (June 2" 1976). 

t ' of prl'vl'leged communications 2. Intercep 10n ~ 

C. Amending the surveillance order 

"Post-Authorization Problems ,,29 See generally Comment, 

in the Use of Wiretaps," supra .25, at 126-39. 

Failure to amend retrospectively for crime~ not 
1. specifically designated but related to deslgnated 

offenses and therefore legally intercepted 

a. Federal crimes and federal orders 

,,30 

1975} . 

United States v. Brodson, 528 F.2d 214 (7th Cir. 

h dl'sml'ssal of an indictment where The court affirmed t e 

the gambling evidence supporting the indictment was obtained 

by a wire"tap _ authorl'7.ed for violations of a separate 

The government delayed until eight gambling statute. 

months after the indictment, until just prior to the 

trial, before applying under 18 U.S.C. §2517(5) (1970) for 

authorization to use the contents of the communications inter-

cepted concerning criminal actlvl les n . "t' ot specified in 

the original order. The court found that the 

t ' appll'cat~on was not made "as soon as governmen s ... 

, bl " practlca e. 

.. ' 
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,,31 See also United States v. Campagnuolo, F. Supp. __ 

(S.D. Fla. Dec. 31, 1975). Contra, United States v. Moore, 

513 F.2d 485, 500-03 (D.C. Cir. 1975). 

b. Federal crimes and state orders 

,,32 United States v. Marion, F.2d (2d Cir. May 7, 

1976), rehearing application pending. 

Conversations intercepted and used as evidence in 

federal grand jury and criminal proceedings, where the 

interception was by state court order specifying analogous 

but separate and distinct state offenses, were suppressed 

and the federal convictions reversed because the federal 

government failed to obtain judicial approval 

for the use of the conversations under 18 U.S.C. §2517(5} 

(1970). Title III provisions control their state counterDarts 

unless the state provisions are more restrictive. The 

opinion notes that where an order is extended or renewed 

by subsequent court order, the review by the issuing 

judge is sUfficient to satisfy section 2517(5), provided 

there is some indication that additional offenses, federal 

or state, might be involved. 

'133 But see United States v. Rizzo, 492 F.2d 443, 447 

(2d Cir.), cert. denied, 417 U.S. 944 (1974); United 

States v. Tortorello, 480 F.2d 764, 781-83 (2d Cir.), 

cert. denied, 414 U.S. 866 (l973). See also United States ---
v. Vento, 19 Crim. L. Rptr. 2102 (3d Cir. March 16, 1976) 

(no authorization is needed to use wiretap evidence to secure 

another wiretap) . 
.\ 
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2. Failure to amend in a prompt fashion for unrelated 
crimes 

United States v. Brodson, supra ~30; United States 

v. Marion, supra ~32; United States v. Campagnuolo, supra 

Cf. People v. DiStefano, 38 N.Y.2d 640, 345 N.E.2d 

548, 382 N.Y.S.2d 5 (1976); but see People v. Ruffino, 

62 Misc.2d 653, 309 N.Y.S.2d 805 (Sup. Ct. Queens County 

1970). See also United States v. Cox, 449 F.2d 679 (10th 

Cir. 1971), cert. denied, 406 U.S. 934 (1972). 

'3. Failure to amend prospectively 

a. Persons 

United States v. Capra, 501 F.2d 267 (2d Cir. 1974), 

cert. denied, 420 'u.S. 990 (1975). 

The wiretap warrant authorized interception of con-

versations of one party "with" conspirators, the police 

continued to intercept conversations of the defendant 

after his identity became known to them, delaying seventeen 

days before amending the warrant. The court suppressed 

all conversations of the defendant intercepted during 

that period, calling the interception a warrantless 

surveillance in violation of Title III. 

'137 See also United States v. Bernstein, 509 F.2d 996 

(4th Cir. 1975), cert. pending; United States v. Donovan, 

513 F.2d 337 (6th Cir. 1975), cert. granted, 18 Crim. L. 

Rptr. 4161 (Feb. 24, 1976). 
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~38 But see United States v. Kahn, 415 u.S. 143 (1974), 

where the warrant authorized interception of communications 

of the husband and "others as yet unknown." The Court 

denied a motion to suppress conversations between the wife 

and a third party, finding that since the government did 

not have probable cause to suspect the wife of complicity 

in the specified crimes at the time the application was 

made, she fell into the category of persons "as yet 

unknown." 

'139 See als~. People v. DiStefano, supra '135, at 648-50, 

345 N.E.2d at 553, 382 N.Y.S.2d at 10, where the police 

intercepted one conversation of the defendant, but failed 

to amend the subsequent application for an extension to 

include the defendant or the crimes for which ·he was 

eventually indicted. The court refused to suppress the 

conversations, holding that after the first conversation 

the police lacked probable cause to amend the warrant to 

name the defendant, or to include the crimes for which he 

was charged, or even to assert that he would use the tapped 

telephone again. 

b. Crimes 

People v. DiLorenzo, 69 Misc.2d 645, 330 N.Y.S.2d 

720 (Rockland County Ct. 1971). 

The court ordered suppression of conversations 

relating to a crime not specified in the surveillance 

warrant because the state officers failed immediately to 
, 

amend the warrant to include the crime. The court did 

allow conversations of the defendant, who was not identified 
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in the original warrant, which related to the specified 

crimes to be admitted in evidence. Subsequent authoriza-

tion for use of these conversations was obtained, though 

at the same time as the authorization for the conversations 

relating to the new crime which were suppressed. 

~41 Contr~, United States v. Denisio, 360 F. Supp. 715, 

7 2 0 (D. Md. 19 7 3) . 

D. Extension of the surveillance period 

E. Termination of the surveillance 

v. Post-surveillance requirements 

A. Delivery, sealing, and storage of applications, orders, 
and recordings 

,,42 See generally Comment, "Post-Au.thorization Problems 

in the Use of Wiretaps," supra ,,25, at 139-41. 

People v. Sher, 38 N.Y.2d 600, 345 N.E.2d 314, 381 

N.Y.S.2d 843 (1976). 

The Court of Appeals ordered suppression of record-

ings and all evidence derived from interceptions, where 

the prosecution unsealed them shortly before trial without 

judicial approval or supervision. Unsealing them for the 

purposes of the trial was not seen as a satisfactory excuse 

for explaining the absence of the seal. 

~44 People v. Nicoletti, 34 N.Y.2d 249, 313 N.E.2d 336, 

356 N.Y.S.2d 855 (1974). 

Suppression of recordings was ordered where the police 

failed to present them to the issuing judge for sealing 

... .-
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upon expiration of the warrant. Th d f e e endant needed only 

to show that the recordings were unsealed, and did not 

need to show evidence of actual tampering. 

Contra, United States v_. C t 47 an or, 0 F.2d 890, 892-

93 (3d Cir. 1972). 

B. Delivery of notice of the surveillance 

,,45 See generally Comment, "Post-Authorization Problems 

in the Use of Wiretaps," supra ,,25 at 141-54. 

,46 United State Ch 3 ______ ~~~~s~v~.~~u~n~, 86 F. Supp. 91 (D. Hawaii 

1974) . 

Individuals who were unnamed at the time their 

conversations were intercepted moved to suppress the evi-

dence obtained. Th t h d e cour el that because this inter-

ception was not brought to th tt . e a ent10n of the issuing 

judge and because inventory notice was not served within 

the ninety days allowed by section 2518(8) (d) the evidence 

should be suppressed. 

Similarly, United States v. Donovan, supra ,37; United 

States v. Eastman, 326 F. Supp. 1038 (M.D. Pa. 1971), aff'd, 

465 F.2d 1057 (3d Cir. 1972);.State v. Berjah, 266 So.2d 

696 (Fla. Dist. Ct. of App. 1972). S 1 . 
~ ~ Un1ted States 

v. Civella, 19 Crim. L. Rptr. 2136, 2137 (9th Cir. April 

16, 1976), where the court d . suppresse w1retap evidence 

related to two defendants who never received inventory 

notice, while permitting such evidence to be adm~tted 

against defendants who received inventory notice five and 

thirteen days respectively after the expiration of the 

ninety-day period allowed by section 2518(8) (d). 
527 



,j 

1 

I 
f\ 

;1 
II 
i 

;1 
\1 

,i 
I 
i 
i 
1 
1 
I 
1 

; 
.. ! 

i 

j 

1 
~ 

'48 But see United St~tes v. LaGorga, 336 F. Supp. 190, 

194 (W.D. Pa. 1971); People v. Hueston, 34 N.Y.2d 116, 

312 N.E.2d 462, 356 N.Y.S.2d 272 (1974), cert. denied, 

421 U.s. 947 (1975); State v. Rowman, N.H. , 352 

A.2d 737 (1976). 
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Addenda and Errata 

(Double underlining indicates corrected material) 

'12: Add at end: 
Under Giordano suppression is required only 

for: 

. • • [a] failure to satisfy any of those statutory 
requirements that directly and substantially imple
ment the congressional intention to limit the use 
of intercept procedures to those situations clearly 
calling for the employment of this extraordinary 
investigative device ..•• [T]he provision for pre
application approval was intended to play a central 
role in the statutory scheme and •.. suppression 
must follow when it is shown that this statutory re
quirement has been ignored. 

416 U.S. at 527-28. 

'13: Add at end: The Court distinguished Giordano: 

[In Giordano,] we did not go so far as to suggest 
that every failure to comply fully with any require
ment provided i~ Title III would render the inter
ception of wire or oral communications "unlawful" 
•... [I]t is apparent from the scheme of [18 
U.S.C. 2518 (10) (a) (1976)] that paragraph (i) was 
not intended to reach every failure to follow stat
utory procedures, else paragraphs (ii) and (iii) 
would be drained of meaning. 

Id. at 574-75. 

'13B: Also see: United States v. De la Fuente, 548 F.2d 528 
--- "-'7 

(5th Cir. 1977). Despite the defendants' vigorous objection to 

the introduction of an authorization to intercept communications, 

signed by the Attorney General, the memorandum was admitted. The 

court held that because the defendants made no allegations and 

offered no proof that the Attorney General's authori.zing signa-

ture was inauthentic or irregular, the prosecution was not ob-

ligated to prove the authenticity of the signature . 
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I'. Who may authorize surveillance warrants 

A. Federal 

B. State 

'16A: state v. Adams, 2 Kan. App. 2d 135, 576 P.2d 242 (1978). 

When a state district judge authorized the interception 

of communication from a telephone outside of his territorial 

jurisdiction, evidence obtained was suppressed. A state statute 

expressly limited a judge's ability to authorize interceptions 

to his territorial jurisdiction. 

,8A: C. Particularity as to place 

Calhoun v. State, 34 Md. App. 365, 367 A.2d 40 (Ct.Spec. App. 

1977) . 

The court suppressed evidence from a wiretap where the 

state made an application, supported by valid affiqavit, to tap 

a particular telephone and later sought a new order to tap a dif

ferent telephone. The court found the second application insuf

ficient since the government attempted to incorporate by reference 

the allegations of the first application to satisfy the "probable 

cause" requirement of the second application, but offered no new 

allegations that normal investigative procedures would not succeed. 

Id. at 375-76, 367 A.2d at 45-46. Refusing to permit the "tack

ing" of a prior valid affidavit to cure a present defective affi

davit used in another application, the court reasoned: "If such 

a procedure were allowed, it is possible that the police could 

obtain a valid order based on a legally sufficient affidavit and 

then in a whole series of new applications incorporate the prior 

affidavit by reference so as to comply superficially with 18 U.S.C. 
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§ 2518." Id. at 376, 367 A.2d at 46. 

'19 : 'Om:ita'n'd' 's'ub's'ti t'ute :' Uh'it'ed S't'a't'e'S' 'V'.' 'Do'n'o'v'an" 4 29 U.S. 
413 (1977). 

The ;federal statute req,uires that each, appli,cation for a 

wiretap order contain "the identity of the per~on, i;f known, 

committing the, o;ffense and whose communications are to be inter

cepted." 18 U.S.C. § 2518 (1) (b) (iv) (1976). The government 

must identify' all individuals whom it has probable cause to be

lieve are engaged in the activity under invest~,gation and whose 

conversations it expe.cts to intercept over the tapped te,lephone. 

Id. at 428. The Court concluded that although, the identification 

requirement (18 U. S. C. § 2518 (1) (b) (iv) (.1976» and the notice 

requirement (18 U.S.C. § 2518 (8) (.d) (.1976» "playa 'central 

role' in the statutory ;framework," it did tinot think that the 

failure to comply fully with those provisions renders unlawful 

an intercept order that in all other respects satisfies the 

statutory requirements." Id. at 434. The Court formulated the 

following rule: 

If, afte~ ev~luating the statutorily enumerated 
factors ~n l1ght of the information contained in 
t~e application, the judge concludes that the 
w1r7t~p order should issue, the failure to identify 
add1t1onal persons who are likely to be overheard 
engaging in incriminating conversations could 
hardly invalidate an otherwise law;ful judicial 
authorization. I'd. at 435. 

'19A: Disti!lgu.;t s.hing Giordano, the Court reasoned that, in 

Giordano, the statutory requirement of prior approval by speci

fied Justice Department officials bypassed a congressionally 

imposed limitation on the, use of the intercept procedure, 
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whereas in Donovan all statutory preconditions to authorization 

were satisfied--"the issuing judge was simply unaware that addi

tional persons might be overheard engaging in criminal conver-

sations." Id. at 435-36. 

1[9B: Donovan holds that the inadvertent failure to name addi-

tional individuals is not grounds for automa'cic suppression. 

The decision, however, is limited to the facts of the case; the 

Court left open the questions of knowing omission of identifi

cation and knowing failure to provide the mandatory inventory 

notice. Id. at 436 n.23. Moreoverij the scope of the Donovan 

holding is still unclear--because the Court relaxed the identi

fication and notice requirements in Donovan perhaps it will also 

construe the other warrant requirements flexibly in future cases. 

What is clear, however, is that all decisions on this issue made 

prior to Donovan should be read in light of its holding which 

seems to require intentional omission or substantial prejudice 

as a precondition to suppression. 

1[9C: Add: United states v. Di Girlomo, 550 F.2d 404 (8th Civ. 

1977) • 

The Court, faced with a government failure to identify 

parties whose conversations had been inte~cepted, remanded, in 

light of Donovan, on the issues of inadvertance and prejedice. 

See also U. S. v. Rabstein, 554 F.2d 190 (5th Civ. 1977) (Court 

held the failure to mention a known individual in the application 

order, absent bad faith, would not lead to suppression). 

1[10: Omit and sU'bstitute: 

.. ' 

See Uni'ted states 'V. Civella, 533 F. 2d 1395 (8th, Cir. 1976), 

.-
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533 F.2d 1395 (8th Cir. 1976), vacated in part, 430 u.S. 902, 

cert. denied in part, 430 U.S. 905 (1977); Uni'ted' States v. 

Doolittle, 507 F.2d 1368 (,5th C' ) 1r. , cert. dismissed, 423 U.S. 

1008 (1975), United States v. KilgorE.~" 518 F.2d 496 (5th Cir. 

1975), cert. denied, 425 U.S. 950 (1976); United States v. 

Chiarizio, 388 F. SUpPa 858 (D. Conn.), aff'd, 525 F.2d 289 (2d 

Cir. 1975); People'v. Palozzi, 44 A.D. 2d 224, 227, 353 N.Y.S.2d 

987, 989 (4th Dep't. 1974). 

1[10A: See also United States v, Be'rnstein, 509 F.2d 996, 1003 

(4th Cir. 1975) (the identification requirement, 18 U.S.C. § 2518 

(1) (b) (iv) (1976), "is a precondition to lawful interception with 

respect to a known person"), vacated, 430 U.S. 902 (1977) (re

manded for further consideration in light of Donovan; see 1[9, 

supra); United States v. Lee, 542 F.2d 353 (6th Cir. 1976) 

(evidence obtained from court-authorized wiretap on defendant's 

telephone suppressed where the aff1' dav1' t b' su m1tted in support of 

the application included defendant's name but the order itself 

did not}, vacated, 430 U. S. 902 (1977) ( remanded for fUrther 

consideration in light of Donovan; see '9, supra). 

1111: Omi t and substitute: 

All decisions on this issue made prior to the Supreme 

Court's decision in Donovan should be read in light of that de

cis~on which seems to require intentional omission or substantial 

prejudice for suppression. 

1112: Add at end: See also Calhoun v. State, 34 Md. App. 365, 

367 A.2d 40 (Ct. Spec. App. 1977) (a second application that 
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other conventional investigative techniques will not succeed). 

~ ~ united states v. spa2nuolo, 549 F.2d 705, 710 (9th cir. 

1977) . 
An affidavit failed to satisfy 18 U.S.C. § 2518 (1) (c) 

(1976) by failing to allege specific facts which would permit 

the district judge to determine that ordinary investigative pro

cedures were inadequate in the case at hand. A standard of rea-

sonablenes
s 

waS employed in measuring the affidavit against the 

statutory requirements. 

united states v. Muro, 540 F.2d 503 (1st Cir. 1976). 

UUthou9
h 

the instant affidavit waS held to be sufficientlY 
I 

specific, the court warned that an agent's bare concluSory 

statement that normal investigative techniqueS are generally 

unproductive in dealing with the operation under investigation 

would be insufficient to meet statutOry safeguards). 

united states v. santora, 583 F.2d 453 (9th Cir. 1978), ~ff'd. 
25 SFim. L. Re£. 4053 (May 16, 1979). The court held that while 

an initial affidavit sufficientlY alleged a lack of reasonable 

alternatives, two subsequent affidavits involving different sus

pects that relied on the first, were insufficient. The court 

required an independen't allegation that alternative investigative 

techniques would not work with respect to such other suspectS. 

A liberal trend, possibly a reflection of Donovan (~9), 
appears to be developing. See united states v. Depalma, 461 F. 

Supp. 800 (S.D.N.Y. 1978). The court stated that "the purpose 

of the 'other investigative techniques requirements' is not to 

foreclose electronic surveillance until every other imaginable 

method of investigation has been unsuccessfullY attempted, but 

simply to inform the issuing judge of the difficulties involved 
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in th e use of conventional techniques " Id 
employed a practical . --. at 812. The court 

, conunon sense 
States v L" ' analysis as the test. 

• ,lcardi, 456 F. Supp. 960 United 
statute is satisfied if ' 963 (N.D. Ohio 1978) (the 

the government demonstrates 
procedures ap that other 

: pear reasonably unlikely 

P

r d to succeed, or 
oce ures are ov 1 that such 

, er y dangerous to (emphasis in original). pursue) 

But see United st t ___ a es v. Matya, 541 F.2d 741 , '113: Add at end: 

745 (8th eire 1976) (since th e government . 
wiretaps only ~s not limited to using 

as a last resort ~t ,. ne~d not h 
away all th ex aust or expla~n 

o er investigative • techniques in an a . . 
order), cert. denied, 429 U S pp11cat~on for an 

. . 1091 (1977) 
v ste' b . ; accord Unit d 

. 1n erg, 525 F.2d 1126 1 ' estates 
, 130 (2d Cir. 1975) 

wiretap order ff' (application for 
su ~cient where it 18 USC merely tracked th 1 

• • • § 2518 (11 (c) (1976)' e anguage of 
. , and ~ncorporated b 

the affidavit of y reference 
undercover agent), _c_e_r_t:....:.:.-...::d:..:e~n:!:~::.:· e~d 425 , u.s. 971 

(1976). 

Omit and __ substitute: contra 
United' (.toKalustran) : 
_____ ~~S~t~a~t==e~s'_ ~v~.~A~~~~ rmocida, 595 F 2d 29 
denied, 423 U.S. 858 .,38 (3d Cir. 

'114 : 

1975); cert. 

(1975); United States 
983 (4th Cir. 1973), v. Bo~, 477 F.2d 974 _c_e_r_t~.-=d=en~ie~d, 421 US' . . 909 (1975) ,. United 

State svo . Ro'be!rtson , 504 F.2d 289 , 293 (5th eire 1974}, _c_e_r_t:....: • ..:d:.:e::n:..:1:..:·e~d~, 

421 u.S. 913 (.1975); united States v. Scha'efer, 510 F.2d 1307 , 

131Q (8th Cir.), cert.' ____ ~~d:..:e~n:!:~::.:·e~d~, 421 U .S. 928 (.l975). 

Se~ also united ~ __ --=-~s~t~a~t~e~s~v~.-ED~o~n~o~v~a~n 

(1977). ("suppression i' ' s requ1red only for 

any of those statutory' . requirements that 

~mp1ement the congres . s~ona1 intention to 
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intercept procedures to those situations clearly calling for 

the employment of this extraordinary investigative device.' 

United states v.' Gio'rd'ano, 416 U.S. 505, 527 (1974). II) 

'115 : Add at end: But see United st'ates' V. Kilgore, 518 F.2d 

496, 500 (5th Cir. 1975) (application which indicated that the 

government previously tapped defendant's telephone ~aJi thout de

tailing the contents of the prior interception was sufficient 

since 18 U.S.C. § 2518 (1) (e) (1976) does not require a fully 

detailed statement of the contents of the prior interception 

although a judge may require such additional facts at his dis-

cretion), cert. denied, 425 U.S. 950 (1976). 

See also United States v. Martorella, 455 F. Supp 459, 460 (W.D. 

Pa. 1978) (§ 2518 (1) ee) does not require that an applicatioa 

for an order to intercept wire or oral communications include 

the disclosure that conversations with the subject had been 

previously overheard through a judicially authorized wiretap of 

another person, place, or facility). 

'116: Correction: United States v. Houltin, 525 F.2d 943 (5th 

Cir. 1976), ~ert. dehied, U.S. , 99 S. Ct. 97 (1978). 

Add at end.: See also United states v. Spaghuolo, 549 F.2d 705 

(9th Ci.r. 1977). The court suppressed the evidence obtained 

from two interceptions where probable cause for them was based 

on evidence obtained from a prior, illegal, tap. 

'116A: ,Add: 2. Test for finding probable cause 

Un'ited stat'es' V. Abramson, 553 F. 2d 1164 l8th. Cir. 1977). 

The test is whether the sworn information before the court is of 

sufficient apparent reliability to warrant a neutral magistrate 

" ... I 
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in finding that there is 
probable cause to believe that 

an offense 
is being committed. 

~ ~ Andrews V'. U 't - ___ -:....:=---::::..:n:.:;~::..'==e~d_' !:S~'t~a~'t:.!:e~s, 25 Cr im .L'. 
Cir. March 26 197 

, 9) (§ 2518 (3) Ca) requires a 
'Rep. 4064 (9th 

showing of probable 
cause with resp t t 

ec 0 a named individual in the 
?rde'r, but not a 

similar showing with respect 
to each person mentioned). 

'17: Correction: St t 
a e v. Farha, 218 Kan. 394, 544 P.2d 341 

(1975), cert. denied, 426 u.S. 949 (1976). 

'119 : Correction: United States v. 
Cotroni, 527 F.2d 708, 711 (2d 

\ 

Cir. 1975), cert. denied, 426 U.S. 906 
(1976) . 

Correction: St t a e v. Christie --
'122A: Add: 

C. Failure to include a particular 
surreptitious entry 

provision in the order. 

" , 

Dalia v. United States 47 U.S.L.W. 
4423 (April 17, 1979). 

Federal agents covertly entered 
the premises in question, with-

out specific court approval. 
Nevertheless, the Court held that 

while particularization might b 
e desirable, II nothing in the lang-

uage of the Constitution or in this Court's 
decisions interpreting 

that language suggests that 
. • . search warrants . • • must in

clude a apecification f 
o the precise manner in which they are to 

be executed. II Id. at 4428. 

" 

,24: Correction: 'p' 1 eo}? e v. Lossinno, 38 N --~----~~~~~ .Y.2d 316, 342 N.E. 
2d 556, 379 N.Y.S.2d 222 (1975). 

'125A: Add: - Scott V. United States, 436 U.S. 128 (1978). 

I 

Government agents intercepted 1 
a 1 phone conversations 

) 
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from a single phone for one month, even tho~gh only 40% of the 

calls were related to the investigation. The cotlrt refused to 

suppress the evidence, however, holding that evidence obtained 

by a wiretap where no effort was made to minimize would not, per 

b ressed It stated: se, e supp • 

• .• consideration of official motives' ,may. play 
some part in determinix;g whether, appl,l..catl..on of 
the exclusionary rule J.S approprJ.ate after a 
statutory or constitutional violation has been 
established. But the existence vel non of such 
a violation turns on an objective as:sessment of 
the officer's actions in light of the ~acts and 
ci,;rcumstances confronting him at the tJ..rne. Sub
jective intent alone , •.• does not ma~e o~her
wise lawful content illegal or unconstJ.tutJ.onal. 
Id. at 136. 

Since the Court found that conversations had not been overhea~d 

unlawfully, it elaborated on the scope of the suppress'ion remedy 

in the event of an intentional violation of the minimization re-

quirement, where more was listened to than was proper. Id. at 

135-36 n. 10. 

Similarly: Higgins v. Fuessenich, 452 F. Supp. 1331, 1335 (D. 

Conn. 1978) (holding the standard to be objective reasonableness 

and a question for the jury in a civil action for damages'); 

Morrow v. State, 147 Ga. App. 395, 249 S.E.2d 110 (1978). (re

quiring a standard of objective reasonableness);, 'Unit'ed states 

v. DePalma, 461 F. Supp, 800, 819 (S.D.N.Y. 1978) (Court per

mitted admission of evidence where 400 conversations out of 

12,000 were challenged as violating a minimization order. The 

Court held the "issue of reasonableness of the government's 

minimization e.fforts [should be judged] not with the benefit 01; 

hindsight, .but rather in light of t~e circumstances as they ex

isted at the time of the interception n). 
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'126 : Add a t B'nd; ~'~ Sco·t't' V. 'Un'i:t'e:d' 'S't'a't'e s , 436 U.S. 128 

(19781. 

'128 : Correction: United states v. Armocida, 515 F.2d 29, 42-46 

(3d Cir. 1975), cert. denied, 423 U.S. 858 (1976) I •••• United 

States v. Chave~, 533 F.2d 491 (9th Cir. 1976), cert. denied, 

426 U.S. 911 (19761. 

Also see Scott v. Uni.ted states, supra. 

'131: Correction: United States v. Campagnuolo, 556 F.2d 1209, 

1212 (5th Cir. 1977), rev'g, unreported (S.D. Fla. Dec. 31, 1975). 

The defendant was questioned before the grand jury in 

relation to a violation of 18 U.S.C. 1955, the named offense 

in the court authorized interception. Two months later, the 

government amended and introduced the same evidence to the same 

grand jury alleging violations of 18 U.S.C. 1084 and 1952. Over 

defendant's objections the evidence was held admissible. 

,32: Correction: United States v. Marion, 535 F.2d 697 (2d 

Cir. 1976). 

,33: Correction: United States v. Vento, 533 F.2d 838 (3d 

Cir. 1976). 

'137 : Omit and Substitute: 

Even though the Supreme Court has not di.rectly considered 

this issue, the holding of Capra is of questionable validity in 

light of United States v. Donovan, supra ,9. 

'138A: Add: But see United States v. Donovan, 429 U.S. 413 (1976). 

n[A]lthough there is language is Kahn suggesting 
that wiretap applications must identify such in
dividuals [whose conversations probably will be 
intercepted], the identification question presented 
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here was not before us in Kahn. The questi.on in that 
case was whether a wiretap application had to identify 
a known user of the target telephone whose complicity 
in the criminal activity under investigation was not 
known at the time of the application. ~ is relevant, 
though not controlling, precedent. Id. at 423, n. 11. 

1139 : Add at end: ---
Because the subsequent conversations were "inadvertently" 

overheard, the court admitted the wiretap evidence under the 

"plain view" doctrine. 
Id. at 648-50, 345 N.E.2d at 553, 382 

N.y.S.2d at 10. 
1141: Add: united states v. DePalma, 461 F. Supp. 800 (S.D.N.Y. 

1978). The court held the statute does not contemplate the im

mediate amendment of orders of authorization as soon as any infor

mation relating to other offenses is intercepted. Id. at 825. 

Furthermore, the court appears to require a showing of prejudice 

before it will suppress evidence, even after a substantial delay 

in amendment. Id. at 826. 

See also united states v. Aloi, 449 F. Supp. 699 (E.D.N.Y. 1977). 
---
The court held an amendment made over 3 months after the initial 

[s]tate Cburt authorization permitting dis-
order proper. 
closure of the intercepted communications as evidence of possible 

federal offenses was obtained prior to disclosure of the seized 

conversations. Under these circumstances the defendants can show 

no prejudice since prior to the use of the interceptions, a judge 

of competent jurisdiction had favorably passed on the good faith, 

and the legality of the initial orders." 'Id. at 716. 

114lA: 

, . 

Add: 
F. Limitation on where surveilla'nc'e 'ca'n 'be' 'exercised 

A minority of state constitutions (which recognize a 
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right to privacy) have been ,interpreted to restrict the scope 

of eavesdropping activity beyond th l~' , , ,e 1m1tat1ons imposed by 

Title III. 'See 'S'a'rmiento v'.' sta'te, 25 Cr'im'. 'LaW Rep. 2132 (Fla. 

ct. App. April 19, 1979). Although they lacked a warrant, police 

monitored a drug sale conve:t'sation between an undercover detec

tive, who had been wired for sound, and the defena~nt, in the 

latter's home. The court held that tlle state constitution 

"shields f rom government monitoring conversations in which an 

individual has a reasonable t' expec at10n of privacy." Id. at 

2132. The court suppressed the tapes, but would have permitted 

the detective, himself t t t' , 0 es 1fy because the defendant had no 

... to his face-to-"reasonable expectation of privacy w'th respect 

. a 2132. face private communications." Id t 

Add: united states v. DePalma, 461 F . Supp. 800, 827 

(s. D. N. Y. 1978). 

The court set out requirements t o preserve ~he accuracy 

of recordings and to deter alterations ' pend1ng a judicial sealing 

order. These include restricted access to the monitoring area, 

records indicating who had custody of the tapes at all times, 

and storage of the tapes under lock and key. 

Also ~ United states v. Sotomayer, 592 F.2d 1219, 1223 

(2d Cir. 1979). The interception was performed solely by state 

_... was v1olated. The court agents, and a state sealing requ;rement ' 

held, however, that even where evidence h gat ered by state officers 

could be inadmissible in a state court, if federal law is not 

violated, the evidence is admissible' f d 1n e eral court. 
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19781. 

~ ~ 'Un'ite'd St'ate's v. 'Mend'O'za, 574 F.2d 1373 (5th Cir. 

Statutqry sealing requirements were inapplicable when 

one party consented to the interception. The primary purposes 

of Congress in enacting the sealing requirements were to safeguard 

r-;"jordings from editing or alteration and to maintain the confi

dentiality of reco~dings. Both purposes are served with respect 

to consensual recordings. Id. at 1377. 

See ~ United States v. Vancier, 25 Crim. L. Rep. 2004 

(S.D.N.Y. March 9, 1979) (the requirement of sealing does not 

apply with respect to tapes made with the consent of one party 

to the intercepted communication). 

1146 : Omit and substitute: 

United States v. Ch~n, 503 F.2d 533 (9th Cir. 1974). 

Post-intercept identification of every party intercepted is not 

required. Id. at 538 n.9. But in orde~ to enable the judge to 

give discretionary service of inventory notice to intercepted 

parties not named in the order, the government must provide a 

description of the general classes of persons intercepted and, 

should the judge desire more information, the government must 

furnish all information available to it. Id. at 540. The 

Supreme Court cited this holding with approval in United States 

v. Donovan, 429 U.S. 413, 430-31 (1977). 

'f46A: Add: 

United States v. Donovan, 429 U.S. 413 (1977) • 

The government's failure to inform the issuing judge of 

the identities of individuals having participated in incriminating 
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conversations, thereby effectively preventing the judge from 

giving discretionary inventory notice to those persons, was not 

grounds for automatic suppression. Id. at 438. "The legislative 

history indicates that post intercept notice was designed instead 

to assure the community that the wiretap technique is reasonably 

employed .•. • [W]e do not think that postintercept notice was 

intended to serve as an independent restraint on resort to the 

wiretap procedure." 'Id. at 439. The Court seems to require 

either substantial prejudice, intentional omission, or knowingly 

preventing the service of notice as a precondition to suppression. 

See 119,' supra. 

But 'see United states v. Fury, 554 F.2d 522 (2d Cir. 1977). 

The court held that "failure to give proper notification 

will result in suppression of the wiretap evidence only where 

prejudice is' shown, even where notice is Il mandatory" under 18 

U.S.C. § 2518 (.81 (d). 11 Id. at 528. 

Omit and substitute: 

See United States v. Civella, 533 F.2d 1395 (8th Cir. 

1976), cert. denied, 430 U.S. 905 (1977). The court suppressed 

wiretap evidence relating to two defendants who never received 

inventory notice, while permitting such evidence to be admitted 

against defedants who received inventory notice five and thir

teen days, respectively, after the expiration of the ninety-day 

period allowed by section 2518(8) (d). See also United States 

v. Principie, 531 F.2d 1132 (2~ Cir. 1976) (requiring a showing 

of prejudice by defendant for suppression on the grounds of 

failure to give notice), cert. d~nied, 430 U.S. 905 (1977); 
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united sta'tes v. DiGirlomo, 550 F.2d 404 (8th Cir. 1977) (court 

remand for determination on question of prejudice under Donovan). 

Contra, Uni't'ed stat'e'S V.Eastman, 326 F. Supp. 1038 (M.D. Pa. 1971), 

aff'd, 465 F.2d 1057 C3rd Cir. 1972); st'a't'e' V.'B'e'rj'ah, 266 So. 

2d 696 (Fla. Dist. ~'.:'. App. 1972). 

1148: Correction: St'a'te' V. Rowm:an" ,116 N. H •. 41, 352 A.2d 737 

(,1976) • 

Cite checked and Shephardized through April, 1979. 

crim. L. Rep. examined through issue dated May 16, 1979. 

Lexis checked through May 24, 1979. 
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Sununary 

~l A court's power to suppress evidence derives from the 

Constitution, inherent supervisory powers, or statutes. The 

procedure governing this power in federal courts is set 

out in Fed. R. Crim. P. 41. Wiretap cases are controlled 

by 18 U.S.C. §25l8 (1970). New York's procedure is set 

out by statute, while rules of court govern in Massachusetts 

and New Jersey. 

'12 Generally, motions to suppress evidence are made 

before trial, unless the defendant shows a compelling 

reason for failing to make a pretrial motion. 

'13 Hearings proceed after an initial 'showing of fact is 

made by the moving party. The defendant must first. estab-

lish that alleged illegal acts violated his personal rights. 

Next, he must show illegality and that the product of 

the illegality will be used against him. 

'14 After establishing standing, the moving party carries 

the burden of proving iliegality when the police collected 

the evidence under a warrant. Where evidence is seized 

without a warrant, the government must prove that it is 

lawful under recognized excepti.ons. Similarly, when a 

confession is challenged, the government must prove that it 

was made voluntarily. 

~5 If "tainted" evidence provides substantial leads to 

other .evidence, the other evidence must be suppressed . 

The defendant must prove that the derivative evidence was 

obtained by the exploitation of the primary illegal action. 
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When the government alleges that the alleged derivative 

evidence came from an independent source or that the connec-

tion is attenuated it must so persuade the court. Although 

illegal evidence is inadmissible on the question of guilt, 

prosecutors may introduce it to impeach witnesses, to. 

refresh their memories, or to facilitate decisl.'ons in sen-

tencing and parole hearings. 

'16 Each jurisdiction provides for appeal of the 

suppression decision. Fed 1 d N era an ew York courts permit 

the government to make an l.'nterlocutory 1 h' appea w :LIe the 

defendant must wait until after trial. In Massachusetts 

and New Jersey, either party may take an interlocutory 

appeal; only the defendant may appeal after verdict. 
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I. Sources of the Power to Suppress 

A. Constitutional 

~7 The exclusionary rule prohibits the use of 

unconstitutionally obtained evidence in criminal prosecutions. 

Because the Fifth Amendment specifically forbids compelled 

self-incrimination, the exclusionary rule was first 

applied to challenge compelled testimony.l Federal courts 

later expanded the rule to exclude evidence obtained in 

violation of the Fourth Amendment's search and seizure 

2 clause. 

'18 Over the years several justifications for this 

expansion evolved. The most debatable of these is that the 

rule deters unlawful police conduct. 3 The courts als0 

uphold the rule as an essential guarantee of constitutional 

rights.
4 

Finally, it is justified as the imper~tive of 

judicial integrity.5 

lBoyd v. United States, 116 U.S. 616, 634-35, 638 (1896). 

2weeks v. United States, 232 U.S. 383, 393 (1914). 

3For arguments in support of deterrence, see Elkins v. 
United States, 364 U.S. 206, 217 (1959); and Linkletter 
~Walker, 381 U.S. 618, 636 (1964). The opposing view is 
set out by Chief Justice Burger's dissent in Bivens v. 
six Unknown Agents, 403 U.S. 388, 411-24 (1971). 

4United States v. Calandra, 414 U.S. 338, 347 (1974). 

5Justice Brandeis expressed this view in his dissent in 
Olmstead v. United States, 277 U.S. 438, 485 (1928): 

•. +' 

In a. government of laws, existence of the 
government will be imperilled if it fails to 
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In 1961, despite continual debate over the ' 
ut~lity of 

criminal 
the rule v the Supreme Court applied it to state 

proceedirlgs through the Fourteenth Amendment. 6 
Currently, 

evidence obtained in violation of other constitutional 

provisions is also rendered inadmiss~ble by 
... the exclusionary 

rule. 7 

B. Supervisory 

'110 Federal courts also exclude ev~dence ... on the basis of 

their supervisory authority, regardless of constitutional 

'1' 8 
VlO ,atlons. Although the McNabb confession rule was 

ostensibly superseded by section 3501 of the Omnibus Crime 

Control Act of 1968, exclusion of evidence based on judicial 

supervisory powers remains poss~ble. F 
... ew courts, however 

5 (continued) 

~bserve the law scrupulously. Our Government 
lS the p~tent,the omnipresent teacher. For 
good or 111, ,lt ~eaches the whole people by its 
example. Crlme lS contagious. If the 
Government becomes.a lawbreaker, it breeds 
contempt for law; lt invites every man to 
become a law unto himself; it invites anarchy. 

Mapp v. Ohiq, 367 U.S. 643, 655 (1961). 

, 

7These violations include: 

1. evidenc7 re~eived as a direct result of an 
uncon~t~tut~onal entry and arrest, Wong Sun 
v. Un~ted States, 371 U.S. 471, 487 (1963); and 

2. evidence,obt~ined,in the absence of defendant's 
coun~el ~n v~olatlon of the Sixth Amendment 
Masslah v. United States, 377 U.S. 201, 205~06 
(1964) (confession); United States v. Wade, 388 
U.S. 218, 224, 227 (1967) (line-up identification). 

8, 
McNabb ~. United States, 318 U.S. 332, 340-41 {194 
(confess~on of defendant ruled inadmissible because 3lt 
::~t)~talned during an illegal detention before arraign-
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continued to suppress evidence on the basis of their super-

visory powers. 

9 

C. Statutory 

~ll Suppression of evidence may be required by statute. 

Before current wiretap legislation was passed, the Court 

implemented statutory suppression in Nardone v. United 

states. 9 Evidence obtained in violation of section 605 

of the Federal Communications Act of 1934 was excluded. 

Police failure to comply with recent electronic surveillance 

1 tl b d f 
,10 

aws may curren y e groun s or suppress1on. 

'112 In 1974, the Supreme Court handed down two decisions 

discussing violations of the federal electronic surveillance 

statute ~hat require suppression. 11 Approval of tap 

applications by an official not designated by the statute 

rendered the product of the tap suppressible in United 

320 U.S. 379 (1937). 

10 See, ~~., 18 U.S.C.A. §§2510-2520 (1970), as amended, 
(Supp. 1976); N.Y. Crim. Pro. Law art. 700 (1971), as 
amended, (Supp. 1975); N.J. Stat. Ann. §2A:156A (197I); 
l-lass. Gen. Laws Ann. ch. 272, §99 (1968), as amended, (Supp. 
1976). 

llA motion to suppress evidence obtained by electronic 
surveillance may be, inter alia, based on the following 
theories: 

1. absence of probable cause, 18 U.S.C.A. S25l8(1) (b) 
(1970); N.Y. Crim. Pro. Law §700.l5(2) (McKinney 
1971); N.J. Stat. Ann. §2A:156A-9(c) (1971); Mass. 
Gen. Laws Ann. ch. 272, §99F(2) (a), (3) (Supp. 
1976); 

2. absence of required executive authorization, 
18 U.S.C.A. §25l6(l) (Supp. 1976); N.Y. Crim. 
Pro. Law §700.20(2) (a) (McKinney 1971); N.J. Stat. 
Ann. §~A:156A-8 (1971); Mass. Gen. Laws Ann. ch. 
272, §99F(1) (Supp. 1976); 
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States v. Giordano. 12 h T e Court reasoned that "pre-
application approval was 't - -J.n endea .- ~ 1 

LV P ay a central role in 
the statutory scheme .... 11 1 3 

Mere misidentification of 
the proper official who 

approved a tap application h d ' owever 
oes not rise to these standards ' 

according to United 
States v. Chav~z.14 

Consequently, viOlations of the wiretap 
statute mayor may· not ' . . requJ.re suppression depending on how 

are categorized under G' d they 
J.or ano-Chavez. 

Likewise, minor irregularJ.'t;es 
..L in procedure or 

11 (continued) 

3. failure to identif ' 
§2518(1)(b)(1970)'YNa~1 pa7'tJ.es, 18 U.S.C.A. 
(2) (b) (MCKinney 1971':" Cr1m. Pro. Law §700.20 
9(c) (1)'(1971); Mass )b N.J. Stat. Ann. §2A:156A
§99K(3) (Supp. 1976);' en. Laws Ann. ch. 272, 

4. failure to minimize 1 
N.Y. Crim. Pro. Law'§7goU.3~.C.A. §~51B(5)(1970); 
N.J. Stat. Ann. §2A'156' (7) (McK1nney 1971); 
Laws Ann. ch. 272 §"99 A(-12(f) (1971); Mass. Gen. 

, . K 3) (Supp. 1976) i 

5. absence of invest' -t' 
§251B (1) (c) (1970) ~g~ ~ve n7ed, 1B U.S.C.A. 
(MCKinney 1971)' N J' StCr1m . Pro. Law §700.15(4) 
(6) (1971); not ;eq~i;ed ~t. Ann. §2A:156A-9 (c) 

y Massachusetts statute; 
6. omissions or errors ' 

or warrants; 1n affidavits, applications . , 

7. failure to list all ' 
U.S.C.A. §25lB(1) (e)~~~~~):e1ated w~retaps, IB 
§700.20(2) (f) (McKinney 1971) N.Y. CrJ.m. Pro. Law 
§2A:156A-9(e) (1971)' ;,N.'!. Stat. Ann. 
§99F(2) (h) (Supp. 19~6f~s:~d~en. Laws Ann. ch. 272, 

B. failure to give notic 
(1970); N.Y C ' e, 1B U.S.C.A .. §251B(B) (d) 
1971) i N.J. 'St~~~'A;~~' §~~~1~~00.50(3) (MCKinney 
Gen. Laws Ann ch 272 . A-16(1971); Mass 

. . , §990 (1) (2) (Supp. 1976): 

12 416 U.S. 505 (1974). 

13
416 U.S. at 528. 

14 416 U.S. 562, 569 (1974). 
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insignificant violations of administrative regulations 

generally do not ~andate exclusion. 15 In federal courts, 

therefore, if evidence is not obtained in violation of the 

Constitution or a statute requiri~9 suppression for violation, 

it is not suppressible. 16 Theoretically, courts could 

exercise their supervisory powers to exclude, such evidence, 

but this is seldom done. 

II. Motion to Suppress: Authority 

A. Federal 

~14 Fed. R. Crim. P. 4l(f) provides 'for a pretrial motion 

,to suppress evidence. The motion may be made in the 

district of trial; afterwards, the judge may convene a 

hearing and receive evidence on the motion. If the 

defendant fails to move to suppress before trial, he waives 

the right to object. l ? But, if the opportunity to move 

l5Recently, a federal court commented that the violation 
of agency regulations, designed to protect a defendant's 
rights in a criminal tax fraud prosecution, would probably 
not constitute grounds for suppression of the evidence. 
Although the First, Fourth, and Ninth Circuits have held 
the other way, the court noted disillusionment with the 
exclusionary rule in recent Supreme Court 
opinions, as the basis for its dictum. United States v. 
Leonard, 524 F~2d 1076, 1088-89 (2d Cir. 1975). Also 
see, Bivens v. six Unknown Agents, 403 U.s. 443 (1971) 
(Burger, C.J. dissenting); and Schneckloth v. Bustamonte, 
412 U.S. 218 (1973). 

l60lmstead v. United states, 277 U.S. 438, 467-68 (1928). 

';..7 
Segurola v. United States, 275 U.s. 106, 111-12 (1927); 

United States v. Mauro, 507 F.2d 802, 806-07 (2d Cir.), 
cert. denied, 420 U.S. 991 (1974). See also United 
States v. Sisca, 503 F.2d 1337, l349~d Cir. 1974), 
cert. denied, 419 U.S. 1008 0.975). Some courts have been 
more permissive on the grounds that Fed. R. Crim. P. l2(b) 
(1) states that pre-trial motions maY,be, made before trial. 
This wording does leave room for judicial discretion. See 
United States v. Collins, 491 F.2d 1050, 1052 (5th Cir.---
1974) . 
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did not arise or if the defendant was not uware of grounds 

for the motion, the court has discretion to hear the motion 

at trial or in a separate hearing. 18 

~15 Fed. R. Crim. ~. 41(e) deals specifically with the 

return and inadmissibility of illegally seized property.19 

Motions to suppress unconstitutionally obtained confessions 

are treated analogously, except that these motions are 

commonly made during trial. 20 

~16 The federal wiretap statute specifically provides for 

t ' 21 a mo lon to suppress. Defense attorneys must make such 

motions before trial.
22 

This provision was included to 

18united States v. Ramos-Zaragosa, 516 F.2d 141, 143 (9th 
Cir. 1975) (prosecutor and defense counsel agreed to 
exclude seized heroin, but analysis of it was not suppressed; 
def~ndant was not to be penalized for making untimely 
motlon due to counsel's maneuvers). 

19Before 1972, Fed. R. Crim. P. 41(e) set out the grounds 
for a motion to suppress evidence: 

1. the property was illegally seized without a 
warrant; or, 

2. the warrant is insufficient on its face; or, 

3. the property seized is not that described in the 
warrant; or, 

4. there was no probable cause for believing the 
existence of the grounds on which the warrant 
was issued; or, 

5. the warrant was illegally executed. 

20 . t . Pln 0 v. Plerce, 389 U.S. 31, 32-33 (1967). But see, 
Hickman v. Sielaff, 521 F.2d 378, 386 (7th Cir.-r975)Tif 
a motion to suppress is made at trial, the defendant 
has a right not to have the hearing before the jury). 

21 
18 U.S.C.A. §2518(10) (a) (1970). 

22united States v. Sisca, 503 F.2d 1337, 1348-49 (2d Cir. 
1974), cert. denied, 419 U.S. 1008 (1975). 
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prevent defeat of the government's right to appeal under 

suoparagraph 10(b) of the same section.
23 

B. New York 

,,17 In New York, motions to suppress evidence are governed 

by N.Y. Crim. Pro. Law §710(McKinney 1971). The motion must 

be brought and decided in the Supreme Court within the 

same jurisdiction as the trial court. If the motion 

involves a simplified traffic information, a prosecutor's 

information, or a misdemeanor complaint, it can be made in the 

local criminal court. 23a Section 710.70 designates thi? 

motion the exclusive means of suppressing evidence in 

criminal prosecutions. Failure to make a timely motion 

constitutes waiver, but a motion may be made during the trial 

if: 
24 

1. the defendant was unaware of the facts; or 

2. the defendant had no reasonable opportunity to 
make the motion before trial. 

Section 710 also deals with confessions and tainted in-

court identifications. If a defendant was not notified of 

the prosecutor's intent to use involuntary statements by 

the defendant to a public official or testimony of a 

witness who made an improper identification, a motion to 

exclude such evidence may be made during the trial. 

23 ~. Rep. No. 1097, 90th Cong., 2d Sess. 106 (1968). 

23aN. y • Crim. Pro. Law §710.50 (McKinney Surp. 1975). 

24 People v. McCall, 17 N.Y.2d 152,156-57,216 N.E.2d 570, 
573, 269 N.y.S.2d 396, 399-400 (1966).· 
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The New York wiretap statute does not specifically 

~uthorize a motion to suppress the product of an illegal 

wiretap. Nevertheless, the courts treat such evidence as 

they treat results from any illegal search and seizure. 25 

C. Massachusetts 

Massachusetts provides for the suppression of evidence 

through rules of its District and Superior courts. 26 An 

unjustified failure by the defense to make a motion within 

ten days of pleading constl.'tutes ~ , 27 ~ wal.ver. Exceptions 

are recognized when there is no opportunity to make the 

motion or when the defendant is unaware of the grounds 

for such a motion. 28 Generally, motions to suppress 

confessions are made at trial.~9 

1,20 The Massachusetts wiretap statute permits the defendant 

to suppress the contents of intercepted wire or oral 

communications for the reasons noted below. 30 , In practice, 

25 People v. McCall, 19 App. Div.2d 630, 631, 241 N.Y.S.2d 
439 (2d Dept. 1963). 

26see M S 73-A. ass. uper. Ct. R. 8, 61 and Mass. Dist. Ct. R. 

27 
Commonwealth v. Hanger, 357 Mass. 464, 468, 258 N.E.2d 

555, 558 (1970). 

28 
Commonwealth v. Bottiglio, 357 Mass. 593, 595, 259 

~i~·2d 570, 572 (1970). See also Mass. Super. Ct. R. 

29 
Commonwealth v. Campbell, 352 Mass. 387, 403, 226 N.E. 

2d 211, 220-21 (1967). 

30 
Mass. Gen. Laws Ann. ch. 272, §99 P ( Supp. 1976): 

1. That the communication was unlawfully intercepted . 
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Massachusetts courts look to the rule of court governing 

regular motions to suppress for procedure requirements. 

D. New Jersey 

mot1'ons to supprecs evidence obtained In Ne\'J Jersey, ...,. 

by illegal search and seizure are governed by New Jersey 

Rule of Criminal Practice 3:5-7. Th~ motion may be made 

in the Superior Court of trial or in the county court of 

b . d 31 Failure to the county where the evidence was 0 taJ.ne • 

rJ.'ght,32 but an make a pre-trial motion waives the 

d h the defendant was unaware of exception is grante w en 

. 33 grounds for the motion at that tJ.me. 

~22 New Jersey rules distinguish a motion to suppress from 

, 34 ObJ'ec-an objection to the admissibility of a confess10n. 

30 (continued) ., 
2. That the conununication was not 7nterce~ted J.n 

accordance with the terms of thJ.s sect10n. 

3. That the application or renewal applibcal~iohn fails 
to set forth facts sufficient to esta 1S 
probable cause for the issuance of a warrant. 

4. 'rhat the interception was not made in conformity 
with the warrant. 

5. That the evidence sought to be introduced was 
illegally obtained. 

6. That the warrant does not conform to the pro
visions of this section. 

31N. J . Rules of Criminal Practice 3:5~7(a). 

32N. J . Rules of Criminal Practice 3:5-7(c}. See also 
State v. McKnight, 52 N.J. 35, 48, 243 A.2d 240, 247-48 
(1968) . 

33N J. Rules of Criminal Practice 3:5-7(a}; State v'
8 . 130 N J Super 58~, 591, 328 A.2d 35, 3 Roccasecca, "' . ._ 

(Law Div. 1974). 

34 1 12'7 N J SUT.Jer. 407, 41.2, 317 A.2d 731, State v. Ha e,. .. I: 

733 (App. Div. 1974). 
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tions to confessions may be raised during the trial. 

1123 
Like the federal statute, New Jersey'~ wiretapping 

law provides for a motion to suppress illegally obtained 

evidence. It must be made ten days before the trial, unless 

the moving party was not aware of grounds for the motion. 35 

The law enumerates the grounds on which evidence from a 

tap may be challenged. 36 

'(.r'f\\~ 

III. Initial Showin~ 

All four jurisdictions require a defendant to make a 

minimal initial showing of fact with his motion to obtain 

a pre-trial hearing. The motion is summarily denied unless 

the accompanying affidavit or evidence is definite and 

sufficiently detailed to permit the court to conclude 

that relief is warranted, if the allegations are proved. 37 

,25 In New York, the affidavit accompanying the motion 

may be the pefendant's or another person's, provided the 

affiant has personal knowledge of the facts alleged. 38 For 
35 

36 

N.J. Stat. Ann. §2A:156A-2l (1971). 

1. The communication was unlawfully intercepted; 

2. the order of authorization is insufficient on 
its face; or, 

3. the interception was not made in conformity 
with the order of authorization. 

or, 

37
U 

. 
nlted States v. Ledesma, 499 F.2d 36, 39 (9th Cir. 

1974); People v. Coleman, 72 Misc.2d 202 203 338 N Y S 
2d 168, 170 (Dutchess County Ct. 1972); ~tate'v. CUlie~,' 
1?3 N.J. Super, 360, 366-67, 247 A.2d 346, 349-50 (App. 
D1V. 1968); Commonwealth v. Bottiglio 357 Mass. 593 595 
259 N.E.2d 570,573 (1970). 7' " 

38N Y . 
. . Cr1m. Pro. Law §710.60 (McKinney SUpPa 1975); People V. 

H(WarrtZ'h65 Misc.2d 553, 558, 318 N.Y.S.2d 172, 176-77 
es c ester County Ct. 1971). 
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a motion to suppress a confession, an affidavit by the 

defense counsel raising a constitutional objection is enough 

to get a hearing. Nonetheless, a failure to allege involun

tariness permits denial of the motion. 39 

~26 Massachusetts requires a writiten motion with 

verification by affidavit. The motion is readily dismissed 

IW 
for lack of specificity about the evidence to be excluded. 

In contrast, a defendant may obtain a hearing on the volun-

41 tariness of a confession upon request. 

~27 In New Jersey, any motion to suppress must be accompanied 

by a full brief on the facits and the law. 42 A defendant may 

get a hearing upon reque~t in confession cases. 43 

Generally, an initial showing is not difficult to make 

in search and seizure, confession, or identification cases 

because the defendant is likely to have first-hand knowledge 

of irregularities. Electronic surveillance cases pose 

39 People v. Spartarella, 34 N.Y.2d 157, 162, 313 N.E.2d 
38, 40-41, 356 N.Y.S~2d 566, 569 (1974). 

40commonwealth v. Bottiglio, 357 Mass. 593, 595, 259 
N.E.2d 570, 573 (1970); Commonwealth v. Slane~, 350 Mass. 
400,403, 215 N.E.2d 177, 180 (1966). 

41 Commonwealth v. Sheppard, 313 Mass. 590, 604, 48 N.E. 
2d 630, 639 (1943). 

42N. J . Rules of Criminal Practice, 3:5-7(a); State v. 
Walker, 117 N.J. Super. 397, 398, 285 A.2d 37, 38 (App. 
Div.197l). 

43 N.J. Rules of Evidence 8(3): 

In the case of a statement against the penal 
interest of'the defendant on trial in a criminal 
proceeding, the judge!, if requested, shall hear 
and determine the question of its admissibility 
out of the presence and hearing of the jury. 
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I special problems to the defense. Consequently, the 

government must give defendants access to surveillance 

records before trial so th t h a t ey can take full advantage 

of pre-trial motions. 44 

IV. Hearin~ 

A. Nature of Proceedings 

~29 Although a defendant has no constitutional right to 

be present at the suppression hearing, Fed. R. Crim. 

implies that he should be present, particularly if 

P. 43 

testimony is given. 45 
On the other hand, New York and 

Massachusetts courts hold that the d f e endant has the right 

to be present upon his request. 46 

1130 All four jurisdictions agree that admissibility of 

Alderman V. ?nited, States, 394 U.S. 165, 182 (1969). 
~ee also, Tagl1anett1 v. United States, 394 U.S. 316, 

. ",: ~n,adversary proceeding and full disclosure were 
requ1xe 1n those cases, [Alderman and companion cases), 
th'~' only because the 1n camera procedures at issue 

ele would have been an inadequate means to safe uard 
a dE~fendant's Fourth Amendment rights. II 394 U.S. ~t 317. 

45 In part, Fed. R. Crim. P. 43 provides: 

. . . . The defendant shall be present at the 
arra~gnment! at every stage of the trial i~cluding 
the ~mpanel1ng of the jury and the return of the 
verd1ct, and at the imposition of the sentence 
except as otherwise provided by these rules. ' 

See also, United States v. Dalli 424 F 2d 45 48 (2d C' ) 
cert denied 400 U S 821 ( , ., 1r. , 
Stat~s 295 F 2d 317 '319 (11970)! and ~ley V. United 
------, . , Oth C1r. 1961). 

46 
N!~?~~;dvil~n1~~~~f: ~6 N.Y.2d 282',213 N.E.2d 445, 266 
870 355 N Y S 2d 49 eoole v. Rest1fo, 44 App. Div.2d 
349'Mass 716 '212 N6 (3d Dept. 1974); Amado v. Commonwealth 

, . , .E.2d 205 (1965). ' 
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47 evidence is an issue for the court. The p~esence of 

a jury is not, however, reversible error. The rules of 

evidence are usually relaxed or inapplicable at these 

h ' 48 ear1.ngs. 

B. Standing 

The Supreme Court recognized the personal nature of 

Fourth, Fifth, and Sixth Amendment rights over a period ,of 

time beginning in 1905 with McAlister v. Henke1. 49 The 

47united States v. Whitaker, 372 F~2d,154, 161 (3d Cir. 1974)~ 
See also, People v. DuBois, 31 Misc.2d 157, 161, 221 N.Y.S. 
2d 2r;-25 (Queens County Ct. 1961) (whether evidence should 
be suppressed as the fruit of an ille~al ~earch iS,to be 
determined by the court); People v. Leftw1.ch, 82 M1.sc.2d 
993 996 372 N.Y.S.2d 888, 891 (Sup. Ct. New York County 
197~) (th~ voluntariness of a confession is first determined 
by the judge); State v. Price, 108 N.J. Super. 272, 282, 260 
A.2d 877 883 (Law Div. 1970) (determining the voluntariness 
of a con~ent to a search is a factual decision to be 
made by the hearing judge); State v. Smith, 32 N.J. ~Ol, 
161 A.2d 520, cert. denied, 364 u.s. 936 (1960) (the tr1.al 
judge makes the initial determination of the vo1untariness 
of a confession, but the ultimate issue is left to the 
jury); Conunonwealth v. LePage, 352 Mass. 403, 410, 226 
N.E.2d 200, 204 (1967) (whether a search was illegal is 
a question for the judge and not the jury); Conunonwealth 
v. Johnson, 352 1-1ass. 311, 316, 225 N.E.2d 360, 364, cert. 
denied, 389 u.S. 816, cert. dismissed" 390 u.S. 511 , 
(1967) (the judge passes on the voluntariness of a confess1.on 
in the first instance, but the final determination is one 
of fact for the jury). 

48 , d' 'bl d 1 . s For example, hearsay 1.S a m1.SSl. e an counse 1. 
permi tted to ask leading questions. §~ee United States 
v. Matlock, 415 u.S. 164, 172-73 (1974TT People v. Harring
ton, 70 Misc.2d 303, 305, 332 N.Y.S.2d 789, 792-93 (Allegany 
County Ct. 1972); Conunonwealth v. Leha~, 347 Mass. 197, 
206, 196 N.E.2d 840, 846 (1964). 

49 201 U.S. 90, 91 (1905) (Fifth Amendmelilt right against 
self-incrimination is personal to the witness himself). 
This view was recently reaffirmed in Fisher v. United 
States, u.S. , 19 Crim. L. Rptr. :3018, 3021, 3024 
(Apr. 21, 1976) • -Pourth Amendment rights are personal 
as set forth in United States v. Miller, U.S. ,19 
Crime L. Rptr. 3031, 3033 (Apr. 21., 1976). ---"The Sixth 
Amendment right to counsel may be rais1ed only by the 
1ndividual whose right was violated. Massiah v. United 
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Court recognized this rationale, too, in 1969 in the 

wiretap area. 50 As a consequence, defendants must have 

standing to complain 13.bout unconstitutionally acquired 

evidence before it can be suppressed on their request. 

.32 To illustrate, a defendant may move to suppress only 

his own confession. Search and seizure cases present more 

complex standing problems. To object, the defendant must 

have a privacy interest in the premises searched or in the 

property seized. Finally, standing in electronic surveil-

lance cases is currently defined by privacy and property 

rights.
5l 

Katz found eavesdropping in a public telephone 

booth a violation of the defendant's "reasonable expecta-

t ' f' ,,52 1.on 0 prl.vacy. But the court also affirmed the vitality 

of property principles in Alderman by granting standing to 

the owner of the place where a wiretap was located; his 

participation in the intercepted conversations was held 

'1 53 l.rre evant. 

1. Search and Seizure 
1 

.33 The concept of standlng is most fully developed in 

49 (continued) 
States, 377 U.S. 201, 205 (1963). Se8 also, People v. 
Estrada, 28 App. Div.2d 681, 280 N.Y.S.2d 825 (2d Dept. 
1967); State v. Casale, 106 N.J. Super. 157, 254 A.2d 
531 (App. Div. 1969);Conunonwea1th v. Dirring, 354 Mass. 
523, 532, 238 N.E.2d 508, 513-14 (1968). 

50A1derman v. United States, 394 U.S. 165, 176 (1969). 

5lsee infra .42 and note 79. 

52Katz v. United States, 389 U.S. 347, 361 (1967) (Harlan, 
J., concurring). 

53Alderman, 394 U.S. at 179-80. 
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54 search and seizure cases. In Jones v. United States, the 

Supreme Court recognized traditional ideas of standing 

based on the ownership or possession of the premises 

searched. 55 The decision went on to articulate ~ new 

principle which expanded standing in these cases to those 

who were legitimately on the premises during the search. 

~34 In practice, federal courts grant standing to: 

1. a tenant complaining about an illegal search of 
his apartmen~;56 

2. an occupant of a hotel room whose room was illegally 
searched; 57 

3. a 'guest or licensee of the owner or tenant of the 
premises searched;58 and, 

4. one of the users of an office that was illegally 
searched. 59 

Federal courts refuse to grant standing to: 

1. one who had assumed rent payments for the leased 
building before the search occurred;60 

54 362 U.S. 256 (1960). 

55This concept was reaffirmed in Brown v. United States, 
411 U.S. 223 (1972). See '140 of these materials. 

56chapman v. United States, 365 U.S. 610, 617-18 (1961). 

57stoner v. California, 376 U.S. 483, 488-90 (1964); 
United States v. Anderson, 453 F.2d 174 (9th Cir. 1971). 

58united States v. Wright, 466 F.2d 1256,1259 (2d Cir.), 
cert. denied, 410 U.S. 916 (1972); United States v. Miguel, 
340 F.2d 812, 814 (2d Cir.), cert. denied, 382 U.S. 854 
(1965) . 

59Mancusi v. DeForte, 392 U.S. 364, 368-69 (1968). 

60United States v. Konigsberg, 336 F.2d 844, 847 (3d Cir. 
1964); United States V. Wolfson, 299 F. Supp. 1246, 1249-50 
(D. Del. 1969). 
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2. a business associate of the co-defendant and 
owner of the property searched;6l 

3. a tenant who willfully abandoned the premises 
before the illegal search occurred;62 and, 

4. a trespasser who merely used the premises 
searched.63 

~35 Generally, New York, Massachusetts, and New Jersey 

follow federal guidelines where standing is governed by 

64 the defendant's relationship to the property searched. 

~36 If a defendant does not have standing because of his 

interest in the premises he may achieve it through his 

interest in the property seized. Total ownership65 or 

possessory interest
66 

establish standing to complain. 

Possessory interest is broadly defined in the federal 

6lunited States v. Grosso, 358 F.2d 154, 161 (3d Cir. 
1966) . 

62Feguer v. United States, 302 F.2d 214, 248-49 (8th 
Cir.), cert. denied, 371 U.S. 872 (1962). 

63United States v. Watt, 309 F. Supp. 329, 331 (N.D. Cal. 
1970). 

64 
Defendants had standing ,to protest as guests of the 

lessee of an apartment where incriminating narcotics 
were seized. People v. Cokley, 42 App. Div.2d 538, 344 
N.Y.S.2d 796 {1st Dept. 1973}. 
A defendant had no standing to object to the sei~ure 
of a car that he neither owned nor possessed. Commonwealth 
v. Campbell, 352 Mass. 387, 402, 226 N.E.2d 211, 220 
(1967). A person does have standing if he has a proprietary, 
possessory, or participatory interest in the place where the 
evidence was found. State v. Allen, 113 N.J. Super. 245/ 
273 A.2d 587 (App. Div. 1970). 

65S h . . d 
c w~mmer v. Un~te States, 232 F.2d 855, 860-61 (8th Cir.), 

cert. ~enied, 352 U.S. 833 (1956) (a lawyer had standing to 
compla~n about subpoena duces tecum of records he had deposited 
with a corporation for storage). 

66united States v. Ong Goon Sing, 149 F. Supp. 267, 268 
(S.D. N.Y. 1957) (defendant was holding papers seized for 
a third person from whom he purchased laundry). 
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67 courts to include constructive possession of property. 

~37 If a defendant relinquishes his interest in property 

d ' l' 68 before the illegal search, he has no stan 1ng to comp a1n. 

Likewise, a defendclnt has no standing to object to the 

seizure by federal officers of papers filed with a state 

court. 69 

~38 Until 1960, defendants charged with a possessory 

offense faced a special dilemma when they asserted standing 

through ownership of seized property. If possession of 

the seized property itself constituted a crime, a defendant 

could not, in effect, acquire standing without confessing 

an incriminating interest in contraband or stolen property. 

The Court first recognized this dilemma in Jones v. United 

States.
70

There it held that where "possession both convic'':s 

and confers standing" the defendant need not allege an 

interest in the premises or property. 

67Mancusi v. DeForte, 392 U.S. 364, 367 (1968). See also, 
United States v. Re, 313 F. Supp 442 (S.D. N.Y. 1970) 
(records stored with an accountant, in absence of agree-
ment, were not constructively possessed by defendant); 
United States-v. Birrell, 242 F. Supp. 191, 200 (S.D. 
N.Y. 1965) (records of defendant stored with an attorney). 

68Abel v. United States, 362 U.S. 217, 240-41 (1960) 
(evidence reclaimed from hotel wastebasket after defendant 
vacated room). New York follows a similar rule. People 
v. Pantoja, 76 Misc.2d 869, 351 N.Y.S.2d 873 (Sup. Ct. 
Bronx County 1974) (defendant gave rifles to third party 
who held them at the time of the search). But New York 
courts did find standing where abandonment of property was 
unintentional. People v. Adorno, 37 Misc.2d 36, 234 
N.Y.S.2d 674 (New York City Criminal Ct. 1962). 

6~United States v. Silverman, 449 F.2d 1341, 1345 (2d 
Cir. 1971). 

70 362 U.S. 257, 261 (1960). 
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,:39 'I'he scope of Jones may well have been narrowed in 

simmons v. United states. 7l The court held that the Jones 

automatic standing doctrine applies where the defendant is 

accused of possessory offenses. He must, the Court said, 

contillue to allege possession to achieve standing to 

challenge evidence when charged with a non-possessory 

offense.
72 

The court further added 

... when a defendant testifies in support of 
a motion to suppress evidence on Fourth 
Amendment grounds, his testimony may not 
thereafter be admitted against him at trial 
on the issue of guilt unless he makes no 
objection. 73 

,/40 Consequently, under Simmons it could be argued that 

the need for automatic standing was removed. Indeed, in 

Brown v. United States: 74 the court held that defendants 

in a possession crime had to allege pcssession to establish 

standing to suppress.
75 

Later, however, the opinion is 

careful to note that it was not yet necessary to decide 

if Simmons removed the need for "automatic standing." 

The court specifically reserved that decision for a case 

"where possession at the time of the contested search and 

seizure is 'an essential element of the offense charged. ,,,76 

71
390 U.S. 377 (1967). 

72 , 
S1mmons, 390 U.S. at 389-93. 

73s . 
l.mmons, 390 U.S. at 394. 

74411 U.S. 223 (1972). 

75 
~~, 411 U.S. at 228. 

76 
Brown, 411 U.S. at 228, quoting Si~, 390 U.S. at 390. 
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2. E]~ctronic Surveillance 

~41 Electronic surveillance provides a complex setting 

for the application of standing rules. The terms "search 

and seizure" or "unlawful invasion of privacy" are used in 

reference to recordings of conversations overheard by 

government authorities. Fr,equently, these recordings are 

acquired without physical trespass onto the defendant's 

property. Rarely is there seizure of tangible property. 

Traditional standing doctrines illustrated by Jones or 

Brown do not readily apply to electronic surveillance 

situations. 

.42 Katz v. United states 77 defined an illegal wiretap, 

unoer the Fourth Amendment, as one that invaded person's 

"reasonable expectation of privacy." The Court recognized 

Katz's standing to object to the tap even though his 

calls were made from a public telephone booth. Standing 

in the context of electronic surveillance was faced more 

directly in Alderman v. united states. 78 There the Court 

recognized two classes of defendants who have standing to 

suppress evidence from an illegal electronic surveillance: 

1. a party to the conversations overheard; and 

2. the owner of the premises where the tap was 
located, regardless of his presence at the time of 
the conversations. 79 

77389 U.S. 347, 361 (1967). 

78 394 U.S. 165 (1969). 

79 Id . at 176-80. New York also grants standing to defen
dants who participated in the conversations intercepted. 
,People v. Butler, 33 App. Div. 675, 305 N.Y.S.2d 367 (1st 
Dept. 1969). A person who was not party to conversations 
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,'43 Under 18 U.S.C. §2510 (10) (1971) an "aggrieved person" 

is entitled to invoke the motion to suppress evidence from 

illegal electronic surveillance. Such a person is one who 

was a party to any intercepted wire or oral communication 

or a person against whom the interception was directed. 80 

3. Confessions 

1,44 In general, a defendant only has standing to suppress 

his own confession, if it was obtained by unconstitutional 

81 
methods. Nevertheless, he may suppress the confession of 

. d f d t . . l' 82 hlS co- e en an ln partlcu ar clrcumstances. 

79 (continued) 
intercepted under an originally defective wiretap order 
lacked standing to attack conversations intercepted 
under the order. State v. Cocuzza, 123 N.J. Super. 14, 
301 A.2d 204 (Law Div. 1973). 

8018 U .. S.C.A. §2510(11) (1970). Comments in the legislative 
history of the bill indicate that this provision was 
intended to reflect existing law. See Jones v. United 
States, 362 U.S. 257 (1960); GoldsteIn v. United States, 
316 U.S. 114 (1942); and Wong Sun v. United States, 371 
U.S. 471 (1963). S. Rep. No. 1097, 90th Cong., 2d Sess. 
91 (1968). -

81Constitutional rights are personal; they may not be 
asserted vicariously. Alderman v. United States, 394 
U.S. 165, 174 (1969). An involuntary confession may 
violate several of the defendant's constitutional rights! 
depending on how it was obtained. A coerced confession 
violates the right against self-incrimination. Boyd 
v. United States, 116 U.S. 616 (1896). A confession 
received in the absence of counsel may violate Sixth 
Amendment guarantees. Massiah v. United States, 377 
U.S. 201, 205-06. 

82 rn Bruton v. United States, 391 U.S. 123 (1968), the 
Court set aside a conviction because a co-defendant's 
confession implicating the defendant was received in 
evidence. Although the jury was instructed to disregard 
the confession, the Court felt that there was substantial 
risk that it influenced the verdict. The joint trial 
also precluded cross-examination of the co-defendant, 
in violation of the defendant's right of confrontation 
under the Sixth Amendment. 
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C. Illegality: Allocation of Bur~ens 

,,45 In a motion to suppress, the burden of proof· is upon 

the moving party to show that the evidence to be excluded 

was obtained by illegal means. To succeed, the showing 

must be made by a preponderance of 1:he evidence. 83 

,,46 New York places the initial burden of coming forward 

with a showing of legality upon the state. When that is 

met, the ultimate burden of persuasion rests on the moving 

party. 84 

1. Search With Warrant 

~47 In a marginal case, the courts tend to sustain a 

~earch under a w~rrant, where without one it would fail. 85 

83United States v. Matlock, 415 U.S~ 164, 177 (1974)~ 
Coolidge v. New Hampshire, 403 U.S. 443, 484-90, reh. 
denied, 404 U.S. 874 (1971)~ Commonwealth v. Hanger, 
357 Mass. 464, 467-68, 258 N.E.2d 555, 558 (1970)~ State 
v. Stolzman, 115 N.J. Super. 231, 236, 279 A.2d 114, 115 
(App. Div. 1971) (impli~ation). 

84people v. Malinsky, 15 N.Y.2d 86, 96, 204 N.E.2d 188, 
195, 255 N.Y.S.2d 850, 861 (1965)~ People v. Berrios, 28 
N.Y.2d 361, 367-68, 270 N.E.2d 709, 712-13, 321 N.Y.S.2d 
884, 888-89 (1971). 

85United States v. Ventresca, 380 U.S. 102, 106 (1965). 
Grounds for attacking a warrant follow: 

1. The warrant is invalid on its face because of: 

a. failure to show probable cause~ 
b. failure to specify with particularity, the 

places to be searched, or persons or things' 
to be seized; 

c. facial'inaccuracy; or 
d. improper authorization. 

2. The warrant was improperly executed because: 

a. either notice, inventory, or return was 
neglected~ or 

b. the search was beyond the scope of the warrant. 

ALI Model Penal Code of Prearraignment Procedure, Tent. 
Draft No. 4 (1971) §8.02. 
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If the violation is technical or clerical, proof of 

.. d . 86 1llegal1ty does not man ate suppress1on. To suppress 

evidence, then, the defendant must show bad faith, prejudice, 

or infringement of substantial rights. Further, if the 

prosecutor makes a showing of substantial compliance or 

good faith, the suppression motion may often be defeated.
87 

In contrast, if the violation is constitutional and 

. .,' d 88 the burden is carr1ed, suppreSS10n 1S requ1re . 

86United States v. Hall, 505 F.2d 961 (3d Cir. 1974). 

Rule 2 expresses values sought to be achieved 
by the Federal Rules of Criminal "Procedure. 
We are commanded to give the rules a construction 
which secures 'simplicity in procedure, fairness 
in administration and elimination of unjustifiable 
expense and delay.' Id. at 963. 

See also, People v. Mallard, 79 Misc.2d 270, 359 N.Y.S.2d 
622 (Sup. Ct. Queens County, 1974); Commonwealth v. Cromer, 

Mass. ,313 N.E.2d 557, 559 (1974). 

87united States v. Hall, 505 F.2d961, 963 (3d Cir. 1974) (failed to 
return search warrant promptly); United States v. Harring-
ton, 504 F.2d 130, 134 (7th Cir. 1974) (failure to leave 
a copy of the warrant and a receipt for the property 
taken); United States v. Ravich, 421 F.2d 1196, 1201 
(2d Cir. 1970) (nighttime search of unoccupied room); 
United States v. Sturgeon, 501 F.2d 1270, 1275 (8th Cir. 
1974) (issuance by state judge without designating a 
federal magistrate to whom it was to be returned); 
United States v. Burke,' 517 F.2d 377, 381 (2d Cir. 1975) 
(failure of affidavit to recite reliability of informant, 
where reliability was apparent from the facts); People 
v. Rose, 52 Misc.2d 648, 276 N.Y.S.2d 450 (Dist. ct., 
Nassau County, 1st Dist. 1967) (failure to give receipt 
for property sei zed); Commonwealth v. Cromer, __ Mass. 
313 N.E.2d 557,561(seven day delay in execution of 
warrant) (1974); State v~ Bisaccia, 58 N.J. 586, 279 A.2d 674 
(1971) (erroneous- address in affidavit and warrant). 

88coolidge v. New Humpshire, 403 U.S. 443,447 (1971) (approval 
by-chief prosecutor acting as magistrate); People v. Malinsky 
15 N.Y.2d 86, 204 N.E.2d 188, 255 N.Y.S.2d 856' (1965) 
(lack vf probable cause); People v. Rothenberg, 20 N.Y.2d 
35, 38, 228 N.E.2d 379, 38b, 281 N.Y.S.2d 316, 317 (1967) 
(lack of specificity in warrant); Commonwealth v. Owens, 
350 Mass. 633, 636, 216 N.E.2d 411, 412-13 (1966) (lack of 
probable cause; reliability of informant not established). 
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.49 The jurisdictions handle attacks on supporting 

affidavits differently. 89 90 Despite diversity in approach, 

89Federal courts may go beyond the face of the affidavit 
to consider. any facts asserted under oath before the 
magistrate who received the application. United States 
v. Focarile, 340 F. Supp. 1033~ 1043-44 (D. ~d.), 
aff'd sub nom. United States v. Giordano, 469 F.2d 522, 
aff'd, 473 F:2d 906, aff'd, 416 U.S. 505 (1974). New 
York and New Jersey also consider supplemental testimony 
given under oath, before the issuing magistrate. It must 
be recorded or transcribed, however. In New Jersey the 
~ranscript must be attached to the affidavit. People v. 
Schnitzler, 18 N.Y.2d '456, 460, 223 N.E.2d 28, 30, 276 
N.Y.S.2d 616, 618 (1966); State v. Stolzman, 115 N.J. Super. 
231, 234-35, 279A.2d 114, 115 (App. Div. 1971). Federal 
and New Jersey courts indicate the prosecution may call 
the issuing magistrate to verify oral.te!3timony accompanying 
the affidavit under some circumstances, United States v. 
Falcone, 364 F. Supp. 877, 888, 895 (D.,N.~J. 1973), aff'd, 
500 F.2d 1401 (3d Cir. 1974); State v. Clemente, 108 N.J. 
Super. 189, 198, 260 A.2d 514, 520 (App. Div. 1969). 
Massachusetts does not permit supplementation of the 
affidavit by sworn testimony. Commonwealth v. Monosson, 
3 51 Mas s. 327, 330, 221 N. E. 2 d 220, 221 ( 19 66) • 

90 Most of the federal circuits hold that a defendant 
is entitled to a hearing delving below the surface of a 
facially sufficient affidavit upon a showing of: 

1. a misrepresentation by the government of a 
material fact; or 

2. an intentional misrepresentation by the govern
ment, regardless of materiality. United States 
v. Carmichael, 489 F.2d 983, 988 (7th Cir. 
1973); Jackson v. United States, 336 F.2d 
579, 580 (D.C. Cir. 1964); Unifed States v. 
Dunnings, 425 F.2d 836, 840 (2d Cir.), cert. 
denied, 397 U.S. 1002 (1969); King v. United 
~tates, 282 F.2d 398, 400-01 (~th Cir. 1960); 
United States v. Thomas, 489 F.2d 664, 669 
(5th Cir. 1973); United States v. Marihart, 
492 F.2d 897, 899-90 (8th Cir. 1974); United 
States v. Harwood, 470 F.2d 322, 324-25 (10th 
Cir. 1972); United States v. Damitz, 495 F.2d 
50, 53-54 (9th Cir. 1974). 

New York will inquire into the veracity of an affidavit, 
but a presumption in favor of validity exists. People 
v. A1finito, 16 N.Y.2d181, 186, 211 N.E.2d 644, 
646,264 N.Y.S.2d 243,246 (1965). 

New Jersey does not permit such an inquiry. State v. 
Petillo, 61 N.J. 165, 173, 293 A.2d 649, 653, cert. 
denied, 410 U.S. 944 (1972). 
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each places a heavy burden on a defendant 
who wishes to 

go behind an affidavit l'n a 91 Suppression hearing. 

2. Search Without a Warrant 

,/50 Searches conducted outsl'de the J'ud' . 1 lCla process on 

a defendant's property are per se unreasonable.92 
Once a 

defendant shows that a 
search took place without a warrant, 

the 0 
g vernment must prove that circumstances justified 

the action under one of th 
e recognized exceptions to the 

rule. 93 
The government n d 1 ee on y go forward with evidence 

to establish the excepti~'n by a preponderance of the 

evidence; proof beyond a reasonable 
doubt is not necessary. 94 

,/51 ,Exceptions to the prohibitl'on 
of warrantless searches 

rule-. 95 
These exceptions 

present variations to the general 

and their procedural implicatl'ons 
are treated in the 

91 .-
Unlted States v. Carmichael 489 

(defendant must show reckl' F.2d983, 988 (7thCir. 1973) 
. t . essness regarding t' 1 or ln entlona1 untruthfulness). a rna erla error 

92c l' 
00 ldge v. New Hampshire, 403 443 - U.S., 474 (1971). 

93C l' 
o~ ldge, 403 U.S. at 453; People v. 

BerrlOs, 28 N.Y.2d 361 367 270 N E 2d 
884,888-89; Commonwealth 'A t b" 709,712,321 N.Y.S.2d 
315 N.E.2d 530 v. u 0 enedetto, Mass. , 
422, 425, 209 A ~~48J~97:1~ State v. ContursI, 44 N.J. 
search incident'to arr~ t (1965). Exceptions include 
obj ects in plain view a~d' consent search ~ seizu:-e of 
stances. ' search under eXlgent Clrcum-

94U . 
nlted States v Matlock 415 

v. Harrington, 70·Misc.2d 303 3~5S'3;~4, 177 (1974); People 
93 (Allegany County Ct. 1972). St t N.Y.S.2d 789, 792-
N.J. Super. 180 185 333 A 2d'264 a e_v. Brown, 132 

, , • , 261 (App. Div. 1975). 
95u . 

nlted States v. Jeffers, 342 U.S. 48 (1951). 

Only w~ere incident to a valid arrest . 
exceptlonal cirrumstances . . . or ln 
lie and then th; burden .' ~ay an e~~mption 
exemption to show the ne~~ ~~rti~se seek~ng the 
51 (citations omitted). . ... Id. at 
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foilowing sections. 

a. Search Incident to Arrest 

When the government asserts that a warrantless search 

was incident to an arrest, it must show a lawful arrest. 

The arrest must conform both to the requirements of state 

96 h f d . t . 97 law; and to the mandates of tee era 1 Const1 ut10n. 

Beyond this, the prosecution must prove that the search was 

appropriately limited in scope. Arrests fabricated to 

permit warrantless searches under this doctrine .are not 

tolerated. 98 

96United States v. Montos, 421 F.2d 215, 224 (5th Cir. 
1970). 

97Ford v. United states, 352 F.2d 927, 932-33 (D.C. Cir. 
1965); People v. Martin, 32 N.Y.2d 123, 125, 296 N.E.2d 245, 
246, 343 N·~Y.S.2d 343, 345-46 (1973) ; State v. Brown, 132 
N.J. Super. 180, 185, 333 A.2d 264, 266-67 (App. Div. 1975); 
Commonwealth v. Autobenedetto, Mass. , 315 N.E.2d 530, 
533 (1974). The Constitution requires that probable cause 
exist to arrest without a warrant. 

98The Supreme Court set out the factors that determine 
the scope of a search in Chimel v. California, 395 U.S. 
752 (1969): 

• • . it is reasonable for the arresting 
officer to search the person arrested in order 
to remove any weapons that the latter might 
seek to use in order to resist arrest or effect 
his escape ... it is entirely reasonable for 
the arresting officer to search for and seize 
any evidence on the arrestee's person in order 
to prevent its concealment or destruction. 
Id. at 763. 

The decision also permitted a search of the area into 
which the defendant might reach for weapons or evidence. 
For examples, see ~oolidge v. Ne~_Hampshire, ~03 U.S. 443, 
478 (the prosecution had to prove that the eV1dence 
seized was within the grasp of the arrestee); People v. 
Lewis, 26 N.Y.2d 547, 260 N.E.2d 538, 311 N.Y.S.2d 905 
(1970) (when a suspect is arrested in his apartment, 
a search of hi-car is not proper). 
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b. Plain View 

1/53 If evidence is in plain view when police are making 

a lawful search or arrest it may be seized. The government 

must show that the challenged object was exposed to the 

view of the officer. It must also prove that the officer 

had a right to be where he was when he saw the object. 99 

'154 Generally, the legality of a policeman's presence may 

be proved by showing: 

1. he was present to make a lawful arrest, 

2. he was present with a warrant, or 

3. he was on the premises with consent of the owner 
or occupant. 

~55 Federal courts also require the prosecution to prove 

that the discovery was inadvertant. lOO A recent Fourth 

Circuit decision, however, indicates that lower courts do 

not always require a showing of inadvertance. lOl 

c. Consent 

,56 In contrast to the minimal showing required in the 

previous two sections, a heavy burden to show voluntariness 

is on the government in consent searches. l02 Clear and 

99H , U· d arr1S v. n 7te States, 390 U.S. 234, 236 (1968); 
People v. Gatt1, 29 App. Div.2d 617, 285 N.Y.S.2d 437 
(4th Dept. 1967); Commonwealth v. Fields, Mass. , 
319 N.E.2d 461, 463 (1974); State--1I1:fnterest of A~, 
115 N.J. 77, 81, 278 A.2d 225, 227 (App. Div. 1971). 
The intrusion that brings the officer within plain 
view of the object may be under warrant or under one 
of the exceptions to the warrant rule. Coolidge v. 
New Hampshir~, 403 U.S o 443, 465. 

100 I'd 403 Coo 1 ge, U.S. at 469 . 

10lUnited States v. Bradshaw, 490 F.2d 1097, 1101 
at note 3 (4th Cir. 1974). 

102 
Bumper v. No~th Carolina, 391 U.S. 543, 548 (1968). 
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103 convincing proof of consent must be offered. Lower 

federal courts distinguish between consent given in custody 

104 and consent given out of custody. Recently, the Supreme 

Court also implied that the burden on the government varies 

depending on whetiler the defendant was in or out of custody 

105 ' . when he gave consent. In general, a slightly hlgher 

standard of proof is required in cases where consent was 

given while the defendant was in police custody. Some 

courts use the language of presumption to describe this , 

standard,l06 but it would be more accurate to think of it 

as a "favored inference." 

While New York and New Jersey clearly follow federal 

practice, the situation in Massachusetts is not clear. The 

103united States v. Jones, 475 F.2d 723, 728 (5th Cir. 
1973); State v. Price, 108 N.J. Super. 272, 282, 260 A.2d 
877, 883 (Law Div. 1970). 

104united States v. Montos, 421 F.2d 215, 223 (5th Cir.), 
cert. denied, 397U.S. 1022 (1970) (postal inspector 
asked employee two routine questions); United states v. 
Candella, 469 F.2d 173, 175 (2d Cir. 1972) (defendant under 
arrest, pointed locations of handguns after he was 
informed of his rights); United States ex reI. Dunham v. 
Quinlan, 327 F.Supp. 115, 123 (S.D. N.Y. 1971) (defendant 
under arrest, gave keys of his apartment to sheriff and 
told him to search it after he was advised of his rights). 
Findings of consent were upheld in all cases. 

105 ' 
Schneckloth v. B~stamonte, 412 U.S. 218, 248 (1970). 

We hold only that when the subject of a search is 
not in custody and the State attempts to justify 
a search on the basis of his consent, the Fourth 
and Fourteenth Amendments require that it 
demonstrate that the consent was in fact volun
tarily given, and not the result of duress or 
')ercion, express or implied. 

106UnitBd states v. Elrod, 318 F. Supp. 524, 526 (E.D. La. 
1971), aff"'d~ 441 F.2d 353 (5th Cir. 1971). 
~ .. ",," 
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Autobenedetto decision, in 1974, required the prosecution 

to show the legality of a warrantless search for the first 

time. The standards applicable to the showing are not yet 

established. Previously, a policeman's testimony was ade

quate proof of voluntariness. 107 NOW, this would probably 

not be sufficient. 

d. Stop and Frisk 

All four jurisdictions require the prosecution to 

justify a "frisk" preceded by a temporary detention. l08 

Massachusetts has a statutory provision governing "stop and 

frisk." The courts construe it to conform with requirements 

set out in federal cases.109 

e. Exigent Circumstances 

~59 A final exception to the prohibition of warrantless 

searches is where officers reasonably should not be expected 

to obtain a search warrant. In these cases the prosecution 

must show that the officers reasonably believed the evidence 

or objects sought would be destroyed or removed if not 
. , 

107C I h 
ommonwea t v. Garreffi, 355 Mass. 428, 431, 245 

N.E.2d 442, 445 (1969). 

.' ,. 
108United States v. Cupps, 503 F.2d 277 280-81 (6th 
Cir. 1974); People v.Mac~, 26 N.Y.2d ~ll, 315, 258 
N.E.2d 703, 707, 310 N.Y.S~2d 292, 296 (1970); State v. 
Q.!.lley, 49 N.J. 460, 464, 231 A.2d 353, 357 (1967). See 
generally, Terry v. Ohio, 392 U.S. 1 (1968). 

109 
Mass. Gen. Laws Ann. ch. 41, §98 (1973). Commonwealth 

v. Anderson, ___ Mass. 318 N.E.2d 834 (1974). 
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, . d' t 1 110 se1zed 1mme 1a e y. 

,/60 Airport body searches are the most recent exception 

to the search warrant rule. In general, the courts require 

the government to show that from all the facts available to 

. III 
the officer, he was justified in taking immediate act10n. 

3. Electronic Surveillance 

~61 After the defendant makes a minimal showing required 

for a hearing, the prosecution bears the burden of 

persuasion on most of the issues raised. The standard of 

proof required is preponderance of the evidence, but 

the burden itself varies with the issue. 112 If violation 

of the governing statute rises to a "constitutional" level 

the prosecution must show compliance with the statute. On 

the other hand, if the violation is "ministerial," the 

government may show SUbstantial compliance or good faith on 

f h ff ' to carry ~ts burden and avoid the, part 0 teo 1cers ~ 

suppression. 

~62 The defendant must prove that the government failed 

110schmerber v. California, 384 U.S. 757, 770-71 (1966) 
(blood samples taken before alcohol dissipated); Carroll 
v. United States, 267 U.S. 132, 159 (1925) (search of an , 
automobile immediately after the chase); People v. McIlwa1n, 
28 App. Div.2d 711, 281 N.Y.S.2d 218 (2d Dept. ,1967) 
(entry by officer seeking narcotics after hear1ng a 
toilet flush). 

111see United States V. Moreno, 475 F.2d 44, 48-50 (5th 
Cir:-r973); United States ~. Bell, 464 F.2d 667, 672 (2d 
Cir. 1972); United States V. Slocum, 464 F.2d 1180, 1183 
(3d Cir. 1972);;-United States v. Epperson, 454,F.2d 769, 
770-71 (4th Cir. 1972); People v. Boyles, 73 M1sc.2d 576, 
578, 341 N.Y.S.2d 967, 969 (Sup. Ct.,Queens countY (1973); 
State v. Adams, 125 N.J. Super. 587, 312 A.2d 642 ,App. 
Div. 1973). 

112See note 11 for a list of issues. 
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t '" th' t' 113 o mlnlm1ze e 1ntercep 10ns. This is rather difficult 

because the courts apply a general good faith test to 

t bl ' h ' , . t' 114 es a 1S proper mlnlm1za 10n. 

~63 Failure to notify the defendant after a tap may be 

d f . 115 groun s or suppress10n. Where this is an accepted 

basis for suppression, the defendant is usually required to 

show failure to notify'plus resulting prejudice. 116 

113United States v. Cox, 462 F.2d 1293, 1300-01 (8th 
Cir. 1972), cert. denied, 417 U.S. 918 (1974). 

1141 t t' f 11 ' , n ercep 10n 0 a ca1.1s 1S not fallure to 
min1m1ze per see United States v. James, 494 F.2d 1007, 
1018 (D.C. Cir. 1974), cert. denied, 419 U.S. 1020 (1975); 
State v. Dye, 60 N.J. 518, 534, 291 A.2d 825, 833 (1971), 
cert. denied, 409 U.S. 1090 (1972). Even if the defense 
can show improper minimization, a showing of good faith 
by the prosecution will prevent suppression. United 
States V. King, 353 F. Supp. 523, 541-44 (S.D. Ca. 1971), 
rev'd on other grounds, 478 F.2d 494 (9th Cir. 1973), 
cert. denied, 417 U.S. 920 (1974); United Statesv. 
Curreri, 363 F. Supp. 430, 437 (D. Md. 1973); People V. 
Solomon, 75 Misc.2d 847, 849-50, 348 N.Y.S.2d 673, 676-
77 (Sup. Ct., Kings County 1973); State v. Molinaro, 122 
N.J. Super. 181, 182, 299 A.2d 75 (App. Div.), cert. 
denied, 62 N.J. 574, 303 A.2d 327 (1973); Sta~. LaPorte, 
62 N.J. 312, 316, 301 A.2d 146, 148 (1973) (search of car 
subjected to less stringent standards than in federal 
cases); Commonwealth V. Duran, Mass. , 293 N.E.2d 
285, 287 (1972) (suitcases unidentifiable except upon 
arrival, were seized at the airport). For fUrther 
discussion ~ Coolidge, V. New Hampshire, 403 U.S. 443, 
474-84; United States V. Bradshaw, 490 F.2d 1097 (4th 
Cir. 1974). ' 

115Th ' , t l' t· h" h th d e C1rCU1 s sp 1 on t 1S 1ssue. T e Four an 
Sixth Circuits held failure to notify is grounds for 
suppression, while the Second Circuit did not find it 
sufficiBnt to suppress. See, ~., United States V. 
Donovan, 513 F.2d 337, 343 (6th Cir. 1975) (qrounds for 
suppression); United States v. Rizzo, 492 F.2d 443, 447 
(2d Cir.) (not grounds for automatic suppression), cert. 

de n i ed , 41 7 U. S. 944 ( 19 74) . 

116United States v. Iannelli, 477 F.2d 999, 1003 (3d Cir. 
1?73~ aff'd, 420 U.S. 770 (1975); Peop1~~. Tartt, 71 
M1sc.2d 955, 959, 336 N.Y.S.2d 919, 923 (Sup. Ct., Erie County 
1972); People v. Hueston, 34 N.Y.2d 116, 356 N.Y.S.2d 272, 120, 
312 N.E~f62;-:g6NYS.2d 272, 275-76 (1974); State v. Dye, 
60 N.J. 518, 546, 291 A.2d 825, 839-40 (1972). 
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4. In-court Identification 

To defeat a motion to suppress an in-court identifica-

t . b d . ' 11 l' d ' f . , 11 7 th lon, ase upon a prl0r 1 ega 1 entl lcatlon, e 

prosecution must show that the in-court testimony comes 

from a legal source. 118 The burden of persuasion is met by 

a preponderance of the evidence. 119 

5. Confessions 

Treatment of confessions is somewhat confused presently. 

Nevertheless, all four jurisdictions agree that when the 

government introduces an inculpatory statement or confession 

by the d ""fend t 't t th t . d 1 . 1 120 ~ an, 1 mus prove a lt was rna e vo untarl y. 

~66 The Supreme Court approved the practice of New Jersey 

and Massachusetts when it found proof by a preponderance of 

l17see , United States v. Wade, 388 U.S. 218, 223-27 
(1967) as modified by Kirby v. Illinois, 406 U.S. 682, 
687-91 (1972};and United States v. Ash, 413 U.S. 300, 
313-17 (1973). 

118 Wade, 388 U.S. at 242; People v. 
Bilinski, 40 App. Div.2d 617, 335 N.Y.S.2d 785 (3d Dept. 
1972); Commonwealth v. Cefalo, 357 Mass. 255, 257-58, 
257 N.E.2d 921, 923 (1970). 

119Factors to consider in determining independence are: 

1. 
2. 

3. 
4. 

5. 

6. 

prior opportunities to observe the defendant; 
discrepancies between a pre-line-up description 
and the acutal description of the defendant; 
previous mistak~n identifications; 
pre-line-up identification of the defendant by 
photography; 
failure to identify the defendant on a prior 
occasion; and 
time lapse between the crime and the line_up. 

Commonwealth v. Cooper, 356 Mass. 74, .84, 248 N.E.2d 253, 
260 (1969) quoting United States v. Wade, 388 U.s. at 241. 

l20Miranda v. Arizona~ 384 U.s. 436, 475 (1966); People v. 
Huntley, 15 N.Y.2d 72, 78, 204 N.E.2d 179, 182-83, 255 N.Y. 
S.2d 838, 843-44 (1965); State v. Yough, 49 N.J. 587, 231 
A.2d 598 (1967). 

, .. 
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the evidence on this issue passes constitutional muster. 121 

New York goes beyond this standard to require proof beyond a 

reasonable doubt. 122 

All four jurisdictions submit the question of voluntari-

ness to both the judge ~~ the jury. First, the judg~ 

conducts a hearing on admissibility from which the jury is 

excluded. If he finds the confession "voluntary" f~r 

constitutional admission purposes, the trial coritinues with 

the introduction of the evidence. Finally, the judge 

instructs the jury to weigh the confession dur±ng its 

deliberations" H't.s pr' d t . . ~ eVlOUS e ermlnatlon does not preclude 

a finding of involuntariness ori its part for credibility 

purposes. 123 

121 
Lego v. Twomey, 404 U.S. 477 489 (1972); Commonwealth 

v. White, 353 Mass. 409, 232 N.E.2d 335 (1967); State v. 
Yough, 49 N.J. 587, 600, 231 A.2d 598, 603-04 (1967). 
Note, the New Jersey Supreme Court recommended that state 
~our~s switch to a "beyond a reasonable doubt" standard 
ln llght of the Miranda line of decisions. After Le 0 

v. Tw~mey, the same court cited Yough for the proposItion 
that beyond a reasonable doubt" standard should be applied 
The court also indicated that Lego might have some effect . 
here. It seems, therefore, likely that New Jersey will 
return to the preponderance of the evidence rule. State 
v. Kelly, 61 N.J. 283, 294, 294 A.2d 41, 47 (1972) .--~~ 

122 
People v. ~untley, 15 N.Y.2d 72, 78, 204 N.E.2d 179, 

182-83, 255 N.Y.S.2d 838, 843-44 (1965); People v . 
Thasa, 32 N.Y.2d 712, 714, 296 N.E.2d 804 344 N Y S 2d 
2 (1973). ' . . . 

123 
18 U.S.C.A. §350l (a) (1969); People v. Huntley, 15 

N.Y. 2d 72, 78, 204 N.E.2d l79~ 182-83, 255 N.Y.S.2d 
838, 843-44 (1965); State v. Tassiello, 39 N.J. 282, 
291-93; 188 A.2d 406, 411-12 (1963); Commonwealth 
v. Sheppard, 313 Mass. 590, 604, 48 N.E.2d 630, 639 
(1~43)= Note, in New York a defendant must raise his 
Ob)ectlons to a confession at trial in order for the jury 
to be charged on voluntariness. People v. Cefaro, ?3 
N.Y.2d283, 288-89, 244 N.E.2d 42 46 296 N Y S 2~~ 
345, 350-51 (1968). '" .. u 
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~68 Arriving at a suitable definition for "voluntary" 

has caused the most confusion in this area of law. "Volun-

tary" can mean "trustworthiness"; it can also mean "given 

with full understanding of the corisequences." The crux 

of the issue has come initially to mean: did the defendant 

know about his rights to remain silent and to have 

counsel? Case law developed the knowledge requirement 

beyond reading Miranda warnings upon arrest. Now the 

b h that the defendant had the government must prove ot 

capacity to understand his rights, and that he did, in fact, 

understand them. 124 Any showing of misunderstanding on the 

part of the defendant might refute "voluntariness" in the 

sense of knowledge of the consequences. Once the Miranda 

b ' 125 rules are met, traditional voluntariness standards 0 taln. 

6. Harmless Error 126 

~69 Not all violations of the Constitution mandate 

l24United States v. Cox, 487 F.2d 634, 636 (5th Cir. 1973) 
(defendant was informed of rights, ~igned waiver, a~d 
officers testifed to his apparent coherence; confesslon 
admitted); United States v. Fraizer, 476 F.2d 891, 897 
(D.C. Cir. 1973) (expert testimony established defendan~ 
had capacity to understand Miranda warnings given to hlm). 
Peonle v. Lux, 34 App. Div.2d 662, 310 N.Y.S.2d 410 (2d 
bept. 1970) (despite low IQ, cap~cit¥ shown by level of 
education, employment, and serVlce ln the army). 

l25Davis v. North Carolina, 384 U.S. 737, 740-41 (1966); 
Clewis v. Texas, 386 U.S. 707, 708-09 (1967). In both 
of these cases, the trial took place before the 
Miranda decision. Consequently, the Cour~ looked to 
Miranda plus traditional tests of voluntariness for guide
lines to judge the admissibility of the defendants' 
cOhfessions. 

l26Harmless error is to be distinguished from clerical or 
ministerial errors where the wrong address is typed on 
a search warrant or the name of the Object of a wiretap 
is misspelled on the application. See, ~., State v. 
Bisaccia, 58 N.J. 586, 592, 279 A.2d 675, 678 (1971). 
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suppression or retrial where illegally obtained evidence is 

admitted. On appeal, after the defendant shows that 

evidence was obtained unconstitutionally, the prosecution 

may prove "beyond a reasonable doubt that the error 

complained of did not contribute to the verdict obtained. ,,127 

At the same time, courts recognize, " . there are some 

constitutional rights so basic to a fair trial that their 

128 infraction can never be treated as harmless error ..• " 

In practice, the Court seems to view all of the 

evidence to decide what impact the challenged elements had 

on the jury's decision. If the evidence was not decisive, 

129 the verdict usually stands despite language in Chapman 

indicating that if it had any influence at all, there was 

'bl . 130 reverSl e error. 

~71 The federal wiretap statute requires suppression on 

131 
specified grounds. In addition, other violations of 

127chapman v. California, 386 U.S. 18, 24 (1967). 

128Id . at 23. The Court seems to be referring to 
coerced confessions. It cites Payne v. Arkansas, 356 
U.S. 560, 568 (1958) where it previously held, 
"the coerced confession vi tiates the judgment because 
it violates the Due Process Clause of the Fourteenth 
Amendment." 

l29Harrington v. Caluornia, 395 U.S. 250, 254 (1969); 
Milton v. Wainwright, 407 U.S. 371, 372-73 (1972) (over
whelming evidence of the prisoner's guilt, aside from the 
the challenged materials, was presented); People v. 
Crimmens, 36 N.Y.2d 230, 237, 326 N.E.2d 787, 791, 367 N.Y. 
S.2d 213, 218 (1975); State v. Bankston, 63 N.J. 263, 
273,307 A.2d 65, 70 (1973); Commonwealth v. McDonald, 

Mass. , 333 N.E.2d 189, 192 (1975). 

130Chapman, 386 U.S. at 23-24. 

13118 U.S.C.A §2518(10) (c) (1970). 
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the statute have been held bases for suppression. l32 As 

with constitutional errors, not all statutory violations 

result in automatic suppression. For instance, the Third 

Circuit affirmed a lower court's refusal to suppress wiretap 

evidence where the purpose of the violated provision had 

been served and the defendant failed to demonstrate 

prejudice or intentional neglect on the part of the 

133 government. 

v. Fruit of the Poisonous Tree 

Evidence derived from other illegally obtained evidence 

must be suppressed. This "fruit of the poison tree" doctrine 

was set out by the Supreme Court in Silverhorne Lumber Co. 

v. United States.
134 

The Court refused to admit evidence 

obtained as a direct result of an illegal search saying, 

" .•. the knowledge gained by the government's own wrong 

'cannot be used in the way proposed. "135 

l32United States v. Giordano, 416 u.s. 505, 528 (1974): 

We are confident that the provision for pre
application approval was intended to play a 
central role ;i,n the statutory scheme and 
that suppression must follow when it is shown that 
this statutory requirement has been ignored. 

l33united States v. Kohne, 358 F. Supp. 1053 (W.O. PaD 
1973), aff'd, 485 F.2d 682 (3d Cir. 1973), aff'd, 487 F.2d 
1395 (3d Cir. 1973) (government failed to serve defendants 
wi th copies of applications and court orders for wiretap, 
ten days before the trial). Se~ also United States v. 
Burke, 517 F.2d 377 (2d Cir. 1975) (affidavit failed to re
cite reliability of informant, but reliability was 
apparent from facts) . 

134 251 U.S. 385 (1920). 

l35silverthorne Lumber Co. v. United States, 251 U.S. 
385, 393 (1920). 
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.73 Since Silverthorne, e~idence derived from illegal 

't 136 'II 137 Wlre aps, 1 egal entry and arrest, and illegal line.-' 

ups138 has been excluded from trial. 

'174 To determine whether evidence is the fruit of the 

poisonous tree, courts look to "[w]hether, granting 

establishment of the primary illegality, the evidence to 

which instant objection is made has been corne at by 

exploitation of that illegality. "139 

A. Standing 

.75 The Supreme Court determined the standing issue by 

analogy to simple search and seizure cases. 140 To suppress 

derivative evidence, a defendant must be the victim of 

the primary illegality. 

B. Attenuation 

.76 From the outset, courts recognized that although 

l36N d ' d ar one v. Unlte States, 308 U.s. 338 (1939). 

l37wong Sun v. United States, 371 U.s. 471 (1963). 

138 , d 
Unlte States v. Wade, 388 U.S. 218 (1967). 

139 
Wong Sun, 371 U.s. at 388. See also, People v. Robinson, 

13 N.Y.2d 296, 301, 196 N.E.2d 261, 262, 246 N.Y.S.2d 623 
(1963). 

l40Goldstein v. United States, 316 U.S. 114 (1942): 

... the federal courts in numerous cases, and 
with unanimity, have denied standing to one not 
the victim of unconstitutional search and seizure 
to object to the introduction in evidence of that 
which was seized. A fortiori the same rule should 
apply to the introduction of evidence induced by 
the use or disclosure thereof to a witness other 
than the victim of the seizure. Id. at 121. 
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derived from illegal acts, some evidence would be admissible. 

'd 141 If the knowledge was gained from an l.ndepen ent source, 

or if the connection between the acts and the evidence 

" h tal.'nt,"142 l.'t becomes "so attenuated a£ to dl.ssl.pate t e may 

d d ' 1 143 be intro uce at trl.a . 

141silverthorne, 251 U.S. at 392. Some courts suggest 
that if derivative evidence would have been discovered 
through lawful investigation, it should be admissible 
regardless of illegal police activity. ~obert~ v. Ternullo, 

F.2d ,18 Crim. L. Rptr. 2415 (2d Cl.r., Jan. 7, 
1976) people V. Fitzpatrick, 32 N.Y.2d 499, 300 N.E.?,d 
139, 346 N.Y.S.2d 793 (1973). The Fifth Circuit recently 
rejected this view. United States V. Castellana, 488 F.2d 
325 (5th Cir. 1974). 

142Nardone, 308 U.S. at 341. Dissipation of the ~aint 
is often proved in confession cases by demonstratl.ng that 
the confession was an act of fre~ will. Wong Sun, ~71 
U.S. at 491. The court must judge f~ee will accordl.ng 
to the facts of each case. For instance, in Brown V. 
Illinois 422 U.S. 590, 605 (1975) the Court found a 
confessi~n made two hours after an illegal arrest, insuf
ficiently attenuated for admission. See also State V. 
Hodgson, 44 N.J. 151, 156-57, 207 A.2d 542, 545, cert. 
denied, 384 U.S. 1021 (1965). 

143Nardone, 308 U,S. at 341: 

. . . the trial judge must give opportunity, 
however closely confined, to the accused to 
prove that a substantial portion ~f the case 
against him was a fruit of the pol.sonous tree. 
This leaves ample opportunity to the Government 
to convince the trial court that its proof had 
an independent origin. 

On remand to the Second Circuit, the admission of evidence 
in Nardone was upheld. United States V. Nardone, 127 
F.2d 521 (2d Cir.), cert. denied, 316 U.S. 6~8 (19~2). 
Judge Learned Hand found that evidence, obtal.ned ai~er 
police uncovered illegal evidence, was properly ~dml.tted. 
The illegal evidence contributed to the prosecu~l.on o~ly , 
insofar as it convinced police to continue the l.nvestl.gatl.on. 
Commenting on the previous Supreme Court rulings, Hand 
wrote: 

.. ' 

Such expressions indLcate no dispositions towards 
the refinements inevitable in deciding how far 
the illicit information may have encouraged and 

588 

. , ~·-'----_=t=4 ... ;' 
.. -

1 

, 

'. , 

I • 

- . 

C. Allocation of Burdens 

'177 The defendant has the initial burden to show that the 

evidence introduced against him derives from illegal 

police activity. Once this is done, the government must 

convince the trial court that the "fruit" is either purged 

of the primary illegality or removed enough to be attenuated 

from it. 

D. Collateral Uses 

~78 Unlawfully obtained evidence may, however, be used at 

trial on issues other than guilt. Illegally seized evidence or 

VOluntary, but otherwise illegal, confessions may be 

introduced to impeach the defendant's testimony.144 

Further, illegally seized evidence may be admitted during 

, 1 f h 't' 145 trl.a to re res a Wl. ness s memory .. ____________ _ 
143 (continued) • 

sustained the pursuit. We hold that, having 
proved to the satisfaction of the trial judge that 
~he. "taps" and telegrams did not, directly or 
l.ndl.rectly, lead to the discovery of any of the 
evidence used upon the trial, or to break down the 
r~sistence of any unwilling witnesses, the prosecu
tl.on had purged itself of ~ts unlawful conduct. Id. 
at 523 . 

Also in Brown, 420 U.S. at 504, the Supreme Court held that 
the burden of showing the voluntariness of a confession 
made in custody after an illegal arrest is on the 
prosecution. Factors to be considered are: 

1. temporal proximity of arrest and confession; 
2. presence of intervening circumstances; and, 
3. purpose and flagrance of official misconduct. 

1441 . d 
10nroe V. Unl.te States, 234 F.2d 49, 56-57 (D.C. Cir.), 

cert. denied, 352 U.S. 873 (1956). 

145walder V. United States, 347 U.S. 62 (1954) (search and 
seizure); Harris v. New York, 401 U.S. 222 (1971) (confession); 
Oregon V. Ha~s, 420 U.S. 714 (1975). Recently, New Jersey 
adopted the l.mpeachment exception for the use of uncon
stitutionally obtained confessions in State v. Miller, 
_. __ N.J. ___ , 17 cri~. L: Rptr. 2121 (May 14, 1975). The 
l.mpeachment exceptl.on l.S also applicable to wiretaps. 
United States v~~., 474 F.2d 506 (5bh Cir. 1973). 
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'lb t C l'f . 146 th s C tId d In G1 er v. a 1 orn1a, e upreme our exc u e 

from a penalty hearing testimony derived from an illegal 

I ' 'd t' f' t' 14 7 SIt d' t h 1ne-up 1 en 1 1ca 2on. orne ower cour s a m1 suc 

'd t t ' h ' f' 148 eV1 ence a sen enc1ng ear1ngs or var10US reasons. 

Involuntary confessions are treated differently. Some 

courts reject them because admission conflicts with 

fundamental fairness. 149 

,/81 Finally, illegally obtained evidence is admissible at 

, d' 1 "1' bl 150 parole revocat10n procee 1ngs, so ong as 1t 1S re 1a e. 

VI. Appeal 

,/82 In federal courts, a defendant may raise the 

suppression decision during his appeal after conviction. 

In contrast, the government may appeal the ruling directly 

146 388 U.S. 263 (1967). 

147Gilbert v. California, 388 U.S., 263, 272-74 (1967). 

148United States v. Schipani, 435 F.2d 26, 28 (197Q), 
cert. denied, 401 U.S. 983 (1971) (illegal wiretap evidence 
was admitted in sentencing hearing where it was reliable 
and it was not gathered to improperly influence sentencing); 
Armpriester v. United States, 256 F.2d 294, 297 (4th Cir. 
1958) (illegally obtained confession not sufficient grounds 
to vacate sentence because no prejudice to defendant was 
shown). Contra, United States v. Weston, 448 F.2d 626, 
631-32 (9th Cir. 1972) and Verdugo v. United States, 
402 F.2d 599, 610-13 (9th Cir. 1968). See also, People 
v. ,Jackson, 20 N.Y.2d 440, 231 N.E.2d 722; 285 N.Y.S.2d 8, 
cert. denied, 391 U.S. 928 (1967) (involuntary confessions 
inadmissible at sentencing hearings). 

149United States ex reI. Brown v. Rundle, 417 F.2d 282, 
284-85 (3dCir. 1969). 

150United States ex reI. Sperling v. Fitzpatrick, 426 
F.2d 1161, 1163 (1970). 
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under 18 U.S.C. ~3731 (Supp. 1976). h ~ T e appeal must be 

made before the defendant 1'S put 1'n . Jeopardy, and after the 

United states attorney cert1'f1'es th t h ate action is not 

dilatory and that the evidence is substantial proof of a 

material fact. 

,/83 The federal electronic surveillance statute specifies 

that in addition to other rights of appeal, the government 

may appeal the granting of a motion to suppress. Again, the 

U.S. attorney must certify that the appeal is not made for 

delay. Notice of appeal must be filed within thirty days of 

the order. 151 

'184 New York's Criminal Procedure L ' aw perm1ts defendants 

to appeal the denial of a motion to suppress upon an appeal 

of the conviction. 152 
The People may appeal as of right 

after filing a notice of appeal and a statement asserting 

that the deprivation of evidence makes it almost impossible 

to pursue the prosecution to conviction.153 

'185 In New Jersey, both the State and the d f d e en ant may 

appeal a suppression decision with leave of the Appellate 

Division. 154 
The state wiretap statute specifically 

provides for an immediate appeal by the State provided the 

151 
18 U.S.C.A. §25l8 (10) (b) (1970). 

152N. y . Crim. Pro. Law §7l0. 70 (2) (McKinney 1971). 

153N. y . Crim. Pro. Law §§450.20(8), 450.50 (McKinney 1971). 

154 
,S~e N.J. ~ourt Rules 2:3-1 (Appeals ,by the state in 

Cr1m1nal Act1ons), 2:5-6(a) (Appeals from, Interlocutory 
Order D ' . ~ eC1~1?n~ and Actions), and 2:27 3 (Appeals to the 
Appellate D1V1s1on from Final Judgments, becision Actions 
and from Rules). ' , 
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officer who authorizes the tap certifies that the appeal 

f d I , 155 is not taken ,for purposes 0 e aye 

Massachusetts permits the defendant 

to appeal after the trial. In addition, interlocutory appeal 

may be made upon application of either party; provided a 

justice or the chief justice of the Supreme Judicial Court 

determines an immediate appeal would facilitate the adrninistra-
. . 156 tion of Justlce. 

155 
N.J. Stat. Ann. §2A:156A-2l (1971). 

156 ) Mass. Gen. Laws Ann. ch. 278, §28E(Supp. 1976 • 
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Appendix 

Admissibility of Tainted Witness Testimony 

Outline 

Sununary . . . . . . . . . . . . • . • . . . . 

1. IIFruit of the Poisonous Tree" Doctrine · . 
II. Applicability of Doctrine to Tainted Witnesses • 

III. Admissibility of Testimony through Exceptions 
to the Doctrine . . . . . · . · . . 
A. Independent Source . . . . . . · . . 
B. Attenuation . . . " · . · 

IV. United States v . Ceccolini 

. 

. 

A. Facts . . . . . . . . . . . . . . . . . . . . 
B. Holding 

• ,,10. 

. · 

. · 1,16. 

· 1,20. 

. . . . . . . . . . 
1'27. 

1,31. 

C. Analysis. • • • e _ • • . . . • 1'39. 
V. Admissibility of Testimony after Ceccolini • • 1,43. 
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Sununary 

,'1 The "fruit of the poisonous tree" doctrine prohibits the 

at tr ;a1, of ev;dence derived from a prior illegal introduction, ... ... 

search. This doctrine applies to the testimony of witnesses and 

to tan~ib1e evidence. ,., 

,,2 The Supreme Court has recognized two exceptions to this 

doctrine. The independent source exception allows evidence or 

testimony to be admitted if discovered through a source apart from, 

1 The attenuation exception or in addition to, the i11ega source. 

allows admission of evidence if the connection between illegal 

discovery and the evidence has become so attenuated that the 

taint of illegality no longer adheres to the evidence. 

,,3 Some jurisdictions recognize a third exception, admitting 

tainted evidence in cases of "inevitable discovery." Under· this 

exception, courts accept evidence which, notwithstanding its il

legal seizure, would have been discovered in the course of a law

ful police investigation. 

'14 united States v. Cecco1ini represents a significant deve10p-

ment in the area of admissibility of live witness testimony. In 

Cecco1ini, the Supreme Court asserted that judges must take into 

account the special characteristics of witnesses when analyzing 

the attenuation between an illegal search and subsequently tendered 

testimony. The Court held that whether refusal to admit oral evi-

dence would advance the deterrent purpo~e of the exclusionary rule 

provides an important consideration in the live witness context. 

Weighing these factors, the Court emphasized that judges should be 

more reluctant to apply the poisonous tree doctrine when the pro

secution offers live witness testimony rather than tangible evidence • 
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I. "Fruit of the Poisonous Tree" Doctrine 

"5 The "fruit of the poisonous tree"l doctrine excludes at 

trial evidence derived from other illegally seized evidence. It 

is a subset of the exclusionary rule in that the doctrine applies 

to secondary evidence which is net the direct product of an i1-
2 

legal search. As with the exclusionary rule, courts developed 

the poisonous tree doctrine primarily to deter police conduct 

that violates constitutional guarantees. 3 

~6 The Supreme Court first stated the poisonous tree doctrine 

in Silverthorne Lumber Co. v. United States 4 holding, "ft]he essence 

of a provision forbidding the acquisition of evidence in a certain 

way is that not merely evidence so acquired shall' not be used before 

the Court but that it shall not be used at all.,,5 (emphasis added). 

'17 The application of this rule in Silverthorne preve:nted the 

Government from using illegally seized books and papers to secure 

additional evidence against the defendant. 

'18 In Wong Sun v. United States6 the Supreme Court elaborated 

the standard governing the classification of evidence as "fruit 

1The Supreme Court first used this phrase in Nardone v. United 
States, 308 U.S. 338, 341 (1939). 

2See Pitler, "The Fruit of the Poisonous Tree" Revisited and 
Si1'ePardized, 56 Cal. L. Rev. 579, 581 (1968): "The evidence 
initially obtained by virtue of the illicit conduct becomes the 
poisonous tree. When this evidence leads to other evidence, 
then the secondary evidence becomes the 'fruit of the poisonous 
tree. '" 

3 See Stone v. Powell, 428 U.S. 465, 486 (1976) • 
4 251 U.S. 385 (1920). 

SId. at 392. 

6371 U.S. 471 (1963) . 
595 



'I , 

of the poisonnus tree." The Court held that courts must ask the 

question, "[w]hether, granting establishment of the primary 

illegality, the evidence to which instant objection is made has 

been come at by exploitation of that illegality or instead by means 

. t . t ,,7 sufficiently distinguishable to be purged of the pr1mary a1n. 

'19 Courts have universally applied this standard in determining 

the admissibility of derivative evidence at trial. 

II. Applicability of Doctrine to Tainted Witnesses 

'110 The courts have generally held the poisonous tree doctrine 

applicable to wi tne'sses discovered through illegal searches and 

seizures and ille9al wiretaps.8 In Wong Sun v. United States9 

the Supreme Court discussed the admissibility of "verbal ll evidence: 

The exclusionary rule has traditionally barred 
from trial physical, tangible materials obtained 
either during or as a direct result of an unlawful 
invasion •.•• Similarly, testimony as to mat
ters observed during an unlawful invasion has been 
excluded in order to enforce the basic constitu
tional policies •••. Thus, verbal evidence 
which derives so immediately from an unlawful 
entry and an unauthorized arrest • • . is no less 
the IIfruit ll of official illegality t,han the mere. 10 
common tangible fruits of the unwarranted intrus10n. 

'111 Al thol.,,;.gh the Court IS immediate concern in Wong Sun was the 

7Id . at 488 (quoting from Maguire, Evidence of Guilt, 221 (1959». 

8The courts which have applied the doctrine to witnesses are generally 
more reluctant to invoke it when a witness is identified through 
c:\n inadmissible confession rather than an illegal search and 
seizure. See Smith v. united States, 324 F.2d 879, 881 (D.C. Cir. 1963) 
Michigan v:-Tucker, 417 u.S. 433 (1974) (holding limited to facts 
of case in which adequate but not full Miranda warnings given). 
Witnesses may not refuse to testify before a grand jury on the 
basis of discovery through an illegal search or wiretap. United 
States v. Calandra, 414 u.S. 338, 349-52 (1974). 

9 371 u.S. 471 (1963). 

10Id. at 485. 
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admissibility of the defendant's out-of-court statements rather 

than tho~e of a third-party live witness, courts have generally 

applied the ~ong Sun rule to tainted witnesses through a 

broad interpretation of its dictum: "Nor do th~ policies 

underlying the exclusionary rule invite any logical distinc

tion between physical and verbal evidence."ll 

'112 The Illinois supreme court, in People v. Martin,12 for the 

first time held that witnesses discovered through an unlawful search 

of defendant's books and papers could not be used at trial. Invok

ing the Silverthorne13 rule, the court held that constitutional 

principles required suppression of both physical evidence and 

testimony of witnesses. 

'113 Similarly the Pennsylvani.a supreme court held in Common

wealth v. cephas
14 

that the testimony of a witness discovered at 

the time of an illegal search must be suppressed at trial. The 

Court stated: 

To permit the prosecution to use a witness 
obtained as a direct result of an illegal 
search will frustrate the objectives of the 
Fourth Amendment just as much as would use 
of a tanqible article found durinq the same 
search, thus, the Fourth Amendment would be 
turned into a mere "form of words. "15 

,14 But in People v. Eddy16 the Michigan supreme court ruled 

11 
Id. at 486. See also United States v. Ceccolini, 22 Crim. L. 

Re~ 3070, 3072 (U.S. March 21, 1978), infra in which the court 
interprets Wong Sun as applicable to live-witness testimony. 

12
382 Ill. 192, 200, 46 N.E.2d 997,1001 (1942). 

13251 U.S. 385, 392 (1920). 

14447 Pa. 500, 291 A.2d 106 (1972). 

l5Id . at 511, 291 A.2d at 112. 

16 349 Mich. 637, 85 N.W.2d 117 (1957). 
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that the lower court properly denied a motion to suppress the 

testimony of witnesses, some of whom were discovered through an 

illegal search, since, in so doing, the testimony of legally known 

witnesses would also be suppressed. The court broadly stated: 

II [F]acts as to how the authorities learned whom to subpoena as 

witnesses are immaterial to the question of the competence of 

the testimony they gave. Learning of their identity through 

unlawfully seized documents could not serve to seal their lips 

forever. ,,17 
I 

III. Admissibility of Testimony through Exceptions to Doctrine 

1115 The Supreme Court has recognized two exceptions to the 

"fruit of the poisonous tree" doctrine--the independent source 

1 d h t ' t' 18 ru e an t e attenua 10n excep 10n. 

A. Independent Source 

17 Id. at 639, 85 N.W.2d at 119. 

18Some state courts have recognized "inevitable discovery" as 
a third exception. This exception states that, "[Ilf the witness 
was discovered as a result of illega~ police conduct, his testi
mony is admissible if he would have been discovered in the normal 
course of a lawfully conducted investigation." Lockridge v. 
Superior Cour~, 3 Cal. 3d 166, 170, 89 Cal. Rptr. 731, 734, 474 
p.2d 683, 686 (1970). See also Wayne v. United States, 318 
F.2d 205, 209 (D,.C. Cir-.T,· cert. denied, 375 U.S. '860 (1963). ~ 
see United States v. Paroutran-299 F.2d 486, 489 (2d Cir. 1962) 
rn-which the court held that, "[A] showing that the government 
had sufficient independent information available so that in the 
normal course of events it might have discovered the questioned 
evidence without an illegal search cannot excuse the illegality 
or cure tainted matter." The Supreme Court rejected an oppor
tunity to rule on the constitutionality of the inevitable dis
covery exception when it denied certiorari in Fitzpatrick v. 
New York, 32 N.Y.2d 499, 300 N.E.2d 139, 346 N.Y.S.2d 793, 
cert. denied, 414 U.S. 1050 (1973). This has particular import
ance since the New York Court of Appeals adopted the exception 
while the Second Circuit rejected it. 
Justice White, in favor of granting certiorari, stated 
in a dissenting opinion, "[ I] t is a significant, consti tu
tional question whether the 'independent source' exception 
to inadmissibility of fruits ... encompasses a hypo
thetical as well as an actual independent source." 
Fitzpatrick v. New York, 414 U.S. 1050, 1051 (1953). 
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Court 

In Silverthorne Lumber Co. v. United States19 the Supreme 

stated that, although illegally acquired evidence could not 

be used at all, "this does not mean that the facts thus 
o!.1tained 

become sacred and inaccessible. 
If knowledge of them is gained 

from an independent source they may be proved l'k 20 
1 e any others •••. " 

This rule reflects the logic of the "fru;t of 
~ the poisonous tree" 

doctrine, by suppressing 'd 
eV1 ence which was obtained by an illegal 

search and seizure. 

Arguably, exclusion of t ' t d 
a1n e evidence--even when an indepen-

dent source exists--would augment the deterrence 
objective by ex-

tending sanctio~~ for police illegal;ty. S 
~ uch a rule, however, 

would sweep ,too broadly. 
In effect, the doctr;ne ld 

~ wou operate 
against those who had adhered to fourth amendment 

commands. Viewed 
from the perspective of the investigatA'r 

~ who discovered evidence 
through a legitimately independent 

source, admissibility of legally 
seized 

evidence would turn on the mere happenstance 
of unrelated 

violators. 21 'police 
Moreover, the extent of deterrence added 

by this broadened sanction ' 
1S probably not significant; police 

officers are not likely to ' 
cons1der the effect of their own legal 

conduct on the efforts of others. 
In addition, since police 

will not often expect an ' d 
1n ependent discovery of evidence, 

threat of suppression of the fruits 
of their searches should 

the 

sufficiently deter violators. 

19 
251 U.S. 385 (1920). 

20Id . at 392. 

21s ' 
ee P1tler, supra note 2, at 627. 
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1,18 In United States v. Barrow22 the defendant moved to suppress 

testimony of a witness whom police had discovered during an illegal 

search of defendant's casino. The court found sufficient evidence 

to indicate independent knowledge of the witne!';s; the witness 

frequently visited the casino, federal agents observed his visits 

and had photographed him. The court held that, "[I]nformation • 

was gained from personal observation and did not become unusable 

merely because the same information was subsequently discovered 

23 during the illegal search." 

1,19 In Lockridge v. Superior court24 the court accepted testimony 

of witnesses whose identities were discovered by means of an il

legal search and seizure. The illegal seizure of a gun and the 

tracing of its serial number led police to robbery victims who 

In were able to identify the defendant and testify against him. 

Lockridge the court seemingly stretched the independent source ex-

ception. It held that because the police already knew the witnesses 

were victims of a robbery and because police seized the gun 

during a search unrelated to the robbery, the testimony fell 

, , 25 I' , 26 within the exception to the doctr1ne. Foreshadowing Cecco 1n1, 

the court also relied heavily on the exclusionary rule's deterrent 

function. The court asserted that the suppression of the gun, 

22363 F.2d 62 (3d Cir. 1966). 

23 Id . at 66. 

24 3 Cal. 3d 166, 89 Cal. Rptr. 731, 474 P.2d 683 (1970). 

25The court held in the alternative allowing the testimony at 
trial as either discovered through an ~ndependent source or 
falling under the "inevitable discovery" rule adopted ~y ~~: 
California courts. Id. at 170, 89 Cal. Rptr. at 733-3 , 
P.2d at 685-86. 

26 22 Crim. L. Rep. 3070 (U.S. March 21, 1978). 
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the primary illegal evidence, adequately served this function 

27 and therefore exclusion of testimony was unnecessary. 

B. Attenuation 

1/20 The Supreme Court first recognized the attenuation e'xception 

i'n Nardone v. United States. 28 The Court took note of the indepen-
29 

dent source rule enunciated in Silverthorne and went on to state: 

1/21 

In practice this generalized statement [admis
sibility of tainted evidence only if from an 
independent source] may conceal concrete com
plexities. Sophisticated argument may prove a 
causal connection between information obtained 
through illicit wire-tapping and the ~overnment's 
proof. As a matter of good sense, however, such 
connection rna have become so attenuated as to 
dissipate the ta1nt. emphas1s a ded . 

The attenuation exception differs from the independent 

source rule in that it applies directly to evidence discovered 

illegally. The courts, however, find the causal connection be-

tween the illegality and the production of the evidence too remote 

to suppress the evidence. 

1/22 Attenuation analysis becomes particularly important in the 

area of tainted witnesses. Several lower courts have held testimony 

of tainted witnesses admissible because the witness's free will 

"dissipated the taint" of illegality. 

,/23 In Smith v. United States}l for example, the court found 

27But cf. Note, 20 Buff. L. Rev. 696 (1971) (criticizes California 
court for making policy choice in admitting witnesses' testimony). 
~ also State v. O'Bremski, 423 P.2d 530 (Wash. 1967) (applies 
independent source rule to tainted witnesses) . 

28 
308 U.s. 338 (1939). See also Wong Sun v. United States, 371 

U.S. 471 (1963) for additional support for this exception. 

29 251 U.S. 385 (1920). 

30 Id . at 341. 

31 324 F.2d 879 (D.C. Cir. 1963). 
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32 h' h the relationship between an inadmissible confession, by w ~c 

the poli8e learned ~ the ;dentity of eyewitnesses, and the testimony 

of those witnesses t o be "so attenuated t a er h t th e is no rational 

, 't 11
33 The court continued in broad terms basis for exclud~ng ~ . 

to distinguish witnesses from physical evidence: 

The roffer of a living witness is not to 
be m~chanicallY equated wi tl'~ the J?roffer 
of inanimate'evidentiary obJects ~117gally 

, d [T]he living witness ~s an se~ze . . . • tt ' 
individual human personality whose a r~l' 
butes of will, perception, memory an~ vo ~
tion interact to determine what test~mony 

heT~!I~nI~~:~ess of this human process dis
tinguishes the evidentiary,charac~e7 of ~ 
witness from the relative ~mmutab~l~ty 0 
inanimate evidence. 34 

,,24 A recent Fifth Circuit case, l ' 35 United States v. Hou t~n, 

effort to admit compelled testimony adopted this reasoning in an 

, I 36 at tr~a • 

,,25 Although the case concerned defendants and not third-party 

32 
see note 8, supra, courts, have generally As noted earlier, - 1 the 

reluctant tq invoke the poisonous tree d~ctr~ne Wlen 
taint stems from an inadmissible confess~on. 

been 

33324 F.2d at 881. 

, U 'ted States, 329 F.2d 34Id . at 881-82. See also McL~n~on vb ~~e same court one year 
23a-(D.C. eire 1964), a :as~ ~~C~d7~s ~olding in Smith did not 
later~ The court emphas~ze ad:it~live witness testimony. In 
mean that courts must always , hether human factors have 
each case, the court must determ~nef~nd sufficient attenuation 
intervened to such an extent as 0 241 2 
to admit the testimony. 329 F.2d at n •• 

35 22 Crim. L. Rep. 2432 (5th Cir. January 30, 1978). 

'd ce obtained from an illegal 36The court initially he~d the~v~ ~n gents had testified using 
wiretap inadmissible. S~nce fe era e:anded for a new tria1

9 the wiretap information, the cou~t,r unity to four co-defendants. 
On remand, the Governm~ntlg~a~t~ha~~hey would give the same 
The defendants then st~pu a e I ts at the first trial. 
testimony as that of the federa ag~n't the testimony at trial 
Thus, the government was ~ble to su m~ 
while avoiding the exclus~onary rule. 
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witnesses, the court recognized the special characteristics of 

live witnesses and found them applicable to the case. In finding 

that the compelled testimony fell within the exceptions to the 

poisonous tree doctrine,37 the court explained that the determining 

factors in analyzing attenuation when there is a live witness are, 

"proof that the witness has 'come forward 'by his own volition, 

regardless of his identification by the illegal search • • .' 

[and] 'evidence that the witness was completely uncooperative when 

originally discovered by the illegal search but later changed his 

attitude and supplied the necessary information. ,,,38 Although the 

testimony was compelled, the court held that the defendants still 

retained a choice and freely chose to testify rather than to risk 

contempt prosecution: "One source of attenuation ... is to be 

found in the exercise of the defendants' own wills." 39 

"26 The Supreme Court has follo, .... ed this liberal trend in thel 

area of live witness testimony in United States v. Ceccolini. 40 

IV. United States v. Ceccolini 

A. Facts 

~27 Police officer Ronald Biro entered the defendant's Sleepy 

Hollow Flower Shop to visit his friend, Lois Hennessey, an employee 

of the defendant. While in the shop, Biro noticed an envelope 

containing money. When he examined it closer he discovered that 

37
The 

court ruled that the co-defendant's own knowledge of the 
circumstances was the independent source for the testimony. It 
did not matter that the government knew of the events first from a tainted source. 

38
22 

Crim. L. Rep. at 2433 (quoting from United States v. Marder, 
474 F.2d 1192, 1196 (5th Cir. 1973). 

39Id • 

4022 Crim L. Rep. 3070 (U.S. March 21, 1978). 
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the envelope also contained policy slips. Hennessey informed 

him that the envelope belonged to the defendant. 

~28 Biro reported the incident to Tarrytown detectives who 

relayed the information to an FBI agent investigating gambling 

operations in the area. Four months later the agent interviewed 

Hennessey. Although the agent did not mention Biro's visit to 

the shop, Hennessey told the agent .of that incident in giving him 

information about her employer., 

,'29 A grand jury subpoened Ceccolini who testified that he had 

never taken any policy bets; Hennessey, however, testified to the 

contrary which led to Ceccolini's indictment for perjury. Ceccolini 

moved to suppress both the policy slips and Hennessey's testimony 

as "fruits of the poisonous tree." 

,,30 The District Court granted defendant's motion and suppressed 

both the policy slips and testimony as products of an illegal 

search. The Court of Appeals affirmed finding "the road to 

[Hennessey's] testimony from ••• Biro's concededly unconstitu-

tional search • both straight and uninterrupted.,,4l 

B. Holding 

,,31 In reversing the Court of Appeals and holding Hennessey's 

testimony sufficiently attenuated to be admissible, the Supreme 

Court found it necessary to elaborate principles applicable within 

the area of live witnesses before reaching a holding for the c,ase 

at bar. 

4lId • at 3072 (quoting from,542 F.2d 136, 142 (2d Cir. 1976». 
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,'32 Although the Court explicitly reaffirmed its holding in 

Wong Sun that verbal evidence is no less the "fruit" of an il

legal discovery than tangible evidence, the Court qualified 

Wong SUI~.' s statement that there is no "logical distinction" 

between the two types of evidence. 42 

,,'33 The Court stated explicitly that in a case of live wit-

nesses, i.e. testimony, rather than tangible evidence, courts 
• 

'should invoke the exclusionary rule "with much greater reluctance. ,,43 

,,34 The holding of Ceccolini applies within the framework of 

attenuation analysis. In the case of live witnesses, the Court 

requires "a closer, more direct link between the illegality and 

[the] . testimony ••. 11
44 before suppressing the testimony. 

Because of the special characteristics of live witnesses, the Court 

set out four factors that courts must consider in analyzing the ex-

tent of attenuation between the illegality and the proffered 

testimony. 

1,35 First, courts must consider the length of the "road" from 

the illegality to the testimony and not only whether it is an 

uninterrupted one. Second, the court should consider the degree,to 

which the witness has exercised his or her free will in testifying. 45 

,,36 Third, courts must take into account the consequences of ex-

4222 Crim. L. Rep. at 3072. The Court points out that Wong Sun 
dealt specifically with defendant testimony. It emphasizes that 
distinctions do exist and must be considered, "at least in a 
case such as this, where .•• the alleged 'fruit of the poisonous 
tree' [was] the testimony of a live witness, •.. [and] the 
witness was not a putative defendant •••. " Id. The Court 
indicates, however, that most of the distinctions are applicable 
to putative defendants as well. 

43Id . at 3074. 

44 Id . at 3073. 

45 Id . The Court favorably cites Smith v. United States, 324 
F.2d 879 (D.C. Cir. 1963), see note 8 and accompanying text, 
supra, concerning the uniqueness of the live witness. 
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eluding witness testimony which "would perpetually disable a witness 

from testifying about relevant and material facts, regardless of 

how unrelated such testimony might be to the purpose of the origin

ally illegal search or the evidence discovered thereby."46 

,,37 Fourth, courts must consider whether exclusion of the testi

mony will advance the deterrent purpose of the exclusionary rule 

given a similar situation in the future. 

,'38 By consideri~g these factors, the Court concluded that 

sufficient attenuation existed between Biro's illegal search 

h ' t t ' 1 47 and Hennessey's testimony to allow t e test1mony a r1a. 

C. Analysis 

1,39 In Ceccolini the Supreme Court clearly reached its decision 

based on its perception of the costliness of the exclusionary 

rule. It noted the trend away from a broad application of the 

rule as a protection of fourth amendment privileges. The focus 

of the Court has turned instead to determining in each particular 

situation if a refusal to admit tainted witness testimony will 

advance the deterrent purpose of the exclusionary rule in similar 

situations. 

,,40 In holding that courts should invoke the rule reluctantly, 
" 

the Court comes close to establishing a presumption in favor of 

admitting the tainted testimony. Although the Court isolates the 

factors which are important in analyzing attenuation, it is unclear 

47Id • at 3073-74. The Court concluded that: (1) testimony w~s 
an act of Hennessey'.s own free will; (2) there was a substant1al 
time lag between the illegal search and the testim~ny~ (3) ~he 
agent knew the identity of the witness before t.~e ~nc1~e~t 1n 
the shop; (4) no evidence that the pur~ose,of B1ro s V1S1t ~as 
to conduct an illegal search; (5) app11cat10n of the exclus10nary 
rule in this particulclr case would have no deterrent effect on 
future behavior of those ina situation to Biro's. 
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whether each factor carries an equal amount of weight 

or whether, for example, the likelihood of deterrence should 

be given greater consideration. 

~4l In its discussion of the free will factor, the Court 

reasoned that "the greater the willingness of the witness to 

freely testify, ••• the s~aller the incentive to conduct an 

illegal search to discover the witnesses."48 As the dissent 

noted, however, this reasoning reverses what is the usual sequence 

of events: 

The instances must be very few in which a 
witness's willingness to testify is known 
before he or she is discovered . . 
When the police are certain that a witness 
"will be discovered by legal means ••• " 
they of course have no incentive to find him 
or her by illegal means, but the s~me can 
be said about physical objects that the 
police know will be discovered legally.49 

'142 While the majority emphasized the need to distinguish 

live witnesses from physical evidence in attenuation analysis, the 

dissent accurately noted that these differences are already accom-

modated by the "poisonous tree" doctrine and its exceptions. 

A witness who voluntarily comes forward to testify, for example, 

may fall within the independent source exception to the doctrine. 

It is questionable, however, whether that witness still is 

not a "fruit" of the illegality and would have come forth 

unless known to the police. 

48 Id • at 3076. 
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v. Admissibility of Testimony after Ceccolini 

,/43 The Ceccolini decision significantly broadens the factors 

necessary to the attenuation analysis in the case of live wit

nesses. Thus, Ceccolini will facilitate the introduction of 

tainted witness testimony at trial. The Ceccolini analysis 

allows courts to begin with a presumption against application 

of the exclusionary rule. The defense must show not only that 

the testimony is ,a fruit of illegal evidence, but also thc3.t 

there is a "clear and direct link" between that illegality and 

the witness's testimony. To find sufficient attenuation, the 

prosecution should show that: (1) the length of time between 

the illegal discovery and the testimony at trial was long 

enough to weaken the link; (2) the testimony was in fact the 

product of the witness's own free will and; (3) there is little 

or no possibility for deterrence in a similar situation. 

,,44 There may be a few clear cases in which a witness is dis-

covered directly through illegality and shows no willingness 

to testify; thus, given the factors the courts must consider, 

there may be insufficient attenuation to admit the testimony. 

The lack of deterrence advancement, however, still may function 

to override other considerations and allow the testimony a.t trial. 
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Addenda and Errata 

(Double underlining indicates corrected material) 

116 : 

117; Note 1: 

118; Note 4: 

correction: Delete last sentence. Add: 

The state's procedures are generally set out 

either in statutes or in court rules. Michigan's 

procedure is governed by case law. 

Correction: Delete last two sentences. Add: 

Federal courts permit the government to make 

an interlocutory appeal, but require the de

fendant to wait until after trial. Most state 

courts allow the state to make an interlocuto~y 

appeal; some allow defendants to do so. 

Add: The continuing validity of the substantive 

holding of Boyd is questionable after Fisher 

v. united States, 425 u.s. 391 (1976) and United 

states v. Miller, 425 u.s. 435 (lQ76). 

Addition: See, Dunaway v. New York, N.Y. Times, 

June 6, 1979, at A17, col. 1 (S. Ct. June 5, 

1979) (No. 78-5066) ("The central importance 

of the probable cause requirement to the pro

tection of a citizen's privacy afforded by the 

Fourth Amendment 1/ s guarantees cannot be com-

promised [by calling an arrest a holding for 

questioning]."). 
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. . , 

, . , 

, , 

119; Note 7: 

1111; Note 9: 

1111; Note 10: 

1112; Note 11: 

,,~ . .. ~ ______ .-.i..'-____ ...;.;......;.. ____ ...... __ ..:...... ___________ . _____________ ~ _ __'___ __ ~ ______ __ 

Addition: .. 

3. Confession obtained after Miranda warnings, 

but without probable cause for arrest. Dunaway 

v. New York, N.Y. Times, June 6, 1979, at A17, 

col. 1 (S. ct. June 5, 1979) (No. 78-5066). 

Correction: 308 u.s. 338 (1939). 

Omit and substitute: See, ~, 18 U.S.C.A. 

§ 2510 - 2520 (West 1969 & Supp. 1979); Mass. 

Ann. Laws ch. 272 § 99 (Michie/Law. C,"I·op 

Supp. 1979); Stat. Ann. § 2A:156A (West 

1971 & Supp. 1978-1979), as amended by Act 

of June 23, 1978, Pub. L. No. 1978 ch. 51, 102 

N.J.L.J. NL-42 (1978); N.Y. Crim. Proc. Law 

§ 700 (McKinney 1971 & Supp. 1978-1979). 

Omit and sUbstitute: A motion to suppress 

evidence obtained by electronic surveillance 

may be, inter alia, based on the following 

theories: 

1. absence of probable cause, 18 U.S.C.A. 

§ 2518 (1) (b) (West 1969 & Supp. 1979); Ariz. 

Rev. Stat. Ann. § 13-3010(A) ( 197 8); Co 10 . 

Rev. Stat. § 16-15-102 (4) (1978); Fla. Stat. 

Ann. § 934.09 (3) (West 1973); Mass. Ann. Laws 

ch. 272, § 99F(2) (a); (3) (Michie/Law. Co-op 

SUl?i5~ 1979); Nev. Rev. Stat. § 179.470(3) (1973); 

N.J. S~at. Ann. § 2A:156A-9(c ) (West Supp. 
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1978-1979), as amended by Act of June 23, 1978, 

Pub. L. No. 1978, ch~ 51 § 9, 102 N.J.L.J. 

NL-42 (1978); N.Y. Crim. Proe. Law § 700.15(2) 

(McKinney 1971); R.I. Gen. Laws § 12-5.1-4(a) 

(Supp. 1978); Wis. Stat. Ann. § 968.30(3) (West 1971); 

2. abs~nGe of required executive authorization, 

18 U.S.C"A. § 2516(1) (WEist 1969 & Supp. 1979); 

AlI'i z. Rev. S ta t • Ann. § 13 - 3010 (A) ( 19 7 8) ; 

Colo. Rev. Stat. § 16-15-102 (1) (a) (1978); 

Ill. Ann. Stat. ch. 38, § 108A-l (Smith-Hurd 

Supp. 1979); Mass. Ann. Laws ch. 272, § 99 F(l) 

(Michie/Law. Co-op Supp. 1979); Nev. Rev. Stat. 

§ 179.460(1) (1975); N.J. Stat. Ann. § 2A:156A-8 

(West Supp. 1978-1979), as amended by Act of 

June 23, 1978, Pub. L. No. 1978, ch. 51, § 3, 

9, 102 N.J.L.J. NL-42 (1978J; N.Y. Crim. Proc. 

Law § 700.20 (2) (a) (McKinney 1971); R.1. Gen. 

Laws § 12-1. 5-2 (a) (Supp. 1978); Wis. Stat. 

Ann. § 968.28 (West Supp. 1978-1979); 

3. failure to identify all parties, 18 U.S.C.A. 

§ 2g~3(l)(b) (West 1969 & Supp. 1979); Ariz. 

Rev. Stat. Ann. § 13-3010 (B) (2) (b) (1978); 

Colo. Rev. Stat. § 16-15-102 (5) (a) (1978); 

Fla. Stat. Ann. § 934.09 (4) (a) (West Supp. 1979); 

Ill. Ann. Stat. ch. 38, § 108A-3(a) (2) (d) 

(Smith-Hurd Supp. 1979); Mass. Ann. Laws ch. 272, 

§ 99K(3) (Michie/Law. Co-op Supp. 1979); Nev. 

612 

: '! ~-=-------""""""""-"'-:--~~--;-:--~"""-""--', " 
~, " ,. 

\1 
\ . 

,f I '. , 
. . " 

" 

, 

. . 

'. \ 

I ' , 

Rev. Stat. § 179.470(1) (b) (4) (1973) ; N.J. 

Stat. Ann. § 2A:156A-9(c) (1) (West Supp. 

1978-1979), as amended by Act of June 23, 

1978, Pub. L. No. 1978 ch. 51, § 9, 102 

N.J.L.J. NL-42 (1978); N.Y. Crim. Proc. Law 

§ 700.20(2) (b) (McKinney 1971); R.I. Gen. Laws 

§ 12-5.1-2 (b) (2) (iv) (Supp. 1978); Wis. Stat. 

Ann. § 968.30 (1) (b) (4) (West 1971); 

4. failure to minimize, 18 U.S.C.A. § 2518(5) 

(West 1969); Ariz. Rev. Stat. Ann. § 13-3010 

(D) (6) (1978); Colo. Rev. Stat. § 16-15-102 (6) 

1978) i Fla. Stat. Ann. § 934.09 (1) (c) (West 

1973); Ill. Ann. Stat. ch. 38, § 108A-3 (a) (3) 

(Smith-Hurd Supp. 1979) ; Mass. Ann. Laws 

ch. 272, § 99K(3) (Michie/Law. Co-op Supp. 1979); 

Nev. Rev. Stat. § 179.470(1) (c) (1973); N.J. 

Stat. Ann. § 2A:156A-12 (f) (West Supp. 1978-1979), 

as amended b~ Act of June 23, 1978, Pub. L. No. 

1978, ch. 51, § 5, 9, 102 N.J.L.J. NL-42 (1978); 

N.Y. Crim. Proc. Law § 700.30(7) (HcKinney 

1971); R.I. Gen. Laws § 12-5.1-5(b) (Supp. 1978) ; 

Wis. Stat. Ann. § 968.30(5) (1971); 

5. absence of investigative need, 18 U.S.C.A • 

§ 2518 (1) (c) (West 1969 & Supp. 1969); Ariz. 

Rev. Stat. Ann. § 13-3010 (c) (3) (1978); Colo. 

Rev. Stat. § 16-15-102 (2) (c) (1978); Fla. Stat. 

Ann. § 934.09 (1) (c) (West 1973); Mass. Ann. 

Laws ch. 272, § 99E (3) (Michie/Law. Co-op Supp. 1979); 
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Nev. Rev. stat. § 179.470(1) (c) (1973); N.J. 

Stat. Ann. § 2A:156A-9 (c) (West SUppa 1978-

1979), as amended by Act of June 23, 1978, 

Pub. L. No. 1978, ch. 51, § 9, 102 N.J.L.J. NL-42 

~978); N.Y. Crim. Proc. Law § 700.15(4) 

(McKinney 1971); R.I. Gen. Laws § 12-5.1-

2(b) (3) (Supp. 1978); Wis. Stat. Ann. § 968.30 

(1) (c) (West 1971); 

6. omissions or errors in affidavits, applica

tions, or warrants; 

7. failure to list all prior related wiretap$/ 

18 U.S.C.A. § 2518 (1) (e) (West 1969 & SUppa 1979); 

Ariz. Rev. Stat. Ann. § 13-3010 (B) (5) (1978); 

Colo. Rev. Stat. § 16-15-102 (2) (e) (1978); 

Fla. Stat. Ann. § ~34. 09 (1) (e) (Wes't 1973); 

Ill. Ann. Stat. ch. 38, § 108A-3(a) (4) (Smith

Hurd SUppa 1979); Mass. Ann. Laws ch. 272, 

§ 99F(2) (h) (Michie/Law. Co-op SUppa 1979); 

Nev. Rev. Stat. § 179.470(1) (e) (1973); N.J. 

Stat. Ann. § 2A:156A-9 (e) (West SUppa 1978-1979), 

as amended by Act of JUne 23, 1978, Pub. L. No. 

1978, ch. 51, § 9, 102 N.J.L.J. NL-42 (1978); 

N.Y. Crim. Proc. Law § 700.20(2) (f) (McKinney 

1971); R. I. Gen. Laws § 12-5.1-2 (b) (5) (Supp. 

1978); Wis. Stat. Ann. § 968.30(1) (e) (West 1971); 
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1112; Note 14: 

1113; Note 15: 

" , 

1114; Note 1 7 : 

" 
1115; Note 2 0 : 

k' 

/' 

8. failure to give notice, 18 U.S.C.A. § 2518(8) 

(d) (West 1969); -Ariz. Rev. Stat. Ann. § 13-3010 

(I) (1978); Colo. Rev. Stat. § 16-15 (8) (d) 

(1978); Fla. Stat. Ann. § 934.09 (7) (e) (West 1973); 

Ill. Ann. Stat. ch. 38, § 108A-8 (Smith-Hurd 

SUppa 1979); Mass. Ann. Laws ch. 272, § 990(1) (2) 

(Michip-/Law. Co-op SUppa 1979); Nev. Rev. Stat. 

§ 179.495(1) (1975) ; N.J. Stat. Ann. § 2A:156A-16 

(West 1971), as amended by Act of June 23, 1978, 

Pub. L. No. 1978, ch. 51, § 6, 9, 102 N.J.L.J. 

NL-42 (1978); N.Y. Crim. Proc. Law § 700.50(3) 

McKinney 1971); R.I. Gen. Laws § 12-5.1-11 

(Supp. 1978); Wis. Stat. Ann. § 968.30 (7) (d) 

(West 1971 & SUppa 1978-1979). 

Add at end: But courts are careful to assure 

proper authorization. See united States 

v. Iannelli, 528 F.2d 1290 (3d Cir. 1976). 

Correction: united states V. Leonard, 524 F.2d 

1076, 1088-89 (2d Cir. 1975), cert. denied, 

425 u.s. 958 (1976). 

Correction: united States v. Collins, 491 F.2d 

1050, 1052 (5th Cir.), cert. denied, 419 u.S. 

857 (1974). 

Correction: united States ex reI. Hickman 

v. Sielaff, 521 F.2d 378, 386 (7th Cir. 1975), 

cert. denied, 424 u.S. 958 (1976). 
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'116; Note 25: 

'119; Note 26: 

'120i Note 30: 

'121 : 

'123; Note 35: 

'123; Note 26: 

'123A: 

Correction: 18 V.S.C.A. § 2518(10) (a) 

(West Supp. 1979). 

Correction: See Mass. Super. Ct. R. 8 and 61, 

and Mass. R. Civ. P. 43. 

Correction: Mass. Ann. Laws ch. 272, § 99P 

(Michie/Law. Co-op Supp. 1979). 

Delete: of trial. 

Correction: N.J. Stat. Ann. § 2A:156A-21 

(West Supp. 1978-1979), as amended by Act of 

June 23, 1978, Pub. L. No. 1978, ch. 51, 102 

N.J.L.J. NL-42 (1978). 

Add at end: ,or, in accordance with the 

requirements of N.J. Stat. Ann. § 2A-156A-12 

(West Supp. 1978-1979), as amended by Act of 

June 23, 1978, Pub. L. No. 1978, ch. 51, 102 

N.J.L.J. NL-42 (1978). 

Addition: New Section 

E. Arizona 

Arizona provides for motions to suppress 

evidence in its Rule of Criminal Procedure 16. 

The defendant must make his motion in the Superior 

Court at least twenty days before tria1. 36A. 

Failure to make a timely motion results in 

waiver, unless three conditions are present: 

36A , 
Ar~z. R. Crim. Pro. 16.1 (b) (WeRt 1978). 

f I 
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'12 3B: 

the defendant did not know the basis for such 

a motion; he could not, through the exercise of 

reasonable diligence, have discovered the 

basis for such a motion; and he moved promptly 

upon learning of the grounds for the motion.
36B 

F. California 

In California, suppression motions
36C 

are 

governed by sections 1538.5 of the Penal Law. 

If the seizure took place pursuant to a warrant, 

the magistrate who issued the warrant must 

h th 't' 36D ear e suppress~on mo ~on. A felony 

defendant may move for suppression at the 

1 " h' 36E . 1 h ' . pre ~m~nary ear~ng. A spec~a ear~ng ~s 

held for suppression motions in misdemeanor 

prosecutions. 36F If no opportunity existed 

for a pretrial motion, or if the defendant 

was unaware of the grounds for such a motion, 

h t t 
' 1 f ,36G e may move a r~a or suppress~on. 

36B Id.16.1(c). 

36CI h' " n ~s suppress~on mot~on, a defendant may raise the issue 
of a confession's I vo1untariness." People v. Massey, 59 Cal. 
App.3d 777, 782, 130 Cal. Rptr. 581, 584 (1976). 

36DCa1 • Penal Code § 1538.5(b) (West Supp. 1979). 

36EId . § 1538.5(f). 

36FId . § 1538.5(g). 

3 6 G!§:. , '~' 1538.5 (h) • 
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Absent these special circumstances, however, 

the court may not hear a suppression motion 

during the trial itself. 36H 

G. Colorado 

Colorado provides for the suppression of evidence 

through its Rule of Criminal Procedure 41. 

1123D: 

Failure to make a pretrial motion waives the 

right, unless no opportunity existed for the 

motion or the defendant was unaware of the 

grounds for the motion. 36I The court has dis

cretion to hear the motion at trial. 36J 

The Colorado wiretap statute lists several 

grounds for suppressing the contents of inter

cepted wire and oral communications. 36K The 

defendant must move for suppression before 

trial, unless no opportunity existed for a 

pre-trial motion or the person aggrieved was 

unaware of the grounds for the motion. 36L 

36Hp 1 . eop e v. Sm~th, 30 Cal. App.3d 277, 280-281, 106 Cal. 
Rptr • 272, 274 ( 1973) . 

36IC 1 o o. 

36JId • 

36Kc' 1 o o. 

R. Cr im. P . 41 (e), 41 (g) . 

Rev. Stat. § 16-15-102(10): 

1. 
2. 

The communication was unlawfully intercepted; 

3. 

~he order of authorization or approval under which it was 
~ntercepted is invalid on its face· or 
The interception was not made in c~nfbrmity with the order 
of authorization or approval. 

36LId • 
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H.Florida 

Florida provides for the suppression of illegally 

obtained evidence through Florida Rule of Crim

inal Procedure 3.l09(h) (i). Failure to make 

a pre-trial suppression motion results in waiver, 

unless no opportunity existed to make the 

motion or the defendant was ignorant of the 

grounds for the motion. 36M In its discretion, 

however, the court may entertain a suppression 

motion or similar objection at trial: 6N 

Florida's wiretap statute specifically authorizes 

motions to suppress the product of illegal 

wiretaps. Such a motion must be made before 

trial, unless no opportunity existed to make 

the motion or the defendant was unaware of the 

grounds for the motion. 36b The statute enum-

erates several grounds for challenging wiretap 

evidence. 36P 

I. Illinois 

In Illinois, motions to suppress illegally 

seized evidence are governed by coae of 

36~ lao R. Crim. Proc. 3.190(11) (4), 3.l90(i) (2); see, T.C. v. 
State, 336 So.2d 17 (Fla. App. 1976). 

36NFI . a. R. Cr~m. Proc. 3.l90(h) (4), 3.l90(i) (2); ~,Davis 
v. State, 226 So.2d 257 (Fla. App. 1969). 

360Fla . Stat. Ann. § 934.09(9) (a) (West 1973). 

36PId • : 

1. The communication was unlawfully intercepted; 
2. The order of authorization or approval was insufficient 

on its face; or 
3. The interception was not made in conformity with the order 

of authorization or approval. 

619 

! 
! 
I 
I 
I 
j 

I: 

I 
II 
" '\ ti 
1\ 
Ii 
II 
)1 
!I 
!l 

II 
II 
II 
Ii 

Il II 
Ii 
d 
H 
i) 
Fj 

II 
II 

II 
\1 r i ~ 

fl 

Ii 
[J 

I 
I 
1 
'! 
! 
I 
I 
1 
! 

I 
I 

1 
1 
{ 

I 
''I 

1'1 

II' , 

~ 
"""" 



j 
l 
I 

\ ~ 
! 

1 
I 
I 

I 
.I 
1 
I 
I 

'" 
(, f I 

1" 

36Q 

Criminal Procedure section 11~-12. A defendant 

may move to suppress evidence only in a court 

. . d' . t t the offense. 36Q 
which has Jur1s 1ct10n 0 ry 

Failure to make the motion before trial waives 

the right, unless no opportunity existed to 

make the motion or the defendant was unaware 

h 
. 36R 

of the grounds for t e mot1,on. , 

The Illinois wiretap statute allows tapping 

only if one party to any recorded conversa

tion consents to the tap.36S The statute 

provides for the suppression of certain il

legal wiretaps.36T Suppression motions must 

be made before trial, unless no opportunity 

h t · 36U existed for suc a mo 10n. 

J. Louisiana 

In Louisiana, motions to suppress evidence are 

governed by article 703 of the Code of Criminal 

Procedure. If a defendant receives notice of 

his trial at least thirty days before trial, 

he waives his right to move for the suppres-

sion of illegally seized physical evidence unless 

Ill. Rev. Stat. ch. 38, § 112-12 (d) (West 1977). 

36RId . § 114-12 (c) • 

36S 
Ill. Rev. Stat. ch. 38, § 108A-4(a) (West Supp. 1979). 

36Tunder Ill. Rev. Stat. ch. 38, § 108A-9(a), any aggrieved 
person may move to suppress wiretap evidence if: 

1. the conversation was unlawfully overheard or recorded; 
2. the order of authorization or approval was. improperly 

granted; or 
3. the recording or interception was not made in conformity 

with the order of authorization. 

36UId • § 108A-9(b). 

" ,.." ..... 
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36V
L a. 

36WId . 

he so moves at least fourteen calendar days 

before trial. If the defendant receives notice 

of trial less than thirty days before trial, 

he waives his right to move for the suppression 

of illegally seized physical evidence unless 

he makes his motion at least three judicial 

days before trial. No waiver takes place, 

however, if the defendant lacked opportunity 

to make a timely motion or if he was unaware 

of the grounds for such a motion. The court 

has discretion to hear such a motion at any 

time before or during trial. 36V 

Louisiana law distinguishes motions to suppress 

illegally seized physical evidence from motions 

to suppress confessions. A defendant must 

meet the same time limits for written con

fessions as for physical evidence, but if the 

motion to suppress is untimely, he can still 

introduce evidence to discredit the confession. 36W 

Oral confessions, however, are not subject to 

a motion to suppress. 36X 

K. Michigan 

In Michigan, procedural rules governing sup

pression motions are set forth in case law. The 

Code Crim. Pro. Ann. art. 703(A) 

art. 703(B). 

(West Supp. 1979). 

36XSt t . 
a e v. Dan1els, 262 La. 475, 483, 263 So.2d 859, 862 

(1972), cert. denied, 410 u.S. 944 (1973). 
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defendant waives his right to move for sup-

pression of illegally seized evidence, unless 

he does so before trial or he did not know the 

, '1 11 'd 36Y eVldence was 11 ega y selze . A limited 

exception to this rule arises when the defen-

dant's failure to make a pre-trial motion results 

from a mistake by defense counsel and the evi-

'd ' t' 36Z dence contrlbute to conV1C 10n. 

Michigan courts decide the admissibility of 

confessions at pre-trial hearings known as 

"Walker h 
' ',,36AA earlngs. The defendant is entitled 

to such a hearing in any case where a confession 

is admitted into evidence, but the court is 

not required to hold such a hearing on its 

, 36BB own motlon. 

L. Missouri 

Missouri provides for the suppression of il

legally seized evidence through Missouri An

notated Statut~s section 542.296. The defen-

dant must move for suppression in the court 

of the pending prosecution which gr~w out of 

, f h ' 36CC F 'I the subJect matter 0 t e selzure. al ure 

36Ypeople v. Ferguson, 376 Mich. 90, 135 N.W.2d 357 (1965). 

36Zpeople v. Blassingame, 59 Mich. App. 327, 229 N.W.2d 438 (1975). 

36AAsee People v. Walker, 374 Mich. 331, 132 N.W.2d 87 (1965). 

36BB , People v. PlttS, 25 Mich. App. 92, 181 N.W.2d 78 (19701). 

36CC 
1010. Ann. Stat. § 542.296 (2) (Vernon Supp. 1978). 
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to make a pre-trial motion waives the right, 

unless the defendant had no opportunity to 

make a motion or was unaware of the grounds 

of such a motion. 36DD In his discretion, the 

judge may entertain a suppression motion during 

t ' 1 36EE r J.a • 

11. Nevada 

In Nevada, motions to suppress evidence are 

governed by section 179.085 of the Revised Statutes. 

The defendant may move for suppression in a 

court which has jurisdiction either to try the 

36FF , 36GG case or over the place of selzure. 

Failure to move for suppression before preliminary 

h~Qring, or before trial if there is no hearing, 

waives the rig-ht,36HH u..Tlless 110 opportunity 

existed to make a motion or the defendant was 

unaware of the grounds for such a motion. 36II 

The court has discretion to entertain a sup-

, t' t t . 1 36JJ presslon mo 10n a rla. 

36DDId . § 542.296(3). 

36EE1d • 

36FFNev • Rev. Stat. § 179.085 (3) (1975). 

36GGId • § 179.085(1). 

36HHId • §§ 179.085(3), 174.125, 174.135; One 1970 Chevrolet 
v. Nye County, 90 Nev. 31, 35, 518 P.2d 38, 40 (1974). 

36IINev • Rev. Stat. § 179.085(3) (1975). 

36JJId • 
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,,23P: 

The Nevada wiretap statute allows defendants 

to suppress the contents of intercepted wire 

and oral comnlunications for the reasons noted 

below. 36KK The motion must be made before 

trial, unless no opportunity existed to make 

the motion or the defendant was unaware of the 

. 36LL grounds for the mot10n. 

N. Ohio 

Ohio Rule of Criminal Procedure 12 provides 

for motions to suppress illegally obtained 

evidence. A defendant must make a suppression 

motion within thirty-five days after arraignment 

or at least seven days before trial, whichever 

is earlier. 36MH Failure to make the motion 

within the requisite time period results in 

waiver, but the court may, for good cause, grant 

. 36NN relief from SU9h wa1ver. 

36KKId . § 179.505: 

1. The cOmnlunication was unlawfully intercepted; . t t d 
2. The order of authorization under which it was 1n ercep e 

was unlawful on its face; 
3. The interception was not made in conformity with the order 

of authorization; or . 
4. The period of the order and any extension had exp1red. 

36LLId • 

36MMOhio R. Crim. P. 12 (C); state v. Mitchell., 42 Ohio St. 71, 
329 N.E.2d 682 (1975). 

36NNOhio R. Crim. P. l2(G); State v. Higgin~, 50 Ohio App.2d 
389, 363 N.E.2d 758 (1976). 
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,,2 3Q: o. Rhode Island 

Rhode Island provides for the suppression of 

evidence through rules of its District and 

Superior Courts. 3600 The defendant may move for 

suppression in either the court with jurisdiction 

to try the case or the court with jurisdiction 

over the place of seizure. Failure to make 

the motion before trial, or before a pre~ 

liminary examination in District Court, waives 

the right.
36PP 

No waiver occurs, however, if 

the defendant lacked opportunity for a timely 

motion or was unaware of the grounds for such 

a motion.
36QQ 

'llhe court has discretion to 

hear a suppression motion at trial or preliminary 
, 36RR hear1ng. 

,,2 3R: The Rhode Island wiretap statute sets forth 

several groun9s for suppressing the contents 

of intercepted wire or oral cOmnlunications. 36SS 

3600R. I. S 
uper. Ct. R. 4l(f); R.I. Dist. Ct. R. 4l(f). 

36PPId • 

36QQId. 

36RRId • 

36SSR. I . Gen. Laws § l2-5.l-l2(a) ~upp. 1977): 
~ 

J.. 

2. 

3. 
4. 
5. 

':L'ne cOmnlunication was unlawfully intercepted; 
The order under which it was intercepted is insufficient 
on its face; 
The ~nterception was not made in conformity with the order; 
Serv1ce was n~t made as provided (by statute); 
The seal requ1red (by statute) is not present and there is 
no satisfactory explanation for its absence. 
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,r23S: 

,r 2 3T: 

----------

The defendant must move to suppress such con

tents before trial, unless no opportunity 

existed for a pre'-trial motion or the defen

dant was unaware of the grounds for such a 

, 36TT motJ.on. 

P. Texas 

In Texas, motions to suppress illegally seized 

evidence are governed by articles 38.22 and 38.23 

of the Code of Criminal Procedure. The court 

may elect to hear suppression motions at a 

, 36UU 
pre-trial hearJ.ng; if so, the defendant 

must have a notice period of five days in which 

to file his motion. Failure to file within 

,.,the five-day period results in waiver f except 

36VV by permission of the court for good cause shown. 

If the court decides' not to hold a pre-trial 

hearing, the defendant may move for suppression 

at t- ' 1 36Mv _rJ.a . 

Q. Wisconsin 

Wisconsin provides for the suppression of 

il12gally seized evidence through Wisconsin 

Statutes Annotated section 971.31. Failure ~ ____ u-____________________________________________________________ __ 

~6TTId. § 12-5.1-12(b). 

36UUTex . Code Crim. Pro. Ann. art. 28.01(~) (Vernon Supp. 
1978--1979). 

36VV1d . 

3nWWWritt v. Stat~, 541 S.W.2d 424v 425 (Tex. Crim. App. 1976). 
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'123U: 

1r 2 3V: 

,r24: 

to move before trial for suppression results 

in waiver, 'unless the defendant appears to be 

surprised by the State's possession of the 

allegedly illegally seized evidence. Whether 

or not waiver takes place, the court has 

discretion to entertain a suppression motion 

, 36XX 
at trJ.al. 

Wisconsin distinguishes motions to suppress 

confessions from motions to suppress other 

evidence. Motions to suppress confessions may 

, , 1 36YY be made before or durJ.ng trJ.a . 

The Wisconsin wiretap statute allows the defendant 

to suppress the contents of intercepted wire 

and oral communications for the reasons noted 

below. 36ZZ The defendant must move for sup-

pression before trial, unless there was no op

portunity for a pre-trial motion or he was unaware 

, 36AAA of the grounds for such a motJ.on. 

Correction: Many jurisdictions require ... 

36X~is. Stat. Ann. § 971.31(2) (West 1971). 

36YY1d . § 971.31(3}. 

36 Z Z Id. § 968.30 ( 9) (a) (Supp. 1978): 

l. 
2. 

3. 

The communication was unlawfully intercepted; , 
The order of authorization or approval under whJ.ch it was 
intercepted is insufficient on,its face;, 
The interception was not made. J.n conformJ. ty with the order 
of authorization or approval. 

36AAAId • 
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'124; Note 37: 

'127 : 

,,27; Note 42: 

'127; Note 43: 

'127A: 

correction: united States v. Ledesma, 499 F.2d 

Cir.), cert. denied, 419 U.S. 1024 36, 39 (9th 

(1974). 

Correction: t shall get a hearing A defendan 

in confession cases. 

Correction: Walker, 117 N.J. Super. ~S~t~a~t~e~v~.~~ __ __ 

38 (A.D. 1971), cert. denied, 397, 398, 285 A.2d 37, 

63 N.J. 258 (~973). 

Correction: N.J. Rules of Evidence 8 (3) (Supp. 

1978) : 

Where by virtue of any rule of law a 

judge is required in a criminal action 

to make a preliminary determination as 

to the admissibility of a statement by 

the defendant, the judge shall hear and 

. of its admissibility determine the quest10n 

out of the presence of the jury • . . . 

Additio~: New Section 

require counsel to In Arizona, the court may 

Y issue, and may write written memoranda on an 

. 43A limit or deny oral argument on any mot1on. 

43AAriz . R. Crim. P. 16.6(b) (West 1978). 

628 

" 

. .. ~. 

, 

\. 

/ 
/ 

,r27B: 

,r27C: 

'12 7D: 

'12 7E: 

'12 7F: 

, '--.... _-----=,.. ,- .... ~ 

In California, suppression motions are defective 

unless they specify the grounds for the motion.43B 

Trial courts may validly require that such motions 

b · " 43C e 1n wr1t1ng. 

In Florida, motions to suppress evidence 

derived from illegal searches must specify 

the underlyillg factual basis. 43D Upon their 

own motion, courts can SUppress illegally 

bt ' d f . 43E o a1ne con eSS1ons. 

Illinois requires that motions to suppress 

illegally obtained evidence state facts sufficient 

to show ;11egal;ty.43F Such mot;ons however .J...J.. .J.." 

d t b · . t' 43G nee no e 1n wr1 1ng. 

Under Nevada law, trial cou~ts may decide 

suppression motions on affidavits or in such 

other manner as the court directs.43H 

Texas allows its trial courts to determine 

the merits of suppression motions by examining 

------------------------------_.,,"''---
43BpeoPle v. 

43C 
Tremayne, 20 Cal. App.3d 1006, 98 Cal. Rptr. 193 (1971). 

3.190(h) (2) (West 1979). 

People V. Lewis, 
71 Cal. App.3d 817, 139 Cal. Rptr. 673 (1977). 

43D 1 C. P F a. R. r1m. . 

43EId . 3.190 (i) (1) . 

43F 
Ill. Rev. Stat. ch. 38, § 114-12(b) (West 1977). 

43G_p_e_o_p_l_e ___ v. __ c_a_n_a_l_e, 52 Ill.2d 107, 285 N.E.2d 133 (1972). 
43H 

Nev. Rev. Stat. § 174.135(3) (1975) . 
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the motions, by hearing oral testimony, or 

b " ff'd 't 431 Y requ1r1ng a 1 aV1 s. 

1/28 ~ Addition: In federal courts the initial showing 

required for a suppression hearing on wiretap 

evidence is the same as that for other types 

of evidence. united States v. Losing, 539 F.2d 

1174 (8th Cir. 1976), cert. denied, 434 U.S. 969 (1977) 

'/29; Note 45: Fed. R. Crim. P. 43 (amended 1974) provides: 

The defendant shall be present at the 

arraignme~t, at the time of the plea, 

at every stage of the trial including 

the impaneling of the jury and the re-

turn of the verdict, and at the imposition 

of sentence, except as otherwise pro-

vided by this rule. 

'/29: Addition: In Texas, the defendant must be present 

d 
' ' 1 ,46A ur1ng any pre-tr1a suppress10n. 

'/29; 46A Tex. Code Crim. Proc. Ann. art. 38.01(1) 

(Vernon Supp. 197H-1979). 

1/30; Note 47: Correction: Delete State v. Smith, 32 N.J. 

501 and replace with State v. Melvin, 65 N.J. 

1, 6 n.l, 319 A.2d 450, 453 n. 1 (1974) (Judge, 

1/ 

43ITex • Code Crim. I?roc. Ann. art. 28.01(1) (6) (Vernon Supp. 
1978-1979). 
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'/30; Note 47: 

'/30; Note 47: 
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alone, determines voluntariness of a confession). 

Correction: United States v. Whitaker, 372 

F. Supp. 154, 161 (M.D. Pa.), aff'd 503 F.2d 

" \ 
i 
! 
i , 
t 
II 
II 

i 
h 
~ 
~ 

1400 (3d eire 1974), ceK~. denied, 419 u.S. 1113 (1975); 1; 

Commonwealth v. Johnson, 352 Mass. 311, 316, 

255 N.E.2d 366, 364, cert. granted, 389 u.s. 

816 (1967), cert. dismissed, 390 u.S. 511 (1968). 

Addition: Brown v. S-tate, 352 So.2d 60 

(Fla. App. 1977) (suppression motion presents 

issues solely for determination by trial court); 

People v. Bernette, 45 Ill.2d 227, 258 N.E.2d 

793 (1970), rev'd on other grounds, 403 u.S. 947 

(1971) (admissibility of confession must be decided 

by trial judge); State v. Lawrence, 260 La. 169, 

25.5 So.2d 729 (1971) (admissibility of seized 

evidence is a legal question which the judge 

should determine); tHs. Stat. Ann. § 971.31 (3) 

and (4) (West 1971) (court should decide 

suppression motions, outside the jury's presence); 

State v. Hocker, 113 Ariz. 450, 556 P.2d 784 

(1976) (suppression motions require judge to 

exercise a function that is peculiarly his) ; 

Nev. Rev. Stat. § 174.135 (3) (1975) (suppression 

motion to be determined by trial judge); 

People v. Duncan, 176 Colo. 427, 498 P.2d 
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'130 Note 47A: 

'130; Note 48: 

'131; Note 49: 

'133; Note 54: 

'133 : 

'133; Note 55A: 

941 (1971) (it is the function of the court 

to determine the factual issues presented by 

a motion to suppress). 

Addition: Add after footnote 47 in the text: . 

Only in Florida, however, does the presence of 

'bl 47A the jury give rise to revers~ e error. 

See, Land v. state, 293 So.2d 704 (Fla. 1974). 

Addition: State v. Jackson, 307 So.2d 604 (La. 1975). 

But see N.J. Rules of Evidence 8(3) (in a hearing 

on a motion to suppress a statement by the 

defendant the rules of evidence apply) . 

Correction: Fisher v. united States, 425 u.s. 

391 (1976). united states v. Miller, 425 

u.s. 435 (1976); . People v. E~trada, 28 

App. Div.2d 681, 280 N.Y.S.2d 825 (2d Dep't 1967), 

aff'd, 23 N.Y.2d 719, 244 N.E.2d 57, 296 N.Y.S. 

2d 364 (1968), cert. denied, 394 u.S. 953 (1969). 

Correction: 362 u.s. 257 (1960). 

Addition: 55A • during the search. 

But ~, Rakas v. Illinois, 99 S. ct. 421 (1978) 

(Court rejects the "legitimately on the pre

mises" rationale of Jones). This holding 

may substantially limit a defendant's ability 

to challenge illegally seized evidence. 
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'134; Note 61: 

'135 ; 

'135; Note 64: 

'137; Note 68: 

'137; Note 69: 

'142; Note 79: 

'146 : 

'146; Note 84: 

United States v. Grosso, 358 F.2d 154, 161 

(3d eire 1966), rev'd, 390 u.s. 62. (1968). 

Correction: Generally, the states follow federal 

Addition: A defendant has standing to object 

to a search or seizure if he is legitimately 

present on the premises when the search or 

seizure occurs. People v. Towers.., 176 Colo. 

295,297,490 P.2d 302,304 (1971). 

Correction: People v. Pantoja, 76 Misc.2d 

869, 351 N.Y.S.2d 873 (Sup. ct. Bronx County 1974), 

aff'd, 47 App. Div.2d 814 (1975). 

Correction: United States v. Silverman, 449 

F.2d 1341, 1345 (2d Cir. 1971), cert. denied, 

405 U.S. 918(1971). 

Correction: People v. Butler, 33 App. Div. 

2d 675, 305 N.Y.S.2d 367 (1st Dep't 1969), 

aff'd,28 N.Y.2d 499, 267 N.E.2d 587, 318 N.Y.S. 

2d 943 (1971). 

Correction: New York and Missouri place the 

ini tia1 . • • 

Correction: People v. Ma1insky, 15 N.Y.2d 86, 

91, 204 N.E.2d 188, 192, 255 N.Y.S.2d 850, 856 

(1965) ; 
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'146; Note 84: 

'146; Note 84A: 

'146; Note 84B: 

'147; Note 86: 

'147; Note 87: 

" ,.. I" 

Addition: Mo. Ann. stat. § 542.296 (6) (Supp. 1978); 

state v. Newhart, 539 S.W.2d 486 (Mo. App. 1976). 

Addition: In Arizona,the State must prove, 

by a preponderance of the evidence, the law-

f 1 f th "t' f 'd 84A u ness 0 e acqu~s~ ~on 0 ev~ enc~. 

If any of the following circumstances are 

present, however, the prosecution's burden arises 

only after the defendant establishes prima 

facie that the evidence should be suppressed: 

the defendant is entitled, through the dis-

covery rules, to learn the circumstances sur-

rounding the acquisition of the evidence; the 

evidence was obtained pursuant to a valid search 

warrant, or defense counsel was present at the 

t ' d 1 f' 84B ~me an pace 0 se~zure. 

Ariz. R. Crim. P. 16.2 (b) (West 1978). 

Id. 

correction: Commonwealth v. Cromer, 365 Mass. 

519, 521-22, 313 N.E.2d 557, 559 (1974). 

Correction: united States v. Ravich, 421 

F.2d 1196, 1201 (2d Cir. 1970), cert. denied, 

400 u.s. 834 (1970); •.• united states v. 

Sturgeon, 501 F.2d 1270, 1275 (8th Cir. 1974), 

cert. denied, 419 u.s. 1071 (1974) 
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'149; Note 89: 

'149; Note 89: 

'149; Note 90: 

'150; Note 93: 

. , 
'150; Note 93: 

1150; Note 94: 

\ '152; Note 96: 

. . 

o 

/ 

Commonwealth v. Cromer, 365 Mass. 519, 525, 

313 N.E.2d 557, 561 (1974). 

Correction.· St t ~:.::a:..=.;:e::-...:v::....~C~ls:e~m~e~~~, 108 N.J. Super. 

189, 198, 260 A.2d 514, 520 (A.D.1969), cert. denied, 

55 N.J. 450, 262 A.2d 704 (1970). 

Addition: after Clemente·. B ~~: State 

v. Fariello, 71 N.J. 552, 562-564, 366 A.2d 

1313, 1318-1319 (197 ) 6 (Oral testimony must be 

summarized or transcribed if ' ~t is to be admissible). 

Correction: United States v. Marihart, 492 

F.2d 897,899.-900 (8th Cir.), cert. denied, 

419 U.S. 827 (1974); United States v. Thomas 

489 F.2d 664, 669 (5th ' C~r. 1973), cert denied, 

423 U.S. 844 (1975). 

Correction: Commonwealth v. Antobenedetto, 

366 Mass. ~1, ~, 315 N.E.2d 530, 534 (1974) . 

Addition: P 1 aop e v. James, 19 Cal.3d 99, 561 

P.2d 1135,137 Cal. Rptr. 447 (197'7). 

Addition: State v. Whittington, 142 N.J. Super. 
45, 51-52, 359 A.2d 881, 885 (A. D. 1976) . 

Correction: United States v. Montos, 421 F.2d 

215, 224 (5th Cir.), cert. 
======~d~e~n~.~ie~d~, 397 U.S. 

1022 (1970). 
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,,52; Note 97: Correction: Commonwealth v. Anto!oenedetto, 

366 Mass. 51, ~, 315 N.E.2d 530, 533 (1974). 

,,53; Note 99: Correction: Commonwealth v. Fi~lds, 2 Mass. 

App. ct. 679, 682,319 N.E.2d 461,463 (A.D.), 

cert. denied, 366 Mass. 851 (1974) In Re 

State in Interest of A.C., 115 N.J. SUPer. 

77, 81, 278 A.2d 225, 227 (1971). 

,,55; Note 101: Correction: united States v. Bradshaw, 490 

F.2d 1097, 1101 n. 3 (4th Cir.), cert. denied, 

419 u.S. '895 (1974) (Also at: "62; Note 114). 

,,56; Note 103: Correction: united States v. Jones, 475 F.2d 

723, 728 (5th Cir.), cert. denied, 414 u.S. 

841 (1973). 

,,56; Note 105: Correction: Schneckloth v. Bustamonte, 412 

,,56; Note 105: 

u.S. 218, 248 (1973). 

Addition: United States v. Abbott, 546 F.2d 

883 (lOth Cir. 1977) (court applied waive~ test 

to consent search, found no implied consent; 

ignored Schneckloth). 

,,58; Note 109: Correction: Commonwealth v. Anderson, 366 

Mass. 394, 318 N.E.2d 834 (1974). 

.~ 
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"60; Note 111: 

"62; Note 113: 

"62; Note 114: 

'163; Note 115: 

.' < 

"63; Note 116: 

" , 

, . 

Correction: United States v. Moreno, 475 F.2d 

44, 48-50 (5th Cir.), cert. denied, 414 u.S. 

840 (1973); United States v. Bell, 464 F.2d 

667, 672 (2d Cir.), cert. denied, 409 u.S. 

991 (1972); ,Qnited States v. Epperson, .. 454 F.2d 

769, 770-71 (4th Cir.), cert. denied, 406 

u.S. 947 (1972). 

Correction: Y,nited States v. Cox, 462 F.2d 

1293, 1300-01 (8th Cir. 1972), cert. denied, 

417 U.S. 918 (1974), reh. denied, 419 U.S. 

885 (1974). 

CO'rrection: Commonweal th v. Duran, 363 

Mass. 229, 231, 293 N.E.2d 385, 287 (1973). 

United States v. Donovan, 513 F.2d 337, 343 

(6th Cir. 1975), rev'd, 552 F.2d 735 (6th Cir. 

1977), ;rev'd, 429 u.S. 413 (1977). 

Corre'ction: People v. Hueston, 34 N.Y.2d 116, 

120, 312 N.Ei.2d 462, 465, 356 N.Y.S.2d 272,:275-

76 (1974), cert. denied, 421 U.S. 947 (192?); 

State v. Dye, 60 N.J. 518, 546, 291 A.2d 825, 
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,,65 : 

,,65; Note 120: 

839-40 (1972), cert. denied, 409 u.s. 1090 (1972). 

correction: Nevertheless, all jurisdic-

tions which have considered the issue agree that 

Addition: Ill. Rev. stat. ch. 38, § 114-11(d} 

(197S); La. Code Crim. Pro. Ann. art. 703 

(c) (West 1967). 

"68; Note 124: Correction: People v. Lux, 34 App. Div.2d 662, 

310 N.Y.S.2d 416 (2d Dep't 1970), aff'd, 

-----~ 

29 N.Y.2d 848, 277 N.E.2d 923, 328 N.Y.S.2d 2 (1973):. 

,,68; Note 124: Addition: ~~, Dunaway v. New York, N.Y. 

,,70; Note 129: 

,,70; Note 129: 

,,71; Note 133: 

Times, June 6, 1979, at A17, col. 1 (S. Ct. 

June 5, 1979) (No. 78-5066) (Confession sup-

pressed, even though proper Miranda warnings, 

because police lacked probable cause to no1d 

for questioning). 

Correction: People v. Crimmins. 

Add at end: See also united states v. Hunt, ----- --~ 

548 F.2d 268 (9th Cir. 1977). 

Correction: united states v. Kohne, 358 F. -
Supp. 1053 (W.O. Pa. 1973), af~'d, 485 F.2d 

682 (3d cir. 1973), aff'd, 487 F.2d 1395 (3d 

Cir. 1973), cert. denied, 417 u.s. 918 (1974). 

,,76; Note 141: Correction: Roberts v. Ternu110, 407 F. Supp. 

, .. 

1172 (B.D.N.Y. 1976); . 
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32 N.Y.~d 499, 300 N.E.2d 139, 346 N.Y.S.2d 

793 (1973), cert. denied, 414 u.s. 1033 (1973). 

,,76; Note 143: Correction: Also in ~wn v. Illinois, 422 

u.s. 590, 603-604 (1975), the Supreme Court 

~78; Note 145: Correct' S~ t ' ~~~~~~o~n: ~a e v. M~ller, 67 N.J. 229, 337 

A.2d 36 (1975). 

~79; Note 148: Correct~on.· Un~ted st t h' ~ ~ a es v. Sc ~pani, 435 F.2d 

26, 28 (2d Cir. 1970). 

~79; Not~ 148: Correction: united st t a es v. Weston, 448 F.2d 

,,79; Note 148: 

626, 631-32 (9th Cir.), cert. d~ni~d, 404 u.s. 

1061 (1972); V~~dugo v. United States, 402 F.2d 

599, 610-13 (9th Cir. 1968), cert. denied sub nom. , 

Turner v. United States, 397 u.s. 925 (1970). 

Addition: People v. Be11eci, 23 Crim. L. Rptr. 

2380 (Cal. ct. of App. 1978) (A trial judge 

may consider illegally seized evidence when 

deciding upon a sentence). 

,,81; Note 150: Correct~on.· Un't d St t ~ ~ e a'es ex re1. Sperling 

v. Fitzpatrick, 426 F.2d 1161, ~163 (2d Cir. 1970). 

~85; Note 155: Corr t' ec ~on: N.J. Stat. Ann. § 2A: 156A-21 

(West Supp. 1978-1979), as amended by Act of 

June 23, 1978, Pub. L. No. 1978, ch. 51, 102 

N. J . L. J. NL- 42 (1978). 
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Addenda and Errata 

(Double underlining indicates correction) 

Outline: 

'15; Note 2: 

118: 

'19 : 

1111; Note 11: 

'112; NotE! 12: 

'113; Note 15: 

'115; Hote 18: 

'115; Note 18: 

'115; Note 18: 

'115; Note 18: 

1118 : 

'119; l~ote 25: 

Correction: III .•... '115. 

Correct- ,.on: ... becomes the ~poisonous tree'. 

When this • 

Correction: . question, "whether, g-ranting 

Correction: " ... illegality than the more 

common ... " 

Correction: United States v. Ceccolini, 

435 U.s. 268, 273-279 (1978), 

Correction: .. 46 N.E.2d 997,1001-1002 (1942). 

Addition: But~, Commonwealth v. Daniels, 

470 Pa. 523, 368 A.2d 1279 (1975) (Court reduces 

the scope of Cephas "but for" test and permits 

tainted witness testimony). 

Correction: Wayne v. United States, 318 F.2d 

205, 209 (D.C. Cir. 1963), . 

Correction: held that "~ showing 

Cor~ion: .". diss~nting opinion, "it is a .. 

Correc~: Fitzpatrick v. New York, 414 

U.s. 1050, 1051 (1973). 

Correc..tion: The court held that "information 

Correction: Id. at 170-171, 89 Cal. Rptr. at 

]33-734, . . . 
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'119; Note 26: 

'119; Not.e 27: 

'123; Note 34: 

'124; Note 35: 

'125; Note 38: 

'125; Note 39: 

'126; Note 40: 

'130; Note 41: 

'132; Note 42: 

'133; Note 43: 

'134; Note 44: 

'135; Note 45: 

'136; Note 46: 

'138; Note 47: 

'138; Note 47: 

'141 : 

'141 : 

'141; Note 48: 

'141 : 

'141 : 

'141; NotD 49: 

Correction: 435 U.S. 268 (1978). 

Correction: 20 Buff. L. Rev. 696 (1970-1971). 

Correction: Id. at 881-882. 

Correction: 566 F.2d 1027 (5th Cir. 1978), 

cert. denied, 99 S. Ct. 97 (1978). 

Correction: 566 F.2d at 1032 (quoting ... ) 

Correction: 566 F.2d at 1032. 

Correction: 435 U.S. 268 (1978). 

Correction: Id. at 273 

Correction: Id. at 275. 

Correction: Id. at 280. 

Correction: Id. a~ 278. 

Correction: Id. at 277. 

Correction: Id. at 277. 

Correction: Id. at 279-280. 

Correction: in a situation similar to Biro's. 

Correction: reasoned that "ltlhe greater 

Correction: . discover the witness ,,48 

Correction: Id. at 276. 

Correction: "[T]he instances must ... 

Correction: . in which a witness' willingness 

Correction: rd. at 288. 
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Addition: •.• the testimony at trial. 50 

See United States v. Scios, 23 Crim. L. Rptr. 

2424 (D.C. Cir. July 21, 1978) (Court used 

Ceccolini test in refusing to admit witness 

testimony) . 

Cite ch~cked and Shepardized through volumes dated April, 1979. 

Crim. L. Rptr. examined through issue dated March 28, 1979. 

Lexis searches conducted June 2, 1979. 
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ADDITION TO APPEALS SECTION OF 

liTHE AVOIDANCE OF THE SUPPRESSION SANCTION." 

'187 Arizona allows criminal defendants to appeal only from 

final judgments of conviction. 157 The State may make an inter

locutory appeal from a suppression order,158 but the defendant 

must be released from custody pending the appeal.1.59 

I 

~88 Colorado allows crlminal defendants to appeal only final 

'd t f ' t' 160 JU gmen s 0 conV1C 10n. The State may make an interlocutory 

appeal of a suppression order, provided that the State certifies 

that the appeal is not dilatory and that the suppressed evidence 

is a substantial part of the proof of the charge pending against 

the defendant. 161 In addition, the Colorado wiretap statute 

gives the State the right to appeal from suppression orders 

and from (,J·;.::ders denying an ~pplication for a wiretap. 162 

In Florida, the defendant may appeal after trial. The 

State may make an interlocutory appeal of an order granting 

a motion to suppress. 163 In addition, the wiretap statute 

gives the State the right to appeal orders granting motions 

to suppress or deny applications for wiretaps, but the prosecutor 

must certify 'that the appeal is not dilatory.164 

157Ariz • Rev. Stat. Ann. § 13-4033 (1978). 

158Id ., § 13-4032 (7). 

159Ariz . R. Crim. P. 31.16. 

1\50col0. App. R. 1 (a) (1) (1973). 

161Id . 4.1 (a) • 

162 Colo. Rev. Stat. § 16-15-102 (11) (1973). 

163 Fla. Stat. Ann. § 924.07 (West 1973). 

164Id . § 934.09(9) (b). 
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'190 Illinois allows the defendant 
. 1 165 

to appeal after tr1a . 

appeal of constitutional The State may make an interlocutory 

rulings which result in suppression 166 Additionally, of evidence. 

. t statute allows the Illinois W1re ap the State to appeal orders 

and denials of applications for granting motions to suppress 

. 167 
wiretap authorizat10n. 

'191 no special provision for appeals Louisiana law makes 

ru1 4ng on a motion to suppress. from a ... A defendant can reserve 

1 appeal of the case. . for use in a reguar a bill of exceptl0ns 

continue the prosecution without the The State may either 

or confession or apply for evidence 
. . 168 

cert1orar1. 

'192 defendant may appeal a final judgment In Michigan, ~he 

. . 169 The State may apply for an interlocutory of conv1ct1on. 

appeal from an . to SUI',.)ress, but has no order granting a mot10n 

. ht 170 such appeal as a matter of r1g • 

cr 4minal defendants to appeal only from .93 Missouri allows ... 

. 171 The State may appeal a suppression final jUdgments of convict1on. 

604 (b) (Smith-Hurd 1976)" 165111 . Rev. Stat. ch. 110A, § 

44 Ill. App.3d 116, 357 166Id ., § 604(a) i People v. Lara, 
N.E~d 1354 (1976). 

167 38, § 108A-IO (Smith-Hurd Supp. 1979). Ill. Rev. Stat. ch. 

168La . Code Crim. Pro. Ann. art. 703 note (g) (West 1967). 

169Mich . Const. art. I, § 20; Peop e v. 1 Pickett, 391 Mich. 
305, 215 N.W.2d 695 (1974). 

170people v. Currie, 59 Mich. I • App. 659, 229 N.W.2d 818 (1975) 
(per curiam). 

171Mo . Ann. Stat. § 547.070 (Vernon 1949). 
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order only if the order causes an indictment or information to 

be held insufficient.172 

V94 In Nevada, a criminal defendant may appeal only from a 

final judgment of conviction. 173 Within certain statutory 

time limits, the State may make interlocutory appeals from 

suppression orders.
174 

In addition, the state wiretap statute 

gives the prosecution the right to appeal suppression orders, 

so long as such an appeal is not taken for purposes of delay.175 

V95 In Ohio, a defendant may, after trial, appeal an order 

denying a motion to suppress. Appellate courts have discretion 

to allow the State to make an interlocutory appeal of a suppression 

order. The State, however, has no right to make an interlocutory 

appeal; the Ohio Supreme Court held unconstitutional a rule 

granting the state such a right. 176 

V96 Rhode Island allows both the defendant and the State 

to 1 d . . . t' 177 appea a eC1S1on on a suppress10n mo 10n. 
In addition, 

the state wiretap statute specifically allows the state to 

appeal a suppression order within thirty days after issuance 

of the order. 178 

---~-----------------------------------------------------------------172Id ., §§ 547.200 210 M 
-, ; 10. Sup. Ct. R. 28.04. 

173Nev . Rev. Stat. § 177.015(2) (1977). 

174Id., § 189.120 (1973). The appeal must be taken within 
fivedays of a suppression order issued at a preliminary hearing, 
and wi~hin two days of a suppression order issued at trial. 

175.Id ., § 179.510 (1975). 
176 

State v. Waller, 47 Ohio St.2d 52, 351 N.E~2d 195 (1976). 

177R. I . Gen. Laws § 9-24-32 (Supp. 1978). 

178~d., § 12-5.1-12(d). 
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'197 In Texas, only convicted defendants may appeal orders 

d ' ,,179 h "'b' eny~ng suppress~on mot~ons. Testate const~tutlon proh~ ~ts 

appeals by the state in criminal cases. laO 

'198 Wisconsin allows defendants to appeal the denial of 

, t' 1 ft ' t' 181 suppress~on mo ~ons on y a er conv~c ~on. The State 

may take an interlocutory appe~l within forty-five days from 

d t ' h t' 182 an or er gran lng suc a mo ~on. The Wisconsin wiretap 

statute specifically allows the State to appeal either from 

an order denying an application for a wiretap or from an order 

granting a suppression motion, provided that the officer who 

authorized the tap certifies that the appeal is not dilatory 

and that he will diligently prosecute the appeal. 183 

179T Cd' ex. 0 e Cr~m. Proc~ art. 44.02 (Vernon 1979). 
.. 

180 
Tex. Const. art. 5, § 26 (Vernon 1955). See 1 T ~ d 

C ' --'~, ex. Co e 
r~m. Proc. art. 44.01 (Vernon 1979). 

181state v. Withers, 

182 , 
W~S. Stat. Ann. § 

183 Id . § 968.30 (9) (b) 

61 Wis.2d 37, 211 N.W.2d 456 (1973). 

974.05 (I) (d) (West Supp. 1978-1979). 

(West 1971). 
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Outline 

Summary---------------------------________________ 'rl 

I. Introduction--------------___________________ ~2 

II. Objections to the Tape Recording As a Wholf~--'r3 

III. Laying the Foundation--------------__________ ~7 

A. Credibility of Device----------------_____ ~8 

B. Competency of Operator------------------__ ~lO 

C. Authenticity of Recording--------------- __ ~ll 

D. Preservation of Recording----------------_~l3 

E. Identification of Speakers----------------~l6 

F. Identification of Conversations-----------~2l 

IV. Presentation of Recording--------------------1r24 

A. Problem of Audibility--------------- ______ ~25 

B. Efforts to Mitigate the Effect of 
Inaudibility--------------________________ ~26 

C. Voice Identification----------------______ ~34 

D. Completeness----·------------_______________ ,r 35 

V. Alternative Uses-----------------------------'r38 

'. 

, . . 

Summary 

,rl The admissibility of tape recordings, after constitu-

tional and statutory objections are met, is an evidentiary 

issue. A foundation must be laid that the device works, the 

operator was competent, and that the recording is authentic. 

A showing of complj,.ance with statutory sealing requirements 

must also be made. Before a recording can be introduced, the 

parties speaking must be identified and it must be shown that 

the recording is complete. Evidentiary use of tape recordings 

include direct evidence, impeachment, and witness recollection 

refreshment. Techniques of presenting tape recordings include 

the use of ear phones, public address systems, and transcripts. 
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I. Introduction 

'12 The great weight of authority sanctions the use of 

sound recordings obtained through electronic surveillancel 

la where the matters recorded are competent and relevant, 

1 As used in [these materials] the term electronic 
surveillance generally includes wiretap~ing , 
and bugging, although the terms ~lectron~c,surve~l
lance and wiretapping are somet~mes used ~nterchange
ably. Wiretapping generally refers to the inter
ception (and recording) of a communica~ion trans
mitted over a wire from a telephone, w~thout the 
consent of any of the participants. Bugging , 
generally refers to the interception (an~ record~ng) 
of a communication transmitted orally, wlthout the 
consent of any of the participants. The term, 
consensual surveillance refers to the overhear~ng, 
and usually the recording, of a wire or oral 
communication "d th the consent of one of the parties 
to the conversation. 

See Report of the National CommisSion for t~e Review of 
Federal and State Laws Relating to Wire~app~ng and 
Electronic Surveillance xiii (1976). 

laonly evidence which is competent and relevant is 
admissible. J. Wigmore, Evidence §§9-l2 (3d ed. 1940). 
See also Fed. R. Evid. 401-03. For discussion of issues 
concerning sound recordings, see generallY,Annot., 
"Admissibility in Evidence of Sound Record~ng as Affected 
by Hearing and Best Evidence Rules,~ ~8,A.L.R.3d 5~8 
(1974); Annot., "Omission or Inaud~b~l~ty of Port~ons 
of Sound Recordings as Affecting Its Admissibility in 
Evidence," 57 A.L.R.3d 746 (1974); Annot., "Admissibili~y, 
in Criminal Prosecutions, of Evidence Secured by Mechan~cal 
or Electronic Eavesdropping Devices~" 97 A.L.R.2d 1283 
(1964); Annot., "Identification of Accused by Voice," 70 
A.L.R.2d 995 (1960); Annot., "Admissibility of Sound 
Recording as Evidence in Federal Criminal Trial," 10 
L.Ed.2d 1169 (1964). See also ABA Standards for Criminal 
Justice: Electronic Surveillance (approved draft 1971); 
ABA Standards for Criminal Justice: Discovery and Proce
dures before Trial (approved draft 1970); Zuckerman and 
Lyons, "Strategy and Tactics in the Prosecution and 
Defense of Complex Wire-Interception Cases," Commission 
Studies: National Commission for the Review of Federal 
and State Laws Relating to Wiretapping and Electronic 
Surveillance 25-59 (1976) (hereinafter cited Commission 
Studies). 
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and the recordings were made in compliance with the 

various wi~etap statutes. 2 S d ' oun record~ngs may prove to 

be an invaluable aid to the court and the jury. In fact, 

a sound recording may be more satisfactory and persuasive 

evidence than written and signed documents or oral testi

mony of witnesses, who must rely solely upon their memories.3 

Sound recordings are used for a variety of purposes. In 

the majority of instances, they are used as independent 

evidence of the fact in question,4 but they may also be 

2The 2~ jurisdictions which have enacted wiretap statut~s 
and their respective statutes are: 18 U.S.C. §§25l0-2520 
(1968); Ariz. Rev. Stat. Ann. §§13-l05l to -1061 (Supp. 
1973); Colo. Rev. Stat. Ann. §§16-l5-l0l to -104, 
18-9-301 to -310 (1973); Conn. Gen. Stat. Ann. §§53a-187 
to -189, 54-4la to -4ls (Supp. 1975); Del. Code Ann. tit. 
11, §§1335-36 (1974); D.C. Code Ann. §§23-54l to -556 
(1973); Fla. State Ann. §§934.0l - .10 (Supp. 1975); Ga. 
Code Ann. §§26-300l to -3010 (1972); Kan. Stat. Ann. 
§§22-25l4 to -2519 (1974); Md. Cts. & Jud. Pro. Code 
Ann. §§10-40l to -408 (1974); Mass. Gen. Laws Ann. ch. 
272 §99 (Supp. 1975); Minn. Stat. Ann. §§626A.Ol to -.23 
(Supp. 1975); Neb. Rev. Stat. §§86-70l to -707 (1971); 
Nev. Rev. Stat. §§179.4l0 to .515, 200.610 to .690 (1973); 
N.H. Rev. Stat. Ann. §§570-A:l to -A:ll (1974); N.J. Stat. 
Ann. §§2A:156A-l to -26 (1971); N.M. Stat. Ann. §§40A-12-
1.1 to -1.10 (Supp. 1973); N.Y. Crim. Pro. Law §§700.05 
to .70 (McKinney 1971), N.Y. Penal Law §§250.00 to .20 
(McKinney 1967); Ore. Rev. Stat. §§14l.720 to .990 (1974); 
R.I. Gen. Laws Ann. §§12-5.l-l to -16 (Supp. 1974); S.D. 
Compiled Laws Ann. §23-l3A-l to -11 (Supp. 1974); 
Va. Code Ann. §§19.l-89.l to -89.10 (Supp. 1975); Wash. 
Rev. Code Ann. §§9.73.030 to .100 (Supp. 1974); Wis. Stat. 
Ann. §§968.27 to .33 (Supp. 1975). 

3 
See discussion in text, infra at ~6. 

4 , 
See, ~., Zamloch v. Un~ted States, 193 F.2d 889 (9th 

Cir.), cert. denied, 343 U.S. 934 (1952) (conspiracy); 
~illars v. United States, 182 F.2d 962 (D.C. Cir. 1950) 
(treason); United States v. Schanerman, 150 F.2d 940 
(3d Cir. 1945) (bribery) . 
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used to corroborate other evidence,S to impeach the credi

bility of a witness,6 or to refresh the memory ot a 

witness. 7 Before a sound recording may be used, however, 

a proper foundation must be laid. 8 The usual procedure 

followed in determining the admissibility of a sound 

recording is having the trial judge listen to the 

recording out of the presence of the jury and rule on 
\ 9 its admissibility as a matter of law. 

II. Objections to the Tape Recording as a Whole 

.3 The rule against hearsay is often invoked when a tape 

recording is offered into evidence. The ability to cross-

examine to determine the weight ~0 be given to a particular 

piece of evidence is a characteristic feature of Anglo-

Saxon trial advocacy. The objection is sometimes made that 

a tape recording cannot be cross-examined or that its 

contents are hearsay. Neither objection is sound without 

5Kilpatrick v. Kilpatrick, 123 Conn. 218, 225, 193 A. 
765, 768 (1937) (conversation testifed to was simultaneously 
recorded); People v. Hornbeck, 277 App. Div. 1136, 101 
N.Y.S.2d 182 (2d Dept. 1950) (complaining witness in rape 
testified to conversation with defendant which had been 
recorded at her end of the line). 

6 
discussion in See text, infra at '/38. 

7see discussion in text, infra at '/39. 

8 
discussion in See text, infra at '/7. 

9Todisco v. United States, 298 F.2d 208, 211 (9th Cir. 
1961), cert. denied, 368 U.S. 989 (1962); State v. 
Driver, 38 N.J. 2S5, 288, 183 A.2d 655, 972 (1962). 
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a careful examination of the facts, for while the tape 

cannot be cross-examined, its operator may be, and the rule 

against hearsay itself is fraught with exceptions and 

qualifications. 10 
Hearsay objections may, for example, 

be defeated by, 

1. the cO-conspirator rule; 

2. the admissions exception; 

3. the declaration against interest exception; and 

4. the good hearsay rule. 

Where a conspiracy is involved,ll statements of co-

conspirators which incriminate the defendant 12 are admiss.ible. 

These statements, however, must be made during the course 

of the conspiracy;13 they also must be made in h t e further-
ance of the conspiracy.14 A th ny 0 er statements do not fall 

within the exception. 

10 
See generally J. Wigmore, Evidence §§669, 1420-27 

(Chadbourne rev. 1970). 

11 . 
In 1nstances where a wiretap is being employed, one of 

the charges for which the defendants are indicted is 
usually conspiracy. 

12F d . 
e • R. EV1d. 801(d)(2) (E) defines such statements 

as non-hearsay. N.J. Rules of Evidence, Rule 63(9) (b) 
make such statements an exception to the hearsay rule. 

13 . 
Logan v. Un1ted States, 144 U.S. 263, 309 (1892). Unit d 

~~:t~~s~·9i~x'(1~74~)F.2d 679 (lOth Cir. 1971), cert: deni:d, 
a part of the ~must be so connected as to be considered 
in the Law of consp:-racy) I~ See ~ Note, "Developments 
(1959). ConSp1racy, 72 Harv. L. Rev. 92~, 983-86 

14 
P Corom. v. McDermott, 255 Mass. 575, 152 N.E. 704 (1926); 
eople v. Ryan, 263 N.Y. 298, 305,189 N.E. 225, 227 (1934). 
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If the recorded statement was macJe by the de"fendant, 

it is an admission, and it can be used against him. 15 If 

the recorded statement was made by another party, i.e., a 

mere witness, it may also be admissibile as a declaration 

against interest. This is a limited exception to the 

hearsay rule. The statements must be harmful to the 

speaker's pecuniary or penal interest. In most instances, 

the speaker must also be unavailable to testify.16 

The purpose of the rule against hearsay is to prevent 

the admission of unreliablp or untrustworthy evidence. 

But where the evidence offered is both trustworthy and 

reliable and there is a need to receive the evidence, 

the need for the rule disappears. There has been a trend 

in recent years to accept this argument. 17 The new 

Federal Rules of Evidence have, in part, adopted this 

position.1 8 This position should also be adopted when a 

• 

l5Fed . R. Evid. 80l(d) (2) (A) defines an admi~sion as nc~
hearsay. At common law, it is a well recogn1zed except:1on 
to the rule against hearsay. 

l6 see Fed. R. Evid. 804 (b) (3) . 

l7See Dallas County v. Commercial Union Assurance Co., 
26a-F.2d 388, 396 (5th Cir. 1961) (newspaper in library); 
united States v. Iaconetti, 18 Crim. L. Rptr. 2419 (E.D. 
N.Y. Jan. 8, 1976) (evidence more probative than anything 
else and it deals with an important matter); United States 
V. Barbati, 284 F. Supp. 404 (E.D. N.Y. 1968) (cites 
Dallas County for non-mechanical application of rule 
against hearsay); Hew V. Aruda, 51 Hawaii 451, 462 P.2d 
476 (Sup. Ct. 1969) (businessman's statements to an 
attorney); Woll V. Dugas, 104 N.J. Super. 586, 250 A.2d 
775 (App. Div. 1969) (dicta). 

18see Fed. R. Evid. 803(24), 804(b) (5) which allow the 
use of hearsay evidence that is as reliable as the other 
listed exceptions. 
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hearsay objection is made to the offer of a tape 

recording as evidence. Where the tapes can be shown to 

be accurate and authentic and there is a need to receive 

them, they should be admitted. 19 

Challenges to the admissions of a tape recording may 

also be made on the best evidence rule. It is clear, 

however, that the tape recording is the best evidence of 

a conversation; the testimony ot a witness to the conversa-

20 tion is only secondary. A tape recording, if authentic, 

\ h f" t 21 is clearly more accurate than t e memory 0 a W1 ness. 

.. 

19 In wiretap cases, the need to receive the material is 
great. Without it, convictions of the higher echelon 
of the criminal order cannot be obtained, because they 
are generally not otherwise connected with the criminal 
conduct. 

The admission of tapes does not, however, solve 
all hearsay problems. Where there is hearsay within 
hearsay, there must be an exception for each to allow 
them to be admitted. Fed. R. Evid. 805. See also Palmer 
v. Hoffman, 318 U.S. 109 (1943); Kelly v. wasserman,S 
N.Y.2d 425, 158 N.E.2d 241, 185 N.Y.S.2d 538 (1959); 
Johnson v. Lutz, 253 N.Y. 124, 170 N.E. 517 (1930). 

20United States v. Jacobs, 451 F.2d 530, 542 (5th Cir.), 
cert. denied, 405 U.S. 1049 (1971) (recollection of witness 
a year or more after conversation occurred questioned); 
Lindsey v. United States, 332 F.2d 688, 691 (9th Cir. 1964) 
(recording more accurate); United States v. Klosterman~ 
147 F. Supp. 843, 849 (E.D. Pa.), rev. on other grounds, 
248 F.2d 191 (3d Cir. 1957) (recording apt to be more 
accurate and complete); State v. Dye, 60 N.J. 518, 529, 
291 A.2d 825, cert. denied, 409 U.S. 1090 (1972) (defendant 
has the right to use original tapes for purposes of cross
examination or to replay them for the jury); People v. 
Feld, 305 N.Y. 322, 329, 113 N.E.2d 440, reh. denied, 305 
N.Y. 924, 114 N.E.2d 475 (1953) (tapes offered because of 
severe attack upon witenss's credibility); People v. 
Mitchell, 40 App. Div.2d 117, 118, 338 N.Y.S.2d 313, 
315 (3d Dept. 1972) (generally admissible). 

21M . d onroe v. Un1te States, 234 F.2d 49, 54 (D.C. Cir.), 
cert. denied, 352 U.S. 873,reh. denied, 352 U.S. 937 
(1956) . 
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In fact, a defendant may be better protected by a tape 

recording, which includes the entire conversation, than by 

the testimony of a mere witness, who is likely to recall 

only the most crucial and incriminating parts of a conver

, 22 
satl.on. 

III. Laying the Foundation 

Before a tape recording may be admitted into evidence, 

a foundation must be laid. The government must show that 

1. the recording device was capable of taping the 
conversation now offered as evidence; 

2. the operator was competent to operate the device; 

3. the recording is authentic, without changes, addi
tions, or deletions; 

4. the recording was preserved in a manner that is 
shown to the court; 

5. the speakers are identified; and 

6. the conversation elicited was made voluntarily; in 
good faith, and without inducement. 23 

• 

22United States v. Klosterman, supra note 20. 

23S ' d ee, ~., Unl.te States v. McKeever, 169 F. Supp. 426, 
430 (S.D. N.Y. 1958) (defendant wished to offer tapes of 
conversations with the alleged victim of extortion made 
after the indictment to prove a prior inconsistent state
ment); United States v. McMillan, 508 F.2d 101, 104 (8th 
Cir. 1974), cert. denied, 421-U.S. 916 (1975) (quoting 
McKeever); State v. Driver, 38 N.J. 255, 287, 183 A.2d 655, 
672 (1972) (foundation similar to McKeever established 
where recording is offered to corroborate a confession). 

The prceise elements of the foundation are 
discretionary with the judge. Brandow v. United States, 
268 F.2d 559 (9th Cir. 1959). He must determine if the 
foundation established is such that a jury could find that 
the tapes are connected to the defendant. Carbo v. United 
States, 314 F.2d 718, 736 (9th Cir. 1963), cert. denied, 
377 U.S. 961, reh. denied, 377 U.S. 1010 (1964). But the 
location of the tap need not be revealed. State v. Travis, 
133 N.J. Super. 326, 332, 336A.2d 4~9 (App. Div. 1975). 
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These facts must be shown in order to prove that the 

recording accurately demonstrates what it purports to 

demonstrate. 24 

A. Credibility of Device 

Before any evidence obtained through the use of 

scientific or technical devices may be introduced into 

evidence, it must' be shown that the device has a basis in 

the laws of nat . ure, ~, that it works. When the device 

is first used, this ental.'ls 1 h , engt y expert testimony. 

Eventually, this burden may be avoided, and the court 

may take jUdicial notice of facts which are common 

knowledge. But a court may take jUdicial notice only 

where the fact is one of common knowledge in the locality 

of the court and is by its nature indisputable25 or where 

there is general scientific acceptance of the device as 

a reliable means of ascertaining the truth. 26 
The 

Second Circuit, in United States v. Sansone,27 took judicial 

notice of the general publl.'c's f ' , aml.ll.arity with the use 

of tape recorders and admitted the t ape r'ecording being 

24 
19~~~: e.g., 3 J. Wigmore, Evidence, §790 (Chadbourne rev. 

25 
Varcoe v. Lee, 180 Cal. 338, 181 P. 223 (1919). 

26State 
v. Cary, 90 N.J. Super. 323, 239 A.2d 680, aff'd, 

56 N.J. 16, 264 A.2d 209 (1970). 

27 
231 F.2d 887, 890 (2d Cir.), cert. denied 351 U S 

~~7a(1956) (fe~endant'~ conversation with in~ormer ;v~rheard 
c~ncea e transml.tter and recorded by portable 

recordlng set two hundred feet away). 
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offered. 28 Taking judicial notice is a matter within the 

judge's discretion. If the judge resists, proof is 

required. 

.9 Once there has been a showing ihat the device can 

work, it must th~n be shown that the particular device used 

did work. Usually this is done through the testimony of 
I 

the person who operated the device. This,task is made 

simpler if 

1. a test of the device is made before there is any 
transmission, recording, etc.; or 

2. a test is made after the interception to ensure 
that the device was working. 29 

28 Id . at 890. 

We think that the general public, in this day 
of car telephones, home recording instruments, 
and amateur transmitting and receiving equip
ment, is sufficiently aware of the effectiveness 
and the weaknesses of these mechanical devices 
so that the party advancing the evidence need not 
lay an elaborate foundation of expert testimony 
in order to be admitted. 

29united States v. McMillan, 508 F.2d 101, 104-05 (8th 
Cir. 1974), cert. denied, 421 U.S. 916 (1975) (tapes played 
back immediately after recording to ensure that recorder 
was operating); United States v. Sansone, 231 F.2d 887, 
890 (2d Cir.), cert. denied, 351 U.S. 987 (1956) (test 
made prior to recording); United States v. McKeever, 
169 F. SUppa 426, 430-31 (S.D. N.Y. 1958) (testimony that 
recording device was capable of receiving from a 
distance and recording conversations); State v. Dye, 
60 N.J. 518, 528, 291 A.2d 825, cert. denied, 409 U.S. 
1090 (1972) (agents tested device by placing a phone 
call to the tapped phone, a pay phone in a liquor store, 
and conversing briefly with the person who answered; 
test was recorded and tape itself coul'd later be used to 
corroborate agent's testimony); People v. Vellella, 28 
Misc.2d 578, 580-82, 216 N.Y.S.2d 488, 490-91 (Ct. of 
Gen. Sessa N.Y. City 1961) (explicit testimony by persons 
who installed and oper.ated recorder) . 
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The operator may then testify to the results of these tests 

and satisfy the requirement. 

B. Competency of Operator 

~10 The person who operates the recording device must 

be competent. 30 There is no licensing requirement to 

operate a recording device,31 but if the agent has any 

special training or experience qualifying him to operate 

the device, he should include it in his testimony.32 

If the agent lacks training or experience, however, he 

must present evidence of his competence. 33 

C. Authenticity of Recording 

.11 While the requisite foundation for tape recordings 

may vary at times, the element of authenticity is 

universally recognized as required. The agents who con-

ducted the wiretaps must testify that the tape recorder 

accurately recorded what was said in the original 

30United States v. McKeever, supra note 23 at 430. See also 
Monroe v. United States, 234 F.2d 49, 54 (D.C. Cir.), 
cert. denied, 352 U.S. 873, reh. denied, 352 U.S. 937 (1956) 
(agent testified to the operation of the recording device, 
his method of operating it, and the accuracy of the 
recording). 

31Todisco v. United States, 298 F.2d 208, 211 (9th Cir. 
1961), cert. denied, 368 U.S. 989 (1962) (failure to have 
license if one were required would not render the evidence 
inadmissible) . 

32 State v. Dye, supra note 29 at 527, 291 A.2d at 835. 

33United States v. McMillan, 508 F.2d 101 (8th Cir. 1974), 
cert. denied, 421 U.S. 916 (1975); State v. Driver, 38 
N.J. 255, 287, 183 A.2d 655, 672 (1962). 
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conversation overheard by the monitors.
34 

A party or a 

witness to the conversation may also testify that the 

tape accurately recorded the conversation he heard. 

.12 Accuracy includes a showing that no changes, additions, 

or deletions were made. This requirement, in a large 

part, serves to prevent falsification of the tape 

recording. 35 The potential for abuse. with skillful 

36 editorial manipulation can be great. The manipulation 

can, at times, be undetectable, but the presence of unusual 

or unexpected sounds or the absence of expected sounds 

b ' d' t' f f 1 'f' t' 37 If h 11 may e an J.n J.ca J.on 0 a SJ. J.ca J.on. a c a enge 

34united States v. Starks, 515 F.2d 112, 122 (3d Cir. 
1975) (proof of accuracy must be clear and convincing); 
United states v. Stubbs, 428 F.2d 885, 888 (9th Cir. 
1970), cert. denied, 400 U.S. 993 (1971) (no abuse of 
discretion where judge found tape to be on the whole 
accurate and complete). 

35 People v. Nicoletti, 34 N.Y.2d 249, 252, 313 N.E.2d 336, 
338, 356 N.Y.S.2d 855, 857-58 (1958). 

36 Id . See generally Weiss and Hecker, "The Authentication 
of Magnetic Tapes: Current Problems and possible Solutions," 
Commission Studies 216-40 (1976). 

37S' 'f' J.gns suggestJ.ve 0 falsJ.fication are: 

1. gaps; 
2. transients (abrupt sounds of short duration) ; 
3. fades (reduction in strength of sound); 
4. equipment sounds; 
5. extraneous voices; and 
6. information inconsistencies. 

weiss and Hecker, supra note 36 at 216, 220-21. These 
signs may be innocuous, the product of environmental 
condictions, instrument malfunctions, or improper 
recording technique. Id. at 222. But they may also 
be the sign of purposeful falsification by means of: 

.. ' .-

. , 

, , 
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1 
based upon suspect sounds is made, the burden of proving 

the accuracy will be upon the government. It may be 

possible to prove that the tapes have not been erased, 

spliced, or altered in any way, but the task will, in 

all likelihood, be expensive d an arduous since it requires 
expprt s' t'f' - cJ.en J. J.C examination and testimon 38 It J.'s 
not unusual h y. , owever, for the accuracy f h o t e tapes to be 
stipulated by the defendant after constitutional and other 

objections are overcome. 39 

D. Preservation of Recording 

V13 Integrity is related to authenticity. The integrity 

of the tapes may be shown with proof that 

1. ;~~ sealing requirements, if any, have been fulfilled; 

2. the chain of custody prevented 
by any unauthorized parties. access to the tapes 

37 (continued) 

1. deletion; 
2. obscux'ation (making part 

igible) ; 
of recording unintell-

3. transformation (changing 
to alter meaning)· or 

or rearranging portions 
4. synthesis (generation of 

recording) . 
an entirely artificial 

Id. at 223-24. 

38 
People v. Feld, 305 N Y 322 

305 N.Y. 924, 114 N.E.2d 475 ,113 N.E.2d 440, reh. denied, 
defense to testify that the (1953) (expert callea by 

tapes were not altered) . 
39 

See, ~., United States v. CJ.'r---) James, 494 F.2d 1107 ( . , cert. denied, 419 U.S. D.C. 1020 (19'74). 
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1114 The purpose of the sealing requirements 40 is to ensure 

the integrity of the tapes and to preserve the confiden-

. . ft' 41 tiality of sensit1ve 1n orma 1on. A delay in sealing or 

sealing by someone other than the judge is excusable error 

if a satisfactory explanation can be made for the failure, 

a showing is made that the requirements were substantially com

plied with, and if no showing is made that the defendant was 

prejudiced. 42 But if there is no explanation, the tape 

40 18 U.S.C. §25l8 (8) (a) (1968) provides: 

. . . lnunediately upon the expi'ration of the 
period of the order or exten~ions thereof, such 
recordings shall be made ava1lable to the , 
judge issuing such order and sealed under h1s 
directions. Custody of the recordings shall be 
wherever the judge orders. 

See also N.J. Stat. Ann. 2A:156A-14 (West 1971); N.Y. 
Crim~o. Law §700.50 (McKinney 1971). The Massachusetts 
statute Mass. Gen. Laws Ann. ch. 272, §99(M) ,and (N) 
(Supp. 1975) does not explicitly require sea11ng. The 
integrity requirement can be satisfied through proof 
of custody. Commonwealth v. Vitello, ___ Mass. 
327 N.E.2d 819, 844 (1975). 

41united States ,v. Cantor, 479 F.2d 890, 893 (3d Cir. 
1972) (section 2518(8) designe~ to ~nsu;e orders and 
applications are treated conf1dent1ally}. 

42 Id . at 893 (although appropriate fo~ judge to seal, 
agent permitted to seal; judge's sea11ng would not add 
to confidentiality); United States v. Poeta, 455 F.2d 
117, 122 (2d Cir.), cert. denied, 406,U.S: 948 (1972) 
(due to mistaken impression that issu1ng Judge had to 
seal there was a thirteen day delay); People v. 
Blanda, 80 Misc.2d 79, 362 N.Y.S.2d 735 (~onroe County 
Ct. 1974) (delay from Friday to the followLng Monday 
excusc.lble) . 
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recordings are not admissible. 43 

'15 A chain of custody must also be shown. The purpose 

is to both ensure integrity and to provide an additional 

check upon the possibility of falsification. 44 The 

custodial care of the tape recordings must at all times 

be reasonable. 45 Once the tapes are sealed, custody is to 

be wherever the court directs. Often this is with the 

law enforcement agencies because their facilities are, 

by and large, better equipped for safekeeping. 46 The 

same standard of care applies to the custody of the tapes 

-

43~eople v. N~coletti, 34 N.Y.2d 249, 252, 313 N.E:2d 
336, 338, 356 N.Y.S.2d 855, 857-58 (1974) (explanat10n 
offered that judge knew of storage arrangements and the 
tapes were needed for transcription and analysis was 
inadequate explanation for lack of seal when measured 
against the potential for abuse through skillful editorial 
manipUlation which may be undetectable or detectable only 
with expensive expert analysis). See also People v. Sher, 
38 N.Y.2d 600, 345 N.E.2d 314, 381 N.Y.S.2d 843 (1976) 
(tapes previously sealed were unsealed two or three days 
prior to trial for purposes of the trial without judicial 
supervision; even without claim of alteration, such a 
procedure is prohibited; failure to comply with sealing 
requirements renders the evidence inadmissible). 

44see discussion in text supra at 1111. Sealing itself helps 
to establish claim of custody. People v. Nicoletti supra 
note 43 at 253, 313 N.E.2d at 338, 356 N.Y.S.2d at 858. 
See also United States v. Fuller, 441 F.2d 755, 762 (4th 
Cir.r;-cert. denied, 404 U.S. 829 (1971) (where tape made 
by defendants was seized by government agents, they had 
to establish a chain of custody from the time of seizure 
to the time of trial). 

45people v. Blanda, 80 Misc.2d 79, 86 , 362 N.Y.S.2d 736, 
744 (Monroe County Ct. 1974) (reasonable standards include 
labeling, initialing, cataloging, and safekeeping). 

46 
Congress recognized this possibility. ~. Rep. No. 

1097, 90th Cong., 2d Sess. 104 (1968) states: 
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during the investigation and prior to sealing even though 

this time period is not dealt with in the various wiretap 

47 statutes. 

E. Identification of Speakers 

~16 The identity of the speakers on a recording is essential. 

Ultimately, it is a fact question to be decided by the jury.48 

Voice identification is usually a relatively simple task, 

but the government may b~ forced to present extensive 

evidence of voice identification if the defense offers 

evidence to show that the defendant's voice is not on the 

46 (continued) 

Most law enforcement agency's facilities for 
safekeeping will be superior to the court's a~d 
the agency normally should be ordere~ ~o r 7ta1n 
custody, but the intent of the prov1s1on 1S 
that the records should be considered confiden
tial court records. 

See also 18 U.S.C. §2518(8) (a) and (b) (1968); N.J. Stat. 
Ann. 2a:156A-14 (West 1971); N.Y. Crim. Pro. Law §700.55(2) 
(McKinney 1971). Mass. Gen. Laws Ann. ch. 272, §99(N) (1) 
(Supp. 1975) requires storage in a pIce to which only the 
judge or court personnel have access. Cf. United States 
v. Cantor, 470 F.2d 890, 893 (3d Cir. 1972) (tapes kept 
by agent); State V. Dye, 60 N.J. 518, 291 A.2d 825, 
cert. denied, 409 U.S. 1090 (1972) (tapes kept in prosecu
tor's office). 

47people v. Nicoletti, 34 N.Y.2d 249, 313 N.E.2d 336, 
356 N.Y.S.2d 855 (1974) (tapes stored in agent's footlocker 
unreasonable); People V. Blanda, 80 Misc.2d 79, 83-86, 362 
N.Y.S.2d 735, 741-44 (Monroe County Ct. 1972) (tapes 
kept in detective's safe to which no one else had combin
ation and in officer's locker to which he had only key 
found to be reasonable custody). 

48United States V. Whitaker, 372 F. SUppa 154, 163 (M.D. 
Pa.), aff'd, 503 F.2d 1400 (3d Cir. 1974) (without opinion), 
cert. denied, 419 U.S. 1113 (1975). 
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tape.
49 

Further, voice identification must be particular

ized; connection of the voices on a tape recording to a 

f d f d t h 1 , t ff" 50 group 0 e en an s as a woe 1S no su lClent. 

Identification can be made by: 

1. circumstantial "clues" on the tapes themselves which 
identify the speaker; 

2. testimony of anyone familiar with the voice; 

3. expert testimony based upon spectrogram (voice) 
analysis; and 

4. permitting the jury to compare for itself the 
voice on the tape with the voice of the defendant or 
an exemplar of his voice.5l 

Where several possible methods of identification are 

available
52 

they should all be used, particularly if the 

-------------------------------------------------------------------
49 / 

There are few examples in the cases of a defendant 
attacking, the prosecution's identification, usually 
because elther the defendant identifies himself on the 
tape, there is other evidence of whose voice it is, or 
he concedes that the voice is his own. ,Usually, too, 
the defendant recognizes that there is no constitutional 
objection to taking a voice exemplar. 'United States 
V. Dionisio, 410 U.S. 1 (1972). 

50 
People V. l~elson, 309 N.Y. 643, 649, 132 N.E.2d 994, 

886 (1956) (conviction reversed and a new trial ordered 
where agent whose testimony was not based upon personal 
familiarity identified voices as belonging to a group 
of defendants rather than one particular defendant). 

5lA fifth, but not really viable, method of voice identi
fication appears in People v. Lubow, 29 N.Y.2d 58, 272 
N.E.2d 331, 323 N.Y.S.2d 829 (1971). There, no evidence 
of voice identification was offered by the prose.cution. 
In~tead, the judges (there was no jury) were given trans
crlpts of the tapes to use as aids in listening to the 
tapes. The transcripts were not admitted into evidence. 
These transcripts identified the Speakers by name. 
The defense counsel made no objection. Id. at 68, 
272 N.E.2d at 336, 323 N.Y.S.2d at 835. --

52Mos t tapes will contain some circumstantial evidence 
identifying the speaker as the defendant. Moreover, the 
agent monitoring the wiretap often will become familiar 
with the defendant's voice either through pre-wiretap 
investigation or Post-wiretap questioning. 
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53 
h identification. defendant challenges t e 

nffective means of ~17 Generally, the most ~ voice identi-

54 
circumstantial evidence. h the use of fication is throug 

, of course, those f evidence 1.S, t d1.'rect source 0 The mos , s 

Parties to the conversat1.on , ' in which the tape record1.ngs 1 

55 The tapes may also revea identify themselves by name. 

faction. a planned course 0 

out by the defendants, this 

plan is later carried Where the 

is circumstantial evidence 

, F 2d 679, 689 (10th Cir., 
53United States v. Cox, 449 '934 (1972) (circumstant1.al 
1971), cert. denied, 406 ?'Sd States, 271 F.2d 59~ (5th 
and agent), Chapman v: ~n'~~2 U.S. 928 (1960) (off,ce~ 
Cir. 1959), cert: de~':tified to identity on ta~~ ~~5 
taping conversatlon ,e tes v. Moia, 251 F. , 
own familiarity), .un'~~d ~i~ication and eyewitness ~~en-
(2d eire 1958) (volce 1 en Sample 378 F. Supp. , 

tification); unii~~4~~:~:~t~~gram and eyewii~~~s\h.D. 
51-54 (E.D. Pa. 358 F Supp. 1053, 
United States V. Kohne'79 ft'd 487 F.2d 1394 (3d ) aff'd 485 F.2d 6 , a t', 1) See generally, Pa. , , t lus circumstan 1.a . __ _ 
Cir. 1973) (agen p su ra note la, at 45-46. Zuckerman and Lyons, p 

718 738 (9th Cir. 54Carbo V. Unite? States, 3~4 ~6id reh: denied, 377 U.S. 
1963), cert. den1.ed, ~77 U~c~rded'bY two independent 
1010 (1964) (conversa~1.on r 117 N.J. Super, 276, 291, 
means) ; ~ate ~93M(~~~:~ocounty Ct. 1971)'2~ev. on 
284 A.2d .:>85, Su ere 181, 199 A. , 
other grounds, 12~ ~·Ji ~versation circumstantlal 
Dive 1973) (no~-crlm1.nata~~ish identity). evidence tend1.ng to es 

F 2d 679 689 (10th Cir. 55united States V. Cox, 449 '934 (1972) (voice on tape 
1971), cert'. denie~, ~?6 d U t~~dant was Maurice La~ear ; 

'd "this is Maurlce led t). Palos v. Unlted ~~~ne also register~d ~~Od(~~~ ~~r.;, cert. denied, 397 
States, 416 F.2d 43 , , f mant dialed number, 

S 980 (1969) (government In o~P l'tos?" and recelved U. . d t asked a 1. ., h 
istered to defen ,:,-n, ". 'u 'ted States V. Ko ne, 

reg .. this >s he. ), n, 'd 485 F.2d 679, 
response yes i053 1058 (W.D. Pa.), af~ 'f defendant 
358 F. Supp. 2d 1394 (3d Cir. 1973) (vo,ce 0 f conversations aff'd, 487 F. to "Frank" on tape 0 
identified by :eferenc~sdefendant's phone). overheard on w1.retap 0 
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identifying the defendants as 56 the speakers. The 

defendant's voice may also be identified by evidence linking 

him to placing a phone call at the time the monitors were 

activated. 57 In each instance, however, the identification 

evidence must be linked to the defendant, and where the 

connection is not readily apparent, testimony should be 

given explaining the connection. 

~18 ~ice identification may also be by opinion testimony 

which is based upon hearing the voice at any time under 

circumstance connecting it with the alleged speaker. 58 

Such testimony may be given by a witness who was acquainted 

'h h . k 59 , 1 d' h W1.t t e spea er, a government agent, 1.nc u 1.ng one w 0 

56United States v. MCMillan, 508 F.2d 101, 105 (8th Cir. 
1974), cert. denied, 419 U.S. 916 (1975) (plan enacted by 
speakers); United States v. Bonanno, 487 F.2d 654, 659 . 
(2d Cir. 1973) (substance of communication may be suffi-
cient to form a erima facie case), United States v. A1eer, 
449 F.2d 1223, 1229 (3d Cir. 1971), cert. denied, 405 
U.S. 988 (1972) (Similarity of content of calls known to 
have been made to other parties). 

57United States v. MOia, 251 F.2d 255, 257 (2d Cir. 1958) 
(testimony that defendant entered phone booth to answer 
incoming call); State v. Dye, 60 N.J. 518, 528, 291 
A.2d 825, cert. denied, 409 U.S. 1090 (1972) (defendant 
walked toward phone which was out of sight in liquor 
store before each call came over monitor). 

58Fed . R. Evid. 901 (b) (5). 

59United States v. Whitaker, 372 F. Supp. 154, 162 (M.D. 
Pa.), aff'd; 503 F.2d l400-(3d eire 1974) (without 
opinion), cert. denied, 419 U.S. 1113 (1975) (identification ~ woman who knew defendant) (State v. Vanderhave, 47 
N.J. Super, 483, 488, 136 A.2d 296, 299 (App. Div. 
1957), aff'd sub nom., State v. Giordinia, 27 N.J. 313, 
142 A.2d 609 (1958) (identification by switchboard 
operator who overheard conversation). 
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conducted the wiretap,60 or a party to the tapped conversa

tion who consented to the wiretap.6l Familiarity with the 

. b . d b f 62 f 63 h . VOlce may e acqulre e ore or a ter t e wlretap. 

Familiarity with the voice may be acquired differently 

from the way in which the voice was recorded. Any difference, 

• 

60 Chapman v. United States, 271 F.2d 593, 595 (5th Cir. 
1959), cert. denied, 362 U.s. 928 (1960) (testimony 
by agents of conversations with defendants which were 
recorded); Monroe v. United States, 234 F.2d 49, 54 
(D.C. Cir.), cert. denied, 352 U.s. 873, reh. denied, 
352 U.s .. 937 (1956) (agent who used minifon to record 
conversations identified speakers); United States v. 
Kohne, 358 F. Supp. 1053, 1058 (W.D. Pa.), aff'd, 485 
F.2d 679, aff'd, 487 F.2d 1394 (3d eire 1973) (testimony 
by agents corroborated by circumstantial evidence). 

61 People v. Brannaka, 46 App. Div.2d 929, 361 N.Y.S.2d· 
434 (3d Dept. 1974). 

62pnited States v. James, 494 F.2d 1007 (D.C. Cir.), 
cert. denied, 419 U.s. 1020 (1974) (identification by 
agent who had conducted surveillance of suspects in 
restaurant and bar for at least seventy hours); United 
States v. Sansone, 231 F.2d 887 (2d Cir.), cert. denied, 
351 U.s. 987 (1956) (one prior conversation with defendant); 
Commonwealth v. Murphy, 356 Mass. 604, 611, 254 N.E.2d 895, 
,900 (1970) (phone conversation); People v. Dinan, 15 App. 
Div.2d 786, 787, 224 N.Y.S.2d 624,627 (2d Dept.),aff'd, 
11 N.Y.2d 350, 183 N.E.2d 689, 229 N.Y.S.2d 406, cert. 
denied, 371 U.s. 877 (1962) (remoteness of persona-l---
conversations between identifying witness and defendant 
and voice identification goes only to weight). But see 
State v. Malaspina, 120 N.J. Super. 26, 30, 293 A.2d 224, 
226 (App. Div.), cert. denied, 62 N.J. 75, 299 A.2d 73 
(1972) (identification resting purely on ability to 
recognize defendant's voice from memory unsatisfactory from 
state's standpoint; proof by content). 

63united States V. Cox, 449 F.2d 679, 689-90 (lOth Cir. 
1971), cert. denied, 406 U.s. 934 (1972) (voice identified 
to police as defendant's); United States V. Moia, 251 
F.20 255 (2d Cir. 1958) (agent's identification based upon 

. a single conversation subsequent to twelve taped conver
sations); People V. Strollo, 191 N.Y. 42, 61, 83 N.E. 
573, 580 (1908) (testimony of phone conversation with 
man who was subsequently recognized to be defendant was 
weak, but not incompetent). 
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however, between the circumstances surrounding the basis of 

the witness's familiarity with a person's voice and the 

transmission of the voice which the witness is identifying 

will detract from the weight to be given to the evidence.
64 

,r19 At times, an attempt may be made to show voice 

65 . 
identification through spectographic analysis. For the 

analysis to be admissible, the government must show that 

it has a scientific basis in the laws of nature. The 

standard to be applied is whether there is general 

acceptance of the use of the device in the scientific 

cornmunity.66 Most of the early cases excluded such 

analysis because the technique had not been adequately 

tested under field conditions. 67 But after extensive 

64United States v. Rizzo, 492 F.2d 443, 448 (2d Cir.), 
cert. denied, 417 U. S . 944 (1974) (observations from 
physical surveillance admissible although nominal); , 
United States v. Whitaker, 372 F. Supp. 154, 165 (M.D. 
Pa.), aff'd, 503 F.2d 1400 (3d eire 1974) (without 
opinion), cert. denied, 419 U.s. 1113 (1975) (face to 
face conversation). 

65see Kamine, "Voiceprint Technique: Its Structure and 
Reliability," 6 San Diego L. Rev. 213 (1969); Romig, 
"Review of the Experiments Involving Voiceprint Identi
fication," 16 J. Forensic Sci. 183 (1971); Comment, "The 
Admissibility of Voiceprint Evidence," 14 San Diego L. 

.. 

Rev. 129 (1969); Comment, "The Evidentiary Value of Spectro
graphic Voice Identification," 63 J. Crim. L. C. and P. S. 
343 (1972). See also Annot., "Admissibility and Weight 
of Voiceprint or Sound Spectrograph Evidence," 49 A.L.R. 
3d 915 (1973). 

66United States v. Stifel, 433 F.2d 431, 437 (6th Cir. 
1970), cert. denied, 401 U.S. 994 (1971); Frye V. United 
States, 293 F. 1013,1014 (D".C. Cir. 1923); Commonwealth 
V. Vitalo, 346 Mass. 266, 191 N.E.2d 479 (1963). 

67See , ~., People V. King, 266 Cal. App.2d 437, 72 
Cal. Rptr. 478 '(1968); State v. Cary, 99 N.J. Super. 323, 
239 A.2d 680 (App. Div.), aff'd per curiam, 56 N.J. 16, 
264 A.2d 437 (1968). 
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, t 68 experl.men s there seems to be a trend favoring admis-

'b'l' 69 Sl. l. l.ty. Mere admissibility does not, however, determine 

the weight to be given to the evidence. If the specto

graphic analysis is the only evidence offered to show 

voice identification, it may be subject to strict 

scrutiny. 70 At the present time, spectrographic 

analysis may best be employed as a means of corroborating 

other identification evidence. 71 

.20 The jury may also be allowed to decide from their 

own impressions whose voice is on the tape. The jury can 

compare the voices on the tapes with the voices of the 

, 'f th t ' f 72 partl.es l. ey estl. y. In addition, the jury may 

also compare the voices on the tape with a voice exemplar 

-,------------------------------------------------------------------

68see Tosi, "Michigan State University Voice Identification 
Project," Voice Identification Research 35, 57-58 (L.E.A.A. 
1972) (incorrect identification at 6%; suggests refinements 
to reduce error to 2%). 

69united States v. Baller, 519 F.2d 463, 466 (4th Cir. 
1975); United States v. Franks, 511 F.2d 25, 33 (6th 
Cir.), cert~ denied, 422 U.S. 1048 (1975) (admitted after 
25 page inquiry into qualifications and reliability); 
United States v. Sample, 378 F. Supp. 44, 53 (E.D. Pa. 
1974) (admitted only to corroborate other evidence); 
Commonwealth v. Lykus, ___ Mass. ___ , 327 N.E.2d 671 (1975) 
(lengthy and comprehensive voir dire); State v. Anreatta, 
61 N.J. 544, 549-51, 296 A.2d 641, 645-47 (1972) (mandates 
voir dire). But see United States v. Addison, 498 F.2d 
741, 743-45 (D.C.-Cir. 1974). 

70commonwealth v. Lykus, supra note 69, 327 N.E.2d at 679. 

71 't d St t S Ii, t 69 at 51 54 Urn e a es v. amp e, supra no e - . 

72people v. Hornbeck, 277 App. Div. 1136, 101 N.Y.S.2d 
182 (2d Dept. 1950) (jury instructed to compare after 
defendant testified). 
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of the defendant. 73 If an exemplar is used, however, it 

must be made under substantially similar circumstances to 

those of the recordin~ with which it is to be compared. 74 

F. Identification of Conversation 

.21 The particular conversation may be identified by 

showing: 

1. the monitor's logs; 

2. evidence derived from a pen register, number recorder, 
or technowriters; or 

3. telephone records. 

A monitor's log should include: 

1. a notation of whether calls were incoming or out
going; 

2. the time of each call; 

3. the phone numbers called; 

4. a synopsis of the content of each call; 

5. the numerical reading on the tape; 

6. a designation of pertinent or non-pertinent; and 

73R " 
, equl.rl.n~ a de~endant to submit to a voice exemplar 
l.s,not an l.ntrusl.o~ uRon his constitutional rights. 
Unl.ted States v. Dl.onl.sio, 410 U.S. 1 (1973) (not 
testimon~al~., ~ut the prosecution may be required to 
show adml.ssl.bl.ll.ty before requiring an exemplar. State 
v. Cary, 49 N.J. 343, 230 A.2d 384 (1967). See also 
Annot. ,"Requiring Suspect or Defendant ,in Criminal Case 
to Demonstrate Voice for Purposes of Identification," 
24 A.L.R.3d 1261 (1969). 

74 J' d ' (nl.te States v. Whl.taker, 372 F. Supp. 154, 165 (M.D. 
Pa.), aff'd, 503 F.2d 1400 (3d Cir. 1974), cert. denied, 
4~9 U.S. 11~3 (1975) (different recording machines at 
dl.fferent dl.stances does not invalidiate voice exemplar). 
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75 
7. the time monitoring began and ended each day. 

d to show that a call was A pen register can be use 

made and to where it was made. 

T1'tle 111.76 is authorized by 

The use of a pen register 

The foundation required for 

Phone 

any records may be used to corroborate comp the accuracy 

't by show1'ng that the numbers shown by of the pen reg1S er 
78 

the device are registered under the names of the suspects, 

and that the calls were made at the time the calls were 

monitored. 79 The weight to be given to this evidence is, 

of course,a matter for the jury. 

records may also be used to identify a Phone company 

conversation. The fecords can show what calls were made 

75state v. Molinaro, 117 N.J. Super. 276, 281, 284 A.2d 
385, 388 (Essex County ct. 1971), reversed on o~her 
grounds, 122 N.J. Super. 181, 299 A.2d ?50 (A~p. D1V. 
1973). This is not required by the va:10~s W1retap 
statutes. But without such a record, 1t 1S extremely 
unlikely that the requisite minimization can be shown. 
A prosecutor should make ~ertain these,records are kept 
in antitipation of a crim1nal prosecut1on. 

76 see , ~., S. Rep. No. 1097,90th Congo 2d Sess. 90 
(1968) . 

77United States v. Ianelli, 477 F.2d 999, 1002 (3d Cir. 
1973), aff'd,420 u.S. 770 (1975). 

78United States v. Kohne, 358 F. Supp. 1053, 1054 (W.O. 
) ff 'd 495 F.2d 679, aff'd, 487 F.2d 1394 (3d Pa. ,a , 

Cir. 1973). 

79united States v. Whitaker, 372 F. Supp. 154, 167 (M.D. 
Pa.), aff'd, 503 F.2d 1400 (3d Cir. 1974), cert. denied, 
419 u.S. 1113 (1975). 

, , ' 
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from one phone. 80 The admissibility of business records is 

~overned by statute.
81 

In general, the government must 

show that the records are made in the regular course of 

business, that it is the regular course of business to make 

such records, and that the particular records were made 

l' n th 1 f b' 82 e regu ar course 0 US1ness. Once admitted, the 

weight to be given these records is a fact question for 

th ' 83 . e Jury. 

IV. Presentation of the Tapes 

~24 Structuring the evidentiary presentation in a 

wiretapping case is crucial. The particular culpability 

of each defendant must be clearly shown. This requires 

a great deal of planning and preparation, especially if 

there is a large volume of intercepted communications.84 

These problems must be anticipated before trial. If they 

are not, a successful prosecution is not likely. 

80 't d 
Un1 e St~tes v. FulleE, 441 F.2d 755, 758 (4th Cir.), 

cert. denied, 409 U.S. 829 (1971) (phone records subpoenaed 
to show 259 calls made in six months between phone booth 
under surveillance and residence). 

81 
Fed. R. Evid. 803(6) (1975); N.J. Rules of Evid. 63 

(13) (West 1971); N.Y. C.P.L.R. 4518(a) (McKinney 1963). 

82United States v. Whitaker, supra note 79. 

83 't d 
Un1 eStates v. Gallo, 123 F.2d 229, 231 (2d Cir. 

1941) (although the phone records are admissible, the 
weight to be given them may be slight as the identity 
of the caller is unknown). 

84S 11 k ee genera. y Zuc erman and Lyones, supra note 1a at 25. 
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A. Problems of Audibility 

~25 The admissibility of a tape recording is always within 

the sound discretion of the court. 85 The tape recordings 

often contain inaudible portions due to mechanical failures, 

background noises, or inadequate recording technique. A 

question often presented for the judge's determination is 

whether the inaudible portions are so substantial so as 

86 
to render the recording as a whole untrustworthy. The 

accepted procedure is for the judge to listen to the tapes 

out of the presence of the jury and to base his decision 

.. 

85united States v. Hodges, 480 F.2d 229, 234 (10th Cir. 
1973) (inaudibility due to microphone leads,connected , 
under ao.ent's clothing coming in contact wlth or rubblng 
against~clothing) ~ United States v. Frazier',479 F.2~ 983, 
985 (2d Cir. 1973) (judge requested a transcrlpt to ald, 
in his determining whether inaudible portions would glve 
a misleading impression to the jury); United States v. 
Avila, 443 F.2d 792, 795-96 (5th Cir.), cert. denied, 
404 U.S. 944 (1971); United States v. Weiser, 428 
F.2d 932, 937 (2d Cir. 1969), cert. denied, 402 U.S. 
949 (1971); United States·v. Cooper, 365 F.2d 246, 249 
(6th Cir. 1966), cert. denied, 385 U.S. 1030 (19~7); 

Monroe V. United States, 234 F.2d 49, 55 (D.C. Clr.), 
cert. denied, 352 U.S. 873, reh. denied, 352 U.S. 937 
(1956); State v. Dye, 60 N.J. 518, 530, 291 A.2d,825, 831, 
cert. denied, 409 U.S. 1090 (19~2); People v. Drlver, 
38 N.J. 255, 288, 183 A.2d 655, 672 (1962); People v. 
Lubow 29 N.Y.2d 58, 66, 323 N.Y.S.2d 829, 836, 272 
N.E.2d 331, 336 (1971); People v. Gucciardo, ?7 Misc. 
2d 1049, 1050 (Kings County Ct. 1974) (audibillty a 
preliminary question of fact). 

86Monroe v. United States, supra note 85 at 54-55: 

, .' 

No all-embracing rule on admissiblity should 
flow from partial inaudibility or incomplete
ness. The Court of Appeals for the Third 
Circuit in United States V. Schannerman, 150 
F.2d 941, 944, has sald that partlaI lnaudibility 
is no more valid reason for excluding recorded 
cOnversations than the failure of a personal 
witness to overhear all of a conversation should 
exclude his testimony as to these parts he did 
hear. 'Unless the unintelligible portions are so 
substantial as to render the recording as a whole 
untrustworthy the recording is admissible. 
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" t' 87 upon thlS lnspec 10n. Although $ubstantial portions of 

the tape may be inaudible, it can be admitted into 

evidence
88 

if the jury would not be forced to speculate as 

to the content of the inaudible portions. 89 A factor often 

given great weight in determining audibility and intelligi-

(Footnote 86, continued) 

See also Gorin v. United States, 313 F.2d 641, 652 (1st 
Cir. 1963), cert. denied, 379 U.S. 971 (1965) (audible 
portions are not without evidentiary value and the inaudible 
portion is not 90 sUbstantial that it renders the tapes 
more misleading than helpful); Cape V. United States, 283 
F.2d 430, 435 (9\:h Cir. 1960) (test is whether the thread 
of conversation, though thin in places, has been broken) . 

87united States v. Chiarizio, 525 F.2d 289, 293 (2d Cir. 
1975) (where materials available for one year but objection 
is made only one day before trial, defendant waives right 
to object; does not condone non-compliance with in camera); 
United States V. Bryant, 480 F.2d785, 789 (2d Cir. 1973) 
(proper procedure is for out of court determination, but 
failure to do so does not require reversal); United States 
v. Kaufer, 387 F.2d 17, 19 (2d Cir. 1967) (trial judge 
determined out of court that tapes were sufficiently 
audible)~ Gorin v. United States, 313 F.2d 641, 652 
(1st Cir. 1963), cert. denied, 379 U.S. 971 (1965) (recordings 
played in presence of counsel but not in presence of jury); 
State V. Driver, 38 N.J. 255, 288, 183 A.2d 655, 675 (1962) 
(judge to determine if recording is sufficiently audible, 
intelligible, not obviously fragmented and whether editing 
of prejudicial material is required). 

88united States V. Frazier, 479 F.2d 983, 985 (2d Cir. 
1973) (admissible with 75% inaudible); United States V. 
Cooper, 365 F.2d 246, 249 (6th Cir. 1966), cert. denied, 
385 U.S. 1030 (in general distinctly audible); United 
States V. Hall, 342 F.2d 849, 853 (4th Cir.), cert. denied, 
382 U.S. 812 (1965) (admissible with 25% inaudible); ----
State V. Seefelt, 51 N.J. 472, 487, 242 A.2d 322, 330 
(1968) (clear and uninterrupted despite background noise). 

89united States V. Skillman, 442 F.2d 542, 552 (8th Cir.), 
cert. denied, 404 U.S. 833 (1971) (as tape was admitted 
not for content but for impeachment, there would be 
no speculation); State v. Driver, 38 N.J. 255, 288, 183 
A.2d 655, 672 (1962) (garbled and full of static and 
foreign sounds); People V. Sacchitella, 31 App. Div.2d 
180, 181, 295 N.Y.S.2d 880, 882 (1st Dept. 1968) (thoroughly 
and completely inaudible). 
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bility is the ability of the court reporter to make a 

90 
transcript of the tape. 

B. Efforts to Mitigate the Effects of Inaudibility 

~26 Courts have attempted to find a way of overcoming the 

problem of inaudibility. In the past, they have: 

1. used headphones; 

2. made re-recordings; and 

3. used transcripts. 

Often, a tape recording may be difficult to hear and 

understand because of background noise in the courtroom. 

This problem is sometimes aggravated by the large size of 

the courtroom and the poor quality of the equipment. To 

alleviate these problems, judges have permitted the jury 

to listen to the tapes with headphones. 91 The objection 

has been raised to this procedure that it denies the 

defendant his constitutional right to the public trial. 

This problem may be overcome by anticipating the objection 

and employing other means to ensure a public trial. In 

90united States v. Carlson, 423 F.2d 431, 440 (9th Cir.), 
cert. dehied, 400 u.S. 847 (1970) (although government 
conceded partial inaudibility, court reporter was able 
to transcribe a substantial part of tape); People v. 
Lubow, 29 N.Y.2d 58, 68, 272 N.E.2d 331, 336, 323 N.Y.S. 
2d 829, 836 (1971) (stenographer who had not heard tape 
before was able to transcribe most of it). 

91United States v. Bryant, 480 F.2d 785, 790 (20 Cir. 1973) 
(headphones used after jury could not understand when 
tape was played in courtroom and the jury room); D'Aquino 
v. United States, 192 F.2d 338, 365 (9th Cir. 1951) 
(phonograph records used for voice identification); 
Gillars v. United States, 182 F.2d 962, 977 (D.C. Cir. 
1950) (common sense approach to objection; no attempted 
secrecy); United S~ates y~ Kohne, 358 F. Supp. 1053, 1063 
(W.D. Pa.), aff'd, 485 F.2d 679, aff'd, 487 F.2d 1394 
(3d eire 1973) (records are exhibits which are not passed 
around to spectators in courtroom). 
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D'Aquino v. United states,92 forty sets of earphones were 

installed, allowing the testimony to be heard by the judge, 
93 

jury, clerk, reporter, counsel, defendant, and press. 

In Gillars v. united states,94 spectators were also given 

the opportunity to hear by having the court supply extra 

95 96 bl' headphones. In United States v. Kohne, a pu lC 

address system was employed in conjunction with the 

97 
headphones. 

The wiretap statutes recommend that a duplicate or 

work 
, b d 98 The sealing copy of a tape recordlng e ma e. 

of the wl'retap statutes practically necessitate requirements 

99 
this procedure. The work copies may be used to 

100 
1. maximize volume by recording on a larger tape; 

-----,--------",.-------------
92 192 F.2d 338 (9th Cir. 1951). 

93 Id . at 365. 

94182 F.2d 962 (D.C. Cir. 1950). 

95 Id . at 977. 

96 358 F. Supp. 1053 (W.D. Pa.), aff'd, 485 F.2d 679, 
aff'd, 487 F.2d 1394 (3d Cir. 1973). 

97 358 F. Supp. at 1063. 

98 18 u. S . C. § 2 518 (8) (a) (1968); Mas s. Gen. Laws Ann. ch. 
272, §99(N) (1) (Supp. 1975); N.J. Stat. Ann. §2A:156A-14 
(West 1971); N.Y. Crim. Pro. Law §700.55(2) (McKlnney 
1971) . 

99people V. Nicoletti, 34 N.Y.2d 249, 252, 313 N.E.2d 
336, 338, 356 N.Y.S.2d 855, 857-58 (work copy not made; 
original used; sealing requirements violated). 

100united States V. Riccobene, 320 F. Supp. 196, 203 
(E.D. Pa. 1970), aff'd, 451 F.2d 586, (3d,Cir. 1971) 
(where copy was identical with substltutl0n solely for 
listening convenience of the jury, court found no 
infirmity with procedure) . 
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101 
2. filter out background noises on the tape; 

d ' 102 3. preserve the original during preliminary procee 1ngs; 
or 

, 103 
4. edit to include only relevant conversat1ons. 

An inherent problem, however, is the inability to distinguish 

the duplicate from the original. 104 For the duplicate copy 

to be admissible, there must be a substantial showing of 

101Fountain v. United States, 384 F.2d 624, 631 (5th 
Cir. 1967), cert. denied sub nom., Marshall v. united 
States, 390 U.s. 1005 (1968) (the existence of a significant 
degree of background noise might interf&re with the jury's 
understanding the substance of the conversation; reliable 
method existed of removing the interference by making a 
copy while running the tape through a suppression device; 
copy was admitted as an accurate reflection of the con
versation); United States v. Knohl, 379 F.2d 400 
(2d Cir.), cert. denied, 389 U.s. 973 (1967) (filtering 
without determining if low pitched voices were lost) i 
United States v. Madda, 345 F.2d 400, 403 (7th Cir. 1965) 
(testjmony that entire conversation was re-recorded, 
that the material was identical on both tapes, that no 
sounds were dubbed, that the copy was more audible than 
the original, and that it accurately reflected the 
original before the copy was admitted). 

102379 F.2d at 440-41. 

103united States v. Whitaker, 272 F. Supp. 154, 164 (M.D. 
Pa.), aff'd, 503 F.2d 1400 (2d Cir. 1974), cert. denied, 
419 U.s. 1113 (1975) (summary tapes were played where 
agents testifed to their accuracy); State v. Dye, 60 
N.J. 518, 532, 291 A.2d 825, 832, cert. denied, 409 
~.S. 1090 (1972) (procedure saved court 102-1/2 hours of 
tedious and unnecessary listening; no prejudice; copies 
of all work tapes given to defendant). ~ee also supra '/14. 

104united States v. Starks, 515 F.2d 112, 121 (3d Cir. 
1975) . 
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accuracy. 105 This showing may not be required if the de-

f ' 11' , 106 h d f ense Wl st1pulate to 1t~ accuracy. Tee ense 

counsel must be given an opportunity to compare the copy 

'th th "1 107 b t f '1 h' t t ke W1 e or1g1na , u a1 ure on 1S par 0 rna a 

, b" 't d' , 108 comparison will preclude h1S 0 ]ect1ons to 1 s a m1ss1on. 

.29 Objections are often m~de to the admission of a 

duplicate based upon the best evidence rule. The best 

109 evidence rule is founded upon a concern for accuracy. 

105Fountain v. United States, 384 F.2d 624, 631 (5th 
Cir. 1967), cert. denied sub nom., United States v. 
Marshall, 39C U.s. 1005 (1968) (nut necessary to establish 
physical defect first); Knohl v. United States, 379 
F.2d 427, 440 (2d ~ir.), cert. denied, 389 U.S. 973 
(1967) (testimony ~J keeper of tapes, prosecuting attorney, 
and FBI agents); United States v. Madda, 345 F.2d 400, 
403 (7th Cir. 1965) (extensive testimony by agent); united 
States v. Whitaker, 373 F. Supp. 154, 164 (M.D. Pa.), 
aff'd, 503 F.2d 1400 (3d Cir. 1974), cert. denied, 419 
U.S. 1113 (1975) (notes in log pertaining to accuracy). 

106Johns v. United States, 323 F.2d 421 (5th Cir. 1963) 
(no objection may be made where the defense counsel openly 
conceded accuracy of re-recording). 

107united States v. Riccobene, 320 F. Supp. 196, 202 
(E.D. Pa. 1970), aff'd, 451 F.2d 586 (3d Cir. 1971) 
(government offered to permit defense counsel to listen 
to both copies and original to insure that they were 
identical); State v. Breunig, 122 N.J. Super. 319, 329-
32, 300 A.2d 346, 351-52 (App. Div. 1973) (synopsis tapes 
given to protect privacy of innocent third parties). 

108 
State v. Dye, 60 N.J. 518, 532, 291 A.2d 825, 832 

(1972) (where tapes given to defendant five months before 
trial any question of accurqcy should be settled by 
request before trial). 

109see 4 J. Wigmore, Evidence §§1173-75 (Chadbourne rev. 
1970): See also Fed.' R. Evid. 1002 (requires original) 
and 1003(permi tting duplicates unless there is a genui,ne 
question of the authenticity of the original). 
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Where there is the requisite showing of accuracy, the 

best evidence rule will not be barred the admission of 

th d I , t 110 e up lca e. 

V30 A tape transcript is usually made. It serves 

, 111 1. as an aid in trial preparatlon; 

2 1 " 'd 112 . as a lstenlng al ; 

3. to identify speakers for the jury;113 

114 4. to aid appellate courts where an appeal is taken; 

110Fountain v. United states, 384 F.2d 624, 631 (5th Cir. 
1967), cert. denied sub nom., Marshall V. United States, 
390 U.S. 1005 (1968) (ease of analysis, intelligibility, 
and mechanical convenience factors in justifying duplicate); 
United States V. Knohl, 379 F.2d 427, 441 (2d Cjr.), cert. 
denied, 389 U.S. 973 (1967) (where witness took tape and 
lost it, court found proper foundation had been laid for 
admission of duplicate); united States V. Riccobene, 
320 F. Supp. 196, 203 (E.D. Pa. 1970), aff'd, 451 F.2d 
586 (3d Cir. 1971) (where transfer was from small cassette 
to tape to improve hearing, court noted procedure of playing 
original was for jury convenience). See also supra '114; 
Annot. /' "Admissibility in Evidence of Sound Recording as 
Affected by Hearsay and Best Evidence Rules," 58 A.L.R.3d 
598 (1974). 

lllZuckerman and Lyons, supra note la at 25. 

l12United States v" Bryant, 480 F.2d 785, 791 (2d Cir. 
1973) (where transcripts inaccurate, judge's cautionary 
instruction to rely upon what is heard and not what is 
written satisfactory); United States V. Jacobs, 451 F.2d 
530, 541 (5th Cir. 1971), cert. denied, 405 U.S. 955, 
reh. denied, 405 U.S. 1049 (1972) (jury instructed to use 
tape only to identify speakers and not for its content 
although transcripts were admitted into evidence); 
People V. Feld, 305 N.Y. 322, 332, 113 N.E.2d 440, 444, 
reh. denied, 305 N.Y. 924, 114 N.E.2d 475 (1953) (recognized 
as assistance to understanding). 

l13See discussion in text, infra at '133. 

l14people V. Colombo, 24 App. Div.2d 505, 506, 261 N.Y.S. 
2d 836, B38 (2<.1 Dept. 1965) (without a transcript, court 
found it impossible to review the conviction although it 
was sent the tape recordings). 
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5. to avoid the necessity of repetitive playing. 115 

The transcripts, regardless of whether they are introduced 

into evidence or not, must be shown to 

usually by the person who prepared the 

116 be accurate, 

, t 117 transcrlp S. The 

parties may also stipulate to its accuracy after comparison 

118 
with the tape. A failure to present any evidence of 

b 'bl 119 accuracy may e reverSl e error • 

V3l Occasionally a written transcript is objected to as 

violative of the hearsay rule. In Duggan V. state120 and 

l15united States V. Lawson, 347 F. Supp. 144, 148 (E.D. 
Pa. 1972) (where repetitive playing to gain comprehension 
would unduly prolong and possibly prejudice the government's 
case because of overemphasis, transcripts were used as a 
listening aid). 

l16United States V. Bryant, 480 F.2d 785, 790-91 (2d Cir. 
1973) (agent testifed as to accuracy); United States V. ,...-...,., 
Maxwell, 383 F.2d 437, 443 (2d Cir. 1967), cert. denied, 
389 U.S. 1043, 1057 (1968) (testimony of accuracy unchallenged); 
People V. Feld, 305 N.Y. 322, 332, 113 N.E.2d 440, 444, 
reh. denied, 305 N.Y. 924, 114 N.E.2d 475 (1953). 

l17united States V. McMillan, 508 F.2d 101, 106 (8th Cir. 
1974), cert. denied, 421 U.S. 916 (1975); United States 
V. Bryant, 480 F.2d 485, 490-91 {2d Cir. 1973}; United 
States V. Maxwell, 383 F.2d 437, 443 (2d Cir. 1967), cert. 
denied, 398 U.S. 1043, 1057 (1968) i People V. Feld, 305 
N.Y. 322, 332, 113 N.E.2d 440, 444, reh. denied, 305 N.Y. 
924, 114 N.E.2d 475 (1953). 

l18United States V. Carson, 464 F.2d 424, 437 (2d Cir.), 
cert. denied, 409 U.S. 949 (1972) (only where there was 
a difference between transcript and tape were both used) g 
United States V. Koska, 442 F.2d 1167, 1169 (2d eir.), 
cert. denied, 404 U.S. 852 (1971) (proper limiting instruc
tions despite stipulation). 

l19peop1ev. O'~eefe, 280 App. Div. 546, 557-58, 115 N.Y.S. 
2d 740, 744-45 (3d Dept. 1952), aff'd, 306 N.Y. 619, 116 
N.E.2d 80 (1953), cert. denied, 347 U.S. 989 (1954). But 
see United States v. McMillan, 508 F.2d 101, 106 (8th 
Cir. 1974), cert. denied, 421 U.S. 916 (1975) (foundation 
required only where accuracy is challenged). 

120189 So.2d 890 (Fla. 1966). 
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Bonicelli v. state,121 the courts found that the rule was 

violated because the court reporters who made the transcripts 

were not present when the recording was made and that the 

transcript was therefore pure hearsay. Consequently, it 

was inadmissible. These are the only reported cases on 

the point. Neither seems well taken. Instead, the issue 

should be seen as a best evidence ques'tion. 

.32 More often the transcript is objected to as violative 

of the best evidence rule. Where there is no contention 

that the transcript is inaccurate or there is a showing of 

th t 11 d 'tt d 't 'd 122 accuracy, e apes are genera y a ml e ln 0 eVl ence. 

N th 1 h ' h' th 'd' ,123 ever e ess, t e matter Wlt ln e court s lscretlon. 

The courts have usually required both the tapes and the 

transcipts to be admitted into evidence if the transcripts 

are to be in evidence at all. 124 The courts, however, will 

still generally limit the use of the transcripts, directing 

121
339 P.2d 1063 (Colo. 1959). 

122United States v. Carson, 464 F.2d 424, 437 (2d Cir.), 
cert. denied, 409 U.S. 949 (1972) (in camera inspection); 
United States v. Koska, 443 F.2d 1167, 1169 (2d Cir.), 
cert. denied, 404 U.S. 852 (1971) (court had both tapes and 
transcript); United States v. Maxwell, 383 F.2d 437, 443 
(2d Cir. 1967), cert. denied, 389 U.S. 1043, 1057 (1968) 
(testimony on transcript accurate). 

123people v. Mitchell, 40 App. Div.2d 117, 121, 338 N.Y.S. 
2d 313, 317 (3d Dept. 1972) (tape was best evidence; within 
court's discretion to'exclude transcripts). 

124United States v. Carson, supra note 122 at 437; Lindsey 
v. United States, 332, F.2d 388, 691 (9th Cir. 1964); 
People v. Feld, 305 N.Y. 322, 332, 113 N.E.2d 440, 444, 
reh. denied, 305 N.Y. 924, 114 N.E.2d 475 (1953) (best 
evidence is already before the court in the form of the 
original recording and the transcripts are intended merely 
to assist the court and jury). 
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the jury to rely upon what is heard on the tapes, not on 

what is read. 125 
But where the tapes have been lost through 

no fault of the prosecution, the tapes may be admitted into 

evidence if a proper foundation of accuracy is made.126 

~33 The general rule is that transcripts are not to be 

used by the jury during de1iberation. 127 But the Second 

Circuit does not follow this rule; the decision is left to 

the discretion of the judge. 128 

125United States v. MCMillan, 508 F.2d 101, 106 (8th Cir. 
~974), cert. denied, 421 U.S. 916 (1975) (jury must be 
lnstructed to rely upon what is heard and not what is 
w:itten); United States v. Bryant, 480 F.2d 785, 791 (2d 
Clr. 1973) (disregard transcript if recording does not 
conform); United States v. Jacobs, 451 F.2d 530, 541 
(5th Cir. 1971), cert. denied, 405 U.S. 1049 (1972) (limit 
to voice identification); United States v. Kohne, 358 F. 
Supp. 1053 (W.D. Pa.), aff'd, 485 F.2d 679, aff'd, 487 
F.2d 1394 (3d Cir. 1973)(visua1 aid); United States v. 
Lawson, 347 F. Supp. 144, 148 (E.D. Pa. 1972) (other 
methods unduly prejudicial); Pebp1e v. Lubow, 29 N.Y.2d 
58, 68, 272 N.E.2d 331, 336, 323 N.Y.S.2d 829, 835-36 
(1971) (used to identify voice but not admitted into 
evidence) • 

126U 't d 
nl eStates v. Maxwell, supra note 122 at 443. See 

also United States v. Knoh1, 379 F.2d 427, 441 (2d Cir.), 
cert. denied, 389 U.S. 973 (1967). 

127u , d 
nlte States v. McMillan, 508 F.2d 101, 106 (8th 

Cir. 1974), cert. denied, 421 U.S. 916 (1975); United States 
v. Carlson, 423 F.2d 431, 440 (9th Cir.), cert. denied, 
400 U.S. 847 (1970); United States v. Lawson, 347 F. Supp. 
144, 148 (E.D. Pa. 1972). 

128U 't d 
nl e ,States v. Carson, 464 F.2d 424, 437 (2d Cir.), 

cert. denled, 409 U.S. 949 (1972), United States v. Koska, 
443 F.2d 1167, 1169 (2d Cir.), cert. denied, 404 U.S. 
852 (1971). 
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The proper procedure would seem to be to have the witness 

and the defense counsel listen to the tapes out of the 

court's hearing and to then question the witness as to his 

t
. 144 

memory of those conversa lons. 

~39 The use of the tapes to refresh a witness's memory is 

often a prelude to impeaching the witness with his prior 

inconsistent statements. Where the tape recordings are 

the product of an unlawful surveillance or otherwise 

inadmissible, this can be an important use. It is well 

settled that although the government cannot make affirmative 

use of illegally obtained evidence, a defendant cannot use 

the illegality as a shield against contradiction of his 

own patently false testimony.145 A defendant is allowed 

144But see New Mexico Savings and Loan Ass'n v. united 
StateS FIdelity and Guarantee Co., 454 F.2d 328, 336-37 
(10th Cir. 1972 ) (although proper to have witness refresh 
memory out of hearing of jury, failure to do so is not 
reversible error). 

145 . 
Walder v. United States, 347 U.S. 62, 64 (1954). See 

also Harris v. New York, 401 U.S. 422, 425 (1971) (inadmis
sible statement, due to failure to give r.Uranda warnings, 
may be used to impeach a witness if its trustworthiness 
satisfies legal standards). An argument has been made 
that the enactment of Title III changed this rule. This 
argument was rejected in United States v. Caron, 474 F.2d 
506, 509 (5th Cir. 1973). The legislative history clearly 
provides otherwise: 

It [section 2515] largely reflects the existing 
law. It applies to suppress evidence directly 
or indirectly obtained in violation of the 
chapter. [citation omitted]. There is, however, 
no intention to change the attenuation rule. 
[citations omitted]. Nor generally to press the 
scope of the suppression role [sic] beyond present 
search and seizure law. ,See Walder v. United 
States, 347 U.S. 62 (1954r;-

s. Rep. No. 1097, 90th Cong., 2d Sess. 108 (1968). 
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to deny complicity in the crimes for which he is on trial, 

but when he goes beyond a mere d~nial, the government is 

allowed to protect the integrity of the trial from his 

affirmative resort to perjurious testirnony.146 The 

government may then impeach the witness through the use of 

\his prior inconsistent statements found on the recordings. 

But before the recording may be used, a foundation to assure 

it accuracy and authenticity must be shown. 147 If the same 

showing required before a recording may be admitted into 

evidence as part of the government's case in chief is not 

also required before the same recording is used for 

impeachment, the evils which the requirement sought to 

avoid, i.e., prevention of injudicious editing, will again 

emerge. Once the foundation is laid and the recordings 

are admitted, the tapes may not, in general, be offered to 

prove the truth of the statements recorded; they may be 

only used to impeach the credibility of the witness, i.e., 

to n" 0 th t h' t h b l' , 14 8 s w a e lS no wort e levlng . 

146 , d 
Unlte States v. Bell, 506 F.2d 201, 213 (D.C. Cir. 

1974) (follows Walder); United States v. Caron, 474 F.2d 
506 (5th Cir. 1973) (recording of telephone conversations); 
Commonwealth v. Harris, 363 Mass. 888, 303 N.E.2d 115 
(1973) (statements made to police); State v. San Vito, 129 
N.J. Super. 185, 322 A.2d 509 (App. Div. 1974) (proof of 
facts of arrest); Peoplev. Fiore, 34 N.Y.2d 81, 312 N.E. 
2d 174, 356 N.Y.S.2d 38 (1974) (statements inconsistent 
with refusal to waive immunity). 

147U 't d . 
nl eStates v. McKeever, 169 F. Supp. 426, 431 (S.D. 

N:Y. 1958) (inlpeachment by tape recording of prior incon
slstent statements). 

148U ' d . 
nlte States v. Pandilidis, 524 F.2d 644, 650 (6th 

Cir. 1975), cert. denied, 18 Crim. L. Rptr. 4164 (U.S. 
Feb. 25, 1976). But see Fed. R. Evid. 801 (d) (1) (A) (1975) 
(prior inconsistent statement as sUbstantive evidence). 
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C. Voice Identification 

~34 While the tapes are being played, it is necessary for 

the various voices speaking to be identified. The means 

chosen is within the discretion of the court. 129 Most 

trial courts are now using transcripts to identify the 

voices. 130 The possibility of overemphasis and prejudice 

is outweighed by the inconvenience and confusion caused 

by stopping the tape to identify each speaker. 131 Care 

must be taken in the preparation of these transcripts so 

that they accurately designate the speaker~ and correctly 

transcribe the conversation. 132 

D. Completeness 

---- -.---

~35 The prosecution must present the entire picture'of a 

crime to obtain a conviction. This necessitates judicious 

use of the tape recordings. The timing of the presentation 

must be carefully planned to allow for corroborative 

testimony which develops the surrounding circumstances. 

• 

129 , d Unlte States v. Hall, 342 F.2d'849, 853 (4th Cir.), 
cert. denied, 382 U.S. 812 (1965). 

130Id • at 853. See also United States v. Jacobs, 451 
F.2a-530, 541 (5th Cir. 1971), cert. denied, 405 U.S. 
955, reh. denied, 405 U.S. 1049 (1972) (jury surrendered 
transcripts after tapes played); Fountain v. united 
States, 384 F.2d 624, 632 (5th Cir. 1967), cert. denied 
sub nom., Marshall v. United siates, 390 U.S. 1005 (1968) 
(use limited to voice identification); Chavira Gonzales 
v. United States, 314 F.2d 750, 752 (9th Cir. 1963) (reporter's 
transcript used to refresh jury's memory). 

131United States v. Hall, §upra note 129, at 853. 

132U 't d __ n_l~e~_S~t_a_t~e"sorv~.~F~o~u~n~t~a~l~'n, supra note 130, at 632 (preparer 
personally familiar with voices of each party to the con
versa tion) . 
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Similarly, what is presented by the tapes will often have 

to be corroborated to obtain a conviction. 133 

~36 Often, the tape recording will include the use of a 

code or slang that the jury is not able to understand. To 

present a clear picture of the crime, the meaning of the 

code or slang must be explained to the jury. An expert 

witness must be qualified and testify as to the meaning of 

the code or slang. This will usually be an agent with 

experience in the field. 134 Failure to do so may be 

ground for reversal. 135 It may also be possible to accom-

pany the expert's testimony with a chart defining the code 

or slang to act as a visual aid to the jury. 

~37 The tapes may also contain irrelevant, obscene, or 

prejudicial material. The court may instruct the jury to 

133 People v. Abelson, 309 N.Y. 643, 650, 132 N.E.2d 884, 
887 (1956) (where phone conversation revealed plan for 
betting on horse races and sporting events, it must be 
shown that the horses actually ran or the sports events 
held on the dates mentioned). 

134 , d Unlte States v. Lawson, 347 F. Supp. 144, 149 (E.D. 
Pa. 1972) (because of his experience as a narcotics inves
tigator, agent was allowed to testify as to the meaning 
of certain words and expressions). See also United States 
v. Avila, 443 F.2d 792 (5th Cir.), cert.-aenied, 417 U.S. 
944 (1974) (translation of foreign languaged allowed). 

135 People v. Abelson, 309 N.Y. 643, 650, 132 N.E.2d 884, 
887 (1956) (where government failed to qualify expert witness 
to explain jargon, the conviction was reversed due to 
possibility of jury speculation). 
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disregard this material. 136 Without this instruction, 

, b' bl 137 the play~ng of the tapes may e revers~ e error. The 

prosecution may also aid in this by examining the possible 

jurors for possible prejudice because of the use of this 

f t '1 138 h ' lIb d't d 139 type 0 rna er~a . T e mater~a s may a so e e ~ e . 

Editing, though, does present the problem of creating jury 

speculation. 

V. Alternative Uses 

.38 A witness's memory may fail him on the witness stand. 

Unless the witness can recall the events in question, he 

cannot testify. Often, a tape recording may help the 

witness remember. Anything may be used to refresh a 

136chapman v. United States, 271 F.2d 593, 595 (5th Cir. 
1959), cert. denied, 362 U.S. ,938 (1960) (caution to jury 
to reject anything not said in presence of defendant); 
State v. Malaspina, 120 N.J. Super. 26, 30, 293 A.2d 224 
(App. Div. 1972) (telephone conversation relating to 
criminal charge pending in another case); People v. 
Mitchell, 40 App. Div.2d 117, 118, 338 N.Y.S.2d 313, 315 
(3d Dept. 1972) (political gossip). The judge may also 
have the tapes selectively played. United States v. Howard, 
504 F.2d 1281, 1287 (8th Cir. 1974) (not prejudicial). 

l37united States v. Gocke, 507 F.2d 8~0, 823 (8th Cir.), 
cert. denied, 429 U.S. 974 (1974) ("be;:fore I was in peniten
tiary" and use of profanity included on tapes; judge gave 
limiting instruction; comments of brief and passing nature 
inadvertently made constitute harmless error); United 
States v. Cianchetti, 315 F.2d 584, 590 (2d Cir. 1963) 
(references to defendant as thief, racketeer, and loafer 
on the tape; no clear limiting instruction given; prejudicial 
error) . 

138United States v. Whitaker, 372 F. Supp. 154, 164 (M.D. 
Pa.), aff:d, 503 F.2d 1400 (3d Cir. 1974) (without opinion), 
cert. den~ed, 419 U.S. 1113 (1975) (inquiry on voi~_dire). 

l39see discussion in text, supra '115. 
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memory if it in fact revives the witness's reco1lection. 140 

The materials may ~ven be illegally obtained. 141 These 

can be used because they are not admitted into evidence. 

The only evidence which is admitted is the testimony of 

the witness after his memory has been refreshed. 142 It is 

clear, then, that no foundation need be established. But 

the defense counsel does have a right to inspect the tapes 

before they are used to refresh the witness's memory to 

enable him to properly cross-examine the witness to 

establish whether the witness did in fact remember. 143 

-.--------;-'------------------------------~-----------------------

140U ' d t 
n~te Sates v. Rappy, 157 F.2d 964, 967 (2d Cir. 

1946), cert. denie~, 329 U.S. 805 (1947). 

141U' d . 
n~te States V. Baratta, 397 F.2d 215 221-22 (2d 

Cir.), cert. denied, 393 U.S. ,939 (1968) (~tatements used 
were obtained without Miranda warnings) . 

142 
157 F.2d at 967. See also Gaines V. United States 349 

F.2d 190, 192 (D.C. Cir. 1965) (permitting jury to he a; 
statements used to refresh memory was error because it 
could cause the jury to consider their content as evidence 
notwithstandin.9 instruction to the contrary). An opponent, 
though, may allow it to come int'o ev'idence, but only after 
a proper foundation is estab1ish~d. Feq. R. Evid. 612. 

143L . 
emmon V. Un~ted States, 20 F.2d 190, 193 (8th Cir. 

1927); Morris V. United States, 149 F. 123, 126 (5th 
Cir. 1906); State V. Hunt, 25 N.J. 514, 523-31, 138 A.2d 
I, 5-10 (1958); People V. Gezzo, 307 N.Y. 385, 394, 121 
N.E.2d 380, 384 (1954); People v. Woodrow, 18 App. Div. 
1050,238 N.Y.S.2d 555 (4th Diept. 1963) (mem.). See also 
3 J. Wigmore, Evidence §762 (Chadbourne reo 1970-)-.- Bu~ 
see United States v. Socony Vacuum Oil Co., 310 U.S.-r5O 
(~940) (~o iron:clad rule; right to inspect within sound 
d~scret~on of Judge; no error where grand jury testimony 
used was not shown to either witness or counsel but 
inspected by judge); Commonwealth v. Greenberg, 339 
Mass. 557, 581, 160 N.E.2d 181, 196 (1959) (inspection 
only after witness sees document). 
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Addenda and Errata 

(Double underlining indicates corrected material.) 

112; Note 2: Correction: 18 U.S.C.A. § ~510-2520 (West 

1970 and West Supp. 1978}; Ariz. Rev. Stat. 

Ann. §§ 13-3004 to -3014 (1978); Conn. Gen. 

stat. Ann. §§ 53a-187 to -189, 54-41a to -41s 

(West Supp. 1979), Del. Code Ann. tit. 11, 

§ 1335-36 (1974 and Supp. 1978); Fla. stat. 

Ann. § 934.01-.10 (West 1973 and 'Vlest Supp. 

1978); Ga. Code Ann. §§ 26-3001 to -3010 (1978); 

Hawaii Rev. Stat. § 803-41 to -50 (Supp. 1978); 

Md. cts. and Jud. Proc. Code Ann. §§ 10-401 

to -412 (1977); Mass. Gen. Laws Ann. ch. 272 

§ 99 (West Supp. 1978); Minn. Stat. Ann. 

§§ 626A.OL to -.23 (West Supp. 1978); Neb. 

Rev. Stat. §§ 86-701 to -707 (West 1976 and Supp. 1978) 

N.H. Rev. Stat. Ann. §§ 570-A:l to -A:l1 

(1974 and Supp. 1977); N.J. Stat. Ann. §§ 2A: 

156A-1-26 (West 1971 and West 1978); N.M. Stat. 

Ann. §§ 30-12-1 to -11 (1"978); N.Y. Crim. Proc. 

Law §§ 700.05 to .70 (McKinney 1971 and McKinney 

Supp. 1978); N.Y. Penal Law §§ 250.00 to .~O 

(l1cKinney 1967 aut.. r'lC!\~nney SUP)? 1::J70) ,Or. Rev. 
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\ Stat. §§ 133.73 to .727 (1975); 18 Pa. Cons. 

112; Note 4: 

115; Note 17: 

116; Note 20: 

" 

Stat. Ann. §§ 5702-5705 (Purdon Supp. 1978); 

R.I. Gen. Laws Ann. §§ 12-5.1-1 to -16 (Supp. 1978); 

S.D. Compiled Laws Ann. §§ 23-13A-l to -11 

(Supp. 1978); Va. Code Ann. §§ 19.2-66 to -70 

(Sll.Pp. 1978},i Wis. Stat. Ann. §§ 968.27 to .33 

(West 1971 and West Supp. 1978); Wash. Rev. 

Code Ann. §§ 9.73.030 to .100 (1977 and Supp. 1979). 

Correction: • United States v. Schanerman, 

150 F.2d 941 (3d Cir. 1945) (bribery). 

. Correction: • it may also be admissible . 

Correction: Dallas County v. Conunercial Union 

Assurance Co., 286 F.2d 388, 396 (5th Cir. 

1961); United States v. Iaconetti, 406 F. Supp. 

554 (E.D.N.Y.), aff'd, 540 F.2d 574 (2d Cir. 1976), 

cert. denied, 429 U.S. 1041, rehearing denied, 

430 U.S. 911 (1977); United States v. Barbati 
---.--;.;;....:....;;....;..--=-~..:=...;;.=:.=.=. , 

284 F. Supp. 409 (E.D.N.Y. 1968). 

Correction: United States v . .]acobs, 451 F.2d 

530, 542 (5th Cir. 1971), cert. denied, 405 

U.S. 955 (1972); . united states v. Klosterman, 

147 F. Supp. 843, 849 (E.D.Pa.) (recording 

apt to be more accurate and complete), revld 

on other grounds, 248 F.2d191 (3d Cir. 1957) 
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,,7; Note 23: 

"8; Note 2 6 : 

"8; Note 28: 

"9; Note 2 9 : 

. . 

-~--- -~----~ 

Correction: State v. Driver, 38 N.J. 255, 287, 

183 A.2d 655, 672 (1962) (foundation similar 

to McKeever established where recording is 

offered to corroborate a confession). 

Carbo v. united States, 314 F.2d 718, 736 

(9th Cir. 1963), cert. denied, 377 u.s. 953, 

reh. denied, 377 u.s. 1010 (1964). But the 

location of the tap need not necessarily be 

revealed. state v. Travis, 133 N.J. Super. 

326, 332, 336 A.2d 489, 492 (1975). 

Correction: State v. Cary, 99 N.J. Super. 

323, 329 A.2d 680 (App. Div. 1968), aff'd, 

56 N.J. 16, 264 A.2d 209 (1970). 

Correction: ... the party advancing the 

evidence need not lay an elaborate foundation 

of expert testimony in order for such evidence 

to be admitted. 

Correction: State v. Dye, 60 N.J. 518, 

528, 291 A.2d 825, 830, cert. denied, 409 u.S. 

1090 (1972) (agents tested device by placing 

a phone call to the tapped phone, a pay phone 

in a liquor store, and conversing briefly with 

the person who answered; test was recorded 

and tape itself could later be used to corroborate 
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./' I, 

"11; Note 34: 

"12; Note 3 5 : 

"12; Note 39: 

,,14; Note 40: 

.. ~.~"'~.--~.~'~.'''-,"-'''''''''~-~-~''''''''~:~'=~~::::..-:::~.::::c:.') t 

agents' testimony); People v. Vellella, 28 

Misc.2d 579, 580-82, 216 N.Y.S.2d 488, 490-

91 (Ct. of Gen. Sess. N.Y. Countl 1961) (explicit 

testimony by persons who installed and operated 

recorder) • 

Correction: ••• Stubbs v. United States 

==~~~' 
428 F.2d 885, 888 (9th Cir. 1970), cert. denied, 

400 U.s. 1009 (1971) (no abuse of discretion 

where judge found tape to be on the whole 

accurate and complete). 

Correction: People v. Nicoletti, 34 N.Y.2d 249, 

252, 313 N.E.2d 336, 338, 356 N.Y.S.2d 855, 

857-58 (1974). 

Correction: United States v. James, 494 F.2d 

1007 (D.C. Cir.), cert. denied sub nom., 

Tantillo v. United States, 419 U.S. 1020 (1974). 

Before "See also": 

The Sixth Circuit has established the 

following as the minimum requirements for the 

sealing and custody of tape recordings: 

(1) recordings shall be placed in cartons, 

sealed with tape, identified by letter 

designation and initialed by the attorney 

who obtains the sealing order; 
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,,14; Note 40: 

~!14; Note 40: 

,,14; Note 41: 

,,14; Note 43: 

,,14; Note 43a: 
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! 
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_._------ ._- - ---

(2) the custodian shall maintain separate 

inventory under each court order; 

(3) cartons shall be stored in a limited 

access area, used exclusively for storage 

of such recordings and a log of persons 

entering shall be kept; 

(4) cartons shall be locked in metal file 

cabinets and; 

(5) recordings so stored shall only be 

removed pursuant to a court order. 

united States v. Abraham, 541 F.2d 624, 628-29 

(6th Cir. 1976). 

correction: . Mass. Gen. Laws Ann. ch. 272, 

§ 99 (M) and (N) (Supp. 1978) ... 

correction: united states v. vitello, 

367 Mass. 324, 327 N.E.2d 819, 844 (1975). 

Correction: united states v. Cantor, 470 

F.2d 890, 893 (3d Cir. 1972) (§ 2518 (8) designed 

to insure orders and applications are treated 

conficlentially) . 

Correction: People v. Nicoletti, 34 N.Y.2d 

249, 253, 313 ILE.2d 336, 338, 356 N.Y.S.2d 

855, 857-58 (1974) . 

Compare united States v. Falcone, ?05 F.2d 
" '. 

478 (3d Cir. 1974), cert. denied, 420 u.S. 955 

(1975) (where trial court found that integrity 

of tapes is pure, delay in sealing not sufficient 
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,,15; Note 44: 

'115; Note 45: 

'115; Note 46: 

'115; Note 46: 

reason to suppress even though no satisfactory 

explanation given for delay) with United states 

v. Gigante, 538 F.2d 502 (2d Cir. 1976) (without 

satisfactory explanation for failure to seal 

"immediately," tapes not admissible even 

though no evidence of alteration). 

Correction: See also United States v. Fuller, 

441 F.2d 755, 762 (4th Cir.), cert. denied, 

404 U.s. 830 (1971) 

Correction: People v. Blanda, 80 Misc.2d 79, 

86, 362 N.Y.S.2d 735, 744 (Monroe County ct. 

1974) (reasonable standards include labeling, 

initialing, cataloging, and'safekeeping). 

Correction: S. Rep. No. 1097, 90th Cong., 

2d Sess., 104, reprinted in [1968] U.s. Code 

Congo & Ad. News 2112, 2193. 

Correction: See also 18 U.S.C. §§ 2518 (8) (a) and 

(1976); Mass. Gen. Laws Ann. ch. 272, § 99 (N) (1) 

(Supp. 1978). 

'116; Note 4 7a: See generally Sl1umkler, "Voice Identification 

in Criminal Cases under Article IX of the 

Federal Rules of Evidence," 49 Temp. L. Q. 

867-79 (1976). 

'116; Note 49: Correction: United States v. Dionisio, 410 

u.S. 1 (19711 • 
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"16; Note 50: 

"16; Note 51: 

"16; Note 53: 

"17; Note 5 4 : 

,,17; Note 55: 

\ , , I 
0\ 

! 

~[17; Note 56: 

-----~-.----

correction: People v. Abelson, ... 132 N.E.2d 

884, 886 (1956). 

Correction: . Id. at 68, 272 N.E.2d at 

336, 323 N.Y.S.2d at 836. 

Correction: United States v. Kohne, 358 F. SUppa 

1053, 1058 (W.D.Pa.), aff'd, 485 1?2d 682, 

aff'd, 487 F.2d 1395 (3d Cir. 1973) (agent 

plus circumstantial), cert. denied,417 U.S. 918 (1974) 

Correction: Carbo v. United States, .. 

cert. denied, 377 U.S. 953 ... ; State v. 

Molinaro, ... rev. on other grounds, 122 

N.J. Super. 181, 299 A.2d 750 (App. Div. 1973). 

Correction: . ~ '. Palos V. United States, 

416 F.2d 438, 440 (5th Cir. 1969), cert. denied, 

397 U.S. 980 (1970) ... united States v. Kohne, 

358 F. SUppa 1053, 1058 (W.D.Pa.), aff'd, 485 

F.2d 679, aff'd, 487 F.2d 1394 (3d Cir. 1973), 

cert. denied, 417 U.S. 918 (1974) (voice of 

defendant identified by references to IIFrankll 

on tape of conversations overheard on wire-

tap of defendant's phone). 

Correction: United States V. McMillan, 508 

F.2d 101, 105 (8th Cir. 1974), cert. denied, 

421 U.S. 916 (1975) . United States V. Alper, 
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449 F.2d 1223, 1229 (3d Cir. 1971), 
~. denied 

su.b nom., 405 U.S. 988 (1972) •• 

,,17; Note 57: Correction: . . . State v. Dye, 60 N.J. 518, 

528, 291 A.2d 825, ~, cert. denied, 409 U.S. 

1090 (1972) • . . 
'/17 i Note 57a: 

In United States v. Hassell, the Eighth 

Circuit cited several t 

'/17; Note 59: 

ypes of circumstantial 
"clues'" b ~n su mitting the issue of voice ident-

ification to the J'ury. S 'f' 
pec~ ~cally, the court 

focused on three factors: 

(1) the defendant's admission that he 

had a telephone conversation with the 

informant 011 the same ' 
morn~ng as the 

recordi~g in question was made. 

(2) the1defendant's admission that 

he disc~sse~the p~ice of heroin with 

the informant, a discuss~on h' ... w ~ch clearly 

appeared on the recording. 

(3) the correlation between the defendant's 

recorded assent to a meeting with the 

informant at the defendant's house and 

his subsequent meeting with the informant 

at that house. 

547 F.2d 1048, 1054-55 (8th Cir. 1977). 

Correction: . . . State v. Vanderhave, 47 N . J. 

Super. 483, 488, 136 A.296, ~ (App. Div. 1957) 
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1118; Note 60: 

1118; Note 62: 

.j , 1119; Note 65: 

'119; Note 66: 

1119; Note 66: 

1119; Note 67: 

correction: ... Monroe v. United States, 

234 F.2d 49, 54 (D.C. C~r.), cert. denied, 

352 U.s. 873, reh. denied, 352 U.s. 937 (1956). 

United States v. Kohne, 358 F. Supp. 1053, 

1058 (W.D.Pa.), affld, 485 F.2d 679, affld, 

487 F.2d 1394 (3d Cir. 1973), cert. denied, 

417 u.s. 918 (1974) 

Correction: United States v. James, 494 F.2d 

1007 (D.C. Cir.), cert. denied sub nom., 419 

U.s. 1020 (1974) ... 

Correction: Omit Comment, "The Admissibility 

of Voiceprint Evidence," 14 San Diego L. Rev. 

129 (1969). 

Correction~ United States v. Stifel, 433 F.2d 

431, 438 (6th Cir. 1970), cert. denied, 401 

U.s. 994 (1971); . Commonwealth v. Fatal0, 

346 Mass. 266, 191 N.E.2d 479 (1963). 

Add: But cf. United States v. Sample, 378 

F. Supp. 44 (E.D. Pa. 1974) (test of general 

acceptance in scientific community is too 

strict for purposes of finding fact in. parole 

revocation hearing). 

Correction: State v. Cary, 99 N.J. Super. 

323,239 A.2d 680 (App. Div.); affld, 56 N.J. 16, 

264 A.2d 437 (1968). 
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'119; Note 69: 

1122 ; 

1122; Note 76: 

Correction: United States v. Baller, 519 F.2d 

463, 466 (4th Cir.), cert. denied, 423 U.S. 

1019 (1975); United States v. Franks, 511 

F.2d 25, 33 (6th Cir.), cert. denied, 422 U.S. 

1042 (1975) ••• Commonwealth v. Lykus, 367 

Mass. 191, 327 N.E.2d 671 (1975) (lengthy 

and comprehensive voir dire); State v. Andretta, 

61 N.J. 544, 549-51, 296 A.2d 644, 646-48 (1972) 

Add at end: United States v. McDaniel, 538 

F.2d 408, 413 (D.C. Cir. 1976) (still inad-

missible in circuit; bound to follow Addison 

until clear showing of reliability and scientific 

acceptance or an en banc reconsideration of 

Addison); Commonwealth V. Topa, 471 Pa. 223, 

369 A.2d 1277 (1977) (spectrograph not yet 

generally accepted by scientific community; 

error to admit voiceprint identification) . 

Correction: ..• The use of a pen register 

is not governed by Title III.7~ 

Add at end: Unite~ States v. New York Telephone Co., 

434 U.S. 159, 165-6!:l (1977). 

The defendant refused to comply with a 

court order directing it to furnish facilities 

and technical assistance to the F.B.I. It 
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1122; Note 77: 

1122; Note 78: 

1123; Note 80: 

claimed an authorization for a pen register 

had to satisfy the statutory requirements of 

Title III. The Court rejected this argument. 

It held that Title III is concerned only with 

the interception of communications and that 

b II they pen registers do not intercept ecause 

. 'the contents of communications ~ II do not 'acquJ.re 

. t surveillance is subject Whether pen regJ.s er 

to the requirements of the Fourth Amendment 

was left open .. See also Smith v. State, 283 --
Md. 156, A. 2d (1978), cert. granted, 

u.S. , 99 S. ct. 609 ( 197 9 ) (~ 

pen registers do not encroach upon any con

stitutionally protected expectation of privacy 

. can.not be considered a search and theJ.r use 

within the meaning of the Fourth Amendment). 

Correction: united States v. Iannelli, 477 

F.2d 999, 1002 (3d Cir. 1973), aff'd 420 U.S. 

770 (1975). 

correction: united States v. Kohne, 358 F. 

Supp. 1053, 1058 (W.O. Pa.), aff'd, 495 F.2d 

679, aff'd, 487 F.2d 1394 (3d Cir. 1973), 

cert. denied, 417 U.S. 918 (1974). 

Correction: united States v. Fuller, 441 F.2d 

755,758 (4th Cir.), cert. denied, !Qi u.S. 83:2. 

(1971) • 

703 

I • 
I 

I 

? I. 

•. 

I 

, 

' .. 

1123; Note 81: 

1123; Note 82: 

1124; Note 84: 

1125; Note 85: 

1125; Note 86: 

1125; Note 88: 

1127; Note 91: 

Correction: 1-7. Y • C. P. L. Roo 4518 (a) (I\lcKinney 

1963 and McKinney Supp. 1978). 

Om.:Lt second to last sentence and substitute: 

In general, the government must show 

that the records were "kept in the course of 

a\ regularly conducted business activityll and 

that "it was the regular practic:e of that business 

activity II to make the records. 82 

Omit and substitute: Fed. R. Evid. 803(6). 

Correction: See generally Zuckerman and Lyons, 

supra note la at 25. 

Correction: United States v. Hodges, 480 F.2d 

229, f33 (10th Cir. 1973) .• State v. Dye, 

60 N.J. 518, 530, 291 A.2d 8~5, 831, cert. denied, 

409 u.s. 1090 (1972); State v. Driver, 38 N.J. 

255, 288, 183 A.2d 655, 672 (1962); People v. Lubow, 

29 N.Y.2d 58, 66, 272 N.E.2d 331, 336, 323 

N.Y.S.2d 11329., 836 (1971) ••. 

Correction: ••• in United States v. Schanerma~, 

Correction: ••• United States v. Cooper, 

365 F.2d 246, 249 (6th Cir. 1966), cert. denied, 

385 U.S. 1030 (1967) . 

Correction: United States v. Kohne, 

358 F. Supp. 1053, 1063 (W.D.Pa.), aff'd, 485 

F.2d 679, aff'd, 487 F.2d 1394 (3d Cir. 1973), 

cert. denied, 417 U.S. 918 (1974)· 

704 

.? 

~ 
I 
! 

t\ 
d 
II 
I' 
Ii 
Ii 
I 

, 



1 

·1 i 

.1 
j 

'127; Note 96: 

'128; Note 98: 

'128; Note 99: 

Correction: 358 F. Supp. 1053 (W.D. Pa.), 

aff'd, 485 F.2d 679, aff'd, 487 F.2d 1394 

(3d Cir. 1973), cert. denied, 417 u.s. 918 (1974). 

Correction: 18 U.S.C. § 2418 (8) (a) (1976); 

Mass. Gen. Laws Ann. c • h 27 2, § 99 (N) (1) (Supp. 1978). 

Correction: People v. Nicoletti, 34 N.Y.S.2d 

249, 252, 313 N.E.2d 336, 338, 356 N.Y.S.2d 

855, 857-58 (1974) ... 

'128; Note 100: ... Om~t parenthetical and sUbstitute: (where 

'128; Note 101: 

'128; Note 103: 

'128; Note 103: 

llJki J ItM '*" i4 ': 

" . ,.'. 

. 1 and sUbstitution was made copy was ident~ca 

solely for listening convenience of jury, 

court found no infirmity in procedure). 

Correction: Fountain v. united States, 384 

F.2d 624, 631 (5th Cir. 1967), cert. denied 

sub nom., 390 u.s. 1005 (1968) . . . United 

States v. Knoh1, 379 F.2d 427 (2d Cir.), 

cert. denied, 389 U.s. 973 (1967) ... 

Correction: United States v. Whitaker, 272 

F. Supp. 154, 164 (M.D. Pa.), aff'd, 503 F.2d 

1400 (3d Cir. 1974), cert. denied, 419 U.s. 1113 

1975) . • . 

Add after "defendant)": United States v. DiMuro, 540 

503 (1st Cir. 1976), cert. 'denied, 429 U.s. 

1038 (1977) (composite tape within Court's 

discretion to admit; grouped to facilitate 

identification; not barred by 18 U.S.C. 2518(0) (a». 
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1128; Note 104: Add at end: --- United States v. Starks,51S F.2d 

112, 121 (3d Cir. 1975), ~ffld sub nom., Abney 

v. United States, 431 U.S. 651 (1977). 

~28; Note 105: Correction: Fountain v. United States, 384 

F.2d 624, 631 (5th Cir. 1967), cert. denied 

sub nom., 390 U.S. 1005 (1968) . . . United --
States v. Knoh1, 379 F.2d 427, 440 (2d Cir.), 
-----------~----

cert. denied, 389 U.S. 973 (1967) . . . 
United States v. Whitaker, 272 F. Supp. 154, 
-~'''~----------------

164 (M.D. Pa.), affld 503 F.2d 1400 (3d Cir. 

1974), cert. denied, 419 U.S. 1113 (1975) ••• 

'128; Note 108: Correction: State v. Dye, 60 N.J. 518, 532, 

291 A.2d 825, 832, cert. denied, 409 U.S. 

1090 (1972) . . . 
'129; Note 110: Correction: Fountain v. United States, 334 

(5th Cir. 1967), cert. denied sub nom., 390 

U.S. 1005 (1968) . . . 
1129: Correction: Where there is the requisite showing 

of accuracy, the best evidence rule will not 

~ the admission of the duplicate. 

'130; Note 112: Correction: United States v. Jacobs . . . 
(jury instructed to use transcript only to 

identify speakers • . ;, 

1130; Note 117: Correction: • United States v. Bryant, 480 

F.2d 785, 790-91 (2d Cir. 1973) •• 
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'130; Note 118': Correction: united States v. Koska, 443 

F.2d 1167, 1169(2d Cir.), cert. denied, 404 

u.S. 852 (1971) 

~30; Note 118a: If no "stipulated" transcript can be developed, 

the jury may be given: 

(1) a transcript containing both versions; 

(2) t,wo transcripts, the reasons for the 

disputed portions and an instruction to 

determine which, if either, is accurate; or 

(3) the opportunity to hear the disputed 

tape twice, once with each transcript. 

united states v. Oriori, 535 F.2d 938, 948-49 

(5th Cir. 1976). 

'130; Note 119: Correction: People v. O'Keefe, 280 App. Div. 

546, 551-52, 115 N.Y.S.2d 740, 744-45 (3d Dep't 

1952), aff'd, 306 N.Y. 619, 116 N.E.2d 80 (1953), 

cert. denied, 347 u.s. 989 (1954) 

~31; Note 121: Correction: 339 P.2d 1063 (Okla. 1959). 

,:32; Note 123: Correction: People v. Mitchell, 40 App. Div.2d 

117, 121, 338 N.Y.S.2d 3L,:"3, 318 (3d Dep't 1972) 

~32; Note 124: Correction: ... Lindsey v. United States, 

332 F.2d 688, G91 (9th Cir. 1964) . 

~32; Note 125: Correction: ... United States v. Jacobs, 

451 F.2d 530, 541 (5th Cir. 1971), cert. denied, 

405 U.S. 955 (1972) .•. United States v. Kohne, 
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'132; Note 126: 

'132 : 

1135; Note 133: 

" l 

'136; Note 134: 

.) 

'136; Note 135: 

'136; Note 136: 
" 

. \ 

/ 

358 F. Supp. 1053 (W.D. Pa.), aff'd, 485 F.2d 

679, aff'd, 487 F.2d 1394 (3d Cir. 1973), cert. 

denied, 417 U.S. 918 (1975) • 

Correction: United States v. Maxwell, 383 

F.2d 437, 443 (2d eire 1967), cert. denied, 

389 U.S. 1043 (1968). 

Correction: Where there is no contention 

that the transcript is inaccurate or there is 

a showing of accuracy, the transcripts are 

generally admitted into evidence. Nevertheless, 

the matter is within the court's discretion 

But where the tapes have been lost through 

no fault of the prosecution, the transcripts 

may be admitted into evidence if a proper 

foundation of accuracy is made. 

Correction: ?eople'v. Abelson, 309 N.Y. 643, 

650, 132 N.E.2d 884, 888 (1956) 

Correction: United States v. Avila, 443 F.2d 

792 (5th Cir.), cert. denied, 404 U.S. 944 (1971). 

Correction: People V. Abelson, 309 N.Y. 643, 

650, 132 N.E.2d 884, 888 (1956) 

Correction: Chapman v. United States, 271 

F.2d 593, 595 (5th Cir. 1959), cert. denied, 

362 U.S. 928 (1960) .•. State v. Mala~pina, 
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120 N.J. Super. 26, 30, 393 A.2d 224, 226 

(App. Div. 1972) • . . 

~37; Note 137: Correction: United States v. Gocke, 507 F.2d 

820, 823 (8th Cir. 1974), cert. denied, 

420 u.S. 979 (1975) 

'138; Note 142: Correction: United States v. Rappy, 157 F.2d 

964, 967 (2d Cir. 1946), cert. denied, 329 

U.S. 805 (1947) • 

~38; Note 143: Cor~ection: Lennon v. United States, 20 F.2d 

490, 493 (8th Cir. 1927) ... People v. Woodrow, 

18 App. Div.2d 1050, 238 N.Y.S.2d 555 (4th 

Dep't 1963) (mem.) .•. 

'138; Note 144: Correction: ~ see New Mexico Savings and 

Loan Ass'n v. United States Fidelity and Guaranty 

Co., 454 F.2d 328, 336-37 (10th Cir. 1972) •. 

'138; Note 145: Correction: See also Harris v. New York, 

401 U.S. 422, 425 (1971) ... S. Rep. No. 1097 

90th Cong., 2d Sess. 96, reprinted in [1968] 

U.S. Code Congo & Ad. News 2112, 2185. 

'138; Note 145: Add at end: But see United States v. Manuszak, 

438 F. Supp. 613 (E. D. Pa. 1977) (Title III 

creates a broader exclusionary rule than the 

judicially-created one). 
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'139; Note 146: Correction: Commonwealth v. Harris, 364 

Mass. 236, 303 N.E.2d 115 (1973) . 

State v. San Vito, 129 N.J. Super. 185, 133 

A.2d 509 (Law Div. 1974), rev'd on other grounds, 

133 N.J. Super. 508, 337 A.2d 624 (App. Div" 1975). 

'139; Note 148: Correction: united States v. Pandilidis, 524 

F.2d 644, 650 (6th Cir. 1975), cert. denied, 

424 u. S. 933 (1976) • . 

Cite checked and Shepardized through: 
a) May, 1979 for Federal Reporters, Federal 

Supp., and U.S. Reports. 
b) April, 1979 for others. 

Crim. L. Rptr. examined through issue dated May 16, 1979. 
Lexis examined on June 2, 1979. 

710 

.1 

./ 
1 
I 
~ 

I 
t 



, , 

• > 

" 

- .,'''''' 
'/' . 

fr f . 
• 'I' 

, . .--

• < 

'.' 

\ 

I 
1 

! Electronic Surveillance: Issues at Trial 

Addenda and Errata II 

Table of Contents 

III. F. Identification of Contents . . . . .. ,22 

711 

il I, 
L 
I "; 
(: 
Ii 
j, 

f! .. 
IJ 
1; 
" 

Ii 
" 

I: 
" 

/1 
Ii 
I) 
l! 
II 
f1 d 

II 
1 ; 

!j 
I. 
i' \ 

Ii 
If 
l! 
lJ 

If 
, 

f 



" . 

Addenda and Errata II 

(Double underlining indicates corrected material) 

'/22; Note 76 Correct and add: See Smith v. r.1aryland, 

283 Md. 156, A.2d (1978), aff'd, 

25 Crim. L. Rep. 3192 (U.S. June 20, 1979). 

(Smith v. Maryland decided after Addenda 

and Errata went to print.) The phone 

company complied with a police request to 

install a pen register on the defendant's 

phone. At trial, the defendant moved to 

suppress the evidence because the police 

failed to obtain a warrant prior to the in-

stallation of the device. Both the trial 

court and the Maryland Court of Appeals held 

a warrant was not necessary because the use 

of a pen register did not constitute a search 

within the protection of the Fourt.h Amendment. 

------- -~--

,. , 
The Supreme Court, in a 5 - 3 decision, affirmed. 

The majority held that an individual does not 

have an "actual expectation of privacy in the 

numbers [he] dial[s]," id. at 3193, because 

of the public's awareness of the phone company's 
\ 

frequent use and recording of numbers in their 

billing operations. Id. at 3194. Further~ore, " 

even if an indiviuual had an ex~ectation of 

privacy, that "expectation is not 'one that '. , 
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society is prepared to recognize as reasonable. '" 

Id. at 3194. The Court reasoned that the 

defendant voluntarily conveyed the informa

tion to the phone company and assumed the risk 

that the information would be revealed to 

the police. Id. at 3194. 

In dissent, Justices Marshall and Brennan 

argued that there was a reasonable expectation 

that the information would only be used by 

the phone company (and not given to the police). 

Id. at 3195. More importantly, they felt 

society should recognize the expectation as 

reasonable because there is no assumption of 

the risk when there is no choice, and since 

the telephone has become a necessity there 

is no choice as to its use. Id. at 3195. 

Justices Stewart and Brennan felt the 

numbers dialed had substantive content, pos

sibly revealing intimate details of the 

caller's life, which fell under the protection 

recognized in Katz. Id. at 3196. 
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A WORD ABOUT THE CORNEL~ INSTITUTE ON ORGANIZED CRIME 

Established in 1975, the Cornell Institute on Organized 

Crime is a joint program of the Cornell Law School and the 

Law Enforcement Assistance Administration. Its objective is 

to enhance the quality of the nation's response, particularly 

on the state and local level, to the challenge of organized 

crime by: 

1. Establishing training seminars in the area of in-

vest'igation and prosecution of organized crime, and the 

development of innovative techniques and strategies for 

it control; 

2. Preparing, updating, and disseminating manuals of 

investigation and prosecution; the law and procedure re-

lating to organized crime; 

3. Sponsoring scholarly and empirical research into organ-

ized crime and the techniques of its social control through 

law, and the publication and dissemination of such re-

search, and 

4. developing an organized crime library collection and 

legal research bank, and creatin'g a comprehensive 

bibliography and index. 
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