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INTRODUCTION

Systems standards, by\definition, apply to the entire realm of

[
W
4

criminal justice activities, from lawfenforcément through corrections.
They are concerned with agencies' oparations and interrelationships,
especially with regard to the collection and use ‘of information.

¥

Standards in this area are vital because the criminal justice '"system'
is loosely constructed with no single agency traditionally responsible

for uniformity or inter-agency dbmmunications.

The Statistical Analysis Center was established to provide a
coordinating influence amoﬁg criminal- justice agencies in Soﬁth

Dakota. Moreover, the initial thrust was toward data é&stems. For

these reasons, and because of their expertise, the Advisory Committee
to the Statistical Analysis Center served as the Systems Task Force.

7~ L

) *} o K ‘ :
The systems stdndards were formulated as part of a larger effort,

\

fa

the South Dakota Criminal Justice Standards and Goals Project. A

companion volume, Criminal Justice Standards & Goals for South Dakota,
focuses on the separate components of police, courts, corrections,
community crime prevention, and reserwvations. All task forces met )

numerous times during 1975 and 1976, with research staff support,to

adopt standards appropriate for South Dakota.

b

The Systemns Task’FofCe relféd extensively upon a publication

of the National Advisory Commission on Criminal Justice Standards

- and Goals; entitled Criminal Jﬁstice System,. Where part'or all of

<D

JRpre—
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.a standard was deemed valid for South Dakota,4the

t state's 3pec1al problems and needs.

Qe

@

same 6r similar

where the commentary adequately expressed the

wording was used‘ R

’ )
it was taken directly, in full or in part *from

i

committee s views,

KJ
Q

the national publication.

Bl

The implementation sections

were specifically written for and tailored to South Dakota.

&

a
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X

Both reflect compromises dictacted by the

LW

o

\"\J

Standard 1 .1

‘Commentary

18

Mwag
[

JURISDICTIONAL RESPONSIBILITY:

a

Coordination of Information Systems Development °

I

"South Dakota should create an onganizational structure for coordi-

o

- nating the development of znfbrmatzon systems and for making maximum

use of collected data in support of eriminal justice management by takwg o

"the following steps: ©

1. E’sz‘:abZzsh a eriminal justice wf'ormatwn pZanmng and anaZys'Ls
unit that will coordinate the deanopment of an integrated network
of” mf'omatwn systems in the State.dnd will satisfy information
needs of management decisionmaking for State .and loeal eriminal
Justice agencies as well as samsfymg established Federal requwe-—
‘men%s fbr information.

’2. While maPzng provzszons for contznual review and refinement,
prepare a master pZan for the development of an integrated net-
work of eriminal justice information systems (including the pro-
ductwn of ‘data needed for sta‘/nstwal purposes) specifying or=
"~ganzzatnonal roles and timetables.

5
B

* 3. Provide technical ass'z,stance cmd training to all Jmsdwtwn '
Levels ‘and agencies in data caZZectwn methods, system conc /t
. development, and z'eZated avely. - -
4 Armnqe j‘ or system audu’: and znspectwn to insure the main-
tenance of magLman qualtty in each operaz’:mg system., 2

. s o

o

o]

The emergence of computerized criminal Justice information systems has
occurred in many states without serious attention being given to the interre-
lationships between these systefis. Neither have clear definitions of appropriate
roles within these systems been formulated. This has resulted in substantial
losses due to’ incompatible systems, and unneeded duplications of ‘effort and
money, 50 5

A separate unit,'sufficiently memoved from the day-to-day operating functions
of other agencies, is required to combat this lack of organization. This unit

must not only fill .the gap in planning which presently exists but it must also
make use of the criminal justice statistics which are the product of such a a*system.

State and local agencies cannot be expected to implement this system. ‘without
some form of technical assistance and training. Such assistance must :be available

€]

, to insure that the quality of data is maintained and that informatien systems

are properly implemented. o ©
[ . R o » T A
Implementation PR i \
A, Agencies Involved" R o @ o :
= 'AT1l criminal ‘justice agencieSmaintalnlng,collecting, or in some manner
exerc181ng control over criminal Justice information ;;{ ‘ SR
State Criminal Justice Commission : o T -
= Criminal Justice Statistical Analysis Center (SAC) e
‘ ';1“1 . S . L g R Fa )
P N N ' ‘3 S el SRR
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B. Administrative Actions:

While statutory authority would lend the proper amount of force to . -

S

guaranteelng continued existence of the SAC, a well—supervised series of

)

administrative decisions could accomplish similar. ends .
C. Funding:

Until the State can assume responSibility for fundlng\the SAC,\the

ch
Law Enforcement Assistance Administration should be encouraged to prov1de su

funding as:wmay be necessary o : . o c

¢

Standard 1.2 State Role in Crmmcnal Justzce Information andystatistics

Where feaszbZe and appropriate, South Dakota should establish a crzmznal

Justzce information system that provides the beZowzng services:

1 justice agencies,
- iles ful caZzng a common need of aZZ eriming
inegZdi;Zewznted gerzons/{felony and misdemeanor) and identifiable stolen

items;

‘ : ted for an NCIC-
’ terized criminal hzstory files for persons arres
2ua€i?€2d offense, with on-line availability of at least a summary of

 epiminal activity and current status of of fenders;

3

3. Access by computer interface to vehicle and driver files, if computerized

and maintained separately by another State agencys

4. A high-speed znterfuce ‘with NGIC (National Crmme~ghf?rmation Center),

providing access to all NCIC files;

(0

o

s

- 5. All mecessary telecommunications media and terminals for providing

irect
access to local users, either by computer- o-computer interface or d

terminal access;.

' or all zntrastate
o omputerized switching of agency- to~-agency messages f
zsegzeaidfioutzng (fbrmatzng) of messages to and from qualified agenczes

in other States;

7. The collection; proeesszng, and repzrtgzgtof;UZZfZZ;Oiitgznzizzigi }gﬁﬁ)
aw enforcement agenczes in the State wt
ziszgéiril vazrnment agencies, approprmate State agencies, and contributors;

8. Incanaunctzon~wzth crmmmnal history files, the collection ang storage
of additiona. data elements and other features to support offende

transaction. stattstzcs, . ‘ ; o oz

9. Entry and updatzng of data to a natzonal index. of cr%mmnal‘offendevs as

envtsmoned in the NCIC® Cbmputemzzed Crzmtnal History fiZe, and

10% Eeporttng offender-based transactzon statzstecsfho the Federal Government.

o

Commentary ‘ . : ' AR N ‘ T S

<
r-based )

@ Standard 1. lﬁdefines the role of the State in South Dakota S criminal

‘ justice information system.

This standard establishes, where feaS1ble and appropriate, the(

common files needed by law enforcement personnel throughout tﬁe Staf
,4that computer-controlled communications links for agency—to-agency c

0 4 -

computerized
Itrecommends

ammunicatlons

e

&

Iy

U
l;

re)

‘_be established, andrit gives South‘Dakota the role of developing comouterized

criminal histories and an Offender-Based Transaction S tatistics.(OBTS) system.
Besides calling on - South Dakota to 1n1t1ate new programs at the State level,

°, Standard 1.2 meguests the StaQe to take the initiative of making sure that
UCR reports are collected and forwarded to the FBI. )

)

’Implementation

A:rAgencles Involved:
Office of Criminal Investigatlon
Highway Patrol
» Central Data Processing
B. Legislation:
- Budget Appropriations must be promulgated by the agenc1es involved.
C. Administrative Actions::
‘ Coordination and 1mplementat10n ‘agreements must be fashioned
~D. Funding:

 Th¢ ‘South Dakota Legislature and LEAA would be the primary funders.

O

Standard 1.3 Local Criminal Justice Information Systems

@

Ebery locality in South Dakota should be serviced by a local criminal justice

information system which supports the needs of crzmznal Jjustice agencies.

1. The Local Crtmznal Justice Information System (LCUIS) should contatn
information concerning every person arrested within that locality from the
time of arrest until no further criminal justice transactions can be
egpected . wzthzn the locality concerning that avrest.
2. The LCJIS should contain a record of every local agency transaction per-
taining to a criminal offense concerning such persons, the reason for the
transaction, and the result of each such transaction. A trarsaction is
defined as a formal and pubZte activity of a ériminal Justice agency, the
results of which are a matter of a publtc record.
3. The LCJIS should contain the present crimznaz Justzce status fbr each

- individual under the cognizance of criminal justice agencies.

4. The LCJIS shauZﬁ“prouide.prom?t response to‘inQuiries from criminal
Justice agencies that have provided information to the data base of LCJIS.

5. If the LCJIS covers a geographtcal area containing cOntzgudus Jurisdictions,

it should provide znvestzgatzve field support ta poche agencies within
thzs totaZ areq.

B

8. LCJIS should provzde a master name zndex of persons of interest to the
crzmtnal Justice agencies in its Jurisdiction. This index should include

zdentzfytng ihformation concerning persons wzthzn the ZocaZzty undew the
. cognzzance of eriminal Justtce agencies. -

7. The LCJIS shouZd provzde to the proper State agenczes aZZ tnfbrmatzon con-
cerning postarrest offender stattstzcal d&ta as- requzred

8. The LCUIS should provide to.the proper State agenczes aZZ ostarrest :
data necessary to mazntazn a current crcmznaz hzstary reeordcin persons““'

L ‘\\\ R \ o (r" o :' SRR : T T A : - (\} -

e
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 arrested and processed within a locality.
' 9. If automated, LCJIS should provide telecommurications interface between
the State CJIS and eriminal justice agencies within its Zoéelitys S e

Commentary

Standard 1.3 provides the groundwork for the establishment of ‘Local Criminal
Justice Information Systems which transcend the bounddries of agencies within a
certain locality, county, or counties. . o : o

The primary reason for the establishment: of LCJIS facilities is to fulfill
the need of South Dakota's law enforcement, prosecution, courts, and corrections
personnel for prompt access to data concerning individuald and events within a
locality. The goal of an LCJIS is to avoid duplication of ‘data entry for data
needed by more than one agency, to minimize the operating costs of making the
data available, and to provide a single source for reporting to State and
Federal systems. ' , ' ' »

- The LCJIS is not intended to demy or restrict the larger cities or counties
from developing their own component Systems, but rather to promote the logical
development of systems that best serve the users. e :

\

Implementation .
S~ |
A. Agencies Involved: : ' R
Incorporated counties in South Dakota . ‘ e R
Major South Dakota cities ey i I
 B. Administrative Actions: S woo o o
Cooperation between all criminal justice agencies at the local level
mustoccur. - - s R K
C. Funding: - s : C e

~ LEAA, the South Dakota Legislature, and individual county and city
law enforcement budgets will be contributing to the establishment of local

-

information systems. - s

Standurd 1.4 Criminal J&stiée'gbmpanent Information Systems
Evéry component agency of the'érimingf’justice system (police, coupfs,'
corrections) should be served by an information system which supports i¢§

- intraagency needs. T T e T : e R

R

| o R S o ; N

1. The Component Information System (CILS) should provide the‘rationaleifbr
'the“internal'aZZocationgof’personneZfandiother resources of the agency. '
3. The. CIS should p ovide a rational basis jbr'séh;dhling~of events,

‘cases, and transactions within the agency.

L

' 3»yThé5CIS;shouZd'providé the‘agencyfddhinistfgtor”bithcheaﬁiindicdti@ns.oﬁ;;f
changes in workload and workload composition, and provide the means of
distingyishing between short-term variations (e.g. seasonal vdriations)

 and long<term trends. 7o S e ‘.

4. The CIS shbuZdefovide‘ddtaf}equired fbrﬂ%he proper\fhnctioning of =
- other systems-as appropriate, and, should retain only that data required .
" for its own specific purposes. o P T R

P

Ly
b

S

5 CI x ’ 3

o L

*
.
s

&

Séeigewggiéihgzgdggzovidé the ;Zterface between LCJIS and individugl
sers within it ‘ageney. is interface provisi . k

tezecommynzcatzons facilities as necessa£Z?e rRonEReon should atude.
files @eédéd by its users
minal justice information

that are not provided by -
‘ 0 by the State or loe .
systems to which i1t 18 interfaced. aeal -

6. The CIS should create and provide accéss to

7. The CIS should sup | B g |
, port the conduct ieg SN .
to serve agency managers, - 1o of research and program evaluation
'ibommentéry QV |
The Component Infdrmatioﬁ;Systéms‘ére dési

gned to sefve‘th_,'
agency administrators. The CIS consists of.operationsl files'i: ;sig:éOf
3 3

:o::zié and corrections systems which more than likely are.unique to thos

mZna eré Tge CIS should be designed to meet the needs of the agenciés"‘e

thcsg - fan o?erationglausers; but with the constraint of not duPlicaf-
eI;n ormation services available through an LCJIS T ing

t must be kept in mind that .. *
e, X , users within an a ' :
LCJISTEut other information systems also. an agency @ay‘use_not.only the
) ~automatZda:S:§Zment of jurisdict%onal responsibility covers bothvmanual ané>
: - Systems, and does not imply that automation is necessary. This standard

needs which are not prop
Justice information system.-.,

Implementation

A. Agencies Involved: :
All law enforcement agenci te and
. C gencies, State
- State's Attorney 0ffices ? Btate and 1Qc;l
Judiciary Department
=  #11 correctional institutions, § : cal
B. Tunding:. L ’ f State and local
ot :?:h2§a§:§i:§iiiature shosld react favorably toward those agencies that
wish | ither Or upgrade automated syst £ course, i
Indicated that tare : ystems. Of course, it should be
] ‘ Yy cases manual systems will i i ‘
be lessened and still accomplish the désired goai:?fflce’ ¥ eRTopTletions my

n
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- of every department's higher priorities. - S o o
.  The dispatch information function increases the efficiency of unit assignment.
and also provides a record of the police response to a\callvforyservice; including

AN  ROLICE’ INFORMATION SYSTEMS

Standard 2.1 Police Information Systems
) Every police dgency should have a wéZZ;def'zlned"informa%';i’on ‘system.f Proper
functions of such a system inelude: o ' R S

1. ’Dispa%ch information, including the generation of data d,e‘s'cribingﬁ

the dispateh operation and data useful in the dispatching process;

2. Bvent infor'mation, including the generation and analysis of data on
incidents and crimes; S R e LR ‘

3. Case information, including data needed during follow-up until poZice;"'

|

disposition of the case is completed;

4. Reporting and aceessltonother systems which provide required data
for operational or statistical purposes; and o - D

(&

5. Patrol or'inveStigative support data not provided by external systems,
© such as misdemeanor want/warrant data, traffic and citation reporting, and
local property data. =~ R s RERE

Commentary

et -
R Y T T .

These five basic functions, when combined with the capabilities of external -
systems, provide the police department with the information essential to ’
operations and management. Systems should be designed to support resource
allocation and crime analysis, as well as other administrative needs of a police

- department. Careful consideration of the design and the data elements that

are to be stored is essential % inf&rmation use is to be effective. ‘
. Information is the basic tool in the operation of a police department *
from both an administrative and a tactical planning viewpoint. It must Ll)one

elapsed time. ' SIRE » L , : :

- The event information should support all agency needs for crime data and
generate Uniform Crimé Reports (UCR) and other reports as a by-product.
‘ Case information, including the necessary indexes to offenders, victims,
and events; the status of follow-up investigation; and the scheduling of pro-

~secutorial and court actions are needed to support management as well as in-

dividdal investigatory decisionms. < , e

, The other systems referred to inpart 4 above might .provide data on the
criminal justice system (e.g., Offender-based .ransaction Statistics, or OBTS),
data on behavior (e.g., alcoholism and drug abuse), data on the environment
(e.g., land ‘typology), and methodological tools. (e.g., geocoding):

'+ Some departments do not report 'noncrime" dispositions in any detail.

When a patrol is called into service, it simply states that no report is requireda :
» . Therefore, the basis for audit is not as accurate as more detailed information ‘

‘on the reasons for not reporting.
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. Commentary

- field operations, and administration on a da
to prepaxe'manégement'information stati
crime data correlation, analysis, ’
- Pattern recognition has two dimens
- first attempts to recognize a spec
in burglary.. The second is much broader
wdeva%oping in areas_offa jurisdiétionQ 

Implemehtation

A. Agencies InvolVedf A
All law enforcement agencies, State and local
B. Legislation ‘ B
‘When considered together, the state radio s '

. . ystem and teletype network
forT:asolld base with regard to this standard. An expansion of such services
:g;ldbbe begt accomplis?gd‘by enabling legislation, particularily where funding
i € necessary. Legislation presently exists which empowers the Attorney
’ neral to create and.maintain’the state radio and teletype systéms; It may
therefor?, be a»relatlvelyfsimple‘matter to administratively expand the quanéity
and quality of transmitted information. :

In order to provide data on court actions (di iti '

e ; da ispositions, etc.) an arrangement
(statutory if necessary) with the court information system will certainly beg »
ngcessary.' The question of information exchange will have to be dealt with
by any two agencies that wish to use each other's data. ‘ .
C. Funding v
‘ ?hg Attorney,Gqural is, by statute, authorized to
information systems as contemplated by the standard.

©

expend funds on such

Standard 2.2 Crime Analysis Capability

Every .police department should improve its erime

oy eee e . p anaz L PR 5o
utilizing information provided by its information sys ysts capability by

tem within the department.

,Crimelaﬁazysig may inelude the utilization of the following:

;; Mé#hods of qpefd?ion of,indivié;al eriminals; . S
o, Ehttérn récognitian; 5

3;'£%é2d interr&gation'and érrest‘dhtd;k

4. Crime reporf‘ﬁhta; j B
6. Ihcidéntire?oft infbrmdtiOn;
6.,Dis?&tch“infb;mation; and

0,

G

- Traffic reports, both accidents and citations.

These elements must be carefully screened for information that should be

'goutinely'recorded_fbr erime analysis.

b

L&)

igativg operations,
~day-to-day basis, and when possible,
tatistics. It involves crime data collection,;
dissemination, feedback and evaluation. '
ions}yboth:eSSenvial to reduce crime. The"
ific pattern of criminal activity, such as &
and recognizes a general crime picture

The-purpose‘of«crime analysis‘is to suﬁpofﬁ invééf

e
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‘filed in police departments should be carefully analyzed for all possible uses,

i

; g _ ’ s

Characteristically, crime analysis has been crimejevegt ori:ggigbizdtg S e
: snored data routinely stored in police files, data which ;s :gae information
tiime analysis team because of the storage methods used. outin

. . o et £ .
and the crime analysis package should be designed to view the ac;iv1t1gs o}

et : t . 2 -

h one comprehensive viewpoint. ‘ » , £
ehe dﬁ%ﬁizmiﬁz ggzzugf a department and its resources argue agalnSEdex§§2:i:nazd
crime aialysis CaPabilitY’ agencies external to the‘departmenﬁoiig bepdéveloped

ivze data for the department’s internal use. .GUldeline§:S for agencies of
igaiidicate the types and extent of crime analY51s-aPPIOPIIazz‘depar%mént can
s 4 ‘erim tes. °Even a one-person. =
i izes and with various crime T2 Y ) e infor-
§§§Z§§i gy adopting an attitude of systematic inquiry with regard to th ‘
mation it holds.

i

Implementation

A. Agencies Involved: e
Ail law enfortement.agencies,,State and local |
inistrative Actions: - ' o Cion
5 ggﬁiézzzﬁcy must begin first to collect and maintaln comgieti.izfzﬁﬁirts
before iz'can‘hoﬁe to derive any benefit from analysis. Sugh co ezz io Bt ity
. oh e to begin at the command level of each law enforcement ag y. vl uc ,
may have - _

2

o inititate data collaction inde endé& tly sho uld be counter ed by decisions from :
.' K4 L] . 2 s . p ._",il . y’_ ' '
-t / :

' Standard 2.3 Personnel Resource Allocation and Control

i int

i It should be noted that fingerpr
lons or by statutory authority. ( d e
zgizz zizefequired zy South Dakota statute, yet not all agencies comply w
this provision.) ' | | | -

¢ ﬁ?gg;giﬁation if necessary, of State, county,,and punicipalzfuzgzﬁzazg
b tilized tonprovid; the necessary facilities and personnel for‘gaZiEieS £
dzt: that has been collected. This arrangement assumes that some age

' i i with
have mariual systems. Funding may also be used to insure compliance W

i ith i ehtly reduced i
directives; unsatisfactory data collection may be met with a‘sl;ght v

budget.

Police agencies shouldldevelop peréoﬂ%el reéqurce aZZQcatiQn and éontrol
systems that will support major effbrtssta; ;

1. Identify throughggmpi?ical means the need for perSonneZ‘yithiﬂ‘agenctes;

9. Provide planning for mawimam utilization of available resources;

3 Prbvidé information fbr‘theﬁalloca%ion and instru¢tiQn aj’paﬁroZ.QfTigers
and spectalist officers; and 1 . : : ‘

- Personnel resources cannot be effectively él%ocatede?tgogg §§££1c1;he
'inpuE data—-data gathéred»rcutinely over a significant period 27,5

. 4.7P?00ide fbr-ﬁhefevaluaﬁibn'of_adagted,plqns.1

Commentary

: . o i P call
. basic data in a patrol workload reporting system are .the time and date a

. S P . . p P h d
is received, the address of the incident, the‘%nc1dent typz, tgeeczistgizpzzzae
fand‘timesyo% dispatch,fand'thettimg(')sg:vice~1s-§erminat¢ . Us £ Az
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- outcome of their decisions. The maxt

and of crime analysis information along with a close examination of the goals
appropriate for the agency and the community under consideration will facilitate
personnel resource allocation and control. L

Objectives of patrol distribution may: include diminishing opportunities for
criminal acts, shortening response-distance arrival-time, equalizing suppressive
patrol time and training and exposure hazard among patrol officers, increasing
the likelihood of assistance  from one officer to ancother, and concentrating
officer strength in the areas where more police control should occur. Personnel
resource dllocation is predicated on determining the type of police service
required and its distribution in space and time.
builds upon successful personnel allocation. Allocation deals with gross areas
(i.e, beats) and large blocks of time (i.e:, shift duration), satisfies routine

Personnel resource control

needs, and is concerned largely with police response in relation to events already

completed. In contrast, control deals with the detailed acﬁi&ns of individual

officers, satisfies unexpected or varied needs, and is concefned primarily .
with crime prevention and apprehension of criminals during criminal acts. A
personnel control system would provide a list of individual crime~prone locations
to be investigated and specific times for each investigation. '
Personnel resource allocation and control are used to optimize performance
and aid in the reduction of crime. When information from command and comtrol is
available, a large portion of preventive control can and must be directed by a
commidnd center: For those agencies which are too small to adequately study
their»own personnel needs and engage in short-and longterm planning, there must
be leadership exerted by law enforcement agencies and organizations so that systems
applicable to the small agencies are designed and evaluated. No matter how
.simple or basic the proposed system, the crucial factors are that it would
.be a conscious attempt. to examine perSonnel problems and that it would be based
"on the needs of the area served. , : N
There is little sound research in this complex area, and the unique aspects:
of any department would require evaluationof the application of even widely -
tested methods of allocation and control. .Evaluation is a difficult concept
to promote. It must be considered a tool of a professional law enforcement .
agency, not a judgement of performance. The judgment should be directed at the
methodology by which resources have been allocated, not at the effectiveness
,of individual officers. If evaluation is viewed negatively, then the effect of
planning, allocating, and controlling of patrol activity will be lost. Only by

evaluatihg planned approaches and viewing their results can the tool of resource
allocation bring about the reduction of crime.

Implementation ’

A. Agencies Involved: . . ' : ‘ . :

. All law enforcement agencies, State and local, plus associated
governmental bodies - ' ' ‘ N
' B, Funding: ,

‘Funding should be sought from the Law Enforcement Assistance Admin?

~istration (LEAA) to conduct.such a study where the size of the police department

requires outside evaluation. The State or county should be responsive to police
agencies that wish to improve delivery of services. o

_,Standdrd‘2.4 fEbZice thBrmatidﬁ SyStem Response Time

 Information should be provided to users in sufficient time to affect the .

[

tmum allowable delay for information delivery,

T O R e
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" than of specific acceptable delays.

measured from initiation of the request to the delivery of a response, varies
aedording + to user type. ~

e 2 3 field detivity of high pofeﬁtial
. For users engaged in unpredzctablg fie v
éang:;'(e.g,, thgéZe stop), the mawimum delay should be 120 seconds.
+ o * I3 § L id 3 . J ’ to hig"h
. F ers engaged in field activity without direct exposure
;ot32§izg dangeg ?e.g., checking parked vehicles), the maximum delay
should be & minutes. ~

3. For users engaged in investigatory activity without personal contact

(e.g., developing suspect lists), the maximum delay should be 8 hours.

4. For users engaged in postapprehension identificqtion and eriminal
nistory determinations, the mamimum delay should be 4 hours.

Commentary

Mest information systems. are designed to‘establish reéponse.priorii?es by
type of data requested rather than by type of user.‘~Th?$ an of§1ce?dmat;2§1
a "wanted check" during a vehicle stop, and another officer maklzg ; end el
checks on parked or abandoned carsirreceive the same response pr ?r t{ oeap
the different degree of danger to which thgy are"exposed. Therelii % iathef
tendency to establish response time criteria of "as soog as possible ,
Establishment of inquiry codes and

i i ueues would alleviate these problems.

SengEEZieliggzzyagd the Division of Criminal Investigation (DCI)&c§n now
‘respond within these maximum allowable‘delays, undef optimumdconiizlons;iorit&
However, dispatchers-.use their discretion and.experlepce to .gge lge g !
levels and response times, rather than formalized ?ﬂ16§.‘ Th;S stin :i
applies not only to state~level fesponsivgness to inquiries zgm tzzir e
systems, but also to the ability of the local systems.to prov e
information to their own officers within acceptable tlmevllmlts.

iﬁplementation‘

A. Agencies Involved: ;
All daw enforcement agencies, State and local
B. ﬁﬁzglgg’the standard &epends in part upon more sop@isticated info;m?tizn
delivery and categorization systems. Onkth§ local 1ev§l,“1n particulér; t: o
agencies can worry about minimum-response times, a comm%tment m;stfgﬁ;:n : éncy
upgrade collection and processing of data; ghe key, of course, 1s or a8 g
to receive the funds to accompliSh‘these’ob;ectives on .a cogtinu;ng  a .

Standard 2.5 UCR Pavticipation.

Every police agency éhbuZdL as aﬂminimum, participatekfuZZy in #hekvnﬁfbrm
_Crime Reporting progrom. : ; L . ,

N

&

G

o

Commentary
(>

Participation means collecting the required data, processing it (classifying
crimes, and so on), and reporting to a higher level for aggregation. The FBI
has been encouraging each state to collect the data from all police agencies
in the state and then make a single submission to the FBI; the DCI is working
on such an arrangement for South Dakota. This standard urges cooperation with the
change to state-based reporting, and implicitly recognizes that exhausive
reporting is necessary for the success of the program. South Dakota does not
have a law mandating participation and the data which has been gathered has not
been sent to a central place in the State so that crime. trends and problems
could be examined. More widespread reporting and availability of data on
the State level would allow the information to be put to use for the state
rather than merely passed.on to the Federal level.

Implementation

A. Agencies Involved: ‘

All law enforcemerit agencies, State and local, with special emphasis
on the Division of Criminal Investigation

Criminal Justice Statistical Analysis Center

B. Legislation .

SDCL 23-6~12 (Cooperation of Bureau with Federal Government...) indicates
that the State shall participate in developing a system of criminal identification;
however, there is no statutory provision requiring compliance with the FBI's
request :for UCR data. The validity of UCR data is not presently under consideration
by the standard; the important point is to accumulate usable data.

.C. Administrative Actions: . _ T o

Barring creation by statute, coordination of efforts to supply UCR
data.could be accomplished by an opinion from the Attorney General and through
the DCI and by assistance from the Statistical Analysis Center and the FBI for
technical aid and/or training. Because many police departments are small and
are spread out over great distances in South Dakota, coordination and planning
will be necessary to make the system function properly.

D. Funding: :
' Again, while not recommended except as a last resort, monetary pressure
can be used in order to force compliance from more recalcitrant agencies.
Consideration should be given to the use of existing expertise. The Statistical

Analysis Center, the Attorney General's staff, and larger police departments
can supply the needed expertise.

Standard 2.6 Expanded Crime Data

For use at the ZocaZ‘ZeveZ,kor for Ségte and'regiOnaZ planning and

evaluation, data collected concerning an incident regarded as a crime should
include as a minimum: : :

1. Ihcidgnt definition, including criminag'statute violated and UCR
offense classification; , A ) '
2. Time, including time of day, day of week, month, and year;

4459

3. Location;
V]
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- eriptive.

. characteristics of the criminal events should be determined.

4. Incident characteristics, ineluding type of weapon used, method of
entry (if applicable), and degree of intimidation or force used;

5. Incident consequences, incZuding type and value of property stolen,
destroyed, or recovered, and personal injury suffered;

6. Offender characteristics (each offender), tneluding relationship,
to. vietim, age, race, sewx, residency, prior criminal record, criminal
Justice status (on parole, ete.), employment and educational status,
apparent intent, and alecohol/narcotics usage history;

7. Type of arrest (on view, ete.); and

I

8. Witnesses and evidetse.

The data should be obtained at least for murder, foreible rape, robbery,
aggravated assault, and burglary (both residential and commercial).

Commentary

o
<

The routine procedures required for the conduct of criminal justice business
can provide the necessary data for the most basic information system. More
detail is required than that which enters the UCR system, and the elements

mentioned in this standard are widely regarded as data which must be collected. .

Universal factors for crime analysis have been classified as crime type, geo-
graphical, chronological, victim target descriptive, and property loss des-
As long.as it is understood that the standard sets up a minimum
level of data collection and there are considerable precedents and reasons
for expansion, its brevity makes it easier for even the smallest department
to comply.- . - B
Offender characteristics must be described . for use in correctional
information systems. To the extent that these and other data are available
from other systems, the collection effort should not be duplicated and the
information should be shared.
Expanded crime data are needed.for problem identification,‘FffectiVe
allocation of resources, and evaluation of new programs. Data needs change
as different and new ways of focusing on the more serious crime problems are
developed. Crime specific planning, for example, demands more detail om the
jévent than have past planning models. ' . v :
To direct an adequate program against specific crime, the distribution and
To ‘allocate
rescurces effectively the distribution of offenses must be examined in terms of
both time and space. In such:'a study, it is important to know the times of
day when the target offenses occur, as well as the days of the week, and to some
extent, the season of the year. : , ‘ : '
It is ‘equally important to know where crimes occur. Response tactics and
strategies will vary, depending upon whether the crimes occut on the street T
“or elsewhere, and by the type of pl?ce in which off-street crime occurs, e.ge,
liquor stores, filling stations, apartment buildings, or public tramsit. The
area or neighborhood in which street crimes occur is also important.
.- Beyond the specifics of time and location, data on the characteristics
of the event can often provide tactical direction. Information about the number
of offenders, their apparent age, weapons, and so on, can be useful. For
planning, too much reliance on the usual classification of offenses can be
counter-productive. Thus, for example, one might cite the intended offense as
well as the most:serious offense that occurred during a criminal incident.
The primary source of information about offenders is the arrest record.

G
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“to verify the honesty or integrity of the reﬁorting unit.

While there is no assurance that the characteristics of persons arrested are
representative of all those comnitting similar offenses, we have little choice
but to use arrest statistics as a substitute for true offender statistics. 1In
~describing "all offenders," using data derived from "offenders apprehended," we
-may make mistakes in analysis. The only alternative, unfortunately, is no,
analysis. Arrest data used in conjunction with incident reports can produce
estimates of offender characteristics for crimes within specific areds. Arrest
‘rates must be used with extreme care; a primary measure should be "effective
arrests''--those which result in prosecutable cases.

Implementation

A. Agencies Involved:
All agencies involved in the collection or maintenance.of criminal justice
data, but with special emphasis on law enforcement agencies, State and local
B. Administrative Actions:
‘ An effort aimed at standardarizing the method of collection, type
(variety) of the data, and storage requirements should be initiated across the:
State at all levels of law enforcement. Statutory authority would necessarily

have to be vagueas it presently is, in order to allow agencies the requisite dis-

cretion to successfully accomplish“their jobs. The force of such a move toward
standarization should originate from a source common to all agencies such as
the Governor's Office, or from the Attorney General's Office.

. C. Funding:

Again, funding may provide an unpleasant but necessary lever to promote
compliance.

Standard 2.7 Quality Control of Crime Data . B}

Bvery police agency should make provision for an audit of ineident and
arrest reporting. [The audit should verify that: ‘

1. Crime reports are being generated when appropriate;
2. Incidents are being properly classified; and

3. Reports are betng properly préparved and submitted.

-

‘Commentary

The success of an information system is reflected in the usefulness of the
crime analysis component whieh in tqin is based upon the kind, accuracy and
completeness of data input. To assess the quality of the data and determine
where improvement or correction is needed, audits of incident and arrest statistics
should be reutinely carried out. -This is essential in order to maiﬁtain the
integrity and credibility of crime statistics. ‘ |

The audit program is intended to identify and correct sources of error, not

There are sources of
error in any statistical program-~interpretation of instructions, method of
asking questions and recording answers, and steps in processing the original
veports to the final format of the statistical tables. A qualit&rcontrol program
will sometimes help find the sources or the extent of errors. N ' '

Whenever possible, report review processes and audit trails should complement

1and support the“audit program. ‘Report review consists of editing reports, "
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reviewing their contents, determining the effectiveness of the report flow
process, classifying events, initiating corrective actions, assuring proper
distribution and routing of reports, and evaluatlng the effectiveness of the report
system. This permits checking on a regular basis and insures that the audit's
verification procedure will periodically reveal a small number of random or
systematic errors rather than a host of problems which require drastic measures.
In order to verify the accuracy of reports in relationship to the facts of
events and to provide basic documentation needed by management, all police
responses should be recorded (whether the event is classified as crime or
noncrime, or the assignment is self-initiated, etc.) and dispatch and other
reports should be numbered to facilitate their linkage. é

Implementation : f

A. Agencies Involved: ‘ ¢
All law enforcement agencies, State and local
Criminal Justice Statistical Analysis Center
B. Administrative Actioms: -

A commitment from those in charge of each agency is necessary to insure
that the proper records are kept and audits are anticipated. In order that
comparable standards adhere throughout the law enforcement system, external audits
should supplement regular internal audits. "Thus, for external audits or where
. agencies have difficultyconducting,internal audits due to lack of trained
personnel, the services of the SAC should be called upon.

C. Funding:

: Administrators and employees should receive training in audit procedures,
‘perhaps through the DCI and funded by the Attorney Gemeral's Office. Some
agencies may need one-time blidget supplements to reorganize thelr records and
procedures, but most agencies large enough to conduct internal audits have the

requlslte staff and budget. Funds for externally conducted audits could initially .

be requested from LEAA, but eventually the State would have to insure quality
control.

Standard 2.8 Geocoding

Where practical, police should establish a geographical codzng system

., that allows addresses to be located on a coordinate system as a basis for :
collecting crime incidence statistics by beat, distriet, census tract, and by
other "zoning" systems such as schools, planning zones, and zip codes.

Commentary ’ .

O,

This standard calls for the development in medium and large jurisdictdions
(e.g., more than 100,000 population) of a computerized.geographical coding system.
The best and most readily available system in many cities is, .the ‘Geographic
Base File (GBF) developed by the Bureau of Census. In this system, each record
in the file describes a straight line segment with the follow1ng information:

1. Coordinates at each end;

2. Tract and block number on each side;

3. Other geographical codes (such as precinct) on each side;

4, Name of the line (such as street railroad, water feature, or political
Oboundary), and .

16

kG

e et A i

o

T - e mrerr i

)

5. Address ranges on each side (when applicable).
A .GBF can provide data in fine geographic detail for planning and evaluation.
More important, it becomes a useful tool in determing day-to-day and hour-by-
hour allocation of patrol personnel. It can be used¢ in the dispatch process or
to retrieve geographic information for investigative purposes. It'can be used
to match” or compare data fwom police operations against data from other departments.
Geographic Base Flles, with the appropriate computer and dncillary equipment,
can draw maps with crime rate information or spot maps recording specific
incidents. Through crime maps or tables, the location-based file can highlight

‘areas with concentratlons of various 1nc1dents by seasons, as required by police

administrators.

Under the most advanced application of such maps, the computer together
with an administrator having other specialized information can suggest changes in
beat assignments on the basis of expected workloads. Geocoding forms the basis
for computer-aided dispatching systems, and is useful as an investigative tool
for various geographical matching problems.

A detailed level of geocoding is essential in scientific experimentation..
or program evaluation, where definition and measurement in experimental versus -
control areas is anticipated. :

Geographic Base Files are used by other local agencies as well. Some of
these may not be compatible with the needs of the police agency. However, the
costs to the police agency of having an existing or a forthcoming system up-
graded to meet its needs would be substantially less than the costs of completely
independent projects. If the police are using the same GBF as other city agencies,
it would be possible to compare police data with data from school systems, health
and, ‘welfare departments, and engineering and building code departments. Also,
results from the census, such as demographic and housing characteristics, will
be available for areas defined by police administrators.

The census approach’ is a by-product of the technique of taking the 1970

- census by mail., The Diial Independent Map Encoding (DIME) file is developed by

entering each street or road segment, other line segments, such as railroads,
streams and political boundaries, the "nodes" where these line segments
intersect, and the block number for the areas bounded by the segments. Further,
the highest and lowest numbered street addresses in each street segment are
entered, as well as tract number and local codes as selected by the local

Agencies. The street address, which is usually on any incident report, is the

only geographic code required for the DIME system.

Implementatlod .
. Hn
. ’i ‘
A. Agencies Involved: . o
Law enforcement agencies in towns or counties with over 100,000 people

V(presently Minnehaha County/Sloux Falls) or in the State (e.g., Highway Patrol)

B. Fundlng. :

Geocodlng systems exist in Sioux Falls and at the Highway Patrol. Given
their value in planning and analysis both for law enforcement and for other
governmental,agencies, these systems should be taken advantage of more fully
and shared. For increased use, the holding agencies will have to enlarge their
budgets. ‘Agencies sharing the systems will have to allocate money for such a
purpose. No other systems need be established in the near future.

17
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COURT INFORMATION SYSTEMS
'Standdrd 3.1 Decisionmaking in Individual Cases o ‘ )

A court information system shouZd,prov@de @nfbrmation ungqaé to the
defendant and to the case. Useful information includes: : .

1. Defendant background data and other characteristics needed in decision-
" .making such as. defendant's family status, employment, residence, education,

past history, indigency information relative to'appozn§ment‘qf.counsezs-

and such data as might be determined by a bail agency zn?ervzew.

2. .Current case history stating.the proceedings already aompletedg‘the

levigth of time between proceedings, continuances (by reason and source); i

respresentation, and other participants. o :

N v » N 3 . v . e 3 . ,‘ k ‘ i h‘b
Information should be made available only to those who need and have a rig
to know ineluding court workers, officers of the court, and the defendant, at the
ropriate time. - A o - . RS 7
w iZZ coptes of the information referred to in'secﬁzon~1'wh?ch.arf not_made part
of the permanent court vacord or required by law should be periodicaily purged
to insure that information is current and accurate. » ~ =

= Commentary

T

9

'In each individual case current information on the/ defendant’s employment,
residence, family status, etc., is relevant to decisionmaking for'such,m;;te?s,as
bail setting, bail reduction, release on own recognizance, approval‘of negotlated
pleas, and sentencing. The past crim;nalfhistOry of the defendant is also
esgential and should be included. ‘ ‘ RS

In order to protect the privacy of the. defendant, all data collected in any
form by the court information system should be made.available only torthoseVWho'
need to know-atid have--a right to know and only at a “time appropriate to each case.
To insure fhe accuracy of information about the defendant's background and’ tg

guard against the compiling,»f individual dossier files, all copies of such

information which are not mide part of the court~record or are not required by
law should be purged periodically and new information’ gathered if negded for
another case. ' ; : o g
Information about the individual case before the court increases the )
opportunity fogggETecg;%e‘prosstution and fairness to all parties;.'With‘verifled\
informationvoﬁffhe history of each, judges could control the granting of
continuances and the,Schequiingvof cases which might create attorney conflicts.

’ .y f;; B A . %
Impleméntation A o ' ' S o
: PR S ) 7o ; %
L : R ‘
A. Agencies Involved: R e -
‘Judiciary Department = . . oo R
. B. Administrdative Actions: - ' '
< S

s Court order will suffice in:térms‘offprompting‘péréonnel to comply with ’0;

the section dealing with purging. There is no real need to coqpel courts to

 collect data because an adequate job is presently being done.

. Until the courts have had sufficient:time to- implement, test and evaluate
should be held to a minimum. R o e
- C. Funding: ' e

Closely:allied with funding'ig pr@viSion pf,teChnicalvexper;ise.: The“ o

it - " L e . Vel . P b‘
the information system presently under constructlon,‘external declsions'or~actipn ‘

B 3 ', T = G T i T RO r—— " s : e o B R

Statistical Analysis Center (SAC) should undertake to offer whatever technical
advice or professional assistance it can.

Standard 3.2 Calendar Management in the Courts
« | | 5

f e v

Criminal courts should be providéd‘with suffiqient'infbrmation on case
flow to permit efficient calendar management. Basié data to support this
‘activity inelude the following:

1. Periodic disposition rates by proceeding; these statistics can be used
to formulate and adjust calendar caseload limits;

2. 4n age ‘index of_aZZ ecases in pretrial or amai#ing trail (by type of trial/

requested) to determine if special attention is required or the speedy trial
rule endangered; : E

3. 4n iﬁdex relating scheduled cases to whether the defendant 1s confined,

- releaséed, rearrested, at large, or undergoing adjudication on a separate
offense; | |
4. A recapitulation of offenders booked in jail but not released, to determine
i1f spectal attention is required. S ‘

Commentary

7

Strong calendar management by the courts is a major factor in eliminating
delay’ and congestion. Much of the criticism directed at delay im courts relates
.to the calendar management function. These criticisms range from assembly line
justice to delay in adjudication; «they include the massing of defendants in
crOWded courtrooms and long waiting times for attorneys, defendants, and witnesses.
Overset calendars~-- by scheduling more than one trial to be held at the same
time in the same courtroom--and the granting of an excessive number of continuances
are two other problems in calendaring cases. While each of these problems in .
calendaring are-relatively rare in South Dakota, they do occur and the information
system needs to address them. L ' : ‘

. Calendars of optimum sﬁ%e, scheduled with a minimum of conflicts, are a
reasonable management goal. . The information required for this function can also
‘provide the 'data base for automated completion of such regular judicial paper .
work as dockets' and indexes. ¥ T ‘

o

Implementation

B Q
A. Agencies Involved: ;
" Judiciary Department ¥
B. Administrative Actions: : : R S :
. Legislation need not be obtained for implementation. A decision by the
court administrator or chilgf justice will doubtless suffice. Statutory authority
opresently exists for the presiding judge of the circuit court to arrange and '
supervise walendaring (SDCL 16-2-2, SL, 1975). It is assumed that this statute

“also provides authority to request an analysis of data to improve such calendaring.

4
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Standard 3.3 Court Management Data o S

For effective court administration, criminal courts must have the capab'blzty ' @

to detem\te monthly cape flow and judicial personnel workload patterns. This
capability nequzres themfbllowzmj statistical data fbr both in mzsdemeanors and
féZonzes. : s

1. Filing and dzsposwwn--nwnbez* of cases szed and the numbez‘ Of def‘ endants of

dzsposed of by offense categortes,

2. Monthly backlog-—cases in pretrmal or preZtmzﬂary hear%ng stage, cases
scheduled for trial (by type of trial) or prelzmmnary hearzng, and cases
schedules fbr sentenctng with deZay stnce previous step in addudzcatzon,

3. Status of cases on pretrzal settlement, or trtaZ calendbrs--number and
~ percent of cases sent to judges; contmued (listed by reason and source),

settled, placed off-calendar; nolle prosequi, bench warrants, termmnated by

trial (accordtug to type of trtal),

4. Time periods between magor é*rps in adyudtcatzon, tncluding Zength of o

trial proceedmgs by type of tmaZ- S ,

5. Judges workZoad—-number of cases dzsposed af’by type of dtsposmtton and- .
‘number of cases heard per ;judge by type of proceeding or caZendar :
‘ commentdry : v} . | o . : P D‘ R . » ‘A . “ ‘ | . | N "A - . B B ) (3"

o

Applylng modern management and administration techniques ‘to the courts is a
5 fundamental step in the promotion of efficiency and equitable handllng of the
 criminal caseload. - " Information is a tool of effective court management. A
great many courts today are plagued with congestion and drawn out handling of G
cases. In addition to,inefficient calendar management, causal factors are limited :
physical resources, a high rate of jury trials, and attorney attitudes. The .
* results are delay of due process and a growing loss of public respect. -
f The application of modern management and administration techniques to
alleviate these problems depends on the availability of information about what =
products (i.e., case dispositions and judicial workloads), facillties, ‘and the
various participants in the court's processes.
@ Appropriate management informatlon systems can prov1de these kinds of data. &
 Their users are able to make- “sound decisions based on valid current informatiom;
. they can foster the(best use’ of money, manpower, and material in daily operations.

They can determine what Pollcies to adopt and can measure the results of pollCY " on ol

adoption.
The measurement of judicial workloads for weighting purposes while possibly
useful for management ‘has been in practlce 'so- cumbersome - and -expensive that

: w1eght1ng caseloads is not recommended for South Dakota. ~ = "
- E : 5 IR S
;-Implementatloncf e ’ ., . 3
- : SRR T : SR k i N

A. Agencies Involved:
Judiciary Department
B. Administrative Actions

i

courts actually do. Most court systems lack information about their’ personnel, . O

Untll the full potentlal of the court 1nformation system has beeniexplofed, .

oo

al

LA

T

[/
R {
' \,
it is difficult to speculate as to what data the courts areAactually without.
Among other reasons, the lack of such information prompted the creation of a
court 1nformat10n system. Tt should be pointed out, however, that wherever
practical the SAC should lend its assistance. -

Agreements may also be worked out whereby an 1nterface between the law
enforcement inlormation system and the court information system may be
built—in" to promote 1nformatlon exchange. Appropriate safeguards of privacy
should be recognized as an integral part of any such arrangement.

Standard 3.4 Case Management for PTosecutOrs :

For the purpose of case management,’ prosecutoz’s shaZZ be provided with the

data and statistics.to s Upport charge determinationand case nandling. This

"capabtzwy shall mncZude, as appropriate, the following:
‘ ’l. Datly caZendar wo‘r'ch’rff "3 and dv,sposztz ons; |

2. Age of cases in pretrial or a:waztmg trial (b
y type of trial) to determin
in part whether the right to a speedy trtal 18 enforced; ©

3. C'ase schedule mdex listing police witnesses, expert witnesses, defense
counsel, asstgned prosecutor, and type of hearing.

Commentary

For case management, prosecutors need a system of 1nformatlon on case flow
and statistical characteristics for their entire caseload. Several successful
systems, including PROMIS, JURIS, PACE, and LEXIS, were reviewed. Unfortunately
all of these computer-based systems require far higher caseloads than we ‘have
in South Dakota, even in Sioux Falls, to be economically feasible at this time.
Therefore manual systems, 1nvolv1ng cooperative efforts by State's Attorneys and
the court's manual and automated information systems, ShOle be-utlized ¥ til
automated systems for prosecutors become feasible. T

‘ The cgurts should provide the State's Attorneys with all 1nformatio\\
necessary for case management; however, the offices of the Sta
should be responsible for the maintenance of the 1nformation..tgafeﬁ§;§{353§loads
and dlsp031tions should be provided by the court suff1c1ently'often (perhaps
weekly in the smaller Jurlsdlctions) to enable the State s Attorneys' offices
to maintain daily case lists.

‘State's Attorneys should ‘also bear some responsibility for the efficient

- movement of cases. Although case calendaring is a’ function of the courts in.

South Dakota, ‘the State s Attorneys can contribute 51gnif1cantly'to case flow
through expeditious management of those resources and policiespwhich,they control.

- Charging practices, for example, have a significant effect on court workloads.

With regular information on patterns of case flow; State's Attorneys can identify

- bottlenecks, allocate resources, and modify dubious p011c1es. i

State's Attorneys should also be notified by the court of the age of

- . pretrial cases and cases awaiting trial, classified as felony or misdemeanor
- cases, in order to guarantee to the defendant his rlght to a speedy trial,

Finally State's. Attorneys, with' the help of the court should prepare and

- maintain a current case schedule list detailing w1tnesses, defense counsels,
,prosecutor a331gned and type of hearing : FEREEE L
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A. Agencies Involved:
. State's Attorney Offices

Judiciary Department '

Office of the.Attorney General

State Bar Association

B. Administrative Actioms: = 4 ,

Legislation would not be necessary if the Office of the Attorney General
would issue an administrative recommendation to all 8tate's Aktorneys and the
Chief Justice were to perform the same action within his sphere .of influence.
Spe¢ial interest groups, such as the State Bar Association, could be instrumental
in pressing for such change. :

~C. Funding: = « : :
For’ computer-assisted systems that may ultimately be developed, Federal,
State, and county funding (in collaboration) will be necessary. Interface

Implementation

E

. with the court information system will also be necessary, and costs can perhaps

 the Office of Court Administration. ,

' system and will untimately participate in the statewide OBTS system.

_ istration in cooperation with the SAC.

be divided among various user agencies as required.
o ' R

Standard 3.5 ‘Research and EuaZuation in the Cburts'

To create the capability for continued research and evaluation, courts should
participate in or adopt for their own use a minimun set of data on the transactions
between defendants and various court agencies including the outcome°of such

- transactions, as determined by the offices of the Chief Justice gnd Court

Administrator in cooperation with the Criminal Justice Statistical Analysis Center.

Commentary 7

South Dakota's Court is now plénning and’impiementing a Judicial Information

System to provide management and research information to the Court. This system
~has plans to provide information necessary for a statewide Offender-Based Trans-

- action Statistics (OBTS).System and will be made compatible with any such

~ system when adopted by South Dakota, as determined by the Officé of Court Admin-
Other statistical and informational

research and evaluation work should be planned and implemented as needed;by~ .

,Iméiementation o

‘A. Agencies Involved: -
-~ Judiciary Department , TS B .
Criminal Justice Statistical Analysis Center = G
. Office of the Attorney General - N 2 '
" B. Administrative Actiomns: . = o ~ S i
The Court. in South Dakgta is . presently developing its own information
; V The SAC
stands ready to assist in any fashion possible. Interface with the law enforce-
“ment information system would be of optimal value. The various agencies involved
- should be apprised of the potential value of information exchange. The same :

 agencies should also be notified df the potential abuse that may result from

information exchange conducted without adequate guidelines to insure privacy -

P N

" and security. - * @

5
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. C. Funding: ‘
- Where technical or research expertise for planning and implementation

i§ .required, the Statistical Analysis Center can provide such expertise at a
minimum cost to the State agencies involved. ‘

S%qﬁd&?d's.ﬁ Case Cbun%ing : : N

,

Transactional and event data elements shall be recorded for counting
purposes as f@ZZows: Data elements that describe events oceurring in. the
eruminal justice system shall record the number of events and the number of
- defendant transactions involved. Those data elements shall veport the mumber
of individual transactions as an additional explanatory item. |

Under this standard, if two men ave charged for the same criminal activities, ;.

thig 18 reported as one charge with two defendants. If two charges are con-
usoétd&ted‘at one tiial, it is to be reported as ome trial on two charges. If
‘a gury trial is hetd for three men for the same crime, the evenmt should be
reported as one jury ‘trial for three defendants. :

Commentary

i

' In order to provide and report OBTS in a manner uniform throughaut the
Unlted States, the South Dakota Judicial Information.Systemksﬁouid be capable
?f distinguishing individual defendants and charges. At the same time the
ylnformationysystem should be capable of comsolidating charges and defendants

- for reporting trial and caseload statistics in regard to consolidated trials.
- These capabilities'are planned in the current Judicial Information System.

Implementation

A. Agencies Involved:
Judiciary Department

23
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CORRECTIONS INFORMATION SYSTEMS

. o , a . C :
Standard 4.1 Development of a,Cbgrections Information System 5
A corvections information system must satisfy the following requirements :

1. The;infbrmation/statistics funetions of off%nder aceounting, ad@inistra—
tive decisionmaking, ongoing research, and rapid response to questions
< shou@d be supported. ' : |
\‘; ! . S ‘ ~ ; p
2. The information now used or neededby corrections personnel at each

decision point in the corrections system should be ascertained before the
information system is designed. ‘ | e

3. The vequivements of other eriminal justice information gystems for
corrections data should be considered in the data base design. Interface
between the corrections system and other criminal justice information systems
should be developed. :

Commentary
O : :

The corrections information system should be designed to support the .

management functions outlined in this standard. This system‘should‘be‘de51gned
- so that its data base is broad enough to incorporate future changes a?d so that

the overall system is compatible with othegfcriminal justice’informatlon §ystems.

State and.local agencies cannot be expected to develop this system Wlthout
some guidelines. It is therefore recommended that national guidel%nes for
correctional information systems be used to assist these agencies in the
establishment of an adequate data base. ' ‘

'

Implementation

A. Agencies Involved:ﬂ ‘ - S .
Judiciary Department , ‘
All correctional institutions, State and local
Board of Charities and Corrections '
Board'of Pardons and Paroles : E ~ L S
Office of the Attormey General ‘ ‘ » " i
Criminal Justice Statistical Analysis Center | S

- Agencies not officially designated as Correctional but that collect,
maintain or in some other fashion utilize corrections information.

B. Legislatioms - . . T N : o G

Doubtless the most efficient and effective method for the creation of .

a

an outstanding corrections information system is to legislate a unified corrections

system, state-wide. It is not so much that information systems aFe‘part of‘the
unification process or necessarily a result thereof but, . rather, 1mpl§mgntation
of a unified system would create an administration not only,sympathetlc to an
information system but also best able to structure and;maintain one system.

- Only larger municipalities can presently avail themsglvgs,(economically);;
of a.computerizedAdata system for'evaluatingcorrectional‘measures and,gollegt;ngb
‘data in general. .Smaller communities (or counties) must either resort to.a

. manual systemwhiktiis frequently chaotic, or worse yet, no system at all. .

g ol e

D

‘ B

Processing data from a central point within the State for analysis and dis-
tribution to aid decisionmaking would be attractive, but coordinated systems
may also be developed. Until unified corrections is a reality in South Dakota,
administrative actions will have to suffice.

g Lt should be noted that once the decision to proceed with unified corrections

3 years (partly because of the constitutional amendment that will be necessary),
C. Administrative Actions: : w : - ‘
At present, the Judiciary Departmént and the Board of Charities and
Corrections have primary responsibility for corrections. - Until corrections
are unified, all systems planning must occur as a coordinated effort between
these agencies. The Statistical Analysis Center (SAC) could play a role in
this type of planning. .- 7 '
Many of the same problems faced by other criminal justice components attach
here as well: shared versus dedicated  computer systems, control of information
(how many hands does it pass through, should 'it pass through), control over
dissemination of data, staff: loyalty -(can pressure be used to force staff to
allow unauthorized persons or agencies access to data?), and any of a multitude
of other complications. Many of these can be iworked out and handled admin-
istratively. However, when correctional functions are split among various
agencies and departments, :the policies followed in one agency can be different
from and even work against the policies followed in other agencies. Legislation
provides the basic impetus or thrust to generate interest in, and prompt
development of, a corrections information- system.
D. Funding: R ‘ o : :
Funding would be greatly simplified were unified corrections a reality.
In the past, there has been considerable duplication®of effort (pre-sentence
Lo reports being done on the same person by two different agencies, for example).
Where compilation of data for management decisionmaking is concerned, such a
~ waste of time and effort must be minimized, if not eliminated all together..
Even with only probation and institutionalization/parole separated, information
- and decisions about gn individual may be handled so that the same information
is collected more than once or rehabilitation programs do not complement each
other. Common record repository, hardware needs,:personnels training, and
reduced budget allocations are a few of the reasons supporting shared facilities
and information. TFederal funds could be sought for the major portion of the
-initial conversion/creation expenses that a unified system would require.

&

it

!

Uniform definitions should apply to all like data in all institutions and
' divisions of the corrections system. Standard procedures should be established
“and clearly outlined for recording, collecting, and processing each item of
statistical data. e LT : :

Standafd 4.2 Uniform Classification of Data B | i

Commentaxy

Where feasible, an individual report on each offender should be used as
the basis for compiling the statistics to insure complete uniformity in coding,
counting, and summarizing suchedata: - . . A Coe

. and.consistent with all data coded by objective prOCedures;

o

25

The records of the corrections information/StaEistics-data must be controlled -

is generally accepted in this State, the entire procedure would take approximately

TR g




BRIV

i B i s e

N

Implementation

A. Agencies Involved:
Judiciary Department v : .
All correctional institutions, State and local
Board of Charities and Corrections
Board of Pardons and . Paroles
"~ Attorney General's Office
B. Administrative Actions:. ‘ : e g :
If nomenclature are to be standarized within apy sub-system of the Criminal
Justice System, an effort should be'made to standarize such classifications across
the system. For example, where police, courts, and corrections share common
designations for criminal justice data, the problem of misinterpretation of -
data may be largely absent. Lack of understanding of the other components'
data may result in simply ignoring the information, causing unnecessary
communication gaps. , e L

Standdrd,4,3:'Empansion,of CbrreE?iOns~Data,Bdée - ‘ o R

. The corrections information/statistics system should. be flexible enough to
allow for expansion of the data base and to meet new information needs. A ‘
modular system should be designed and implemented to provide this flexibility.
Techniques should be established for testing new modules without disrupting
the ongoing operation of the system. Interaction with planners and admin-
istrators should take place before the data base is expanded or new techniques
are introduced. N ' B ~ T

-

N
A

Commentary

The initial design of the corrections data base should take into account
the fact that change is continual; therefore procedures to assure smooth
transitions should be established. As new theories about variable factors are
developed, new data will need to be collected to supply sufficient information
for long-term rese%@?hﬁand evaluation. The time it takes for the corrections
system to work mean% that today's programs cannot be evaluated for 3 to 5 years.
Therefore, it is necessary to collect the data that will be required for analysis
in 5 years. , : o

; Implementation

X

A. Agencies Involved:

Judiciary Department. o

® All correctional institutions, State and local -
Board of Charities and Corrections :

 Board of Pardons and Paroles e Sk Lo sl
Also,if unified corrections is not opgrative,thé group, committee, -

or agency designated to coordinate such implementation : Lo
- B, Administrative Actions: sy ‘

There may be some minor ¢onflict3xto‘be.rgsolvedehere statutes;that

‘limit the kinds of data to be gathered conflict with those that attempt to
expand the same data base. If the expansion involved is only qualitative

expansion (increasing the likelihood of accurate data) rather than quantitative -

26
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expansion (gathering more information on more people), the conflict will be
largely absent. Additionally, when expansion involves interface, for example,
with the courts information systemor the National Crime Information Center
(NCIC), then conflicts may surface.
C. Funding: ,

In an effort to reduce the overall costs, system sharing may be seen
as advantageous. However, when such sharing results in data overflow into
other systems (e.g., police information into courts or corrections), system

breeches of confidentiality may result.

St&nddrd 4.4 Of fender Statistical Data ‘

The following types oftcorrections data about the offender should be

collected. Minimum requirements are:

1. Official data, inéluding date of entry:into the correctional system,

offenses and sentences, concurrent or consecutive sentences, recommendations

of the court, conditions of work release or assignment to @alfway houses
or-other commmity supervision, and county (court) of commitment or
entry into the correctional system;

2. Pervsonal data, including age, race, and sex; marital/f@milq status;
intelligence classification; military experience; classification categorys;
other test and evaluative information, job placement, housing arrangements,
and diagnostic data; and o : s

3. Historical data, ineluding family background, educationazcbackgyogndg
oceupational record, alcohol and drug use background, and prior eriminal
history. :

The correctional system may not need all of the information deseribed
above for persons involved in short-term custody. Each system should make
a careful determination of its information needs, concerning short-term
detainees.

'Commentary

‘gtandard 4.4 cites the minimum requirements for offender statistical data.
This personal and historical data'is necessary for effective program planning
and administrative decisionmaking. , : :

All of the types of data listed in this standard should be coded into

-categories that meet administratiwve needs and satisfy the requirments of the

centralized information system.

.Implementation i

A, Agencies Involved:
" Judiciary Department Ci o . ,
~ All gorrectional institutions, State and local - . SR .
- Board of Charities;§nd‘Corrections -
Board of Pardons and Paroles -

e
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Standard 4.6 Corrections Experience Data

B. Legislation: L : : .
Because the type of information to be collected, the length of time
such information may be maintained, the extent of ‘data collected, etc.;are
presumably to be set forth by statute as per standards 7.2and 7.3infra
(and seetion 7 generally), there must be a compromise to satisfyboth standards.

Standard 4.5 Corrections Population and Movement °

The corrections information and statistics system should account for the
number of offenders in each corrvections program and the daily changes in those
numbers. Offenders should be identified by the institution or jail in which they
are incarcerated or the probation, parole, or other commnity program bo which
they are assigned. : ‘ ‘

Movement of an individual from one institution or program to another should
be recorded in the corrections information system as soon as possible. Assignment
to special status such as work release ow weekend furlough also should be
recorded to enable the system to account for all persons under supervision.
Sufficient information must be recorded to indentify the offender and the reason

for movement. FEach agency should record admissions and departures and give the
reasons for each.

@

Commentary

The basic requirement of the corrections information system is to account
for all individuals supervised by the corrections system. This is essential for
institutions that submit daily movement reports detailing the inflow, outgo, and
special assignment status of all individuals. Other programs such as probation
or parole should not be required to submit daily reports but they should record
all admissions to and departures from their programs. ‘

With the information from these agencies, the corrections information
system can update its files to reflect the current status of the corrections
population. ‘ ' °

Implementation

A. Agencies Involved:
Judiciary Department
All correctional institutions, State and local
Board of Charities and Corrections i
Board of Pardoms andcParoles

Prior to the release of the offender, data describing his corrections
experiences should be added to his statistical record. When associated with
posticlease outcomes, these data can be particularly valuable in evaluation
correctional programs. Such data should inelude: v o o

28
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 that serve as a basis for e

1. Summary of work traing ; . g
saZary,etz; f work and training emperience, attitude, Job placement,

2. Summary of educational experience and accomplishments;

3. Participation in counseling or other épecialized programs;

4. Participation in treatment for dvug addiction or aleoholism;
. L]

o. Participation in sp

rtic ectal organizations (self- etvi
A g ( erfheZp groups, civie

6. Frequency of contacts with corrections staff,

offenders with corrections ver di
by the staffs personnel, and divect s

attempts to match
ervices provided

iy

7. Services»providéd by other agencies ouside the correcfions system;
. ) 2

8. Summary of discipli infractio A ; ; ; e ,
of probation on paroZe?azzd f: ns in an znstztut?on or violations
9. Special program exposure.

Much of this information will not be apli ) . _
short-term custody. - Zach syeten oheord :azzpézcg;;e to persons involved in

5 z / ropriat 2 2
1ts information needs eoncerning short-term détaineeé? ¢ detemination of

Commentary

program type can finally be evaluated from the

g\the succeésses of a client. Each Program type
v:riat;ons occurring in other data elements
number of exposures to the program, a
s and type
gy evaluati?g the programs in this manner, patterns may
at may indicate the most effective types of programs for

using this’information, each
standpoint of its relevance t
should be held constané, with
such as offense, age range,
of termination. B
become apparent t
each client.

Implementation

A, Agegeies Involved:
Judiciary Department
All correctional Institutions, State and local
) Board of Charities and Corrections ’
" Board of Pardons and Paroles

Standard 4.7 EbaZuati?gvthe Performance of the System

An information system for co§rections should provide performance measuves '
valuation on two levels--ov E

. e verall perfc
by recidivism and other pe performance or

system reviews as measurved rformance measures, and

| 0

N
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program reviews that emphasize more immediate 'pz’ogz’am gvanr—achifevement

‘Commentary

Implementatioﬂ’

AN

o

Performance measurement is ¢ritical to eva
; asurement should be uniform £
*fequirement is especially importan
degisions about program support on
Unless these measurements are based
valid and comparisons cannot be made
The two levels of evaluatio
wyt in which performance of
of measurement and 2) program re
in achieving its objective is me

i

A, AgencieskInvolved:

e

Judiciary Department
All correctional institutions,, State and locai

.Board of Charities and Corrections

-

luative progra@ review. ' Standards

or external review and comparison. This 7
t for fund-granting agencies, which must make

the basis,of evaluated operational pérformance‘
on standard criteria, reviews caﬁnot be = )

n suggested in this standard are 1) system

the entire system and its goals are the object

Board of Pardons and Paroles

|

P
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view, in which the effectiveness of a program
asured...

Gl

\ ' ‘ TECHNICAL SYSTEM DESIGN

_

Standard 5.1 Standarized Terminology

 To establish appropriate communications among local, State and Fedzral
eriminal justice agencies, the data elements for identification, offense '
category and disposition on each offender should be consistent with specifications
prescribed by the National Crime. Information Center (NCIC), SEARCH Group Inc., and
the Law Enforcement Assistance 4dministration (LEAA). There may be a need for o«
additional or translated equivalents of the standard dataCelements at individual
agencies; if so, it shall be the responsibility of these agencies to assure that
the basic requirements of this standard are met. ~ v

i

Commentary

"The overall purpose of Standard 5.1 is to provide the basic terminclogy and
definitions to facilitate communication between striminal judtice agencies at
every level. U

Both NCIC and SEARCH (System for the Electronic Analysis and Retrieval of
Criminal Histories) data elements were developed by a team of criminal justice
agencies working together to achieve a specific goal. Any data elements used
should be dynamic and subject to future modiﬁgfationw
¥ : T

5

- Implementation

<

"A. Agencies Involved:

All criminal justice agencies, State and local

Criminal Justice Statistical Analysis Center ) )

SEARCH Group, Inc. : " ‘ it
B. Administrative.Actions: = . - ) : o

Included above by virtue of the’é@@ndard itself should be ‘any Federal
-agencies which have data ties to State and local agencies. Suffice it to say
“that some agency should be designated as a.clearinghouse and distributign center,.
for purposes of insuring that al} involved agencies receive and understand any i
changes proposed at the FedEralleve%. ‘ . -

The initial program of “standardization should be coordinated by or through

the Statistical Analysis Center (SAC): In this way, there will exist’a single,
identifiable agency where all original material is readily available. There
will also be a staff intimately fgpiliar‘with all changés and procedures.

a”

: . W g
NN “
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Standard 5.2 Programing Languages
‘Every agency.contemplating the implementation of computerized information o
systems should insure that specific programing language requirements are
established prior to the initiation of any programing effort. The controlling
agency should provide the direction concerning. programing language Yequirements
already in foree, or'éstablish requirements baséd on the functional compatibility

« of language, data structure, and interface of present and potential users.
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Commentary

Individual agencies at the state, county, and local levels in some instances
~have statutory limitations on specific programing’ language that may or may not
be used because of the hardware in use or planned, or due to loeal language -
compatibility agreements. ’ “
There are many factors to be considered in the selection of a language,
but it is to.the advantage of each agency to establish such a standard at the
~ highest possible governmental level. g
The Systems Task Force feels that it is in. the best interest of South Dakota
to not specify a certain required language at this time. Thisvwill allow the '
state to establish Tequirements concerning program languages at a time when a
computerized criminal justice system is_established in South Dakota.

Implementation . ‘ s h
A, Agencies Involved: : ) o 5
All criminal justice agencies, State and local
Criminal Justice Statistical Analy51s Center a0t

B. Administrative Actions:® ' Lo
Alternatives exist in terms of designating a controlling agency The
SAC of the Attorney General's Office are two plausible choices. . The decision will
turn on which agency has the requisite expertlse to evaluate language requirements\
and necessary clianges.
as contemplated by the systems standaris, its role in the above capac1ty w1ll not
be 1ncon51stent.

2

Standard 5.3 TeZeprocéssingg ' : L PR A

.
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&

During the design phase of the development of information and statistics
systems, each agency must provide sufficient resources to assure adequate
teZeprocesstng eapability to satisfy the intrae and znter-agency communications
requirvements. Attention should be given to other criminal justice information
systems pZanned or in operation) at the nat@ona$\ state, and local levels

 “to insuré the design includes provision for tnterfaczng with other. systems as

appropriate. Addzttonally, the specific requtrements fbr znternal communzcattons
must be zneluded in the technzcal system design. = - g
‘Commentary Lo e 13" ’ hQ_

’ & o SR L : o . o

needs ‘without considering the requirements’ and c%pabilities of other agencies
with which future interfacing is essential. Communications with NCIC and the
appropriate State and local systems are ‘essential to. the establishment of an
effective, integrated 1nformation system to support criminal Justice operat ons
~and. administration.  ° :

s L . : SAUR TR *;“ B

S : I : T g s
Implementation S T L T SR
AL Agencies Involved: R ‘ ‘ F,:v: ’ "f;’ ; ‘Li;
' All criminal justice agencles, btate and local T
Criminal Justice «Statistical Analysis Center = e

If the SAC assumes a predominate role in the entire process,

o The development of 1nformation systems tends to focus on_ local communicationsyu

ot

&

&

B. Administrative Actions.*

The Division of Criminal Investigation is already in the position of
controlling all relevant teleprocess1ng in-South Dakota and is empowered by

~statute to continue d01ng so. The SAC should certainly\give assistance in

coordinating interfaces w1th other agencies. J
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" Standard 6.1 OBTS/CCH Data EZements,nDatdaCbZZaCtion qndﬁ?ile;praation

- both advisory comnittees should meet ‘to confirm data element. conformity.

~allow that operational data be collected in a systematic mature and that forms

4 i . . < . '
N o oy 2 A

“data duplicatlon is held to a minimuym.

OPERATIONS

e SR p - . S
e o & R “ ir
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Idéntzcal data elements shouZd be used to satzsfy requzrements fbr sznzZar
information to be developed. from either an Of fender-Based Transacticn Statzstzcs )

(OBTS) system or g Computerized Criminal. sttory (CCH) syatem over all areas”of

South Dakota!:s crimmnal Justice szstem. '
Tne designs oj both systems s ould be determined by ‘advisory committees: which

should have some membersth in common to assure data element compatibility. ¢
Before completion of the data element listifor both systems, conferees from

The coding structure of all overlapping data elements should be developed
to guarantee that statistical and operational information is available, comparable,
and that it meets national specifications and requirments.

The colleétion of data requzrad to satisfy the OBTS and CCH systems shoungxk
be gathered from South Dakota's criminal justice agencies in a single coZZeetzo
Forms and procedures should be dédsigned to deter duplication of data and
assure that the data coded by agency personnel meets aZZ of" the requtrements
of the system.

~ Files created as data bases for the OBITS and CCH systems shouZd be deveZoped
stmultaneously and maintained as much as possible within a single activity.
. ZxJJuvenzZe record information should not be entared znta adult crtmznal hzstory
Zles : o

. © ! i

04

¢

' Commentary S TR : , ’ e - ’

Standard-6.1 is a thrust towards a computerfzed‘systgm for South Dakota.

The Systems Task Force feels that many of the elements con“ained in Standard 6.1
should also cover a manual OBTS/CCH system.

Although the OBTS and CCH systems each have specific obJectives and uses in
suoport of ‘erimipnal justice, some of the data elements are.the same for both s
systems. AL e

. Standard 6.1 assumes that South Dakota will develop GCH and OBTS " systems

3

concurrently. If these systems are not developed s1multaneously, then long R
~_range planning must be done. - Such planning should insure against data and time |

duplication. In order for thése systems to be developed: logically, they should
be overseen by adv1sory commifjtees which are aware of the individual needs of h
the systems. “ 93

This type of logical planning with 1nput from adv1sory commlttees ‘'should

to collect this data be designed to insure that required data is collected and

Implementatlon

H

A, Agencies Involved: e R T e ® - e

‘A1l criminal Justice agencies, .State and local
Criminal Justice Statistical AnalySis Center -

, o
B. Administrative Actions:. ?

Agencies must cooperate,.with the aid of the Statistical Analy31s Center; o

(SAC) as a coordinating body, in order to restructure and supplement their data
gathering ‘and reporting procedures o S o S T v

By

[a}

SUSEIEE R

s Implementat10n~" B ' : - - | e o TS

C. Funding:
Federal funds are available for initiation of better data systems, but

. there will also be some ongoing activity above the current level for all types of

agencies. Agency budgets must be adjusted so that each agency can contribute
accurate, standardlzed 1nformation.~

2

Standhrd 6.2 Establishment of Cbmputer Interfaces fbr Cbmputerzzed Crzmznal

Justice Information Systems

The establishment of a computer interface to other computerized criminal justice

information systems will constitute the acceptance of responsibility for a control

unzt for those aqenezes servzced by the znterfuce.

1 Each computer znterfuce in the criminal justice heirarchy from ZocaZ
criminal Justice information systems through the national systems will be

considered a control terminal and allowed to interface if all of the identified

responszbzlzttes are accepted by that control unit. : :
" 2. Bach control unit must maintain technical logging procedures and allow

for 100 percent audit of all traffic handled by the interface. - Criminal
‘(hzstory response Zogs shouZd be maintained for 2 years--others for 1 year.

i 8 ‘The ﬂontroz wnit must maintain backup or dupchate copies of its files
in secure Zocatzons away from the primary site.

4. ALl personnel involved zn a system are subject to securzty checks.

| 5. The controZ wit must establish a log checking mechanism where muehzne-~
‘generated logs of other than "no record" responses are compared with manual
terminal Zags and dzsorepanazes between the two resolved

] g
Commentary Coe .
[N :

‘\
Standard 6.2 lends itself to the problems of establishing computer interfaces
with other computerized criminal justice information systems. - Standard 6.2

" establishes the methodology that will allow agencies that cannot afford dedicated
eequlpmentto interface as long 4as the necessary control of :the information 1s
. maintained.

This standard is futurisslcally oriented and 1s”app11cable only if computer-

-izec information systems are developed in South Dakota.

2

TN

A. Agencies Involved: A, :
~All criminal Justice agencies participating in the criminal Justice

‘1nformation system

B. Administrative Actions:
, " Because such sophisticated computer capabilities as contemplated in. the
standard will not become a reality in South Dakota until some time in the
future, implementation is not practical at present. Wlthout a doubt however,
careful regulation will become a nece531ty. 5 :
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Standard 6.3 The Availability of Criminal Justice Information Systems

The availability of the information system (the percentage of time when
the system is fully operating and can process inquiries) should not be less than
90 percent. This avatZab¢Z$ty must be measured at tke output device serving
the user and may in fact be several times removed (tecnnzcaZZy) from the data
base providing:the information.

Commentary

The problem caused by interfacing cémputers from Federal to State to region
to user can cause considerable system downtime while each of the individual
operating centers is reporting a high degree of availability. When this reported
availability is degraded by the failure of the¢ needed repairs of any one of
the technological links that connect the user to the data base, the reported
reliability is significantly reduced. The standard requires that the availability
of a total system (all elements) be measured at the user's device. Information
centers,,whether Federal, state, regional, or city, must begin to measure the
availability of their systems at their output devices. This avallaplllty then
will be the true measurement of the effective availability of the system.

In the past.it has been the practice of the central computer complexes to
report availability, measured in terms of central computers or communication
computers or some other similar devices. Such computations can be misleadlng
because information may not be available due to failures ln llnes, terminals, .
and in systems with which they are interfaced.

An index of the available data should be established and its availability
measured at the user's terminal device for each functional category of data.

Once these measurements have been accomplished, efforts should be undertaken
to uphold the standard of 90 percent availability for the information system.

Implementation

See Standard 6.2 supra.f'
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by defining whateVer they do as constitutlng 1nvest1gat10n.
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PRIVACY AND SECURITY

E S -
[ . . R -

Standard 7.1 Triggering of Data Collection

W%th the exception of znteZZzgence and investigative files, collection of
eriminal justice information concerntng individuals should be triggered only. by
a formal event in the criminal justice process and contain only verifiable data.
In any case where dissemination beyond the originating agency 18 possible, this
stand&rd should be snvzolable.

Commentary

f

The requirement that criminal justice information files be triggered by
an external and formal event between an individual and the criminal justice
system may reduce the amount of data collected to some extent.. “However, it
insures that the information that is retained will serve a valid purpose and
be verifiable.  The exception of intelligence and <dnvestigative files allows
law enforcément agencies the necessary leeway to record data from informal

~events which may prgve valuable in preventing or solving crimes.

In order to formulate standards on information, a consensus on the'
definitions of various types of information must be reached. Criminal histories
consist of 1dent1f1able descriptions and notations of arrests, detentions,
indictments, informations, or other formal criminal charges, and any disposition
arising therefrom, sentencing, correctional supervision, and release. The
term excludes identification: information such as fingerprint records to the

extent that such information does not indicate involvement of the individual

in the criminal justice system. The Police Reference Notebodgk, published by -
‘the International Association of Chiefs of Police (IACP), defines a criminal
investigation as "a police inquiry into an alleged act or omission, wherein
the information obtained infers or implies the commission or‘an,attempted
commission of. a crime or an offense of a criminal nature." This information

'gathered in the process of ascertaining the facts about and the persons responsible

for crimes can be contrasted with intelligence data. The latter is collected
about persons or organlzatlons engaged in or contemplatlng engagement in illegal
activities. While the ultimate- obJectlve of an investigation is to present
physical evidence and a suspect to a ceurt of law or to present data on an event
or an individual so that decisions can be made with respect to that event 2y

or individual, the obJective of 1nte111gence gathering is to anticipate anly
prepare for events, either in a tactical and immediate sense or in a, strategic

and general sense. Elther type of informatlon may become useful for the other's
purposes: .

Implementation

A Agenc1es Involved: ‘ '
. . All criminal justice agencles empowered by law to.- collect data.

' . Where Grand Jury indictment or civil litigatlou are present, presumably ‘
without the police originating the inquiry or investigation, the courts and
prosecutors' offices must particularly be included in guidelines ‘restricting .
collection and maintanence of information. Courts and others may escape. control -

!e

w

BRI o
H
L

&




Al

F

s s i A B R e b e

» General (SDCL -23-6-4).

" function in question.

. is pertinent to a particular case or event.

B. Legislation
Present statutes extend to fingerprints (SDCL 23~5-4), criminal
records of inmates (SDCL 23~5-3), access to public records by a bureau of
statistics (SDCL 23-6-11); gathering information on a particular offender
(SDCL 23-6-5), and compilation of -general statistical information by the Attorney
.0f more importance is the fact thdt there is no statutory
expression of when data collection will commence. SDCL 23-6-4 (Statistical

- Information Compilationby Director) in the final lines states that information
may be gathered "for the administration of criminal justice, and for the

apprehension, punishment, and treatment of criminal offenders." There is no
indication that arrest need follow police contact before information may be
gathered and used. In this case, it is all a matter ogihow liberally one construes
the statute. ’ Lo ‘ o

C. Administrative Actions: ' :

~ Unless otherwise prescribed by statute, law enforcement agencies
must develop their own policy designed to exclude "mere contact individuals
from becoming the subjects of police 1nformation systems :

Standard 7.2  Scope of Files

i
B!

i

An item of data may be collected and stored in a criminal justice information

_system only if the potential benefits from its use outweigh the potential ingury

to privacy and related protected interests. Central eriminal history systems
shouZd be Ztmzted to znfbrmatzon from fbrmal legal events. ,

Commentary

, The less there is in a file about an 1nd1v1dual the less the potential for
invasion of privacy. From the privacy perspective, 'mo file" may be the best.
file. Against this must be balanced the Government's right to’collect and employ
information about its c1tizens. Prlvacy considerations relate to the quanitity,
quality, character, and intended uses of data td be collected. Since a balancing
of intpFests is involved, from a privacy point of view, no more data collection
can be justified than is essential to the performance of the criminal justice

potential threat to privacy without providing any offsetting benefit. All too 5

 frequently, our ability to use data effectively is exceeded by our abillty to

collect it. Clear definition of the purposes of data collection and its intended
uses, prior to collection, would restrict acquisition to what is essential.’
Thus two major questions to ask of any. system are what purposes it and

its data serve and how might the same purposes be accomplished without. collecting .

these data. Further, the need for computerized files, once automation is
fea31ble, and for permanent files should be examined: carefully in light of the
harm ‘to individuals that could result from their use. Lest a concern for
privacy inhibit intelligent decislonmaking by overly restricting information
collection, there should be a conscious focus on gathering enough information Whlch
Exemplifylng this type of focus
are the provisions of this and the' previous standard to limit central criminal
‘history systems to information from formal legal events,. taken in. congunctlon
w1th ‘the standard generally mandating completeness and accuracy of records.

‘More specific guidélines can be drawn up by a policy-setting agency. s

?Open disclosure and justification of each item of information and ‘how it will
-be used would be one way of forcing a weighing of utility against privacy
. considerations.

‘ If ‘an® announcement and Justification procedure were followed, -
adequate opportunity for receipt«and assessment of public reaction could occur.

38

Any data collected in excess of this amount poses a u

i)

ol

‘authority.

Standard 7.3 GbmpleteneSSamd Accuracy~of Offender Data

,Implementation

A, ‘Agencies Involved: -
Policy-setting agency or agencies
All criminal justice agencies empowered by law to collect information
and maintain files on indiv1dual citizens
B, Legislation. o :
The “basic rationale behind involving data-collecting agencies that have

& statutory basis for their activities was, first, to indicate that such activity

should be restricted to only those agencies presently operating under statutory
Secondly, agencies collecting information by virtue of administrative
policy of "general practice" should either be empowered by statute to do so or
prohibited from continuing to gather information. Such constraints probably
speak more to the "kind" of data“and to its use than to the activities of
collecting the data. Before being authorized by law to collect information, the
agencies' needs for such data should be carefully scrutinized. Even if the ends
are deemed worthy, lawmakers should evaluate the means- of achieving such ends
and decide whether data collection by those agencies is the best means. It
must be made clear that authorizatlon does not constitute permission to gather
any information desired and that the criterion éexpressed in the standard applies
to all items collected.
. C. Administrative Actions? ~

Unless or until spewxified by law, all data collection by agengies not
presently so authorized shall be curtailed by the supervising division. An
avenue of appeal should exist to allow an agency to continue gathering data on
a reduced and supervised basis. If such an agency cannot justify satisfactorily
thé continued collection of information or if an agency legally permitted .to
gather data canfot satisfactorily justify the collection of a particular item
of information, that agency must be immediately restrained from continuing to
collect that data by court order if necessary.

Agenczes maintaining data or fiZes on persons dbszgnated as offenders =
should zstablish methods and procedures to insure thecompleteness agnd accuracy
of data, zncZudtng the following: .

1. Ebery item of %nfbrmatzon should be checked for accuracy and completeness
befbre entry into the system. In no event should inaceurate, incomplete,
~uncZear, or ambtguous data be entered into a criminal justice information
system. Data is incomplete, unclear, or ambiguous when it might mzslead

a reasonable person about the true nature of the information.

2. 4 system of verzf%catzon and audit should be instituted. Files must
be designated to emclude ambiguous or incomplete data elements. Steps

- must be taken during the data acquzsztzon process to verify all entries.
Systematic audits must be conducted to insure that files have been
regularly and accurately updated. Where files are found to be incomplete,
all persons who have recezved msteadzng tnfbrmatzon shouZd be tmmedzately
notzfied ' :

3. The beZowzng ruZes shaZZ appZy to purgzng these records,
‘a. Gemeral file purging criterta. In addition to Znaceurate, zncomplete
misleading, unverified, and unverifiable items . of information, information
o that, because of its age or for other reasons, ts Likely to be an -
unreliable guide to the subject's present attitudes or behavior shouZd
- be purged from the system. Files shall be revzewed‘perzodically

"39;




Criminal history items shall be. aestroyed from the file after one

year unless the case is still pending or unless a disposition is shown.
b. Use of purged information. Information that is purged but not
returned or destroyed should be held in confidence and should not be
made available for review or dissemination by an indiwidual or agency.

When information has been purged and the individual involved is subsequently
wanted or arrested for a erime, such records should be reopened only for

- purposes of subsequent investigation, progsecution, and disposition of that offense.

If the arrest does not terminate in conviction, the records shall be reclosed.
If convietion does result, the records should remain open and available.

Upon proper notice, a criminal justice.agency should purge from its
eriminal justice imformation system all information which has been reviewed and
found inaccurate. Further, information should be purged by operations of statute,
administrative regulation or ruling, or court-decision, or where the information
has been purged from the files of the state which originated the information.

Commentary

[l . ) ; : R
These guidelines recognize the need to maintain accurate and*® o.pléte
records and to institute formal checks insuring that the procedures establiQhed
to accomplish these ends are working. Accuracy and completeness of ‘data should
improve the efficiency of criminal offender recordkeeping. However, the, prlmary
purpose is to provide a guideline for protecting security and privacy.

The file design itself can play an important role in data quality control.
If oneknows in advance that certain items of information may be incomplete or
inaccurate, then the information should, if possible, be excluded from the system,
When mistakes do occur, it is vital to notify users as soon as possible to -
minimize the effect that such an error might have on an individual '

For a variety of reasons, some of which are related to prlvacy con51derat10ns,
it is sometimes desirable to remove records or remove records or entries on

records from criminal justice files. ITwo such reasons consist of the possibilities

of rehabilitation and of innocence. Since absolute rules are difficult to
devise, the need for purging can be acknowledged through a general statement,
while leaving decisionmaking power to the courts and agency discretion. At a -
minimum, the notation of an arrest not followed by a final disposition within
a year should be considered incomplete if the case is not active and should be
removed from an individual's record. Purging rules can become more elabotate
within a particular agency as technical developments allow. Where information
is removed but not destroyed, limitations on its use will guarantee that an
individual is adequately protected.

Implementation

T A, Agenc1es Involved: : o
"Al]l criminal justice agencies, State an&#local
B.," Legislation:
"~ As covered in Standard 7.1 supra, there are statutes in the area of
collectlng information; however, they do not restrict collection of information
by various components of the criminal Justice system. Similarly, there is no

_Statutory power to guarantee accuracy, completeness, or purging with regard to

the same records. Currently, Juvenlles enjoy the right to petition to have

their records "sealed" (the relevant statute provides that only the petitioner

and persons named in the petition may thereafter inspect such records, SDCL 26—
8-57.1, SL 1968), For adults, SDCL 23-5~- 7 restricts dlstr;butlon of records,

It

however, only one provision is made for the sealing of records at some future
date. A first felony offender's records may be sealed and his or her pre-arrest
status restored (SDCL 23=57-4.1, SL 1976). Statutory authority similar to that
granted juveniles should be creaLed for adults in order to conform in part
with this standard.
C. Administrative Actions

Where statutory authority fails to be created, law enforcement agencies
and the criminal justice system in general should seek to create a viable
standardized method of dealing with inaccurate information, purging of files,
and sealing records. Court order would probably be the next best method after
statute, followed by an Attorney Geéneral's opinion. :

Standard 7.4 Access and‘Dissemination.

1. General Limits on Access. Dissemination of criminal justice information
will be limited to the beZowzng individuals and agencies:

Individuals and agencies which require criminal justice information to
implement a statute or emecutive order that expressly refers to criminal
conduct and contains requirements and/or exclusions based upon such conduct.
2. Terminal Access Criminal justice agencies should be permitted to have
terminal access to computerized criminal justice information systems where
they have both a need and a right to know. Non=-criminal-justice agenctes
having a need or right to know or being authorized by statute to receive
eriminal information should be supplied with such information only through
crzmtnal Justice agencies. ; : ;

3. Full and Limited Access to Data. Criminal justice agenctes should be
entitled to all unpurged data concerning an individual contained in a
eriminal gustzce information system. Non-criminal-justice agencies

should receive only those“statistical portzons of the file directly related
to the inquiry and should maintain the anonymity of the persons involved.
Special precautions should be taken to control dissemination to non=-
eriminal-justice agencies of information which might compromise personal
‘privacy, including strict enforeement of need to know and rﬁght to know,
craterza. o :

4. Arrest Without® Cbnvzctzon. If a court ordér i8 presented or upon formal
notice from one criminal justice agency to another, agll copzes of information
filed as a result of an arrest that is legally terminated in favor of

the arrested individual. should be returmed to that individual within

60 days of final disposition. Such information should not be disseminated
outside eriminal justice agencies.

However, files may be retained if another criminal actzon or proceedzng

18 pending agaznst the arrested individual, or if he has previously been
_convicted in any gurtsdzctzon in the Unzted States of an offbnse that wOuZd
be deemed a crime in South Dakota.

5. Accountabzlzty fbr Rece%ptﬂ Use, and. Dtssemtnatzon of Data. Each
person and agency that obtains access to erimingl justice information.
,shouZd be subject to eivil, criminal, and administrative penalties for
the improper reeezpt use, and dzssemznatzon of such tnfbrmatzon.
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;means for reaching certain goals.

__ potentially very damaging to an individual.

The penalties imposed would be those generally applicable to breaches
of system rules and regulations as noted earlier.

6. Currency of Information. Each criminal justice agency must ensure
that the most current record is used or obtained.

Commentary

)

Since sensitive data will continue to be collected, its treatment while
on file will determine whether a goal of confidentiality is reached. An important
foundation for appropriate treatment is the granting of access only when there
is an explicit legal basis. This is a formal way of identifying those agencies
with a need and right to receive certain kinds of data. The need for data must
be proven by demonstrating that the collection and use of that data is the best
The right to have data must be determined by
establishing the legitimacy and worth of those goals as well as whether it is
that particular agency which should be achieving those goals. g

In automated systems, access can be direct or indirect. To insure security
and privacy it would be advisable to limit such access to the most reliable
terminal users. These, presumably, would be criminal justice agencies. Non-
criminal~justice agencies that are eligible to receive information would have .
to initiate inquiries and receive responses through criminal justice agency
terminals. The slight inconvenience that this method of access imposes on non-

criminal-justice users is more than offset by the increased level of control

over access. :
While information will vary in relevance to user requests, some data should,

as a general rule,’'be given special attention. In particular, arrest data is

The economic and personal damage

“ resulting from an arrest that does not lead to conviction is unnecessary. The

- greater care must be exercised.

principle of presuming an individual's innocence until he is proven guilty should
guide not only the criminal justice system, but other public and private systems
as well., Allowing an individual to remove his/her record upon acquittal, through
a court order, reflects the judgment that injurious effects would not be worth
any gains for law enforcement from keeping such records and, thus, that an
individual should have the opportunity to intervene and prevent such injury.

Dissemination is closely related to the problem of access. . Once data is
received, security and privacy considerations dictate imposition of adequate
controls over its subsequent use and distribution., Dissemination to criminal
justice personnel for their own use presents the fewest probletis. The chief
precaution to be exercised is that agency personnel have both a need and right
to see the information. - Within any agency, which employees may have access to what
data should be specified. Each agency receiving information must enforce these
standards and '‘monitor theilr employees to see that they observe them. When other
governmental, non-criminal-justice agencies are involved in receiving data,

: Inquires, requests for data, should be satisfied
only if a need and right to know are confirmed and with the minimum amount of
data possible. It is virtually impossible to monitor and restrain the use of
data once it passes out of the government.

There must be ‘accountability commensurate with responsibility. Rights of
access and dissemination are-limited licenses to invade another person's privacy
for a legitimate purpose. The user of criminal justice information must be held
strictly accountable for the proper use of the information. To permis an audit
of access and dissemination, it is imperative that accurate records be kept of
those who received criminal justice information. :
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- torrections agencies,

- identical to a companion agency b

Implémentation

\ ) :
A. Agencies Involved: . y
° All criminal justice agencies empowe
ared b i :
and maintain files on individual citigany P *d by law to collect information
B, Legislation

The immense and confusing problem of def "
. . , efining "need to know" and "right
0 know" must first be dealt with by the legislature and those agencies necessSrily

;ﬁizﬁzﬁg.noﬁ;iii;zzoivgd ig defining the above phrases is the question of distin-
shi - Inal-justice agencies (and person ~criminal~j ]
agencles. Tle former have very little officgal‘ aat v esi-grinial chribre

o contact with r :
and the latter do a substantial portion (but not ecognized agencies,

business with criminal justice agen all or even a majority) of their
e — .
respectively, are exampies. gencies--schools and the Division of Motor Vehicles,

Of extant statutory authorit j ;
¥» SDCL 23~5-1 authorizes the Office of
,éﬁ;qizezagzzeiai to progure ;riminal identifying information on persons whothe
nto custody. DCL 23-5-6 authorizes law enforcemen :
. . < t and
z:;ionnil to procure identification records, and SDCL 23-5-7 prohibits Eﬁzrzigfons
excé::ttgnpgicthiifgata outside of such agencies and prohibits its exhibition,
, B € oirlcers. The Attorney General has the ' i i
; §  power to disseminate
égggrggféon held by his "bureau of statistics" to law enforcement agencies (see
e e ai& OE£:§eiz§e apgirentl{lno Statutory restrictions governing the extent
ormation collected. What happens to said information i
gfter gaken into custody, the person is released? To what uses may such gé;:,
e put? Once data are gathered, the law is silent.

, Restrictions presently exist in th .
Attorney General, to wit: e form of opinions rendered by the

Law enforcement personnel onl ' i
L , y to have acdcess to criminal files 1
in federal computer system. No. 72-63 (emphasis added); placed

and, A .
v S :
Criminal files to be placed into fedefal
e computer system to be handled onl
; by law enforcement perso . - i o
furthermare. . P nnel. No. 72-63 (emphasis added) ; '
Collection, compilation, conversion, storage and pProcessing of crimihal

information may be performed only b r ' isi
Attotasy Seamy s Eel Toea y ‘y persons under direct supervision of

The last opinion ?ay be interpreted toﬂsuggest that the courts and
cor ; unless under the Attorney General's supervision, may n
collectogata-- an interpretation which would not withstand even brief’argzmzzz
examla equal importance are duplicate information systems. The courts, for
(SLmﬁggg)arﬁaszezinzlz,develoging'their own system and, by virtué'of SDCL’16-2-20
’ atutory authority to do so. A rather perplexin s 14
‘ ] \ 8. questior
gzztihe legislators will involve guaranteeing safeguards across the grgmingz
3 ceé system. In other words, will agencies be able to gather ihformation
: L ut differ as to time and method of disposi
?fdsggh.lnformations? ‘Some agencies may be allowed to keep data on fiiZOSIHg
inde nmtgly,' while others may be required to dispose of identical data at
some specified time in the future. ' : : |
Other questions of a similar vein would i
th -on ] ‘ in include:
what frequency will information exchange be allowed, if a

personnel, by virgue of employment, have some. access to

to what extent and with
t all;~wi$i all agency
data from other agencies

ey NN oy
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information almost indefinitely might it not become a "respository" for all "
kinds of data, some of which comparative agenc1es would have otherw1se been
forced to destroy. o

C. Administrative Actions:

There 1is a likelihood of some conflict where statutes are not suffic1ently

explicit, thus forcing agencies to promulgate their own policy and procedure,

which may be substantially more liberal than was the legislative‘'intent. Policy-
setting agencies such as the Attorney General's Office, the Supreme Court,

and especially.the Governor, could issue guidelines. Each agency must take on

some additional responsibilities, such as keeping track of access and dissemination
in log form, in order to demonstrate compliance with the laws or policies
established.

An ongoing problem arises where sanctions must be used to curb violations
by criminal justice agencies. It might, for example, be hoped that viclations
would be infrequent and therefore not merit undue apprehension.

D. Funding:

Where the intent is to force compliance from more recalcitrant agencies,
budgets might be used in two ways. First, requested funds could be suspended
until compliance with the statute, regulatioms, etc., is accomplished. Secondly,
if consolidation of information is the ultimate goal (and this would make security
much easier), then an agency's budget for data collection, storage and so forth ¢
might be reduced until compliance is the only economical way to operate. Of
course, in the second instance, the system the agency has been forced to participate
in must be as good-(preferably better) than the system it has abandoned.

Standard 7.5 Information Review

1. Right to Review Information. Except for intelligence and investigative
files, every person should have the right to review criminal justice
information relating to him. Each criminal justice agency with custody
or control of criminal Justzce znfbrmatzon shall make available procedures
for such a review.

2. Heview Proceduves. '

a. Reviews should occur only within the f&ctlttzes of a eriminal justice
agency and only under the supervision and in the presence of a .designated
. employee or agent of a criminal justice agency. The files and records
made available to the individual should not be removed from the premises
of - the eriminal justice agency at which the records are bezny revieved.
b. At the discretion of each eriminal justice agency’ such reviews may

be (imited to ordinary daylight business hours. And such agency may
require advance nottce by the individual that he wzshes to tnspect his
file.

e. Reviews: shouZd bep@TmzttedonZy after verification that the requesting
individual s the subjeet of the eriminal justice information which

he seeks to review. E&ch eriminal justice agency should require finger-
printing for this purpbse. Upon presentation of a sworn authorization
from the individual involved, together with proof of identity, an
individual's attorney may be permmtted to ‘examine the information
velating to such individual.

d. A record of such review should be mazntatned by each eriminal Justzce
agency by the completion and preservation of an approprmate form. Each
form should be completed and signed by the supervisotry employee or
agent present at the review. The reviewing individual should be asked,
but may not be rvequirved, to verify by his signature the accuracy of

the eriminal justice znf@rmatzon he has veviewed. The form should

bty

&

g
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Commentary

Imp}ementation

release to secondary user agenzies).

inelude a recording of the name of the reviewing individual,
the data of the review, and whether or not any exception was taken
to the acguracy, completeness, or contents of the znfbrmutzon reviewed.
e. The reviewing individual may make a written summary or notes in his
own handwriting of the information reviewed, and may take with him such
copies. Such individuals may not, however, take any copy that nght
: reasonably be confused with the original. Criminal justice agenczes
o are not requzred to provide equipment for copying.
f. EBach reviewing individual should be informed of his vights of
challenge. He should be informed that he may submit written exceptions
as to the information's contents, completeness or accuracy to the
eriminal, justice.agency with custody or control of the information.
Should the individual elect to submit such exceptions, he should
be furnished with an appropriate form. The individual should record
any such exceptions on the form. The foym should include an qf*irmance,
szgned by the individual or his legal representative, that th;
exceptions are made in good faith and that they ave true to the best
oﬁ>the individual's knowledge and beZzef
The criminal justice agency should in each case conduct an audzt of
s, the individual's criminal justice information to determine the aceuracy
of the exceptions. The individual should be informed in wrﬁtzng of R
the results of the audit. Should the audit disclose inaccuracies or R
omigsions in the information, the cximinal justice agency should cause
appropriate alterations or additions. to be made to the znfbrmatzon, and
¢ . should cause notice of such alterations or adh?tzons to be given to
the individual involved and to any other agencies in this or any
~other jurisdiction to which the eriminal justice tnfbrmatzon ‘has pre-
vicusly been disseminated.

o

e
&

A major component of the right to control the flow of information about

one's self, which is one way to conceptualize the right to privacy, is the ability
to review and challenge data on oneself that is held by an agency.
is designed to implement the right of access
plementary.goals:
able to all citizens, and to create reasonable restrictions on the times and con-
ditions under which the right may be exercmsed to assure the security of criminal
offender records., u

This gtandard
~and. is 1n*ended to achieve two'.com~- -
to make the tight of access reasonably and conveniently. avail-

*The useyof a hearing officer, who is to determine whether there is Erl

facie evidence that criminal‘offender record information is inaccurate or in-
complete, is intended to dispose of frivolous complaints expeditiously.
standard-also provides administrative arrangements for the dissemination of
notices® that criminal offender record information has been found to be inaccurate
or incomplete.

The

o

Car .

A. Agencies Involved:
All criminal justice agencies that are primary information collectors
(that receive or gather data for their own use and may or: may not thereafter
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B. Legislation: . ° SRR o S
Problems will doubtless arise where agencies are required to open- their

files to the subjects of such files. For this reaSon statutory force may be
required to insure compliance.. For example, if intelligence and investigative e
files are exempted, then it may be a simple matter to place almost anything
into such files, knowing ‘that the individuals involved will not be able to protest
retention of such material. Granted, such actioris may not be illegal per se;
however, it does present some é&thical problems and compromises the intent .of
privacy and" security standards. ‘ ‘ s S SRR ;

Review and challenging procedures are conspicuouslyabsent from present
statutes. One exception exists with regard to the recording of a comvict's

conduct—~ the person is notified of any notation and has 30 days to challenge : -

the entry (SDCL 24~2-17). On the other hand, parolees are forbidden to, inspect
their own case histories (SDCL.23-60-2), and "the public" cannot inspect identi-

“fication records - (SDCL 23-5-7). : : > Y
g C. Administrative. Actions: = L o 5
@ s Standarized procedures for review would be.ensured by statute; however, \\ v

policy will serve well until a viable law exists. A crucial component of an
agency's obilgations,will be‘to see that corrected information reaches those
who have received inaécurate data. This will serve both the individual and the
agency. In the latter case, current data should benefit officials in their work
and eliminate the clashes possible if changes were made inosome,recérds but not
in others. These clashes could occur in court proceedings or at some other occasion
where input from different : sources was likely: - R

U. Funding: =/ ‘ . SRAEE

If an individual appeals the'conclusion of the agency after.anm audit or

if information must be transferred from a central location in order’that’an~
individual may view “it, a question of indigency may rightly be raised as costs ©
may be involved. The State:should bear the costs, so that revigwfaﬁd appeal
procedures are effectively available tov all citizens. Otherwise, the accuracy of
information collected on a given citizen may be a function of how much he/she
can afford to have inaccuracies corrected. :

It is mot anticipated that the volume of complaints.will necessitate an
increment in agency budgets. Access/dissemination logs (previous standard) °
will permit agencies to identify other agencies to be notified of ‘changes.

a

Ge

Standirrd 7.6 Ihfbeation‘fbr Research

6 a
i

1. Research Design and Access to Infb%mation. Researchers who wish to
“use eriminal justice information should submit to the agency holding
o the information a completed:research design that guarantees adequate pro-
. tection of security and privacy. Authorization to use eriminal justice,
information should only be given when the benefits reasonably anticipated
from-the preject outweigh the potential harm to security or privacy.
2. Limits on Criminal Justice Research. Research should preserve the
anonymity ef all subjects to the maximum extent possible. In no case
o should eriminal justice research be used to the detriment of persons, ‘
- to whom in?brmatioﬁ}relates nor for any purposes other.than those specified
ch person having acecess to criminal justice .

' in the research proposal. :
inding noudisclosure agreement with

o

- "k ; G,'
o ‘infotmationi should~execute
penalties for violation. =
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" 8. Duties and Responsibilities of the Holding Agensy. Crimindl Swadt.
agencies should retain and exercise the autzgrigy'tguapprovengi 2232;2:
monitor, and audit all research using criminal justice information. ’
Al ddta;generatedkby the ‘research program should be examined and verified.
Data s@ould not be released for any purposes if material errors or |
ommissions have occeurred which would'affect security and privacy.

Commentary : S

R

This standard,demandS(fﬁgt researchers respect subjects' pri;écy and that
their projects satisfy certaln security and privacy criteria as well as be '
supervised by the agencies whose. information they analyze. : :

- Research is a necessary function of criminal justice.
agencies should -cooperate fully with serious public and private research efforts
However, they must be alert to the potential darigers to system security and |
pergogal privacy from research prograins. The researéﬁers themselves shoﬁld ;
;deflnltely be subject to certain minimum constraints aimed at protecting personal

~ Privacy. Standardized rules would save agencies' time and effort and help to
;greate fairly uniform statewide practices regarding access to data. '

Criminal justice

Implementation o ‘ SR

A. Agencies Involved: r ’
iiiicy-setting dgency or agencies. .
G - agencies collecting, ‘maintainin or ot i i wit? imi
_justice information, whether on Eompﬁter filesfor int:e;:;i:ld:;iz:g Witﬂ crininal
‘ B. Administrative Actions: S
& Standarized policy across agencies should be promulga
t%pve;nor's Office in comfunction witl~those in eharge.ofpthe virzsgstriginal
u@;»qustlce systems. - ?his policy should- be designed to rgduce”the burden which would
" be placed nn agenties to select.and monitor projects, by setting forth very
d§tailed_checklists of points to look for and by designating certaiﬁ people
within each system who will be available to offer advice to the individual
agencies. Within particular agencies, especially thosg of moderate to large
be selected and tlieir dufies expanded to include

size, certain employees could
research monitoring and evaluation.

Standard 7.7 . Separation of Computerized Files ,
, \ o ~
| o gggzzgstemsfﬁontaznzng cr?m@nal offender data, the following protections
1. Tﬁe computer or the portion of the computer used by the criminal
qust?ce system should be under the management control of a eriminal
Justyce.agenQy and should be dedicated in the beZowing mavner. ,
a. Files should be stored in $.3 computer in such a manner that they
. cannot beﬂquifiedg destroyed, accessed, changed, purgedgrdf overZaid
i any fhgﬁzon°bq non-eriminal-justice terminals. =~ . . -
 b. Ihe.seﬁ?orrcrtmznql Justice agency employee in charge of’computer -
~Operations should write and install, or cause to have writters.. T
- - tnstalled, a program that will prohibit inquiry, record updates: v
ST _eséructzqn;of~recordé from any terminal other than-criminal justice
. system termingls which-are so designated. = i ‘
-P,éghesdéstruetaoq‘of records should be ‘limited to

specificaZZy~’
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Commentary - o @

) ImplementatiOn sl 7

 without aineed or right to know.
: A_so,prov151ons ‘should be made for -offenses involving penetration into the

(I

2

‘,deszgnated termznals under ‘the direct control of the crtmmnal Justice
agency responszble for mazntaznong the files.
e. The sentor criminal gustzye agency employee in eharge of eomputer
operations should have written and installed a classified program to
detect and store for classified output all attempts to penetrate any
eriminal offender record information system, program, or file.

This program should be known only to the sentor eriminal
Justice agency and the control employee and his inmediate assistant,

and the records: of the program should be -kept continuously under maximum )

security conditﬁoﬂs No other persons, ineluding staff and repazr
'personnez shovld be permztted to, know this ‘program. N
2. U%der no eireumstances should cromznal Justzce manual or computertzed
files be linked to or aggregated with non-eriminal-justice files for the
purpose of amassing znfbrmatzon abouv a specszed zndovzdual or speczfied
group of tndzvzduals.

| |\

R . [

The speclflcatlon of criminal Justlce management control of computerlzed
data and of software for file protection is designed to insure; that sensitive
ddata is properly safegiarded, particularly in regard to/its integrlty and its
use. It is 1mportant that management employ techniques appropriate to the level -
of the system's technology in order to satlsfy the security goals set. Therefore,

the standard is somewhat general in order to allow for developments in technology

i . ‘ N . . 4

g

A Agenc1es Involved. : V R ' Gy

Whatever agency is ultimately vested With the respons1b111ty of e e T

malntalning the computea system and/or the manual flle system
'B. Legis’ation:V B : o
South Dakota law doe( prohlbit distribution of informatlon 8 eo] persons
Such criteria are in need of some definition. ¢

system as outlined in the standard. Computer security is hlghly complex ‘and
should be augmented by statutory force. -
" C. Administrative Actions - :
A court ‘ruling or policy. would have to sufflce where statutory force
fails to be obtalnedeln this area. »

S%arjprd 7 8 Systﬁz Securzty

o

. 1. Protection f?om Acetdental Loss. Iﬁfbrmatton system operaiors should

o . institute procedures for protectzon of information. from envzranmental

b hazards znaZudtng fire, flood, and power f&zlure

Ageneoes adhznzstertng crzmznal Justice

o 2. Ihtenttonal Damage to System
. information systems should: adbpt seeurzty procedures whzch‘lzmmt access .
to znfbrmatzon fiZes., L . \ 4 o
B g . . N Y ‘ " O, : : .

e}
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“adequate security.
unauthorized access.

+

)

8, Unauthorized Access. Crimingl justice znfbrmatton systems should
maintain contrals over access to Information by requirving identification,
authorization,; and authentecatzon of system users and their need and rpght

Iy to know

4. Personnel Securtty : ‘ <
. Preemployment - Sbreen%ng Applicants fbr empZoyment in. znfbrmatzon
‘ systems should be expected to consent to an investigation of their
character, habits, previous empZoyment and other matters necessary
to establish their good moral chardeter, reputation, and honesty.
. Giving false information of a substantzal nature should dzsqualzfy
an applzcant from employment.
TInvestigation should be desigmed to develop sufficzent information
S to enabZe the dpproprzate offictals to determine employabzlzty and
- - fitness of persons entering critical/sensitive positions. Whenever
practicable, investigations should be conducted on a preemployment
basis and the resulting reports used as a personnel selection device.
b. Clearance, Periodic Review, Security Marual, and In-Service Training:
System personnel ineluding terminal operators in remote locations should
be assigned appropriate security clearances and should have their
clearances renewed periodically after investigation and review.
Bach criminal justice information system should prepare a security
-manual listing the rules and regulations applicable to meintenance
of system security. Each person working with or having access to
eriminal justice information. fiZes should know the contents of the
manual.. : 5 (N
c. System Dzsczplzne

of system security standards. Supervisory personnel should be deZegated
adequate authority and responszbolety to enforce the system s securzty
standdrds , _

Any vzolatzons of the’ prov13mona of these standdrds by any empZoyee or
officer of any public agency, in addition to amy applicable eriminal or civil
penalties, shall be punished by suspension, .discharge; reduction in grade,
transfep, or such other administrative penathes as are. deemed by the criminal
gustzce ageney to be approprzate. S :

i

Where any pubZtc agency is fbund mequZZy or repeutedly to have vzalated

the requirements of the standard (act), where other statutory provisions permit,

the dissemination of criminal history vecord information to that agency should
be pr'ohzbwed for such pemods cmd on, such eondwwns @3 are deemed appropmate

©

Commentary

Prlvacy and confidentiallty of 1nformat10n cannot be maintalned w1thout
General ‘areas of concern are accidents, vandalism, and =
Since the size and. faclllties of agencies vary. considerably
throughout the state, care must be taken to adopt the standard to their needs .
rather than to try to formulate a uniform set of requirements. An¥y-new systems

‘:,establlshed should incorporate security considerations in all aspects of their
: designs, from buildlng constructlon to software procedures.
o . . :

T

A S ; v S DRER
49 R . : S
oL A LTE e LT T -

The management of each crmmzndl Justzee information
« system should establish sanctions for aceidental or intentional violation




=

Ret)

P2 AR,

: coordination.

N

Y

It is the human element that is most likely to provide any breach of
security in the system. Procedures should be established to prevent persons
posing security risks from being employed in' any capacity affording them direct
access to the equipment and to the records in the system. An adequate program
of personnel security must cover the entire personnel process from recruitment
and selection through training and discipline. This should apply to programmers,
‘systems analysts, computer operators, terminal operators, their supervisory
personnel, and other individuals 1nvolved in the preparation or dissemination of
system data. :

Inadequate personnel selectlon procedures may not show up qulckly if there
are sérious problems in a data processing and systems organization. The
only insurance against this hazard is the adoption of adequate and p051t1ve
pérsonnel selection procedures.

A security system is omnly as good as management's commitment to it. The
managers “of each information system must undertake to establish and enforce system
security requifeménts. Senior supervisory personnel must be delegated adequate
authority and responsibility to enforce security standards. Included in these
standards must be ‘sanctions adequate to inhibit accidental or intentional
breaches of system-'security. Security breaches should be reduced through emphasis
on employee knowledge of the security manual, on explanations of the rationale
behind system security, and on the 1nstallation of p051t1ve attitudes toward
system security in employees.

The final element in a . good personnel security system is constant vigilance.

System management has to be continuouslyon the alert for possible breaches of
system discipline. Techniques such as personnel rotation, test probes, and in-~
ternal security reviews of all systems and procedures by specially assmgned per—
sonnel would.help to maintaln the integrity of the system.

Implementatlon

e

4 A. Agencies Involved:

Policy—setting;agency or agencies’

All agencies maintaining criminal Justice 1nformation, Whether on
computer files or in a manual system :

' B. Administrative Actions : : ' '

Rules and policy pertinent to screenlng, reView, etc., should be
standarizeu in order to prevent each agency from creating very distinct rules
"and procedures. Highly individualized rules w1ll only add to the confusion.

Guidelines should be issued by the Attorney General or whoever has been vested ’ o

with the responsibility for seeing that records are kept private and secure.

As for all other standards in this sphere, all segments of the criminal justice
system are covered. Thus cooperation between law enforcement, the courts,

and corrections is crucial if concepts such as security are to become a practical
‘reality. Lax security in one area, to the extent that data is shared, undermines
security in the other areas. The Governor should exert leadership and encourage

Additlonally, con51deration should be given to setting forth sarctions id)

’ *statutory form,- 1f for mno other reason, so that due process will protect the

innocent.:
C. Fundlng. : ‘

; .Several-avenues exist. for funding.
for providing security: manuals and other aid, perhaps by appointing a privacy
and, security officer. The legislature could appropriate funds to be dispensed
through the State Criminal Justice Commission and the District Criminal Justice
Comm1351ons, or through some otler agency, or to be given to the groups in charge
of the separate information systems. established. To the extent that® individual -

50

The State could assume respon51b111ty

agencies must institute procedures or purchase equipment in order to comply.
with statute or policy, the necessary increases in their budgets should be
automatlcally granted. ' :

Standard 7.9 Securzty and Przvacy Adenzstratzon

1. South Dakota should amend present Zegislation for protection.of
security and privacy in.eriminal justice information systems. The
amended statutes shall establish minimum standards for protection of
security and privacy, and civil and criminal sanctions for violations of
statutes or rules and regulations adopted. Penalities should apply to
improper collection, storage, access, and dissemination of eriminal
Justzce pnfbrmatzon. . ‘ :

- 8 Training of System Personnel. All persons involved in ‘the divect
operation of ‘a eriminal justice information system should be requtred
to attend approved courses of instruction concepntngthe system's proper
use:.and control. Instruction may be offered by any agency or facility,
provided that curriculum, materials, and instructors' qualifications have
‘been reviewed and approved. Each operator or supervisor shall attend

- a course of instruction within a reasonable period of time after
assignment t6 the criminal Jjustice information system. :

Commentary

=

South Dakota has enacted some legislation relevant to privacy and security;
these laws must be updated and expanded to confront current and potential problems.
Police guidelines are needed (if a balance between agency responsibilities and

Pprivacy protection is to be struck and these.must be more extensive and adaptable
s than leg;slation,;“,”, Lo

e A variety of sanctions should be available, up to and including removal of

an agency from statewide 1nformation networks and prohibition against dissemina-
tion of criminal justice information to offending agencies. Individual offending
employees should be disciplined by their own agencies. In addition to civil and
criminal penalties for breaches of security-and privacy, agencies should punish
such employees by suspension, reduction in grade, transfer, discharge, or other
administrative penalties.

should be grounds for sanctions against the agency itself. @

<

Implementation: . R
A, Agencies Involved:

, Policy-setting agency or agencies
> - Legislative Research Council' |
: ' Agencies capable of rendering technical and training assistance
(e.g., Criminal Justice Statistlcal Analy 315 Center and D1v151on of Crlminal
Investlgation) : : w

B. Legislation: ’ ‘ : e
- Sanctions for misuse of data should be set forth statutorily in order

that 1egal action -may be initiated by, for example, local law enforcement or i
~other criminal justice personnel who may‘witness or are party to illegal handling

of sensitive information. S ~ﬁ.
C. Administrative Actions: o ! v
Barring existence of statutory force, policy should be created to

support similar safeguards. Such policy’may be authored by the Attorney General

- 7 A\
: j ; . &
51001

‘Failure to exercise adequate control: over its employees
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or the Office of the Governor. Even where legislation exists, guidelines should
cover those areas which are not explicit enough in the legislation or for which

legislation is not appropriate. In any event, policies regarding training; must

be articulated. The Attorney General or the Governor could define training re-

quirements to be satisfied through an existing agency such as the Division of

- Criminal Investigation, through programs set up at large criminal justice agencies,

and/or through periodic special workshops or seminars. - Each agency would be
expected to adequately train its own personnel for its own individual information
system, to the extent that the system differs from those of other similar agencies
or to the extent that individual agencies must assume respons1b111ty for tralnlng
in the absence of statewide programs.

D. Funding:

"~ Training money could be granted dlrectly to the agency Or. agencies
offering the instruction; it could be derived from supervisory agencies' budgets;
it could be allocated by the legislature as training funding to’be administered
by some existing agency. ‘Where possible, employees should participate in
common training programs to cut down duplication of training efforts on the local
level and to minimize the need for any increase in.local budgets for training
purposes.,

DCI has been designated as the official agency for tralnlng law enforcemens
officers (SDCL 23-3-18), and a standards commission has broad powers with regard
to training (SDCL 23-3-35). The mode(s) of funding will depend on the type of
coordination established among law enforcement, courts, and corrections agenc1es.

 For example, if DCI were charged with all systems personnel tralnlng, one

budgetary increase could suffice.

A M s ekl e N i
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‘Standard 8.2 System,PZanning

}S STRATEGY FOR IMPLEMENTING STANDARDS

Standard 8.1 The Establzshment of Crcmznal Justtce Information Systems
User Groups '

. ; , @ ‘
' Each multi-agency criminal justice information system should establish a
user group representing the agencies who receive or provide the information services.

These groups should have influence over the operation and development of the
system. - :

Commentary

A properly constituted user group is important in that its advice is needed
to minimize. dupllcation and enhance cooperation between the agencies that comprise
South Dakota's Criminal Justice System. This proposed user group should be
small enough to serve as a contributor in the development of the system and also
to become an involved partmer in the final operating system.

Implementation *

A, Agenc1es Involved:

All criminal justice agencies, State and local and thelr representatlves
. Criminal Justice Statistical Analysis Center
B. Administrative Actions:

The Division of Criminal Investigation, the Courts, and Correctlonal
agencles each possess some form of a criminal justice information bank. These
agencies are in a pgsition to be aware of the many pitfalls that may arise.

Because the major types of agencies involved are few, coordinatlon should be a
relatively easy matter. . 4

v

South Dakota should establish a specific pZan for the feasibility of and

»'the development of information and statistical systems at State and local levels.

Critical elements of the pZan are as follows:

1. The pZan shouZd speczfy system obgectzvcs and services to be provzded
ineluding:. S

Q. Jurzsdtctzonal (State, local) responszbzlztzes,

b. Organizational responsibilities at the State level;

e. Scope of each system; and . :

d Priorities fbr dcveZopment o ‘

2. The pZan should tndocatc the approprzate fundzng source both for dcvelopment
and operatzon of the various systems.

3. The plan should provtde mechanzsms for obtazntng user acceptance and
envoZvement EE RPN .
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_Commentary

§

il
South Dakotghneeds a specific system plan to identify objectives and
services, especially those specified in the standard. No plan will succeed
without adequate fnndlng and the cooperation amd enthusiasm of the user agencies.
This plan should serve as a guideline for system development as well as
to document the feasibllity of the components of the system in relatiom to a
state such as South| Dakota. :
Implementation !
: 1
A. Agencies lnvolved
All criminal justice agencies, State and local o
State Crlminal Justice Commission ' - '
District ermlnal Justice Commissions 5
Criminal Justice Statistlcal Analysis Center
B. Admlnlstr?tlve Actions:
South Dakqta presently has no plan which would serve as a detailed
guide to systems deslgn, therefore, the Governor might profitably appoint an
agency to lead such'a committee, commission, or task force to study the problem
in depth. This klnd of arrangement might allow input. from groups and individuals
such as the Statistibal Analysis Center (SAC).
Whatever is developed will not, of course, be the final answer, part of
the standard covers lareas such as jurisdiction and funding. It may, therefore,
be necessary to pursue legislation in order to establish such a plan (and its
"updates) as a permanent part of the State Crlmlnal Justice System. . .

Standard 8.3 Systemjs Analyszs and Deszgn
] ; AT T
: - Any zndzvzdua‘\; systems Cc;ovezﬂed wzder the plan described above, funded

by monies from the Ojmibus Crime Control and Safe Streets Act of 1968 or other

State grant prog:mmsj} should be predicated on a system anaZys'Ls and deszgn conststem‘:

with the standards in this report.

General conformlty with the standards, developed by this Task Force should
be considered in grant approval in State programs involving Safe Streets Act money
and ‘other funding sodrces. This conformity may also be considered in system
designs funded by local ‘sources. Instant conformity is not expected but progress

Commentary

’ towards that end is recommended.‘

Implementatlon: ; .

A. Agencies Involved'
All crlmlna& justice agencies, State and local
" Division of, Law Enforcement Assistance »

B. Funding: “ ’
' Guidelines for funding arrangements should be compiled disbursed, and

explalned by the D1V1Lion of Law Enforcement Assistance (DLEA) staff, N Evaluation

of program p0551bllitv (or redesign, for systems already operational) should remain
with the agencies as 4 group or that agency designated as in control ~For unbiased
evaluation, the SAC mly be of considerable assistance. ~ ' ERR S

(o]
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EVALUATION STRATEGY
Standard 9.1 Preimplementation Monitoring

Preimplementation monitoring should consist of
a continuous ; )
andtassessment of avatlable documentation and milestone achzeve;eniezzsg;zamzysw,
syszem aralysis, design, development, and initial steps leading toward ac?‘;ucgzl
tmplementation. ALl items should be monitored relative to costs (both dollars

- and man-hours); milestone accomplishment (time); and qualzty (response time,.

:;clgz;é gzpiz;g?:;cezgw;, ;md czzccz,zmacy)h Both zntz'ar-and mter—agency considerations
articularly with respect to
or operatwnaz mformatwn and stamstwczzz system:onszstency wech other plamed

Where
this momtomf;a:;banzdae ra:zid appr'opmate the foltouing 'Ltems should, be considered in

1. System Aralysis Documentation
2. System Recruitment Docwnentation |

3. System Design Documentation
a. Funetional speeifications;
b. Component flow charts;
¢. Data base design (or acbmmstratwn),
d. Groupings of lees,
e. Structure of data in files;
f. File mazntenance_, :
. File capacity; : :
« Timeliness of datq 'anuts to f‘zZes_, = ‘
+ Data standards; , - g
. Module interfgces/data Z'Lnks, -
. Edit eriteria;
. Output reports: and
- Response time requzremerzts;. :

Sq

N R, \\‘-\‘

4. System DeveZopmem‘; Docwnentatwn s | ‘
a. Module deseription; N '
b. Component descz'zptwn,

e. User manuals; , ‘

d. Operations descmptwn,

e. Data base description; and

f. Processing modes deseription (manual
real-time). 7 v

o

computer-based batch, on-line,

e System ImpZementatwn Doczgmentaz‘:wn
a. - Component zmpZementatwn report;
b. Data base implementation repor't
‘e. Test plan reporz’:
d. Havdware r’equzrements report
‘e, Software requirements report;
. Physical site report; ,
g« Data security and confzdenmalzty repoz’t
71 ‘»_ImpZementatwn monitoring repoznt ,
2. Impact evaluation report; and ,
J. System tr*ammg r'eport :

o

. el
¢ ‘
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* to administrative policies.

Commentary

Preimplementation monitoring is concerned with the effectiveness of
the design of the proposed system, not only with respect to potential users of
the system but also relative to other systems and agencies. The preimplementation
monitoring and documentation make extensive use of prior, related, successful
system development.

Implementation

]

A. Agencies Involved:

All user agenciles involved in the Criminal Justice Information System

Criminal Justice Statistical Analysis Center
B. Administrative Actions: - e

The difficulty of drafting an applicable statute necessitates deferring
All relevant agencies should be involved from the
beginning, and by consensus of the others, an agency may be designated as a
clearinghousefor questions, problems, and dissemination of successful strategies
to other user agencies. '

Whether or not the Statistical Analysis Center ’SAC) is in the most ad-
vantageous position to accomplish these ends may be debatable. There is no
question, however, that the SAC has both the requisite expertise and time to
devote to such an undertaking. '

C. Funding:

Funding may have to. be restricted to each agency s budget w1th supplemental

assistance from the Law Enforcement Assistance Administration (LEAA). The initial
development comprises most of the work and once the system is cperating, standarized
procedures will enable each user agency to monitor on an in-house basis.

Standard 9.2 Implementation Monitoring
A key consideration in implementing systems is providing maximum assurance

that the eventual operating system meets the design objectives. - -Implementation .
monitoring should employ a specific series of quantifiable measuring instruments

“that .report on the cost and perfbrmaneegof component parts and the total system.

The eost/perfbrmanee monitoring of an operating or recently developed system
should focus on: man-machine interaction, software (computer and/or manual

, processes) and hardware (computer and/or non—automated equipment) .

1

Commentary

~1v

. The component and total.system cost is not just the one—time development
and implementation cost, but it also includes recurring annual operating costs. N
Although this aspect of evaluation is relatively novel it is important if
any consistency of measurement of effectiveness of;the sygtem is to be achieved.

0

Implementation, .

A. Agenc1es Involved: ¥ ( :

All criminal justice agencies, State and local with empha513 on the
agencies in control of @¥e component information systems :
‘ B. Administrative Actions:

The same~commernts found in section B of Standard 9 1 apply here o
. | 56 ;
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best suited to informal inquiry. \
. evaluation of information systems, even formal methods of evaluation are often

<

C. Funding.
There is some question as to whether or not such a procedure might
not be better implemented via legislation in order to provide a constant source
of funding; such a decision must ultimately rest with those agencies involved.

Standard 9.3 IMpact Evaluation

Periodic impact evaluation of the entire South Dakota Criminal Justice
Information System shouZd be conducted as appropr1ate and feasible. :

Periodically, or upon request by the Information Systems Advisory Committee
to the South Dakota Criminal Justice Commission, the system's component agencies
shall design and zmpZement a systematic procedure for impact evaluation which
should determzne

1. What information, communieation,“and decision procesgses in a criminal
Justice agency exhibit the greatest positive and negative impact due to
the information and statistical system;

2. What reZattonsths exist between speczf&e features of the system and
the benefits to the user, and

3. Attitudinal and behavioral changes produced by the information systems.

qummentary

This standard states that impact evaluation should determine 1) what
information, communication, and decision processes exhibit the greatest positive
and negative impact due to the information system; and 2) what relationships
exist between specific features of the system and the benefits to the user.

On paper these targets for evaluation seem dictated by common sense and perhaps
But, due to a lack of experience in the areaof

vague, untested, or both. To gain the most from an information system, evaluations
should be‘conducted in the most thorough and conclusive manner possible.

, The attitudinal and behavioral effects of information systems are usually

not taken into account, yet they have a major impact on how the system is used
and how itin tuin affects  agency operatioms.

The development of a strategy to evaluate the impact of the criminal justice
information system is going to be a complex task since the agédncies involved
already have a difficult time evaluating their own successes . The relationship
-of an information system to an agency's operational effectiveness is often clouded
by the contribution of the decisionmaking mechanisms ‘which the information
systems .ar¥e supposed to assist,

The implementation of a formal evaluation pzogram does provide some
assurance against premature judgments of costs and benefits. Furthermore, the
development of evaluation models and strategies will contribute to a better
understanding of the overall criminal justice information system. The success

f@? the evaluation program depends not only on a carefully constructed program,

but also on the Preparation called for through preimplementation and 1mp1ementation
,monitoring.
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Implementation

2 o
A. Agencies Involved: .
All criminal justice agencies, State and local 0
State Criminal Justice Commission ‘
Criminal Justice Statistical Analysis Certer . ’
B. Administration Actions: R ‘ : ‘
Such a plan of evaluation will require considerable coordination either
through the SAC or some other designated agency. Since the SAC's position is that
of receiving input from all criminal justice agencies across the State, the task
of evaluation could be simplified by using the SAC. Problems may arise where
another agency is designated to perform the impact evaluation; State agencies

are frequently in competition with each other (budgets, personnel, etc.) and
this condition may lead tc a situation that is best avoided, if possible. »The
SAC should have no“Vested interests that would result in intentional mis-
interpretation of data.

C. Funding: .

A combination of State, county and local funding, coupléd:wiéh LEAA ?
grants, may be most appropriate. ’ : , -

C S

(=

o






