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ABSTRACT 

,Under a grant fr.om the National Criminal Justice Information 

and Statistics Service of the Law Enforcement Assistance Administra­

tion, The MITRE Corporation conducted a review of the current sta:tus 

of interface among four types of criminal justice information systems: 

the Computerized Criminal History ,System, the Offender-Based State 

Corrections Information System, the State Judicial Information 

System and the Prosecutor's Management Information System. In this 

review, system interface refers to the exchange of information among 

,;information systems. This report presents information on the nature 

and extent of system interface, the influence of privacy and security 

regulations and the operq.tional status of these systems in 14 states. 
'I--Data gathered through site visits and discuossions with LEM program. 

monitors, system developers, and criminal justice professionals 
, ,<I • >-

involved in the implementation and operation of these systems are 

examined and summarized. 
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EXECUTIVE SUMMARy 

Introduction 

Under a grant from the. National Criminal Justice Information, and 
,'\ 

Statistics Service (NCJISS) of the Law Enforcement Assistance.Admints-
~1~1 ;1 "-

tration CLEM), The MITRE' Corporatiorl assessed "the current status of 

irit.erface (i. e~, the exchange of ,criminal, history ,record information) 
" '" " ", . t", 

among"'~foltr computeri~ed criminal justice" information systems. This 

review focused on four specific information syst.ems': 

• Computerized Criminal History System (CCH) , 

• Q~Jender-Based :tate Cori:~ctions Info'imation System, 

" (OBSCIS), 

• State JUdi5~~nf?rmatio~;.::~)stem (SJI8) and ,j 

• Pr.osecutori~,rManagement Information System (PROMIS). 
o 

The purpose of the review was to. assist NCJISS anCl the states in the 

formulation of overall policy with re$pec,t to the future direction of 
<' .... \ ~:;;j-

int~~face among these four information sYEit:ms. In this context, 
.. ~ 
interf,.ace is defined as the systematic interc;.ha~ge Of . inf6rma~ion 

.' • \~ '. ,/!. among criminal justice 

basis. Inadditi(d~ to 

~nfQrmat J.g.!}systems on a system-to-:-system 
ir 

s· . reviewing: the status of .' interf&ce among these 
" . 

systems, this study also examined other aspectp of these sY~'§'l1ls 

which might affect :Lnted,ace including: 
. ' . .' . 

• the development and implemen,tation of these systems; 

• "the cllrrentoperational status arid use of these 

systems; aIld "i\ \\' 
thein:fluence of privacy a.nd security negulations 

\"" \' 

on system, design and oper,ation. 
" 

Infprmation sources for ,ehis review included interviews with the 

'systemdev~lopers at SEARCHGrgup, Inc. (S,BI), .the, Institute for LaW' 
Co: ::,> )' ,'. , . .", " , 0'" ' l:.)'·O.:,:' "," Q 

a~dSocial Research (INSLAW)~nd the,r::{ational QenteXior"Stcl.te Co.urJs, 

as ~e;1.l(~s· site visits tot ~yst~ntimpl~~nte;s cm.d use~'~ in stalte and C 

I) '< 

xi 

\. · .• ··preCeding'p~g~bl~~~n ".: 
L,_.,. ~ -.. .:.. . .-'-•. ""~~~".-:>-.~_.-,.'''"'.'''"~~~ ,-...... ",...~-'" _,~\iI.~ ...... ..,.· 

"'{1. 

". , ·..,....::....;,...,...;;,....".;..,....;..~..,.,..-.,......;,.......~.·~~:-;·7iF~:-····----.,.,..·~·':-:------.....,,~~~~"'· .. 
~~::~ .. ~~~. ~,~.< . ,: .. : 

o 
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lR~q),,: gove:m1l1enit<ag~mGies,. The·presen.t repor.t·exami11es. the; infOl:'m13.:"" 

ti;on. gathel:'.e_d fr01l1: the· 1.4: states o visited. 

;8,. :Gnt;elCfaqe', 

T.hej: inte:lZ.Da.c;e;, of crin,\inal Jus.t;:;j,:S~. informatiqn sYS1;eW,f? i~ generally 

inten<1ed tQ; CJ.;qhieve thI:".ee maj orpllrpose/,>: 

_;;, to, ma;lritC!:;in. cqT!lP'r.ehens;i.ve :cI:inlipa:L, hiqtory. Tcecopcl 

j~£9.rn:\~,j~ ,i;cm (Cijlq:}; 

-~t to;,\\r,e9.1.iG.e redund~:p,.c,i.e$.; of d!iti'l .. ' colleGtioll,st()rage, 

C!np. a.na.1YE!is; .. alld. 

-;;i to .. pro.mop,e. the' tiw,ely exch;:rqge o.f, C01l1P,lete apcl' 

a~cup~te dg):,a, a111011K· agenciea• 

In;o,):,de17 tOPl:'omQtethe exchq.nge of CHRT on an int:ra;",stat;e level, 

a,:CCI;L systel1l:.is:,. int;encl¢cl as, the. cent17y~;L repos;itory of: GHR~ with;i.n: a,. 

sgat'e; T'he. siYstem,.:wouJ,dcollect theivariou$ elemepts of' GHRI. (e.g., 

arrest recqrds., conyic.tion recorcts and sentences) frow a var:iety of 
.:::-' 

sQu:rc.es. (e .. g., pol:i;ce departments, tric:il courts,. proba:tio.n agencies 

and' correct;'l!ons(.depar;ttl,l,ent;s) ; c:ollatethese dive:rse itel1ls. of. inJ:0 r..-.. 
, .. ' ': \', . - , 

m;;J,~ioI),:; and. ~;intaj.n <ind dissemin!iteC:HRI.. At the s:tate. leve1,.,S.JIS 

a]J.d OBSClS' (aTI,lQng their other functions} were seen as. the vehi:cles 

f . h' . d t •. r· .... ansm.l.·ttl.·ng tho.s.e. '.' e.lem.en.ts of CHRl· which. are- tihe .Or gq.\:, erl.ug5.: an, . 

l:'esult,o£ dec.istqns.made: about;: an offender (e.g., the imposition of 
' ••• ,' > 

se:nt~nGe:ancl r¢:1~,a$¢.~n>P9'1:'01e) by the Gourts andcorrectiqnp ag~:ncies. 

ERQ~r$"" hpweveJ;,. as: .a local system, was,. no.t seen, as a. direct cont1;~~U"'" 
,. ..~ / 

t9.r' to.·th~' s,ti,lt~;Cql sys.tem:althougll. I'ROMIS installations may. have 

the" ca,pq..~?:t,.y;;:' t,q, dP: so •. 

Thu.s:) ~n: otd~r. t(:j pr.o;vi4e accu:r.ate, . tim.ely and comple.t~ GijRl, it;: 

seems.that. somefQp,lIi,of dc:j.t;fl,.e;x:c.hange.a.mqng. ip:fopn~tion ~Y'stems. 
't", ,,' _" .• ',' ~ . -"; ,,- " ' • " ,', - . 

(wp.et;ber , syst@I\l-to.,...syste!1i;:or., agency-to;"'agency) ,m1.is t,i·be,; e.ptab;L.i~4ed; . 

HoweVer, . thi2. exten;t of .,' ip.terface actua:J,1~ achieved among the four 

xii 

TJ 

. . ' 
.. ~ ____ -"'_-""tl~~~~~r;;WPJ:;:jj,· 

systems included in this study is very limited. Although interface 

may take one of several forms (e.g., hardcopy or printout, magnetic 

tape, disk or punched cards, or computer-to-computer) in most situa­

tions where in.terface does e;x:ist, data are, in fact, exchanged by 

sending printouts or sbme other form of "hardcopy" from one agency 

to another. This form of interface may be characterized as linkage 

between agencies rather than interface among automated information 

systems. 'I Multi-system interface based on other forms of data exchange 

is apparently not widespread. Among the states surveyed, evidence of 

tape interchange is limited to only a few applications. There are no 

examples.of integratedcomputer-to-computer interface among the four 

types of systems reviewed. There was, however, one example (Alabama) 

of the interchange of data by agencies sharing the same computer 

facilities. 

The establishment of interface among criminal justice information 

systems appears beset by a variety of problems, both purely technical 

as well as organizational and institutional. I.JITRE I s discussions with 

system developers, implementers and users indicate that the purely 

technical problems (e.g., compatibility of hard'vare and software, 

commonality of clata elements and specification of postive identifiers) 

are clearly amenable to solution; however, the organizational and 

institutional problems seem to represent a more serious obstacle to 

system interface a,nd appear much less amenable to resolution. 

The t)1reshold issue regarding the development of interface in the 

states visited seems to center on the perception by officials of the 

need lo develop CRRlwhich is as accurate, timely and complete as 

possible. Additional significance is given to the completeness .factor 

because the. degree of completeness sought increases: the difficulty 

of obtaining eRRl, the accuracy and timeliness of CHRland the 

need for exchanging information among criminal justice agencies. 

xiii 
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The perceived need. for' )-~(ccurate, timely and complete CHRl varies 

from system: to system. As the central repository df CRRt, CCll systerris 

have: tended to' pla:ce the. greatestempMsis off inter'face of one form 

or ahother in order to collect, maintain and. disseminate accurate,. 

timely and COriipl~te CHIU. Ainong the other three systems,. OBSCIS 

sye;teiiishave tended to place mote emphasis on'interface dr, at least, 

the ~cMnge of data with CClt systems, because GiIllI is tfsedby correc­

tidrisageticiesfor avafiefy of purposes including risk classification. 

i'hevariations inpeI.<-ceived need' are exacerbat'edby the fact that 

there are fundamental diff$rences in the primary goals for which these 

systU~ins were developed. CC;H.sYstefus hav'e been ilIlplemen'ted to meet the 

CHRJ; requireurents of va:r:tou~'criminal justice agencies and, conse­

quently, h:av'e focused on, 'the need to exchange data inane fOrlIl or 

andther. However, the.' prifuaryptlrpose of the state and local agencies 

implementing and operating OBSCIS,. SJrS 'and PRoMIS has been, to meet 

speclfiC. organization;3.1 heed,s (e.g •. , the management info'rn1ation needs 

of carr'ectiohs, state Court adtiJ:in'istr-ato:rs andp'tosecutors). 

Among the other factors affecting intefface are the fo.llowing.: 

-- the extent ·.to which the design,. :implementation and 

operation Of CCH, OBS.CIS, SJISand PRONIS systems 

within a state l1av'ebeencoordinat,ed; 

the 6cctl1:renceofiritra",:systetn. 'conflicts; 

the deVel0pIheht 'of local-level criIninal Justice 

information systems in i'solat.ibi:tfrOlIl sta:te-leval 

efforts';,and 

the natut'earid scope of ·differencesinthe 

'operational s,tatu6 of GCH,O:a'SCI8, SJI8·, and 

'PR01:lIS 'syS'te'IDs with:i.hthe same state. 

xiv 

C. Privacy and Security 

LEAA has provided financial support to many of the CCR, OBSCtS, 

SJIS 'and PROMIS systems operating in the 14 states visited during 

this study prior to or, at least, concurrent with the promulgation 

and amendment of the privacy and security regulations. Individual 

system development and implementation were, however, frequently 

already underway when the privacy and security requirements were 

originally written and amended. It was not surprising, therefore, that 

~ the review of CCH, OBSCIS, SJIS and PRO'MIS in the 14 states indicates 

that the federal privacy and security regulations have had little, 

if 2"1.y, direct impact on the design of many of those systems. 

In terms of system operation and continued development, the 

greatest impact of the federal privacy and security regulations seemS 

to have been on the CCR (as a central re.pository of eRRI), with much 

less influence on the three other systems. All syst~ms visited have 

instituted some measures to protect the data maintained in their 

files. Typical among these procedures are personnel background 

screening, controlled access to terminals, password authent,ication 

for access to data bases, facility protection and some control over 

dissemination. Such measures are generally in line with initiatives 

taken to secure any computerized data base. / 

In contrast, it appears that less attention has generally been 

given to implemetation of safeguards to ensure the privacy of the 

individuals whose names are contained in the data bases of these 

systems with the exceptiqn of CCH systems. 

\ 
The CCH systems visited have instituted a wide variety of pro~ 

cedUl::es designed to meet the privacy requirements of the federal 

regulations. Among the procedures implemented are'audits~ logs, noti-. 

fication systems and procedures permitting individual access and review. 
S 

xv 



Sy'stemmariagers were concerned that the regulations might affect 

.the operation and use 'of these systems in the futur.e. For example, 

suppose an SJIS systenl began toaccutntilate GHRI in support of a pro­

g;i;'ain such as sentencing guidelines (e.g., those developed in the 

state of New Jersey), would there be a change in the applicability of 
'. ? the'privac'y arid security regulations to such court-oper.ated systems. 

'1,'her~ waS also conCern that full implementation of compliance mecha ...... 

nisini3 will be costly, might have unexpected.ramifications 

perhaps ;Lnhibit future system development and operations. 

and' could 

The extent to which procedures have been implemented pursuan.t to 

t.he LEA! regulatiohs appears :'t'o be related to perceptions about the 

d'egree to which each system is actually affected by the LEAA regula­

tions. It is generally acknowledged by persons involved in managing/ 

o'perating computerized criminal justice information systems that. CCH 

systems 'contain criminal history record information (as defined in 

the federal regulations) and are, therefore, clearly subj ect to the 

requirements of the federal privacy and security regulations. "How­

ever, pe:,rceptions concerning the application of the regulations to 

1:heother types of systems are frequer'itly quite the opposite. Fur­

thermore, in the case of SJIS (which has been exempted from the 

federal regulat ions) and, in some instances, PROMIS, the data in the 

f;Lles is considered to be legally discoverable a~d/or in the public 

Qomain. In someca:ses,PROMIS data were considered to be part of 

the "private" or confidential. files of the distrist attorney. 

D. System Ihwelo.piIient, Implementation and Operation 
_. .., 

In developing eeH, dBSCIS and SJIS systems,emphasis at the 

stape-'-level has been focused on the intra-state (e. g •• CCH) or intra­

agency (e.g. ,Oj3$CIS) goals of the.se systems. At the national-level, 

emphasis seeinsto be placed.,on the inter--state ghals of the systems. 

This lack. of congruence hetweenstateand national views of the goals 

xvi 

of these systems may affect the future development and operation of 

these systems particularly in the area of funding support from state 

and federal sources. 

In contrast, there is no tension between the goals of PROMIS at 

the local and national levels. Designed to be tailored for use 

locally; the jurisdictions visited in this study have emphasized the 

use of PROMIS as a management and/or operational tooL Thete has 

been considerably less (if any) interest in the case weighting scheme 

or in research, and there appears to have been a gradual change in the 

national goals moving toward paralleling or acquiescing in local 

purposes in implementing PROMISe 

In addition to this apparent tension between state and national 

goals, MITRE staff also found considerable variation across each 

type of system (i.e., CCH, OBSCIS, SJIS and PROMIS) in terms of 

system implementation and operational status. Moreover, there is a 

trend toward utilizing transferable software packages and adopting 
I 

new technologies such as mini-computers. This is the case in PROMIS 

and in the latest version of OBSCIS. There also appears to be some 

question as to whether it is viable. to attempt to implement SJ1S in 

a state with a non-unified court system. 

E. Recommendations for LEAA 

A review of these findings indicates that there are five major 

policy issues which LEAA should explore or re-examine: 

• the continuing need for criminal history record it'l.formation 

(CHRI) and, consequently,. for interface; 

• the apparent lack of congruence between state-level 

and national-level views of the goals of the CCH, 
\') .~, 

OB8CIS and SJIS programs; 

xvii 



e' the evolving impact of privac.y and- security regulations 

. , 1.' n the l1.··gh't of' ne'w' , technolog'y such as particular~y 

distributive processing; 

.' the trend: toward developing systems which can be 

transferred from one jurisdiction to· another; and 

It the significance of the proliferation of local criminal 

justice information systems. 

In coordination with the states and. lo.cal juristictiOriS (as appro­

priate), LEAA should seek to resolve these issues before any major 

decision is reached regarding the future s.tatus of interface, the 

application of privacy and. security regulations and the future 

development and implementation of CCH, OBSCIS, SJIS and PROMIS 

systems. 

T; 
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1.0 INTRODUCTION 

Over the years, the various commissions l which have examined crime 

problems and our responses to them have emphasized that all criminal 

justice agencies need timely and accurate information to function 

properly and to meet their responsibilities, whether these lie in 

planning, operations,administration, management, or policy analysis. 
" 

In 1967, the Pre:sident's Commission on Law Enforcement and Administra-

tion of ,Justice recommende&£;' that criminal justice agencies use computers 

and information systems technology to meet their data needs. Further­

more, observing that each component of the criminal justice system 

(e.g., the prosecutor) has information needed by other components 
3 (e.g., the courts), the Commission suggested that an integrated 

network of information systems be developed which would 'allow the 

exchange of data (interface) among systems. It is within this 

context that the National Criminal Justice Information and Statistics 

Service (NCJISS) of the Law Enforcement Assistance Administration has, 

over the past decade, funded the development and implementation of 

information systems which were intended to meet the information needs 

of variouscriniina:l'justice organizations. This study examines the 

extent to which criminal history record information (CRRI) is cur-

rently being exchanged among four of these criminal justice information 

systems: 

lpresident's Commission on Law Enforcement and Administration of 
Justice (1967); U.S. National Commission on Law Observance and 
EnforGement (1931); and National Advisory Commission on Criminal 
Justice Standards and Goals (1973). 

2president's Commission on Law Enforcement and Administration of 
Justice, The Challenge of Crime in a Free Society, Washington, D.C., 
U. S". Government Printing Office, 1967, pp. 266-269, hereafter 
cited as Challenge of Crime. 

C;' 

3 
Challenge of Crime, pp. 267. 

1 

._---_.-

j 

I 
t 
!. 

I· 
I 
! 
I 
i' 
f 
~, 

r\ 
n 



• 

• 

the Cornputeriz.ed Criminal History System (CCH) , 

the Offender-:Based State Correction~ Information 

Syst~ill (OBSCIS), 

the State Judicial Information system (SJIS) and 

the Prosecutor's Management informationSyst~m (PROMIS) ~ 

. The Cr:pnin~l Jus.tice Information SYEltems Interface Proj,?ct 

~hereinafter referred to as the Inter~ace Project) was initiate.d 

by NCJJ:~S with two primary goals in mind: 

" to review the present status of interface among CCH, 

OBSCIS, SJIS, and PROMIS systems that have peen 

'implemented and h.;1ve gained operational exp~rienl:e 

• to assist the states and NCJISS tn formulating overall 

policy re~a+ding future interface among these systems. 

-~-~- -------~ 

The nature and extent ,Qf interface amqng CCH, OBSCIS, SJIS and 

f.ROMIS systems has tq be viewed in tIle context of the operational 

. status of these systems as implemented within the same jurisdictiqn. 

I:!owever, to be meaningful, the present status of these systemEl~ in 

turn, has to be viewed in the cqntext of the asstlmptions and expec..,. 

ta.tioJ:ls that h!ive jtlstified federal support and influ~nced the ~ 

evolut ion' of these systems. 

1.1 Basic AssumptionEl,Underlying Criminal Justice Information Systems 

Th~ basj;c assumPtions which shaped the developmEmt andimple,., 

mep;tation of the four computerized criminal. justice information 

sys~erns covered in this study are, in general, commoll to most, if 

not all, criminal justice information systems. These assumptions 

can be grouped into the following four categories: 

• 

• 

• 

• 

Criminal justice agencies need timely and accurate 
. f . t· 4 ln orma lone 

Criminal justice agencies can acquire, store and retrieve 

needed data through the use of computers and modern 
. 5 

communication system technology. 

There is a need for the interchange of information 
. 6 (Le., interface) among criminal justice agenCles. 

There is a need to. ensure both the privacy' and the security 

of the data contained in criminal justice information 
7 systems. 

1.1.1 The Need for Information 

The assumption that criminal justice agencies need information 

in order to achieve both their operational and managerial goals and 

objectives efficiently and effectively would seem to be self-evidertt • 

4president's Commission on Law Enforcement Administration of Justice, 
TaskForce Report: Science and Technology, Washington, D.G., U.S. 
Government Printing Office, 1967,pp. 2, 68-70, hereinafter cited 
as Science and Technology; President's Commission on Law Enforce­
ment and Administration of Justic~, Task Force Report: Crime and 
Its Impact-..,.An Assessment, Washington, D.C., U.S. Government 
Printing Office, 1967, pp. 123-125, hereinafter cited as Assessment 
of Crime; National Advisory Commission on Criminal Justice Standards 
and Goals, Report on the Criminal Justice System, Washington, D.C., 
1973, pp. 2, 33-35, 37-40, hereinafter cited as Criminal Justice 
System. 

5Science and Technology, pp. 68-69; Criminal Justice System, p. 33. 

6 . ' 
Assessment of Crime, pp. 123-124; Science and Technology, pp. 70-71; 
Criminal Justice System, pp. 37 .... 43. 

7Science and Technology, pp. 74-76. 
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Yet the'national significance of this, need was not publicly recognized 

until 1931, when the Wickersham Commissio~suggested " ••• the deve10p-
!I 

ment ofa 'comprehensive plan' for 'a complete body of statistics 

covering crimes, criminals, criminal justice, and penal treatment at 

the Federal" State, and Local levels' •• ~18 Some thirty years later, 

the President's COmmissi6n on Law Enforcement and Administration of 

Justice again stated that: 

••• (wYith timely information, a police officer could 
know that he should hold an arrested shoplifter for 
having committed armed robbery elsewhere. ' With a 
more detailed background on how certain kinds of 
offenders respond to correctional treatment, a judge 
could sentence persons more intelligently. With 
better projections of next year's work10ad,a State 
budget office would know whether and where to budget 
for additional parole officers. 9 

In 1973, the Nationa:1 Advisory Cotmnission on Criminal Justice 

Standards and Goals made similar points: 

{a}ll criminal justice agencies, those with operational 
responsibilities ,and those, with planning or policy 
responsibilities, require substantial data to function 
properly as a part of the overall criminal justice 
system. In general, criminal justice agencies require' 
information bn the events that initiate and terminate 
criminal justice processes; on people (suspects, victims, 
offenders, etc!.) who are relevant to the operation of ,the 
criminal justice system; on property (particularly 
when stolen or associated with a criminal event}; and 
on the operation of the, agencies themse1ves. 10 

8U.S.Nationa1Commissionon Law Observance and Enforcement, Report 
on Griminal Statistics, Washington, D.C., U.S. Government Printing 
Office, 1931, pp. 3, 6 as ,cited in Assessment of Crime, p. 123. 

Ii 
9 " 
Science and Technology, p. 68. 

TO' ' 
(Criminal Justice System, p .37. 

4 

Bot;,J:<Commissions decried the lack of timely and accurate data and 

its availability in a form which could be used by criminal justice 
11 agencies for operations and management. 

1.1.2 The Promise of Modern Technology 

Both the President's Commission and the National Advisory Com­

mission were of the opinion that the app1ication\of modern information 

technology to criminal justice could provide the means of making 

available the timely and iaccurateinformation needed by justice 

system decisionmakers for operation, planning and policy setting 

tasks. Drawing an analogy froin the fields of business and defense, 

the President's Commission stated that: 

(m)odern information technology now permits an assault 
on these problems at a level never before conceivable. 
Computers have been used to solve related problems in 
such diverse fields as continental air defense, production 
scheduling, airline reservations, and corporate manage­
ment. Modern computer and communications technology 
permits many users, each: sit,ting in his own office, to 
have immediate remote access to large computer-based, 
central, data banks. Each user can add information to a 
central file to be shared by the others. Access can be 
restricted so that only specified us'ers can get certain 
information. 

Criminal justice could benefit dramatically from computer 
based information systems, and developing of a network 
designed'specifically for its "operations could start 
immediately., (Emphasis added.)12 

1.1.3 EYstem Integration 

The President ',s Commission recognized the fact that each 

criminal justice agency may have information that is also needed by 

llA 'f' 123' 1 ssessment 0 Cn.me, p. ; Cn.mina Justice System, p. 37. 

l2S . d T h 1 68 cJ.ence an ec no ogy, p., • 
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otller criminal justice agencies. Consequently, th-a Commission 

recommended tlwt a variety of communication links be established among 

different agencies at the local, state and national levels. 

An integrated nationalip.fo;rmatio,ll system is needed 
to serve the combip.ed needs at t:;tl'e National, State, 
regional and metropolitan or county levels of the 
police, courts, and correction agencies, and of, the 
public and the research community. E,ach of these 
agencies has information needed by others,; an 
information system provides a means of collecting 
it, analyzing it, and disseminating it to those who 
need it. Each can be kept in close communication 
with the others, and information transferred by 
voice, by teletype, or computer to computer. 13 

In that contex{;the Commission stressed the necessity of developing 

minimum uniform standards for the exchange of data. 

I:··' Information to be exchanged with other ~u:i:~lsdictions 
"'must, however, meet minimum standards of contEm,t and 

format. ]furthermore, reporting j urisdictions;!JrlIS t be 
responsible for updatin.g their portion of a common 
information pool. Only that way can the files be kept 
current and complete and the systems n~t saturated with 
useless information.14 ,,' 

Howevf..r ,the President r s Commission WaS als,o cognizant of th~ fact 

that local and state criminal justice agencies have the primary 

responsibility for police, courts, and corre,ctions throughout the 

Un,i ted States.. Therefore, the COIJlluission s tressed the need for 

$uch local and state agenci,e,$ to tailor the development and 

implementation of inf}:)'rm;ition systems to their own requirements. 

l3challenge'OfCrime,p. 600. 

14 " 
S,cience and Technology, p.' 70, 
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Since law enforcement is primarily a local and State 
function, the overall p±ogrammust be geared to the 
circumstances'and requirements of local and State 
agencies; and, wherever practical, the files should 
be located at the13e levels. Even the specifications 
and procedures of the national system must conform 
to local needs, and should be developed by people 
familiar with them. lS 

In addition, the National Advisory Commission attributes the poten­

tial of such an integrated network of local, State and Federal 

criminal justice information systems to the following factors: 

• the urgency of thei~atic-::;,'s'drime problem, 

• the availability of computers a~d data processing equipment 
and 

~ , 16 
• the emergence of highly skilled PTofessi:'.6nals. 

Unstated in the Commission's recommendations'is the a$sumption that " 

State and local criminal justice agencies agree that not only is 

there a need to exchange data among agencies, but that they are also 

willing to do so. 

1.1.4 Privacy and Security Requirements 

No matter how sophisticated or technologically advanced a 

criminal justi~e information system may be, there are a number of 

problems commonly assot:!iated with the criminal justice data 

collection proceps. For instance: 

• 
• 

• 

Records may contain incomplete or incorrect information~ 

Information may fall into the wrong hands and be used 

to intimidate or embar'rass. 
ll, 

Information may be retained long after it has lost its 
'c, 

usefulness and may serve only to harass ex-offenders, and , '. 

15 f 
Challenge of Crime, p. 606. 

1.6Criminal Justice Systems,.ep. 33. 
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its mere exist~nce may \.,iminish an offender's belief in" 

the possibility of redemption. 17", 
" Prior to the application of computers and communication technology by 

criminal j uS.tic·e agencies, the inefficiencies inherent in manual 

files provided a form of built-in protection. !iow, however, while 

data volume has decreased the usefulness of manual files, modern 

t'echno10gy has., at the same time,aggr:avated the problems regarding 

the privacy and securil::y of criminal justice data by reducing such 
.'18 

inherent protect.l.ons. 

It has been suggested that laws and/or regulations regarding 

the protection of privacy and security be based on three primary 

policy assumptions: 

17 

• first, the standards must recognizetha.t criminal justice 

information has the potential to invade the privacy of 
" and otherwise stigmatize and;}harm subject iridividuals;, 

• second, the subject's interest in regulating criminal 

justice information must be balanced against society's 

interest in using this information; and 

• third, automated technology inevitably .must-assume a 

1 . h h 1· f .. 1· . . f . 19 lar.<)r ro e l.n t· e and l.ng 0 crl.ml.na Justl.ce l.n ormatl.on. 
(~.:.,J.! 

Science and Technolo&y, p. 74. 

l8The tenus ;'privacy" in this context refers to the. protection of the 
intere~ts of the individuals whose names are maintained .in the files 
of cr:llI'inal justice inf0'l:"lllation systems., while the term "security" 
deno£es therrl>C!asures takell to prot:'ccta criminal justice information 
syst'~~anditscontents from accidental or intentional intrusion 
and/or damage~ Science and Technology,pp. 74:"'77; Criminal JUHtice 
Systems, pp. 114-118. . 

1:9 SEARCH Group, Inc. ,Sta.ndards . for Security, and Privacy of briminal 
Justice Information, (Second Ed;itio~), Technical Report!io. 13, 
Sacramento,', CA, January 1978, p.\,z. - 0 
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In response to the perceived need to ensure the privacy and 

securitY'of criminal history record information, particularly as 

maintained in computerized criminal justice information systems, the 

U.S. Department of Justice promulgated regulations related to this 

problem in 1975, which were subsequently amended in 1976. This 

development has been paralleled by the enactment of privacy and 

security laws by many individual states to deal with the collection, 

storage, retrieval, dissemination and use of criminal history record 

information. 

1.2 The Interchange of CHRI 

Criminal history record information (GHRI) documents a criminal 

defendant's formal contacts with the criminal justice system from the 

time of arrest to final disposition (e.g., dismissal~ conviction, 

sentence, or expiration of parole or probat;L0n). Traditionally, 

CHRI has been used by various criminal justice agencies (e.g., 

prosecutors, sentencing judges and parole boards) in making decisions 

about individual offenders. CCH systems are intended to function 

as central repositories of CHRI, that is, they are intended to 

broadly seive the "entire criminal justice system by collecting, 

collating, maintaining and disseminating CHRI. However, since an 

individual's formal contact with the system can be terminated at 

numerous case processing decision points controlled by various 

criminal justice agencies, CCH systems must depend on those agencies 

(e.g., courts and. corrections) to forward dispositional data to 

maintain a complete criminal history record. Since OBSCIS, SJIS 

and PR01lIS are designed to . serve major components of the criminal 

justice system, these systems are viewed as having the capacity to 

contribute elements of CHRI to CCH systems. Given this situation 

and the recommendations of pr~~ddentialcommissions regarding the 

9 
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formation of integrated information networks, one would expect that 

these information systems would strive to .achieve information exchange 

(Le.,interface). In fact, some.forIIl of system interface would 

seem to. be required by \fecent federal regulations, court decisions, 

and state la~s and regu:i:\~tions which mandat~that criminal history 
\ . . 

reco.rds contain full or cbmplete. dispositional data from the time 
\ 

of arI;'est through final ekit from the criminal justice system. 

Obviously, the nature and extent of system interface is 

expected to vary from one state to another, depending on several 

factors incl1)ding: the length of involvement in aut0mation, 

pJ:'iority given to criminal justice information systems and relation­

ships among agencies, both horizontal and vertical. These 

faetors are reflected in characteristics of each system in terms 
·it . 

of st.at1)s of implementation, range of system applications and 

mode of operations existing in each state. Consequently. J:his 

report reviews thecurxent, operational status of CCH, OBSCI8, 

SJIS and PROMIS systems as. well as the impact of privacy and 

sec\lrity regulations in order to provide t:he reader with an 

understanding of these. factors. 

\\ 
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2.0 INFORMATION COLLECTION 

To address the objectives of this project and the pro-

grammatic concerns bf'NCJISS, data for this study were collected in 

several stages. First, project staff reviewed the development, history 

and current status of each system with the NCJISS information system 

project monitors. This initial knowledge-gathering task was comple­

mented by a literature review which focused primarily on documents 

produced by those organizations (Le., SEARCH Group, Inc., Institute for 

Law and Social Research (INSLAW) and the National Center for State 

Courts) which have been involved in the conceptualization, development, 

and monitoring of CCH, OBSCIS, SJIS and. PROMIS. 20 These preparatory 

tasks enabled the project staff: 

• to gather the data required to identify those states 

and systems which would be able to provide information 

regarding the current and potential status of interface 

and 

• to develop a framework for documenting system interface. 

Discussions were held with staff members of SEARCH Group, Inc., 

INSLAW and the National Center for State Ceurts. In addition to 

focusing on system interface, these discussions also explored other 

topics: the initial. and current goals and objectives of each system; 

privacy and security considerations; and the status of system develop­

ment, implementation and operation. Furthermore, MITRE staff sought 

to gather additional information which might be useful in identifyi~g . 

states and systems to be visited. 

20Findings from these initial data gathering activities can be found 
in: Joseph C. Calpin, Lawrence G. Siegel and Burton Kreindel, 
The Criminal Justice Information System Project: An Overview of 
FourSystans, WP-13560, The MlTRE Corporation,November 16,1978. 
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The final stage of data collection consistedofihterviews with 

state and. local officials in a selected sample of states. These inter­

viewswerec:oncentrated on the status of interface among the systems 

and such related factors. as the imp?ct or privacy and security regu1a­

tions and.the current operational status of the individual systems 

themselves. The remainder of this chapter describes the·site selection 

criteria, th~ actual sample, the data sources, and the development 

ofa field survey instrument to guide data collection. 

2.1 Site Visits to State and Local Criminal Justice Information 
Systems 

Much of the empirical data for this study was drawn from· a sample 

of state and local agencies with a. wide range of implementation experi­

ences relevant to the objectives of this study. The selection of sites 

was based on three criteria: 

• the number of systems implemented and operational within 

a state; 

• the age of these systems; and 

• the operational uniqueness of one or more implemented 

systems in a state (e.g., the development and imple­

mentation of a statewide PROMIS). 

Additionally, the level of complian~,e with federal privacy and security 

regulations was taken into consideration wheninfonnation on the degree 

of compliance was available (e.g., as indicated by a previous assess-
21 

ment). 

Table I indicates the funding status of the four information. 

systems in each of the 50 states. This table represents only an 

21E • J.Albright, eta!., Implementing the Federal Privacy and 
Security Regulations. Volume I: Finding and Recommendations of 
an Eight:een State Assessment, . The MITRE Corporation" MTR-77 04 , 
December 1977. 
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State 

Alabama 

Alaska 

Arizona 

Arkansas Me 

California 

Colorado 

Connecticut 

Delaware 

Florida 

Georgia 

Hawaii 

Idaho 

Illinois . 
Indiana 

Iowa 

Kansas 

Kentucky 

Louisiana 

Maine 

, 

'Ie 

TABLE I 

SYSTEM DEVELOPMENT AND/OR 
IMPLEMENTATION PROJECTS 

FUNDED BY LEAA* 

CCH OBSCIS SJIS 

X X X 

X X X 

X X 

X X 

X 

X X X 

X X X 

X X X 

X X X 

X X X 

X X 

X X 

X X 

X X 

X X 

X X ! X 
1 

, 
I 

This table is based on information provided to MITRE in 
November 1978 

,~,~ ., 
In Arkansas, the decision was made not to proceed with a 
computerized'criminal history system. 
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PROMIS 

X 

X 

X 

X 

X 

X 

X 

X 
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TABLE I (Continued) 

Stat.e CCH OBSCIS SJIS 

Maryland X X , 

Mas sa.chuse t.ts X X 

Michigan X X X 

Minnesota X X X 

Mississippi 

Missouri X X 

Montana X X 
(, ... ,) 

Nebraska 

.Nevada X X 

New Hampshire X X 

New Jersey X X X 

New Mexico X X 

New York X X 

North Carolina X X 

North Dakota 
, 
Ohio X X X. 

,;-~~ 

Oklahoma X 

> ~ Oregon. X 
I Pennsylvania ,,!, 
~ 

X X X 

Island l Rhode 
~ X 

South Ca1:"olina X 
i 
1 South Dalwta I 
I 

" .. ' 
! 
~ 

, ~ 

~ 

1 .~ 
.~ ,/ 
I 
4 
~ 
~ 

o 

PROMIS 

X 

X 

X 

X 

, . 
,;~.~ 

r 

I 
I 
i 

I 
I 
" I 

.. 

St§lte 

Tennessee 

Texas 

Utah 

Vermont 

V~rginia 
.... ' ~'. 

Washington 

West Virginia 

Wisconsin 

Wyoming 

TABLE I (Concluded) 

CCH OBSCIS 

X X' 

X X 

X 

X 

X 
", 
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SJIS 

X 

X 

X 

WI­
.j 

l~, ,'~.'&;: ~ 

P'ROMIS 

X 

! 
i 

I X 

I 
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initial estimate of the implementation and operational status of 

each system and is based on LEAA grant dates and other information 

supplied by NCJISS, project monitors and national developers in late 

1978. It WaS anticipated that some of this information would be 

out of date or misleading. In some instances, the information pro­

vided to MITRE did not specify whether the expiration of federal 

sup,port resulted in the institutionalization 01:' the termination of 

a particular project. However, these data were the best available 

to the project staff at the inception of the project. Aware of .the 

fact that some of the, systems IIiight not have been implemented as 

planned or might not even be operational, the status of each system 

to be included in the survey was verified prior to the site visits. 

The first selection criterion focused on the number of systems 

operating. in, a state.. In order to maximize the value of the know­

ledge gathering effort, it was decided to visit states. which had at 

least three of the systems operational. Site visits to such states 

were considered especially important since they could provide the 

best opportuni'!=y for investigating system interface and its consequ­

ences fo,r system qevelopment, implementation and utilization. In 

addition; the existence of a cell system was most critical in selec-

ting a state for a site visit Since this system represents the "hub" 

or capstone of the interface among criminal justice informati,on sys-

The seco.ild criterion dealt' wit.h the length of time that the j} 
{// 

system had be,en operational within a state. In order to visit sys-

tems where the users have had an opportunity to confront the issues 

of interface, privacy and security regulationS, and so on, a deci­

sion was made to limit the visits to systems operating for at least 

one year at the ,time of the start of this survey. 
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The third criterion focused on the unigueness of the implementa­

tion situation within a state. This resulted in consideration of 

states where two or nore of the systems were in the initial stages of 

operations, and/or states which appeared to reflt?ct future trends in the 

the application of these systems (for example, Rhode Island, where 

PROMIS has been i~plemented as a state judicial information system). 

The results of applying these selection criteria are presented 

in Table II. As shown in this table, only three states--Florida, 

Georgia, and Michigan--appeared to have all four systems operational 

for at least. one year. These three states seemed to offer the best 

potential for multi-system interface. Furthermore, both Florida 

and Georgia appeared to represent a special situation--the use of 

PROMIS as a judicial information system. Ten states (or sites) 

reportedly had three of the four information systems operational for 

at least one year. One of these states, New Jersey, was described 

as implementing PROMIS on a multi-county basis. 

Wisconsin, Rhode Island and Utah~ve:t:'e selected on the basis of 

the special situation criterion. PROMIS had been implemented in 

Milwaukee, Wisconsin, asa comprehensive information system serving 

all components of the local criminal justice system. In Rhode Island, 

PROMIS had been adapted to serve as the basis for SJIS. Utah was 

reputed to have an ex:cellent CCH system as well as the. "basic,,:,"OBSCIS," 

a transferable software package. 

In addition to these criteria, the project staff sought to take 

into consideration a state's degree of canpliance.with the federal 

privacy and. security regulations. Unfortunately, an estimate, of the 

..... 
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which stat.es are in accord with these regulations 
o 22 

a\"ailable for only 18 states and thus less than complete~ \, . 

extent to was 

Of these 
18 states, Eltx met one or more. of this project's three selection 

criteria. Of these, two were previously rated high in compliance, 

while two received a medium rating and two were judged low • 

Recognizing that some of the,information used to select the 

sample might be inaccurate, or out-of-date, project personnel verified 

and as necessary corrected the data and modified the sample (see 

Table III which is based on verification of the data contained.,ir'l. 

Table II). This verification found, for example, that while the 

State of Nevada was originally reported as having three systems (eCH, 

OBSCIS and PROMIS), eCH and OBSCIS had actual1>: not been implemented. 

Conseqllently, Nevada was not included in the sample. In another 

instanc~"the State of Florida was initially identified as having 

all four systemEP operational; however, PROmS (an adaptation of a 
: ' . ~ . 

system usedi~Milwaukee, Wisconsin) was being llsed as a trial court 

system rather than aproseclltor's system. 
.' 

Some of these systems hade 

progressed fllrther than the available data indicated; for example, 

by th~ time proj e<;t personnel visited Alabama, all four information 

systems had beenoperatingior at least a year.. 

2.2 Informat:LonGollection Procedures 
i\ 
'I 

To facilitate data collection,project sta'if devEhloped two inter-

view guidelines.
23 

One guideline was used to direct :Lntervie'ws with 

the system qeveloperS/implementers, While the other guideline was 
····0 

,---

22Ibid . 
{j 

"23Copies of these information-collection guidelines are presented 
inJ. Calpin, B., Kreindel, and. L. Siegel, Site Selection Criteria 
and.Information eollectionGuidelines, WlJ-79W00032, The MITRE 
eor~ora~iOri;January 5, 1979. 
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,,****: :.0-. '. .'. .~. .:.. 

Arizona did not operat1onal'ize SJlS. 
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utilized to structure interviews with state an<i loca.l-level informa­

tion system implementers/users. The two guidelines consisted of a 

serief'l:; ot questions probing various top'ics o'finterest to this ~tudy. 
" 

'1", 

As may be ,expected, the deg<ree of system int~'rface as welf'; ,~s 

the status of individual systems differed from ~tateto state and 
r, 

there were variations within a .state when mult~i'Ple jurisdictions 
(/' 

'were using a particular type ,eff system. Local needs and interests 

led to different applications being stressed in the individual juris-

dictions. Red6nstruction!;f systemdev.elopment history. was difficult 

in some cases because of personnel changes; people' who were .originally 

involved with system development,' implementation or bper'ation "had 

sin:~.e left the agencoie€l ~ Tb, syst~~ descriptions p;resented inthi~ 
report are based on the best lvailable information. Ito is "unavoid~i 
able, that the depth of .coverage dj,ffers slightly from one summary 

to the next. 

() 
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3.0 SYSTEM OBSERVATIONS 

As an integral part of the I.nterface Project, MITRE staff made 

site visits to 47 different criminal justice information systems in J! , 
14 states: 12 ccll systems, l20BSCIS systems, 10 SJIS systems and 

13 Pl~.oMIS systems (see Table IV fora listing of these systems by 

state). During these: visits ,MITRE staffc met with the:
1 

directors of 

'ea"chsystemor theirde:signat~d representatives (see Appendix A 

f'ora. li.Sting) • 

In addition to reviewing the current status of interface ~mong 

(or between) the: 'sy'st,e:ms visited, MITRE staff were able to gather 

information about the operational status of each system and the impact 

-of federal privacy and security regulations.
24 

The purpose -of this 

'chapter is to present an a:nalysis and synthesis of information 

'g'athered during the site visits for I ,each type of system~' Interface 

'as well as priva:cy and security will be discussed in the following 

chapte:r. (See Appendices R.through E for sunnnaries of the site 

ViSits.) Since visits could be made only to a limited number of 

'states, a:nd sirice site selection was in no sense random, no attempt 

liismade. in this report to generalize the results of the analysis to 

Z!l-Among'theitems of information which were most difficw.tto collect 
we:reestifuates 'of the costs of developing, implementing, and opera':­
,ting the systems. Often, this information wa.s not re:adily available 
'and/ot' ,thesourceso:f funding were shared by the s.tat.eand federal 
government, thus confounding reporting. Even within the same agency, 
'the cost of an information system might be spread out over several 
'departments (e. g., the central·,office of a correctibnalagency and 
"itsva'douscorrectional :facilities). Similar problem!;l;;;wereincurred 
'tntryingto determine the cos1;13ofprivacy 'and security regulation,s 
:andi~terfac~. The problems in these areas were exacerbated by 

'the 'complex nature 'of these subjects. 
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TABLE IV 

SITE VISITS 

~ State CCH OBSCIS SJIS PROMIS 

Alabama X X 
, 

X Montgomery County 

Arizona X X 

California u X X San Diego and Los 
Angeles Counties 

Florid;l X X Modified PROHIS 
System Adapted 

Georgia X X X Cobb County (Marietta) 

Louisiana (( X 
." X:: New Orleans Parish 

Michigan X X " Wayne (Detroit) and .i\. 

Kalamazoo Counties; 
Multi-County P!=oject 

Minnesota X X X 

New Jersey X X X Multi-Cotinty Project 

New York X X New York County and 
Multi-County Project 

" 

Pennsylvania X . X X 

Rhode Island PROMIS Adapted 

Utah X X X Salt Lake County 
c:::.' " ' 

Wisconsin X Milwaukee County 
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criminal justice information systems which were not included in the 

study. In add.ition, the problems discussed may, of course, not be of 

equal importance in the various jurisdictions. Moreover, it should 

be noted that all participants volunteered to cooperate with the 

project staff in the interviews. Whatever the implications of such 

voluntary cooperation, there was, in addition, considerable variation 

in the system-related experience of the individuals interviewed and, 

.therefore, the knowledge they could contribute to the study v..lried. 

This variation was attributed (among other factors) to turnover in 

system personnel in the various jurisdictions. 

.3 •. 1 The Computerized Criminai 'History System (CCH) 

3.1.1 Background 

During the late. 1960's, members of the criminal justice 

community perceived the need for a major improve!llent in the ways 

that criminal history records were stored and retrieved. It was 

believed that the use of computers could enable criminal justice 

agencies to improve not only the accuracy and completeness of their 

criminal history record information but also .to disseminate CHRI more 

effectively and ina mor'e timeJ-y manner. Consequently, state law en-.. 
forcement officials from a number of states sought funds fraIn the Law 

• ~ • " " 1', -. • 

Enforcement Assistance Administration (LEAA) tb operationally; test the 

fp..~sibility of exchanging criminal history information using computer 

and on-line teleprocessing technology. As a result of this initial 

impetus, LEAA provided seed money to six states to automate a limited 

humber bf "rapsheets" and to develop state.,..level cOlllputerizeci criminal 

hi~tory information systems. Designated as a feasibility test ,that 

initial CCH program was placed under "the management aegis ofa new 

organizat:i.on (Project SEARCH) ~ 

.24 

~--" "'-~-~- . 

3.1.1.1 Goals and Objectives. The overall goal of the Com­

puterized Criminal History System (CCH) as developed by Project 

SEARCH was to "enable states to interchange criminal history infor­

mation in a rapid, reliable and secure manner ... 25 As originally 

conceived in 1970, by Project SEARCH (which later became SEARCH Group, 

Inc.) each state would establish its own CCH file containing the 

criminal records of Offenders in that state, while a central com­

puter, accessible from other states, would maintain an index of 

abbreviated summary data on offenders from alISO states. 

Within the general context of a feasibility test, CCH had two 
goals: 26 

• 

• 

to create automated repositories in the several states 

containing detailed rap sheet information as the basis of a 

system for exchanging criminal history information among 

the states, and 

to develop a central index for use by the participating 

states containing summary criminal identification data (to 

be maintained, at least initially, by the State of Michigan). 

Addi tiqnally, the CCH program was designed to address the fol­

lowing specific objectives: 

• 
• 

to improve the quality and accuracy of rap sheets, 

to improve, the speed and timeliness of the exchange of 

cri,minal history information across state boundaries and 

25 . . 
. Law Enforcement Ai3sistance Administration, Guideline Hanual: 

~C_o_m~p~r~e~h~e~n_s~~7·v~e~D~a~t~c~1~S~y~s~te~m~s-=p~r~o~g~r~am~, U.S. Department of Justice, 
April 27, 1976, ppi. 23-33. 

26LEAA , Guideline Ha\rrual: Comprehensive Data Systems Program, pp. 
23:-24; LEAA/NCJISS l\ Program Plan for Statistics 1977-81, p. 41; 
LEAA, Guide for Di~;cretionary Grant Programs, U.S. Department of 
Justice, December 21, 1977, p. 89. 
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.to.overcome the problems posed f.o.r manual informa,~ion 

systems by large data .v.o.lume. 

To achieve these ends, CCH wa.s conceptualized as both an'intra.-state 

an.d Cj.n ip.ter-state system. Accordingly, the developer9 specified the 

data ele!1lelJ.tl:l cqnprising ~.~e ~asicCCH files, delineated the flow of 

infortl!ation from local authorities to state agencies, and specified the 

pr()tocol :tOl:' inq1.l:i.ry and exchange among states. System implementers 

~n.d u15er}3 in each state had to deal with the task of developing most of 

the f:joftware package15needed to process, analyze and maintain the CCH 

data. 

Participation in the Project SEARCH-CCH feasibility test program 

grew from the initial six states to ten states, then to fifteen and 

finally twenty stat.es. 

3.1.1.2 Description of the lni tid CCH System_Model. CCH was 

initially designed. to operate as follows: .After an alleged offender 

was arrested in a participating state, state-level law enforcemen.t 

agencies would use a computer terminal to immediately query the 

central "inde;x: maintained in Michigan to ascertain whether the 

ind,ividual had a criminal l:'ecordon file :i,n another CCH state or 

states. Any PQsitive response to the inquiry would, however, be 

considered tentative and positive identification of the arrestee 

w9u1d await thesendihg of a facsimile of the finger-print card. 

S].lCn Ppsitive i4entHication was asignificaht requirement of CCH to 

remOVe the P9ssibility of error in the attribution of a criminal 

history record. If the response from the central indeX inclicated a 

"hit," the .state agency originating the. request would receive a 

summary rap shee.t containing identification information (including 

the offenc\er' s .. n8Ille, aliases and CCH identification number) and a , 

list of those st:ates maintaining adetailedcrimihal history record 

on the offender. The state. agency originating the criminal history. 

26 

I 
I , 

information request c(;>uld then query the state(s) maintaining the 

detailed record(s) on the offender in question, specifying the 

purpose(s) of the inquiry. Based on the specified need(s), the 

state(s) controlling the records would, in turn, decide whether or 

not to honor the request and could forward the detailed rap sheet 

by electronic ~eans to the requesting state. 
// .. . / 

After th~=feasibility test had achieved successful results, the 

participating states requested that LEAA establish a national CCH 

program and that a national index be set up. 

3.1.1.3 CCH Re-Direction. In 1971, however,following a deci­

siqn by the Attorney General, the Federal Bureau of Identification 

(FBI) was given the management responsibili ty for the operation of 

CCH as a part of its National Crime Information Center (NGIC).27 Shortly 

thereafter, intra-state GGH developmenfl became an element, together with 

OBTS (Of tender Based Transaction Stati~\tics), of LEAA's Comprehen-

sive Data Systems (CDS) Program which has the objective of develop-

ing state-level capacity in the area of criminal justice statistics 

and information. 28 

Exercising its responsibility under the Attorney General's 

direction, the FB:): altered the basic structure of the existing CCH 

system and required that a national repository (as opposed to an 

index) be established as a part of the NCIC. Under this 'structure 

t~e states would maintain complete single state offender records 

27 . . ' 0 

.. NCIC Advisory Policy Board, National Crime Information Center 
(NCIC) Computerized Criminal History Program Background, Concept 
and Policy, September 20, 1972, p. 2; NCIG Advisory Policy Board, 
Computerized Criminal History r>rogram Background, Concept and 
Policy, October 1976, p. 30 •. 

28LEAA, Guideline Manual: Comprehensive Data Systems Program, " 
pp. 22"'"23. 
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wl,1ile the NCIC fi1~ would contain only Ei.tnnmary. data on those offend­

ers. However, NCICwould contain complete records on multi-state . '. 29 
and federal, off~nde:rs. 

The purposes of this data centralization were threefold: 30 

to decrease the costs to maintain and uti1:ize. criminal 

history information over the long run, 

, to contend witl;J: increasing criminal mobility and 

rec:j.di-vis1l). and 

• to coordinate SQstate systems. 

A.s a J:'esul.t of that change in structure, ther.e would be dupli­

c::.a,.t:j.o;n of aut01l).ated criminal history records, with the result that 

<;letail~d ra'p sheets would be maintairted at both the state and national 

level,s. This dtiplication of CHRI was viewed by state officials as 

unjustified and economically wastefuL Consequently, only a few 

states were willing to participate:Ln the new national NCIC program 

ap.4 the Project .SEARCH organization withdrew. 

States can,~owever, continue LEAA supportedintra;;"state CCH 

pl:ogrC3:ms under CDS, While declining to partiCipate in the NCIC 

ce:rq:l:alized p;ogram. 

3.1.2 .. Observations. ;~ 

D . t·he· In.terface p. rOJ· ect, M:fTREstaff Visi.ted 12 CCll sites. un.ng 

'Jihe following opservatiqns .result from. discussions with system mana­

gers or their representatives. See Appendix B fOl: a brief summary 

of thes.e visits' •. , 

?~Elmer B. Staats,' C01'!lptrollerGeneral of the United States, 
L,etterto Senator Sam J • Ervi.n, Jr., March 1,1974, 'Po 4. 

:39NCIC Policy Board, p. 30.. 
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3.L2.1 Goals and Objectives. Among the CCH systems 

visited, there was variation in the extent to which these systems 

adhered to the goal of providing "full" Criminal History Record 

Information (CHRI) on-line. Some states have developed acmulti-level 

approach to the dissemination or CHRI using different modes of delivery. 

Typically, only summaries of an offender's criminal history record 

are available on-line: The completeness of the summaries varies 

according to the amount and type of data reported. These summary 

reports are available to system users on-line while complete criminal 

history reports are disseminated through the mail. 

,I 

California, for example, entered into CCH development with the 

goal of prov±ding law enforcement agencies with on-line, real-time 

retrieval of criminal histories. Initially, the system was to 

provide full criminal histories on-line. This objective is no 

longer followed, however. Currently, the automated criminal history 

has three parts: the Personal Data Record (PDR) which contains iden­

tifying data, the crime stnnmary and the complete and sometimes 

lengthy body of the criminal history~ 

In California, a field agency inquiring into the system has a 

choice of responses. It can routinely receive, within 20-30 seconds 

on its local terminal, a combination of the personal data record, 

the crime-summary and the full detail of the last arrest cycle. 

Where computer-to"7Computer interfaces exist, or in emergency situ­

ations, the entire automated criminal history can be printed out on 

the local terminal. This is not routinely done, however, because of 

the large amount of data usually contained in an entire re.cord and 

the relatively slow printing capacity of local terminals. Normally, 

when a request ;'foran entire rap' sheet is (received from a local 

terminal,it is acknowledged, the PPR and crime summary are printed 

29 
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but locally, and the entire criminal history is printed at the 

h d ·t eJ.·ght"':'hour, intervals, for mailing. central cite;, in a batc mo e a 

The State of New Jersey has adopted a similar approach. Its CCR 

system consist:s of two components: an automated master name index 

f· OJ' The on-line master r.eco·rd and computerized criminal history . J. _es. 

f· °1 hO b per.mits the user to access any . nameindexl:s a separate . J. e W J.C 

'summary recor9- orconvic'tion record in the file using the S'tate 

Bureau of Identirication number. There are three different types of 

r.ecords :available using the on-line terminals; 

• 

CCR Summary Re.cord -- subject's identification dat.a; total 

arrests reported; num er an 'b d types of charges; indication of 

whether the subject has ever been convicted, by cha'Fges; 

w .... eth·e··r· th'e subJoect has received .a conditional indication of 'Ll 

discharge; last reported arrest including date, agency, 

case number; inter:im disposition status; and the last 

cust;dy status reported. 

and 

CCH Record of Conviction -- sub ject' s identification data 

.J.°den·tJ.° fication, date of conviction and Includingcourt 

f ° ·t term, court 'fine and sanction impos~d (e.g., con J.nemen-

term of probation). 

CCR Record of Arrest sub ject' s identification data and 

., l.°'ncludJ.°ng identifier., date of arrest arresting :a.gency data 

and.s'tatut.e citation. 

.Off-line, a user may l:~quest what is termed theCCR'~.Detai1ed 
\Record.'" This record proviaes all tbe arrest and post-qonviction 

d:LsposiUon data which were historically recorded in the old manual 

'ff1es.. lnaddi tion, "the subject's complete identification data is 

includedalong·with interim disposition data. '. 
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Rowever, in Pennsylvania, the Stat,e Police recently decided to 

limit CCR automation to the develoliinent of a Master Name Index. This 

file would contain only the nane and limited identification-related 

data of all individuals processed by the criminal justice system in 

Pennsylvania. It would also specify the data of latest arrest and 

whether the individual should be considered dangerous. The basic 
\\ 

objective underlying the development of this limited file in place 
of the fUl1CCR computer record is twofold: , 

• to provide the capability for identifying offenders , 
and 

• to improve the speed of transmitting reliable 
officers on the street concerning suspects. 

data to 

3.1.2.2 Information Requirements. Although the GCR design 

concept was based in part on the premise that all criminal justice 

agencies need criminal history record information, the primary 

emphasis of the system seems to have been meeting the need of police 

agencies for the rapid retrieval of the full criminal histories of 

suspects through on-line access to a computerized data base. It 

should be noted, nowever, that officials involved with CCR systems 

have indicated that the primary users of CRRI are not the law en­

forcement organizations but rather the courts and cOJ;"rections agencies ' ' 

(for sentencing,classification and parole). Although the police do 

provide the initial offender data (e.g., arrest report and finger.,­

prints)" to CCH systems, further' CRRI transaction, data are ptoduced 

as a result of decisions by others in the criminal justice system 

(e.g., prosecutors, judges and parole boards). 
'--<';, 

CCR officials pointed out "that the need for CHRlmay also vary 

from decision point to decision point across the criminal justice 

process. For example, police officers may not need the same type 

and amoun t of CRRl presented to a judge at sentencing. The needed 
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i"espo.nse time may also vary froin'agenc.ytoagencydepending on the 

,particular user decision involved. 

1 FOl The conversion of existing 3.1.2. 3 Conversion of Manua .1. es. 
a form suitable for entry intO a 

inanualcriminal history files into ,I 
CdH data base has proved to be a costly and time consuming procedure. 

. f") have started conversion only to Some states {e.g. , Cali orn1.a 
terminate the process before a sufficient number or records were 

:convet'ted. Generally., ainodified conversion ';procedure is now 

followed in those. states so that when a new CCH record is established, 

1 d con'verted to becane part. of the automated existing mantia recor s are 
. d OOd 1 As.a result of this procedure, states record on the same in 1.V1. ua. 

with a CCH must maintain the bulk of theit' existing mamial files as 

well as maintaining the canputerized files. 

Alabama, forl:!Xarqple,is one of the states which has adcipted 

this staging process of nanual record conversion. Alabama's Criminal 

Justice Information Center (CJIC) began its development of a CCH system 

by :implanenting amster name index. Each new arrest with apptopriate 

identification data and offense information is entered into the system. 

dJIS is not engag~d in an effort to convert all of its manual CHRI 

files. However, if the offender has a: prior record, the manual files 

areC6nverted. Any type bf ilhit", iriterms of identifying a prior 

offender, will also trigger record conversion, a~'will any request 

for the criminal record of a previous offender. 

:3 ~1. 2.4 Organizational. Responsibility. for the' CCH\\ System. The 

of agenc. y respqnsible for each dCH system visited~\aried from .tYP,e _ 

state to state. In nine states, the system was controlled by a law 

enforcement, agency (e.g., Michigan and New Jersey, the sdlte police; 
.' 

Cali.:fornia, the Department of Justice; and Minnesota, the ,Department 

of P.1iblic Safety). In two states, the CCH system was 'fIIrider the 
J/f' 

/W 
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aegis of a non-law enforcement agency (i.e., in Louisiana, the 

Louisiana Commission on Law Enforcement; in New York, the Division 

of Criminal Justice Services). Finally, one state (Alabama) has 

established an independent organization to serve as the central' 
.\' 

repository of CRRI. Many of the individuals interviewed who were 

involved with SJIS and OBSCIS were of the. opinion that the locus of 

the CCH system influenced the current and potential status of inter­

faJe.: They felt that police responsibility for CCH had a negative 

influence in that the other components of the criminal justice system 

had little or no opportunity to participate in. the planning and control 

of the system. 

3.1.2.5 .Control of Computer Facilities. In some of the states 

visited, the agency responsible for the CCH system has its own 

(Le., dedicated) computer facilities (e.g., New York and California). 

However, in other states. (e. g .. , Georgia and Utah) the CCH computer ,\ 
frcilities are controlled by a separate state agency which serves 11 

as a central data processing department for a variety of state-level 

agencies. As only one of the many state agencies served by such a 

facility, CCH has !lot received the priority attention requir/?d for 

effective law enforcement ado 0 1 0 0 n cr1.m1.na Just1.ceactivities,p,ccording 

to. CCH management in such states. In addition, the persomiel assigned 

by the state data 'processing center for applications programming 

or system modification may not have sufficient capability to accomi­

plish the needed work effectively and their efforts often. result in 

costly charges to the agency responsible for CCH. 

3.1. 2.6 System Institutionalization. f 
The~operating CCH 

systems are relying, for the most part, on state funds for 

their continUE:!d operation and maintenance. In these states, adequate 

state budget provisions have been made for CCH operation as a part of 

the state law en.:Eorcement program. The increasing pressu~e on 
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restraining state revenue growth is seen by some CCR managers as a 

potential impediment tocontititled system insJitutionalization. 

3.L2.7 Participation in NCIC/CCH. The scope of the Interface 

Project was confined to an examination of the current status of 

/) the exchange, of lnfortn8'i::i.on within' a st~te. 'The project was there';" 

fbr'e fidt intended to assess the current status of interstate system 

int,?rface --specifically, the excflange'of CRRI between state CCR 

sysl:'ems and the NCIe/CCH program of theFBl.' Rowever, during dis­

C:U15sionswith CCR System managers or their representatives, some com­

ment's were made':i:egatding the interstate aspects of the CCR program. 

Amortg the,l2states visited, there was variation in the degree to 

which states participated in the NCIC/CCR program. For example, 

'New York and Pennsylvania do not participate in the program while' 

Florida and Minnesota do. Georgia has a form of limited participation 

in that it aCcesses the data contained in the NCrC/CCR system but 

does 'not contribute records to that system. Utah :is curr'Jntly post-, 

paning consideration of a decision to parti.cipate until the .resolution 

of the future of the NCIC/CCH program. 

Several CCR system managers did indicate some dissatisfaction 

with' the current interstate system. They indicated a l'referencefbr' 

the early SEARCH If!odel (i.e" some form'of,centralized potnter index 

system referring theinquirtng agency"to the stateCCR system: rn'i3.in;;.. c, 

tainlug the sought after CRRI) ort the basis that the present system 

resulted in the duplic.ation ofCHRI whichwaseconomidallywasteful 
c 

, and unjustified. Comments ,made by CCR system managers indicate, that 
~ 

theit respective programs will continue to serve the intra"'-state needs 

of local and state c:dminal ju~tice agencies regardless of the future 
" 

CQu<rse or the Nett/CCR progra,ms. 
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3~1.2.8 Future Plans Am t' h CC " • ong e R systems which possess 
theJ.r own computer facilities, primary' tt'" ' a entJ.on was given to plan-

ning enh;ancements to taKe advantage of new technJ." c' al d a,vancements 
during a~ era., of ,limited budgets': Agencies with non-dedicated 

'systems indicated some interes't in obtaining their own £acilit" b' J.es, 
ut were also faced with limited budgets All ag ", . encJ.es were con-

cerned ~ith the coS't, of implementing federal privacy and security 

regulatlons, particularly the requirements:i;or conlplete CHRI" In 

one state (Pennsylvania:) , future planning focus,e'd on the development 
of only a Master Name Index backed by manual files" 

i! I 

3.2 The Offender-Based State C orrections Information S m ((l yste~,BSCIS) 
, 3.2.1 Background 

OBSCIS was launched l.·~n' '1974' h' w en corrections officials from 
ten states;, conve:ned a meeting) with representatl."ves . from Project SEARCR 
to discuss the possibility o~ bui:Lding an automated data system to 

national and state-level correctional information needs. address both 

Thr,s meeting and subsequent work focused on attempts to'identi:fy com-
mon, high priority information ne~ds of ' corrections . agency managers 
a~d the development of a modular system concept to provide correc­

tl.onal data for state and national reporting req' uj~rement ;, , s. As a 
consequence, LEAA began funding the OBSCIS ' , program in the ten states. 
Participat;ton in that program has since increased 

J steadily. The 
ori~~nal ten states were jOined by eight' . more in 1975-76, with member-
sh,ip in this lEM-funded program" growl."ng , . to. twenty-three sta.tesin 
1976-77 and now including over tb .j" ". " • ol.rty st~ites and the District of 
Columbia. ' 
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3.2.1.1 Go.a1s and OBselS was designed to. achieve Objectives. 

These go.a1s are: " 31 
three primary go.als~ 

, . f the natio.nal • to. pro.vide data ne~ded to. sat1s y 

repo.rting requirements o.f Natio.nal Priso.ner 

Statistics (NPS) and Unifo.rm Paro.le Repo.rts (UFR), 

• to pro.vide timely 'and accurate co.rrectio.ns diilta 

to. state o.fficia1s fo.r o.peratio.na1 <;lnd management 

decisio.nmaking and 

1 data fo.r the state-level to. pro.vide co.rrectio.na 

CCH system. 
the four f0.110.wing specific Within this general co.ntext, OBSCIS has 

o.bjectives: 
32 . 

• 

'. 
'. 

d nt statistics, to. pro.vide inmate po.pulatio.n an moveme 

d d t regar'ding inmates participating in to. pro.vi e a a 

rehabilitation and o.ther programs, 

d t ,', evaluate inmate progre:;;s and to use these ata 0 

program impact and 

make ProJ'ect10ns concerning funding, to use these data to. ,I 
faci11ties and personneit1eeds. 

d 1 Under the OBSClS program, 3.2.1.2 Desctiptionof the System Mo e . 
h state. was to independently implement an 'asbriginal1yconcei ved, eac " 

, , . "d but with a requirement that iOBSelS system tailored to 1ts own nee s, ' " _ 

-each system would conf 0. rm to' a standard moder"with c~re ~qta. elements 

and eight applicc:!,tion areas (admiss.ion, assessment, ,,1nst1tut10n, 
, .legal status, management and research,and parole, mcvement status, 

" 31A' 11an H:- Lamers, OBSCIS: Off.e:nder Based Co.rrections InfOl::matio.n 
Th " d International Search Symposium on Sy' stem, Proceedings of th: ,l:r H Group, 

d Statist:ics Systems, SEARC, Criminal Justice Informat1on ,an _ 
Inc., 1976, p"~ 327. 

-, "'~~~2~,..l!D~i~s~c:!r~e:.:!t:.:i~0.:!2n~a::.r~YL~G=-r.:!a:!;n:;,::t:..' .::;P:.;r:..;o::.!g"",r=-a_m_G , 32U.S. Department 'o.f Ju,st1ce; 9uide fo.r 
C) M4500.1F, December 21, "1977, p. '59. 
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natio.na1 repo.rting). Over the past several years, this implementa­

tion strategy has changed not anly in respanse to. specific capabili­

ties and needs af the states, but also. as a cansequence af the devel­

apment af mini-computer technalogy. This new strategy invalves the 

"transfer" af OBSCIS saftware fram state to. state. l'aking praven 

pragrams fram aperatianal state systems, SEARCH Graup, Inc. (SGI) , 

develaped a "basic" OBSCIS saftware package consisting af anly 

three applicatians: administratian, mavement and natianal reparting. 

In transferring this saftware to a new state, SGI staff pravides a 

braad range af training and advisary services (e.g., pOinting aut 

patential prablems in its implementatian, making suggestians cancern­

ing the acquisitian af rardware, and assisting in develapment planning). 
" I " 

The mast abviaus advantageaf the transfer of packaged saftware is to. 

reduce the time and cast af implementatian • 

3.2.2 Observatians 

The fallawing abservations are the result of discussions between 

MITRE staff and OBSCIS system managers ar their representatives in 

12 states. Far a brief summary of these discussians see Appendix C. 

3.2.2.1 Goals and Objectives. Althaugh as noted abave a number 

of averall goals have been pasited far OBSCIS, the systems visited 

during tJ:is ,:prajectwere, in fact, primarily geared to. meet internal 

management ar aperational infarmatian needs of carrectians adminis­

tratian. Any externally impased data reparting requirements were, 

cRPsidered secandary ar nat being met. It is readily understandable 
i ."1 

why this has accurred when ane cansiders the ratianalegiven by 

carrectians afficials far implementing OBSCIS. Far example, in Alabama, 

co.rrectians afficials were faced with the problem of managing a 

camplex system and felt that OBsers could help them do a better 

job and at, tq~ saJlle time, reduce costs by eliminating persannel 

who previously performed manual tasks which could be autamated. 
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Furthermore, correctional officials wanted to develop a method which 

calculated offender release dates quickly and accurately .in order to 

conform to a state law which mandated that it be done within 30 days 

of each inmate's incarceration. In Minnesota, the corrections infor­

mation system has greatly expanded the initial OBSCIS model by providing 

daily and monthly reports in a correctional environment where pre­

viously there have been no reports available for operational use. 

There appears to be increasing emphasis on using correctional 

information systems to provide operational support to the correctional 

facilities themselves, including such tasks as visitor control. In 

Minnesota, priority has been given to the support of the operations 

of the correction facilities. Among the operational tasks OBSCIS per­

forms are those involving institutional security s.uch as the .control 

of visitors to the institutions and the assignment of inmates to cells. 

In the majority of the states visited, the use of OBSCIS for 

national reporting and research has received relatively low priority 

inrelati'on to support of corrections management requirements. 

3.2.2.2 Extent of OBSCIS Implementation. There was considerable 

variation in the extent to which the states implemented the OBSCIS 

modules. On the one hand, there i~ Alabama, where the OBSCIS data 

base contains a wide range of information items, and all eight 

applica.tion modules recommended by SEARCH Group, Inc., are operative. 

All data elements from the core level to.the optional level are 

available and a program has been developed for natiol1al reporting. 

-tncoi1.trast, Arizona has chosen to .implement and use only. the Research 

·and Planning Module and has assigned low priority to. the system. 

Some states have developed a computerized corrections information 

system prior to, of parallel with tneemergence·of the OBSCIS model. 
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The independent development of a corrections information system in 

California resulted in a system which is similar to the OBSCIS model. 

However, the correctional management information system in New York 

is not considered by corrections officials to be "OBSCIS" for there 

are actually several different systems being tied together, although 

the term "OBSCIS" is used as a form of convenient "short-hand." 

The Correctional Management Information System (CMIS) of the New York 

State Division of Correctional Services does collect all core data 

elements and a variety of the optional data elements recommended by 

SEARCH Group, Inf. In New Jersey, the correctional information system 

consists of thr~e separate data processing systems: the Admissions 

and Movement System which tracks offenders in the institutions; the 

Parole Caseload Transaction System which tracts offenders on parole; 

and the Parole Eligibility Determination System which tracks sentences 

for offenders incarcerated under the minimum/maximum provisions of the 

criminal code. It is planned to integrate all the systems under the 

rubric of OBSCIS. Georgia had considerable input into the design of 

the basic OBSCIS model developed by SEARCH Group, Inc.; however, the 

operational system in the Department of Offender Rehabilitation (DOOR) 

does not itself st~ictly adher to the OBSCIS model. DOOR uses as a 

fourtdation an already eXisiting corrections information system because 

of constraints imposed by the centralization of computer facilities 

under the control of the Department of Administrative Services. 

3.2.2.3 Level of Utill' zatl' on· • Some of th . 1 e correctl0na agencies 
(e.g., New York, New Jersey and Alabama) Vl'sl'ted d' h urlng t is project 
are comprised of several corrections facilities (Le-., prisons) having 

different levels of inmate security as well as a central office of 

administration. For the most part, OBSCIS t h b 
sys ems . ave _ een implemented 

to meet the needs of the "central office." 
However, some agencies 

are attemptinb.f to expand the use of OBSC.IS to correctional facilities 

39 

I 
I 
j 

I 
i 



where the system can support operational tasks such as visitor control • keep track of and maintain a balanced case mix of 

and the assignment of inmates to cells. probation and parole caseworkers; and 

In Michigan, a mini-computer has been installed at the Department 

of Corrections to serve as the hub of a "new" system'and to house 

the OBSCIS master data file. Later, mini-computers will also be 

placed in three of the 11 state correctional institutions. Linked 

to the main mini-computer, these regional computers will maintain data 

bases pertinent to their particular geographical area. The result will 

be a split data base with some overlap serving the needs of the system 

users at both the institutions and at the administrative offices. 

3.2.2.4 Expansion Beyond the State-Level Correctional Systems. 

In addition to serving the administration of state corrections fac­

ilities, OBSCIS has been expanded in some instances to meet the infor­

mation needs of probation and/or parole. Moreover, several states 

have also indicated that there is a need to develop integrated 

information systems to include local or county corrections agencies. 

This will be a positive trend from the point of view of improving the 

completeness and ~imeliness of correctional records. 

In Alabama, a probation and parole tracking system has already 

been designed. OBSCISin Florida i.s used to track offenders on pro­

bation. Similar developments have been planned in Pennsylvania, 

where OBSctS, in addition to supporting the Bureau of Corrections, is 

being designed to assist the Board of Probation and Parole to: 

•• ,improve management by providing pertinent information 

in a timely manner; 

.' provide 'concise data, including a weighting scheme to 

estimate the probability of recidivism, in the form 

of' a summary report for probation and parole hearingS; 

4,0 

• record and maintain an up-to-date accounting of 

referrals to and costs incurred from the Welfare Department. 

In addition to this greater emphasis on serving the needs of 

probation and parole officials, Pennsylvania is planning to include 

local-level institutions in the OBSCIS data collection system. Given 

the number of local, autonomous correctional facilities, it is felt 

that this step is necessary in order to meet the basic management 

and administrative needs of corrections officials at the state-level. 

3.2.2.5 Conversion of Manual Files. Like CCR system operators, 

OBSCIS system managers (particul;3,rly in large correctional systems) 
.-: \. ". 

are faced with the problem of manual record conversion. In general, 

OBSCIS systems operate in parallel with manual file systems containing 

records of inmates, both past and present. The problem of conversion 

. is exacerbated when OBSCIS is also responsible for tracking offenders 

on probation or parole. There are a number of approaches being taken 

to record convers:Lon. One approach involves the conversion of all 

records for all inmates currently in custory. One might, however, 

choose to convert only limited portions of each inmate's record. Or 

the conversion of either an inmate's entire record or of only selected 

'portions thereof might be performed only after some key event (e.g., 

a disciplinary infraction). Finally, OBSCIS managers could decide to 

maintain all exisiting manual records and track only newly committed 

inmates. 

In Alab"ama, " basic information regarding each inmate is gathered 

upon his or her entry into the correctional syst'em; For those in­

mates incarcerated prior to the implementation of OBSCIS, conversion 

of manual records occurs if a disciplinary report is written on those 
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individuals. As time and finqncial constraints. permit:, further con­

version will 1;>e undertaken. 

In New Jersey, record conversion focused on the admission and 

movement files. The effort be~an with an :i,.nstitutional survey conduct­

ed in 1976 which concentrated on gathering the name, residency and iden­

tification number of all inmates conf:Lned at that time. 'rhe results were 

matched against prior records and a new inmate's file was produced. All 

new admissions have been entered in OBSCIS from 1976 onward,. and, all in­

mate movements, from 1977. (All movements from 1976 to 1977 were sub­

sequently converted to make the records more complete.) 

3.2.2.6 Control of Computer Facil:Lties. In several of the states 

visited (e.g., N.ew York, Utah, Arizona and Wisconsin), the computer 

facilities supporting OBSCIS were controlled by agencies other than 

the state correctional organization. In those states, there are 

complaints that the processing of data for the department of correc-
. . -

tions receives low priority. In a time of budgetary cutbacks, the 

typical response to such complaints is to question whether a state 

can afford a computer facility solely to support OBSCIS. 

3.2.2.7 Institutionalization. As might be expected, the insti­

tut:Lonalization of OBSCIS varies from state to state. Any attempt 

to quantify the degree of institutionalizatj,lon is made difficult by a 

num'i:>er of factor~-inc1uding the mixture of funding sources used for 

systelll support and th~ fact that "what OBSClS is" generally varies 

not only from the national model, but among the OBSCIS states visited. 

In those states where OBSCIS systems have been developed, implemented 
\~ 

and are operational, the state has often taken over support of the 

system when federal funds have been depleted as in Alabama, 

Minnesota and New York. In. states where federal funds are still 

tl.1e.primary source of support, system managers have indicated that 
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I state support is likely after the t " ermlnatlon of such federal funding 
support. 

State support for the OBSCIS systems visited would seem to stem 

from a belief that these information systems are, ~n ... fact, supplying 
a real service to corrections. C 1 onsequent y, system emphasis seems 
to be placed at the state level on the use of OBSCIS to meet the man-

agerial and operational needs of corrections systems. The evolution 

of OBSCIS planning in N.ew Jersey 'd I prOVl es an examp e. While the orig-
inal plan for the New Jersey OBSCIS emphasized research and statistics, 

the system as implemented will provide primarily managerial and 
operational support to -the "central off~ce" f 

... 0 the Department of 
Corrections and to the various correctional facilities. Secondary 
emphasis will be accorded to research. 

This change in focus has been 
day-to-day requirements of the Department of prompted by the 

Corrections. 

3.2.2. 8 The Transfer of a "Packaged" S t ---____ -=-=:-..::..:::.:::::::::::~~-!:'.Ly-=s~e~m. As noted above, 
at the national level there is a movement to transfer the "basic-OBSCIS" 

system to states s~eking to implement' a correctional information system. 

The "basic-OBSCIS" system isa limited software package comprised of 

three applications: admissions, movement and national reporting. 

The transfer of already developed software packages is viewed as not 

only more e:onomica:1, but also a more effective way of implementing 

a correctional information system than the independent development of 

such systems on a state~by-state basis. The use of such "packaged" 

systems may also facilitate the achievement of some uniformity among 

states for the purposes of national reporting. 

In one state visited, Utah, the Division of Corrections is cur­

rently planning to transfer the "basic OBSCIS"systemsoftware now in 

operation in the State of Connecticut to Utah as part of OBSCIS 
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implementation. An initial OBSCIS grant has been received by 

Utah and transfer is expected late in 1979. One of the goals of the 

OBSCIS model implementation is to provide a basis for statistical 

comparisonI' between Utah correctional data and nationwide statistics 

obtained from other comparable OBSCIS installations. However, the 

"basic OBSCIS", in the eyes of Utah corrections personnel, needs to 

be expanded to cover the state's probation operations; moreover, se­

curity and privacy considerations require additional effort before 

"implementation. In addition, it is the feeling of the corrections 

staff that "Basic-OBSCIS" as implemented, will support corrections 

management, but is not sufficiently re~ponsive to' the needs of lower 
'" 

level corrections staff and that the system is too inflexible in 

operation. 

In contrast, while the Department of Corr,ections in New J,ersey had 

examined the possibility of transferring "basic-OBSCIS" as implemented 

in Iowa, it was decided to proceed with an "in-house" design for 

several reasons. First, it was estimated that ,the system in Iowa 
, , 

had to track only a relatively small number of inmates compared to the 

approximately 8,5QO offenders in prison or. on parole in New Jersey. 

Furthermore the assignment of identification numbers to prisoners is 

much more complicated in New Jersey as mUltiple reception centers are 

used to process newly committed inmates. Finally, the sentencing.struc­

tv.re in New Jersey has n~ce:nt1y become more complex with the enactment 

of anew penal code. The determinate sentencing structure mandated by 

tbe new code requir.es cpangesin the ,correctional information system 

to account for certl{~ aggra.vating and/or mitigating c.ircumstanceS 

and the discretionary decisions of judge to impose minimum terms for 

certain offenders. 

3.2.2,.9 Future Plahs. The future plans of OBSCIS systems 

managers (particularly those who must rely primarily on state funds 
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for system operation) are frequently limited to the enhancement of 

the already existing systems. In Some instances, the most that can 

be expected will be the mere maintenance of the ongoing system. 

,For example, the Division of Correctional Services (DOCS) in the 
State of New York is faced 'th ' 

w~ a grow~ng inmate population which 
in turn requires increased spending fo'r ' f a var~ety 0 purposes. One 
of the more important of these needs in t 

erms of priority and expense 
is inmate security. At th ' 

budgetary constraints. 
e same t~me, DOCS is also faced with 

Consequently, the New York OBSCIS sta'rf are 

of the opinion that; system maintenance is the most that can be 

achieved in the foreseeable future. 

exceptions 
Florida and Michigan are notable 

In Florida, the OBSCIS staff plans to, develop h d s are computer 
facilities with SJIS. I M' h' 

n lC l.gan, the Department of Corrections 
recently received permission from the state legislature to buy its 

own computer instead of leasing computer facilities and related 

services from the data processing center. 
Once the new system is 

the development of additional 
installed, long-term plans call for 

OBSCIS modules. These modules will c t oncen rate on expanding research 
applications (e.g., risk prediction, placement of clients, etc.) and 

improving management decision-making capabilities ( 
e.g., scheduling 

parole hearings, inmate accounting, business accountina 
services). 0' and food 

In terms of enhancement,s, there is 
continued emphasis On the Use 

of OBSCIS as a managment information 
system with increasing attention 

on the provision of operational support to the ind;vl.'dual 
.L correctional facilities. The ' 

re 1.S some emphasis on the development of interface 
with other criminal justice information systems. 

" , 

0, 
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3.3 The State Judicial Information System (SJ1S) 

3. 3.1 Background 

The cour.ts, lil<.e other components .of the cril1linal justice system, 

need tiple.:t.y and accurate data for both management an,d operational 

purposes, Aware of these funqamental needs, representatives from 

the ~upreme Courts of J.l states met c:ltlring the early 1970s to develop 

a general court iIlfo~mation system model. In 1973, in response to 

the expressed need for state-,level automated court information systems, 
. .' . . . E 
NCJISS/LEAA iIlitiated the Stat~ Judic:i:'al Information System protect. 

LEAA marked the beginning of its involvement with SJIS by inviting . . ,. .,' :';. _. '-' ,~;'::' . . , 

a small number of s,t;ates togfl.r~tricipate it]. a national-level program, 
-." ,-' t· ,-, ' 

provid.~ng each with up to, $200,.000 of dey~lopment funding. Concurrently, 

SEARCll Group, In,c~, was funded to establish key paraI{leters of the 

proposed information system, provide the st.ateswith guidance in design,... 

ing, developing and implementing tqe systel1l, coordinate the SJI.S 

Project ColllTIlittee aI).d perform gn assess,ment of state efforts.· 

The S,JIS program has continued to expand over the past. several 

years.. Presently,. 23 states are participating in the programcwith 

LEAA providin~ each s ta.te wi.th up to $400,0.00 in support of sys.tem 

develol?m~nt and implementation. 
,oJ 

~ 

II 

33La~ En,forceme.nt A.91;;istance Administration, Office of Audit and 
. In~estigatip~~" Report on Internal Audit of. the. Development and' 
Management. oftheS.tat:e Judicial Information Systeni by the Law 
Enforcement Assistance1\dininistration, Washington,D.C., Jup-e 
1977 j p~: 2, 24~26. . 
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3.3.1.1 Goals and Objectives. During the initial development 

phase, SJIS was designed to address two primary goals: 34 

• to develop state-level automated information systems 

in order to improve the quality and quantity of data 

used for management decision-making and 

• to provide the court data needed by CCH (and OBTS). 

3.3.1.2 Description of the System Model. Because of differences 

in court systems among states, the basic SJIS concept was to develop a 

general set of recommendations that could be tailored to the specitlc 

needs of individual states. In turn, each state could establish its 

0yri set of priorities for developing and implemen \ing various modules 

We.g., trial courts, personnel, or finance) of the basic SJIS model. 
i,l 

As a result, there has been a variety of SJIS developments. Some 

systems have evolved from a "top-down" approach, while others have 

been built on a "bottom-up" foundation (See the discussions below, 

pp. 48-49. Some SJIS systems use mini-computers for data input, 

storage, manipulation and output, while 1argeTsca1e computers are 

implemented on. other SJIS sys terns. 

3.3.2 Observations 

During the Interface Project, MITRE staff visited ten states 

which paxticipated in the SJIS program. Appendix D presents a brief 

summary of these visits. 

3.3.2,.1 Goals and Objectives. Although two goals have 

been posited for SJIS, the systems visite,f.! during this project are 

seen as primarily serving state court administrators as management 

-3-4~EARCH Group, Ins., State Judicial Information System: Final 
Report (Phase I), Technical Report No. 12, Sacramento, Cal., 
June 1975, p. 1. 
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information sy.stem:;>. Several example's can be cited to :Hlust,rate 

this point. In Alabama, SJISis a statewide system designed to pro-
1:[ 

vide tpe information needed by the Admiuistrative Office of the 

Courts (AOC) to mahagethe state's unified.court system. In Louisiana, 

'it was originally envisioned that SJIS would give the state court 

admfnistrator the data cOllection capability to meet his administra­

.tive needs as well as supply the requir.gd O~TS,!CCHdata; however,the 

,0b,Dective of SJIS is now limited to meeting the needs ~f the ,state 

court administrator' only. In New J~:p3ey, the Judicial Management 
'.,; 

Information System (JMIS) of the ~.liministrative Offiee of the Courts 

is intended to assist the judiciary in the 'collection and analysis of 

the data needed to man<:tge the G-qurt system and allocate the State's 

. d" 1 ,~, The M',-lch',,:'6"'a"n SJIS is ,an unusua,l case as it is JU,1C1a resource,~ ~ ~ I,·' 
~lesigned to me,et I:the information requirements of four different com-

ponents of the court system: juvenile, district, circuit and ap:]:]ellate. 

SJIS is the more ~omplex of the four systems includeq, in this 
\j 

.study since the courts must deal not only with c1;'iminalcases, but 

also civil matters. 'consequently, the model includes a wide var,iety 

of· recommendations regarding. possible subsystems and modules wlri.ch a . 
court system might selectively implement. Therefore, it is not sur-

'prising to find that SJIS systems ditfer significantly among the states 

visi'ted. At one end of the spectrum the Alabama SJ:(ShasiIT)plemented 

sev~n information subsys terns: CCH data 'element case,di:sposition 

system; caseloadrepor'ting"sys,tem; per§'9I:mel applie.ant system; prop­

er.ty general ledger.; revenue accounting systems; reporting, uniform 

traffic ticketingandcompla.,irit system; and labeling systems;. In the 

other extreme, Florid~"s efforts to develop a computer:il!zed information 
,; 

system have centered on the case flow management subsystem alone, 

specifici3.lly the criminal module with attention to be .g;~ven to the 
II 

. appellate court mpdule~ Ii· 
\1 
II q 

o ! 
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The complexity of court information systems is especially striking 

Starting with the Basic Michigan Court in the State of Michigan. 

System (BMCS) whid6 was developed to serve the criminal case processing 

functions of the larger circuit courts, a number of other syst~ms have 

been added, including: 

• the Annual Report II System which provides the capability 

of gathering and reporting statistics for the district, 

circuit, and municipal l~vel courts; 

• the Case Information Central System (CICS) which is 

designed to function in tandem with BMCS and produce 

caseload information; 

• the Traffic cind Ordinance System (TOCS) which processes 

state misdemeanors, traffic-related felonies, high 

misdemeanors and 10caJ. parking, traffic and ordinance 

• 
violations; and 

a Case Activity Reporting System (CARS) for the Circuit 

Courts and another for the District Courts. 

3.3.2.2 System Design. There are basically two dif~~rent 

approaches ~o the design of an SJIS system'. "t d' " " op- own or bottom-up." 

In the "top-dow;t" -approach, the information requirements for SJIS 

are usually established at the state:-Ievel to meet the needs of the 

state cour .. t administration. There may be considerable variation in 

the degree to which local courtsparticip,7-te in specifying SJIS 

informati~n requ~remerits. Alab;~ma typifies the top-dOwll SJIS approach. 

While th~s,. system is designed to provide the informat;i.on needed by 

the Administrative Office of the Courts (AOC) to manage the unified 
'. 

court system in that state, there is continua~ ~egotiation betwe,en 

the local trial courts and the AOC regardir:tg data needs. 

In contrast., the"bottom-up~' approach attempts to satisfy 

local needs first all~ "pig'gy-back" state-level re<fiirements on" those 
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needs. Under'this approach, all or only some of the local courts will 

'participate in a computerized SJIS. Moreover, the type of local 

courts (e.g., rural or urba,n) which are use~, to specify information 

requirements may vary. Consequently, one method of designing a 
.. " 

sY$temfrom the "bottom-up" focuses on that jt.n:;isdiction(s) within 

a state which produces the most cases (usually a la~ge urban area). 

Thisapp;!2~ .. ;3.sli was followed in Rhode Island where SJIS commenced oper­

atibns in Pl'joYrl.dence, Rhode Island, because it is the largest juris-
(, .": 

diction in the state. Initially SJIS was baseci, on the information . . 

requirements and needs of Providence only, but its SJIS coverage has 

since been broadened to meet the needsbf other jurisdictions .// 
II 
1/ 
I' 

h d h . f . ·:I t f Another met 0 concentrates on t e 1n ormat10n requ1remelil s 0 
!i 

those types of jurisdi<;:tions (e.g.; rural) which -!:ire most prevalent 

within a state. In Florida, for example, approximately 85 p~rcent of 

the caqe information is produced by about 12 counties while there are 

an additional 55 other counties which provide the other 15 percent of 

case information. The decision was made to develop a prototype SJIS 

in_ a circuirt composed of small and medium sized jurisdictions because 

these types of jurisdictions are the most cOlnmon in t1fe 'state and, , 

tnerefbre, more representative of Florida's court system makel.lp. Con-
o 

sequently, a prototype information system bas been developed for the 

c.riminal courts of the Second Circuit which cotisistsof six counties 

wbich account for five pe-rcent of the state-wide caseload. It was fel't 
, ' 

that this "bottom~up" app'rc;>achwould pinpoint local court needs and 

problems -which might be overlook~? in a "toP1;down'i
1

, a1?proach. Moreover, 

it was feared that tbe "t6p~down" approacp might .be interpreted a:9 an 

infringement on the traditionally in.dependent operation of local court-so 

The involvement of 10caJ. courts in specifying information require-
. . \' 

ments forSJJ:S may also bave important implications for theSllCc,ess 

'of ther.project, •. Judges and o.ther members of the courts (e.g., court 

,,0 
1/ 

(i 
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clerks) have traditionally possessed a great deal of autonomy. Even 

in a unified COllrt system, their willing cooperation in implementing 

an SJIS is essential to its chances of success. It is generally 

felt by SJIS managers that the greater the involvement of local court 

personnel in the project and the more they perceive SJIS as providing 

a useful service for them, the greater are the prospects for achieving 

the SJIS project's objectives. 

3.3.2.3 Court Unification .• It appears that there may be an 

important relation between the extent of court unification in a 

specific state and the likelibood that SJIS will be successfully 

implemented. In Alabama, for instance, the unification of the state 

court system which went into effect in January 1977 is seen as 

critical to the development of SJIS. The court system is truly 

unified in many key aspects (e.g., personnel, budgetary and purchasing). 

Thus, although the court clerks and the judges are elected, both the 

district and circuit courts are under the centralized ADC's admini­

strative control and the ADC reports to the Chief Justice of the 

State Supreme Court. In Pennsylvania, the lack of unification among 

the courts led to an apparent state-versus-county struggle for 

tbe control of funds W1' th th 1 h e resu t t at a statewide SJIS was not 

implemented. In Georgia, the main reason for the termination of 

pilot tests of SJIS was the inability of the state court administra-

tor's office to i 'f' mpose un1.0rm1ty on a decentralized judicial system 

comprised of 42 strongly independent circuits. 

3.3.2.4 Integration of LocalCotirt Systems. A related problem 
-. 

centers on the integration of already existing local court information 

systems. There is the possibility that such local systems may have 

been developed in isolation not only from each other, but also from 

SJIS. €!onsequently, it may be prohibitively expensive to integrate 

these systems into a statewide SJIS. 
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Fo.r example, in Florida, the pro.blemE> inherent in the develop­

of an SJIS were additionally complicated by the fact that eight 

large FIQr~da counties have already developed their own local co~rt 

Consequently, one of the difficulties with future information systemE>. , 

11 b the lack of commonality in data elements. system integratio~ wi e 

h ' problem might be exacerbated by the adop­It was also felt that t lS 

tion of the PROMIS system by local courts without cc:Lreful planning to 

insure an effective interface with SJIS. Without planning and coordin-

, teet state requirements, ation to ensure that local informatlon sys ems m " 

such systemE> although of value to the local courts, may hinder the 

development of a statewide system useful to all. 

In New Jersey~, there are plans to link SJIS to compatible local 

However~, thus far, six local-level court information systems. 
,. 't' have independently developed their own computerized information cour s ,'" 

, " linkage between those systems and,,:,SJIS' will systems. Any future , 

depend, therefore, upon the compatibility of the systems. SJIS in 

Utah is faced ~"ith -a 'siui~lar situation in which local court info~mation 
, operation in Ogden, Salt Lake City and Provo, syste1l).s are already In , 

'have' to be integrated into an SJIS if complete and they will probably 

statewide coverq.geiE> to be achieved. 

3.3.2.5 Transfer of Systems. In te:r::ms of their app~oach to 

the, development of SJ.IS, seven of the nine operational E>ystems 

visi ted have been developed from II sc~atch." However, two of the 

d Rh' ode Island" have, used PROMIS (or a modified states, Florida, an , , 

, thereof) to form· the basis of the SJIS,. verf.l?-on " 

1 of Flor-lda's SJIS, the project ,team sought In the deve opment ~ , 

to identify and adapt a court informati,on E>ystem operational in 

ano.th~r jurisdiction for use, in FIQrida. It was felt that adapting 

such a system wQuldbemore cost,.....e:ftective thaJ:1 developing one from 
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"scratch," provided that the system was flexible enough to deal with 

the variance among local courts. As a result of a search, the PROMIS 

system as extensively modified and adopted for a court's use in Mil­

waukee, Wisconsin, was chosen to serve as the base for a system for 

SJIS. The software was modified by Florida to meet the specific needs 

of a multi-jurisdictional setting and a number of data elements addres­

sing the needs of the local courts were added (e.g., reasons for COn­

tinuance of c:ases and identification of the county court system). 

In discussing the transfer of PROMIS, the Florida SJIS system 

manager commented that the very flexibility of PROMIS can exacerbate the 

problem of the uncoordinated development of local systems. Parti­

cularly troublesome is the potential adoption of "second or third 

generation" PROMIS systems (Le., PROMIS systems obtained from the 

jurisdictions which have already modified PROMIS to meet their own 

specific requirements). The required modifications of such 

systems to meet new needs creates additional problems for system 

maintenance and expansion. 

In Rhode Island, SJIS is a statewide system based on a PROMIS 

system previously·adapted by the State Attorney General's Office. 

The State Attorney General began using the "batch type" PROMIS 

system in 1974. Toward the beginning of 1977, the State Supreme 

Court assumed responsibility for the management and future develop­

ment of PROMIS. The Rhode Island SJIS is really an extension of the 

PROMIS system through the addition of a sentencing subsystem and a 

lower court subsystem. Modifications were a:iso made in the editing 

and programming of PROMIS to meet the requirements of Rhode Island's 
courts. 

3.3.2.6 Institutionalization. The instit~tiona1ization of SJIS 

varies from state to state. Indeed, it would appear that there is 
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more variation in state funding support among the SJISsystems visited 

than in any other system reviewed during the.course of this ,project .• 

This variation 'might be expected given the complexity of the cour.t 

systems within most states including the different jurisdictioj1al 

levels (e.g., local courts of general jurisdiction, appellate courts 

and a supreme court) and the heterogeneity of jurisdictions at the 

same level (e.g., urban, suburban and rural). Moreover, while the 

,other criminal justice information systems deal exclusively with 

criminal justice, the courts and consequently SJIS mus,t deal with 

both criminal and civil ,matters. 

Among the four types of informati.on systems included in this 

study,SJIS s.eemsto face the most problems in development as well 

as institutionalization. There was an attempt to implement SJIS in 

Arizona,but the system never became operational. In Georgia and 

'Pennsylvania, the program appears to have floundered on institutional 

problems: in both instances, the court systems have been described 

,as decentralized and--in addition, the development of'SJ1S 

seems to be opposed by some local judges as a potential infringement 

On .their traditional autonomy. Moreover, court clerks who , in some . . 
states, are extremely powerful court officials, frequently oppose 

SJISon the same grounds. 

3.3.2 .• 7 Control of Computer Facilities. Of the seven opera­

ctio:nal SJiBsystems visited, only one (Michigan) had co:ntrol of its 

own computer 'faci;Lities. The other systems had to rely on non­

dedicated data processing equipment controlled by another state 

:agency. The 13JIS managers .of these systems were generally of the 

9pinion that the processing of their data frequently was assigned 

low priority ~n relationship to other state programs, and, con­

sequently,the courts did not receive timely SJIS rep.orts or other 

proc'essing outputs. 
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3.3.2.8 Future Plans. The further development of SJIS in the 

states visited depends on the availability of funding and the degree 

of support to the system provided by the courts thems:;i ves. Most of 

the planning now focuses on enhancements to the present systems. How­

ever, there is a perceived need for obtaining dedicated computer 

facilities for SJIS in several states. 

For example, in Louisiana, current plans for SJIS improvement 

include an attempt to secure a dedicated computer to run SJIS under 

court control. In addition, there are plans to simplify the system 

itself by eliminating "nonessential" data elements, providing for 

audit checks of data quality and increasing the usefulness of the 

management reports. 

Minnesota is expected, in the next two years., to expand criminal 

case processing to cover juvenile case processing and provide for 

trial court caseflow management. Minnesota is considering enhancing 

the system with such improvements as a weighted caseload system and 

is trying to secure its own distributed processing equipment. The 

Administrative Off;ice of the Courts in New Jersey plans to acquire 

its own dedicated Judicial Data Center in the belief that such an 

acquisition is essential to SJIS becoml'ng 1 a state- evel judicial 

information system. 

3.4 The Prosecutor's Management Information System (PROMIS) 

3.4.1 nackground 

PROMIS was initially designed to address the. op.erational 

and research needs of the United States Attorney's Office for the 
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D;i.$trict o,fCo,ll,lmbia in its Superior Court Division. The system., 

under the direbtion of ifJs developers (now at INSLAW), was placed 

in operation during January 1971. 

In the past eight years, PROMIS systems have been implemented and 

are operational in a number of local jurisdictions throughout ,the 

United states. (According to the developer, PROMIS is opera-

. tional .in 20 jurisdictions.) 35 The originalPROMIS designed for the 

District of Colum1:)1a has been modified to one degree or another to 

f '. requ,irements and criminal codes of the meet the specific in ormat:l.On 

jurisdictions adapting it. 

3.4.l.l Goals and Objectives. PROMIS as a managemen1:'\,:,nformat~~n 

system has four primary goals. These were to enable prosecrttors to: 

• expend resources on the p're~mration of cases in a 

. t t the 'r' e1at, i ve importance manner propprt10na e 0 

• 

of the cases, l':;::-cc-cc,'c", 

d e evenhanded, ness 'and consis tency monitor an ellsur 

in the exercise of prosecutorialdiscretion, 

control a~d alleviate scheduling "and logistical 

impediments in the adjudication of cases on 

their merits, and 

locate and analyze problems in the screening and 

prosec1.ltion of criminal cases. 

35I l'l'SLAw,"progress ~'f PROMIS Transfers," PROHIS Nev7sletter, 3 (2): 
October, 1978~ 

, , 

36WilliamA. Hamilton and Dean C. Merrill, "Practical Lessons in 
Technology Transfer: ,The Adoption of an Exemplary Prog:-anl PRO~lIS ~ 
by more than 25 Localities, " "T~e .Proceedi~gs" of the T~1rd Int,er-

t · , 1 ,SEA' RCH, Smypo, sium onCr1In1nal Just1ce Infprmat10n, and 
na 10na " I 1976 124. Sta tis dcs Sys terns, Sacramento, Cal.. SEARCH Gro~.:!:p, nc. , , p., 
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The four overall goals of PROMIS have remained consistent; how 

ever, the more specific objectives of local agencies in implementing 

and using this system have varied according to particular needs. In 

the future, the primary goals and objectives will probably be modified 

to reflect the recent application of PROMIS-based systems in the 

courts and the emphas,is on tasks of a managerial or administrative 

nature (e.g., producing subpoenas, witness lists and the provision of 

case status reports) . 

3.4.1.2 Description of the System Model. In order to address its 
goals and objectives, the PROMIS system, as originally designed, 

gathered data relevant, to six major categories of information of inter­

est to prosecutors: data about the accused, the crime, the arrest, 

criminal charges, court events, and witness.es • In this process, 

the flow of data begins at the intake and ~creening stage of case pro­

cessing as a by...;product of the prosecutor's effort to document a 

.case. As the processing of the case continues, additional infor­

mation is gathered and entered into PROMISe The data can then be 
'" " ,37 collected, analyzed ana disseminated in the form of reports. 

During the early 1970's PROMIS was operated for the U.S • 

Attorney' f:, Office, where the system was refined and its utility 

expanded. Then in the mid-1970's, INSLAW redesigned and reprogrammed 

PROMIS to increase the system's general usefulness to state and 

local prosecutors and make it more amenable to transfer to interested 

prosecutor offices. Concurrently, INSLAW also developed a non-
, t'!:. 

automated version of PROMIS for age!,!-cies that did not have access to 

computer facilities. A revised version of PROMIS (available in 

1979) features a flexible software package adaptable to operation 

37 " " ' 
INSLAW, Management Report Package for PROMIS, 1?J,tJMIS Briefing Paper' 
Series No.1, \vashington, D.C., 1976, pp. 7-9. 
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oIi mi~i-computers. That design is intended to provide local juris­

dictions with the capability to tailor PRQMIS to meet local objec­

tives and requirements. In addition, versions of PROMIS are now also 

being considered as the base for court information sys.tems and are 

being iillplemented as such.in several jurisdictions. 

3.4.2 Observations \ . 

During the course of this project, MITRE staff visited 13 PRQMIS 

sites. Ten of these sites were county jurisdictions. The other three 

(in Michigan, New Jersey and New York) were projects designed to develop 

PROMIS on a multi-county basis. See Appendix E for a summary of these 

site visits. 

3~A_,.2.1 'Goctlsand 'Qbjectives. In each of thePROMIS 

jurisd~-c~ions visited, the use of PROMIS as both a management and 

an opera:t:Lonal tool was emphasized, with pdJllary emphasis placed 

on ma:nagement. Use for either purpose seemed to vary according 

to, the individual interest of the prosecuting attorney and 

the assistctnt prosecuting attorneys. Considerably less emphasis 

was placed on PROMIS as a research instrument.,' Although there was 

somec interest indicated in the case weighting scheme, it was not 

bei~g used currently. 

For example ,the goals of the Los Angele's PROMIS are: 

• to provide a meaI1s of collecting statistics quickl'5 

to respond to inquiries from the District Attorney 

or coUIity supervisors; 

• to develop a means to determine if there are pending 

felonies, outstanding warrants, etc. against offenders; 

to enable the District Attorney's office to determine 

if witness~s have an;' pending. felonies or outs tanding 

• 
warrants; and 

to meet the office 's management information needs 

(e.g., caseloads for prosecutors). 

58 

/; 

------ ---- -------~ 

I 
.~ 

These goals were established not only to meet the internal needs of 

the District Attorney's office but also because (j'f the need to meet 

external requirements for information from, for example, the county 

government. 

The implementation of PROMIS at the local level as primarily a manage-

ment tool emphasizes only two of the four goals which were initially 

posited for PROMIS, namely: 

• to control and alleviate scheduling and logistical 

impediments in the adjudication of cases on their 

merits and 
.; 

• to locate and analyze problems in the screen:ilng 

and prosecution of criminal cases. 

There appears to be a lack of interest in using PROMIS to achieve 

the remaining two goals: 

• to expend resources on the preparation of cases in a 

manner proportionate to the relative importance of 

the cases, and 

.' to monitor and ensure evenhandedness and consistency 

in the exercise of prosecutorial discretion. 

3.4.2.2 PROMIS as "an Inter-Agency Criminal Justice Information 

System. There seems to ,pe some movement toward broade;ning the scope 

of PROMISsystems to serve other criminal justice agencies. While 

nationalatt-entionhas' been focused on PROMIS as a potential court 

information system, PROMIS, as implemented locally~ has also been 

involved with other agencies (e.g., police departments and sheriffs' 

offices). For example, iIi San Diego, Justice Records ,Information 

System/District Attorney (JURIS/DA-the San Diego version of PROMIS) 

was also developed with the intention of serving 'three different 

agencies: the City Attorney's office· of San Diego, the District 

·Attorney's Office of San Diego and the U.SJ;" Attorney's Office. Each 

of these agencies has jurisdiction in this area. It was thought 
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l'd reduce dupll.'cation in the collection and that: coordination wou , 

alld facl.'ll.' tate the timely exchange of required maintenance of data 

data. Planning and discussions with those agencies are now underway. 

Milwaukee~ Wisconsin, provides an example of the evolution of 

local crl."ml.'nal J'ustice information system. This PROMIS in toa 
System (JUSTIS), has evolved from system, known as Justice Information 

, d assl.' s't the p. rosecutor in office management a package deSl.gne ' to , " 
, l.'nformation system, serving the Milwaukee to a, cr:LminC\l justl.ce 

, , . 't Its goals have remained the same as criminal justice communl. y. 

h have been made to accommodate originally c:ongei ved; however, c anges 

"h:' as the recent unification of the Wisconsin organization. changes suc" ,',_I 

Currentl, y, users of the system include Clerk of ' court system. 

Courts, District Attorney's Office, Sheriff's Department, Housr: of 

Corrections and Wisconsin Department of Social Services (Division. 

f Tl b t' and Par' ole, and Welfa.re, Fraud of Correction, Division 0 rro a l.on 

Investigations Unit). 

Ther.e also has been interes t in PROMIS as a court information 

system which could' be transfr:rred from one jurisdi.ction to another;. 

In two of the states visited (Florida" and Rhode Island), PROlonS 

has, been adiJpted as such a court sys tem. Efforts are also underway 

to. d'ev.ise ai: system which can support both the courts and the prose.., 

cutor or, at: least integrate systems serving each agency. 
Ii 

The multi-

county PROMICS project underway in New Jersey represents such a 

compreb:ensilite approach to design a system to serve both the courts 

and theprof3e.cutor. The Division of Criminal Justice which is 

'k PRO,MIS/G. AVEL is coa'rdinating responsible fo,r the proJect, 1~9!~~ as , 

its efforts)vith the Administrati.;ve Office ,of the Cou:r.:fs. 

'~~, 

3.4.2.3\' Coordination \~i£"'"'PRQMI~ J\~rlementation. Thu~ far" 

PROMIS as a l~rosr:cutor' sinf~'t'matio~">"si~temhas been implemented' for 
~ , \' ~ 

\~\ 
'(:, 
~ ~ 
6'0 

i.\:.~~:", 

a 
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the most part to serve the needs of local prosecutors. In this context, 

there has been no apparent need to coordinate the developml?nt and 

implementation of PROMIS across jurisdictions within the same state. 

In fact, during the Interface Project, MITRE staff visited only two 

states (California and Michigan) in which more than one PROMIS site 

had been implemented. Neither in California (Los Angeles and 

San Dieggftounties) nor in Michigan (Wayne and Kalamazoo Counties) 

has there been any coo'rdination in the implementation of PROMIS. 

Recently, however~ multi-county PROMIS projects have been 

initiated in Michigan, New Jersey and New York. In Mich~gan, 

for example, LEAAjNCJISS has awarded a grant to the Prosecuting 

Attorney's Association of Michigan (PAAM) to implement a mini­

Promis in selected counties. Eight of the most heavily populated 

counties in the state have been chosen to implement PROMIS using an 

on-line, real-time system eTIlployin'~ a mini-computer. It is intended 
,; 

to reduce costs and efforts by consolidating the procurement of the 

equipment into a single bid document. Consequently, implementation 

will be standardized. The software will not have to be tailored 

to varied types of. hardware and the cost and time spent implementing 

the system should be reduced. Such joint efforts will also provide the 

Idcal users with a built--in and immediately access able uSers' group 

and are expected to provide a more consistent and standardized report­

ing mechanism for state-level statistical reports. 
'v 

In New York, a single contractor is being used for all projects 

to achieve economies of scale and maximize standardization. A 
, 

state-wide PROMtS policy board has been, established including 

Distric.t Attorneys from eight :upstate counties and two District 

Attorneys from New York City. f~)-

In addition,a working level \,' 

committee, dealing witp. project implementation, has repr~sentatives 

from the various county prosecutor organizations. 
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In New Jersey, the PROM;I:S/GAVEL project is being developed and 

implemented by the Division of Criminal Justice which coordinates the 

act~vities'of the county:-level prosecutor's offices. A .central staff 

has been established to coordinate the project and provide the 

technical assistance needed to implement the project. The use of" 

a central staff is seen as ame~s of avoidi~gduplication of effort 

and consequently saving money, while tailoring local programs to 

achieve. compatibility. 

In addition to the al,ready operational Montgomery PROMIS, the 

Alabama Criminal Justice I~fon1lation Ce~ter (GJIC) I?l?-ns, with the 

coop,Tration and assistanc~ of local prosecutors, to implement five 

more PROMIS sites linked to CJIC. ~he movement toward the develop .... 

ment of additional PROMIS systems in. Alabama has been spurred by a 

new state law requiring the establishment of central budgeting 

for prosecutors. PROMIS is viewed as a management information 

sys tem mechanism which can provide the information needed'-'to justify 

budgets. The Office of Prosecution Services will use the information 

provided hy PROMIS to develop unifiE1!d~'-budget requests for the 

District Attorney~. That office will also serve to coordinate the 

development and implementation of PROMIS including the plans to 

impleI11entfive PROMIS sites in addition to those already planngd 

for completion. 

3.4.2.4 Transfer of. Systems. Of the four types of criminal 

justice information system~ visited. during thi,s project, \'the juris­

dictions which have impleme:nted PROMIS have had the most experience 

with the. concept of trans~r~rirrg s?ftware pack~gcs. This tranS.fer 
I) 

First, the system might be directly""" occurs in two different ways\. 
'., • : "1 

transferred froin ItqSLAW usirlgaPROMIS version. 
'. 0 "':' .' .,' 

Second, the system 
" might be transferred from another jurisdiction .whichhad previously 

adapted a PROMIS ve.rsion. 

u 
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For iIls:t'~nce, in Al~b~ma, work b;egan ';i'ri1976 ~nd took a yedr 

to convert the INSLAWPROMIS sof'tware t.o 'th~ CJIC's UNIVAC syst~iti· 
requiri~g thait some ad~itional 'inquiry module~'be wri'tten byi 

CJIC staff. In Los Ang~les, certain changes add ~dditions had 
. . ' t...., .' . '. 

to be made in the Districtof Columbia.' s PROMIS package to 
!. : " 

tailor it to Los Angeles'needs including: ~odifying thp., system t~" 
'J 

, handle California's penal code, handling only felonies and 

developing an lIin-house" monthly Statistical package. Finally, 

in Salt Lake County, Utah, the syste~ "transfer" of PROM IS 

required a number of changes from PROMIS as operated in the 
t ) 

District of Columbia Superior Court. TheselZhanges included a 

reduction in the number of data el~ments,changes in the calendar 

report, and other modifications required because there is no gra~d 

jury system in Utah. The staff believes that it ~as not' easy to 

adapt PROMIS to thefr jurisdiction because of' local differenc~s 
in case processing and criminal justice system operations. 

San Diego County presents an exampl(~>6f a jurisdiction which 

trans,ferred PROMIS. front a jut'isdiction other than the District. 

of Columbia. The design and development of JURIS/DA began toward' 

the end of 1975 o~ the beginning of 1976.' Thereafter, the County 

Electronic Data,Procebkihg Center obtained a.copy of the "batchtype" 

PROM.IS which had been adopted and modified by the District Attorne.y's 

·office· itt Los' Angeles County. The:ie are, however,a . nUmber of, 

differences between, the Los AngelesPROMIS and San Diego's JURIS/DA 

which required additional'programming (e.g., different "levels of 

penal code ;e.pecification and identification of docUmented workers). 

., 

3.4~2 ~5 Con.trol of Computer Faciliti~s. ~Until the< advent of '''mii'li-

PROMIS, " pro~ecutor' s offices have generallY' had to rely"on comput~r 
facilities of other organizations.' For the most part, these have been 

county el~ctroilicdataprocessing~~nters which serve' a variety 
~. ~ , 

of agencies '~;both criminal justice -andnon-cri~inal 'justice. 
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The Los ~ngeles PROMIS uses computer facilities which are 
. I 

shared only by crimj~nal just;lce agencies, The New York County 

(State of New York) PRQ1':lIS'systemoperates on the data processing 

facility of the. New York City Police Department's Management Infor­

mation Systems Division. As with other nondedicated systems, 

there have been complaints that the prosecutor's data processing 

tasks tend to receive relat1vely £bW priority. 

3.Lf.2.6 Institutionali:<:ation. The extent to which PROMIS is 

institutionalized seems tOI:depend upon the continued inter')st of 

the district attorney and the deputy or assistant prosecuting 
!I 

attorneys. Since district attorneys are usually locally elected 

officials, an election r ~y mean not on1y a change in district 

attorneys, but also a complete turnover in assistant prosecuting 

attorneys and support staff. Consequently, there may be a need to 

ensure the in'terest in continuing PROMIS by the "incoming" district 

attorneys and the remaining assistant district attorneys. In this 

~ense, PROMIS, unless firmly institutiona,lized within a prosecutor's 

office, may be more susceptible than the other systems to being 

,=!-bandoned because of changes'in f,ldministration. 

Since PROMIS has been implemented ma:Lnly on .a local level'~the 

institutionalization of th:is system may also be affected more directly 

by proposed budget cutbacks. For example, in Los An.geles, Proposition 

13 resulted in the budget for PROMIS be:Lng cut in half. Although the 

fund~ were~ restored, the prosecutor I s office imposed sC~r financial 

constraints on. PROMIS operations.' Updat:ing of the system now. occurs 

only three times a week. As a result, while the deputy prosecutors 

can query the systel!l at any time,the17e'may be a two or three day 

delay in updating: the sYEltem's dataj/base which they query .• 

;3.4.2.7 Future Plans. The PROMIS system managers visited had 

varied plans for future development~ SOl!le planned to e-:z:pand the" 

64 
I' 

capabilities of PROMIS " to provide additional managerial and opera-

~lon:1 support. For example, in Cobb County (Marietta), Georgia, it 

1S P annedto expand the system's capabilities d d an eve lop programs 
to: notify victims and witnesses f " a 1mpending court appearances via 
mail and" " p1npolnt major cases based on specific variables (as 

to ranking cases by priority, an exist1"ng PROM IS capability). 

opposed 

Other 
jurisdictions (e.g., Kalamazoo, Michigan and Los A I nge es, California) 
are seeking improved hardware and software. 
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4.0 INTERFACE, PRIVACY AND SECURITY 

The preceding chapter reviewed the cutrent operational status of 

the GCH, OBSCIS, .SJIS and PROMIS systems visited during this proj ect 

in order to provide a framework for discussingtlle current status of 

d 't The current status of intra-int~rface and priva~y an secur1 y. 

state interface among t,he systems visited and the impact of privacy 

and security regulations are being discussed together in this section 

b~cause of the close relationship between the two. Some form of 

interface amo~g CCH, OBSCIS, SJIS and PROMIS systems can be a signif­

icant means of meeting the requirement for complete, accurate and 

timely criminal history record information (CHRI). 

4.1 Interface 

For the pu;rpose of this report, interface has been defined as 

the exchange of data among criminal justice information systems. 

Interface may take several f9UllS, f~!r example, computer-to...,computer, 

exchange of magnetic tapes or the t~ap,s'fer of· hardcopy printouts. 

The flaw .of CRRI Cqrt .occur hariz6fttaiiy aC"H"!~;S lacal criminal 
~:::/--....:::-{,. 

justice infarmation systems (e.g., fram palice to prasJcution to 

cqurts and to corrections). The flaw can also fallow the hierarch­

ical structure .of individual criminal justice functianal companents. 

Far example, CHRI originating in a lacal. trial court might be sent 

to a regional data gathering center and from there to a central 

state court administrator's office and fina;Llyto a state-level CCH 

system. Finally, CHRI may flow direc~,~y from lacal agencies to a 

state~level CCH system. The interface,Jof criminal justice informa­

tian 

• 
data amang agencies. 
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While a number of CCH, OBSCIS~ SJIS and PROMIS systems have been 

operating for several years, the extent of system d.ata exchange has 

not. yet been examined in a systematic fashian. The fallawing sections 

discuss the current status of interface among these four systems. 

Among the aspects examined are: the nature and extent of interface 

achieved; problems encountere.d which hinder interface and salutions 

attempted ta overcome. these difficulties and promote interface; and 

the present technological character of interface. 

As originally envisioned, each state's CCH system would serve as 

the central reposi.tory of CRRI within the state. The system would 

collect ,the various elements of CHRI (~. g., arrest records, conviction 

records and sentences) from a variety of sources (e. g., police depart­

ment:,:F, trial courts, probation agencies and corrections departments); 

collate these diverse items of information; and maintain and dissemi­

nate CHRL At the state level, SJIS and OBSCtS (among their other 

functions) were seen as the vehicles for gathering and transmitting 

those e.lements of CHRI which are the result of decisions made about an 

offender (?g., the imposition of sentence and release on parole) by 

the courts and corrections agencies. PROMIS, ho,..rever, as a local 

system, was not seen as a direct contributor to the state CCH system 

although PROMIS installations may haiTe the capacity to do so. The 

following subsections discuss the extent of interface among CCH, OBSCIS, 

SJIS and PROMIS systems which have been implemeIit~d and are ope.':rational 

in the states visited during this study. Appendix F presents a brief 

summary of the current status of interface among th~ CCH, OBSCIS~ SJIS 
( .. ~\ 

and PROMIS systemsJ:mplemented within each state. 

4.1.1 The Current Status of Interface 
\1 

In .order to provide accurate, timely and complete CHRI, it seems 

that Some form of data exchange among informationsyste~s (whether 

system':'to-system ot agency"':to-agency) must be established.' However, 
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the extent of interface actually achieved among the four systems 

included in this study is very limited. 

. Interface, as indicated above, can be achieved through the 

use of common data elements and :may ,,;take one of several forms: 

hardcopy or printout; magnetic tape, disk Or punched cards; or 

computer-to-computer. In most situations where interface does 

exist, data are, in fact, exchanged by sending printouts or some 

other form of "hardcopy" from one a,gency to another. This form 

of interface may be characterized as linkage between agencies rather 

than interface among automated information systems.. Multi-

system interface based on other f?rms of data exchange is apparently 

not widespread. Among the states surveyed, evide.nce of tape inter­

change is .limited to only a few applications. The:t;;e are no examples 

of :i.ntegrated computer-to-computer interi;':.."l.ce among the four types 

of sys tems reviewed. There was, howeyer, .one example (Alabama) of 
,,~\ 

the interchange of data by agencies $hariflg the same computer facilities. 

4.1.2 The Perceived Need for Interface 

The establishment of interface among criminal justice informa­

t:ion systems appears beset ~ a variety; of problems, both purely 

technical as well 'as organizational and institutional. MITRE's 

. discussions with system developers, implementers .and us~rs indicate 

that the purely teclt,nicalproblems (e. g. ,compatibility Of hardware 

"and software, commona,;I.ity of data elements and sp~cifi~ation of 

postive identifiers) are clearly amenable to solution; however, the 

organizational and institutional problems seem to represent a mQre 

(i 

. t f and' appe' ar to be less likely to serious obsta~le to system ~n er ace 

be resolved •• 

The threshold is.sue regarding the development of interface in the 

states visited seems to center on. the perceptd.on by officia:ls of the 

need to develop CRRI'which i,s as accurate, timely and complet,e as 
': ,\C)· 

-.~"'-"-'-- .. --~------
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possible. Additional significance is given to the completeness of CRRI 

because the degree of completeness sought increases: the difficulty 

of obtaining complete CRIR, the accuracy and timeliness of CRIR and 

the need for exchanging information among criminal justice agencies . 

The perceived need for accurate, timely and complete CRRI 

varies from system to system. As the central r"'t f C ' cJ>0s~ ory 0 RRI, 
CCR systems have tended to place the greatest 'h errrp asis on interface 
of one form or another in order to collect, maintain and disseminate 

accurate, timely and complete ORR!. Among the other three systems, 

OBSCIS systems have tended to place more emphasis on interface or, 

at least, the exchange of data with CCR systems because ' CRRI is used 

by corrections '~gencies for a variety of purposes including risk 

classification. Although a link t>etween CCR and PROMIS has been 

implemented in only pne state (Alabama), the staff of the PROMIS 

systems visited indicated an interest in some form of interface in 

order to obtain CRRI. Few of the SJIS systems included in this 

study seemed concerned with achieving interface. This may be 

because CRRI is not of direct concern to SJIS at the state-level. 

Of course, courts .at other levels (e. g., local trial courts) use 

CRRi for a variety of purposes including sentencing. 

4.1.3 System Goals 

The variations in perceived need are eJ.acerbated by the fact 

that there are fundamental differences in the primary goals for which 
these systems were developed. CCR h systems ave been implemented to 
meet the CHRIrequirements of . . . 

var~ous cr~~nal justice agencies and, 
consequently, have focused on the need to exchange d~ta in one fo.rm 
or another. Rowe th . ver, e pr~mary purpose of th~ state and local 

agencies implementing andoperatirtg OBSCIS, SJIS and PROMIS has been 

to meet specific organizational needs (e g' t'he mao , ' .• ., . nagement informa-
tion needs of cor t' ' 

rec ~ons, state court administrators and prosecutors). 
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4.1.4 ,System Develol?ment in· Isolation 

The status of interface is also affected by the extent to which 

the design,implementation and operation of CCR, OBSCIS, SJIS and 

PROMIS systems within a state have been coordinated. In most of the 

states visited during this project, it appeared that the systems had 

been developed mO~'le in isolation than in concert with one another. 

This congitionmay be attributed to the fact that within anyone 

stat,e, system design and implementation may have begun at differen~ 

times, proceeded at.different paces and achieved different degrees 

of success. The resulting uneven development of these criminal 

justice information systems has impeded intersystem interface by 

creating technical proplems such ,l3.s incompatibilities in hardware 

and software. Moreover, this ~ondition .a;Lso interferes with intra­

system interface (e.g., tfie exchange of data between SJIS and local 

·courtsyst,emsor the exchange~f data between CCR and local police 

departments). 

4.1.5 Intra-SystemConflicts 

. Intra-system conflicts ,also hinder the development of interface 

between these syst~ms. This pr()blem is especially evident in states 

such as Georgia where local court systems are comprised of numerous, 

,re;Latively ingependent jurisdictions. Internal power struggles among 

the courts appear to have contributed to the termination of SJIS in 

Georgia. i\.dditionally,the abse('jce of a unified c.o.urt system has 

hampered efforts by the state police to gatherdispositiop data for 

their CCR system, since ,each of the 42 judicial circuits in Georgia 

has .to be dealt w,ith individually. 

4.1.6 Local Systems 

In ,a similar vein,cl.l17eady operating, locally-b,fl,sed computerized 

criminal jUElticl informatj;on systems s~met,imes confli'ct with state":' 

wide ,systems. For example, in Florida, the Dade County cQurt infor-
\ ' , 

o 

I 
I 
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mation system may pose problems for the independent development of a 

statewide SJIS in terms of the types of data gathered, the defini­

tions attached to the data elements and the format of the computerized 

files. This problem may be aggravated in the future by the burgeoning 

of customized local systems with software packages adapted from PROMIS 

to meet local needs. While many of the data elements contained in 

PROMIS and SJIS have .hatching titles, modification of a PROMIS for 

use at 'the loca.l level may change thE7 content and meaning of at least 

some of the data elements. As . f h 1 a consequence 0 suc ocal software 

modification, data elements contained in a locally based system may 

be incongruous with similarly labeled data elements collected by 
other systems. 

4.1. 7Pl?erational Status 

Finally, the operational status of the systems within a state 

afrectsthe extent to which system-to-system interface is achieved. 

It is prerequisite to interface that a sufficient number of indivi­

dual systems--at least two, by definition--be operational As indi-r. 
cated above, a primary obstacle to establishing interface has been 

the uneven development and status of the various computer sys,tems 

within a particular geographical area. Interface is a moot point in 

states such as Pen~sylvania and ~hode Island where only one system 

is operational or a true CCR system is lacking (as in PennsyJ,vania 

and Rhode Island). Without CCR as the cornerstone of an interlocking, 

comprehensive criminal justice data system £o;r the state, the impetus 

. to.interface component systems such as OBSCIS and SJIS will be minimal. 

4.1. 8 Future Plans 

There are indications that the exchange of m.:;:gnetic tapes between 

systems to achieve interface is spreading .iild will become ,'more preva­

lent in ,the future. It is much less clear whether there will be a 
:.: " 

'-.::;;;,-~" 

,movementtowarg the establishment of dJ..' rect comp t t ' . u er- o-computer 

,", 
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interface among such systems, at least in the near future. There 'are~ 

:however, signs tha.t there may be. a trend t.oward agencies implementing 

shared computer facilities and using this asa dir~ct link to exchange 

information and thus achieve interface between systems. It is not 

yet clear how the application of technological innovations .such as 

mini-computers may affect interface. 
I) 

4.2 Privacy and Security 

As early as 1967, the President' sCommission (Jon Law Enforcement 

and Administration of Justice e~phasized the need for ensuring the 

privacy and security of the data contained in criminal justice 
38 

)~.Tlformation systems. "Privacy" was defined as the protection of 

the interests of those individuals whose names appear in the contentS 

of a criminal, justice fnformationsystem data base; security was 

defined as the physical protection of the system and the ~ata base 

it contains from accidental or intentional loss or modific',';l.tion. 
"" , 1\ 

In spite of this early recognit~ori, specific recommendatiorl\p for 
i 

ensuring privacy and security were not developed until 1972;\ 
!: 
!! 

At that 't:::me., Project SEARCH in its role as the system developer 

of CCH, OBsc;rs. and SJIS suggested a number of measures that ;..<::!ould 

heimpl~mented in order top.rotectthe rights of individ.uals and 

s'afeguard the data, files of those sys terns. These actions included 

restricting access and dissemination to a "need-to-know" ,or 11 right..,. 

to-know" basis; limiting the scope of information that may be 

contained in the file,; allowing individuals the l:'ight to review 

,their file; instituting procedures .to ensUre data accuracy and 

completeness; and incorporating features such as guards , keys, 

3:8Bciemce a.nd Technology, pp. 74-76. 

" ".'. 

badges, passwords or keywords and similar controls in order to 

ensure physical security of the information system. 39 It should 
,! 

be noted, however, that these steps were only recommendations and 

any state developing such information systems was not bound to 

implement any of the suggestion~! 

In 197.5, the United States Department of Justice issues regula­

tions requiring that criminal justice information systems funded by 

LEAA include procedures designed to guarantee the privacy and 

security of the criminal history record information (CHRI) contained 

in those systems. Those regulations, as amended in 1976, require 

that the states: 

• develop and implement procedures to ensure the complete­

ness and accuracy ofCHRI; 

• impose constraints on the dissemination of data maintained 

in those information systems affected by the regulations; 

• adopt audit procedures designed to ensure completeness and 

verify accuaracy; 

• ensure the right of individual access, review and 

challenge of data; and 

• develop and implement personnel and physical security 
40 ' measures. 

39 '0 

SEARCH, Security and Privacy Considerations in Criminal History 
Information Systems, Technical Report No.2, Sacramento, CA, 
July 1972. 

40p .' 
r.J.vacy an~ Security Planning Instructions, Washingto~; D.C.: 

U.S. Government Printing Office, April 1976. 
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At the same time some state legislatures have also been moving to 

enact legislation in the area of privacy andsecul:'ity which affect 
" 41 

criminal justice information systems. 

It should, be stressed that t~is Interface Project was not 
i,.t 

intended t.o evaluate compliance with the federal privacy and secur-

ity regulations, but rather to review their iinpact on interface 

b,~sed on 'MITRE's visits to 47 eCH, Ol}SCIS, SJIS and PROMIS systems. 

A brief SUnnIla,ry of the MITRE's f.indings regardin~ the status of 

privacy and se:curity by state is presented in Appendix G. The 

broader questions of the impact of t;he regulation on these systems 

axe dis~ussed below. 

4.2.1 The Impact of the Privacy and Security Regulations 

The LEAA provided financial support to many of the CCH, qBSCIS, 
(; 

SJIS and PROMIS systems operating iil the 14' states Visited during 

this study prior to or, ~,t least, concurrent with .. the promulgation 

and amendment of the privacy and security regulations, Individual 

system development' and implementat:'idnwere, however,frequently 

'already underway w}:len ''the pr~vacYi)and development and 's€!curity 

requirements were originally written and a~ended. It was not 

I;lu;t'prising, therefore, that the. review of CeH, OBSCJ;S, SJIS and 

~ PROMIS in the 14 states indicates that the federal privacy and 

seGurity regulations have had little, if any, direct impact on the 

design of manY of those systems. 

In terms of system operation and continued development,'the 
. ~\) 

: greatest impaGit of the federal p:rivacy and security regulations' C\ 

~ a 

4lPbr example, the legislatures, i~Michigan.and Florida hav6'",enacteq, 
"'sun1%hine" legis,latioIl. ;, The 'CdIIinlomll'~alth of Massachu,setts has 

,pasl;3edits own privacy and security laws~" 
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seems to have been on the CCH (as a cent:r~l repository of CHRI) , 
h 1 1 h h• i ,42 wit much. ess ini uence on the tree ot er systems. While it 

appears that all systems visited have instituted some measures to 

1'rotec.t the data maintained in their files, these measures may not 

be the direct result of compliance with the federal regulations. 

Rather, they may simply result from compliance with state regulations 

or policy or may represent general physical and personnel security 

measures instituted by criminal justice agencies to protect sensitive 

installations and/or data. In any event, typical among these pro­

cedures are personnel background screening, controlled access to 

terminals, password authentication for access to data bases, facil­

ity protection and some control over dissemination. Suchmeasures 

are generally in line with initiatives taken to secure any computer­

ized data b~g,se. 

In contrast, it appears that less attentioryhas been generally 

given to 'implementation of safeguards tO'ensure the privacy of the 

individuals ~fIose 'names are contained in the data bases of these 

systems with the exception of CCR systems. The-CCR systems visi,ted 

have instituted a ~ide, variety of procedures designed to meet the, 

privacy requirements of the federal regulations. Among,the pro­

cedures implE1)llented are audits, logs, notification systems and 

procedures permitting individual access and review. 

There was some concern about how the regulati0j:ls might affect 

the operation and use of these systems in the future. Fo~ example, 

suppose an SJIS system began to accumulate eRRI in support ql a 
,7 

42 .. ' 
The federal pr:iyacy and security' regulatipT,ls, as amended, .exempt ", 
all court~ records maintained ~_')r the purpose of recording the 
process and results of public court proceedings such as court 
regis ters and case files. .'&~-
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program such as sentencing guidelines (e.g., those developed in the 

State of New Jersey), would there be a change in the applicability 

of the privacy and security regula.tions to court operated systems? 

(These systems are currently considered as exempted from the regula­

tions.) System directors are also concerned that full implementa­

tion of compliance mechanisms will be costly and have unexpected 

ramifications and perhaps inhibit future systems de~lelopment and 

operations .• 

4.2.2 Perceptions Regarding the Applicabj.lity of the Regulations 

The extent to which procedures have been implemented pursuruLt 

to the LEAA regulations appears to be related to perceptions about 

the degree to which each system is actually affected by the LEAA 

regulations. State/local interpretations of the definition of 

CRRI seem to be a major factor affecting responses to the privacy 

and security regulations and the concomitant implementation of pro­

cedures to achieve compliance with the regulatior..s. 

It is generally acknowledged by persons involved in managing/ 

operating computerized criminal justice information systems that 

CCR systems contain criminal history record information (as defined 

in the federal regulations) and are, therefore, clearly subject to 

the requirements of the federGl privacy and security regulations. 

Row'ever, perceptions concerning the application of the regulations 

to the other types of systems are frequently quite the opposite~, 

Furthermore, in the case of SJIS (which has been exempted from the 

federal regulations) and, in some instances, PROMIS, the data in 

the files is considered to be legally discoverable and/or in the 

public domain. In some cases, PROMIS data were considered to be part 

of the "private" or confidential files of the district attorney. 

. / 
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5.0 POLICY ISSUES 

Based on the recommendations of several d presi ential commissions 
LEAA has been supporting the development and 

OBSCIS, SJIS and PROMIS systems l'n order to 
implementation of CCH 

provide the criminal 

, 
, 

history record information (CHRI) needed by criminal justice agencies. 
These commissions have suggested that s{~ce ~L each criminal justice 

agency (e.g., the prosecutor) possesses information needed by other 

agencies (e.g., the courts), there should be some form of data exchange 

among these information systems. In th I t f e n er ace Project, MITRE 
focused on the exchange of CRRI C among CR, OBSCIS, SJIS and PROMIS 
systems in 14 states. Th t d e wo prece ing chapters presented MITRE's 

findings regarding not only system interface, but 1 a so two directly 
related topics: 

• 
• 

the federal privacy and security regulations, and 

the operational status of the CCR, OBSCIS, SJIS 

and PROMIS systems as developed and implemented 

in each state visited. 

A review of these findings indicates that there are five major policy 

issues which LEAA should explore in coordination with the states: 

• 

• 

• 
• 

the need f~r criminal history record information 

(CRRI) and, consequently, for interface; 

the apparent lack of congruence between state-

level and national-level views of the goals of 

the CCR, OBSCIS and SJIS programs; 

the impact of privacy and security regulations; 

the trend toward developing systems which can be 

transferred from one jurisdiction to another; and 

• the proliferation of local criminal justice infor-

mation systems. 
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5.1 The Need for CRRI and Interface 

As has been seen, the exch~~ge, of CRRI on a system-to-system 

basis among the CCR, OnSCIS, SJIS and PkOMIS systems implemented in 

the 14 states included in this study is very lim,ited. This slow pro­

gress towards interface raises the question of the extent to which 

there is a continued need to attempt to achieve interface among these 

four computerized criminal justice information systems. It is evident 

that some form of data exchange among cri..minal justice information 

systems (whether system-to-system or agency-to-agency) is required if 

accurate and complete CRRI is to be available to decisionmakers on a 

timely basis. Consequently, policy decisions regarding the future 

status and form of interface should be based on a. determination of 

the present and future need to provide accurate, ,complete and timely 

CRRI. 

It is not clear at the presenttDlle what the: exact requirements 

are of various criminal justice agencies (both intra- and inter-state) 

for CRRI. What is evident is that efforts to provide complete and 

accurate CRRI on a timely basis can be prohibitiv'~ly expensive and, 

perhaps, infeasible in view of the budgetary contraints which increas-

ingly confront criminal justice agencies. Effort~ to develop complete 

CRRI provide an example of this dilemma. Initially, states involved 

in the CCR program sought to convert all their mal;J.ual reco,rds to auto­

mated systems. The conversion of all manual reco;tds generally has 

been abandoned because of the enormous expense inyolved; 
;! 

current emphasis has shifted to the selective conye~sion of manual 

files. Furthermore, CCll systems have tended to l~it the amount of 

data disseminated electronically to summaries of I?RRI, preferring to 

disseminate an offender's entire criminal history:: record via mail. 
" 

Unfortunately, these efforts (and others like theJ;n) to provide CRRI 

in what might be termed an economically feasible manner may run,con­

trary to the requirements of the federal privacy :~nd security 
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regulations for accurate, complete and timely CRRI. In order to 

determine the need for CRRI, LEAA in cooperation with the states 

could conduct a study of the specific requirements for and use of 

CRRI within various components of the criminal justice system (e.g., 

the police, prosecutors, judges and parole boards). Among the sub­

ject areas which might be included in such a study are the following: 

the need of different criminal justice agencies for 

specific elements of CRRI, 

the response time required from a CCR system and 

the degree of accuracy and completeness required 

by different agencies. 

This study should also examine options to meet the requirements of 

federal privacy and security regulations with the limited resources 

now available to support CCR systems and system interface. 

If it is decided that there are requirements for CRRI, LEAA 

could then determine how to meet .lose requirements on both an intra-

and inter-state level by (among other methods): 

reassessing the continued need (i.e., the costs and benefits) 

of attempt-ing to achieve interface among CCH, OnSCIS, SJIS 

and PROMIS systems; 

determining the type of interface required; 

examining the role of other criminal justice infor­

mation systems and linkages among systems i,n 

providing CHRI to CCH systems; and 

evaluating the impact of the proliferation of 

customized local criminal justice information 

systems and technological innovations (e.g., 

distributive processing) on interface. 
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5.2 Programs Goals 

Our study found an apparent lack of congruence between the state­

level view and the national-level view of the goals and goal priorities 

of the CCH, OBSCIS and SJIS programs. At the state-level, primary 

. h . 1 t +-' and operation of these emphasis was placed on t e l.lllpetnen a,,-~on 

systems to meet intra-state (or intra-agency) requirements. In 

contrast, at the national-level, emphasis was oriented toward the inter­

state aspects of these systems. 

At the state-level, an examination of the goals and goal prior-

clearly ;nd~cates that emphasis has been ities of the CCH systems ~ ~ 

placed on the intra-state use of CCH systems to meet the needs of 

state and local criminal justice agencies for eHRI. However, at the 

nationa.l-level, emphasis seemed to be placed on the dl~velopment bf 

individual, state-level CCH systems as components of an inter-state 

network capable of exchanging CHRI among the states. 

There is a similar lack of congruence evident in the OBSCIS and 

SJIS programs. As mentioned earlier, at the national-level, OBSCI8 

has three goals: 

• 

• 

to meet the information requirements of the National 

Prisoner Statistics (NPS) and Uniform Parole Reports 

(UPR) , 

to provide corrections officials with the data needed 

for pperational and management decisionmaking, and 

to provide the correctional data for the CCHsystem. 

However, the main goal of the, bBSCIS systems visited during this ,I' 

project was to meet the information needs of state corrections admini­

stration. Primary emphasis was placed on OBSCIS as a management infor­

mation system supporting corrections administration and, secondarily, 

as a system designed to meet operational needs. 
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There is also an apparent lack of congruence between the national~ 
level goals of SJIS and the state-level goals of the SJIS systems. As 

stated earlier, SJIS, as seen from the national-level, has two goals: 

• to improve the quantity and quality of data used in 

state court management decisionmaking, and 

• to provide the court data needed by CCH and 

OBTS systems. 

In fact, the SJIS systems visited in this project usually met only the 

first goal. There has be~n little interface in the states visited 
among SJIS and CCH systems. 

This apparent lack of congruence at the state and federal levels 

regarding system goals and priorities has important implications for 

the future of the CCH, OBSCIS and SJIS programs. Although the federal 

government (specifically LEAA) has provided significant support to the 

deve~opment and implementation of these systems, the institutionaliza­

tion and continued operation of each of these systems depends on state 

support. Nevertheless, it is apparent that any enhancement or improve­

ment of these systems (beyond minor modifications) will require federal 

assistance because of budget constraints now faced by many of the states. 

It is in this context that the lack of congruence between federal and 

state views of the goals of the programs raises two important questions. 

On the one hand, i~ the primary goal of CCH, OBSCIS and SJIS systems is 

to support the management or operations of intra-state criminal justice 

agencies (e.g., state court administrators and corrections agenCies), 

will the federal government be willing to support systems which empha­

size intra-state goats over inter-state goals'? On the other hand, will 

state governments continue to support systems which are not primarily 

intended to meet intra-state needs? 

Failure to resolve the lack of congruence between state and 

federal goals may result in the development of systems which contribut~ 

81 



little toward achieving the goals of either level of government. To 

avoid this situation, LEAA in cooperation with the states could estab­

lish goal priorities for these systems in terms of intra-state and 

intra-agency as well as inter-state information requirements. Based on 

these priorities, a coordinated state-fed~ral policy could be estab­

lished to guide the future development and funding of these systems. 

5.3 Privacy and. Security 

Although federal privacy and security regulations have impacted 

on the operation of CCH systems included in this study, the regula­

tions have had minimal effect on OBSCIS, SJIS and PROMIS systems. 

There is continuing confusion amcmg system managers as to the full 

implications of the regulations. There is also concern that full 

implementation of the regulations' requirements will be a prohibitive 

burdt:n. CCH. system directors are particularly troubled because they 

may be required to obtain complete dispositions even beyond conviction. 

Suchan effort is seen as almost impossible financially, particularly 

in'light of current and proj'ected budget cont.raints. 

Given the imp'iict of the federal. privacy and security regulations 

to. date', LEAA could commissic;m a re-examination of the requirements 

f.~.r these regu;I.ationsin terms of the need .for CHRI as defined by 

traditional uses, case law, regulations and statutory law. In parti­

eU,lar, this study should examine the requirements for collecting 

complete. CHRI and establishing log£ recording CHRI dissemination, both 

o,f which have been described by CCH system directors as very expensive. 
,'" > ' 

In addition, this. study should examin.e the impact of the rt:gulations 

on future system enhancement.s (e.g., using SJIS as'a>d::,gcking mechan-

"f t" "del "nes) Finally" this review should study ~sm, or sen enc~ng gu~ . ~ . 

the consequences of technological innovations and the proliferation 

of local syste'!Ils on privacy and security. 
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If, as a result of this study, there are no changes in the regu­

latiOns, then LEAA could consider providing funding to implement the 

regulations to achieve some agreed upon minimum standards for privacy 

and security. Additional enhancements above and beyond these minimum 

standards could be the responsibility of the individual states. 

5.4 Transfer of Systems 

Of the four systems included in this study, only PROMIS was 

initially intended to be transferred from one local jurisdiction 

to another. In contrast, CCH, OBSCIS and SJIS were intended to be 

developed h~dividually by each state agency to meet its own specific 

requirements. Presently, there is some emphasis at the national 

level on the development of systems (~.e., OBSCIS and SJIS) which can 

be transferred from one jurisdiction to another. However, the idea 

of transferring OBSCIS and SJIS systems from one state to another 

represents a radical departure from the original concept of these 

systems. This would be especially true if consideration is given to 

the transfer of CCH systems. At this point, it seems prudent to 

assess the feasibility of the concept of transferring systems from 

one jurisdiction ~o another for four reasons. 

First. depending on the amount of tailoring required to transfer 

a system and fit it to the needs of a state~level agency (e.g., cor­

rections department), it may be just as cost-beneficial to develop a 

system from scratch. Second, a system designed to be transferred may 

not meet an agency's needs in seeking to develop an information 

system. Third, such a system may 1;>e able to meet the information 

requirements of only a limited number of states. Fina~ly, unless 

carefully coordinated with the states involved, the development of 

such systems, which would impose information requirements, may be 

seen as an infringement of the states' role in crimina,~ jjustice. 
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Since PROMIS was the first system specifically developed to be 

transferred across juri~dictions" an evaluation of the his,tory of 

such transfers would provide LEAA with an assessment of the feasibil­

ity of tran.sferring other systems. The. multiple use of different 

versions of PROMIS proposed for a variety of reasons raises a number 

of questions which could be addressed by this evaluation including: 

To what extent is PROMIS documentation and technical 

assistance adequate to meet the needs of potential 

user agencies>? 

In what ways can the role of potential non-prosecutorial 

users be expanded in the development and implementation 

of PROMIS? 

What are the cost/benefits of expanding theapplicati6n 

of PROMIS to meet the needs of other cr:i,minal justice 

agencies (police, courts, c9rrections)? 

What are the limitations of PROMIS in attempting to 

meet the needs of other ag~ncies? 

5.5 Thei·Proliferation of Local Cr'iminal Justice Information Systems 

As stated preyiously, the development and implementation of CCR, 

OBSCIS, SJIS and PROMIS systems have tended to occur in d..solation. 

This situation is exacerbated by ,the uncoordinated growth of local 

criminal justice iuformation ~ystems. Systems may be designed with 

little br no thought given to developing a capacity for interface. 

This is particular+y true in the case of SJIS where ,the, tailoring of 

information, systems to local court needs may have occur~ed,to such an 

extent that interface with SJIS may not be po~~ible. 

, ' , - " 

New technology (e.g., mini-computers)maY""Ver,y ~~el1 accelerate 

the.'spread of local systems by, for instance~ reducing the cost of 

obtaining local hardware. If properly coordinated, the growth of 

local systems may well enhance the exchange of CRRI in terms of 
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completeness, accuracy and timeliness. The development of the multi­

county, intensive PROMIS projects in Michigan, New Jersey and New York 

provide examples of coordinated planning and development. If the 

development and implementation of local criminal justice information 

systems continues, LEAA could initiate a proj ect to determine the need 

for interface among not only local systems but also among local systems 
and the state-level crlIU' ~ I' t' . f 

... na JUS ~ce ~n ormation systems. If such a 
need is established, LEAA could consider working with the state and 

local agencies to ,develop some mechanism (e.g., a coordinating body) 

to determine the degree of compatibility needed among these systems 
to achieve an agreed upon level of interface. 
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LIST OF INDIVIDUALS 'INTERVIEWED DURING THE INTERFACE PROJECT 
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Alabama 

Mr. Eugene J. Ackers 
Systems Development Division 
Alabama Criminal Justice Information Center 

Arizona 

Robert J. Edgren, 
Technical Coordinator, Criminal Justice Information Systems 
Department of Public Safety 

Califo.rnia 

Mr.. Fred Wynbrandt 
Assistant Director 
Identification and In~9rmation Branch 
Division of Law Enforcement 
Department of Justice 

Ms. Barbara G. Myers 
Assistant Bureau Chief 
Identification and Information Branch 
Division of Law Enforcement 
Department of Justice 

Florida 

Mr. Robert Edwards 
Director 
Division of Criminal Justice Information Systems 
Department of Criminal. Law Enforcement 

Mr. Dan Cooksey 
Director, Data Ba~e 
Division of Criminal Justice Information Systems 

, Department of Criminal Law Enforcement 

Mr. Charles jacobs 
~~rector, Criminal Identification Bureau 
D±;;-:tsion of Criminal Justice Information System; 
Dep~tment of Criminal Law Enforcement 

" 
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COInputerizedCrimirtal His.tory System (Continued)" 

Georgia 

Mr. George Boles 
Director 
Crime Information Center (CIC) 
.Departmentof Public 'Safety 

Mr. Ed Manseau 
Deputy Director,r 
GIC 

Mr. George Emfinger 
Criminal Justice Data 
CIC 

Mr. Ed Sills 
·~9.entification and Field Support 
GIC 

~. Bill-Holland 
Cr~lminal Justic~Information 

,CIt\, 

Louisiana 

Mr. Derald W. Smith 
Director 
Criminal Justice rnformat·ion Systems Division 
Louisiana Conunission on Law ,Enforcement 

b;1:innesota 

'Mr. Dan Love 
Director 
Criminal Justice InformatiOn Systems 
Eureau.,of Criminal Apprellension 
,Department 9f Public Safety 

Michigan 

Captain Alle,n Shaw 
Center Records 
State Police 

'Mr • Di'lve Ferguson 
Data Cf,iht€!r 
$tatepolic.e '. 
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Computerized Criminal History System (Conc.tinuecp 

Mich::gan (Continued) 

Mr.. Dalles Piper 
Central Records 
State Police 

New Jersey 

Sergeant Walley Miller 
Records and Identification Section 
Division of State Police 

!i . Department of Law and Public Safety 

New York 

Mr. Adam D'Alessandro 
Deputy Commissioner 
Office of IdentificatiOn and Data Systems 
Division of Criminal Justice Services 

Mr. Josepl'":::,,Riggione 
Director 'c. 

Governor's Task Force on Criminal Justice Information Systems 

Major John Angell 
State Police . 

Captain Ben Jones 
state Police 

Utah 

Mr. L. Del Mortensen 
Director 
Bureau of Identification 
Department of Public ,Safety 
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Offender-Based State Correction Information System 

Alabama 

Mr. Rick Holston 
Data Systems l1anager " 
Department of Correctioris 

Arizona 

Gerald Pater 
Manager 
Management Inforfuation Sys,tems 
Department of Corrections 

California 

Ms • Marie Vida Ryan 
Chief 
Management Information 
Department of Correction-s 

,Ms. Dorothy M. Tuma 
;Assistant Director 
Hanagement Information 
Department of Corrections 

Florida 

Hr. Rey Ferrari 
Director 
Management Information System 
Department of Corrections 

Georgia 

'Mb.L. Benj~m:in Wyckoff 
Director of Systems Development 
l)epartmentofOffender RehabiHtation 

t1r ..rack Uoehm 
-AssiStant Deputy Director 
Adll1i-riistrative Services 
Department of Corrections 
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Offender Based State Correction Information System (Continued) 

Minnesota 

Mr. Gerald Strathman 
Director 
Research and Information Systems 
Department of Corrections 

New Jersey 

Mr. Stan Repko 
Director 
Bureau of Correctional Information Systems 
Department of Corrections 

New York 

Mr. Hank Donne1y 
Director 
Records and Statistical Analysis 
Department of CorrectiOnal Services 

Mr. Dennis Greene 
Management Information Services 
Department of Correctional Services 

Pennsylvania 

Mr. Joe Riggione 
Director 
Governor's Task Force on Criminal Justice Information Systems 

Utah 

Mr. Richard J. Oldroyd 
Director of Research 
Division of Corrections 
Department .pf Social Services 

Wisconsin 

Mr. Paul K~sauda 
Director 
Office of Systems and Evaluation 
Division of Corrections 
Department ,of Health and Social Serv.ices 
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,Corr'e' ctionlnfo,rmation System (Cpntinu~d) Offender BaBed. State . 

v1isconsin (Continued 

Mr. Carl Sam 
Technical Services 
Division of Corrections 

Mr. Ted Johnson 
Deputy Director-Systems 
tlivision of Corrections 

Mr. Dick Suehring 
Office of Information Systems 
Department ot Health and Social 

Ms. Wanda Shrank 
Office of Information Systems 
D~partment of Health and Social 

Services 

Servic~s 
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State Judicial Information System 

Alabama 

Mr. Jan M. Shultz 
Information Systems Division 
Department of Court Management 
Administrative Office of the Courts 

Arizona 

Mr. James A. Niles 
Chief of Planning 
Supreme Court 

Georgia 

Mr. Robert Doss, Jr. 
Director, Administrative Office of the Court 
Georgia Judicial Council 

Hr. John Shope 
Assistant Director for Operations 

Hr. Chris Perrin 
Assistant Director 
Courts Coordiantion and Research . .;~.; 

Louisiana 

Dr. Hugh Collins 
"Director of Policy and Planning 
Supreme Court of Louisiana 

Michigan 

Mr. Richard G. Wilhelm 
Executive Director 
Judicial Data Center 
Office of the State Court Administrator 

Minnesota 

Mr.· James It. Rebo 
Direftor 
Infoi'iiktion Systems 
Minnesota State Court Administration 
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State Judicial Informatio!l System (Continued) 

New Jersey 

Mr., George Sikora 
Director 
Judicial Ma:nagement Infonnation System 

Pennsylva:nia 

111'. Larry Poians'ky 
Deplity Administrator 
P'eIlITsylvartia: Supreme Court 

Hr. Steve Ayers 
Director of Data Processing. 
Pertnsylva:nia: Supreme Court 

Rhode' Island 

Mr. Rdrt La Chance 
j)'irector 
State Judicial Informatidn System 
Office of the State COUe.t Administration 

utah 

Mr. Ellis D. Pettigrew. 
Assistant State Court Administrator 

94 

',f 

. ' 

l 

.!
" ..... I 
~1 

Prosecutor's Management Information System 

Alabama 

Mr. Eugene J. Akers 
Systems Development Division 
Criminal .Justice Information Center 

California 

Mr. ,Neal Riddle 
PROMIS Manager 
Office of the District Attorney 
Los Angeles County 

Mr. Frank Costa 
Assistant District Attorney 
Chief, Systems/Training Division 
San Diego County 

Ms. K. Jean Timmons 
System Analyst 
Department of Electronic Data Processing Services 
San Diego County 

Georgia 

Mr. Tom Charron 
District Attorney 
Cobb County (Marietta) 

Mr. Hirschel Strickland 
Director 
Cobb County Data Processing Department 

Mr. Russell Kirkpatrick 
Chief Programmer 
Cobb County Data, Processing Department 

Louisiana 

Mr. Glen A. Christiana 
Director of Data Systems 
Office ·of the District Attorney 
New Orleans 
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Prosecutor's Management Information System (Continued) 

Mr. James E. Rousselle 
Assistant to the Director 
Data Systems 
Office of the District Attorney 
New Orleans 

Hichigan 

Mr. Hank Verkaik 
Program Specialist 
Multi-County PROMIS Project 
Department of Management .and Budget 
Office of Criminal Justice Programs 

Mr. Thomas Johnson 
Director 
(~~~atistical Analysis Center 
\. ...... ,_. 

Mr. Gene Lambert 
Analyst/Evaluator 
Office of the Prosecuting Attorney 
Kalamazoo County 

Mr. DominiGk R. Carnova+e 
Chief Assistap.t Prosecuting Attorney 
Wayne County (Detroit,;) 

Mr. Michael Fried 
Prosecutor-Administrator 
Wayne County (Detroit) 

New Jersey 

Mr. Steve Long 
Director 
PROMISProject 
Division of Criminal Justice 

Mr. Thomas O'Reilly 
Section Chief 
Administration 
Division of C:!;iminal Justice 

() 
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Prosecutor's Ma~~~e~~nt Information System (Continued) 

New York 

Mr. Kenneth R. O'Brien 
Management Systems Executive 
Office of the District Attorney 

Mr. Sarwar Kashmeri 
Division of Criminal Justice Services 

Utah 

Mr. William Hyde 
Assistant County Prosecutor 
Salt Lake County 

Mr. Frank Clapp 
System Analyst 
Salt La,ke County Data Processing Department 

Ms. Debra Sorenson 
Salt Lake County Prosecutor's Office (PROMIS) 

Mr. Harole Nelson 
District Court Clerk's Office 
Salt Lake City 

Wisconsin 

Mr. Louis A. Metz III 
Judicial Information Systems Coordination for Project Turnaround 
Milwaukee County 
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APPENDIX B 

COMPUTERIZED CRIMINAL HISTORY SYSTEM SITE VISITS 

State-Level CCH Operational Status 

The following information was secured during visits to CCH 

installations in 12 states. The objective of those visits included 

a determination. of the current operational status of the state's CCH 

and an examination of the historical evolutionbf those systems from 

the initial development and implementation phases to their present 

operational condition. 

1. Alabama 

The CCR. system in Alabama is the responsibil;l ty of the Alabama 
I, 

Criminal Justiice Irlformation Center (ACJIC) which'i\WaS created in 
,:. ~/ \1 

1975 to establish a~d operate ~ statewide crimina]!\ justice informa-
". ' 'I 

tion system to serve., Alabama's criminal justice co'l1mUnity. It oper-
. 1\ ..•. . 1\ I 

ates under state law',! which mandat(~s statewide arrest reporting, a 

~niform crime reporp1
i
\ng system, ~~mplete and accur~\te' files of per­

sons engaged in criJ~~:rt<:il activi t;iE~s in the St.ate, J, right of access, 

review and chaUeng;~ \by individlials whose records J~e maintained, 

and system privacy +n~ securit~i; • I 
ACJIC is a .ep~r~t" enti~ independent of othel~ state agencies, 

The ACJIC di rec tOf l~ep,~rts t~: the AGJICCorn.mfssion :~rhichis composed 

of repr-esentativeS'!~f1\,ai-iolls agencies directly or ::t,ndirectly in:-­

Volved in law enfdr;bem;~nt al1d criminal justice (~'lf~' the Attorney 
".' \,1 II Ii ,,' .' 

General's Office ,it:he l~oarrl of Corrections and the j)epartment of 

Public Safety).' A~lan\:"uJibrella" agency, ACJ_IC provides.a wide 
, JI . '/. . 

range of services jJncluding a communications network, l;3.w enforce-
.I, i 

ment data system and tefhniCal assistance. 
If, 
,I { " 
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ACJIC's Computerized Criminal Histo1!Y (CCH) is an on-line data 

base of criminal offender information available to qualified crim-

The purposes, of C, CH to speed up the criminal inal justice agencies. 

, prov4 de' complete, statewide "rap sheets" on justice process and to .... 

offenders have not c ange .... h d dur -lng development., Information in the 

Alabama CCH file includes: individual identification information, 

court or oth,er ,dispo' sitions, and custody/ super­arrest information, 

d o, t CCH is based on posi­vision status. All information entere l.n 0 _/ 

tive fingerprint identification of the subject. 

The' Alabama Department of Public Safety (DPS) was initially 

charged with the responsibility of developing a CCH system. How­

eVer, the project was terminated because of technical problems. 

ACJIC renewed Alabama's efforts to implement a CCH and with the 

cooperation of DPS has succeeded. DPS is presently providing arrest 

data (i'~cluding fingerprintsalld identification numbers) and ACJIC 

also receives data from OBSCIS and SJIS. While the system itself 

"belongs" to the Data Management Services Division (DMSD)/Department 

'of Finance under Alabama's consolidation qf computer services, ACJIC 

has retained full management control. 

In 1975, ACJIC received LEAA funding to plan its CCH and by 

1977, a maste~ nam,e in ex was prep • d ared 'ACJIC is not engaged in an 

effort to convert allot e manua • , f h '1 CHRI Each new ar, re",s, t is enter-

, d -If the offender ha,s aprio,r record, his manual 'ed on the system an , .... 

Any, type of "hit" in te, rms of identifying a £ile is conver~ed. 

:?tiot '0 en er Wl. ' .L ff d °11 a'lso tr-lgger recor, d conversion as will any 

tequest for CHRI of a previous offender. 

2. Arizona II 

A ° , l.°rrvo'l'""vement w-lth C, CH b,egan' dur-lng 1969 and its ob-, r l.zona', -'- .... 

jectives have remained fairly constartt over the past decade and 

still provide guidance for CCH operations in Arizona. Thoseob""' 

jestives were those specified by Projec,t SEARCH. 
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Since its inception, Arizona's CCH system has been under the 

direction of the State's Crime Information Center, a component of 
" 

the Arizor/a Department of Public Safety. Between 1969 and 1973 de-

velopment efforts were concentrated on planning and designing an on­

line system, implementing both the software and hardware, improving 

the manual record keeping system, and coverting the manual records 

to machine-readable fOrm. As an on-line system wi th data input, 

edit and retrieval capabilities, CCH began serving Arizona law en­

forcement officials during 1973. The Arizona CCH became the first 

system to interface in an on-lina mode with the FBI's National Crime 

Information Center (NCIC) for the exchange of computerized criminal 

history records. Federal funding for the Arizona effort terminated 

in 1974, at which time the State assumed the operating costs of the 

system and institutionalized CCH. 

Since becoming operational, the system has reportedly func­

tioned fairly smoothly. Currently, CCH is one of many components 

comprising the Arizona Criminal Justice Information System (others 

i,nclude the Arizona Law Enforcement Telecommunications System, Uni­

form Crime Reporting, Law Enforcement-Judicial Information System, 

Arizona Department of Transportation - Motor Vehicle Divi-sion, and 

Offender-Based State Correctional Information System). Lawenforce­

ment officials have access to the CCH data through computer-to-com­

puter interface and vi'a remote and mobile terminals. As presently 

structured, the system contains the five SEARCH speci-fied CCH 

segments: the, identification, arrest, prosecution, judiCial and 

custodial segements. Much of this information is initially gathered 

by the Law Enforcement-Judicial Infonnation System (the Arizona 

version of OBTS) and then used as inputs for CCH. 

Generally speaking, CCH operations in Arizona are in accordance 

with the Crime Information Center's baSic plan. However, one spec~ 

ific problem has recently arisen: there is slippage in posting 

current data and placing it in the computerized files. This, is 
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reportedly due to' a lack of funds needed to. employ sufficient staff 

to completely process the daily influx of criminal hi~tory informa­

tion. An important ramification of this slippage is that teletype 

(TWX) inquiries often require a concurrent manual search of the 

master CCll name index. 

3. California 

Of significance in the development of the Computerized Criminal 

History System (CeH) in California is the organization of the exec­

utive branch of the ,state government. In California, the Department 

of Justice, and the Branch of Identification and Information within 

its Division of LaW",,"llinforcemen t, reports.-to a s~parately elected 
j/;"~~ -. 

constitutional officer, the Attorney General. Unlike most states 

where the Department of Public Safety (State Crime Information 

Center) 11; a responsibility of the Governor, California's CeH 

r~sponsible agency is independent of the Governor, and,t!lerefore 

independent of other state level criminal justice agencies such as 

the Department of Corrections. The resulting independence has im­

peded cooperation between state agencies with regard to the devel­

opmentof CCH and made mUlti-system interfac.~e more difficult tp 

a,chieve. 

In 1970 an information system implementation plan was approved 

by the California legislature which included a pl.an for a massive 

conversion of existing cr:Lminal history records for use in the auto"" 

mated system. This plan was modified, however, after large numbers 

of records were converted, and the decision was made to abandon con­

version in favor of entering only information on new offenders to 

the system. The eXisting manual crimin,al history system was main.,.. 

taiued in parallel with the automated CCH. A manual criminal hist­

ory is now only updated when a current request is made for a rap 

sheet. Implementation of the CCH system began in 1972 and was com­

pleted in 1973. The system is fully operational. 
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There were political structural problems in attempting to de­

velop a Comprehensive Data System (CDS) in California, however, and 

the state has wi thdrawn from that progra~. 

Californie+ entered into CeH development with the goal of pro­

viding law enforcement agencies wi~h on-line real-time retrieval of 

criminal histories. It initially adopted the SEARCH goals, however, 

California has modified them in some respects. Initially, the sys­

tem was to provide full criminal histories on-line. This objective 

is no longer followed, however. 

The automated criminal history has three parts. The first is 

the Personal Data Record (PDR) which contains identifying data, the 

crime summary, and the complete and sometimes lengthy body of the 

criminal history. 

A field agency inquiring into the system has a choice of re­

sponses. It can routinely receive, within 20-30 seconds on its 

local terminal, a combination of the personal data record, the crime" 

summary and the full detail of the last arrest cycle. Where com­

puter,to computer interfaces exist or in emergency situations, the 

entire automated criminal history can be printed out on the local 

terminal. This is not routinely done, however, because 'of the large, 

amount of data usually contained in the entire record and the rela­

tively slow printing capacity of 10cal terminals. 

l."' Normally, when a request for an entire rap (/c,;leet is received 

from a local terminal,.it is acknowledged, the PDR and crime summary 

are printed out locally, and the entire criminal history is printed 

out in,""house in a batch mOdfr at eight-hour intervals for mailing. 

Response time. for similar inquiries into the manual system is 

much greater, with the majority of responses requiring four to seven 

days prior to mailing or local processing. 
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{s ·oper.ated in 'a"Department of Justice dedi,cated' The system ... 

.currently, no LEAA funds are data processing center in Sacramento. 

beingused for system development or operation. 

The California Computerized Criminal History System serves some 

700 law enforcemen -'-t agenc ~es through over 20,00 on-line display termi-

nale'. The terminals are, hor.-.7ever, used only for data retrieval in 

"-. b t' ly quality control proce-order to allow the operating. ureau 0 app 

dures to a]"l information received for entry into the system. This 

f 11 d t available. for retrieval is done to maintain the quality oa a a 

by its using agen~ies. The centralized approach is even used for 

1 requests from California law enforcement agencies to handling al 

the FBI for rap sheets or other reports. 

. 'plans to deve'lop an automated name index By 1980, Californ~a 

f d t o serve law en,forcement agend.es including all California of en ers 

'd 'f' t' n and only;" basic offender history data. rr.=quiring rapid 1: erLtl, .~ca lO, 

Such an index would supplement the on~line computerized criminal 

'd add;t~onal service to the using agencies. history and prov~ e -'- ... 

4. Flo~ida 

The obje/" {ves of the, CCH effort in Florida were parallel to 

those Posite~bY Project SEARCH. Florida's CCH system has, since 

, , 1· development phase, been under the direction of the the inl;t~a ' 

() t of the Flor ida Florida Crime Information Center· FeIC , a componen .. 

, t The FClC, ,as a central Department o,f Criminal Law Enforcemen • 

information than just criminal inform,ation repository, c,oJ;ltains more 

history records; f,or example, Uni~orm ,forime Report data, information 

on stolen vehicle~, stolen and recovered guns, wanted persons, an4 

The CCH recor. ds are disseminated to meet the daily missing persons. 

ff' ial d to assist criminal operationCll ne~d of law enforcement 0, ~c , s an. 

, , {n a numbe .. r of areas, iJ;lcludipg: Justice agenc1.es ... investigative 

h ' . f licenses', the establispPlent of penalty fynctioris;t e lssuance 0 -'- _ 
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class for multiple offenders; bail/bond hearings; pre-trial inter­

vention hearings; sentencing with pre-sentence investigations; and 

risk classification for custody or supervision. As a by-product of 

system operation, the system can also provide statistical reports 

and a data base for research purposes. Additionally, the CCH system 

can be used to provide specialized services, particularly identifi­

cation assistance for unknown deceased, amnesia Victims, etc., 

through an automated fingerprint search of the index. 

Currently, the Florida CCH system incorporates the standard 

range of on-line capabilities, including data entry, inquiry, edit­

ing and retrieval. Police departments throughout the state have 

access to the data base via remote terminals, allowing for the 

timely and speedy exchange of criminal history information. 

5. Georgia 

Federal funds were used to support the development and oper­

ation of' CCH in Georgia from 1972 through 1977, however, since that 

time state funding has met most of the costs associated with CCH 

operations. ,CCH is a project of the Georgia Crime Information 

Center (GCIC), in the Georgia Department of Public Safety. The 

objectives of the CCH project in Georgia paralleled those: outlined 
by Project SEARCH. 

At about the same time that Georgia joined the CCH program, 

the FBI was placed in charge of the national CCH program under the 

auspices of its National Crime Information Center. Georgia closely 

followed the guidelines issued by the FBI concerning the type of 

data elements and structure of files that should be used in de­

signing a state-level CCH system in developing the CCH system. 

The Georgia CCHoperates on data processing e,guipment in the 

facilities of the GU111:gia Department of Administrative Services 
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(DOAS). DOAS control over the coml'uter fa,cil:i,ties is seen as .8,. 

major impediment to the. efficient and effective opera,tion oJ CCH and 

has been the source of long-term political differences be.tween DOAS 

and GCIC. Such factors as establishing priorities, staff capabil-
I 

ities, and joint use of computer facilities with non-law enforcement 

agencies gave rise to these differences. 

During initial CCH operations the anticipated high volume of 

requests for criminal history data by local police requiring quick 

turnaround never really materialized and CCH data were often found 

not useful for police investiga,tions. Additionally, Georgia police 

relied primarily on the Law Enforcement Telecommunic·ations System 

(LETS) for communicaqng this type of data rather than using CCH. 

The greatest and most pressing need for CCH data was eXhibited by 

the courts and rehabilitative services for pre-sentenceinvesti­

gations and placement of offenders in diagnostic services or in­

stitutions. However, the requests for this data by the courts and 

rehabilitation services are rarely urgent. This situation obviated 

the need for maintaining detailed rap sheet information on-line, 

although the GCIC still sees the need for that capability in order 

to send out summary data using computer teriminals in response to 

requests by local police. In order to accommodate this potential 

need, an off-line batch system. was developed and modified toper~it 

on-line inquiries for summa1;y r~p sheet data. 

The GCIC is currently in the process of converting its manual 

q:iminal record system to an automated one utilizing a limited con­

version process. Eventually, full historical conversions will he 

made each tinie a new CCH record is created or when there is activi.ty 

on an existing CCH record. Because of GCIC's concern about the po~­

sible impact of privacy and security regulations, the cost involved 

in converting records, and the accuracy of data obtained from other 

states, only offenses committed in Georgia are being :i,nclu~led' in the 

CCH files. 
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Responding to the perceived needs for dedicated computer fa­

cilities and for interface among criminal justice information sys­

tems, the GCIC has proposed major modifications to its CCH systelu. 

The plan, to be implemented during 1979 primarily with state funds, 

calls for the development of. a statewide Criminal Justice Informa­

tion System. As presently envisioned, a DPS controlled host com­

puter will be connected with~the Department of Public Safety's 

mobile and satellite terminals throughout Georgia allowing imple­

mentation of an on-line system to be shared by the police with the 

Department of Offender Rehabilitation, the Courts and the Prosecu­

tors. Each agency will control the data specific to their own 

needs, and, when necessary, have the capability of accessing pertin­

ent data stored in other segments of the data base. Linked together 

by common identification data, much ll.·ke t . d a mas er name l.n ex, the 

segmented, shared data base will eliminate much duplication that 

would exist if each agency maintained it.s own comprehensive files. 

6. Louisiana 

The Computerized Criminal History System (CCH) in Louisiana, 

now known as the Complete Disposition Reporting System (CDR) was an 

out-growth of an attempt to implement the entire Comprehensive Data 

System (CDS) program in Louisiana. 

In order to implement CDS including OBTS/CCH, the Statistical 

Analysis Center (SAC) and Uniform Crime. Reporting (UCR) Louisiana 

established the Louisiana Criminal Justice Information System 
(LCJIS). 

Initially, the develoment of LCJIS was under the direction of 

the Louisiana Attorney General in the Department of Justice. Con-
sequently, an internal institutional conflict arose between the At-
torney General and the State Police over the project and in 1977 
responsibili ty for LCJIS and the CDS program was transferred to the 
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,Louisiana Co~mission.qn ,Law Enforcement (SPA) and .its Griminal 

Justice Information Systems Division. 

For the first four years of the LCJIS program, the implementa­

tion emphasis was placed on the OBTS program. That implementation 

effort has not been seen as successful, however,and the emphasis 

has now changed to creation of the Complete Disposition Reporting 

System which provides a computerized depository forC.HRI data. 

The objectives of the CDR System are coincident with that of 

OBIS/CCH. The CDR System links existing capabilities irttoa cent:t:al 

repository of datCl. for OBTS ahd for CCH. The system's goal is to 

provide accurate and timely information relative to criminal justice 

activities within the State~ The information produced by the system 

if3 intended for use by local law enforcement agencies, prose2ution, 

and defeqse agencies, regional, local, and State planning agencies, 

the State Legislature and Legislative Committees, and the State 

courts and correctional agencies. Initially, operated as a batch 

sYstem, it is planned to provide an on-line summary CCH to law en­

forcement agencies in the future. 

Through data collected from the FINDEX system (a master arrest 

name index), a 'new arrest module to be developed, the District At­

torneys Disposition Reporting System (reporting court activity) and 

~he CAJUN System (parole, probation, and correction data) the CDR is 

expected to maintain a general data base composed of data elements 

from the existing criminal justice system tied together with a com­

mon LCJIS tracking number (yet to be assigned). 

Thecurrertt CDR operation is accomplished through the c:oopera:"" 

tion of two agencies: th~ LCJIS organization which processes the 

data and the state police who store and disseminate the data. There 

is leg.islation pending to place the LCJIS organization under the 

Louisiana Department of Public Safet:y. rhe summarized rap sheet 
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information is used by the Probation Department, the law enforcement 

agencies and by governmental and regula.tory bodies in regulation and 

licensing activities. Although there are not now computerized crim­

inal record histories with complete disposition information, the 

situation is expected to be improved after the LCJIS receives and 

edits tapes from the District Attorney Disposition Reporting System 

(DADR) and enters the edited data on-line into the CDR data base. 

7. Michigan 

Prior to the development of CCH in the late 1960's, the Mich­

igan State Police were part of a state-wide, computerized Law En­

forcement Information Network (LEIN). This system provided on-line 

access to data bases such as warrants and stolen cars and offered 

direct linkage to a number of other agencies including the State 

Department of Motor Vehicles and the Detroit Police. In 1969, Mich­

igan participated in the SEARCH pilot project to develop a proto­

type CCH system and provided the central index of offender records 

held by the participating states. The objectives of the Michigan 

CCH effort were in line with those specified by Project SEARCH and 

have remained constant throughout CCHdevelopment. 

The initial CCH developed in Michigan consisted of a batch 

data entry system with on-line data inquiry, retrieval and exchange 

capabilities. During the pilot project each of the six Project 

SEARCH' participating states contributed 10,000 records to the 

central index and sent tapes to Michigan on a weekly basis to update 

the repository. With the completion of the pilot project and the 

decision to establish a. national CCH repository at NCIC, Michigan 

relinquished its reponsibility for maintaining the central index. 

Michigan has, however, continued to develop and refine their 

CCH system. Presently, CCH features a wide range of on-line capa­

bilities, including data entry, inquiry update, retrieval and ex-
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change. About 30D of' the ponce agencies in the state nave direct: 

access to the automated CCH data base. An additional 400 or so 

police departments have indirect access through specified hookups. 

lIT current operation, each police department is designated as a 

( ' havl:'ng a' remote terminal with direct linkage service agency 2:..~., 

to CeH) or a serviced agency (i.~., no termi~al). For data access 

purposes as well as for privacy and security considerations, each 

serviced agency is assigned to a specific intermediary agency op­

erating a remote terminal as part of the state-wide CCH network. 

ordet to keep the files as up-to-date as possible, and continually 

add to the original 10,000 record data base, new cases are immedi-

h t d t The Conversion of an ately entered into t e automa e sys em. 

I d is 1;n1't"1'ated only when a previous offender existing manua recor 

In 

commits a new offense which is entered on the automated system. 

Michigan has maintained a working relationship with NCIC, providing 

the national repository with nightly, batch updates through tele-

communication links. 

8. Minnesota 

The Computerized Criminal History System (CCH) in Minnesota is 

a part of the Minnesota Criminal Justice Information System. That 

system includes communications computers connecting to NLETS and 

NCI:C and operates at the state computer facility which also serves 

as the data processing center for the State Judicial Information 

System,and for the Correctional Management Information System File. 

The state established the Minnesota Grime Information Center in 1969 

utilizing the state operated data processing facility (Information 

Systems Division) on law enforcement "owned" computer equipment •. 

The state had completed its programming for the CCH system in\l:?11 
, """", 

when the CCH program was assigned to the FBI, and the initial grant 

ran out. At that time Minnesota, first using an LEAk statistics 

grant, and then under a Comprehensive Data System (CDS) grant, em­

phasized the development of Uniform Crime Report (UCR) programs"and 
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Offender-Base~ Transaction Statistics (OBTS). After UCR/OBTS became 

operational in 1972, the state again returned to CCH system devel­

opment and the CCH system became operational in July 1977. 

The system is currently operated by the Bureau of Criminal Ap­

prehension, but no longer submits criminal history data to NCIC. 

The initial SEARCH mogel has been expanded so that the Minnesota 

Criminal Justice Reporting System includes OBTS information, which 

is fed to the Minnesota CCH. All current operational costs for CCH 

are borne by the state. 

The initial development of the CCH system in Minnesota was 

based on the goals for the CCH system as set forth in Project SEARCH 

documentation to meet the expected demand for the rapid retrieval of 

criminal history data by local law enforcement officials. Current­

ly, the system is used extensively by the Minnesota courts and cor­

rection agencies. 

System operations include the submission, to the Bureau of 

Criminal Apprehension, of data from the courts using data c:ollection 

forms for each criminal case. Law enforcement agencies utilize on­

line terminals for submission of criminal arrest data for direct 

entry into the CCH system. 

The Minnesota Computerized Criminal History System has been 

operating in a stable manner for sometime. It serves its users 

through some 263 terminals which are located in law enforcement 

agencies, prosecutor's offices, courts and correction organizations. 

In addition, there are some 70 mobile terminals operated by the Min­

neapolis Police Department. The system operates on-line for both 

data entry and retrieval. There are no formal inter-organizational 

groups which back system int~rface and interface plans depend large­

lyon personal relationships. The CCH system stands ready to be 
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interconnected with the minicomputer to be used for the SJIS opera­

tion through the state's comm\.lnication network. The system's docu­

mentation is complete and it appears that theCCR system in Minne­

sota can be characterized as a mature; fully operational service to 

Hinrresota's criminal justice community. 

9. New Jersey .\\ 

The CCR program in New Jersey is the responsibility of the 

Division of State Police, Department of Law and Public, Safety. The 

CCR system is designed to provide accurate and completeCRRI to 

criminal justice agencies in a timely ,manner.. The Division of Sys­

tem and Communications is responsible for providing system support 

ror the CCR program. The Records and Identification Section is re­

sponsible for the other aspects of the program. The. State of New 

Jersey has had a manual system for collecting, collating, maintain­

ing and disseminating CRRI since the early 1930's. In 1972, the 

State Police began to convert the manual records usitl,g keypunching. 

In 1976, the basic structure of an automated syr:.i,:.em was in place. 

There are 70 on-line, remote terminals currently in use. At 

the present time, 16 of the 21 counties within the state are, .on-line 

with the identification bureau. In addition, 28 police departments 

now have remote terminals. The CCR system provides CRRI to a vari­

ety of criminal justice agencies including probation, courts, prose­

cutcn;s and corrections. Although the police supply the initial data 

for the system, it is estimated that 'they receive only approximately 

19 percent of its output. The other components of the criminal 

justice system (~.1i.' the courts) are the llsers of most of the data 

disseminated by the CCR system. 

The CCRsystein consists of twocomponehts: an automated master 

name index record and computerizedcr.iminal history file's. Theon­

line master name inde')C is a separate file which permits the user to 
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access any summary record or conviction record in the file using the 

State Bureau of Identification number. There are three different 

types of records available using the on-line terminals. 

• CCRSummary.Record -- subject's identification data; 

total arrests reported; number and types of charges; 

indication of whether subject has ever been convicted, 

by charges; indication of whether subject has received 

conditional disscharge; last reported arrest including 

date, agency, and case number; interim disposition status; 

and last custody status reported. 

• CCR Record of Conviction -- subject's identification data 

including court identification; date of conviction; and 

sanction imposed (~.1i.' confinement term, court fine and 

term of probation). 

• CCR Record of Arrest -- subject's identification data and 

arresting agency(s) data including identifier, date of 

arrest and statute citation. 

Off-line, a user may request what is termed the .cCR "Detailed Re­

cord". This record provides all the arrest and post conviction 

disposition data which was historically recorded in the old manual 

files. In addition, the subject's complete identification data is 

included along with interim disposition data. 

This interim' disposition data provides the capacity to track 

an offender's movement through the criminal justice system. Conse­

uently, the CCR "Detailed Record" functions as an OBTS. In order to 

provide disposition information, the Court Disposition Reporting 

(CDR) System was developed as a cooperative effort between the 

Administrative Office of the Courts and 'the State Police. The CDR 

provides the means by which court clerks, prosecutors and probation 
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.officers can report c;iispositions to the State Bureau of Identica­

tiona HOrl:!over, there is a custody/supervision status report which 

is used to record such items .of information as dat~ of parole; ex­

tensi..on .or reduction of term of confinement and parole violation. 

The Bureau of Identification provides a nine pers.on staff to assist ,-,::' .. , 

contributing agencies in reporting disP.ositions. 

At the pres~nt time, it is estimated that the CCH system con­

tains 350,000 records. Approximately 75 percent of all the arrests 

have disP.ositions. Rec.ord conversion from the old m~hual files to 

t:he automated .ones began in 1972. After that time all new CHRI was 

placed in the CCH system. When an offender who was arrested pri.or 

to 1972, is rearrested, the entire manual file is converted. It is 

estimated that .only 10 percent of the manual files are used. 

The deyelopment'and implementation of the CCH program in New 

Jersey was be~et by many .of the same inf.ormation system problems 

encountered by.other states including hiring and retaining competent 

J(er so nnel , technical difficulties in system design and operati.on and 

record conversion. Faced with decreasing state reyenu~s, planned 

improvements in CCH will be limited. to enhancements. H.owever, ~d-. 

ditional changes may be required by outs,idla agencies (i • ..!:._, the 

legislatuI;'e .or the courts) ~ Fer example, the new "Casine Control 

Act" requires fingerprinting and criminal history record checks fer. 

individuals applying for empl.oyment in the. casin.os. 

10. New York 

'l;he CCH system in New York State is operated by the Office of 

Identi:fication and Datlil Systems (IDS) Which is a cempenent of the 

Division .of Criminal Justice. Servic.es (DCJs).. 
I.'; 

The sectionsw ic compr.1se e we ... .L_ ... h · h . th Of' f· of .Ident~f~!" at~on and. 

Data Systems are Identification Operations, SupP.ort Services, Com­

puter Operations, Technicll Services,'Research and Development and 
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Data Systems. The Identification Operations Section, which is the 

backbene of the Identification Segment of the Division, is respon­

sible for providing resP.onse's to inquiries for criminal history 

records. The on-line proceSSing of inquiries made against the DCJS 

data bases and updating those files necessi tate many 0 ther "house­

keeping" tasks that must be performed to improve and maintain the 

accuracy and completeness of the files. The Support Services Sec­

tion plays a primary role in discharging those resP.onsibilities. 

Computer Operations, which is resPQn"eJ~.le for the computer, related 

hardware and communication systems on a round-the cl.ock basis, as­

sures the proper functioning and maintenance of the equipment util­

ized t.o meet the Division's mission. The Technical Services Section 

provides the computer system design, programming, soft~.,are services 

and systems SupP.ort to initiate new programs and provide for effi­

cient maintenance of existing pr.ograms. The Research and Develop­

ment Section in its efforts to impreve identification related func­

tions developed and implemented a fascimile delivery system during 

1978. The Data Systems Section is charged with the resP.onsibility 

for development and implementation of integrated criminal justice 
statistical systems. 

The planriing for New York State'sCCH system, formerly known as 

the New York State Identification and Intelligence System (NYSIIS), 

began in 1965. There was some system development in 1967; in 1969, 

NYSIIS was .operational in a batch mode. There was informati.on shar­

ing in various forms with the police, the Office of Courts Admini­

stration (then known as the Judicial C.onference), parole and cor­

rections. From the very beginning CCH has been a dedicated system. 

In 1971, the system went "on-line". With the formatio~ .of the Divi'­

sion of Criminal Justice SerVices in appreximately 1972, NYSIIS be­

came part .of DCJSas the Office .of Ident'ificatien and Data Systems 

(IDS). In 1975, the system underwent a majer revisien intended to 

redesign the pCJS CCH data base and preceSSing system in .order to 

develep OBTS. This effert is still underway. 
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The original goal of the CCR system was to provide timely, .ac"'" 

curate, and, 

cies. Such 

complete offender information to criminal justice agen"'" 

a need was recognized as one result of a raid on a 

meeting of "organized crime" .members. When an attempt was made to 

gather any' prior criminal records of the individuals arrested, it 

was discovered that there was no one,centralized data source in the 

state which could be queried. Consequently, a decision was made to 

develop a c.entral repository designed to systematically collect, 

c011ate, maintain, and d"issem~nate cr~m~ • 0 . 0 0 nal history records • This 

basic goal has been achieved. . emp as~s ... CCR h 0 ~s now in decreasing 

" d Its s There. is . hOI ~ncr' .eas~ng accuracy an comp e ene • response t~me w ~ e ... ... 

to enable' the rap sheet to be avail­a focus on improved efficiency 

able for an offender'.s arraingment. 

In addition to the technical problems encountered in any cOm-

puterized system, ~s ISD 0 faced w.ith increasing demands in an era of 

decreasing state funding resources. The New York CCR system was 

developed and implemented almost exclusively with state funds. 

Federal funds provided "nice to have things". 

The system is currently receiv~ng ~ngerp o fO rint facsimiles from 

the New York City Police Department (NYPD) and som~ 28 other agen­

cies. To these, ISD responds with "on-line" rap sheets. Other 

sheets thr. ough the mail. Among the users o,f.-;,;:,;:"'-·· agencies receive rap . 

I 'the system are the police, prosecutors., courts, defense counsel:~ 

(some use in New York City), probation and parole, employers and 

licensing agencie's. 

ISD does hav'~ NCIC capability and participates in the NCIC 

wanted systems.. An NCIC on-line 5ystem 0 .' . . f 'r CeR was never developed, 

;but ISDdid have approximately 44~.OOO records in the NCrC/CCR files. 
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11. Pennsylvania 

Initial efforts to develop a computerized criminal history 

sys tem began in Pennsylvania during September 1972, when the State 

Police received a grant through Project SEARCR and a grant from the 

State Planning Agency (SPA). The basic objectives of this CCH .proj­

ect were those of Project SEARCR. Two courses of action were pur­

sued in order to accomplish these objectives. First, a computer­

based network liriking state and local police was to be completed. 

Second, the manual criminal history files maintained by the State 

Police were to be converted to a form amenable to auto-mation. Work 

toward these ends continued through April 1974 when the funding had 

ended with only approximately 10,000 of the 1.3 million criminal 
history records converted. 

,"' 
Paralleling this endeavor, the State Police also submitted two 

propOSals to partiCipate ,in LEAA's Comprehensive Data Systems (CDS) 

program. After the first propos'al was rejected by the LEAA, the 

Pennsylvania SPA refused to approv.,~ the senond proposal, stating 
;, \ 

that it could not find adequate reasons for automating full crimina~ 
history records in Pennsylvania. The State Police, in fact, using 

their manual r.ecords and a network of approximately 250 communica­

tions terminals t~r ,tra:nsmi tting this information, had already 

achieved an average turnaround time of about 15 minutes which was 

sufficient fol', their needs. In addition,' they were also already 

linked to a number of data banks: Uniform Crime Reports;Hot~r 
Ve hicles; Warrants; Gun Regis,tration; and the FBI's National Crime 
Information Center (NCIC). 

Following that sequence of events, there were several changes 

irl key information systems personnel at the State Police headquart.­

ers. This shift in assignments ,.signa~d a change in philosophy 

concerning the development of CeR in Pennsylvania. The feasibtli ty 
\~:.~ 

of automating criminal history records was questioned. Law enf9,rce­

ment agencies demanded that the automated system be operational 24 
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llotl,-Ps a day in prder to provide needed functions. Because of afi"" 

sorted technical prqblems which are typically encountered with 

computer equipment, meeting this 24-hour requirement would neces­

sitate ii back-up computer system which, it was felt, would be an 

expensive solution for maintiiining around-the-clock, automated 

criminal history record exchange capabilities. In addition, COn­

verting manual records to a form suitable for automation was very 

costly, e~timated to be $14.50 a record based on work performed 

during the initial Project SEARCH effort. ~Another factor in this 

change of direction was the fact that the Ste,te Police are of the 

opinion that they need a certified hard copy of offender records (a 

primary example peing the fingerprint ciird) for judicial purposes, 

especially for court actions in other jurisdictions. 'fherefore~ 

they believe that they cannot dispose of their manual records, even 

if tl:ley automate their entire rap sheet file. 

AS a consequence, the Penn~ylvania State Police recently de­

limit CCH automation of raP sheets to the development of 

Name Index. 'This file would contain the name and limited 

cided to 

a Master 

ident:ification-related data of all individuals p:r.ocessed by the 

. . P 1 ia It would a. ls.o specl.· fy date criminal justice system lon .ennsy van. .' , 

of latest arrest and whether the individual should be considered 

dangerous. The basic objective underlying the development of this 

limited file are twofold: 

• 

• 

to provide the capability for identifying people in the 

criminal justice system; and 

to improve the speed of transmitting reliable data to 

officers on the stJ;eet cop,cerning suspects 

Presently, the Master Name Index project is in the design phase, 

with a demonstration of the index created with data from the FBI's 
"/-'-

NQIC (about 180,000 records on Pennsylvanians) pianned to determine 
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its feasibility. If feasibility is shown, the State Police hope to 

be able to obtain the funding and equipment needed to have a master 

name index system operating in 1980. 

The State Police view the Master Name Index as the first build­

ing block of its redirected CCH and don't believe that they have 

deviated far from the original CCH concepts. In fact, they feel 

that a master name index is not only much less costly than a full 

CCH system, but also much better suited to the state's current and 

foreseeable needs. Further, by going the route they have the selec­

ted, the State Police will be able to expand the Master Name Index 

into a full-fledged CCH system complete with modules for data from 

other computerized information systems such as SJIS if a full CCH is 

required and feasible in the future. 

12. Utah 

The Computerized Criminal History System (CCH) in Utah is an 

outgrowth of the,: need to upgrade the former manual system used by 

the Bureau-of Identification to maintain criminal history files. 

Initially, planning began in 1971-1972 for the implementation of a 

criminal history records system utilizingba~ch data processing 

support from the state information systems center. It soon became 

apparent, however, that the batch system could not meet the needs of 

the law enforcement community for criminal history information, and 

the idea was terminated. Consequently, development began for the 

implementation of an on-line data entry and retrieval system for the 

Bureau of Identification. The current system which became opera­

tional in September 1977 was developed over the five-year develop­

ment period. The Utah system follows the Project SEARCH CCH model 

as far as possible. 

The primary goal of the CCH develoment in Utah was to upgrade 

the manual criminal history record system which has traditionally 

~-~~-"' --,. ... -'-I:---.'~ .. ~--,T'- .... ,.. ».'-" ~ '-~-

i! 
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been maintained by; "the Bureau of Identification of the Department of 

,Puplic Safety. The upgrade to an on-line system appears to have 

been a decision of the Department of Public Safety based, in part, 

on the availability of LEAA development program assistance funds. 

The CCl:! system is operated on the data process.ing equipment of 

the State Information Systems Center. Although there are plans to 

provide on-line disposition reporting from the courts in the Salt 

Lake City,. Ogdon, and Provo/, Utah, areas to CCH, no steps have yet 

!l)a terialized in that dirE;!ction. In addi tion, the CCH staff would.' 

like to implement an interface with the OBSCIS system when that on­

lin~ system is operational, using state funds. 

The system is fully institutionalized in Utah, and no addi­

tional develoments are underway. Any significant changes in the 

system would require Federal funding assistance for accomplishment. 

Criminal histories are being used in'Utah primarily by law en­

forcement agencies for investigative purposes as well as by the Utah 

probation and parole organizations. On-line histories are not usu­

ally required by law enforcement officers for immediate operational 

needs. 

As in other states visited, the operators of eCH in Utah indi­

cate a lack of confidence in the services of the state data proces­

sing center. Complaints about the quality of center personnel were 

a1s,o reported. 

Until the. future direction of CCH on a nationwide basis' is de­

termined, Utah w:i.l1 refrain from particip!lting with any NCIC-oper­

ated C/H system. 
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ApPENDIX C 

OFFENDE:R:-":BASED STATE CORRECTIONS INFORMATION 
SYSTEM SITE VISITS 

Evolution and Operational Status 

During the Interface Project, MITRE personnel visited OBSCIS 

sites in 12 states. The folloWing sections summarize the efforts of 

those state,s' corrections' agencies to develop, implement, and oper­

ate information" systems. 
'';'''', 

1. Alabama 

OBSCIS in Alabama, is a managerrJent information system used to 

collect a wide range of informational items concerning those indi­

viduals who have been committed to prison. OBSCIS also tracks of­

fenders who have been placed on probation Or parole. OBSCIS is run 

at the data processing facility operated by the Alabama Criminal 

Justice Information: Center (ACJIC). In addition, the Alabama De­

partment of Corre,ctions (noc) uses its, own data processing syst'em to 

provide accounting, personnel and inventory services. Both systems' 

o,pera,te in an on-line' mode,'. 

The· original state goal was to design a Tl\anagement information 

system which would provide correctional officials with the data to 

run the state cm::rectional facilities. Those officials were faced 

with the problem of ID9-naging a complex system and felt that an OB:'" 

SelScould help them do so while, at the same time, reducing cOsts 

by' elimi:nat:i.:ng personnel who previously performed manual t'asks wh:i.:ch 

were, automated:'. Furthermore, correctional officials wanted to de"'­

v.e}:op a method' which calculated offender release date's quickly and 

a~curately in order to conform to a state law' w,hich mandated tha. tit 

be do'n'e within 30 days of each inmates inca.rcera.tion. Throughout 

the course of the project, these goals have rema.inedcons'tant~ 
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The OBSCIS program began in 1976 when a planning grant was 

awarded to ACJIC. In October 1978, system operation was transferred 

to DOC since OBSCIS was a c~rrections system. Since October 1978, 

DOC has been supporting OBSCIS with its own funds without federal 

funding. 

The OBSCIS data base contains a wide range of information 

items. All eight applic;;<tion models recommended by SEARCH Group, 

Inc. have been develope.d and implemented. All data elements from 

core level through to thG optional level are available. A program 

has been developed for national reporting; however, technical prob­

lems with the definition of data elements have hindered such report­

ing. A probation and parole tracking system has been designed. 

Educational and vocational applications are not yet programmed. 

OBSCIS contains CHRI, but not arrest data. Not all data on every 

individual inmate has been entered into the system at this time. 

In terms of data collection, basic information regarding each 

inmate is gathered upon his or her entry intoth~\ correctional sys­

tem. For those inmates incarcerated prior to the implementation of 

OBSCIS, conversion of manual records occurs if a disciplinary report 

is written on those individuals. As time and financial constraints 

permit, further conversion will be undertaken. 

Among the major problems faced by Alab ama' s OBSCIS operation 

are turnover and shortage of personnel and financial constraints. 

" The suggestion was made that more federal funds are needed, but that 

such fund should be given directly to the agencies involved rather 

,than to intermediaries who might not app~ec:i.at~ the requirements of 

operating agencies. It was also recommended by OBSCIS management 

that the federal government should refrain from imposing so many 

constraints in terms of grant conditions since many of the condi­

tions were unrealistic in terms of the needs of the operating 

agencies and their supporting management information system. 
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2.. Arizona 

The Arizona De'p'i:rt'l:ment of Corrections initiated development 'of 
an information system in 1971 with the support of LEAA funds. Over 

a period of several years, the Department designed and impiemented 

an Adult Inmate Population Accounting System, a Community Services 

Case10ad Management System, and a Juvenile Offender Based Tracking 

System. In 1974, Arizona received a Jedera1 grant to upgrade the 

capabilities of their initial information .system by implementing 

OBSCIS and integrating this new system into the Arizona Criminal 

Justice Information System (ACJIS). Within this general context, 

the Arizona OBSCIS project had a number of objectives which were in 

accordance with the purposes of the system as specified by SEARCH 

Group, Inc. 

The Department of Corrections utilized an outside contractor to 

design thE.. OBSCIS hardware configuration, develop appropriate soft­

ware packages and implement the system. As presently structured, 

the system can be described as follows. While the Department of 

Corrections has several remote termina1s~ the host computer is lo­

cated in the Department of Public Safety and operated by that de­

partment. On-line operations uSing the terminals are restricted to 

various inquiry applications such as those used to generate re­

ports. In general ,the system operates in a batch mode, with data 

entry performed only twice monthly. The correctional institutions 

send manual reports on inmates to the Department of Corrections 

where the data are key punched and .periodical1y added to the OBSCIS 

data base. As a consequence, the information is often outda,ted and, 

therefore, less than reliable for offender tracking purpose and man­

agement decision making needS. This lack of cu-rrent data has re­

stricted the use of OBSCIS. Thus fa~, its use has been. minimal, 

linrited primarily tooccasiof!,fl1 research reports for management and 

ad hoc reports in response to spec:i.f:Lc requests. 
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Arizona personnel report that implementation and operation of 

OBSCIS has been less than successful. There are several reasons for 

this situation. First, there has been a lack of continuity among 

the persons involved with the OBSCIS project in terms of both con­

tractor personnel and Department of Corrections staff. Second, 

on-line capabilities to generate summary reports are not available. 

Third, the software used to run the system and generate the reports 

is too complex, requires too much coding, is very difficult to mod­

ify and is largely undocumented. Finally, OBSCIS ~as been delegated 

to a low priority status by the current Director of Corrections who 

perceives other department projects as having greater importance. 

3. California 

The California Offender-Based State Corrections Information 

System is a component of the Corrections Decision Information System 

(CDIS). That system is now undergoing implementation with the ob­

jective of providing information to aid corrections management de­

cision making, to increase its ability to answer management ques­

tions and to provide information to aid department operations. 

The Offender-Based Information System (OBIS) is the first com­

ponent of the CDIS to be developed and it is in operation but not 

yet completed. The objective of OBIS is to establish an offender 

data base and to implement procedures to collect and disseminate 

selected information about the offender. 

The California Department 'of Corrections has utilized data 

processing support since 1945 in the form of punched card batch 

operations. The need for greater information availability becane 

evident to department personnel and in 1974 initial funding was re­

ceived from the state for the development of the OBIS system. This 

occurred prior to the promulgation of ' the OBSCIS model by SEARCH 

Group,tifc. 
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California was <;me of thti! original 10 states implementing 1').n 

OBSCIS and tM' d'esigri generally' rollo'wed the OBSCIS model and in-

eludes': 

.' 

• 

Description Subsystem: Processes and provides access to 

offender identification data, commitment and offens~ data, 

comprehensive demographic data, social/family history data 

~nd eduriation/vocatiort data. 

Movement Subsystem: Processes the information obtained 

about newly' received individuals , identifies them to the 

system, and maintains a record of their physical and 

administrative transfers within the Department. 

P S b stem ' Processes and provides access to a rogram .u sy • 

cutrent and historical record of each offender's 

administrative designations, custody classifications, 

hearing outcomes , and program activities. 

b Processes and provides access to Board Actions Su system: 

calendar lists and hearing outcome data. Provides 

prehearing notification for Adult Authority and the Record 

Office. 

• Query Subsystems: p~ovides terminal query .. ,capabili ty to 

verify the presence of an offender in the system and, if 

found, to provide his st1').tus, location, and basic descriUve 

dc:ita. Provide summary statistics such asstratlfication of 

institution population,type-of-movement summaries.and 

others than can be defined in advance. 

~ ,Report Subsystem: Produces the administrative and 

st.atistical reports req\.l.ired by the Department. Provides 

projections and statis'tical. analyses for the Pepartment's 

. planners • 
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The system software is not yet fully implemented because, in part, 

of the need to rewrite much of the initial software to accommodate 

the change in the state criminal law which eliminated intermediate 

sentences. The California Correctionf;. OBIS is primarily designed to 

support management and, therefore, lower priorities have been as­

signed to corrections ~esearch and to operations support. There has 

been a considerable need to educa~e cDrrections management· concern­

ing the system; its capabilities and the information which it makes 

available for decision making, and this is an ongoing operation. 

The system is still being developed in accordance with its original 

project plan but the expected cutback in corrections personnel at­

tributed to Proposition 13 may impede further implementation since 

the system is fully supported by sta.te funds. 

4. Florida 

Prior to 1975, Florida's Department of Corrections.w?s under 

the organizational umbrella of state Health and Rehabilitation Ser­

vices. It was then established as a separate organization and given 

responsibility for the supervision of offenders placed on probation 

or parole as well as those incarcerated. Florida's OBSCIS began 

functioning in 1977 and was designed as a management information 

system for the Department of Corrections. OBSCIS is' intended to 

provide information on which to base correctional decisions in place 

of the information that was then available which was considered in­

accurate and out of date. It should be noted tha~ the state legis­

lature mandated the development of a correctional managementinfor­

mation system. 

OBSCIS was designed to capture data about those iridividuals 

assigned to the custody of the Department of Corrections. It has 

been estimated that ,<;lpproximately 650 data elements are used to 

collect data on each offender including facts about the 'offender's 

pr;ecommitment history, information about the offense, demographic 
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.characteristics ap.d cr;i,_minal chtst,Q:r;:yrecord. Inaddition,OBSCIS 

also stor~p :t.l;le follQwingcat:,~gO;1:',:kes,pf.i;,nfo-rmation:1sent,ence 

str,ucture/sentence ,il1!:posed, gain time/good time, movement,tentative 

expiration date a,nddate of parole igterview. 

It is expec~edthat by sometime ion 1979, all the .core elements 

s~ecified in ,the SEARCH Group, Inc. OBSCIS documents will be collect 

edand maintai-q,ed. It was estimated that nea.rly 90 percent of these 

,elements are now avail ab l.e coyering those offenders onprobatibnas 

well els those incarcerated .• 

5. Georgj,a 

During 1971, the Geor,gia Department of Offender Rehabilitation 

(DOOR) decided to take advantage O,t available state funds and devel­

op an automated information system. The system had two primaryob­

jectives: to improve man'agementand track inmates. 

During a reorganization aIld spKtralization of state government 

,services, campu.ter' facilities we.f~,i,placed with the Department of Ad­

ministrative Services (DOAS). Conseqllently, DOOR designed and im­

plemented the batch mode information system and used DOAS' s com­

puter f acili tie,S to process the data. Local institutions' manually 

collected the ,data and sent it to DOOR who key-punched the informa­

tiOn on cards and sent~):hecarddeck(s) to DOAS. Turnaround time 
" 

took about a day. However, pr_ogramming errors frequently ?.borted 

data, analysis , r.esulting in a re-runof the process and an increase 

of at least 100 p.ercent inttirnaround 'time. Prohlems associated 

with fb:ed record length,batch mode input and lack of remote access 

rendered the system ver,y inefficient. When NGJISS initiated the",QB-
_.- ~"', 

.sCIS pJ?ogramin 1974, Georgia r,ece_ived funding to participate in the 

first phase of deveJ,opment'. DOOR's. primary qbjective ,,~as to upgrade 

their current information system. Overall, DOOR's received three 

gr,ant$ from NCJI$S forOBSCIS ,developmemt, implementation and 
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operation, however, the State of Georgia has now started picking up 

the cost for OBSCIS personnel, computer service, and other opera­

tional expens es. 

Georgia had considerable input into the design of the basic 

OBSCIS model developed by SEARCH Group, Inc., however, because of 

the existing operational system, DOOR did not itself strictly adhere 

to the SEARCH model. DOOR developed a version of OBSCIS, using as a 

foundation the already existing corrections information system under 

the constraints imposed by the centralization of computer facilities 

under contrq], of the Department of Administrative Services. The 

basic modf,.!l continues to operate as a central batch input system 

with datal updates performed twice weekly. The major modification 

has been the addition of on-line inquiry, editing and reporting 

capabilities via dial-up terminals. In terms of data elements and 

application modules, DOOR's version of OBSCIS is similar to that de­

veloped by SEARCH Group, Inc. All of the data elements suggested by 

SEARCH have been included; however, some of them are defined differ­

ently, based on the Georgia State offense code.. All eight OBSCIS 

application modules or their equivalent have been incorporated into 

theGeor~ia system. Additionally, DOOR has implemented a National 

Prisoner Statistics reporting module and is presently in the initial 

states of developing a Uniform Parole Reporting module. 

The present OBSCIS model is used to generate a wide variety of 

standard and ad hoc reports dealing with inmate characteristics, 
f\ 

prison population profiles and predictions, inmate transactions, 

recidivism rates, future budget estimates, and anticipated personnel 

needs. In addition to DOOR, the standard and ad hoc reports are 

used by a number of agencies for decisionmaking purposes includ'ing 

the Parole Commission, the Georgia Crime Information Center and the 

Department of Adminis,trative Services. 
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6. Michigan 
, , 

In 1972, the State of Michigan received an t1fAA graht to co'n .... 

duct a study to assess the need for the development of a c0t;rputer.,­

ized information system for corrections. The study suggested that 

data collection efforts be expanded and the information be stored in 

,an ,automated Corrections M~magement Information System (CMIS). 

State funds were used for these lJurposes as well as for converting 

historical data to machine readable form during 1974·-75. 

Hichigan obtained an OBSCIS gr'ant in 197,5-76 to develop CHIS 

more fully'and to hire staff to produce the necessary software for 

the (3ystem. From the onset, it was recognized that there was a 

close relationship be'tween CMIS and OBSCIS. 'While 'CMIS had more 

data elements than OBSCIS, definitions of common eJements did not 
.''';' 

BSCIS /Within this g'eneral always coincide with those specified by 0 ' • 

context, the OBSCIS project in Michigan was intended to address the 

objectives set by SEARCH Group, Inc. These objectives have remain~d 

constant and continue to be the focus of Michigan's OBSCIS project. 

Built on the foundation proVided by CMIS, theOffender~Based 

State Corrections Information System in Michigan was intially struc-

tured as follows. Software was developed "in-house" by the Depart-

ment of Corrections staff for seven of the .e'ight modules designed,. by 

'SGI (the exception being the research application). In terms of 

data flow, correctional institutions throughout the state are re­

quiredto send source documents to 'the Department of Corrections. 

The documents are then reviewed for completeness by department staff 
" 

and s.ent. to a designated state data processing center. In turn, the 

. t bU'~lds" and maintain, s the OBSCIS data base, data process~ng cen er .L 

and generates required statistical reports. This arrangement re-, 

quires that the Department of Corrections use a batch mode syste~ to 

opeFate OBSCIS. 
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Presendy ,the Michigan OBSCIS is being modified extensively. 

The Department of Corrections recently received permission from the 

state legislature to buy its own com'puter instead of leasing com­

puter facilities and related serVices from the data processing 

center. A large mini-computer has been installed at the Department 

of Corrections in Lansing to serve as the hub of the u " new system 

and to house the OBSCIS master data file. Later in 1979, mini-com­

puters will also be placed in three of the 11 state correctional in­

stitutions. Linked to the main mini-computer, these regional com­

puters will maintain data bases pertinent to their particular geo­

graphical area. The result w;:t:ll be a split data base with some 

overlap. The shift in equipment will be accompanied bl a con.version 

from a batch mode of operations to an on-line system with remote 

terminal access. 

Once the new system is installed, long-term plans .(two or three 

years) call for the development of additional OBSCIS modules. These 

modules will concentrate on expanding research applications (~ • .&., 

risk prediction, placement of clients~ etc.) and improving manage­

ment decisionmaking capabilities (~".&' ,'scheduling parole hearings, 

inmate accounting, business accounting, and food services). Federal 

block funds are committed for OBSCIS development in Michigan through 

1979. The st:1te has indicated that it will then begin to provide 

the funds required to operate the system. 

7. Minnesota 

Minnesota has a fully completed and operatipnal corrections 

information system. Planning for the system began in 1974 and the 

system, be~ame .operational in September 1978 using the programming 

and data processing services of the Hinneso'ta Information Systems 

Division (ISD). The system includes all eight application modules 

of the OBSCIS model asdevelop~d by the SEARCH Group, Inc.,:.,.however, 

the ~innesota version has been configured to primarily service 
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.corrections operations rather than: management ot :t'e'search. This 

chclUge of ,:;!mpha'!:;is occurred because MinneSota felt that the OBSCIS 

model was not sufficient for the needs of the state cotrecd.ons 

agency. The system does use all of~the OBSCIS codes and meets the 

requirements of the Minnesota Bureau of Criminal Appreqension for 

CClt data although there is no direct interface between the two 

systems. 

In setting its priorities on corrections operations, the Min­

nesota Department of Corrections gave priority to such matters as 

inmate count control and institution visitor control. in contrast to 

the "OBSCIS" type system which has operated in th,~ state since the 

1960's. That system, with batch data processing support dealt with 

admissions and management. 

System development of the on-line system was based on the ob­

jective of provid,ing a system which could quickly respond to in­

quiries for operational information. Both LEAA federal funds and 

state funds were used fo;: system impl~mentation. The system was de­

veloped wi th the SpA requii:ement that it be compatible with bther 

crimin.a1 justice information systems and it uses the existing state 

criminal justice communications network. 

Among trie operational subsystemsj which,'providefor both on-line 

update and query are: Master Index (using a SOUNDEX file struc­

ture), ID File (inmate status), Offense File History File (record of 

a,11 transactionS involving inmates), Visitor's File (listing of 

ba,nned' vi~dtors), and Jail and Lockup Status. 

Initial resista,nce to tH~ system's intr:oduction developed 

within the correction's in!:;,titutions but wa.s overcopie through firm 

official support and demonstrated" results'~ The ,system currently not 

qnly supplies otl-1ine coq:ections op~rati(mal information through 11 

'.', terroillal,c:, but also produces.'scj;J.edules,! caseload reports an.d: daily 

ind.exes for management use. 
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The Minnesota corrections information system includes the basic 

OBSCIS application programs but has given priority to support of 

institutional operations rather than correction's department manage­

ment and research. The system has greatly expanded the initial 

SEARCH OBSCIS model to serve the institutions by providing daily and 

Inonthly reports in a correctional environment where previously there 

have been no reports available for operational use. In addition, 

enhancement of other OBSCIS model programs has taken place in Min­

nesota. The system operates entirely on state funds. 

The staff of the system felt that their emphasis on correc­

tion's operations wes a significant step enhancing the value of 

OBSCIS to the state. 

8. New Jersey 

The Bureau of Correctional Information Systems (a component 

unit of the Divisi~n of Policy Development and Planning Department 

of Corrections) has as its primary function the collection, pro­

cessing, maintenance and distribution of data on all offenders with­

in the State's correctional system, both in institutions and on 

parole. At the present time. the Bureau consists of three data pro­

cessing systems: (1) the Admissions and Movement System (AMS) which 

tracks offenders in the institutions; (2) the Parole Caseload Trans­

action System (PCTS) which tracks offenders on parole; and (3) the 

Parole Eligibility Determination System (PEDS), which tracks sen­

tences for min/lnax (determinate) sentence offenders. These systems 

provide reports for routine planning and management purposes within 

the Department, as well as responding to inquiries and special re­

searfol1 needs of other government agencies at the federal, st,ate and 

local levels. 

.MIS uses the computer facilities of the Systems and Communi­

cation Division of the State Police. In contrast, PCTS and PEDS use 

/1 
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the computer facilitie's O'fth'e Depart:ri'lent of H'ultlan S'ervices for 

sys'temoperation. The system covers ali bffenders entering the 

syst'em. Ad'm:LSs1.6nsd'a'tB: ana offender characteristics information 

un1." ts are tr ansmi tted by telephone to a collected at other reception 

, '" l' 64 data elements are gathered on central data base. Approxlmate y. ' 

each offender admitted to the Department. The systembecameoper~ 

ationh in 1977 and it is used for management, operational and 

research 'purposes. 

The Parole Caseload Transaction Systetn is currently maintained 

, 1 Up'on' 're'l'eas'e to 'parole, an offender is by the Bureau ofParo e. 

assigned ,to a Parole District Office, where a Parole Caseload Offi­

cer recqrds relevant information on a Caseload Transaction Form to 

cre'atea computerized Master Parole Caseload Record. The Parole 

Caseload Officer will therefore report any change in status of the 

parolee, such as change of district, change in caseload, etc., by 

"' f The caseload transactions are completing a hew transact1.on orm. 

, 'hl at the data center andaddi tionsto or discharges updated mont y 

from parole are also entered. 

The Parole Eligibility Determinatioi} System which is maintained 

by the Bureau of Correctional Information Systems, rec,ords and up­

dates all parole eligibility data for all institutional offenders 

<'serving min/maxsehtences. These records are maintained 'on mini­

computer~a:tthe separate insitutions which house these ,offenders. 

After t;he base dates for m1.n mum an max mu ' , " i d . 1." m' 'sen' te' nce and ,parole 

e'lig).bility are 'entered into the system , fheappropriate minimum .and 

work credits are posted monthly to each offender's record and mini­

mum, maximum,and parole eligibility dates are then recalculated and 

a cotnputer,izedrecord is forwa_rded to the State Parole Board • 

The Admissions ,and Mbvement 'Systemprovides the Department of 

Corrections with the capacity to track the institutiontilmoyetnent of 

i'nmate.s and, as such, i;sthe ~ritnary infonnation system used by the 

Bureau ~f Correctional Information Systems. 

The Department of Corrections have recently received a grant to 

develop OBSCIS. This system will not resemble the OBSCIS model sug­

gested by SEARCH Group, Inc., but will result in the integration of 

AMS, PCTS and PEDS. It is felt that this approach will better meet 

the needs of the Department of Corrections. The detailed system 

deSign and planning required to integrate these three systems has 

now been completed. In terms of integrating AMS, PCTS and PEDS, 

attention will be first given to AMS and PCS. The conversion spec­

ifi~ations for this task have been competed and it is expected that 

integration will occur in 1980 or 1981. Current plans call for the 
integration of PEDS in 1981 or 1982. 

While the original plan for the New Jersey OBSCIS emphasized 

research and statistics, the system as implemented will provide 

primarily managerial and operational support to the Central Office 

of the Department of Correctional and the various correctional fa­

cilities. Secondary emphasis will be accorded to research. This 

change in focus has been dictated by the current requirements of the 

Department of Corrections. In this context, plans for future en­

hancements involve the design and implementation of three modules: 

sentenCing, disciplinary actions and parole release deciSions. 

During the planning of New Jersey's approach to OBSCIS, the new 

"basic OBSCIS" system as implemented in Iowa was examined by New 

Jersey officials. It was, however, decided to develop in-house 

design for a number of reasons. First, it was estimated that the 

system in Iowa had to track only a relatively small number of in­

mates compared to the approximately 6,500 inmates incarcerated in 

New Jersey as well as the approximately 8,500 offenders on parole. 

Furthermore, the assignment of identification numbers to prisoners 

is much more complicated in New Jersey which utilizes multiple re­

ception centers to process newly committed inmates. Finally, the 

sentenCing structure in New Jersey has recently become more complex 

following the enactment of a new penal code which mandated a 
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determinate sentencing st1;ucture. These required changes in the 

correctional information system to accO\l1lt:: for certain ag.gr~vattng 
.. '. ~. . t •• " . ~ 

and/or mitigating circumstances of the crime as well as the dis-

cretionary judicial decisions which impose minimum terms for certain 

offenders. 

As with other OBSCIS systems, the Department of Corrections is 

confronted wi,th the problem of converting its manual files covering 

currently incarcerated inmates as well as of offenders presently on 

pq.role. New Jersey focused on the conversion of admission and move­

ment files. The effort began with an institutional survey conducted 

in June 1976. The survey concentrated on gathering the name, resi­

dence and identification number of all inmates confined at the time. 

The results of this survey were matched against the records then 

held by the data center and a new master file was created in Novem­

ber 1976. All ne admissions were recorded frim November 1976; move­

ments, from April 1977. all movements from June 1976 to March 1977 

were converted. By June 1979, all admission and movements from June 

1976 onward had been converted. 

9. New York 

About December 1975, funding for a correctional management in­

formation system was received by- New York State and by April or May 

of 1976 the project was startefl.. The first year's effort concen­

trated OJ} the development of batch programs and, the organization of 

the means of rec,i2:iving inforl'jllation (in terms of flow, format and 

content) from the institutions. The second year's e~fort focused on 

the develoment of the data base and on an "on-line" capability 

th~ough the establishment of CRT's in th,e 24 major correctional 

facilities (prisOnfl) of the 33 state institutions. The third year's' 

efforts ,involved "on-line" programming. 

The correctional management information system is not con-

ff · . 1 be "OBSCIS" for there are actually sidered by New York 0 lCla s to 
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several different systems being used. However, the term "OBSCIS" is 

being used as a form of convenient "short-hand". Among the items of 

information collected are the following: offender identification 

data, crime data, demographics, release dates, and parole dates. It 

is estimated that the system contains approximately 52,000 records 

on individuals including such subpopulations as those under custody 

and those on parole. 

In terms of the OBSCIS model (or set of recommended subsys­

tems), the Correctional Hanagement Information System (CMIS) of the 

New York State Division of Correctional Services collects all core 

data elements and a variety of the optional data elements recom­

mended by SEARCH Group, Inc. The data flows into the Division of 

Correctional Services' (DOCS) Central Office. The computer itself 

is located at the Office of Governmental Services. 

to: 

The original goal of this system was to provide the data needed 

• meet the management informat:ion needs of both the central 

office and the facilities 

• fulfill the requirements for program assignment and risk 

classification 

• conduct research for both the governor and the state 

legislature 

The latter goal was established because of requests from the gov­

ernor and the state legislature for data on which to base policy and 

budge tary decisions. 

It was estimated that DOCs received the major share of devel­

opment funds from the federal government. The state has, however, 
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taken over funding of the system since AprH 1978. 'The s,y-stem' s 

goals have remained ba~ically the same, but there is increased em­

phasis on providing management information system suppor.t to the 

facilities, (~.~., providing hardcopies ·of inmate's records at the 

facilities) '. 

As with other systems,the DOCS' management information system 

has faced certain technical problems, but current difficulties are 

created by budgetary constraints. Because of budget limitations, 

per~onnel are not being r~placed and the focus is on mere system 

maint~nance rather than enhancement~ It is believed that when there 

is. q. question of more guards or more computer personnel/ terminals, 

the money will go for guards. The increasing inmate population and 

attepdant security problems tend to force this choice. The state 

had approximately 12,000 inmates in 1973 and 21,000 .inmates in 

1979~ Any enhancements to the system will require federal funds. 

CurrE!nt plans for such futurE! develoment of the system are 

tocused on five areas: an in-depth classification scheme; a link 

with CCH - alia"ilses, wanted, etc.; program tracking; cell assignment; 

and mini-compr8ters and individual facilities. 

In, terms of a classification scheme, DOCs is focusing on: a 

receiving blotter for newly incarcerated inmates describing: the 

crime, socioeconomic factors, and prior record, and a classification 

for describing reading level, IQ, etc. 

While seeking federal assistance. to develop those enhancements, 

New '(ork.~s not looking for "canned" packages feeling that such 

packages are not useful and may be more trouble than they are, in 

fact, worth. It is believed that systems must be. situation specific 

sin~e each organization's needs are. unique. and lj),ust be me t in order 

of definedpr'iorities. 
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10. Pennsylvania 

In 1976, the Pennsylvania Governor's Task Force on Criminal 

Justice Information Systems received a grant to develop a plan for 

the design and implementation of an Offender-Based State Corrections 

Information System. The system, as envisioned, was intended to 

serve the case tracking, management, and administrative needs of 

both the Bureau of Corrections and the Board of Probation and Pa­

role. Such objectives differ somewhat from those established by 

SEARCH Group, Inc. More specifically, the basic objectives of the 

Bureau of Corrections was to institute an automated computer system 

to increase the effectiveness and efficiency of tracking offenders 

through the system. Objectives for the Board of Probation and 

Parole were., however, more diverse and include: 

• to improve management by providing pertinent information in 

a timely manner; 

• to provide concise data, including a weighting scheme to 

estimate the probability of recidivism, in the form of a 

summary report for probation and parole hearings; 

• to keep track of and maintain a balanced case mix of 

probation and parble caseworkers; and 

• to record and mai'ntain an up-to-date accounting of 
i: 

referrals to, andficosts incurred from, the Welfare 

Department. 

At the present time, the :plan for the probation and parole segment 

of the OBSCIS system is c()mplete, while work is nearly finished on 

t.he plan for the corrections module. 

The system being plant):ed for Pennsylvania is considered to be 

very different from the orii~inal OBSCIS model developed by SEARCH 
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Group, Inc.. Under the tnodeJ.,OBSCIS 'ha'seight modu:l'es aimed at as-

sisting s.tate correc t!i:ons mahagemen'tofficials;, 

ules, only one deals with probation and parole. 

Of th'e eli.'ght 11Io'd­

That OBSCIS empha-

sis does not, it is believed, coincide with existing state needs, 

largely because there area number of autonomous, local institutions~' 

in Pennsylvania and a considerable 'need, for probation and parole 

information. Inllorder to ·institute a complete offender tracking 

system, representatives believe it is necessary to integrate these 

non-state level institutions into the data cpliection system. It is 

felt that only through such integration can the basic management and 

administrative needs of corrections officials be achieved in 

Pennsylvania. 

11. Utah 

Utah has not yet implemented the OBSCIS model, although it cur­

rently has a grant from LEAA to accomplish that goal. Utah was not 

one of the OnSCIS pilot states and has implemented its own informa-
. .\ 

tl.On system designed to serve the needs of ,the Division of Correc-

tions. The Division is part .of the Utah Department O'fSocial Ser­

vices, which is not primarily a criminal justice organization. The 

Uiah Corrections, Information System is an outgrowth of two individ­

ual batch information s}fstems which were implemented with LEAA'funds 

in 1971 and 1972 •. The fir.st of these systems was called PRISM 

(Prison. Inforri\ation System for Management) • PRISM was an automated 

card system established at the Utah State Prison to collect data on 

the prison pOPHlation. The relatively small population at the 

prison (approximately 700 inmates) made it possible to develop and 

fmplement PRISM quite readily. Data we.re code<;l and punched ona 

single card for ea(::fl inmate. Host of the data analyses w~e done 

using a card sorter. Occasionally, more elaborate analyses were 

done using the computer atpne of the local universities.~' 
() 

The second information system funded for the Division of Cor-

rections was ~alled CRIME" (Corrections Research in Management 
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Efficiency) and operated as an information system for Adult Proba­

tio~ and Pa~ole (AP&p). The develoment of CRIME paralleled the 

P1USM implementation, but developed more slowly because there were 

so many more cases to handle and the AP&P offices were scattered 

throughout the state. Three separate systems resulted: Parole., 

Felony Probation, and Misdemeanant Probation. The cards punched for 

each system had a different format and some unique data elements. 
I 

Host of the analyses were conducted using the card sorter at the 

prison. In a.ddition, AP&P was also maintaining a manual filing 

system and was required to send a copy ~f every face sheet record 

prepared to the prison for coding and punching. The system was 

redundant, cumbersome and expensive to operate. 

In an attempt to design a more efficient system, a consultant 

was employed and he recommended a system very similar to the OBSCIS 

model. It was felt that the system was well designed, but was n~ver 

implemented because of institutional roadblocks set up by the prison 

management, AP&P, and the State Computer Center. 

In 1976 it was decided to unite the prison system and the.three 

systems developed in AP&P into a single corrections information sys­

tem with a common data base. This system was programmed and is now 

in operation in Utah as a batch input and output information system. 

The system required Federal funds for development. Although at 

first the system was operated on the computer at the University of 

Utah, it is now operating at the data processing facility of the 

State Information System,.i~enter. The primary use of the system is 

for correctional. re!3earchand caseload and statistical analysis, and 

the design has been stable for some time. 

The Division of €orrections is currently planning to tran$fer 

the "Basic-OBSCIS" system software now in operation in the State of 
=-::::::: ' 
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Connecticut to Utah as pal;t of OBSCIS, implementation,., The system to 

be operated. at the ~tat.e Compqter. C~.9,te:t" will h.ave on-Hne entry &J1d 

retrieval and seven computer terminals. An initial OBSCIS grant has 

been received by Utah and transfer is expected late in the Spring of 

1979. One of the goals of the OBSCIS model imp1ementati.on is to 

provide a basis for statistical comparisons between Utah correction­

al data and nationwide statis.tics obtained from other comparable 

OBSCIS installations. 

Utah is planning to embark on the implementation of an OBSCIS 

after three years of operation of its locally designed Corrections 

Inf()rmation System following four years of experience with data 

processing and systems •. The new system will be considerably sophis­

ticated in comparison to the current system involving on-line data 

entry and retrieval through computer display terminals 10c~ted re­

motely from the State InfbLill.ation System Center. The "Ba~ic­

OBSCIS", in the eyes of Utah corrections personnel, needEi to be ex-
:I 

panded to cover the state I s probation operations and se9urity and 

privacy considerations require adequate examination and: imp1ementa'""" 

1::,ion. In addition, it is the feeling Of the correctiOlls &taff that 

"Bas:lc-OBSCIS" as implemented, will support correction,S management, 

but is. not sufficiently responsive to the needs of lower level cor­

rections staff and that the system is to.o inflexible in operation. 

12. Wisconsin 

.The St.ate of Wisconsin has never developed a Comprehensive Data 

System (CDS) plan eve~ though such a plan is a LEAA r~quirement for 

funding of state and local computerized criminal justice information 

systems •. LEAA, howev;rr, waived this CDS requirement and granted a 
J' 

one year exception duringl977 • Consequently, the Wisconsin Depaxt-

ment of Health and Social Services, an umbrella agency which in­

cludes the Division of CprrectiOn.s, receivec:l an 18 month grant from 

.LEAAto design and implement an OBSCIS) system. Specific responsi-

bility forQBSCIS development h.as been assigned to the Office of 
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Systems and Evaluation with technical assistance provided by the 

Office of Information Systems. 

Official development of the Wisconsin OBSCIS began during 

November 1978. According to its initial plans, the goals of this 

specific system are in line with those specified by the OBSCIS de-

ve10pers at SEARCH Group, Inc. Among other capabilities, the system 

is to be designed to track adult offenders and to meet national re-

porting requirements. Additionally, the basic plan for the system 

is intended to meet Department of Health and Social Service objec-

tives including tracking juvenile offenders, responding to daily 

requests of key administrators and integrating existing stand-alone 

automated systems. 

In order t.o achieve these objectives, Department of Health and 
/. 

Social Se/'cvice staff has begun an evaluation of the data elements 

(~'.1i., d!efinitions, use, interpretation) contained in the existing 

systems.. These systems, developed during the late 1950' s and the 

1960's, were designed to stand alone and are basically tape ori­

ented. Within this general context, OBSCIS is viewed as a vehicle 

to be used to delineate the data elements required for a comprehen­

sive computerized corrections information system and as the corner­

stone needed to build .an integrated system which will include many 

of the already existing stand-alone systems. OBSCIS is not seen as 

the overall system, but rather is perceived as one component of a 

much larger system referred to as the Corrections Integrated Program 

Information System (CIPIS). 

Once delineatiqn of the data elements is completed, present 

plans call for in-house development of the software packages needed 

to implement arid operate all eight modules of OBSCIS. As currently 

envisioned, the system will provide for both batch and on-line data 

input capabilities, and on-line editing and output capabilities. 
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Control, operation, and :m:anagenient of :computer facilities in 

·\Y;is.~onsin is now cEmtralized ,.under the 'direction of tfreDepartment 
" 

of Admi.nistration. How~yer, this situation will change in 1979, 

When comp.uter management and operational responsibilities tor cor­

rections systems will shift to the Deparctment of Helhlth and Social 
-'/ 

Services. 

" Development of OBSCIS in Wisconsin emphasizes use of in-house 

pers,onnel plus integration of OBSCIS with existing, autpmated sys~ 

tems. Staff involved feel that use of in-house programmers is the 

be~t apprQa~h to ensure corttitlUity of software develbme;tL Simi­

larly, they beli,eve integration of ORSCIS with othetsystem.s will 

enhance the prospect of the state Hupporting OBSCIS after federal 

funds terminate, meet the needs of the state legislature, provide 
[) 

positive inmate tracking and mept national reporting requirements. 
'. ' 
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APPE'NDIX D' 

ST.I\TE JUDICrAL INFORMAT~ON SYSTE~1 SItE VISITS 

Evalutianand Operatianal Status 

Ten different SJIS sites were visited during the course' of 

this study. In Rhode Island and Flarida, madified versians of 

PIWMIS are being used to. farm the basis af a SJIS. This sectian 

summarizes efforts to develop, implement and use SJISin eacn af the 

nine sb:d:es. 

1. Alabam.a 

The Alabama SJIS is a statewide system designed to provide tthe 
it 

infarmatian needed by the Administrative Office af the Courts (AWe) 

to. manage the Ala"/)ama unified caurt system. There is cantinuingll 
" , !i 

discussian hetween the courts and Aoe to establish specific SJIS're-

quirements and to pravide the means to. meet them. Whether ar nat 

the sys tern will expand to. became cr more camplex system through the 

establishment af terminals and printers, etc., in each jurisdictian 

will depend on the actual I1eed af the courts and AOC for such 

services. 

The unificatian af the state caurt system which went into. ef­

fee t' in January 1977 is seen as critical to ,the development ,af SJIS. 

The court system is truly unified in many key aspects (~'~" per­

'sonne 1 ; budgetary and purchasing). Thus, although the caurts clerks 
" 

arid the judges are elected, bath the district and circuit caurts are 

under the centralized AOC's administrative control and the AOCre­

parts to the Chief Justice af the State Supreme Court. 
" },' ~~ 

The Alabama SJIS currently colJ"ects a wide range of data in 

order to. provide the management infarmatian needed by the Admin-

istrative Office of the Courts. SJIS operates on the Alabama 
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Criminal Justice Infarmatian Center's (CJIC) camputer system. The 

AOC's Infarnlatian Systems Divisian (ISD) has terminals in its af­

fices which pravide access to. the CJIC's camputer which serves the 

SJIS data base. Data is presently farwarded fram the caurts to. 

ISD/SJIS where it is pracessed, reviewed and entered in the system. 

The primary gaal of SJIS is to provide the management informa­

tion needed by the unified caurt system in Alabama. The availabil­

ity af federal funds prampted system development which might nat 

have been otherwise possible. Both federal funds and some state 

funds have been expended to develop and implement SJIS. 

The SJIS praject consisted af twa phases. Phase I began in 

July 1976 and cancluded in December 1977. It was primarily a plan­

ning stage, but did praduce products useful to. ISD and the caurts in 

general. Systems were actually designed and implemented;reparting 

forms standardized; and plans made far future develapment. Phase II 

begain in December 1977 and will conclude in 1979. This phase is 

devated to future planning and development and further record stan­

dardizatian. To date the fallawing informatian systems have been 

implemented: CCR data element case dispasitian system; caselaad 

rep?rting system; persannel applicant system; praperty general 

ledger; revenue accaunting systems; reporting; unifarm traffic 

ticketing and complaint system; and labeling systems. All the data 

needed for these systems is mailed into. the Informatian System's 

Division of AOC on a varying schedule according to reporting re­

quirements (Le., the need for datt,l). They are then reviewed and 
-- ·'i 

entered in batch ar, in the case of CCH, through an input terminal. 

2. Florida 

In Florida, approximately 85% af the case infarmation is pra­

duced by abaut 12 caunties while there are an additianal 55 ather 

counties which pravide the ather 15% af case infarmatian. The deci­

sian was made,.hawever, to. develap a pratatype SJIS in a circuit 
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which was composed of 'small andmed'ium 'type jurisdictions ~hich are 

the mos.t prevalent in the state and, therefore, more representative 

of Florida's makeup. The basic goals of the prototype SJIS in 

Florida coincide with those set forth by SEARCH Group, Inc. and have 

remained consistent throughout the project although the system wa~ , 

developed only for a single jurisdiction. 

A prototype information system has been developed for the 

criminal courts of the Second Circuit which consists of six counties 

which account for five percent of the state-wide caseload: Frank­

lin, Leon, Jefferson, Wakulla, Gadsden, and Liberty. It was felt 

that the "bottoms up" approach (building SJIS from jurisdictions 

below the state level) would pinpoint local court needs and problems 

which might be overlooked in a "top down" approach. Horeover, it 

was feared that the "top down" approach might be interpreted as an 

infringement on the traditionally independent operation of local 

court systems. The deciSion to develop such a prototype (ora 

"mini-SJIS") system'"was based on two assumptions: 

• 

• 

that the experience gained in developing, implementing and 

operating a prototype system would decrease costs in the 

design of a statewide system; and 

that the prototype would serve to demonstrate the useful­

ness of SJIS in Florida 

In setting up this prototype system,the SJIS project team 

sought to identify and' adapt a court information system operational 

in another jurisdiction for use in Florida. It was felt that adapt:" 

ing such a system would be more cost-effective than developing one 

from "scratch", provided that the system was flexible enough to deal 

wi th 'the variance among local courts. As a ref)llt of a search the 

PROHIS system as extensively modified and adopted for court's use in 

Hilwaukee, Wisconsin,waschosen to S.erve as the base for' a system 

for the Second Circuit. The software was received in Florida in 

148 

1976 and modified to meet the specific needs of a multi-jurisdic­

tional setting. A number of data elements addressing the needs of 

the local courts were added (~.~., reasons for continuance of cases 

and identification of the county court system). Data gathering and 

SJIS operation commenced in 1977 and the Office of the State Court 

Administrator is currently receiving aggregate statistics from the 

local courts in Florida. To date, Florida's efforts to modify 

PROHIS and develop an SJIS have centered on the case flow management 

subsystem, specific~iy the criminal module, however, attention will 

also be given to the appellate module. 

Problems inherent in the develoment of a SJIS were additionally 

complicated by the fact that eight large Florida counties have al­

ready developed their own local court information systems. As a 

result one of the difficu~ties with any future system integration 

will be the lack of commonality in data elements. It was felt, how­

ever, that when SJIS was ready to expand those differences could be 

worked out through negotiation between AOC and the jurisdictions 

involved. It was also felt that this problem might be exacerbated 

by the adoption of the PROHIS system by local courts without careful 

planning to insure an effective interface with SJIS. Without plan­

ning and coordination in such areas as state guidelines requiring 

grants for information systems to meet state requirements, local 

efforts, even of value to the local courts, may not contribute to 

the development of a statewide system useful to all. The very flex­

ibility of PROMIS has contributed to the problem and creates the 

need for some form of centralized direction in collection of common 

data elements. Particularly troublesome is the potential adoption 

of "second or third generation" PROMIS systems, (i.~. PROMIS systems 

obtained from the jurisdictions which have alreRrly modified PROMIS 

to meet their own specific requirements). The required modifica­

tions of such systems to meet" new needs creates additional problems. 
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3. Georgia 

The Georgia SJTS project's objectives focused on the improve­

ment of management decisionmaking in line with the SEARCH model. 

The SJIS project, which started in 1974 and continued through 1977, 

was placed under the direction of the Administrative Office of the 

Court, the Georgia Judicial Council. To accomplish the objectives, 

the Administrative Office of the Court designed and attempted 'to 

implement a model based on ·a "bottoms-up" approach. The overall 

model was comprised of three subsystems : criminal, civil, and 

juvenile. Efforts to develop the three subsystems were, however, 

very uneven. While the juvenile ,systan was more or less ignored 

about three-fourths of the design work was completed for the civil 

subsystem. Qfthe three, only the criminal segment actually reached 

the implementation phase. 

The criminal subsystem design divided the system into three 

categories: manual mail-in jurisdictions; on-line input jurisdic­

tions; and local systems with their own computer facilities. After 

developing the necessary software, the Administrative Office imple­

mentedthe first two categories as pilot programs in order to test 

the feasibility of the design. The pilot test of the manual appli­

cation was conducted in the five-county Blue Ridge Judicial District 

and lasted less than one year. Albany, Georgia--the Dougherty Judi­

cial Circuit--provided the site for the on-line pilot test of a sys­

tem consisting of two terminals and a mini-computer. This site was 

operational for about one year and its funds termination ended SJIS 

development in Georgia for all practical purposes. 

In. both cases, the pilot tests were less than successful and 

were terminated in 1977. There were several reasons for this out­

come. First, according to the Administrative Office, the CCH/OBTS 

data, requirements demanded a "bottoms-up" ,approach. However t a 

"top-down" design would have been necessary to impose unifo.rmity in 
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Georgia because the judicial system is decentraJi:ized and comprised 

of 42 relatively independent circuits. Second, restrictio.ns stip­

ulated by federal grants prevented the Administrative Office from 

buying the computer hardware needed to fully implement on-line oper.­

atio.ns. The equipment used during the pilot test had b~~n leased, 

but Administrative Office staff did not view this as a ss\.isfacto.ry 

lo.ng-term arrangement. Third, SJIS was not seen as a high priority 

by the Board o.f Directors of the Administrative Office. Therefore, 

the Judicial Council did not have the power base necessary to.'pur­

suade the state legislature to appropriate additio.nal funds to 

further implement and institutionalize SJIS. 

4. Lousiana 

In 1973, Lousiana began to participate in the LEAA program fo.r 

the implementation of a State-wide Judicial Information System to 

develop judicial information and statistics. The Louisiana Criminal 

Justice Information System (LCJIS) viewed the SJIS effort as a po­

tential source of co.urt data fo.r the OBTS/CCH System. Therefore, in 

a cooperative effort, LCJIS assisted in the implementation to be 

undertaken iL two phases. Initially, the system was to be developed 

utilizing requirements defined by the Judicial Administrato.r. After 

the system was operatio.nal fo.r six months the system would then be 

expanded, principally in the charges and dispositio.n area, to pro­

vide data satisfactory for OBTS. 

SJIS had, as its initial goal, the achievement of the objec­

tives outlined by SEARCH Group, Inc. as follows: 

• To improve the o.perating and administrative functions 

of the courts of Louisiana; 

• To provide the judicial-generated data elements of 

the Offender Based Transaction Statistics (OBTS) and 

Computerized Criminal History (CCH) file. 
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Although the data elements to be u·tilized by the Judicial 

Admini~trator' s ManagemerLt Information Sys~em were determined on the 

basis of the OBTS/CCH need for judicial information rather than 

solely in response to the court administrator's need for c:;ourt 

manageme,nt information, the intended use of the system as a source 

of court data for the OBTS/cCH System has not materialized~ 

Although it was envisioned that SJIS would give the $tate court 

administrator the data collection capability to meet his administra-

I h . d OBTS/CCH da.ta, the current tive needs as well as supp y t e requ1re, 

. I t meet the needs of the state court objective of SJIS 1S now on '! 0 

administrator. The initial systE!Ill implementation had the ~trpng 

support of both the judiciary and the executive departments of go v­

ernment. However, opposition to the system arose within the ranks 

of the clerks of court who objected to the use of Federal funds in 

the courts and to reporting any information to the state judici ',ry. 

. d SJIS was to be handled on the central As originally conce1ve , 

by the LOU1' Sl' ana State Police .as a batch sys­ORTS computer operated 

..::em. Strong political differences between the governor and the 

h . h the ,opposit1' on of th~ cl. ~:rks of cour t resulted courts, toget er W1t 

in an unstable system implementation situation, however, and SJIS 

has never achieved its stated goals. The system is now operated ,on 

the computer in the Louisiana Health Department rather than on the 

OBTS/CCH computer of the Depar.tment of Public Safety. The Health 

d d hO'wever, that it .may not be able to host Department has in icate , 

the system in the future. (It is believed that pressure from the 

Governor's office may have caused the reluctance of the Health De­

partment to continue to assist the courts.) 

Current plans for SJIS improvement include an attempt .to ~ecure 

SJIS d rt control I n ad.diti.o.n, a dedicated computer .to run un er cpu • 

l;:here are plans to simplify the system itself, by eliminating 

es.sential" data elements; providing for audi~'~checks of data 
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quality; and increasing the usefulness of the output management re­

ports. Institutionalization of the system into state government is 

. dependent on improvements in the relationship between the Governor 

and the judicial branch of Louisiana government. 

5. Michigan 

Th~ development of the Michigan SJJ:S began in 1971 when the 

Michigan Supreme Court appointed a ProcE~dures and Technology Com­

mi tttee to assess how modern informatio:r and computer technology 

might be applied to the courts. The CO,mmittee established a Special 

Industry AdVisory Board conSisting of representatives from the 

Chrysler, Ford, and General Motors Corporations. 

The Michigan SJIS was developed t,j meet the operational needs 

of the courts, in conjunction with the, needs of other users, in 

terms of the courts' information requ~;rements. In this context, the 

Michigan SJIS might be best described ,as a series of systems de­

signed to meet the information requir~~ents of four different com­

ponents of the court system: juvenil~, district, Circuit, and ap­

pellate. The purpose of the Michigan Judicial Data Center which 

provides the data processing facility for SJIS is also to improve 

the administration of the court system in that state. Together SJIS 

and the Center have goals parallel to those developed by SEARCH 

Group, Inc. f0r SJIS. 

To accomplish these goals, the Basic Michigan Court System 

(BMCS) was devel'oped to serve the criminal case functions of the 

larger circuit courts. It is an on-line concept with emergency 

backup. It was desj,gned in 1972 and first implemented in the 

Detroit Recorder's Court in 1973. The Detroit Recorder's Court, 

with responsibility for the City of Detroit, handles about 45 per­

cent of all the felony cases in Michigan. BMCS is currently 
.... \ 
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1 d"di' l' t· Jackson Circuit and in operational in severa \,:.:? . tl.ona cour s. 

the District Courts of Jackson and Ann Arbor~ Among the, other 

systems develoed for the courts of Michigan are the following: 

jl 
II 

• the Annual Report II System - to provide the capability 

of gathering and reporting stati~tics for the district 

circui t and municipal level courts 

• 

• 

• 

the Case Information Central System (CICS) which is 

designed to function in tandem with BMCS and produce. 

caseload information; 
if 

~:.J 

the Traffic and Ordinance System (TOCS) which processes 

traffl.· c-related felonies, high mis­state misdemeanors, 

demeanors and local parking, traffic and ordinance 

violations; and 

Act ivity Reporting System (CARS) for the Circuit Be.· Case 

Courts and another for the District Courts. 

In addition to these systems , Hichigan SJIS also has a District 

Court Advanced System, a Probate Court Rule System" a Probate Court 

. d . th . e of J·uvenil.e .J·ustice, the Child Care Advanced System an., l.n ear a 

and Placement Information System (CCPIS). A repl?cement for the 

original CCPIS is now being developed. Finally, a Court of Appeals 

Project will be implemented in modules as it is developed. 

The Judicial Center uses both batch and on-line processing 

depending ~n the information requirementsplacedon the various sys­

tems. For example, CARS uses batch processing while all of t:he 

Advanced Systems (including BMCS) use bn-lineprocessing. 
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6. Minnesota 

The Minnesota state court administrator* has collected summary 

caseload data from local courts since 1964 under statutory author-

i ty. Although the data were first processed mal)ually, for the last 

nine years aggregate district court data have been processed by a 

computer owned and operated by the state's Information Systems Divi­

sion. Aggregate county court data has been processed by computer 

since 1974. This computer processing consisted of data manipula­

tion and report generation based on month-end summary reports sub­

mitted by the individual clerks of court. 

Minnesota is a CDS state and an OBTS system was developed under 

the direction of the Bureau of Crminal Apprehension (BCA), and has 

been operational as a computerized system since 1972. Clerks of 

court report critical events that occur during court processing of 

felonies and gross misdenleanors, beginning with the filing of the 

indictment or complaint. Such data is entered into the BCA's 

Computerized Criminal History files. 

In 1974, the state court administrator's office initiated Phase 

I of its SJIS Project as one of the original SJIS state groups. The 

batch system was to serve the dual goals of providing greater mana­

gerial control over the state's courts while at the same time mini­

mi~ing the increase in overal clerical workload. 

The system was to be .designed to benefit courts at all levels. 

The design would initially collect data at the district and county 

court levels and transmit this data to the supreme court. A state­

wide uniform case number system was recommended to simplify this 

*'See Minnesota Performance Assessment Report, C.R. Judice, G.R. 
GaH, R.W. Delaplain, and R.G. Speight (1978) • 
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procedure. The resulting data1:>ase: was to b~ utilized to. ~rovid~ 

11 form the l:>asis for pe,riod,ic inquJry and sJP~cial r~ports as we as . 

the development of addi tional systems such as financina~ and per-

sonnel information systems. 

d ~"'.p.lementa.tion (~id not occur during Sys tem. development an ...... 

The. SJIS t.Llat is operation in Minnesota was es-Phase I, however. -

II of.' the :project rather than the sentially developed during Phase 

h I d "n It is primarily a management implementation of the P ase es~g. 

d does not Process sign.ificant amounts of crim­information system an . 

inal case information. 

Since August 1978, SJIS modules that p1F<'>cess civil, probate, 

, hav.e been fully implemented in all dis-and family case transactions 

trict and county courts. Criminal case reporting is still accolll-

plished through the Bureau of Criminal 

although the court clerks do not fully 

complete the ne~essary report forms. 

Apprehension's CJRS syst~m, 

cooPerate and are faLLing to 

All district and county courts mail transaction report forms 

"1 cases to th .. e .. state court adlllinistra­for civil, probate, and fam~ y 

b " Following in .. itial data validation, tor's office on a daily as~s .• 

d on-line int.o SJIS via CRTs located data from the forms are entere 
'ff" The current Min.ne-within the state court administrator s 0 ~ce. 

sota SJIS has placed .heavy emphasis on on-line entry and editing of 

data.. The on-line query a1;>ility prpvided by the system is currently 

of lim.i ted utility. 

'Output report's produced by the system are designed to h.e pri­

marily of value to state-level court aqministration and district 

ad",4.n4.si-rators ra.therthan to local judges .and clerks of trial cour t ULL -" ... 

court. 

SJIS 

veloplJlent 

. d fr LEAA. for Minnesota SJIS de­grants have b~en rece~ve. om 

and state funds have also been utilized for development. 
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It is expected that addi tional state fun,ds will be used in the next 

two years to expand the criminal case processing; to cover juvenile 

case processing and provide for trial court caseflow management. 

The project is considering enhancing the system with such im­

provements as a weighted caseload system and is trying to secure its 

own distributed processing equipment. The latter would free the 

SJIS from dependence on the state's Information Systems Division for 

data pT:Dcessing support. 
.J 

7. New.Jersey 

Started in 1976, the Judicial Management Information System 

(JMIS) of the Administrative Office of the Courts is intended to 

assist the judiciary in the collection and analysis of the data 

needed to manage the court system and allocate the State's judicial 

resources. The current status of SJIS .which is supported entirely 

by state funds in New Jersey, might best be described as a semi­

automated or computer assisted managE~ment information system. This 

system is designed to provide summary reporting data regarding such 

factors as caseload and other court statistics. Since JMIS does not 

have its own computer facilities, it haS: entered into time sharing 

agreements with two different state data centers, however, the 
'. 

courts' work is often assigned a low priority by these centers. 

In order to correct that situation, the Administra.tive Office 

of the Courts plans to develop its 0\\TIl dedicated Judicial Date. 

Center capable of mee~ing the" statewide needs of the court system. . , 

It is expected that such an acquisition of, its o'wn computer facil-

i ties will enable JMIS to become a computerized, s tate-level judi­

cial information ~ystem. It is envisioned that this system will be 

linked to compatible county-level court information systems, replac­

ing the CDR. The National Center for State Courts has alreadykub­

mitted a proposal for a detailed analysis of the requir~ments for 

the Judicial Data Center and its computer facilities. 
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1.n ti:!:rm~ of linking JHIS to court systems at the county-level, 

tJ ~hQ}!ld pe noti:!d. j:.h<:i.F 13ix county-level courts have developed tp.eir 

own :i.nclependent cOl'!lp~j:.erized information systems. Any future link­

q&e between j:.hofie systems and JHIS will depend, therefore, upon the 

compatapility of the systems. However, at the present time the Ad­

minil:,trative Office of the Courts is <:ilso involved in a cooperative 

effo~t with the State Attorney General's Office to implement the 

inj:$nsive PROMIS. program. Known as "mini-PROMIS/GAVEL", this pro­

gram in New Jersey is intended to provide both prosecutors and trial 

court juC\ges with information regarding pending criminal cases, fa­

cilitate case processing and assist court administrators in caseflow 

Il\<:inagement. 

In addition to providing a variety of statistical reports, JMIS 

has alsQ been :Lnvolved in a variety of other projects designed to 

assis,t the courts.. For 'example, the Pretrial Intervention Central 

Cl:j..enl,: Registry has been <:iutomated and an on-line system has been 

developed to assist the Appel<:ite Division. 

8. Pennsylvania 

In the 1970's the Administrative Office of Pennsylvania Courts 

began particip<:ition wi th LEAA in development of a State Judicial 

InfQrma,tion System to increase the effectiveness and efficiency of 

court admiIlist::I;:ation. The goals of the Pennsylvania SJIS were simi-

1a.r to, thd:se developed by SEARCH Group, Inc. The Administrative 

Office planned to design a.local standardized r~Rorting system for 

sl'!lallercounties. who couldn't a,fford such a computerized system On 

their own. UnC\er that design three to four regional compu'Ler cen-

ters, would he established to provide on-line , day-to-day data proc­

essi,ng services to these sl'!laller counties. 

DUring the wait for the release of SJ.IS funds, the Administra­

tiV:e Office developed a Docke~ Transfer Form designed to accompany,· 

each criminal case through the courts. This form is used to capture 
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'the stat,istical information from each case which; is needed to effe.c­

tively manage the courts and also to pl.'ovide the state police viith 

case disposition data required by CCH. Presently the Docket Trans:" 

fer Form is being utilzied by Allegheny and Philadelphia counties 

and it is anticipated that the form event4ally will be used by the 
entire state. 

The proposed overall SJIS approach inPennsy1v"<'1ia following 

the SEARCH model has proven to be unfeaSible. First, the court sys-

tem is not yet unified, resulting in cont~nued t .... sta e versus county 
conf:rontation over control of fU~lds. Second, there exists a great 

diversity among counties in Pennsylvanl.a, ranging f;,om the very 

urban to the very rural, each with diffe~ent information needs and 

capabili ties. Tht,rd , Philadelphia is very different than the rest 

of the state having a "home-rule charter", the largest caseload of 

any county and is the only legislatively des~gnated "first class" 

county in the state. In addition, the Administr.,ative Office ran 

into fuuding problems at the, state level in Febr~ary 1977 and as a 

result, the Office did not begin to spend SJIS funds until 1977. 
, 

Currently, the Admin:i.strative Offi~e is still using funds from 

the first SJIS LEAA grant. A proposal for a sec.ond grant has been 

submitted with the objective of continuing development of SJIS. To 

achieve its goal of) effective court operation, the Administrative 

Office intends 'to use a redesigned SJIS to develop a loosely coupled 

distributed net;work, with mini- or maxi-computers located through04
t 

the state to provide ,.design. ated t 1 ,'h cour ,personne w~t easy access to 

the system. The State will provide the necessary message sw:i.tching 

system and in .turn,thecounty-based court systems will be required' 

to furnish information for the basic data base although they will 

also, he able to add addi tional local datCl,~ In terms of the basic 

data base, the Administrative Office wants to develop a total man­

a:geme~t in~o~ation system inc1u,!iing cJ.ata on such areas as case-

,Joads, :personnel and finances. It is anticipated that some of the 
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r,\ " . .more .rural areas will continue to' use a manual approach,andthe 

,.S;tate will transform the data .to machine-.readable form and input it 

into :the system. 

Addi,tionally ~ the Admi.nistrative 8ffice is planning tdexper,... 

iment with "JI1axi-JI1Lni" BRO~lIS to determine its feasibility as a 

hui~ding block for SJIS. This pilot project, to be implemented in 

Montgomery County, will concentrate on tailoring the PROMIS software 

;to p,erform the SJIS functions as defined by NCJISS and by the needs 

of the Admi'nistrative Office. 

In additi;-Cln to automating the Docket Transfer Form data col­

;tection system arid designing, implementing and monitoring the "Maxi" 

Mirii-PROMIS project, the' Administrative Offi~e hopes to fnitiat.e 

several other SJIS tas'ks in the near future. Key among these tasks 

are: 

• 

• 

• 

to work with r'epresentatives of other agencies (especially 

the State Police and the Governor's Task Force) to define 

CCH data needs and develop a Dictionary of Terminology; 

to develop an automated data collection system for the 

appellate courts; and 

to develop an automated civil case control system in order 

to monitor caseloads t;o ascert,ain whether or not th,..y need 

more judges. 

Q,. Rhode Island 

The Rhode Island SJIS is located in the Office of the Sta.te 
to:::' C 

Court Administrator, Supreme Court of Rhode Island. This SJIS is a 

stat¢wide system based on a PROMIS system previously adapted by the 

state Attorney General's Office. The Sta.te Att:orney General began 
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using the "batch type" PROMIS system in 1974. Toward the beginning 

of 1977, the State Supreme Court assumed responsibility for the man­

agement and future development of PROtHS. It appears that the use 

of PROtHS was discontinued by the State Attorney General's Office 

because of a lack of interest after a change in administration. 

PROMIS was picked up by the courts because a need was seen for such 

a management information system. 

The SJIS system still operates in a batch mode, but the staff 

is developing the capacity for a statewide, on-line system which is 

expected to be operational sometime in 1979. SJIS focuses on-the 

criminal module of the case flow management subsystem. The Rhode 

Island SJIS is really an extension of the PROMIS system through the 

addition of a sentencing subsystem and a lower court subsystem. 

Modifications were also made in the editing and programming of 

PROMis to meet the requirements of Rhode Island's courts. 

SJIS commenced operations in Providence, Rhode Island, because 

it is the largest jurisdiction in the state and consequently, data 

collection was based on the information requireriif.!nts/needs of Prov­

idence. SJIS's coverage was thereafter broadened fo meet the needs 

of other juris(fictions. In this system, the flow of information on 

a case begins once a charge!;!is filed. (The sys tern does not track 

misdemeanors.) The police complete a portion of a case entry form 

and forward it to the appropriate State Attorney General's Office 

for completion. Various court agencies (~.,.[., the, court clerk and 

the scheduling office) file other case data as required. 

The State Court Administrator's primary objective has been to 

develop SJIS as a statewide information, sy'stem designed tosuPpJy 

timely and accurate information to meet decisionmaking needs. As a 

by product, the system has the capa.city to produce'sta.tistical in­

formation and to serve as a resource for research. To accomplish 

these objectives, Rhode Island collects data on every case regarding 
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every count, on offender ciemo,graphics an<;l on victi~hYitnes.s informC;!­

'~:i.on·'~~ a~ailable. Limited offender PFior record information is "7) 

also collected if prior dispositions are available. In addition to 
; r,":'_ 

being able to proviqe the reports produced by the P:ROMIS system 

(e .~., the Gener~ized Inquiry Packa&e), SJIS also produces a sen­

~~nCing register for both the District aI).d Sllperior Courts (this 

r~gister is a statutory requirement) as well as reports. fQr police 

agenf!ies, the State Attorney General, Corrections and oth~r agen-

lOa Utah 

The development of the State Judicial Informatin System (SJIS) 

~as. not progressed beyond the initial planning stage. Utah has re-

ceived a, grant to perfonu an SJIS feasibility study from LEAA. The 

objectives of the study are 'to examin'e alternatives for an SJIS de,-
, "f -. 

Y,elopment and consider the requirements for such system. Prelimin-
, . . ~ " . 

ary d.is~ussions at the Utah state court level among court personnel 

\.ed, to the folloWing observations on the part o,f the court staff: 

• Using the SJIS .court data for support of the court 

administrator's office is not the Utah priority for SJIS. 

It is, rather, the requirement for data to support the 

cQurts' operational needs. 

.... The potential relationship between SJIS and th.e CCE system 

is questioned because of the. different emphaSis between 

the need fqr SJIS court operational supp()rt and the C.CH 

system.requirement for criminal caS.e dispos=itiop. rep()rting 

infomia tiona 

The overall objective of SJIS in Utah is expected to be the 

implem~ntation of an information system designed to supply the' 
" '_',,1 

cOl.1rt's op~ration~.rneeds for information, rather than fo!=, state 
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court administration. This potential objective was set forth by a 

Judge's Steering Committee Which recommends policy determination to 

the Utah Judicial Council. The staff of the Judicial Council is 

currently examining the initial SEARCH Group, Inc. objectives for 

CCH as possible secondary objectives for Utah's SJIS. However, no 

decision on those objectives has yet been made. It has been deter­

mined that the courts will supply disposition information needed for 

the CCH system, and a "contract" to that effort has been made be­

tween the Judicial Council and the Utah Department of Public Safety 

(Bureau of Identification). 

Utah expects to use a "maxi-mini" version of PROMIS software as 

modified to operate on the laJ;'ge frame equipment of the state data 
(,' 

processing center to perform ,:t:he SJIS role. The choice of software 
il 

will depend on the results of the feasibility study to be performed 

under the initial LEAA SJIS grant to be completed in 1980. 

Local court information systems are already in' operation in 

Ogdon, Salt Lake City, and Provo, and, they will probably have to be 

integrated into an SJIS if complete statewide converage is to be 

achieved. 

" 
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APPENDIX E 

PROSECUTOR'S MANAGEMENT INFORMATION SYSTEM SITE VISITS 

Evolution and Operational Status 

During the course of this project, MITRE staff visited 13 

PROHIS sites. Ten of these sites were county jurisdictions. The 

other three in Michigan, New Jersey and New York were projects de-

"" signed to develop PROMIS on a multi-county basis in each state. 
\ 

This section presents a stnnmary of current efforts to d{ve10p, im-

p1ement and use PROMIS in the 13 sites visited. 

1. Hontgomery County, Alabama 

" " 

PROMIS was implemented for the Prosecuting Attorney's Offi,ce in 

Montgomery by the Alabama Criminal Justice Information Center (CJIC) 

and is operated through their facilities. Alabama's involvement 

with PROMIS began because CJIC was not convinced that the courts 

would cooperate in the development of complete criminal history 

record information (CRRI) by providing sentencing information. It 

was thought that by imp1ementingPROMIS, the needed data could be 

obtained from the Dist.rict Attorneys. 

Vlorkbegain1ft 1976 and it took a year to convert: the INSLAW 
I>, 

PROMIS software to the CJIC's UNIVAC system and required that some 
/,1 " 

additional inquiry modules be written by CJIC staff •. It is a batch 
c. 

system, updated at night with on-line editing andretrif.:\val.. The 

District AttOrney's 'office has a printer andtermina1.which are tied 

directly to CJIC and its. state 9peratedcof!lputer facilities and con-
,'-:0 

sequent1y, 'the prosecutors are able to use the system in ;:tn interac-

tive mode ;for queries • Large reports requiring considerable proces-:" 

sing time a'):'e prepared by the CJIC. 
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PROMIS is being used in Montgomery County as a management in­

formilUon system--a case management system in the sense of inform'­

ingprosecutors what is the status of cases and their workload. 

Thete is no use of the PROMIS case weighting and prioritizing 

:scheme,. 

Ihtne year since the system has been operational, there have 

'been inc't'easing signs of interest in the operations of the Mont-

While the go~ery 'PROHIS as evid~nced 'by increased system use. 

ni'stritt Attorney does not ~personally use PROMIS, his staff does. 

tnaadit'ion, investigato'rs 'from the sheriff's department and the 

,police use the system 'to check the dates fortneir court appear.;.. 

ances. Of particular importance to the TIistrl.ct Attorney's office 

'has 'been ACJIC programming which enable PROMIS users to interact 

with \CC'H. Thus,staf:f prosecutors have direc'tand timely access to 

adefenClant's CHRI and can also check on the CHRI of witnesses as 

welL 

In ad eli tion to the automated PROMIS in Montgomery, manual sys­

t~ms have been developed in eight other jurisdictions. By late 

1979, CJIC plans, wi ththe cooperation and assistance of local pros­

ectitoi's, toha\ie implemented five additional PROMIS sites linked to 

CJIC. The movement toward the development of additional PROMIS sys~ 

tems in Alabama has been spurred by anew state law requiring the 

est~biishment of central -budgeting for prosecutors • PROMTS is 

"le&€das a management information system mechanism which can pro­

vide the :i.ri.f~rmation needed to just;~,fy budgets. The Office of 

. Prosecutio'n Se'rvices 'will use the information provided by PROMIS to 

. de\ieiop tinifiedbudget requests for the District Attorneys. That 

offi~ewil1 also serve to coordinate the development and imple­

mentation of .PROMIS. including plans to implement five more PROMIS 

s:U:es inaCldition to those aLr~adypla:nned for comf,letion. 
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2. Los Angeles County, California 

The District Attorney's Office in Los Angeles is widely dis­

pert 1d and has 24 field offices. Eight of these serve the Superior 

Courts in their areas. Each of the remaining offices service or are 

associated with one of these eight. There is remote PROMIS data en­

try in all 24 sites with on-line inquiry, although update to the 

system is in a batch mode. The operating computer system itself is 

housed in the county's data processing division. However, the com­

puter is used only by criminal justice agencies, (~.~., the sheriff 

and the District Attorney). 

The need for a management information system was recognized in 

1972. In 1973, the District Attorney's office received fund:i;ng for 

a feasibility study of the information needs of the District Attor­

ney's office and how these needs might be met. After a study of the 

Distric,t Attorney's office and its information requirements, the 

system was designed and implemented. The resulting system was oper­

ational in selected locations in January 1975 and, as of July 1977, 

when federal funding ended, it was operational in all locations and 

was suvported by local funds. 

The goals of the Los Angeles PROMIS which is an adaptation of 
;' 

the District of Columbia's PROMIS are as follows: 

• to proyide a means of collecting statistics quickly to 

respond to inquiries from the District Attorney or county 

supervisors 

• to develop a means to. de termine if there are pending 

felonies., outstanding warrants, etc ~ against offenders 

• to enable the District Attorney's office to determine if 

witnesses have any pending felonies, or outstanding warrants 
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t information \leeds (~.g., to meet the office's managemen 

caseloads for prosecutors) 

to meet the internal needs of These goals were established not only , 
of the need to meet the District Attorney's office but also because 

. ements for information from, for example, the county 
external requ~r 1 been 

1 for installing PROMIS have, apparent y, 
V{sor The goa s . . 

super.L • the deputy D~str~ct 
In add~ tion to its ;initial products, achieved. .L 

, 'criminal history . a hard copy of witnesses Attorneys now rece~ve ' 

posed some financial constraints 
h times a week. the system now occurs only tree 

the deputy prosecutors can query the sys tem at any time, there may 

be a two or three da::, delay in updating the system's data base which 

they query.\) 

With the system is that the deputy pros7~'I" Among the problems 1 

" ' h· h they' often feel is ·ble' for the paperwork w ~c 
ecutors are respons~ , dditional 

a'nd th' erefore, some tend to view PROMIS a,s an a burd'ensome 
'. ' ften tasked with com-"headache" • consequently, secretar~es are 0 , 

, not alway.s careful or accurate. 
pleting the paperwork and they are " ~ agency (the" 

' , roblemis created' by the fact that em outside 
A furtherJ,p ,,'; , ' , and sets prioritieo 

) the' data processor for the system County runs ' ' • ' 'i' 
. i t Attorney's off~ce rece ves a Often, the D~str c for system users. 

low priority. 

o 
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Both management and line personnel (deputy prosecutors and 

investigators) use PROMISe Management uses PROMIS for monthly re­

ports and research related to policy decisions. It was estimated 

that approximately 10 tq 15 percent of the deputy prosecutors are 

enthusiastic about PROMIS; aa equal number don't like it; and a 

middle group is uncommit!ted • 

Certain changes and additions had 'to be made in the District 

At torney's PROMIS package, to tailor it to Los Angele s' needs in­

cluding: modifyi)~lg the system to handle California's penal code; 

handling only felonies in this PROMIS; developing an "in-house" mon­

thly statistical package; and producing a specialized inquiry pack­

age. While the PROMIS case ranking or weighting system (offense and 

offender scores) is not systematically being used, there seems to be 

increased interest in the case weighting scheme. The Los Angeles 

PROMIS is seeking improved software and cheaper hardware. No deci­

sions have been made at this time whether the hardware will be a 

"mini" or a "mainframe" computer. 

3. San Diego County, California 

The District Attorney's office is responSible for the prosecu­

tion of all felonies committed within the County of San Diego and 

for all, misdemeanors committed within the County, but outside the 

city of San Diego where the City Attorney is responsible for mis­

demeanors. The District Attorney's office itself is dIvided into 

three geographical branches. The PROMIS system in San Diego County 

is known as JURIS/DA (Justice Records Information System/District 

Attorney). It is an on-line inquiry/update system designed to ~\~~;::;:::-;-; .. ::. 

search the Case File, ;'the Master Index file, the Schedule filet and 

the Calendar file and display the requested information in it's data 

baser:' New data(can be !entered or the in,formation displayed can be 

modified ahd the various files affected ,by the new information will 

be updated. The files are stored on direct access disk files at San 

:"1 
:I •• i~II'I<""",!,~_"':".~._~ 
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Diego County's central computer facility. The access to these files 

is through cathode ray tubetepninals. The County Department of 

Electronic Data Processing Services provides computer services ,to 

the District Attorney's office. 
Jf 

p1:10r to the implementation of JURIS/DA, there was only an 

i'ndex of current, active cases in the District Attorney's office. 

JURIS/DA was developed and implemented bec,suse that District Attor­

ney's office recognized the need for the centralized proce!?l:;ing 'of 

da'ta to meet the j,nformation requirements of both management and 

staff. JURIS/DA produces the following repor'cs among o,thers: 

Felony Complaints Issued; Act'ive Criminal Index; Daily Criminal 

Calendar; Weekly Criminal Sentencing Calendar; Subpoena Witness 

List; Subpoenas; and Felony Cases Issued. 

The system capability is not used by the District Attorney to 

rank cases in terms of their seriousness" according to the gravity 

of the crinieand 'the prior record of the accused. 

The design and development of JURIS/DA begain toward the end of 

1975 or the begi.nning of 1976. Thereafter,' the Electronic Data Pro­

cessing Cenfer obtained a copy of the "batch type" PROMIS which had' 

been adopted and modified by the District Attorney's office in Los 

Angeles County. There are, however, a nu~per of differences between 

the Los Arige1esPROMIS and San Diego's JURIS/DA which required addi­

tional programming (~.Ji.' different levels of penal specification 

'and identificat,ion of documented workers). 

It is expected that JURIS/DA will be operational in the last 

Distr'ict Attorney branch office in summer 1979. With th~\ end of 

feaeral funding tbe County ass~iedthe costs of system oJ:\eration. 

4,. Cobb County (Mariett9),' Georgia 

In 1975, the Dis trict Attorneyiri Cobb County imp1e~}ented a 

PROHIS whose initial objectives coinciged with those spe~ified by 

~~':::~,i::;:~~';'~~~---:-­
~ 
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INSLAW. By 1977 the system was completely implemented, but its out­

put was not being used. The PROHIS software and procedures were, to 

some degree, incompatible with the County's computer ~ystem. Ex­

acerbating this problem was the absence of guidelines detailing sys­

tem use together with a high level of management expectations re­

garding PROHIS. Among other probiems, data input to the system was 

performed by assistant prosecutors because there were no data entry 

clerks available. In addit~on, although information was being 

entered, the output data were not being analyzed or used in spite of 

a perceived need for management information" 

In 1977, a new District Attorney took office and his initial 

decision was to terminate PROMIS based on his assessment that the 

system did not sufficiently address his op,erational objectives, 

which'were to: 

• 
• 

• 
• 

improve caseload management; 

provide monthly statistics in order to develop office policy 

regarding use of discretion in case handling; 

produce court ca},endars and subpoenas, and , ' 

trace cases to ensure that they, are brought to trial within 

the time limits set by speedy trial laws.* 

However, the District Attorney changed that 'decision after INSLAW 

agreed to modify PROHIS to meet his objectives and m~et the re-

quirements of the Burroughs hardware. INSLAW modified the PROHIS 

system to address lo,cal requirements, rewrote the PROHIS software, 

condensed the in~ormation collection forms, ,and helped the District 

Attorney gather support from the sheriff, judges and other members 

*It should be noted that the.,se are. in f ' , ' act, very, similar to those 
set forth by INSLAW. 
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of the criminal justice community who would be the primary data 

providers as well as the secondary data users of the system. 

Presently, the system operates in a batch/on-line mode, but 

will be modified in the near future to become a full on-line, real­

time system. Each of the departments in the PROMIS network is re­

sponsible for providing the data base with specific data (most of 

which they would collect in any event). For example, the Sheriff 

enters the police department identification number and pertinent 

arrest data, while the clerk of the court supplies indictment and 

disposition information. In return, the Sheriff and Court receive a 

host of reports including preliminary, arraignment and trial cal­

endars, and annual statistical summaries. TI,e District Attorney in 

addition, receives management statistical reports dealing with case 

processing and effects of office policy decisions. It is planned to 

expand the sys tem' s capabilities and develop progr ams to: no tHy 

victims and witnesses of impending court appearances via mail and 

pinpoint major cases based on specific variables (as opposed to 

ranking cases by priority, an existing PROMIS capability). 

5. Parish of New Orleans, Louisiana 

The Office of the District Attorney of the Parish of New Or­

leans was one of the first to attempt to install the PROMIS system 

developed for the prosecutor in the District of Columbia Superior 

Court. The system was modified and installed in the District At­

torney's Office in 1975, using a city-owned computer. Security dif­

ficulties (defendants were operating the co~puter in some cases) and 

low priority to'the prosecutor's needs, resulted in the lease of a 

dedicated computer under the control of the New Orlean's District 

Attorney's Office (NODAO). 

The PROMIS being used by the NODAO is a version of the original 

PROMIS software. The system in New Orleans called DARTS (District 
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Attorney's Record Tracking System), is a batch system with overnight 

data entry and with on-line inquiry through data termianls~ There 

are eleven terminals currently in use, ten available in the NODAO 

and one which provides the Sheriff with a prisoner inventory. The 

primary objective of the system is to provide a tool for more ef­

fective management of NODAO. It is fully operational. 

One of the modifications of the system as implemented and used 

involves the case weighting scheme provided in the original PROMISe 

The assistant district attorneys found the use of the PROMIS forms 

difficult to use for the weighting application and, in addition, the 

District Attorney had a policy of "bringing every case to trial" 

thereby making the use of the case weighting results unnecessary. 

The NODAO has found that the available PROMIS package management 

reports were very useful for office management, but they have also 

developed additional reports for the use of the prosecutor in 

monitoring office operations as part of the DARTS service. 

The District Attorney has provided strong support to PROMIS 

from the start of implementation. Although there had to be changes 

in the basic management data reports prepared by PROMIS for the 

District Attorney and there have been hardware problems with the 

terminals, the system has been not only serving the District Attor­

ney, but also has been providing a data base useful to the other New 

Orleans law enforcement agencies. This addi tional activity has 

taken the form of listings of at-large defendants, jail lists, etc. 

used by the police and sheriff. 

The Assistant District Attorneys in the NODAO are the principal 

users of PROMIS (DARTS). In addition, the outputs of the system are 

used by the New Orleans Police, the sheriff, the jury commission, 

and by the judges. The main exchange of information occurs between 

the police and the District Attorney's Office. 



6. Kalamazoo County, .Michigan 

The Office of the Prosecuting Attorney in Kalamazoo County be­

gan operation of PROMIS in a batch system mode in 1977. PRO.MIS was 

implemented because the Prosecuting Attorney was of the opinion that 

the application of computer technology would help alleviate the 

management problem created by large caseloads 

PROMIS was modified to meet the specific needs of Kalamazoo. 

It does not utilize case weighting procedures in terms of offense 

and offender scores. Instead, i tfocuses on such functions as 

providing management information, responding to inqueries concern­

ing witnesses, generating subpoenas and identifying offenders for 

the Career Criminal Program. 

The Kalamazoo PROMIS software provides for all the PROMIS data 

elements, but not all of these elements are collected or used. A 

version of mini-PROMIS is currently being tailored to the needs of 

the prosecutor's office. It is expected that the new system will be 

ready for implementation in 1979. Then, both the batch system and 

the mini-PRat-nS will operate in parallel basis until any problems 

with the mini-computer version are identified and resolved. At that 

juncture, the batch system will be discontinued and mini-PROMIS will 

be used exclusively as the Prosecuting Attorney's management infor­

mation system. 

In Kalamazoo, there appears to be some movement toward the 

utilization of the PI,WMIS system as a local criminal justice infor­

mation system. A board has been formed consisting of represent a­

tives of" the sheriff's department, the Kala~azoo police and the 

court system of the Eighth Circuit. Meetings have been held to 

brief these individuals regarding the development of PROMIS by the 

prosecutor's office. It would appear that once the mini-computer 

version of PROMIS is operational, the system could be used by any of 
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the local criminal justice agencies provided that they participate 

by supplying the required data. 

7. Wayne County, (Detroit) Michigan 

Wayne County includes the City of Detroit within its jurisdic­

tion. It has been estimated that the City of detroit produces 45% 

of the criminal cases in the State of Michigan. A modified version 

of the batch PROMIS was implemented in Wayne County in 1976. The 

primary goal of the system was to provide management information to 

the prosecutor, mainly to produce both aggregated statistical re­

ports and information about individual cases. Recently, the system 

ceased to operate because of lack of funds. However, the Prosecu­

tor's Office is striving to produce at least some aggregated reports 

by a manual system. It is hoped that the State of Michigan's imple­

mentation of PROMIS in selected counties will provide a source of 

financial support for PROMIS in Wayne County. If that support deve­

lops, plans are to implement a mini-computer version of PROMISe 

While PROMIS was operation& In the Prosecuting Attorney's Of­

fice, there was some exchange of information and discussions with 

the Detroit Recorder's Court, which has responsibility for the City 

of Detroit, and with the Wayne County Circuit Court regarding the 

possibility of extending PROMIS to both court systems. The Pros­

ecutor's Office believes that while there are differences in some of 

the functions of the three organizations, all use basically the same 

information, at least in the area of criminal cases. It was felt, 

therefore, that such an extension could save money, a key consider­

ation in a time of decreasing revenues. 

8. The State of Michigan's Multi-County PROHIS Project 

In October 1978, LEAA/NCJISS awarded a grant to the Prosecuting 

Attorney's Association of Michigan (PAAM) to implement a mini-PROMIS 
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in selected counties. It is anticipated that this task will be ac­

complished in two years. Eight of the most heavily populated coun­

ties in the state have been selected as sites for implementation. 

Each site will have an on-line, real time system using a mini-com­

puter. Long range plans focus on developipg regional centers for 

less populous counties. 

9. The State of New Jersey's Multi-County PROMIS 

The multi-county PROMIS project is being developed and imple­

mented by the Division of Criminal Justice, Department of Law and 

Public Safety. The Division of Criminal Justice has two general 

areas of responsibility. First, it exercises the state-wide prose­

cutorial authority of the State's Attorney General. In effect, its 

Investigation Bureau acts as additional prosecuting attorney's of­

fice dealing with such offenses as white collar crime and organized 

crime. Second, the Division is authorized to coordinate all crim­

inal justice system activities in the state. Consequently, the 

Division coordinates the system activities of the 21 county-level 

prosecutor's offices in New Jersey. 

Actual development of this system knows as PROHIS/GAVEL because 

of its intended use by local cour.ts began in January 1979. The 

PRO~ISjGAVEL Project plans to use mini-computers to sel:'ve as the 

basis for a defendant/case oriented s.yE;ltem in 14 of the counties in 

the State. Each cQunty system will produce such items as daily re~ 
f;, 

ports, case tracking' and calendaring. 

The PB.OMIS/GAVEL Project was undertaken· for the following rea­

sons. First, the county prosecutors themselves expressed an inter­

est in such a system and some had taken initiatives to become ac­

quainted with the. potential of a management information system. 

Second, the Attorney General saw the UlulJ:::i.-county project as a 
It· '. 

chance to standardize data reported by \!the prosecuting attorneys at 
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the county level and to use such a system (i.~., a multi-county 

PROHIS) as a means to move one step closer to unified law enforce­

ment in New Jersey. In addition, the availability of federal funds 

for such a project served as an incentive. 

PROMIS/GAVEL is being developed in coordination with the Ad­

ministrative Office of the Courts (AOC) of the. State of New Jersey. 

The Chief Justice of the Supreme Court as well as the Administrative 

Director of the Courts have expressed a strong interest in the de­

velopment of a system which can also serve the courts. To that end, 

there has been cooperation between the Division and the AOC. 

In terms of progress to date, a staff has been hired, a data 

dictionary prepared and among other tasks initial system design has 

begun. There has been coordination with the State Police, local 

prosecutors and the AOC. While stressing compatability in data 

gathering in each county, allowances will be made for unique local 

needs in the system design. It is expected that the first system 

will be operational in Morris County in 1980. That county was se­

lected to test system implementation and operation because it re­

presents the nid-range of crime level in New Jersey, has a quality 

manual data base and is supervised by an interested prosecuting 

attorney. In addition, there is a good relationship between the 

court and the prosecutor's office in the county. Consequently, it 

is expected that the county will emphaSize the test development, 

implementation and operation of PROMIS/GAVEL as a system to serve 

the court as well as the prosecutor. 

The project has been established as a p.art of the Division of 

Criminal Justice in order to coordinate the development of PROMIS 

/GAVEL. It is thought that a central staff could economically pro­

vide the technical assistance to. local prosecutors. Moreover, it is 

believed that a central staff can monitor the modification of local 

software programs so as to ensure compatability. In this regard, it 
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was noted that considerable modification would be necessary to use 

the PROMIS package provided by INSLAW. That package is viewed only 

as a tool to facilitate the development of an information system 

meeting the various requirements of New Jersey (~.£., the penal 

code, Attorney General's needs and the needs of the p:rosecutors). 

10. New York County, New York 

An on-line real-time entry and retrieval version of PROMIS be­

came operational in the New York County's District Attorney's Office 

in January 1978.. The system was developed bya software contractor 

after the District Attorney decided that batch PROMIS was not cap­

able of providing the operational management assistance required. 

The system operates on the data processing facility of the New York 

City Police Department's Management Information Systems Division. 

As the other four New York City Borroughs' PROMIS systems n6w under 

development become operational they will also be operated on that 
police computer facility. 

Utilizing specialists who are members of the District Attor­

ney's case processing team the system serves some 250 assistant 

district attorneys. The implementation of the system resulted in 

1;'eorganized prosecutor office procedures for case processing and 

also provides the District Attorney with case statistics and other 

management data.PROMIS is seen not only as the vehicle for achiev­

ing management control, over the caseload but also as the means for 

achieving improvement'in the District Attorney's organization. 

Many changes, to the original PROMIS des'ign were required to use 

the system pri:marilyfor operational caseload support. For example, 

a new data collection structure had to be built and the PROMIS case 

weighting scheme is not now utilized. The system is us~4 to high­

light crime problems and has been useful in helping to perform 

various analyses of specific problem areas such as the problem of 

,:;. 
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costly delays in returning recovered stolen property to retail 
stores. 

PROJ:.IIS has now been institutionalized in New York County and it 

is seen by its staff as being successful, in not only meeting its 

original goal of providing management information to the District 

At torney and his bureau chiefs, but also in providing invaluable 

operational support to case processing. It also has been the ve­

hicle for achieving improvement in the District Attorney's office 

operations. Management use of PROMIS statistics include comparison 

of bureau teams, handling assistant district attorney assignments, 

and managing the district attorney's office. 

Future plans include developing a witness subsystem and in ex­

panding the research uses of the data available from PROMISe 

11. The S"tate of New York's Multi-County PROMIS 

The implementation of New York State's multi-county PROMIS is 

currently underway under the direction of the Division of Criminal 

Justice SerVices (DCJS). The program, whose goal is to have 90% of 

the criminal caseload of the state under automated PROMIS by 1981, 

was initiated in February 1979. The overall program plan calls for 

15 of the state's 62 counties to have installations of either maxi­

or mini-PROMIS, with the other counties to have either a non-auto­

mated PROMIS or to be part of a regional PROMISe The initial goal 

is to implement PROMIS in eight counties (five with automated sys­

tems and three wi th non-automated procedures). Five of those county 

projects are now in progress. A single con'tractor is being used for 

all projects to, achieve economies of scale and maximize standardiza-, 
tio:t:l. 

A state-wide PROMISpolicy board has been estabUshedincluding 

District Attorneys from eight upstate counties 'and two District 
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~ttbrney's from New York City. In addition, a working level com­

mittee is dealing with project implementation with representatives 

from the various county prosecutor organizations. 

12. Salt Lake County, Utah 

The Salt Lake County Attorney's office has implemented an early 

version of the PROMIS with a current objective of supporting prose­

cutor office operations, rather than the initial PROMIS goal of of­

ficemanagement •. Planning and:implementation of the system was 

begun in 1975 and was completed in September 1976. Originally 

included in an LEAA career criminal program grant, the implementa­

tion was completed with LEAA discretionary funds. 

Utilizing the county computer facility, the system operates, 

according to a member of the staff, "like a manual system on a com­

puter" • Updates to the PROMIS data base are made each night though 

anon-line data entry system. The master file created overnight by 

the batch system is available the next day for on-line retrieval us­

ing display terminals in the County Attorney's office. Management 

reports and calendars are also prepared and distribll:ted, as are wi t­

ness ,;notices and subpoenas. 

The system is availabl~ to assist the County Attorney's staff 

in current operations; however, not all of the assistant prosecutors 

utilize the PROMIS reports which are available for their use. The 

lack of such use is attributed by the prosecutor's staff to ques­

thms .of reliability and t:imeliness of the data in the system. 

System "transfer" of PROMIS required a number of changes from 

PROMIS as operated in the District of ColtJ.,mbia Superior Court. 

These changes iqcluded a reduction in the.! number .of data elements, 

changes in the calendar report, and other modifications required be­

cause there is n~>grand jury system in Utah. Th~staff believes 
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that it was not easy to adapt PROMIS to their jurisdiction because 

of local differences in case processing and criminal justice system 

ope rations. 

The Salt Lake County PROMIS is used primarily by the prosecu­

tor's office, although some of the eight to ten terminals are avail­

able to the city and county clerks. Current operation requires ap­

proximately $43,000. With the develoment of a court information 

system in Salt Lake City there may be direct computer input of dis­

position information to PROMIS by the courts, but there has been no 

coordination with the state's CCH system. 

13. Milwaukee County, Wisconsin 

Project Turnaround was initiated in 1975 in Milwaukee County, 

Wisconsin, with LEAA funding support and is intended to provide as­

sistance to those innocent participants in the criminal justice sys­

tem s'uch as witnesses, victims, and jurors whose needs had not been 

met. The program included an Informations Systems Unit (JUSTIS) 

component which has evolved into a Milwaukee County Criminal Justice 

Information System using PROMIS as its foundation. 

The benefits expected from JUSTIS (Justice Information System~ 

are the following: 

• Improved citizen attitude toward the criminal justice 

system. 

• More efficient operation, administration, and control. 

• Improveq. coordination between the Sheriff, District 

Attorney, and the Courts. 

• Provision for handling additional workload without 

proportional staff increases. 
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• Close liaison with the latest in national research and 

development for the criminal justice system. 

Representatives of the various law enforcement agencies in 

Milwaukee County meeting together in 1975, on the s.ubject of crim­

inal justice data processing, found major problems in the areas of 

docketing, indexing and calendad.ng of the criminal cases moving 

through the system. A users group was formed to find an existing 

data pro.cessing system which could meet the needs of Milwaukee. Toe 

grou.p visited various data processing facilities in other jurisdic~ 

tions, including the PROHIS operation in the prosec::.utor's office in 

the District of Columbia Superior Court. It appeared to the group 

that PROMIS seemed closest to Milwaukee's needs, and they arranged 

t.O take the system as it was operating in the District of Columbia 

and. test it for usefulness and timeliness in the Milwaukee environ­

ment. Following those tests in 1976, the group found it necessary 

to rewrite the PROMTS software for use on IBH data processing equip­

me.nt. In.?u];iition, the software was changed to enable the system to 
.;> 

be operated in a real:-time data entry mode rather than in the previ-

ous tape-oriented batch sequential mode. Codes used in PROMIS 

(e .g., designators for crimes charged) were also changed to reflect 

tradrtional Milwaukee usage. Implementation of the system was com­

pleted in October 1976, and on-line operations began on that date. 

Th/i! initial system provided computer-produced calendars, minute 

records, and docketing records for the court clerk's office, as well 

as serving the dist.rict attorney's office wi th standard PROMIS docu.,­

mentation and reports. The system has been enhanced with the addi­

tion of an on-line!;booking B;pplication in use at the Office of the 

Sheriff and at the!;' House of Corrections. 
Ii 
I: 

JUSTIS has ev;:olved from a package designed to a$sist the pros-
!r . 

ecuj:or in office rrianagementto a crimiD;al justice information system 

serving the Milwaukee criminal justice community. Its goal.s have 

rep.ained the same as originally conceived; however, changes have 
;/ 
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been made to accommodate organizational changes such as the recent 

unification of the Wisconsin court system. 

In addition to on-lirie file inquiry using names of the partic­

ipants and on--Hne inquiry for the full judgment roll, the system 

can selectively produce subpoenas and management reports using a 

management report package as well as a generalized inquiry package. 

Currently users of the system include the Clerk of Courts, 

District Attorney's Office, Sheriff's Department, House of Correc­

tions, and Wisconsin Department of Social Services (Division of Cor­

rection, Division of Probation and Parole, and Welfare Fraud Invest­

igations Unit). 

The system operates on the computer of the Milwaukee County, 

Department of Administration, Division of nata Processing, and the 

users are charged on the basis of use and the number of data proc­

essing devices in their departments. Currently some $666,000 of 

county funds are budgeted for system operations. 

JUSTIS has been, apparently, a successful "spin-off" of the 

original PROMIS batch system. By employing on-line data entry and 

retrieval techniques long before the advent of "mini-PROMIS" for 

large data proc.essing installations, JUSTIS has been able, not only 

to ~ierve the. criminal justice agencies of Milwaukee County, but also 

to serve as the basis for the "transfer" of the system to some 34 

jurisdictions. The transfer has been accomplished informally with a 

minimum of expense and with considerable reported success. By ex­

panding the PROMIS capability to directly meet the needs of the 

courts for judgement role information, calendars, and other oper­

ational data while also providing on-line booking to the sheriff, 

XI preparing prosecutor and court management data,and creating sta­

'\~<~~,istics for management decision-making, JUSTIS is currently meeting 

th:~ combined needs of several agencies with an operational system 

those "bugs" have been largely eliminated. 
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APPENDIX F 

SITE VISITS -- SYSTEM INTERFACE 
~ c 

Review 

" ' 

As originally envisioned, each state's CCH system would serve 

as the central repository of':j~CRRI within the state. The system 

would collect the various elements of CRRI (~.~., arrest records, 

convict~on records and sentences) from a variety of sources (e~.~., 

police departments, trial co,urts, probation agencies.a~d corrections 

departments); collate these diverse items of information; and:"main-
,. 'of 

tain and disseminate CRRI. At the state level, SJIS and OBSCIS 

(among their tither functions) were seen as the vehicles for gather-

ing and transmitting 

decisions made about 

thos~ elements of 9}RI which fire th~ result of 
... :';;.;'l--.~ :,') 

ali2?6ftender· (~.g. ,'the imposition ofa sentence 

and release on parole) by the 'courts and corrections':'agencies. 

PROMIS, however, as a local system, was not seen as a direct con­

tribut;'Ot to the st'tte CCH s~stem although PRot-US installations may 

have tli'e;:C:capacity to do so. The following subsections discuss the 

extent of interface among CCR, OBSCI$, SJISand PROMIS systems whil.::h 
:c''':--:. 

have been implemented and are operational in the state~ visited 

during thj,s study. 

,During site visits to fourteen states, the development and 

implementation of illt erfaces among and between .the criminal justice . -I.., 

information systems operational in those states was examined. This 

section pr~~ents the results ,,§f that review together with so\1:\e com-
,. \~i 

ments on the .existing system interface caI:ability and potential. 

1. Alabama 
.-

! i.'tl 

The Alabama Criminal Justice Information Center (CJIC) was 

'.' 

origitJ.ally intended to interface witp other,sys,terns, (!::.~.,SJIS and 
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OBSCIS). The ultimate .design focused on a system-to-system, direct 

transfer of data to be facilitated by the common use of the same 

computer facilities. 

When the establishment of a common identifier proved trouble­

some, it was decided to ·use CJIC' s OBTS number as an identifier and 

to distr':tbutea n~bered form to. all police agencies for use in 

establishing offender records. TJlUs, there is one central source of 

identifier numbers and any delay in obtain,ing numbers from a central 

SO\lrce was avoided. The data elements were specified and defined 
,\ 

after studying the requirements of Alabamg.' s criminal justice 

agencies for data transfer. 

In January 1979, SJIS began to provide dt;lt~ to CJIC on a sys­

t;ema,tic basis. Under the procedure~ once SJIS receives, reviews, 

and processes (lata from the local courts, the CCR data elements are 

transferred using a terminal into a SJIS "output" file which became 

an "input" f·ile for CJ.IC. After processing, CJIC is able to provide 

the courts with a range of reporting and analytic services. The 

court receives the CRRI needed for pre-sentence investigationre­

ports through probation officers who have indirect access to CJIC 

usually through police agencies. 

OBSCIS has also developed the programs necessary to transfer 

data to CJIC on a 'systematic basis. These will be-c,ommonly defined 

da,ta, elements transferred by software programs through the shared 

computer facilities. OBSCIS is waiting for the OBTS numbered re­

porti~g form to start "Goming through" SJIS and CJIC in a routi~~c. 

fashion. 'In the interim, OBSCIS and CJIC, eXchange CCR data via 

diSk,s., tapes or cards" on an as needed basis to update files and 

match staite :i.dentification numbe:Ls as well as FBI identification 

numbers. 
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As noted earlier in this report, PROMIS was originally examined 

by CJIC in terms of its capability to provide disposition informa­

tion. In Alabama, the Montgomery PROMIS interfaces directly with 

CJIC and the prosecutor's office is able to call up CHRI from the 

CJIC although the prosecutor's office is not providing data to CJIC. 

A number of reasons have been suggested for the extent of in­

terface achieved in that state. The CJIC's director attributes much 

of the progress to the fact that the system directors had worked 

together in CJIC in initially developing the various information 

systems. Thus, they were able to establish a cooperative, working 

relationship among their agencies' information systems. Important 

also appears to be CJIC's capability as an independent service 

organization designed to meet the needs of other, operating agen­

Cies, and is not viewed as pr~marl.·ly a law f 
~ en orcement agency as 

such centers are in many states. 

Paralleling the start of CJIC in 1977 was the unification of 

the Alabama court system which eased the development of SJIS and its 

coordination with CJIC. The unification of the court system pro­

vided a climate in which coordination could take place. 

There were, however, differences of opinion as to the need for 

inerface among the directors of these systems. All felt that inter­

face was required to comply with privacy and security regulations 

and the director of CJIC commented that complete information was 

critical for operational and administrative purposes as well as for 

research studies and ,planning. The director of OBSCIS agreed with 

this comment noting that eHRI was needed to classify inmates into 

proper risk categories and in dealing with offenders committed for 

multiple offenses. However, the Director of SJIS felt that there is 

little need to interchange CCH data if it were not mandated by fed­

eral regulations. He felt that SJIS did not receive any benefits 

from the requirements leVied by the regulations. 

(I .; 
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2. Arizona 

As a participant in the Comprehensive Data Systems Program 

(CDS) Arizona was concerned with the interface between CCH c:l.:nd the 

OBTS. The Department of Public Safety (DPS) .established standards 

for the techn:i.cal interface for all CDS related systems. A master 

plan and interface package were issued by the Arizona CDS Advisory 

Committee which coordinates local information systems participating 

in the CDS program. Such coordination has enabled county informa­

tion systems to communicate with the state criminal justice infor­

mation system as well as with other counties'systems on a computer 

center to computer center basis. 

There is no interface in Arizona between CCH and OBSCIS, how­

ever. Although the DPS provides operational support to OBSCIS that 
" system is regarded as "free standing" and independent. The contrac-

tor consultant who has participated in CDS design has been selected 

to work with OBSCIS and :j..s "trying" to watch fot interface opportun­

ities through common data definitions with the Arizona Criminal 

Justice Information System although no specific interface is yet 

planned. 

The OBSCIS director is a member of the CDS coordinating com­

mi ttee although interface planning has not yet been of concern. 

SJIS planning has not included interface discussions with either CCH 

or OBSCIS. 

The Arizona Cr.iminal Justice Information SystemPs developing 

interfaces between counties and local courts through the Law En­

forcement Judi'cial Information System (LEJIS), however ,those inter­

faces do not serve the needs of the statewide court system and are 

not included in SJIS planning by the courts. 
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3. California 

There are no interfaces between CCH in California and the De­

partment of Corrections' OBSCIS or with any court related informa­

tion system. According to Department of Corrections' personnel, 

state law prohibits interface between any large computer systems 

systems to prevent unwarranted aggregation of personal data. Pol­

itical difficulties between the courts and the Department of Justice 

have impeded any interface with court management or administrative 
information systems. 

pletely independent 
The California CCH operates, therefore, com­

of other state criminal justice information 

systems. There are no plans for any electronic or direct interface 
among chose systems. 

Although there is some exchange of statistics, there is no 

direct interface between the Offender Based Information System 

(OBIS) and the CCH system in California. The political realities of 

the organization of the Corrections Department under the Executive 

Secretary of Health and Welfare while the CCH system is the respon­

sibility of the independent Department of Justice under the Attorney 

General has effectively cut off any direct interchange of data be­

tween the systems. There has been some exchange of lists of inmates 

and rap sheets on a periodic basis under contract with the Depart­

ment of Justice (perhaps once a week), as well as daily reports from 

corrections to DOJ concerning the arrival and departure of inmates 

at the correctional institutions, however. 

Because of the state law the Correction's staff does not 

envision any interface between CCH and OBIS in the future. As far 

as the law permits, however~ the Department of Corrections appears 

willing to exchange data with the Department of Justice for their 
mutual benefit. 

At the localievel, interface is a very real concern of the Los 

Angeles, PROMIS system since it is recognized that each system has 

',. 
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information needed by another. The District Attorney's offic·e can 

and does exchange information with the Los Angeles County Sheriff's 

Department's automated index. The shared net also includes the 

automated jail information system (i .~., the sheriff's booking 

sys tern which includes such information as the offender I s location, 

release statistics, offense data and disposition summaries). 

In regard to the courts, the Los Angeles Municipal Court can 

access PRONIS and receive case information. However,the Municipal 

Court cannot obtain data about witnesses. There is also currently 

an ongoing dialogue between the District Attorney's office and the. 

Superior Court looking toward the exchange of information. In 

addition, the District Attorney's office would like to establish a 

link with California's CCHsystem. 

In San Diego, the original concept of JURIS/DA envisioned the 

sharing of information among agencies. JURIS/DA shares dat'a wi th 

the Sheriff's Office and the Marshal's Office in San Diego through a 

central records index. In addition to this system, there are two 

others: "jail census" established in 1971 and "warrant" established 

in 1973. These systems also support the U.S. Bureau of Prisons and 

the U.S. Marshal's facilities in the San Diego region. Each agency 

provides information to the central records index while maintaining 

it's own system. The central records index contains such information 

as the accusedts.name, physical identification data, identification 

numbers, current offense(s) and a summary of each agency's data. 

In addition, JURIS/DA was also developed with the intention of 

serving three· different agencies: the City Attorney's office of San 

Diego; the District Attorney's office of San Diego; and the U.S. 

Attorney's Office. Each of these agencies has jurisdiction in this 

area. It was thought that coordination would reduce duplication in 

the collection and maintenance of data and facilitate the timely 

exchange of required data •.. Planning and discussions with those 

agencies are now underway. 
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Integration of court and prosecutor information 

Presently, the COUlCtS are engaged in a project 
information sy t f h 

is also plan­

to develop a 
s em or t e Superior and Municipal Courts. A 

representative of the District Attorney's 
· , 

project s advisory board. It is expected 
office is a member of the 

and 
that a full court calendar 

case management will be available about the end of 1979. 

In addition there is also ARJIS (Automated 
Information Sytems) which 

Regional Justice 

is essentially a law enforcement (police) 
system operating on the City of San Diego's computer. 

This system 
c~ntains such items as reports of field interrogations, some traffic 
v~olations and reports of stolen property ARJIS' 

• ~s currently de-
veloping a crime re t' 

por ~ng system. In terms of system linkages, it 
is expected that a direct link beMJeen the c;ty's 

'to'" ... computer and the 
county's will occur sometime early in 1980. 

At the present time, 

beyond the management and 
the system has a wide variety of users 

staff of the District Attorney's office. 
For example, it is used by th S D 

e an iego Sheriff's Office, the San 
Diego Marshal's Office, the metropolitan 

Correctional Center and the 
U.S. Marshal's Office. 

Future plans focus on two areas: 

• the interchange of data with the courts 

• the development of automatic "bridges" or links with 

the sheriff and marshal to obtain such commonly needed 
items as arraignment dates 

4. Florj.da 

The status of int rf . 
e ace var~es among criminal justice agencies 

in Florida. Th Fl 'd 
e or~ a Crime Information Center (FCIC) obtains its 
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data from a wide variety of agencies (e.g., the police and the Of­

fice bf the State's Attorney). There are both direct and indirect 

terminal users. In addition, the FCIC has computer-to-computer 

interface with local criminal justice information systems in ten 

counties. Consequently, .there are information interchanges between 

the FCIC and a variety of criminal justice agencies including police 

departments, courts, probation and parole, sheriff's offices and 

corrections. In facilitating the interchange of information, .the 

FCIC is stressing a flexible approach. For example, t·he Department 

of Corrections provides a tape produced by OBSCIS which is used to 

update the CHRI held by the FCIC. In order to collect sentencing 

information, the FCIC relies on serveral sources depending on the 

structure of the local jurisdiction (~.~., the court clerk's office 

or the states attorney). 

While there is currently no direct, system-to"';system interface 

between CCH (FCIC), OBSCIS and SJIS (JUSTIS), there is a plan to de­

velop a common syptem shared by O:sSCIS and SJIS. In 1978, the De­

partment of Correction, the State Supreme Court and the State Div­

ision of Electronic Data Processing entered into .an agreement to 

establish the Judicial Management Information Center (JMIC). Ac­

cording to current plans, JMIC will encompass all the courts and 

provide an interface between the courts (SJIS,.!.~., JUSTIS) and 

corrections (OBSCIS.) and eventually between JMIC and the FCIC,; 

Presently, it .isexpectedthat the link between OBSCIS and SJISwill 

occur in 1984. Although it would be pose;ible to achieve interface 

with one smaller court circuit, it was decided to wait until the 

entire criminai division module (i.~., all the circuits) were in-

Di:).uded in SJISbefore integration. This, of course, may represent a 

stumbling block to JMIC if difficulties are encountered in inte­

grating the information systems serving the eight largest .court 

cireui ts with SJIS, (JUSTIS). 
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In addition to this potential problem, several technical dif­

ficulties were identified by Florida officials which might inhibit 

interface. Among these are compatability. of software, the defini-

tion of data elements, the establishment of positive personal iden-

tifi~rs and the specification of interagency data requirements. Ac­

cording to OBSCISand SJIS officials, there is some question as to 

whether the use of a non-dedicated computer for JMIC may be an issue 

in establishing interface with FCIC which utilizes a di1::d.icated 

system. 

5. Georgia 

In Georgia, there has been some movement toward interface among 

CCH (the Georgia Crime Information Center - GCIC), OBSCIS, and SJIS. 

There has been no integration of anyone of these three systems with 

PROMIS, however. Currently, the interface that does exist among 

CCH, OBSCIS and SJIS might be characterized as linkage between agen­

cies rather than between information systems. 

Interface with other information systems has been a fairly im­

portant consideration throughout the development of CCH which was 

conceived as one of several interlocking computer information sys­

tems. When combined through various linkages, these systems would 

comprise a comprehensive criminal justice data bank. Despite plans 

to achieve such multi-system interface, relatively little has thus 

far been accomplished. 

Development of' OBSCIS has been shaped, to a moderate extent, by 

multi-systemipterface considerations. Thus far, interface has been 

achieved with the Georgia Crime Information Genter (GCIC) and the 

Parole Commission. In the case of GCIC, the Department of Offender 

Rehabili tation (DOOR) provides hardcopy of diLsposition data requlred 

by CCH. This data includes such items as length of incarceration, 
z) 

date of release and terms of probation and parole. Similarly, DOOR 
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sends the Parole Commission hardcopy of. some of the data needed tc) 

complete Uniform Parole Reports. Linkage of various files compiled 

by different agencies on specific offenders/offenses is accomplished 

using a host of identif'ication numbers including FBI number ,state 

identification number, offender tracking number and social security 

number. The fingerprint card is also us,ed to establish linkage 

between files. 

DOOR expects to change the, mode of data exchange in the near 

future, replacing hardcopy wi th magnetic tapes. Additionally, DOOR 

hopes to begin efforts to both better integrate their computer hard­

ware with that used by the Department of Administrative Services 

(DOAS) and establish some form of hardware interface with GCIC. 

Interface was also an underlying consideration during the 

design of SJIS. In order to achieve linkage between SJIS and CCH 

the Administrative Office worked witt: the Georgia Crime Information 

Cente~ to define terminology and implement mechani'sms for data 

transmittal. During the pilot phase of the criminal subsystem ap­

plications, the Administrative Office tested the interface structure 

by sending the GCIC four months of disposition data on hardcopy. 

The cafie disposition reporting number was used to link the data sup­

plied by SJIS with the GCIC rllP sheets on the'adjudicated offenders. 

While the test indicated the interface could be achieved,the Admin­

istrative Offic;e perceived some of the CCH data requirements as 

unrealistic. 

However, the, linkage of CCH wi th SJI S has no t been as suc­

cessful as that of CCH with OBSCIS. Even if SJIS had become fully 

operational, interface would have been difficult because SJIS was 

planned as a, court ma~~gement system and not really designed to 
I,. I,.,. 

provicle disposition 4;3J~;'?' to CCH. Nevertheless, GCIC is still at-

tempting to gather disposition datp. from the courts. rhisis a 

difficult task. in Georgia since, the c,ourt system i$ n(/t unified arid 

19'4 

is comprised of 42 judicial circuits, each of which has to be dealt 

with individually. Currently, clerks from some of the judicial 

circuits are sending hardcopy of disposition data to GCIC. GCIC 

hopes that judicial participation will increase as they move toward 

implementing their Uniform Criminal Justice Information System. 

Unlike CCH, OBSCIS and SJIS, interface with other criminal 

justice information systems has never been a consideration for the 

development or operation of PROMIS in Georgia. One of the District 

Attorney's chief concerns has been the potential problem associated 

with sharing the sole county computer with non-criminal justice 

agencies. More specifically, he envisions a scenario where all the 

county information systems are integrated and non-criminal justice 

agencies have access to PROMIS data. However, he suspects that this 

possibility is very unlikely. 

At the present time, each of the departments in the PROMIS 

network is responsible for providing the system with specific data, 

most of which they would collect in any event. For example, the 

Sheriff enters the police department identification number and 

pertinent arrest data, while the clerk of the court supplies in­

dictment and disposition information. In return, the Sheriff and 

Court receive a host of reports including preliminary, arraignment 

and trial calendars, and annual statistical summaries. The District 

Attorney, in addi tion to the above:, receives management statistical 

reports dealing with case processing and office policy on a monthly 

basis. 

6. Louisiana 

Although under the original OBTS/CCH concept interface was 

planned among the various law en£orcemen t information systems in­

cluding JAMIS (JudiCial Administrators Management Information Sys­

terns), that interface has not been achieved and the JAMIS System 
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(8JI8) is no longer included in the planning of the Comprehensive 

Da'taReporting (CDR) system. By concentrating on ,rap sheet sum­

maries and on achieving complete disposition reporting rather than 
I: 

on the collection and transmittal of OBTS data and the production of 

numerous management information 'reports, i tis believed that CCH 

i,nterface requirements have been considerably reduced. 

Among 'the problems which have impeded the development of an 

interface among the state information systems are the,following: 

• The court cl,erks, as well as the judges of the state, are 

elected officials and are extremely independent of each 

other and of other state officers. They have, so far, been 

unwilling to abide by interface requirements established 

for the Louisiana Criminal Justice Information System 

(LCJIS). 

• There is a continuing political conflict between the Office 

of State Attorney-General and the Governor's offic~ which 

has made coordination difficult. 

• The refusal of the Parish of New Orleans to interface with 

CDR has prevented the system from providing statewide 

coverage. 

An interface between the local prisons and CDR has been planned and 

it is als,o expected that when the New Orlean's District Attorney's 

Office (NODiAO) utilizes "mini-PROMIS" in its operations, that system 

will interfac~ with·CbR. 

As orig:i.nally developed, SJIS was planned to interface dir:­

ectly, through the use of common data elements, with the OBTS/CCH 

system. Its operations would be handled by the Department of Public 
II 

Safety staff and it would run on a common state police computer. An 
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advisory committee and coordinating council between the state police 

and the courts was established to ensure a commonality with the 

OBTS/CCH. The political rivalry between the branches of government 

has, however, made the planned interface virtually untenable at the 

present time. Current plans for the statewide OBTS/CCH do not in­

clude the receipt of data directly from the courts. Disposition 

data on criminal cases is expected to be provided only from the 

District Attorney's Disposition Reporting (DADR) systetd. 

The plans for s.ns currently include only the role of support 

to the court administrator in the management and administration of 

the courts. This role will require the collection of significantly 

less data than required to support of the OBTS/CCH system. 

The PROMIS system was installed without any plan to interface 

with other state systems such as the OBTS/CCH system. It 1's believ­

ed that it is not worth the effort to change PROMIS as it is imple­

mented to send case dispOSition to any state system even though the 

New Orleans caseload is apprOximately 40% of the state's total case­

load. However, current plans to call for the replacement of PROMlS 

in the NODAO with a "mini-PROMlS". At that time, the NODAO will be 

in a position to furnish disposition information to the Louisiana 
CDR if common data elements are used. 

7. Michigan 

The CCH system provides the components of the criminal justice 

system (~ • ..a. police, courts, corrections) with hardcopy reports of 

CHRI and serve~ as the central reposiJ:ory .of CHRI. Initial CHRl and 

corresponding updates are submitted by various criminal justice 

agencies. For example, the CCH system receives initi,al arrest re­

ports from police agencies which also contribute CHRI updates as 

appropriate. The state, police provide the offender's state iden­

tificationnumber which is placed on a "turnaround" document sent to 
!ocal police agencies. 
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OBSCISdis~eminates systempardcopy reports to CCH with data 

q>n(;!ernihg the receipt of inmates, their parole and discharge. For 
,;f 

p4rpose of identification, the corre(;!tions/inm;'lte identification 

number is cross-referenced to the state identification number as­

stgned by the state poUc.e. It has been proposeq that this exchange 

of dp.ta be expanded to include: inmate location, current status and 

lo(;!ation of parole. Furthenuore, it has been suggested that a 

4:i.re(;!t connection withCCH be established via the state police ter­

mi.nal. OBSCIS receives from the courts, on a monthly basis, the 

Qriminq,l Case Conviction Reg.j.ster (CCCR) which is a record of dis­

positions. The GCCR which is mandated by the state legislature is 

transmitted via a tape from Wayne County (Detroit) p.ndby hardcopy 

from the remainder of the state. 

In Ciddi tion to it.s .cooperation w~.th the Department of Correc­

tipns, SJI~ haf? also supplied data to the. CCH s.ystem operated by th~ 
" '~\. 

Mi.c):J.igan State Police. The original intention was to develop a 
' C'.'\ 

4irect link from the CCH system's computer to that of SJIS. .About 
1975 a leased line was established between the computers OiCCH and 

SJI$. However, ther,e was not sufficient financial support £o.r the 

c(>ntinuation .of this link. There have been some interchange between 

the Dystems, however. In 1976, there was an exchange of tapes de­

signed to update CHRI and about 1978 there was another update. In 

1977..,.1978, SJIS provided the Detroit Police Department with a tape 

pt a modified CCR for the Period 1969-1976. Finally, SJIS exchanges 

inform,ation by a variety of me thods with several other agencies 
'-:'7 

(e~~~!, the Wayne County Prosecutor, the WaY.Ile County Jail, the 

DepCirtment of S'tate and the Department of Social Services~ 

T):le experience of SJIS andCCH in Michigan illustrates some of 

t.he technical prob:J.emsencounter.ed in attempting to exchange data 

~ong,~riminal justice information systems. The CCH system was 

initially designed using the State of Michigan Compiled Laws (MCL) 

~lS a reference for the criminal code. However, SJIS used as refet­

.ence, the State of Nichigan Compiled Laws Annotated (MCLA)! To the 

198 

~; 

! 
f 

\\. 

extent that these refere'aces differed, so did the two systems. 

Later, the CCH system begCip to use the MCLA for its reference. 

Another problem occured because the CCH system originally did not 

record appeals filed. Te.n percent of the criminal cases in DetrOit, 

which ha~'the largest caseload'in Mich1gan~ are appealed and, there­

fore, there was no accounting of the interim disposition of a sig­

nificant number. of cases. Still another problem focused on the 

Detroit area where the Police Departmdrit did not have immediate 

access to the state identification number which caused a four. to six 

week delay in linking dispositional data. 

Neither of the two PROHIS systems (K1iiamazoo and Detroit) ex­

change data with the state level system. However, both systems have 

begun to explore to one degree or another the possibility of expand­

ingthe use of.PROMIS to include other local, criminal justice agen­

cies. Moreover, the "multi-county" PROMIS project does.plan to as­

ses's the need for exchanging data with CCH and how interface might 

be ;9..¢hieved (e.g., s tate identification number, slJ:andardized data 
~;/ 

elements and transfer of tapes). 

8. Minnesota 

The CCH system in Minnesota was developed as part of the Min­

nesota Criminal Justice Repo\fing System (CJRS~. CCH became oper­

ational in 1977 and receives infonuation frQUI OBTS. At the. time of 
:·';;'l 

the origiu§ll devel~pmerit of the CCHsystem 'in Minnesota there was no 

consideration of possible interface with the other criminal justice 

information systems and the system does not now interface with 
". 

either SJIS or OBSCIS.ll However, an interface is planned with the 

criminal case version of SJIS when that sYstem becomes operational .. 

The Minnesota 'SJIS was intended to interface with the stF.te's 
\r.i 

OBTS system (CJRS)~through the manual completion of ,case transaction 
,;:::-'";;;:::; 

fonus by c,ourt c.\erks. The fonusare seat to the Bureau of Crim!I,1al 
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Apprehension (BCA) fox processing and eventually the aggregated data 

is return'ed to the ~}IS in the form of magnetic tapes. Although 

about one-third of the clerks use CJRS terminals to input the data, 

the re:curn response from BCA has been generally extremely slow ac­

cording to SJIS staff. Botb SJIS and BCA would welcome direct SJIS 

input into CJE.S arid then into CCH. When state funds are available 

that interface will be implemented. 

Althpagh interface with CCH was considered when the on-line 

corrections information system was developed there was, apparently, 

no practical means for its effectation. As a result, although both 

sy.s'tems operate on the state's data processing facility's computers 

there is no direct interface. 

,The corrections department does supply data to the state's 

Cri11)iinal Justice Reporting System using. CJRS keyboard terminals, 

however, much of the same data is also entered separately through 

tl1e correcti,ons information system displflY terminals. This redun­

d~nt entry is both costly antl a potential scourse of error. An 

int'erface between the corrections information system and CJRS (and 

thereby an interface wi th the CCH system) would eliminate the dupli­

cate. entries riow being made by the Department of Corrections. Cur­

rently the Department of Corrections enters significantly more data 

in():its ownsys'tem than required byCJRS for the CCH system. 

The s,taff of the Corrections, Department expressed the view that 

"technical problems" preclude the achievement of direct interface 

be.tween, CJRS/CCij and the corrections information system. The de­

VeL6pmenJ cif that, iIiterfac.e has not received" a high priority ahd 

will awp;it, advancem€tntin the technology. There has been no con­

siderad'on of' an inter'face b~tweenOBsCIS and the Minnesota SJIS. 

9,. New JeJ:'sey 

While there is no system-to-sysFem interfaceam~ng the CCH, 

O~Sc;J>S, SJIS and PROMIS programs in the c9tate of New Jersey, CHRI is 
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collected and disseminated on an agency-to-agency basis. The CDR 

provides the vebicle for collecting dispositions for the CCH system. 

CHRI is disseminated on-line and off-line to the various components 

of the criminal justice system by the State Police. Whether or not 

this s'ystem is changed in the future se,ems to depend upon three 

factors: 

e a recognized need to change the present system 

• the development of other data collection and 

dissemination approaches (e.g., the Judicial Data Center) 

• the availability of funds for another form of data 

collection and dissemination. 

The multi-county PROMIS/GAVEL project has been developed in co­

ordination with the State Police (CCH) and thE! AOC (SJIS and GAVEL). 

The CCH. requirements for data from prosectuors have been incorpor­

ated into the system. If and when a direct data exchange between 

each local PROMIS/GAVEL syStem and the CCH system is decided upon, 

this can be accomplished via the forwarding of magnetic tapes. 

Moreover, such tapes can be forwarded to SJIS for its own purposes. 

It is estimated that the system as currently planned will provide 90 

percent of the GAVEL data. 

OBSCIS does not provide the State Police with dispOSitions when 

the status of inmates change. The reason for this was that the 

State Police don't want the Department of Corrections to update the 

CCH files without forwarding fingerprints. The State Police prefer 

the use of the CDR system which does forward, via mail, a copy of an 

inmate's fingerprints along with notification of change in status. 

The Division obtains CHRI for purposes of inmate classification via 

direct acceps to State terminals. While OBSCIS does not interface 

with SJIS or PROMIS it does interface with other agencies. For ex­

ample, computerized tapes have been produced for the U.S. Bureau of 
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the Census, National Prisoners Statistics Division; the U.S. Inter­

nal. Revenue Service for tax fraJ.ld investigation purposes; the New 

Jersey D,epartment of Human, Services for its welfare fraud and parent 

locato;r programs; and listings have been provided to the New Jersey; 

State Police for their fJ.lgi tive locator unit. 

In this context, it may be important to note that while tapes 

have been prepared for contribution to the Uniform Parole Reports 

none have been forwarded bec,ause of a series of changes in; for ex­

ample) formatting at the national level. 

10. New York 

Interface was an initial consideration in CCH system develop­

ment in the attempt to gather complete dispositional data. At the 

pre,serit time, t'he Office of Identification and Data Systems (ISD) 

receives dispOsitions from the Office of Courts Administration (OCA) 

in ~ew York City on a system-to~system bal'lis (on-line). It is also 

'receiving magn,etictapes via OCA from the other jurisidictions. The 
1 

problem with oCA's reporting is that OCA must. rely on'tbe local 

court to forward the data. The administrative and contro,l structure 

is not yets·n·ong and, therefore, the reporting procedures are weak. 

Previously ,New York State's Code of Criminal Procedures (NYSCCP) 

reG,uirep. tl}~~courts to report dispositions, but, for some reason, a 

revi,sion of mSCcp eliminated that requirement. In this context, it 

should be r~otedthat, OCA has its own "SJIS.". However, that system 

was developed "in h~use" and was not part of the LEAAprogram. In 

Addition to ~CA, ISD exchanges Aata with several other agencies in-

ciudirig: Paro1:e, Probation, and Divisipn, of Corre,ctional Services. 

'The OBSCIssystemwas not planned with interface to other sys-' 

terns as an opjective. There a:re terminals in thefacili ties to 

DCJ1;i, Mwever, and it is h,oped to establish interfacebet~een the 
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Central Office and DCJS in order to obtain criminal history record 

information directly. 

The New York County PROMIS was originally not intended to in­

terface with any other system. Consideration is now, however, being 

given to interface wi th CCH and OBSCIS in addi tion to expanding the 

expected interface between PROMIS and the data system of the state 

Office of Court Administration (OCA) as well as wi th the New York 

City Police Department's (NYPD) on-line booking system. There is 

also some concern at DCJS that the state-wide PROMIS program will 

duplicate many of OCA's efforts and coordination will be needed to 

resolve any such problems. 

There is currently a committee on data elements which is co­

ordinating interface development among the courts, the NYPD, and the 

five county PkOMIS installations. Although there has been some 

separation of powers difficulties between the District Attorney's 

Office and OCA there has generally been good cooperation with OCA 

whose system nm., collects almost 60% of the same data which is en­

tered into PROMIS.It is felt that a common interface and a data 

base would be of benefit to both organizations. 

During late 1979 PROMIS will supply case dispositional infor­

mation to theNYPD utilizing both magnetic tapes and hardcopy. 

It is expected that there will be a statewide interface between 

PROMIS and the cour ts' information systernand there also has been 

been consideration of a police information system interface similar 

to that achieved in New York City. Althou&hthe courts have been 

supplying OBTS data to the New York CCH no interface between CCH and 

the multi-county PROMIS is planned. Any PROMIS interface with other 

information systems will taken place through standardization of data 

elements and not through standardization of hardware. It is pos­

sible that eventually there may be an inter-connection among all of 

:/ 
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the PROMIS counties although no plans for sUGh an interface have, yet 

been made. 

11 ~ Pennsylvania 

Interface has bee.n a, moder:ate concern of the State Police dur­

ing their efforts to develop, initially, the CCH system and, cur­

rently, a master name index. Since development is uneye.n and the 

systems are incomplete, CCH interface with CJIS and OBSCIS is pre­

sef!.tly ruciimentary ,especially in terms of available technology. 

Although OBSCIS is still in the planning phase, both the ~ureau 

of Corrections and the Board of Probation and Parole send offender 

tracking delta to the State Police. As with court data.', the tracking 

data ar.e now sent in hardcopy form, with future plans indicating a 

switch to magnetic tapes. Throughout the COurSe of planning for the 

implementation of OBSGIS, interface has bee.na major concern. Under 

the present design, interface will be achieved on two levels.. The 

first level of interface will be accomplished through the use of 

common data elements, primarily identifica.tion numbers. For eXClm­

pIe, use of a state identification number will provide a linkage 

between OBSCIS and the State Police's Master Name Index. SimUarly, 

an offender tracking number will provide a tie-in between OBSCIS and 

SJIS. The s.econd level of interface concerns the transmission of 

data between systems. While the actual mode is still undetermined, 

cugent indications suggest that tape will be used to send required 

OBSCIS information to the State Police repository for storClge in 

their manually ,maintained criminal history'files~ 

Throughout the cQurseof SJIS development, interface has been 

an important consideration. Past efforts and current plans .indicate 

several levels of interface: among the court!:! throughout the sfjite; 

and between SJIS and CCH. SJIS, whi.ch is being implemented under the 

aegis of the State Supreme Court, provides the framework. for gather,­

lng dispositions and relatedin.formation. These data. are funne.led 
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from the lower and common courts to the state court. The Adminis-

trative Office of the Supreme Court, in turn, sends a hardcopy of 

the data to the State Police. The court has plans to change the 

mode of data transmission and start sending the State Police mag­

netic tapes every few weeks. The police will then sort the data 

using data processing equipment before printing out a hardcopy and 

adding it to their manual records instead of the current method 

where the time-consuming and laborious task of sorting the records 

must be performed by clerks prior to filing. 

12. Rhode Island 

Give the nature of the Rhode Island SJIS, it can be said that 

interface does occur, but not in the way as envisioned by, for exam­

ple, the President's Commission on Law Enforcement and Administra­

tion of Justice. SJIS provides reports to a variety of organiza­

tions including the State's Attorney General's office as well as 
'o( 

probation and parole. It notifies the State Bureau of Criminal 

Identifications (BCI) of cases which have been processed by the 

courts, but not indexed. The system also provides feedback to the 

police and State's Attorney General's office regarding the dispOSi­

tion of cases. 

The primary issue in Rhode Island regarding interface involves 

intrasystem interface. There is a question of who has the authority 

and responsibility for making the necessary decisions regarding the 

interchange/flow of information amo.ng court systems. Problems are 

created during the planning, development,'and implementation of such 

sys tems when il,videquacies and shortcomings in existing data bases 

are identified. 

It was stressed by Rhode Island officials that the systems must 

first serve the needs of their own agencies and only then can inter­

system interface ~~ considered. They believe that there must be a 
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perceived and documented need for the exchange of information for 

interface to succeed. 

13. Utah 

At the time of the development of CCH in Utah, there was no 

consideration of possible interface with other criminal justice in­

formation sys terns. The sys tern does no t in terf ace wi th OB SCIS, SJIS, 

or PRO~lIS at the present time. It is expected, however, that there 

will be an interface (perhaps on-line or by means of magnetic tapes) 

with SJIS when it is developed and implemented~ However, there have 

been no plans for that interface. 

The staff of the Division of Corrections also recognizes a need 

for close integration or interface with the Utah Computerized Crim­

inal History System and the planned State Judicial Information Sys­

tem. Such an interface is not now possible, however '. with the pres­

ent batch corrections system currently being utilized primarily for 

statistical research applications. 

The Division of Corrections would like to. have on-linereco.rds 

of all def~ndants currently in the criminal justice system and sees 

great potential value in the joint use with the Bureau,of Identifi­

cation of common files. It is believed that the OBSCIS system to. be 

transferred fr,om the State of Connecticut will utilize data elements 

in common wi th those used by Utah's cca system,; however, no real co­

ordipation between the Division. of Corrections and the Bureau of 

Identification has ye t t.;l,ken place. It i.s also expected that the 

transferred OBSCIS system will inGlude,the OBSCIS ad]llission, move~ 

ment and national reporting application modules and will be enhanced 

with an upgrade of Utah's parole, probation, and fine/restitution 

systems as well as, perhaps, with a. juvenile, module. 
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Since the scope of Utah's SJIS has not yet been determined, 

there has been little consideration of the interface between SJIS 

and the other criminal justice information systems in Utah. The 

courts are, however,concerned with the possible costs of supplying 

the CCH system with the required data through data collection and 

transmittal through an interface. However, the courts would be 

willing to explore an interface between SJIS and OBSCIS. There has 

been no coordin~tion with the Division of Corrections to date, al­

though such coordination is planned. 

There has been no plan to interface PROMIS with cca, SJIS or 

OBSCIS. The system was initially developed as a "stand alone" sys­

tem serving only the county attorney. There has been speculation 

that, since the county sheriff operates a defendant booking system 

lising the same county computer as PROMIS, an interface between the 

two systems would result in a more efficient operation, resulting in 

benefits to both offices. Such an interface is, however, no longer 

actively considered because of reported political difficulties be­

tween the sheriff and the county attorney. Similar political prob­

lems have impeded the transmittal of criminal disposition reports to 

the state from Salt Lake County. 

There has been recognition that a case-tracking interf.ace would 

be useful, and an interface between the circuit court, the district 

court, and the prosecutor's office is being developed in a system 

called Judicial Records Information and Statistical System (JURISS) 

under a Utah SPA grant to the Salt Lake County government. The 

interface cOjJld supply disposition information from Salt Lake County 

courts to the Utah cca system. 

14. Wisconsin 

For all practical purposes, interface among computerized crim­

inal justice information systems in Wisconsin is a moot considera­

tion. The state does not have a CDS program and, further, has not 
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been involved in the development of other computerized syste}lls, 

particularly CCH and SJIS. 

OBseIS staff perceive multi-system interface as merely a dis­

tant possibility, perhaps achievable by the mid;...1980's. As present­

ly envisioned, such interface would be a by-product adjunct to the 

Department of Health and Social Services and to Division: of Correc­

tions needs. Data exchange would be limited to specific requests 

and the extent of information provided to other agencies/computer­

ized systems would be minimal. Linkages would be achieved through a 

state identification number as verified by a fingerprint card. 

When, al}d if, an OBSCIS is developed in Wisconsin, the staff of 

JUSTIS believes that an interface can be achieved through the use of 

a magnetic tape interchange utiLizing the same data elements. No 

on-line interface is expected at any time, however. The JUSTIS 

staff evidenced a willingness to develop an interface between JUSTIS 

and other state systems, but since the state has not been involved 

in the development of a Computerized Criminal History System (CCH) 

or a State Judicial Information System (SJIS), no interface i.5 

possible at this time. 
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SITE VISITS -- PRIVACY AND SECURITY 
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APPENDIX: G 

SITE vIsrrs' -;";PRIVACY k."l"D' SECURITY 

<:" .Of. •• /' : \ 

Review of :hivacy and Security 

1. Alabama 

in accordance with the enabling legisl?-tioh which established 

t\l~ Alabama Crimiriai Justice Information Certtet (CJIC), the CJIC 

CO'iIlllit~s:loner hasestabiishe'd a Privacy ahd Sec'~rity Committee and 

ha's pronl\ligated privacy ii'rtd security regulatiohs. The regulations 

s'e't fo'rt:h CRRI 'dissemination policies and procedures; provisions for 

hccess, review a'rtd challenge; as well as personnel and physical 

". ',',..'. " . CJ'!'C p'r' oVJ.;·:de' s· a.ssistance to other agencies in security pract1ces. 

rii~t{tirig these sib.nairds; 

Thus, prdce~dres for eristi:i:'i.hgthe privacy ahd security of CHRI 

~e;re ~o~s1de'i~eda:t:the very inception of AJCIC. However ,there have 

'i;~-en Very fe~J req~lest's:for accessartd challenge of data to date. 

One of 'the issues faced by CJIC is how far should local criminal 

jUstice agenCies ~~o incollectirigand ·ma.intaining complete CHRI at 

the loc'al level. 

6BSCI.S has dlken step's to, ensure the security of its systems 

'"(e ~g., :persoimel'c~learances; shuting down terminals completely when 

'6;e"ja.tors are 'not "present; and 'controlling access to terminals ).Re­

"g.9:ichess of privacy arid security regulations , such steps would have 

b~en ,taken inthecours'e 'of effeCtive operation' according to OBSCIS 

"p'erS'6nne1.Tpe 'bulk of the material collected f6r OBSCIS is avail'­

"ibie"onlyto criminal justice a.gencies. Other are allowed access 

'6riiy'to'ptiblfcrec6rds, (e.~., court transc,i"ipts). ,Attorneys with 

'c·dses' i..irider Ht:igationareal16wed such access; in other cases, th~ry 

''nitist'obtain a court order. Ihmates 'are not allowed direct access, ;i 

\) 
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however, and given the wide range of data collected by OBSCIS re,­

garding inmates, it is not clear as to the extent to which' the pri­

vacy provisions are applicable to such records. It was estimated 

that it would cost the state approximately $60,000 per year to allow 

inmates codirect access to their files. 

It was pointed out by state personnel that Alabama's SJIS, as 

are all SJIS's, is exempt from federal privacy and security regula~ 

tions. However, since the CJIS was legislatively mandated to devel­

op such regulations for the State of Alabama, SJIS adheres to those 

rules. Consequently, SJIS has developed a variety of procedures to 

meet these regulations. Personnel and physical security controls 

have been implemented. For example, access to name identification 

information is ,controlled. It was noted, however, that Alabama has 

a pubiic records law which has yet to be tested in the courts and 

such controls on the dissemination of and access to CHRI may be 

invalid. 

There has been little impact of federal privacy and security 

regulations ~l1ith respect to, PROMIS. The District Attorney perceives 
" the files held in the prosecutor's office to be "closed records" 

available only to law enforcement personnel. 

2. Arizona 

-;::::~:::.~ 

The Arizona CCH was developed under privacy and security 

guidelines establ~shed by the Arizona.' Security and Privacy qouncil. 

That Council, which was an outgrowth of an Arizona Security and 

Privacy Committee, attempted to follow as closely as possible the 

privacy and security stand~tds originally proposed 0y Project 
I', ./ 

SEARCH. State peJCsonn~i reported that there was no difficulty in 
, l-

GClfdevelopmentand;.bnplementation resulting from the privacy and 
. / 

security regulati<;nis.· Included in CCH privacy controls!'lre spot 
;; 

audi ts of each t~rminal' s 
. ,,/.' 

and use controls. 

./ 
)/<",, 
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/' 

./ 
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iog to determine compliance wi th acces.s 
(:, 
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Privacy and. security procedures a:1so include software "access 

table~" which iimit terminal lise to authoriied'personnel; assignment ) . . . . 

of sy~tem security officers at each site; special security checks 

dnd clearances fortEdmina1 operators; and periodic site security 

insp~ctions arid audits. In general, security is maintained by 

phySical protectiori of the tetminals and other equipment, and re­

~ieweci by site s~cur:ity checks. In addition, specific written 

authorization for personnel requesting access to CCH and LEJIS 

throukh the interfaced tourtty data processing centers is required 

l:f~i6~'~ p~rmission is'givetl and. thea.ccess table is revised. 

OBSCISoperatiOris in Arizona are performed through terminals 

'cop-nected ;to the Departmerlt of Public Sa'fety's dataprocessingcen­

'{ere The standards of security 'ilpplyingto that facility are, 

't'h~"re'fore, app'lied to the proce'ssingof OBSCr!:; data. State p€lrson­

'fiel repo'rted ,however, that any operator of a terminal,coh,nectedto 

the DPS 'facilifyean not only inquire into the OBSCISdata base, 

thi',if access to the system is auth6:dzed, can add data toOBSCIS 

lirom 'the r~mote 10c'ationwithoutintervention of corrections' person­

nel. It 'is'beIievedthatsecurity and 'privacy standards for OBSCIS 

will' eventually be establi~hed by the Arizona Criminal Justice In';" 

'fonnation System/and will deal with t:he problem of retaining and 

reieasinginffiate educational and medical data. 

3. 'California 

There is coris±de6i1:ile 'concern in the management of the Cali-

, fb~nia GCH over the privacy and'security aspects of maintaining 

ci<irilinai histkry record information. The state has a number of 

statutes and regulation'S deating with privacy and security and CCH 

has'foliowed those rules in the design and opet' at ion of the sys-
t:' 

, 'fem." 'The system includes both Journal and audit tapes and complex 

'pro'cEidures for protecting indivi§yal ''privacy in'record dissemination 

~~d in maintainingacc'uracy and completeness. Out-of""statearrest 
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data are, for instance, no longer included in the automated system 

because of possible inaGcuracy. 

The California Department of Justice has established a Criminal 

Records Security Unit to deal with privacy and security questions 

and the s,taff of the CCH system feels it is substantial compliance 

with the federal prT'Vacy~ana security regulations. Those regula­

tions have, therefore, had little or no direct impact.On system 

implementation or ope~ation. 

Privacy and security considerations have, according to correc­

tions' staff, always played an important role in system design~ The 

rules of the Department of Corrections are, apparently, stricter 

than either federml or state privacy and security regulations. The 

federal regulations have, therefore, had a minimal direct impact on 

system design or implementation in a state which traditionally has 

had a gtrong privacy and securi'Cy posture. 

In dealing with security .and privacy the OBIS system maintains 

journal 'and audit tapes for system usage. In addition, security is 

maintained by access control for s\'Pured terminal areas, passJCrlord 

entry ·foT terminal use and routine 'facil,ity) security :Cor the data 

center. 

Cali,forri:i,a has enacted iegislation which sets standards for the 

security and -~privacy(, of criminal "history records. The basic prin­

ciples regarding theprotecdoi'v:'of privacy (or confidentiality) of " 

records are the concepts of the "right t(} know" and the "need to 

know". 

The District Attorney's office in Los Angeles has established 

its own set of security procedures. Terminals are located in areas 

where they cannot be used covertly by unauthorized personnel. these 

. terminals are opera,tional only duriri'g normal business hours and 

f\ 

213 

(/ 



(g) 

Ii " 

',l 
J/ 

'" 

'" 

~". 

t,h~.r;e are pign-oI). 'prQ.cedur.es includingpasswo'rds and ,employee 

,numb~r.s. If access is attempted wi6hout using such procedures, 

·t,he,r.e is a securi;ty vi,olationand no transaction is allowed. ~he 

county EDP cen.t~r has ,the usual security arrangements of any sensi­

tti..v.e data .cen.ter including gua:rds,esco:rts,and badg~s. Inaddi-

1:ri.DIl, ,empl.oyees undergo. an extensive ibackground ,check. 

However, privacy iprotection is somewhat different. The Dis­

:tric~t AttDrney's office has developed a matrix shDwing what data may 

be .di'sseminatedto which agencies. Defendants have never asked to. 

See th,eir records thus, far, nor have defense counsels challenged 

PROMISe But" it would seem that it is only'atitatter of time befDre 

the courts will rule Dnthe adequacy of existing privacy procedures. 

Like the Diistrict of Columbia's PROMIS, the Los Angeles PROMIS 

requires that every offense in the recDrds be linked to a dispos1.-

1:ion and each case remain open until each offense is disposed of and 

nDted in the system. 

The terminals within each branch of the District AttDrney's 

office in San Diego a,Fe also physically secured. Only authorized 

individuals who have. passed background checks have access to the 

terminals. Unless there 1.s a specific request, the terminals are 

operational only ~t certain hDurs. There ate password procedures 

and authDrization is required for access. The CDunty's Electronic 

Da,ta Processing D~partment has instituted security procedures simi­

lar to. thDse used by Dther cDmput~r centers, (e.g., CD des to enter 

the system, persD~Ilel identificatiDn badges, escDrts and clearance 

procedures). 

Defense cDunsel can use discovery techniques to secure .:i:nfDrma­

tion contained in PROHIS. There is some question as to whether or 

not th~ federal privacy and security regulatiDnS apply to PROMIS in 

San Diego and this. has yet to be tested in the courtri"; 

4. Florida 

Privacy and security regulatiDns are viewed by the Florida 

Crime Information Center (FCIC) as affecting intersystem interface 

as well as intrasystem interface. Some of the criminal justice in­

formation systems inte~facing with the FCIC are not dedicated and 

this consequently limits their intersystem interaction. 

I~ terms of the reporting Df information, the FCIC uses a 

"tickler" system to notify agencies which are tardy in prDviding dis­

positional data. This program began more than a year ago. and it is 

estimated that approximately 90 percent of current arrest recDrds 

are now accDmpanied by dispositiDns. 

The legislature also created a criminal justice information 

system council to advise the Division of Criminal Justice Informa­

tiDn Systems (DCJIS). This entity has dealt with a variety Df cases 

cDncerning criminal justice infDrmatiDn systems and, according to. 

state persDnnel, DCJIS always follDws its decisions. 

It is believtFd that there;; is a conflict between FlDrida' s sun­

shine law which opened all criminal recDrds with some exceptions 

(~'li'; thDse sealed) and federal regulatiDns regarding privacy and 

security. FDr example, cDrrection's records, held with the Depart­

,ment Df CorrectiDns are disseminated Dnly to Dthe:i: criminal justice 

agencies. 

The establishment Df an interface between FlDrida' s OBSCIS and 

FCIC may, also. pro.ve a privacy and security problem. Currently, the 

Florda Department of General Services' Division Df ElectrDnic Data .. 
Pro.cessing (EDP) will furnish computer services to. Florida OBSCIS 

and SJ:r5. \'1i th the EDP in a non-criminal jtl~tice agency, there may 

be a problem in develDping a direct computer-tD-computer'exchange of 

infDrmatiDn with. the FCIC. AnDther prDblem may arise frDm the 
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retention of .criminal history record information as part of. the 

PROHIS system adapted to the needs of the Second Circuit. 

5. Georgia 

ConcerT), with privacy and security regulations has also influ­

.enced the development of Georgia's CCH. Physical security of com­

pl:iter facilities had to be tightened to comply with the regulations. 

B!=cause of the centralization of computer facilities under the De­

p·[lrt;.ment of Administrative Services and the existence of police­

qperated remo·t.e terminals throughout the state, user and contractor 

agf~ements had to be reached. Manpower resources had to be increas­

ed in order to provide a state-wide training program detai1:i.ng the 

mean~ngs of various regulations and their influence on both daily 

and long-range operations. 

Another ar'ea of significant impact deals with data access. 

After the Georgia Crime Information Council prepared the federally 

~equired privacy and security plan, the state legislature passed 

laws permitting private and public employers access to the data in 

the CCH files for the purpose of conducting background checks on 

,p'rol?pective employees. J::lowever, the regulations do impose restric"'" 

't:i,;~ns on the types of data the State Police may release to the em­

ployers, limiting outside access to adjudication and nolle co.nten­

~re information. Consequently, a rap sheet has to be manually 

scre.ened and often stripped before it can be sent to the employer. 
", . ,i" 

This pt;"ocess will eventually be automated wi th .the imp1en).entation of 

the. Uni:l;or1i1 System. 
/1 
II 

Priva,cya,nd security regu;lations have also played a role in .the 

d,e.sign and implementation of OBSCIS. In response to federal privacy 

and security regulations. the Department of Offender Rehabilitation 

(DOOR) has implemented a password scheme and 'a na,me sc:r:ambler sub­

routine to protect the OBSClSfiles. Presently, the major prbbl,em 
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confronting DOOR in terms of compliance is the need for better em­

ployee awareness concerning the scope and intent of the regulations. 

Although a training program would appear to be a likely solution to 

this problem nothing so far has been done in this regard. 

Attention was also given to privacy and security regulations 

during the design of SJIS, but only to the extent that they could be 

used to justify project development. Since court records are con­

sidered public information, privacy and security regulations have 

had very little influence on the Georgia SJIS design. Furthermore, 

since SJIS was planned as a se1f~contained system with the exception 

of a provision transmitting disposit~on data toCCH, privacy and 

security regulations were perceived, for all practical purposes, to 

be irrelevant. 

Although the Cobb County District Attorney is trying to main­

tain the PROMIS files as "private" data, mainly by not publicizing 

their existence, most of the data are legally discoverable. Conse­

quently, privacy and security regulations have had very 1itt1eim~ 

pact on the design or utilization of PROMISe The only major concern 

has been the security of the remote terminals. To counter this 

problem and restrict entry, an access code was imbedded in the front 

end of the PROMIS software. 

6. Louisiana 

Louisiana regards itself as a "public record" state and, there­

fore, did not consider security and privacy aspects of significant 

importance in designing and implementing the CDS OBTS/CCH system. 

However, the LEAA security and privacy regulations, the Louisiana 

Attorney.Generals' security and privacy regulations and the state's 

Public Records Act have now been taken into consideration, and em­

phasized, in the development of the Complete Disposition Reporting 

Sys tem (CDR). 
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}>articuJ,.ar emphasis'! is being given to the completeness and ac­

cu:-acY1:'equirements of the regulations. The LCJIS group has, in 

fact, been using the requirement for completene!,;s and accuracy as a 

lever to induce state/loc~l agencies to participate in the system. 

Such participation Will enable the agency to receive a certification 

that t~ey meet the requirements of the state privacy anQ.security 

plan. 

Although completeness and accuracy have been prime couslidera­

ti;ons =i:n CDR planning, secur:i,.ty has not been given equal importance. 

Although the relatively secure Depa,rtment of Public Safety facility 
. , ',' 

is being used to process CDR data, there is little remote terminal 

protecti6n. 

• 
Security and privacy have never been significant factors in the 

Q.,esign or implementation of the Louisiana SJIS, however. The cOl.lrts 

believe that none of the regulati.ons,e:i.ther state or federal, apply 

to SJIS ~s now constituted since the SJIS records no longer include 

the individual, names of defendants. 

Privacy and s~curity considerations have also not played any 

significant role in the implementation of PROMIS in the t-lew Orlean's 

Di~tr;ict Attorney's Office. The office interprets the privacy and 

E;e:c,uri ty regula tions to exempt the of fice records and reports as 

"int~rnal only" and for "law enforcement usage only." Security was 

ap.initi.al problem when the citY,~owned and operated computer was. 
" 

utilized to. run PRQMIS.but physical access tP the computer is now . ., " -. " 

ti~J1H:y con1;rolled 1.n a data processing fa.cility in the NODAO. 

T.he~~ is, hp~eyer, no password or other se·cure. controlled access to 

the uSe of the various terminals which are available in the Distr:i.ct 

At.torney's staff of fices • 
"« ':, ,.~.' . 

7. Michigan 

From its inception, Mich,igan's CCH sys tem has been concerned 

with privacy and security~ As a result terminals are placed only in 
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criminal justice agencies and the system itself is a dedicd.ted one. 

A hierarchy of physical security techniques have also been I!adopted 
!. 

including keywords , identification for entry and other typ~:cal secu-

rity procedures. The implementation of privacy and security regula­

tions is viewed, however, as somewhat technical and 

terms of labor and cost. 

expensi~/e in 
\' 
\' 
\ 
\, 

The privacy and ~ecurity regulations have had minimal i~l'1pact on 

OBSCIS, although, sJ~h physical security procedures as passwdirds and 
'i \' 

controlled access in. t:.erminals have been implemented. Inmates are 

able to review their records • 

SJIS is excluded from the privacy and security regulations. 

The information is viewed as the property of the courts. There is., 

however, conCern among the SJIS staff regarding the release of sen­

sitive information (.!.~., sentencing patterns) produced by the 

courts. 

The reaction of the PROMIS system to privflcy and security re-
I 

gulations has been mixed in Michigan. In Kaiamazoo, the Michigan 

"freedom of information" act was believed to imply that "anyone 

could. ask about anything and a reply would have to be provided". 

Another interpretation of that act is that the system would not have 

to provide overall summary information, but would have to provide 

specific information about specific cases. However, no one has yet 

raised any questions about the data contained in PROMISe In De­

troit, there is even a question as to the applicability of privacy 

and security regulaUons in PROMISat all. Finally, these regula­

tions seem to .have had little impact on the planning of the multi­

county PROMIS proj~ct. So far, noncriminal.justice agencies will 

not have access to the system. rhere .will be limited access to the 

terminals and built-cin passwords for system access. 

8. Minnesota 

The Minnesota Computerized Criminal History System was designed 

to operate within the Minnesota regulations with respect to privacy 
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ancl' ~ectirity concepts. Hinnesota has had such regulations (but not 

$'pe'cific rules) for oVEfr 40 years and the CCH system has followed 

the regulations as closely as possible since the system bec~e oper"""' 

aUonal. A lack of manpower has not yet permitted the implementa­

tion Of, the established audit procedures in the CCH system, however. 

The system does maintain an automated log of system inquiries and 

has established access security through the use of protective soft­

ware. The designers of the system expressed the feeling that no 

sp'ec:tal impact resulted from the application of federal security and 

privacy regulations because the system adhered to Minnesota's regu­

lations which ate in general compliance with the federal regula­

'tions. 

The Minnesota regulations dealing wit";l security and privacy were 

in force when the corrections information system was designed and, 

therefore, compliance was a consideration in system implementation. 

Procedures were established for access to data by outside agencies 

hut for the most part corrections data is not disseminated outside 

bf the Department of Corrections. In general, the federal regula-

tions have had Ii ttle to no impact on system implementation or oper­

ation and the somewhat ambiguous state regulations have had very 

little impact. 

PhYSical security is maintained through periodic site inspec­

dons by an alidi t team from the Bureau of Criminal Apprehension 

(S'CA). Correc.tions 'system terminals do not have password control 

but aepend upon 'physical restrictions for secure operations. 

It is ~xpected that the Minnesota Sup:r:emeCourt will issue 

',specific 'privacy ai1dsecurity rulces to apply to the courts. The 

s2rlSstaff reels that under the "public re~Q:rds" doctrine the courts 

'are not, in any case, responsible for fol1:i\i>wing either the federal 

or sta'te privacy regulatiq,ns. In the area of data processin.g the 

backup of the Minnesota SJIS data base is on the same basis as the 
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rest of the BCA network and the same data logging recovery proce­

dures are used for the SJIS system. Procedures have been estab­

lished to protect the integrity of the SJIS data base. 

Besides the physical security already provided at the facility 

of the Information Systems Department (ISD), several other security 

measures are programmed into the State Judicial Information System: 

in addition to the physical terminal security required by contract 

with BCA, terminal operation using SJIS files requires operator 

authorization and operator access codes for various level of oper-

ator activity. No access is permitted to SJIS files from terminals 

other than those listed for each operator code. In addition, there 

is a table of authorized counties, used to restrict access to only 

those records that are within that operatoris jurisdiction; and all 

tenninals are located in secured areas accessible only by authorized 

employees. 

A complete set of system backup tapes are maintained by ISD in 

case of massive syst~m failure. However, these tapes are stored in 

the same building that contains lSD's computer facilities. In the 

case of a natural disaster such as an earthquake or major fire, the 

entire ISD data base could be lost. 

9. New Jersey 

Although the applicability and requirements of the federal 

privacy and security reguL:ttions are considered ambiguous, the State 
. . 

Police have, as a mater of policy , taken steps to insure the privacy 

and security of the data collected, maintilined and disseminated by 

the CCHsystemin New Jersey. Typical physical security procedures 

have been implemented inclu~ling controlled access to the State 

Police facHi ties" employee ;ilc:~earances and a system of badges. All 

of the remove terminals areil()cated in criminal justice agencies • 

There are user agreements beti~e.en the State Police and user agencies 
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spec;,ifying the procedures to be followed regarding privacy and secu":' 

d1;:.y. 

Audits are conducted every six months of CRRI to ensure that 

gtf?positions are complete. Logs have been established to record 

identifiGation of those requesting CHRI and the records accessed. 

P~ovisiQns have been made to monitor these logs. In addition, any 

change in an individual's CHRr is disseminated to all agencies that 

have received th1'lt record. Although there was no readily available 

esti1U,qte of the cos t of these procedures, it was suggested that they 

c;,ould become prohibitively expensive in the future as the number of 

reGords cQntained as the CCH system grows. 

In New Jersey, the Bureau of Correctional Information Systems 

(~CIS) have entered into a user's agreement with the SAC regarding 

privacy and security. Since the SAC provides the computer facil­

iHes for BCIS, this agreement sets many privacy and security stan­

dardi:?, for BCIS and consequently enables ECIS to meet no confidential 

il}formation (e.g., informant s,tatus) maintained in its files. In­

format;i.on is released to, othE;!r agencies only through the Commission­

er's: office. 

As, indicat,ed earlier, SJIS is exempt from the federal privacy 

and: security regulations., Moreover, the docket books are considered 

pl,iblic records. in New Jers,ey and ,consequently, no need is seen to 

i~El,titu'te p'L'ivacy procedures. Finally, the nature of the data col­

lepted by JMIS and, the use of time sharing would seem to demand no 

ad,~:j;;tional .security procedures over those taken at state data pro­

ce!5!3ipg; c,$nters elsewhere. 

The legal staff, of,the Division of Criminal Justice has 

inij:i13.ted r,esearch into the impact of federal 'privacy and security 

regul.ations on the,-niulti-county PROHIS/GAVEL project. It is felt 

th.;t:t,l3ecurity may be,a problem in: those instances where the system 

222 

() 

is not physically located in the prosecutor's office. It has been 

reported that in some instances the system itself might have to be 

locat~'d in local community colleges. Such a move would create 
\> 

numerous problems, not only in terms of privacy and security, but 

also in assuring operation of the system itself. 

There are plans to provide logs and audits for each sys tern. 

Consideration of accessability to the data may turn on whether or 

not a particular item of information is considered to be "of public 

record". On the other hand, since there are no plans at the present 

time to use a case weighting scheme and there is no intention to 

collect CRRI other than that concerning the instant offense, many of 

the issues surrounding the concept of privacy many be moot. The key 

problem is seen as the enforcement of any privacy and security pro­

visions which are finally implemented. 

In New Jersey, the Bureau of Correctional Information Systems 

(BCIS) have entered into a user's agreement with the SAC regarding 

privacy and security. Since the SAC provides the computer facil­

ities for BCIS, this agreement sets many privacy and security stand­

ards for BCIS and consequently enables ECIS to meet these standards. 

Moreover, according to BCIS,th~re is no confidential information 

(e.g., informant status) maintained in its files. Information is 

released to other agencies only through the Commissioner's office. 

10. New York 

Privacy and security has been a concern of the Information Sys­

tems Division ever since its inception as NYSIIS. Althougr("'New York 

State has not eIl,acted any legislation in this area, the Division of 

Criminal Justice Services (DCJS) has had its own regulations from 

the very inceptibn-of its system, predating the LEAk regulations. 

In addition to covering other aspects .of privacy and security, 

these regulations provide individuals wi th the, right to review and 

(~ 
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1 ,challenge their re.corqs. }1oreover,t'he governor ha$ appointed, a 

'\: ... ' \ 

~ecurj.:tyandPrivacy Ad vi $0 l:"Y Committee whi:ch, atJ,lOng other activ-

h f '.··nal arb~. tor. of challenges;=to""<;~'t~ .. ·!!l}Jhal'history q:ies, $erves ast e.L .L __ 

,records. In additipn ,DCJS requires all 1,1sers ofHs services to 

exe Pl.1te use .awl dissemination a~reements. These agreementsexplic­

i1:ly!~eta.ilboth how confidential information must be controlled and 

. . cr' -f"'inal record infoTIlration for the liabili tiee; inherent ~n us~ng ..L1U 

. . d DU.r-f. ng .1'978., the Division initiated P1:her thqnautQQrJ..~e purposes. .L 
aCQ.ncentrated effort to ensure. that each agency within New York 

. utiiizin.g DCJS services execute §t:aj:eandeach Qut""pf""'$tate agency 

use andqis.semination a.gre~ments. Over 900 such agreements were .. ~. -. 
. s.ent to u,ser agenci~s statewide and on the national level. As of 

j:'\1.e en9:. of 1978, -87 p,ercent ofth,e agencies have executed the agree­

T!l.e'\lt .anc;l the remaining 1~ percent indicate that their execution of 

i . . t For tho. se agencies that execute the t'wagr eement .' s ~mm~nen • 

the .. DC. JS c. riminal record data base is granted ~r~ements. '. access to 

gommensurate wi th the agencies legislated authority for access to 

su,chinformation. 

Fec;leral fu,nding wa.s, secured to develop a criminal history field 

?o\lc;l.H team. Auditing procedures and guidelines will be established 

f9 r conducting acoIllplete criminal hi$tO~l records audit of a random 

s,;{UlI;p,l.e of bo.th large and e;mall user agencies when fundinK, approval 

is l(eceived. The pUl:"pose of the. establishment o,f the audit team is . ~. ,-

to; B;SS,:1,1re t\1at neJS uSer a.gencies are in compli.ance with LEU Secur-

ity and Privacy Regulations. DCJS was designated by the G.overnor as 

t-ges;tate cont,rol age.l;1.cy re$pc:msible for the criminal history re­

~or;(ls sYst~m within the sta.t.e and also charged with the responsi­

bt],Hy for auditing other agencies for compliance .1;, 

.E::x:tet).~iv:e analyl;ds of;/in..,.h,ouse terminals usage was conducted 

t;l\;l,r.t1f~ 1978 anc;l as. a res,ult, a nUIllber of progratJ,lma:tic edit checks 

we.re instituted to proh;i:bit unauthQrized access. In addi tion t.o 

l~:Lm;it:·ing selected functions to the different t e rm:lft{lal s , usage was 
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also limited to specified time periods if the applications are 

routinely performed only during certain operating shifts. 

Compoundi.ng financial constraints constraints and the problems 

inherent in CCH record. conversion is a recent court decision* which 

involved alleged inaccuracies in the tracking of criminal history 

records. The New York court ruled that dispositions must be collec­

ted for all arrests and, therefore, ISD must begin to collect dis­

positions on all offenses. Meeting this requirement raises several 

problellls,inciuding state financial constraints and the sheer size 

of thEl task facing ISD in relating dispositions to all arrests. 

A variety of security measures including controlled access to 

DCJS itself and personnel clearances for employees have been imple­

mented by ISD. Access to the terminals, and access to the system 

itself is also controlled. 

The dichotomy between privacy and security was evident in the 

Division of Correctional Services. For example, inmates do not have 

access to their files, and the corrections legal staff deals with 

any requests by outside agencies for such records. 

In order to improve secur ity, the Department of Correctional 

Services screens its personnel and uses central passwords for access 

to' the system. Audits are performed in such key areas as inmate 

movement, legal st.;3.tus, offense and critical dates. OSG has its own 

security system for protecting the computer facilities. 

The developers of the New York County PROMIS reviewed the New 

York State priv:acyand security regulations and are attempting to 

comply with those procedures. The federal privacy and security 

regulations have had very Ii ttleimpact on the New York County 

PROMIS, however. 

*Tatum vs. Rogers, Civ. 2782 (S.D.N.Y.) 
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Compliance wi.th the state regu19tions ha.s Iprimarily been con-

cerned with security of the system's display ter\llinalE;. Operation­

al access to the PROMIS terminals requires authorization and use of' 

assigned numbers and passwords. Termina,ls have been placed in non­

public areas and certc:J,in terminals have restricted access to the 

system's data base. The PROMI~s;taff has a security agr~ement v]ith 

the NYPD coyeringtl1e POliC~'8 use of terminals with access to 

( PROMIS and the police del?,artment' ~ data pro,9-essing facil:l,ty is 

maintained under stric~ security procedures. Logs of all PROHIS 

transactions are maintained by the police computer fa,cHity. 
, ..... , 

The District Altorney perceives PROME; as a "law enforcement 

only" system and does not feel that additional privacy regulation of 

th~ system is required. The PROMIS staff, bdiev.es that strong 

g1.lidelineog are required in both the privacy and s~curity areas. 

Privacy and security require~epts have had little impact on 

PROMIS althotigh the implementing contractor's tasks require that 

minimum security and privacy regulations be complied with as far as 

possible. Additional security and privacy procedures m?y b~ re­

quired if intercounty connections are. made. among PROMIScounties. 

11. Pennsylvania 

Privacy and security regulations have apparently had a mb:ed ef­

fect on the desigIl , development and implementation of eCH/Master 

Name Ind.ex in Pennsylvania, During the ea:rly 1970's, the"Sta,te Pol!:,. 
~ 

ice were very concerned ahout utilizing Feq,eral funds because of the 

po~ential impact of privacy and security laws. Their major concern 

was the possil?~lity of after-the .... fact rest.rictions being imposed on 

CCH, limiting its us age.<-. and thereby 'lemasculating" the system. 'This 

feeling, in part, led to the state's decislion not to accept addi-:­

tional Federalftinds after the, initial eCH grant in 1972 and almost 

certainly delayeddeyelopm,ent of anyCCH system. 
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The State Police changed their CCll policy during the mid-1970's 

away from the development of a full-blown CCH system to the initia­

tion of a Master Name Index. At the same time, the Pennsylvania 

State Legislature began work on Pennsylvania's privacy and security 

regulations. ~assed and signed into law at the end of the last ses­

sion of the legislature;> the effect of these regulations is still 

speculative. Mechanisms to enforce them through the State's Attor­

ney General's Office have yet to be, put into place. 

Privacy and, security regulations have thus fa:r::,' therefore, had 

very little impact on the design or operation of the Lndex, however, 

key system personnel are concerned about possible legal challenges. 

They believe that such legal actions may be based on a contention 

that ~ome of the information to be contained in the Index (e.g., 

date of arrest and whether the suspect is considered dangerous) does 

constitute criminal history data and fear that the Index will be 

subject to all privacy and security regulation~. 

Another 80ssible effect of the privacy and security regulations 

which concerns Pennsylvania would be a large number of access and 

review :r:,equests. This could be very costly in the long run, de­

pendingupon the l1umber of persons applying to see their files in 

order to check and perhaps challenge the accuracy of the data con­

tained in the Master Name Index. Since the Index is still in the 

planning and demonstration phase, its final form in terms of data 

elements is still unknown. Similarly, .the State Police are not sure 

who will or must be allowed access to the syst.em •.... As currently en-
,:) 

visJned, access will follow a yet to be s,pecified one-step at a time 

·process, beginning in~house and gradually enlarging authorized ac-
/J cess. 

<:'. 
Privacy and security regulations have'beetl of concern in the 

o 
design of Pennsy~~~nia's QBSCIS. As p'reviously stated, ,the Pennsyl-

vania St9,-te legislature recently"'passed 'privacy and security reg;t.l1a- . 

tibns governing the cO,ntent, us-e, access and so on of automated, Q • 
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criminal justice information sys terns ~ Among other things ,the law 

specifies that information, needed forosecurity purposes may be 

stored in Cbmputer systems as long as the data are kept within the 

specific agency. Whether security-related information incllldes data 

such as 'medical records, and psychological profiles is currently 

unclear. The rules for access must also 'be further de;f.ined, espe­

cia:lly in the case of non~criminal justice agencies who wish to 

conduct background checks for employment purposes. 

State personnel believe that the meanings and definitions of 

key words such as "completeness" and "accuracy" in the federal regu­

lations are unclear and will be subject to endless debate and po-

tentially costly litigation. 

Privacy and security regulations have also made very little dif­

ference in the development of SJIS. System staff feel that the new 

state law exempts the courts as long as they don't maintain criminal 

histories by alphabetically aggregating data on individuals. How­

ever, the new regulations may affect data transfer to other agencies 

(E;.g., the courts are required to provide "the State Police with dis­

position data:':t wi thin 90 days of the disposition). 

In terms of cost to system development, Pennsylvania staff be­

lieves it is still much too early to determine the impact of privacy 

and security -regulations, although there is a concern that complying 
. , . 

with accuracy requirements could be very expenSive. Maintaining an 
. ',l~' \) 

audi t trial could also be cos'tly, especially'if the regulations are 

interpreted 'a~ re.quiring no,J:ification of everyone itivolvedof 

changes ihCHR'I records. 

'12. Rhode Island 

In discussing the ~pplication ofpJ;'ivacy and security rpgula­

tians to SJIS, ~ it sho~ld be notedth,~t this study focused on SJIS 

itself and not thelo~al cour. t information systems. With regE!.rd to 
(ii' 
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criminal history record information (CHRI), SJIS contains such data 

only if the individual has been processed through the courts since 

the system began operating in 1977. Although the system also con­

tains information regarding court cases which were pending in 1976, 

the problem of attempting to update CRRI, which could be very ex­

pensive, is avoided at the ttl 1 s a e eve. Indeed, it well may be an 

impossible task, given the state of CI-IRI contained in the state 

Bureau of Criminal Identification. 

13. Utah 

The Utah Computerized Criminal History System was designed to 

operate within the Utah regulations with respect to privacy and se­

curity' concept'$'. The regulations have been followed as closely as 

possible and audit trials and logs for criminal history record re­

quests have been implemented. Although Utah has submitted a privacy 

and security plan to meet Federal regulations, those regulations 

have not had an impact o~ CCH operations. 

The Bureau of Identificatl."on has bl esta ished a position of 

Coordinator of Privacy and Security. Th " e pr.l.me responsibility of 

the Coordinator is to conduct .periodl."c securl." ty d an privacy audits 

at each agency having CCR terminals. The audits include all aspects 

of terminal use and physical security and result in suggestions to 

the audited age~ncy for privacy and security required changes in 

operation if necessary. The development of the present Utah Cor-

rections Information System has t k I a en p a~e in general without any 

spep·.fal concern over either State or Federal " securl.ty and privacy 

regulations. The syst h b em ,as een considered and operated purely as 

an "in-house" rese h t I i arc 00 w thout any publl."c access or dissemina-

tion of its reports outside of the Dl."vl."sl."on of C orrectipns. The data 

processing support furnished by the computer at the University of 

Utah has no special, prOvisions for privacy or security protection of 

the corrections data. 
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The staff of the Division is concerned about both the privacy 

and security of the planned OBSCIS installation, however. The staff 

feels that the Department of Social Services, as a non-criminal 

justice agency, is not overly concerned with security of its files 

and believes that this lack of concern is another reason for a sepa-

.' rate corre.ctions data pt"oc.essing installation. Whether such a: 

facility is possible in Utah's political situation is problemati­

cal. 

Currently only verbal instructions with respect to privacy 

rules have been given to the corrections research staff, and there 

is no formal security and privacy program in the Division of Correc­

tions. The problem has not yet been addressed, although it has been 

recognized. 

Although there is concern by the staff of the Judicial Council 

i.n the area ofpriyacy and security, there have been no steps yet 

taken to determine their potential impact on the, design, develop­

ment, and implementation of SJIS in,?Utah. The Staff was not in­

vovled in the submiSSion of the Utah Privacy and Security Plan to 

the Department of. Justice. 

PROMIS ha$ been implemented with minimwn concern for privacy 

and !3ecurity requirements, a11:d there is apparently little tmder­

s.tanding of· the possible application of the Federal privacy and 

security regulations. The county computer facility is reportedly in 

a. s.ecure area, and terminals ar.e locked at night. Terminal acceSs 

is re$t:.ticted, and passwords are required for terminal operators to 

use the. PRmUS' equipment. 

14. Wisconsin 

At this. early point in the development process, Division of Cor..., 

rect.ion's staff do not feel that. privacy and security regulations 

wil1 have a s1.gnificantimpa<.:!t on the design and implementation of 
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OBSCIS. Security procedures will be the same as those currently 

utilized by the Department of Administration, namely identification 

cards, keywords, and other standard techniques. Similarly, proce­

dures to ensure the privacy of individuals maintained in the OBSCIS 

data base will be the same as those already used by the Division of 

Corrections. These safeguards revolve around a confidentiality 

statement signed by all staff. The first breach of confidentiality 

results in a lecture and a disciplinary statement being placed in 

the individual personnel file, while the second infraction leads' to 

a loss of pay and the third violcation eventuates in the termination 

of employment. 

Existing privacy and security laws in Wisconsin have been fol­

lowed ~n the operation of JUSTIS in the offices of the court clerk 

and district attorney. There has been little or no effect of the 

Fede ral pr ivacy and secur ity regulations on either the development 

or operation of the system. Some consideration has been given by 

JUSTIS staff to the requirements for logging all system inquiries, 

however~no change in system design has been made to deal with the 

thousands of inquiries made each month. Audi.t trials are created 

each time a record is changed, however. 

The system has been designed to employ only dedicated COmmun­

ication lines, and the terminals have been placed in secured areas 

to enhance their security. In addition, data entry is limited 

through the terminals, access to data is restricted to selected ter­

minals, and the data processing equipment is maintained in a secure 

area. These security features~ including the requirement for oper­

ator password entry before terminal usage, have been added to the 

original PROMIS software by the JUSTIS developers. 
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