If you have issues wewmg or accessmg thls flle > contact us at NCIRS.gov.

vy

=z

i o i -

s e e s

N i

ncjrs

National Criminal Justice Reference Service

UL W DL SR

This microfiche was produced from documents received for
inclusion in the NCJRS data base. Since NCJRS cannot exercise
control over the physical condition of the documents submitted,
the individual frame quality will vary. The resolution chart on
this frame may be used to evaluate the document quality.

”I 10 022 2

&

JLL = flz2

1128 e s

MICROCOPY RESQLUTION TEST CHART
NATIONAL BUREAU OF STANDARDS-1963.A

Microfilming procedures used to create this fiche comply with
the standards set forth in 41CFR 101-11.504.

Points of view or opinions stated in this document are
those of the author(s) and do not represent the official
position or policies of the U, S. Department of Justice,

National Institute of Justice
United States Department of Justice
Washington, D.C. 20531

5/10/84 !

'f‘ vaxsxon OF CRIMINAL aqsrfcs

‘ - ) .'} + {‘i ',j —:
R e T M g i
s iy
. ELECTRONIC SURVEILIANCE .
Kjg  IN NEW JERSEY 1977-1982 .
) »/:/
smme on an JERSEY
‘ HONQRABLE THOMAS H. KEAN‘ b
| GOVERNOR
; B )
DEPAR?MENT OF LAW AND PUBLIC snrswy .
_;"a‘;, ;RWIN IO KIMME : S‘n R h.
ATTORNEY GENERhL T B

"PONALD R, BELSOLE
. DIRECTOR . .

B-r3-54

el




j
H
[

1
& g : 92376 j
-_ | US. Sapartmont of dustice : ;
Lo = Nationsl insutute of Justice : :
o Thid documment has boen Tapraduced uxcctly as rotsivedd from the
' PEMncromgshization originaling . Points of view of opinions ststed ;
iy this documant any thase of tho authors and do nat nacessarily
|- 1sprosant the g¥icial position or policies of 1hs National Institite of ;
Justico, ‘ ;

) . i
Parmlesion 1o roproduce this copyrighted mater,af has been bt
-.New Jersey Division of Criminal :

Justice P, it
tothe Nations! Criminal Justica Redorenca Servica (NCJRS), ;
Furthar reproduction culsids of the NCJRS syotant requiros purmda- o
#icn of tha copyright owner, SYFENR P08 pert ? f
Electronic Surveillance 1o
in New Jersey 1977-1982
:
i
|
g1
i? %l’;
.
New Jersey Department of Law and Public'Safety i
Division of Criminal Justice £
/]
Research and Evaluation Section i
July 1983 §
e
};
¥
Al ey M U THP BRI TN S s AL S MO R €70 o R ARy nesow o ! ‘

PURPOSE AND INTENT . . . .

STANDARDS AND SAFEGUARDS .

TABLE OF CONTENTS

List Of Tables - 3 . . » . L] . . . -

HISTORICAL PERSPECTIVE . . . . . . .

NCIRS

?zm—; S e ey e e e
N !

i

A

L]

L}

DEC 21 198

OPERATION OF THE ACT . . . . . . o e

AcCQUIsITIONS

AS SESSMENT . L] » . L] . . L] q . . . .

ELECTRONIC SURVEILLANCE 1977-1982, ,

New Jersey Electronic Surveillance

Investigations--Statewide Total

Division of Criminal Justice

Electronic Surveillance Investigations,

County Prosecutors' Offices

Electronic Surveillance Investigations.

SIGNIFICANT INVESTIGATIONS . . . . .

References . . . . . . . ¢ e e o o a

ot

-~ di-

Lo & LR - YRR I L g e b o

R

[ A T T LRI




; Table Page
% 9. Division of Criminal Justice
; ' Defendant Dispositions after Indictment
i for Electronic Surveillance Investigations ‘
1977-1981 . & . 4 4 ¢ 4 e s e e e o e o+ . 31
LIST OF TABLES 1
100 : l10. County Prosecutors' Offices
! Electronic Surveillance Orders (Wiretaps)
Table Page : and Related Investigations, 1977-1982 . . . 34
1. New Jersey--Statewide Total 1
Electronic Surveillance Orders (Wiretaps) | 11. County Prosecutors' Offices
and Related Investigations, 1977-1982 . . . 22 L Electronic Surveillance Investigations
b0 by Offense Category, 1977-1982, , . . . . ., 35
i
2. New Jersey--Statewide Total L
Electronic Surveillance Investigations b 12. County Prosecutors' Offices
by Offense Category, 1977-1982. . . . . . . 23 b Defendant Indictments by Offense Category
;‘ for Electronic Surveillance Investigations,
1977-1981 & ¢+ + ¢ 4 4 4 4 4 4 e s e o w . 36
3. New Jersey--Statewide Total 1
Defendant Indictments by Offense Category - , o
for Electronic Surveillance Investigations, i 13. County Prosecutors' Offices
1977=1981 & v 4 ¢ 4 4 o o o e o o 6 o o o o 24 (I Defendant Dispositions after Indictment
- for Electronic Surveillance Investigations
: 1977-1981 . . . ¢ 4 4 4 4« e 4 e s e s e o » 37
4, New Jersey--Statewide Total 3 '
Defendant Dispositions after Indictment T

for Electronic Surveillance Investigations o
1977-1981 e & e & & ®© & 6 & ® & e e ¢« » e @ 25 ) ln

5. Division of Criminal Justice o
Electronic Surveillance Orders (Wiretaps) .
and Related Investigations, 1977-1982 . . . 28 -

6. Division of Criminal Justice o
Total Investigations and Electronic N
Surveillance Investigations, 1977-1982, , , 28

7. Division of Criminal Justice :%
Electronic Surveillance Investigatlons 3
by Offense Category, 1977-1982, e e v e . 29

8. ' Division of Criminal Justice
Defendant Indictments by Offense Category i
for Electronic Surveillance Investigations, A £ 4
1977—1981 e & & & e U ® ® & & & € e & & & » 30 ) ‘

~ iii il ,'fe' = iV o=

R SR #ae R A - - s e IR D e



BEISTORICAL PERSPECTIVE

The New Jersey Wiretapping and Electronic Surveillanee
Control Act (2A:156A-1 et seqg.], modeled after the federal
statute, was enacted in 1968. The Act authorizes law
enforcement agencies to obtain a court order permitting the
use of electronic surveillance to inteécept evidential
conversations while conducting criminal investigations. This
exception to the general prohibition against wiretapping and
eavesdropping was designed to aid law enforcement in the

investigation of organized crime and corruption.l While

permitting the use of electronic surveillance in such instances,

the Act also provides safeguards against potential abuse of.
that authority.

When legislated, the Act provided a six-year period
during which the operation of electronic surveillance and
its usefulness as a law enforcement tool could be evaluated.
After analyzing the use and effectiveness of the Act at the
end of both the initial test period and two subsequent test
periods, the Legislature renewed the statute for a period of
five years. Presently, electronic surveillance is conducted
within New Jersey pursuant to the most recently renewed statute,

L. 1983, ¢.232, effective July l, 1983 through July 1, 1988,

-

lElectronic Surveillance, U.S. National Commission for the
Review of Federal and State Laws Relating to Wiretapping and
Electronic Surveillance, Washington, D. C., 1976, pp. 133, 134.
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PURPOSE AND INTENT

The New Jersey Electronic Surveillance Act was legislated
"as one of a number of responses to public demands for more

effective law enforcement,"z and was introduced at a time

when general public awareness of the existence of organized
and sophisticated crime was increasing. To more effectively
attack organized conspiratorial criminal activity it became
necessary to make available to law enforcement the most
modern methods of crime detection and investigation, ohe

of those being electronic surveillance.

The telephone, that item mosi..commonlywsubjeed—tomw—s -~
electronic surveillance activities, is used for communi-
cations essential to any business, whether legitimate or
illegitimate. With expanded use of telephones, the need
for person-to-person contact to conduct business activities
diminished. As a result, organized criminal activities and
conspiracies, like any other business, began utilizing the
telephone to conduct business and, therefore, could not be
detected or investigated by traditional means and surveillances.
Principal members of the higher echelon of organized crime .
groups are generally protected from visual surveillances and

undercover operations. Their criminal business activities

2Attorney General William F. Hyland, Report on ‘the New Jersgz
Wiretapping and Electronic Surveillance Control Act, L. 19368, c.40Q9,
Office of the Attorney General, New Jersey, 1971, p. 1.
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are frequenﬁly conducted over the telephone, not during
personal contacts and meetings which can be menitored by
law enforcement péfsonﬁél. without nore Sophistica%gd law
enfo?cement techniques, investigations invelving these
criminal activities and crime group members were futile.

As electronic surveillance became available to law
enforcement it was used in conjunction with investigations
involving organized crime groups and conspiracies whose
operations depend upon frequent communications. Such
operations generally involve gambling and controlled dangerous
substances. For instance, number bets are commonly blaced
over the telephone to centralized bookkeepers. With operations
involving controlled dangerous substances, distribution plans
and networks are developed during telephone conversationS.em. wm.
Despite knowledge of the existence of electronic surveillance
as an investigative tool, organized crime members and criminal
conspirators continue to communicate and conduct business over
the telephone.3 Although communication codes are sometimes
used to confuse listeners and thwart chances of gathering
eyidence, they are generally discontinued after the conversa-
tion is underway, or are capable of interpretation in conjunction

with other traditional investigative methods and thus rendered

ineffective once detected.

3 . '
Juris Cederbaums, Wiretappin ic E
e uty ‘ 4 A g and Electronic Eavesdr ing:
ghg Law and Its Implications, A Comparative Study, NeW'Yoripplng'
niversity School of Law, New York, 1969, p.45.
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Electronic surveillance j§ designed not only to detect

ongoing organized criminal activity, but also to penetrate
the higher echelon‘of the criminal organization, those members
who do not participate in street-level activities. With
electronic surveillance, those who direct and control organized
criminal activity, those who are protected from visual
surveillances and undercover investigations can be more
effectively targeted. The insulation of those in such
positions has, in the past, significantly limited the
effectiveness of more traditional investigative techniques
in successfully penetrating well-organized and ongoing criminal
activity. Moreover, as crime became more organized and
witnesses became more hesitant to cooperate or testify for
fear of serious retaliatichueLectronicusurve&klance becdame "
necessary to corroborate other evidence of criminal offenses.
The importance of corroboration”ta‘prbéecution was summarized
by a former Superior Court assignment judge during the 1976
legislative hearings regarding electronic surveillance.

Wiﬁhout the use of electronic surveillance,

prosecution witnesses can be contradicted

or terrorized into changing their testimony,

put this device is not available when a

defendagt's own voice on tape‘sefves as

compelling evidence against him.

In essence, evidence obtained through electronic

surveillance not only aids in the detection and prosecution

4Judge Frank J. Kingfield (Retired J.5.C.), Testimony
during Public Hearing before the Senate Judiciary Committee
on Senate No. 1417, New Jersey, 1975, p.2A.
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of specific criminal activities and participants, but also
aids in the discovery of criminal networks once undetectable

because of limitations inherent in conventional techniques.

STANDARDS AND SAFEGUARDS

. st i e e T
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The New Jersey Electronic Surveillance Act, modeled

2 after the federal statute, provides standards to insure

i proper use and safeguard against any abuses. Specific

i i standards and safeguards provide limitations on (1) those

who can apply for a surveillance order, (2) the subject

? ; matter which is investigated,‘(3) when and for what

} reasons approval for electronic surveillance will be

granted, and (4) the length of time for which an electronic
surveillance device can remain in effect. Although modeled
after the Federal Title III statute,gtheiNeW‘Jersey Electronic- °

Surveillance Act is more restrictive. The term permitted

) r under the New Jersey Act during which an electronic

surveillance device can remain operative is shorter.

3 f New Jersey law requires that monitoring agents minimize
L or exclude irrelevant communications not only from being
A recorded but also from being overheard. This minimization
requirement as defined by the N. J. Supreme Court is more

=
)

' , 2 restrictive than federally required minimization. Moreover;

: a formal pracedure of prosecutorial review is required in
New Jersey in that the statute provides striet limitations i
L on who may approve electronic surveillance applications for ﬁ

submission to the courts.
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In addition to prosecutorial consideration, judicial
review is required as a result of statutory limitations on
who may grant orders authorizing use of electronic surveillance.
A limited number of judges are assigned to review requests
for and grant electronic surveillance orders. This permits
designated judges to develop expertise in this particular
area of the law and contributes to uniform, responsible
application of the Electronic Survedllance Act throughout
the state. Prior to seeking an electronic surveillance
order, all other conventional investigative tools and techniques
must have been utilized without success, or a determination
made that their use would most likely prove unsuccessful or
unreasonably dangerous.

In addition to the statutory requirements for prdsecutorial
screening and judicial review, administrative policies provide
further screening procedures and control measures in the use
of electronic surveillance. At the state level each request
for electronic surveillance is carefully scrutinized by the
responsible agencies, the State Police and the Division of
Criminal Justice. ‘Every application is subject to independent
reviews beginning with the law enforcement officer or
investigator who first developed the premise for electronic
surveillance. For instance, State Police requests for

electronic surveillance are subject to a series of internal

N, a. Department of Law and Public Safety, "Electronic
Surveillance: Autmorization for Court Order," Electronic
Surveillance Manudl, New Jersey, 1979.
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reviews before a formal application is prepared. In turn,
the formal application is referred to the Division of
Criminal Justice where all requests for electronic surveillance

undergo a review process prior to forwarding to the Attorney

- General. The Division of Criminal Justice review involves

a five-step process conducted by deputy attorneys general,
as well as an Assistant Attorney General specifically
qﬁalified for this function. Such reviews often require
revisions of the application, including further clarification
of the use or inappropriateness of more traditional investi-
gative methods. On occasion, the application will not
survive such scrutiny and will never be approved for sub-
mission to the court. Only upon approval by the Attorney
General is the application forwaraed égatherSuperior Court-
for authorization. 1In no instances in which this formal
preliminary rgview process has been conducted has the
Superior Court chosen to deny authorizatiocn for an electronic
surveillance installation.

Once an order is issued and electronic surveillance is
undertaken, additional protective measures are required
to m?nimize or exclude non-pertinent conversations from those
conversations recorded. Such measures include the provision
of continual supervision by the Assistant Attorney General
assigned to this function over those overseeing and operating
the electronic surveillance eguipment during the investigation.

A requirement to retain detailed, accurate logs regarding

/
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taped conversations also exists to protect against inter-
ception abuses. Further, only qualified law enforcement

ok

offif~cers may operate the equipment and conduct electronié
surveillance activities.6
In addition, comp@iance with reporting mandates con-
cerning electronic surJéillance established through federal
and state statute is required. To monitor the use of
electronic surveillance nationwide, the federal Title III
statute requires states to file written reports with the
Administrative Office of the U.S. Courts (A.0.). Both
judges and prosecuting officials at the state level are
required to file reports on every electronic surveillance
application and order. Prosecuting officials are also
required to submitfreports annually to the A.0. regarding
the use and results of electronic surveillance intercepts.7
Reporting mandates required by the New Jersey statute are
comparable to federal mandates and provide opportunity

for internal supervision and evaluation.

A 1976 study, conducted by the National Commission for

the Review of Federal and State Laws Relating to Wiretapping

and Electronic SurveillanCe, confirmed the_value of those

safeguards employed in New Jersey. Study findings established

i
AN
4

6N. J. Department of Law and Public Safety.

7Report on Applications for Orders Authorizing or
Approving the Interception of Wire or Oral Communications,
Administrative Office of the U.S, Courts, Washington, D.C.,
April 1983, p.l.
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that a correlation exists between tﬁe results of electronic

survei " . .
illance and Prosecutorial involvement whether in the

decisi : i
ision to request a survelllance order or in its execution, "8

The . .
€ success of an electronic surveillance investigation is

attributed, in part, to prosecutorial involvement. The

Commission arrived at the conclusion

+ « « that close prosecutorial su 1si

is a prerequ%site to success is SESEZiiégn
by the practices followed in offices that
make the be§t use of eavesdropping. The
most effgctxve state offices studied b

the Cgmmissign, such as New Jersey's Y
g:gaglzed Crime and Special Prosecutions
iection, exh;blted regular and comprehensive
-Vo_vement by prosecutors from the time of
initial discussions about the possible use
of surveillance through post tri

surveillance~derived ma i : .
information . terials for intelligence

The report also cited the quality and training of law

enf i 1

orcement officers who are seeking and executing electronic
s . . .
urveillance orders as contributing to the effectiveness of

electronic surveillance operations in New Jersey.lo
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U.S. National Commission for the Review of Federal

and State Laws Relatin : Y. :
surveillance, p. 138. o Wiretapping and Electronic

1biq.
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OPERATION OF THE ACT

The Attorney General's Office, as the principal law
enforcement agency within New Jersey, has the authority
to investigate and prosecute criminal matters within the
state. The Division of Criminal Justice, in cooperation
with the State Police, carries out this function as the
prosecutorial arm of the Attorney General's Office and in
so doing occasionally utilizes electronic surveillance
techniques. While county prosecutors' offices and local
police conduct the bulk of criminal investigations and
prosecutions within the state, the Division of Criminal
Ju;tice is responsible for investigations and prosecutions
of statewide significance. In particular, the Division
handles cases involving official corruption and significant
statewide or multi-county organized crime activity.

The establishment of the Division of Criminal Justice
and the introduction of electronic surveillance enabled New
Jersé§ law enforcement to effectively investigate and
prosecute organized crime conspiracies within the state--—
conspiracieg that transcend not only county boundaries, but
also state boundaries. At the.state level, electronic

surveiliance investigations are conducted by the .

Division of Criminal Justice, in conjunction with the
Division of State Police. Similarly, county prosecutors'
offices, sometimes in conjunction with local police,
conduct electronic surveillance investigations targeting

organized crime and conspiracies within the respective

county of jurisdiction.

- 12 =




ASSESSMENT

Electronic surveillance is recognized within law
enforcement as a productive, indispensable tool against
organized crime, corruption and criminal conspiracies.

The importance of electronic surveillance, though, is
often understated by assessments relying solely on the
frequency with which it is used. Effectiveness is
generally measured by results such as the number of
indictments and convictions. Such quantitative methods

of assessment do provide useful information regarding
electronic surveillance, but should be made with broader
concern for the overall impact and consequences of its use.

When analyzing the use of electronic surveillance, the
number of wiretaps authorized over a specific period of time
is frequently referenced. This, however, does not accurately
represent use as more than one wiretap is often employed in
conjunction with one criminal investigation. To reach the
highest echelon of an organization, "jump" wires, or sub-
sequent related wiretaps, are often necessary. With "ump”
wires the inyestigation will begin at that level in an oper-
ation where.probable caugse for an electronic surveillance order

was initially obtained and then progress to other levels.

- 13 =
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With a series of "jumps" to new telephones the investigation
continues to penetrate the organization and results in pros-

ecution of those functioning at higher echelons of the criminal

structure.

Another instance requiring multiple wiretaps is the
investigation of a large organization or conspiracy. When
more than one telephone is utilized to conduct criminal

business a separate wiretap order is needed for each

telephone facility. In both instances, with more than

one wiretap utilized in conjunction with a single investi-

gation, the number of wiretaps reported artificially inflates

actual use. The use of electronic surveillance is more

accurately reflected by considering the total number of

investigations conducted which employ the technique.
Additional problems exist in screening the usefulness

of electronic surveillance in that many results attributed

to the technique are not easily quantified. One such result

was characterized by former New Jersey Attorney General

William F. Hyland.

Electronic surveillance has enabled law
enforcement to prosecute and convict many .
high echelon organized crime figures in N
gsituations where all other investigative
techniques had previously proved unsuccessful.
In addition, the wiretap procedure has provided
evidence not only vital to conviction, but

to continuing investigations. Evidence so
obtained has aided in the discovery of siyeral
criminal combinations once undetectable.

lyviand, p.13.
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Other results not easily gquantified but valuable in assessing
electronic surveillance include the specific class of violators
detected and prosecuted, the extent of criminal activity un-
covered, and the overall disruptive effect on the criminal
organization. Although the ultimate purpose of electronic
surveillance is generally viewed as the detection of
criminal activity and conviction of offenders, disruption
of the organization's structure, operations and activities
is also significant. Damaging and disruptive effects are
manifested in several ways, including internal organizational
disarray, iﬂcreased expenses and greater vulnerability to
further surveillance. With leaders and members on trial
or sentenced to prison, the organization becomes fragmented
and internal authority is diminished. Defense measures L
become necessary and the operation of the organization becomes
less efficient when fears exist that conversations will be
overheard. In addition, profits decline as a result of
discontinued or diminished criminal activity. Overall,
detection, exposurexénd disruption breaks up ongoing power
relationships within the organization, reduces the
organization's influence, and provides a deterrent to

further criminal activ:’.ty.12

In essence, when evaluating electronic surveillance,

focus should not be limited to the more visible results

le.S. National Commission for the Review of Federal and
State Laws Relating to Wiretapping and Electronic Surveillance,

/
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measured by indictments and convictions, but should include
lesshvisible yet just as important effects such as inroads
into and disruption of organized crime and conspiracies.

In addition to the number of cases developed with the use
of wiretaps, the significance of those cases and the more
indirect effects of the accompanying investigative efforts
should be noted.

Duringsa speaking engagement in 1982, FBI Director
William H. Webster summarized the importance of electronic
surveillance in warning that Americans may have to give up
some privacy to allow for the use of electronic surveillance.
Webster described law enforcement techniques, such as

electronic surveillance as

'. . .SO necessary to ‘combat high imp e
crime that privacy interests mggtrmpact
Yield to a reasonable degree to

allow their lawful use, . . .

We use them because they are

extremely effective, and because

we have confidence in fge safeguards

we have put in place.'

In addition, Webster is also quoted as saying that such
techniques have "helped us reach beyond the criminal on
the street to those responsible for some of the most

serious and often hidden or protected for%s of crime,"
|

including organized crime and official cox(‘\\ruption.14
. |
|

;{}\
|
/

. |
13 *\
Mary Thornton, "Crime Fight May Cost Some Privacy,

Webster s " i
cols. 1-4. Y5 The Washington Post, October 14, 1982, p. AlS,

14

Ibid,
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Webster's address reinforces the need to consider i %
' the overall results along with any other method of % 2
assessment when evaluating electronic surveillance. % § ELECTRONIC SURVEILLANCE 1977-1982
The statistical analysis which follows, then, should i 31 ) Statistical data were compiled to evaluate the use
p be considered as only one method of describing and ? of court-authorized electronic surveillance throughout
assessing the use of electronic surveillance. A subsequent ; New Jersey. Relevant data were collected from case
section provides a summary of significant electronic g } files and records within the Divisién of Criminal Justice
. surveillance investigations to more completely disclose g and county prosecutors' offices. Summary reports con-
the total impact of this important technique available ; : cerning electronic surveillance published by the
to law enforcement agencies throughout the state. % % b Administrative Qffice of _the United States Courts were
i : ! also consulted.
Z i Statistical data describing the use and results of
@ o electronic surveillance are reported in terms of:
¥ ; » . Frequencf of electronic surveillance orders.
g m . Wiretaps in conjunction with investigations.
? ¥ . Types of offenses investigated.
i L . Defendant indictments.
? . Defendant dispositions,
% ‘¥ ; Data with respect to electronic surveillance orders
1] f} (wiretaps) and investigations are reported for the years
| 1977-1982, that period not covered by any previous eraluative
éj ) report. However, due to the time delay in obtaining
} ;, ‘, indictments“and subsequent criminal case dispositions,
%, f defendant indictments and dispositions are reported for
;  § ) investigations conducted during the years 1977-1981l.
) % :
’ o - 18 =
¢
) -17 = i
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ficant findings, as well as tables reporting more detailed

data.

Statistical information is reported in three sections:

(11 New Jersey Electronic §urveillance ;
Investigations--Statewide Total. : !

(2) Division of Criminal Justice ] y
Electronic Surveillance Investlgations. -

(31 County Prosecutors' Offices .
Electronic Surveillance Investigations.

section provides narrative highlights summarizing signi-
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New Jersey Electronic Surveillance Investigations--Statewide Total

New Jersey electronic surveillance investigations refers to
investigations con&acted statewide--Division of Criminal Justice
investigations and county prosecutors' offices investigations.

Highlights of significant data regarding the use and

effectiveness of electronic surveillance statewide are summarized

below. While data with respect to electronic surveillance orders

and investigations are reported for the years 1977-1982, indictment

and dispositional data are reported for investigations conducted

during the years 1977-1981. More detailed data are presented in

the referenced tables.

. During the period 1977-1982, the Division
of Criminal Justice and county prosecutors'
offices obtained authorization for a total

of 894 electronic surveillance orders (wiretaps): -

(Table 17.

. The 894 wiretaps were in conjunction with

500 investigations statewide. (Table 1).

. Of the total 500 electrqnic surveillance
investigations statewide, 90% resulted

in formal charges by indictment.

. Of the total 500 investigations, 461 (92%)

involved gambling or controlled dangerous

substance offenses; 245 (49%) were controlled

dangerous substance offenses and 216 (43%) were

gambling offenses. (Table 2}.

- 20 -
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Among the remaining 39 investigations ihvolving other
offenses; 17 involved theft or stolen property,
6 involved loansharking or extortion, e

and 4 invalved hribery,

‘(Table 2).

As a result of electronic surveillance
investigations conducted during the periogd
1977-1981, 2,518 defendants were indicted
statewide. (Table 3).

Of the defendants indicted, 1,471 (58%) were
indicted for controlled dangerous substance
offenses and 889 (35%) were indicted for

gambling offenses. (Table 3).

In addition, 75 (3%) defendants were indicted
for theft or stolen property, 44 (2%) for

loansharking or extortion, 13 (1%) for bribery
or official misconduct and 26 (1%) for various

other offenses. (Table 3)..

Of the 2,518 defendants indicted statewide as a
result of electronic surveillance investigations
conducted during the years 1977-1981, 2,074 (823%)

have reached final disposition. The remaining

444 .defendants are fugitives or pending disposition.

(Table 4).

- 21 -
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Of the 2,074 defendants whose cases have
been disposed, 1,689 (81%) were convicted.
In addition,0233 (11%) were granted dismissals,
115 (63] were granted pre-trial interventicn,

. 21 (1%) were granted conditional discharges,
and 16 (l1%) were acquitted. (Table 4).

Table 1.
New Jersey-~Statewide Tota%
Electronic Surveillance Orders (Wiretaps)
and Related Investigations, 1977-1982
o
. £v. Orders - Elec..Sury.
Year EleiWi§:€Zps)r Investigations
1977 ] 150 101
1978 152 85
1979 148 76
19840 178 : 94
1981 138 73
1982 128 71
Total 894 . 500
- 22 -
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Table 2.
New Jersey--Statewide Total
Electronic Surveillance Investigations
by Offense Category, 1977-1982
Investigations by Offense Category
Total “Theft Ioanshark
Yeay .V‘In'a'e:_!tigatims - s Garbling  Stolen Pxop. Extortion Bribery Other
1977 101 50 43 5 0 0 3
1978 85 34 46 3 1l 0 1
1979 76 31 » 39 3 2 1l 0
1980 94 46 41 2 1 0 4
i9s1 73 a0 24 4 2 2 1 ,
1982 71 44 X 0 0 1 3 R
Total _5040 .(10.03) 245 (.49_\) © 216 (43%) 17 (3%) 6 (1%) 4 (18) 12 (2%) ’
! .
; @
' b
i
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Table 3.
New Jersey--Statewide Total
Defendant Indictments by Offense Category for
Electronic Surveillance Investigations, 1977-1981
;
’ Defendant Indictments by Offense Category
| " Total
Defendant Theft Loangshark Bribery
i - Year Indictments  CDS Gambling Stolen Prop, Extortion Misconduct Other
i 1977 397 220 144 0 31 (] 2
} 1978 495 272 207 ° 8 8 0 0
1 1979 523 269 213 34 0 7 0
! ~73 N .
| 1980 651 418 204 19 0 0 10
! 1981 452 292 © 121 14 5 6 14
Total 2,518‘(100“ 1,471 (58%) 889 (35%) 75 (3%) 44 (2%) 13 (1s) 26 (1%)
//‘ 222 S st — g
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i Table 4.
New Jersey--Statewide Total f
: Defendant Dispositions after Indictment
i for .Electronic Surveillance Investigations
i 1977-1981
! |
‘ Defendant Dispositions by Type
! N Total |
: o ' Defendant - Conditional
! i Year Dispositions Convicted Dismissal PTI Discharge Acquittal
S : .
l, 1977 390 313 53 12 9 3
i 1978 41a 303 78 31 7 0
1
.‘ 1979 451 372 49 29 1 0
: 1980 504 . 444 29 21 2 8
. 1981 310 257 24 22 2 5
Total 2,074 (1008) 1,689 (81%) 233 (1is) 115 (68) 21 (1) 16 (1%)
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Division of Criminal Justice Electronic Surveillance Investigations - The remaining 17 investigations involved a variety of

i A AT ! }

A summary of findings regarding the use and effectiveness of ; ) offenses: 4 involved theft or stolen property,
¥ d . . . .
Division of Criminal Justice electronic surveillance investigations f 4 involved bribery and 4 inyolved various
follows. While data with respect to electronic surveillance orders : other. offenses. (Table 7].
. . . ; ' - . . SN |
; and investigations are reported for the years 1977-1982, indictment . As a result of electronic surveillance investigations

and dispositional data are reported for investigations conducted conducted during the period 1977-1981, 432 defendants
’

during the years 1977-1981. More detailed data are presented in were indicted. (Table 8).

the referenced tables.t> "i

. Of the defendants indicted, 186 (43%) were indicted

. During the period 1977-1982, the Division for controlled dangerous substance offenses and

of Criminal Justice obtained authorization for

r 124 (29%) were indicted for gambling offenses. (Table 8).
H 201 electronic surveillance orders (wiretaps). ’
(Table 5) ) . In addition, 51 (12%) defendants were indicted for
theft or stolen property, 44 (10%) were indicted for
. . . . s B
: - The 201 wiretaps were in conjunction with ' loansharking or extortion, 13 (3%) ‘were indicted for
1 64 investigations, or approximately 1% of the g i

bripery or official misconduct, and 14 (3%) were indicted

total investigations conducted by the Division for various other offenses including murder and organized

] : s L ’ . & ,' E 3
, during the same period of time. (Table 6). , | crime conspiracy. (Table 8).
. Of the total 64 electronic surveillance % ' . Of the 432 defendants indicted at the state level,
investigations, 91% resulted in formal i1 - 369 (85%) have reached final disposition. The
i charges by indictment. | remaining 63 ‘defendants are fugitives or pending
. Of the total 64 investigétions, about three-quarters : disposition. (Table 9}.
involved gambling”bffenses or controlled dangerous i . Of the 362 defendants whose cases have been disposed,
} substance offenses; 27 (42%) were gambling offenses :

302 (82%) were cocnvicted. In addition, 43 (11%) were

and 20 (31%) were controlled dangerous substance granted pre~trial intervention or conditional discharges,

offenses, (Table 7). 21 (6%) were granted dismissals, and 3 (13%) were

acquitted. (Table 9).

lsbata with respect to Division of (Qriminal Justice electronic
surveillance investigations are reported as of april 1, 1983.

- 96 -
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; Table 5.
g Division of Criminal Justice
| Electronic Surveillance Orders (Wiretaps)
; = and Related Investigations, 1977-1982
!
|
i Elec. Surv. Orders Elec. Surv.
% Year (Wiretaps] Investigations
% 1977 45 12
i 1978 37 8
! 1979 38 14
? 1980 27 10
i
§ 1981 32 12
: 1982 22 8
| TOTAL 201 64
1)
§
‘ Table 6.
Division of Criminal Justice
Total Investigations and Electronic -
Surveillance Investigations, 1977-1982
E
%l
All Electronic Suwrveillance
Year Investigations Investigations Pexrcent
T
I 1977 725 12 1.6
1978 828 8 1.0
o 1979 695 14 2.0
1980 1,007 10 1.0
| 1981 1,398 12 0.9
- 1982 290 8 0.8
i TOTAL 5,643 64 1.2%
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Table 7. ‘
. Division of Criminal Justice
Electronic Surveillance Investigations
by Offense Catego;y, 1977—1982
Investigations by Offense Category
Total Toanshark Theft
Year Investigations Gambling Ccos Extortion Stolen Prop. Bribery Other
1977 12 7 3 0 1 0 1
1978 8 4 2 1 0 0 1
1979 , 14 5 5 1 2 10 0
1980 10 3 4 1 1 o 1
1981 12 6 2 2 0 2 0
1982 "8 2 4 0 0 1 1
TOTAL .64 (‘an!) 27 ’(42|l 20 (31%) 5 (8%) 4 (6%) 4 (68) ' 4 (6%)
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Table 8,

Division of Criminal Justice
Defendant Indictments by Offense Category for
Electronic Surveillance Investigations, 1977-1981

Déféndant Indictments by Offense Category

| nemne | Theft Loanshark Bribery

Year Indictments €S Gambling Stolen Prop. Extortion Misconduct Other
1977 132 48 53 0 31 0 0
1978 47 17 22 0 8 (] 0
1979 126 59 30 ‘ 30 0 7 0
1980 51 27 5 19 0 0 0
1981 76 35 14 2 5 6 14%
Total 432 (100%) 186 (43%) 124 (29%) 51 (12%) 44 (108) 13 (3%) 14 (3%)

*pefendant indictments returned for the following offenses:

one defendant indictment for murder, ten defendant indictments for organized crime oconspiracy,
and three defendant indictments for promoting prostitution.
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; Table 9.
Division of Criminal Justice
Defendant Dispositions after Indictment
. for Electronic Surveillance Investigations
: 1977-1981
! Defendant Dispositions by Type
Total .
Defendant ' Conditional
Year Dispositions. _ Convicted ‘ PTL _ . Dismigsal Discharge Acquitted
1977 129, o0 8 12 9 0
1978 46 35 0 4 7 0
1979 104 91 9 4 0 o
1980 39 39 0 0 0 0
1981 51 37 la 1l 0 3
Total 362 (100%) 302 (82%) 27 (™) 21 {6%) 16 (4%) 3 (1s)
T —
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County Prosecutors' Offices Electronic Surveillance Investigations

In addition to those investigations conducted by the
Division of Criminal Justice in conjunction with the State Police,
county prosecutors' offices utilize electronic surveillance when
investigating county-based organized crime activities and criminal
conspiracies. Each prosecutor's office is responsible for
investigations conducted within the respectiéé county jurisdiction.
During the period of study, 1977-1982, 18 of the county prosecutors'
offices utilized electronic surveillance, Three counties, Salen,
Sussex and Warren Counties, did not seek authorization for electronic
surveillance during that period. In one instance, in Passaic County
in 1978, an application was denied.
Significant findings régérdiﬁé the use of electroﬂic
surveillance during the period 1977-1982 are provided below.
in addition, major -findings are provided-regarding~indictments-—= -~
and dispositions arising from county electronic sﬁr&ei%;ance
investigations conducted during the period 1977-1981. -
More detailed data are presented in the referenced tableé.ls
. During the period 1977-1982, 18 county
prosecutors' offices obtained authorization
for 693 electronic surveillance orders (wiretaps}).

(Table 10).

. The 693 wiretaps were in conjunction with

436 investigations. (Table 10).

16D'ata with respect to counﬁy electronic surveillarice investi-
gations are reported as of Januwary 1, 1983.
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Of the total 436 electronic surveillance

investigations, 90% resulted in formal charges

by indictment.

Of the total 436 investigations, 414 (95%)
involved gambling or controlled dangerous
substance offenses; 225 (52%) were controlled
dangerous substance offenses and 189 (43%)

were gambling offenses. (Table 11).

The remaining 22 investigations included

13 for theft or stolen property and 9 for

rarious other offenses. (Table 1l).-

As a result of electronic surveillance investi-
gations conducted during the period .1977-1981,

2,086 defendants were indicted. (Table 12).

0f the defendants indicted, virtually all (99%)
were indicted for either controlled dangerous
substance offenses (63%) or gambling offenses
(36%). The remaining defendants were indicted
for various other offenses including theft and

stolen property. (Table 12).

Of the 2,086 defendants indicted at the county level
as a result of 1977-1981 investigations, 1,705 (82%)

have reached final disposition. The remaining 381

defendants are fugitives or pending disposition.

(Table I3).
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. Of the 1,705 county defendants whose cases
have been disposed, 1,387 (81%) were convicted.
In addition, 212 (12%) were granted dismissals,
93 (6%) were granted pre-trial intervention or

conditional discharges, ang 13 (1%) were acquitted.
(Table 13j}.

Table 10.

County Prosecutors' offices
Electronic Surveillance Orders (Wiretapsg)
and Related Investigations, 1977-1982

Elec. Surv. Orders Elec. Surv,
Year (Wiretaps) Investigations
1977 los 89
19738 115 77
1979 110 62
1980 151 ' 84
1981 1los6 61
1982 las 63
Total 693 436
A
- 34 -
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Table 11.
County Prosecutors' Offices
Electronic Surveillance Investigations
by Offense Category, 1977-1982
Investigations by Offcense Category
Total Theft Loanshark

Year Investigations s Gambling Stolen Prop, Extortion Other
1977 89 47 36 4 0 2
1978 77 32 42 3 0 0
1979 62 26 34 1 1 0
1980 84 42 38 1 0 3
1981 61 R 38 18 4 0 1
1982 63 40 21 0 0 2
Total 436 (100%) 225 (528) 189 (43%) 13 (3%) 1(~)* 8 (2%)

*Less than one percent.




Table 12. : .
County Prosecutors' Offices
Defendant Indictments by Offense Category for
Electronic Surveillance Investigations, 1977-1981
Defendant Indictnents ly Offenge Category
Total
Defendant Theft
Year Indictments s Gauwbling Stolen Prop. Other
1977 265 172 91 0 2
1978 448 255 185 ‘ 8 0
1979 397 210 183 4 0
1980 600 391 199 0 10
1981 376 257 107 12 0
Total 2,086 (100%) 1,285 (63%) 765 (36%) 24 (1%) 12 (=)

*Less than onc percent,
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Table 13,
County Prosecutors' Offices
Defendant Dispositions after Indictment
for Electronic Surveillance Investigations
' 1977-1981
Total Defendant Dispositions by Type
: Defendant Conditional
Year o Dispositions Convicted Dismissal PTI Aoquitted Discharge
1977 261 213 41 4 3 0
1978 373 268 74 31 0 0
1979 347 281 45 20 0 1
’ 1980 465 405 29 21 8 2
1981 259 220 23 12 2 2
Total 1,705 (100%) 1,387 (81%) 212 (12%) 88 (58) 13 (1%) 5 (~)*

“Less than one percent.



SIGNIFICANT INVESTIGATIONS

Since first legislated, the Electronic Surveillance Act
has enabled law enforcement to detect, prosecute and convict
members of organized crime groups, criminal conspirators
and corrupt public officials. Moreover, electronic surveillance
has led to the discovery, penetration and ofttimes elimination
of organized crime enterprises and conspiracies. Significant
investigations highlighted herein are representative of
instances in which indictments and convictions would not have

been possible without electronic surveillance.l7

. State v. Ziccarelli, et al (1969, 1970).

An early example of the significant contribution

of electronic surveillance was the indictment of
and subsequent conviction of the defendant,
Ziccarelli, and other organized crime grbup

members as well as major political and law
enforcement officials in Hudson County. Indictment
charges involved gambling and related bribery

offenses. For instance, the mayor of West Ne@qurk

17Defendants' names are provided in only those cases in
which a trial was conducted and electroni¢ surveillance inter-
ceptions became a matter of public record. Due to the strictures
of the Electronic Surveillance Control Act, names are not
provided in those cases in which defendants were disposed through

plea. These cases are identified by electronic surveillance (wire)

numbers.
..38_
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was;convicted of accepting bribes to protect
an organized crime gambling operation. In
addition, two Hudson County Prosecutor's 0ffice
officials and others involved in the gambling
operation and betting activities were convicted
of criminal offenses. Ziccarelli, the Hudson
County organized crime figure who controlled
area gambling activities, had been the target

of several previous unsuccessful investigations.

State v. Esposito, Kordija, et al (1973)

This electronic surveillance investigation involving
a multi—county‘gamhlipg operation resulted in the
indictment of three Public officials and two organized
crime members. Two Patterson police officers and a
Passaic County Prosecutor's Qffice detective were
indicted and convicted of aécepting bribes from

organized crime members to protect an illegal

. gambling enterprise from investigation, detection

and prosecution and to permit its continued operation.
The three law enforcement officials, having used their
public offices to protect the gambling operation were
also convicted of official misconduct. In addition,
one organized crime member was convicted of gambling

offenses and bribery, while the second organized crime

member became a fugitive. fThe bribery payments were

made over a period of at least one and one-half years

<39 =
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State v.-Triela; Doran, Kobensky, et al (1977).

During 1977, an electronic surveillance investigation
involving gambling activities resulted in the detection
of a sophisticated gambling ring operating a $2.5 million
a year business. At the time of arrest, $65,000 was
confiscated along with voice activated recorders used

to accept callers' bets. In total, eight defendants

were convicted, including two leaders in the operation

who received substantial prison terms and large fines.

State v. Boiardo, et al (1977, 1978).

An investigation utilizing electronic surveillance
resulted in the first indictment to ever allege the
existence of a formal nationwide criminal organization.
Members used the organization as a vehicle to commit
crimes tpﬁmaintain power over rivals and victims. This
indictment, one of the most significant organized crime
indictments in the history of the state, charged eight
defendants with conspiracy in a "secret nationwide
criminal organization" for the purpose of committing
crimes for financial gain and perpetrating

the oxganization. In addition, the indictment contained
23 substantive charges including murder, loansharking,
extortion, robbery and gambling. Evidence obtained
indicated that the conspiracy and related criminal activities
continued over eight years'throughout several New Jersey

counties, New York, Las Vegas, Florida and elsewhere.

- 40 -
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All defendants with the exception of one defendant

who was severed from the indictment‘for txial

purposes were convicted. Moreover, as a result of

this electronic surveillance investigation, defen-
dants were tried under the federal Organized Crime
Control. Act for organized crime ownership of a Las
Vegas casino and convicted of racketeering influenced

corruption oéeration (RICO) violations.

Electronic Surveillance 79-1 and 76-6 (1979).

This electronic surveillance investigation uncovered

two m;jor, multi~state bookmaking operations. The

two defendants indicted as a result of the investigation
did not participate in the routine street-level betting
and bookmaking operation, but accepted substantial

bets, "lay-off? bets, of thousands of dollars for
single bets from the smaller-scale bookmaking operations.
Such bets enabled the smaller-scale bookmaker to sustain
the business. Indictment charges were conspiracy,
bookmaking, and maintaining a gambling'resort. Both

defendants were convicted.

Electronic Surveillance 79-2A, 2B, 5, 8 and 9 (1979).

An electronic surveillance investigation into controlled
dangerous substances and the major supplier in rural

Sussex éounty, New Jersey resulted in the detection of

a large-scale cocaine distribution operation. The

conspiracy involved the importation of illegal drugs and distri-
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bution activities which had been ongoing over a period
of three years. The investigation, which concerned
criminal conspiratorial activities within New Jersey,
New York and California, the Dutch West Indies and’
South America, was conducted in conjunction with federal
resources. In total, 12 defendants were indicted:; eight

were convicted.

Eiectronit‘Surveillanée;TSbﬁé 11979).

A large-scale investigation into theft and stolen property
conspiracies.resulted in the indictment gf eight defendants.
Indictment charges stemmed from the defenéants'participation
in a stolen property conspiracy, fencing activities, and
£iling false claims of loss (vehicle theft reports)

and subsequent recoveries of insurance proceeds.

Criminal activities were conducted in various counties
within New Jersey and several other states and involved
various prope&ty, including construction equipment,

boats, boat trailers, cattle, horses and horse trailers.

Six defendants who were the principal participants

and leaders of the operation were. convicted.

—

State v. Potter, et al (1979).

This investigation utilizing electronic surveillance
was conducted to gather evidence concerning a bribery
conspiracy involving public officials. As a result,
an indictment was returned charging the Chief of
Police of Kearny and others with accepting bribes

to protect an ongoing lottery enterprise within
Hudson County. Six defendants were indicted and
convicted on bribery and misconduct charges. In
addition, five defendants involved in the gambling

operation were indicted on related charges.

State v. Tarantile, Mendez, et al (1979).

As a result of an electronic surveillance investigation,
indictments were returned charging 22 defendants with . ..
conspiracy, embezzlement, larceny, theft, receiving

stolen property and attempting to evade taxes. Indictment
charges stemmed from the ongoing thefts of railroad
equipment and tools belonging to several individuals

and corporations, including the National Railroad
Passenger Corporation (Amtrak), the Consolidated Rail
Corporation (Conrail], and the Penn Central Railroad.

In addition to the New Jersey charges, defendants were
prosecuted in Florida under the federal Racketeering
Influéﬁced Corruption Operations (RICQ) statute for a
railroad corporation embezélement scheme which continued

over a two-~year period and involved $600,000.
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. Blectronic Surveillance TQ-JQ;;QGiand‘41T"SB=I”:
(1979=-1984) .

This electronic surveillance investigation resulted

in the indictment of 19 defeﬁdants for charges of
conspiracy and distribution of controlled dangerous
substances. The conspiracy uncovered during the
investigation involved a cocaine and methaphetamine
distribution network extending from Burlington and
Camden Counties to out-of-state locations. The
operation was disrupted through detection and sub-
sequent imprisonment of those directing the conspiracy

and distribution network.

State v. Gregorio (198Q}.

Evidence obtained through an electronic surveillance
investigation resulted in the indictment and subsequent

conviction of the defendant, a New Jersey state senator

and mayor of Linden. The indictment charged the defendant

with conspiracy, official misconduct, obtaining money
and other things of value under false pretense, tampering
with public records and information, and attempting to
evade tax. The defendant was convicted after trial of

conspiracy to commit official misconduct.
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Electronic Surveillance 80-13a, B, C and D (15980).

This electronic surveillance investigation into ongoing
extortion and theft by deception activities uncovered

a major credit scam operating within the Atlantic City
casino industry. Six million dollars in casino thefts
had occurred as a result of abuses by employees in the
issuance of credit in casinos. The intent was to grant
credit to loanshark victims to pay off such debts. The
investigation resulted inthe indictment of 20 defendants
charged with offenses including extortion, theft by
deception, forgery and uttering forged instruments. To
date, 16 defendants have been convicted by pleas. Those
who directed the credit scam who have been sentenced
received substantial terms of incarceration.

Four defendants’are pending trial. In addition,

this matter evolved into an extended investigation
involving targets within and outside of New Jersey.

Also as a result of this investigation, the State
Commission of Investigation is conducting a review to

introduce needed changes in casino credit procedures.
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Electronic Surveillance 81-14, 15 and 16 (1981}.

An electronic surveillance investigation led to the indictment

of six defendants for loanshark opefations in Atlantic City.
The defendants operated the loanshark business out of two
jewelry stores/pawn shops and caﬁered to down and out
gamblers. Loanshark activities are estimated to have

been ongoing for one and one-half years and involved
transactions of approximately $150,000 for a one-year
period. One defendant was known to have organized crime
connections. All six defendants were convicted through

pleas.

Electronic Surveillance 82-8 (1982).

After receiving information regarding the defendants'
conspiratorial plot ta.commit murder, .state law.enforcement. .
officials obtained authorization for electronic surveillance.
The court authorized wiretap provided evidénce of the
defendants' plans to murder the wife of one defen-

dant. Intercepted communications took place between

New Jersey, Florida and Argentina. The wiretap

enabled state law enforcement officials to identify

when and where the murder was to occur. As a result,

the murder was prevented. Both defendants were

convicted and sentenced to state prison terms.
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