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Commercial Wireless Provides Savings, 
Speedy Access for LAPD 

C oncerns about reliability and security have kept public 
safety agencies from using commercial network carri-

ers in the past. That view is changing as technology 
improves and agencies begin to partner with commercial 
carriers for support. 

One such agency is the Los Angeles Police Department 
(LAPD), which, with more than 9,600 sworn officers and 
3,000 civilian staff, is among the largest in the nation. Cov-
ering approximately 470 square miles with a population of 
3.8 million, the department must have reliable, speedy, cost-
effective mobile data services. The cost of building a dedi-
cated system to meet LAPD’s requirements would be 
impractical; after reviewing available options, LAPD has 
turned to a commercial network carrier. 

LAPD uses the commercial carrier Sprint for wireless 
data communications in its field units. LAPD has been 
using Sprint since 2007 to provide data access services 
to 1,600 patrol cars, and thus far is pleased with the 
results. 

“We’re very satisfied in terms of cost to use the serv-
ices provided and the bandwidth availability,” says Tim 
Riley, Chief Information Officer for LAPD. “We have better 
coverage, so that’s been extremely beneficial for us as 
well.” 

“The Sprint system has been a significant improve-
ment in terms of data speed and resources access,” he 
says. “Our old network was 19.2 kilobytes per second— 
very small. With Sprint, we have upwards of 800 kilo-
bytes per second. It’s huge. The download is 1.2 
megabytes per second. So it’s a significant improvement 
in the amount of data that can be sent to the field. We 
can send photos and fingerprint images back and forth, 
and use the system for automated report writing, map-
ping, and access to the department intranet.” Officers 
also will soon have limited access to Internet sites. 

The system is used for access to the California Law 
Enforcement Telecommunications System (CLETS), 

which contains information on criminal background 
checks, Department of Motor Vehicles information, and 
warrant checks, and connection with the FBI’s National 
Crime Information Center. The system also provides com-
puter-aided dispatch, access to LAPD internal records 
systems, and access to COPLINK® for information shar-
ing and analysis. 

For security purposes, a law enforcement agency in 
California that has access to CLETS must have a private 
connection between the agency and the data services 
provider. 

“We use the [commercial] carrier but the service has 
to ride on a dedicated line. There must be a private con-
nection because of law enforcement sensitive data,” Riley 
says. 

The public safety community historically has had con-
cerns about the reliability and security of commercial 
data services, concerns that have been alleviated some-
what as agencies begin to use commercial carriers. 

“The technology has changed,” says Peter Small, pro-
gram manager at the Communications Technologies Cen-
ter of Excellence (CoE). “There are law enforcement 
agencies that are using these services and they are work-
ing well for them.” The CoE is part of the National Law 
Enforcement and Corrections Technology Center System. 
NLECTC is a program of the Office of Justice Programs’ 
National Institute of Justice. 

With one exception last year, Sprint service has been 
very reliable, according to Riley. 

“Last year, we had 1 day where we had an unplanned 
outage,” Riley says. “Sprint usually notifies us when the 
service will be down, usually for a few minutes when 
they do an upgrade. For 1 day, Sprint had a network fail-
ure. On that day, LAPD used the old system as backup. 
Officers can log onto either system.” 
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“It was a specific outage related to our DataLink 
services in November 2007,” says Stephanie Vinge-Walsh, 
a spokesperson for Sprint. “Some DataLink customers 
were affected and some were not. It did not impact wire-
less phones.” 

“DataLink is specifically for our business and public 
sector customers who need access to data from various 
locations and within that customer’s own system,” Vinge-
Walsh says. “It is for the customer who needs to securely 
access data from lots of locations at the same time with-
in their own systems.” 

She said the outage was specific to one router on the 
data communications path, and Sprint migrated cus-
tomers to another DataLink platform. “Coincidentally, we 
were planning to migrate customers anyway to add more 
capacity and redundancy. After the outage we continued 
to migrate customers.” 

“Sprint has proven to be just as reliable, if not more 
reliable, than the old network,” Riley says. LAPD has a 
solid customer relationship with Sprint, which helps 
when the department needs additional service. 

“We work with them so that if we have a planned 
event, Sprint will work with us to provide more band-
width,” Riley says. “They have portable devices to pro-
vide additional bandwidth for additional cost, so you can 
pay as you need it instead of paying every month for 
service you may not need.” 

For example, in preparation for an annual immigrant 
rights demonstration held each year on May 1, LAPD 
notified Sprint that it expected more “traffic”—significant 
usage of the network—so Sprint could provide additional 
bandwidth. Traffic is the number of bits that are trans-
ferred on network connections. 

Public safety agencies in the past have contracted with 
a vendor to build a network to be operated and main-
tained by the agency. LAPD built its old network at a cost 
of $20 million, and continues to maintain it, according to 
Riley. With Sprint, the agency pays about $1 million a year 
to have the commercial carrier available. With the com-
mercial broadband network, LAPD pays a flat fee, with no 
infrastructure maintenance. The department’s monthly 
fee rises with each patrol car added to the service. 

“In the meantime Sprint has upgraded the network 
twice and we haven’t paid more,” Riley says. 

“When we were considering what to do, we looked at 
what we had and what was in the marketplace and tried 
a couple of commercial carriers. Who you choose will 
depend on coverage, customer service, and cost,” Riley 
says. 

For more information, contact Tim Riley of LAPD, 
215–485–3100, tim.riley@lapd.lacity.org or Peter Small 
at the Communications Technologies Center of Excel-
lence, 267–415–477, psmall@commtechc 
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This article was reprinted from the Fall 2008 
edition of TechBeat, the award-winning quarterly 
newsmagazine of the National Law Enforcement 
and Corrections Technology Center System, a 
program of the National Institute of Justice under 

Cooperative Agreement #2005–MU–CX–K077, awarded by 
the U.S. Department of Justice. 

Analyses of test results do not represent product approval 
or endorsement by the National Institute of Justice, U.S. 
Department of Justice; the National Institute of Standards 
and Technology, U.S. Department of Commerce; or 
Lockheed Martin. Points of view or opinions contained 
within this document are those of the authors and do not 
necessarily represent the official position or policies of the 
U.S. Department of Justice. 

The National Institute of Justice is a component of the 
Office of Justice Programs, which also includes the Bureau 
of Justice Assistance; the Bureau of Justice Statistics; 
the Community Capacity Development Office; the Office 
for Victims of Crime; the Office of Juvenile Justice and 
Delinquency Prevention; and the Office of Sex Offender 
Sentencing, Monitoring, Apprehending, Registering, and 
Tracking (SMART). 
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